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>>Committee commenced at 9:00 

 

Chairman (Mr. Hickes): Good morning, 

everyone. I would like to ask Ms. Quassa to 

open the proceedings with a prayer.  

 

>>Prayer 

 

Chairman: Thank you, Ms. Quassa. Out of 

respect for my colleague sitting beside me, 

I’m wearing a mask. I have a bit of a cold. 

I’m feeling better, but I want to make sure 

everyone stays healthy during the 

proceedings. 

 

I am pleased to begin by welcoming 

everyone to this meeting of the Legislative 

Assembly’s Standing Committee on 

Oversight of Government Operations and 

Public Accounts. 

 

We have convened today on the occasion of 

the standing committee’s televised hearing 

on the 2022-23 Annual Report of the 

Information and Privacy Commissioner. 

 

I would first like to introduce my Standing 

Committee colleagues: 

 

 Alexander Sammurtok, Co-Chair of the 

Standing Committee and Member for 

Rankin Inlet North-Chesterfield Inlet; 

 Janet Brewster, Member for Iqaluit-

Sinaa; 

 Adam Arreak Lightstone, Member for 

Iqaluit-Manirajak; 

 Joanna Quassa, Member for Aggu; 

 Joseph Quqqiaq, Member for Netsilik; 

 Joe Savikataaq, Member for Arviat 

South; and 

 Craig Simailak, Member for Baker Lake. 

 

The Information and Privacy Commissioner 

is appointed on the recommendation of the 

>>ᑲᑎᒪᔨᕋᓛᑦ ᐱᒋᐊᖅᑐᑦ 9:00ᒥ 

 

ᐃᒃᓯᕙᐅᑕᖅ (Hᐃᒃᔅ)(ᑐᓵᔨᑎᒍᑦ): ᐅᓪᓛᒃᑯᑦ. ᒥᔅ ᖁᐊᓴ 

ᐊᐱᕆᒍᒪᔭᕋ ᒪᑐᐃᖅᓯᒍᑎᓂ ᑐᒃᓯᐊᕈᓐᓇᕐᒪᖔᖅ.  

 

>>ᑐᒃᓯᐊᖅᑐᑦ 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅ ᖁᐊᓴ. 

ᒪᓕᒐᓕᐅᖅᑎᐅᖃᑎᒃᑲ ᖃᐅᔨᒪᓂᐊᕐᖓᑕᐃᓛᒃ ᒫᓐᓇ 

ᓄᕙᒃᑲᒪ ᓱᓕ ᒪᑐᐊᖅᓯᒪᑲᐃᓐᓇᕐᓂᐊᕋᒪ 

ᐊᐃᑦᑐᖅᓯᒍᒪᓐᖏᓐᓇᒪ ᑕᕝᕙᓂ.  

 

ᐱᒋᐊᕐᓂᐊᕋᑦᑕ ᑐᓐᖓᓱᑦᑎᑦᑎᓗᑕ ᐃᓘᓐᓇᓯᖕᓂᒃ 

ᑲᑎᒪᔨᕋᓛᑦ ᓇᐅᑦᑎᑐᖅᑎᐅᔪᑦ ᒐᕙᒪᒃᑯᑦ ᐊᐅᓚᓂᖏᓐᓄᑦ 

ᑮᓇᐅᔭᖅᑐᕈᑎᖏᓐᓄᓪᓗ ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᕆᔭᖓᓄᑦ.  

 

ᐅᓪᓗᒥ ᑲᑎᒃᑲᑦᑕ ᑲᑎᒪᔨᕋᓛᑦ ᑕᓚᕖᓴᒃᑰᕐᓗᑎᒃ 

ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᐊᕐᒪᑕ ᐱᔾᔪᑎᖃᖅᑐᓂᑦ 2022-

2023-ᒥ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᖏᓐᓂᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᑉ ᓄᓇᕗᒻᒥ. 

 

ᓯᕗᓪᓕᖅᐹᒥᓕ ᑲᑎᒪᔨᐅᖃᑎᒃᑲ ᑲᑎᒪᔨᕋᓛᓂ 

ᑭᒃᑰᒻᒪᖔᑕ ᓇᓗᓇᐃᖅᑐᖅᑳᕈᒪᒐᒃᑭᑦ: 

 

 ᐋᓚᒃᓵᓐᑐ ᓴᒻᒧᖅᑐᖅ, ᑐᖏᓕᕆᔭᕋ ᑲᑎᒪᔨᕋᓛᓂ 

ᐊᒻᒪᓗ ᒪᓕᒐᓕᐅᖅᑎᐅᓪᓗᓂ ᑲᖏᖅᖠᓂᐅᑉ 

ᐅᐊᓐᓇᖓᓄᑦ ᐊᒻᒪᓗ ᐃᓪᓗᓕᒑᕐᔪᒻᒧᑦ; 

 ᔮᓇᑦ ᐳᕉᔅᑐ, ᒪᓕᒐᓕᐅᖅᑎ ᐃᖃᓗᐃᑦ ᓯᓈᒧᑦ; 

 ᐋᑕᒻ ᐋᕆᐊᒃ ᓚᐃᑦᔅᑑᓐ, ᒪᓕᒐᓕᐅᖅᑎ 

ᐃᖃᓗᐃᑦ−ᒪᓂᕋᔮᒃᒧᑦ; 

 ᔪᐊᓇ ᖁᐊᓴ, ᒪᓕᒐᓕᐅᖅᑎ ᐊᒡᒍᒧᑦ; 

 ᔫᓯᑉ ᖂᑭᐊᖅ, ᒪᓕᒐᓕᐅᖅᑎ ᓇᑦᓯᓕᒻᒧᑦ; 

 ᔫ ᓴᕕᑲᑖᖅ, ᒪᓕᒐᓕᐅᖅᑎ ᐊᕐᕕᐊᑦ ᓂᒋᐊᓄᑦ; 

ᐊᒻᒪᓗ 

 ᑯᕋᐃᒡ ᓯᒪᐃᓚᒃ, ᒪᓕᒐᓕᐅᖅᑎ ᖃᒪᓂᑦᑐᐊᕐᒧᑦ. 

 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇ 

ᐃᓂᖓᓄᑦ ᑎᒃᑯᐊᖅᑕᐅᓲᖑᔪᖅ ᒪᓕᑦᑐᑎᒃ 

ᐊᑐᓕᖁᔭᓕᐊᒥᓂᐅᔪᓂᑦ ᒪᓕᒐᓕᐅᖅᕕᒻᒥ. ᒥᔅᑕ ᓯᑏᔫᑉ 

ᑎᒃᑯᐊᖅᑕᐅᓯᒪᓂᖓ ᐱᒋᐊᔪᔪᖅ ᔮᓐᓄᐊᕆ 11, 2021-ᒥ. 

 

ᐃᒻᒥᒃᑯᑦ ᐱᓕᕆᔨᐅᓪᓗᓂ ᑲᑎᒪᕐᔪᐊᕕᒻᒥ, ᑖᓐᓇ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇ 

ᒪᓕᒐᖅᑎᒍᑦ ᐊᑐᐃᓐᓇᕈᐃᖃᑦᑕᕆᐊᖃᕐᒪᑦ 

ᑐᓂᓯᖃᑦᑕᕐᓗᓂᓗ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᒃ 

ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ.  
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Legislative Assembly. Mr. Steele’s term of 

office began on January 11, 2021. 

 

As an independent officer of the House, the 

Information and Privacy Commissioner is 

required by law to prepare and submit an 

annual report to the Legislative Assembly.  

 

The 2020-21 Annual Report of the 

Information and Privacy Commissioner was 

tabled in the Legislative Assembly on 

September 9, 2021. The 2021-22 annual 

report was tabled on May 25, 2022. Televised 

Standing Committee hearings on the annual 

reports were held from September 26 to 27, 

2022.  

 

The Standing Committee subsequently 

presented its report on November 8, 2022. 

The Information and Privacy 

Commissioner’s response to the report of the 

Standing Committee was tabled in the House 

on March 6, 2023, over a year ago. The 

Government of Nunavut’s response to the 

Standing Committee’s report was tabled in 

the Legislative Assembly on May 24, 2023. 

 

The 2022-23 Annual Report of the 

Information and Privacy Commissioner was 

tabled in the Legislative Assembly on May 

24, 2023. The Information and Privacy 

Commissioner’s 2024-27 business plan was 

tabled in the Legislative Assembly on 

February 27, 2024. 

 

The Government of Nunavut’s Department of 

Executive and Intergovernmental Affairs has 

overarching responsibility for the 

government’s administration of the Access to 

Information and Protection of Privacy Act 

and related regulations and policies.  

 

The government’s 2019-2020 annual report 

on the administration of the Access to 

ᑕᐃᒃᑯᐊ 2020-2021−ᒧᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᑦ 

ᐅᓂᒃᑳᓕᐊᒥᓂᖏᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᐅᑉ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᑕᐅᔪᒻᒪᒪᑕ ᓯᑏᕝᕙ 9, 2021-ᒥ. ᑕᐃᒃᑯᐊᓗ 

2021-2022-ᒧᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᑦ ᐅᓂᒃᑳᓕᐊᒥᓃᑦ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ ᓴᖅᑭᖅᑕᐅᔪᓪᓗᑎᒃ ᒪᐃ 25, 2022-ᒥ.  

 

ᑕᓚᕖᓴᒃᑰᖅᑐᑎᒃ ᑲᑎᒪᔨᕋᓛᑦ ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᖏᑦ 

ᐱᓪᓗᒋᑦ ᑖᒃᑯᐊ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᑦ ᐅᓂᒃᑳᓕᐊᒥᓃᑦ 

ᐊᑐᖅᑕᐅᔪᒻᒪᑕ ᓯᑏᕝᕙ 26-27, 2022-ᒥ. ᑲᑎᒪᔨᕋᓛᓪᓗ 

ᑕᒪᑐᒪ ᑭᖑᓂᐊᒍᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂᑦ ᓴᖅᑭᖅᓯᔪᔪᑦ 

ᓄᕖᕝᕙ 8, 2022-ᒥ. ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇᐅᑉ ᑭᐅᔾᔪᑎᖏᑦ 

ᑲᑎᒪᔨᕋᓛᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓄᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᑕᐅᔪᔪᑦ ᒪᐃ 24, 2023-ᒥ. 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᑉ ᑭᐅᔾᔪᑎᖏᑦ ᑲᑎᒪᔨᕋᓛᑦ 

ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓄᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ ᓴᖅᑭᖅᑕᐅᔪᔪᑦ 

ᒫᑦᓯ 6, 2023-ᒥ. ᓄᓇᕗᑦ ᒐᕙᒪᖓ ᑭᐅᔾᔪᑎᖏᑦ 

ᑲᑎᒪᔨᕋᓛᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓄᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᑕᐅᔪᔪᑦ ᒪᐃ 24, 2023-ᒥ. 

 

ᑕᐃᒃᑯᐊ 2022-2023−ᒧᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᑦ 

ᐅᓂᒃᑳᓕᐊᒥᓂᖏᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓗ ᑲᒥᓴᓇᐅᑉ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᑕᐅᔪᔪᑦ ᒪᐃ 24, 2023-ᒥ. ᑖᒃᓱᒪᓗ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᑉ 2024-2027−ᒧᑦ ᐱᓕᕆᐊᒃᓴᓄᑦ 

ᐸᕐᓇᐅᑎᖏᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ ᓴᖅᑭᖅᑕᐅᔪᔪᑦ ᕖᕝᕗᐊᕆ 

27, 2024-ᒥ. 

 

ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ ᐱᓕᕆᕕᖓᑦ ᓯᕗᓕᖅᑎᓕᕆᓂᕐᒧᑦ 

ᒐᕙᒪᐅᖃᑎᒌᑦᑐᓕᕆᓂᕐᒧᑦ ᖁᓚᐅᑦᑎᓯᒪᔪᒥᑦ ᑲᒪᔨᐅᒻᒪᑕ 

ᐊᐅᓚᑕᐅᓂᖓᓂᑦ ᒐᕙᒪᒃᑯᑦ ᑕᑯᔪᓐᓇᕈᑎᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐊᒻᒪ ᓴᐳᒻᒥᑦᑎᔾᔪᑎᐅᔪᒥᑦ 

ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᐅᔪᒥᑦ ᐃᓗᓕᖏᓐᓂᓪᓗ 

ᒪᓕᒐᐅᔪᓂᑦ ᐊᑐᐊᒐᐅᔪᓂᓪᓗ.  

 

ᒐᕙᒪᒃᑯᑦ 2019-2020−ᒧᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᖏᑦ 

ᐅᓂᒃᑳᓕᐊᒥᓃᑦ ᐱᔾᔪᑎᖃᖅᑐᑦ ᖃᓄᖅ ᐊᐅᓚᑕᐅᒻᒪᖔᖅ 

ᑕᑯᔪᓐᓇᕈᑎᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐊᒻᒪ ᓴᐳᒻᒥᑦᑎᔾᔪᑎᐅᔪᒥᑦ 

ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᐅᔪᖅ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᑕᐅᔪᔪᑦ ᒫᑦᓯ 16, 2021-ᒥ. ᑭᓯᐊᓂᓕ ᑕᐃᒃᑯᐊ 

2020-2021, 2021-2022 ᐊᒻᒪᓗ 2022-2023 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᑦ ᐅᓂᒃᑳᓕᐊᒥᓃᑦ ᓱᓕ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᑕᐅᓚᐅᖅᓯᒪᓐᖏᑦᑐᑦ. 
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Information and Protection of Privacy Act 

was tabled in the Legislative Assembly on 

March 16, 2021. However, the 2020-21, 

2021-22 and 2022-23 annual reports have not 

yet been tabled. 

 

This week’s televised hearing provides an 

opportunity for the Information and Privacy 

Commissioner’s observations and 

recommendations to be discussed in a public 

forum. 

 

I anticipate that a number of themes will be 

addressed during this televised hearing, 

including: 

 

 The status of the Government of 

Nunavut’s formal responses to the 

recommendations that were contained in 

the Standing Committee’s report on its 

review of the Information and Privacy 

Commissioner’s 2020-21 and 2021-22 

annual reports; 

 The Information and Privacy 

Commissioner’s recommendations for 

amendments to legislation and changes to 

the government’s policies and practices, 

including potential amendments to 

section 59 of the Access to Information 

and Protection of Privacy Act, which 

concerns prosecutions of certain 

offences; 

 The government’s annual reporting and 

administration of relevant policies, 

including the Access to Information and 

Protection of Privacy Policy, the Privacy 

Breach Policy, and the Privacy Impact 

Assessment Policy; 

 Health privacy issues and the 

development of health-specific privacy 

legislation; 

 Privacy issues in respect to the coming 

into force of the new Police Act; 

ᑕᕝᕙᓂ ᐱᓇᓱᐊᕈᓯᑦᑎᓐᓂ ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᐅᔪᖅ 

ᐱᕕᖃᖅᑎᑦᑎᓂᐊᖅᑐᖅ ᑕᒪᒃᑯᐊ ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇᐅᔫᑉ ᑕᑯᔭᒥᓂᖏᑦ 

ᐊᑐᓕᖁᔭᓕᐊᒥᓂᖏᓪᓗ ᐅᖃᖃᑎᒌᒍᑎᐅᔪᓐᓇᕐᓗᑎᒃ 

ᑕᖅᑲᒃᑯᐊ ᑭᒃᑯᓕᒫᑦ ᑐᓵᔪᓐᓇᑎᓗᒋᑦ. 

 

ᓂᕆᐅᑉᐳᖓ ᐊᒥᓱᑲᓪᓚᓐᓂᑦ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ 

ᐅᖃᐅᓯᐅᔪᖃᖃᑦᑕᓂᐊᕐᒪᑦ ᑕᓚᕖᓴᒃᑰᕐᓗᑕ 

ᓈᓚᓐᓂᖃᖅᑎᑦᑎᑎᓪᓗᑕ, ᐅᑯᓂᖓ ᐃᓚᖃᖅᑐᓂᑦ: 

 

 ᖃᓗᐃᓕᖓᓕᕐᒪᖔᑕ ᒐᕙᒪᒃᑯᑦ ᑭᐅᔾᔪᑎᓪᓗᐊᑕᖏᑦ 

ᐊᑐᓕᖁᔭᓕᐊᒥᓂᐅᔪᓄᑦ ᐃᓗᐊᓃᔪᔪᓄᑦ 

ᑲᑎᒪᔨᕋᓛᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂ ᐱᔾᔪᑎᖃᖅᑐᓂᑦ 

ᕿᒥᕐᕈᓂᕆᔪᔭᖓᓂᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇᐅᑉ 2020-2021 

ᐊᒻᒪ 2021-2022 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᑦ 

ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂᑦ; 

 

 ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᑉ ᐊᑐᓕᖁᔭᓕᐊᒥᓂᖏᓐᓂᑦ 

ᐋᖅᑭᒋᐊᖅᑕᐅᖁᔨᓪᓗᓂ ᐱᖁᔭᕐᒥᑦ ᐊᒻᒪᓗ 

ᐊᓯᔾᔨᖅᑕᐅᖁᔨᓪᓗᓂ ᒐᕙᒪᒃᑯᑦ ᐊᑐᐊᒐᖏᓐᓂᑦ 

ᐱᓕᕆᔾᔪᑎᖏᓐᓂᓪᓗ, ᐊᒻᒪᓗ 

ᐋᖅᑭᒋᐊᖅᑕᐅᔪᓐᓇᖅᑐᑦ ᐃᓗᓕᖏᓐᓂ ᓈᓴᐅᑎᓕᒻᒥ 

59 ᑕᐃᑲᓂ ᑕᑯᔪᓐᓇᕈᑎᓂ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐊᒻᒪ 

ᓴᐳᒻᒥᑦᑎᔾᔪᑎᐅᔪᒥᑦ ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᐅᔪᒥ, 

ᐅᖃᐅᓯᖃᖅᓯᒪᔪᓂ ᐃᖅᑲᑐᖅᑕᐅᑎᑦᑎᓂᕐᒥᑦ 

ᓇᓗᓇᐃᖅᑕᐅᓯᒪᔪᓄᑦ ᒪᓕᒐᕐᓂᑦ ᓱᕋᐃᓂᐅᔪᓄᑦ; 

 

 ᒐᕙᒪᒃᑯᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᒃ 

ᐅᓂᒃᑳᓕᐅᕐᓂᕆᕙᑦᑕᖏᓐᓂᑦ 

ᐊᐅᓚᑦᑎᓂᕆᕙᑦᑕᖏᓐᓂᓪᓗ ᑕᒪᑐᒧᖓ 

ᐊᑦᑐᐊᓂᖃᖅᑐᓂᑦ ᐊᑐᐊᒐᕐᓂᑦ, ᐱᖃᓯᐅᑎᓪᓗᒍ 

ᑕᑯᔪᓐᓇᕈᑎᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐊᒻᒪ 

ᓴᐳᒻᒥᑦᑎᔾᔪᑎᐅᔪᒥᑦ ᑲᓐᖑᓇᖅᑐᓄᑦ ᐊᑐᐊᒐᖓ, 

ᑲᓐᖑᓇᖅᑐᑦ ᐃᓵᖅᑕᐅᑎᓪᓗᒋᑦ ᐊᑐᐊᒐᖅ, ᐊᒻᒪᓗ 

ᑲᓐᖑᓇᖅᑐᑦ ᐊᒃᑐᖅᑕᐅᓂᖏᓐᓂᑦ ᖃᐅᔨᓴᕐᓂᕐᒧᑦ 

ᐊᑐᐊᒐᖅ; 

 

 ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ 

ᑲᓐᖑᓇᖅᑐᓄᑦ ᐃᓱᒫᓘᑏᑦ ᐊᒻᒪᓗ 

ᐱᕙᓪᓕᐊᑎᑕᐅᓂᖏᓐᓂᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ 

ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᐃᑦ; 

 

 ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ ᐃᓱᒫᓗᒋᔭᐅᔪᑦ 

ᐱᔾᔪᑎᖃᖅᑐᑦ ᐊᑐᓕᖅᑎᑕᐅᓂᒃᓴᖓᓂᑦ ᓄᑖᒃ 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ; 
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 The status of amendments that were 

made to the Access to Information and 

Protection of Privacy Act in September 

2017 regarding the application of the 

legislation to municipalities; 

 Privacy impact assessments conducted by 

the government in respect to its programs 

and services; 

 Cybersecurity and the threat posed by 

ransomware; and 

 Information-sharing agreements between 

the Government of Nunavut and external 

entities. 

 

The extent to which the government has the 

capacity to meet its obligations under the 

Access to Information and Protection of 

Privacy Act was a major theme during the 

Standing Committee’s most recent televised 

hearing on the Information and Privacy 

Commissioner’s annual reports. The 

Standing Committee notes that the 

government issued a request for proposals in 

August 2022 for the provision of “privacy 

and information management-specific 

training and consulting services” to provide 

support in such areas as the conduct of 

privacy impact assessments. The Standing 

Committee also notes that the Legislative 

Assembly has recently approved significant 

increases in the annual budget of the 

government’s central Access to Information 

and Protection of Privacy Office, the main 

estimates for which increased by 115 percent 

from $293,000 in the 2022-23 fiscal year to 

$630,000 in the 2024-25 fiscal year. 

 

Officials from the Department of Executive 

and Intergovernmental Affairs are also 

appearing at this televised hearing, and I will 

shortly be inviting the government’s lead 

witness to make his opening statement to the 

Standing Committee. Also in attendance are 

officials from the Department of Community 

 

 ᖃᓄᐃᓕᖓᓕᕐᒪᖔᑕ ᐋᖅᑭᒋᐊᖅᑕᐅᔪᔪᑦ 

ᑕᑯᔪᓐᓇᕈᑎᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐊᒻᒪ 

ᓴᐳᒻᒥᑦᑎᔾᔪᑎᐅᔪᒥᑦ ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᖓᓄᑦ 

ᓯᑎᐱᕆ 2017-ᒥ ᐱᔾᔪᑎᖃᖅᑐᑦ ᖃᓄᖅ ᑖᓐᓇ 

ᐱᖁᔭᖅ ᒪᓕᑦᑕᐅᔭᕆᐊᖃᕐᒪᖔᖅ ᓄᓇᓖᑦ 

ᒐᕙᒪᕋᓛᖏᓐᓄᑦ; 

 

 ᑲᓐᖑᓇᖅᑐᑦ ᐊᒃᑐᖅᑕᐅᓂᖏᓐᓂᑦ ᖃᐅᔨᓴᕐᓃᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐱᓕᕆᐊᖑᖃᑦᑕᓂᐊᖅᑐᑦ ᐱᓪᓗᒋᑦ 

ᐱᓕᕆᔾᔪᑎᖏᑦ ᐱᔨᑦᑎᕋᐅᑎᖏᓪᓗ; 

 

 ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓵᖅᑕᐅᑦᑕᐃᓕᒪᓂᖅ ᐊᒻᒪᓗ 

ᐅᓗᕆᐊᓇᕐᓂᖏᑦ ᖃᕋᓴᐅᔭᒥᑦ ᖁᐱᕐᕆᑎᑦᑎᓲᑦ 

ᑮᓇᐅᔭᐃᖅᑎᑦᑎᒐᓱᐊᖅᑐᑎᒃ; ᐊᒻᒪᓗ 

 

 ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᑕᐅᖅᓯᕋᐅᑎᖃᕐᓂᕐᒧᑦ 

ᐊᖏᖃᑎᒌᒍᑏᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᒻᒪᓗ ᒐᕙᒪᒃᑯᑦ 

ᓯᓚᑖᓂᒥᐅᓄᑦ ᑎᒥᐅᔪᓄᑦ. 

 

ᖃᓄᑎᒋ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᔨᖏᑦ ᓈᒻᒪᒃᑲᓗᐊᕐᒪᖔᑕ 

ᐱᓕᕆᐊᖃᕈᓐᓇᕐᓗᑎᒃ ᐱᓕᕆᐊᕆᒋᐊᓕᖏᓐᓂᑦ 

ᐊᑖᓃᑦᑐᓂᑦ ᑕᑯᔪᓐᓇᕈᑎᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐊᒻᒪ 

ᓴᐳᒻᒥᑦᑎᔾᔪᑎᐅᔪᒥᑦ ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᖓᓂ 

ᐅᖃᐅᓯᓪᓚᕆᐅᕙᓚᐅᖅᐳᖅ ᑲᑎᒪᔨᕋᓛᑦ 

ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᕆᕋᑖᔪᔭᖓᓂ ᐱᓪᓗᒋᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᑉ ᐊᕐᕌᒍᑕᒫᖅᑎᐅᖏᑦ ᐅᓂᒃᑲᓕᐊᒥᓂᖏᑦ. 

ᑲᑎᒪᔨᕋᓛᑦ ᖃᐅᔨᓯᒪᒻᒪᑕ ᒐᕙᒪᒃᑯᑦ ᓴᖅᑭᖅᓯᓐᓂᕐᒪᑕ 

ᑳᓐᑐᕌᒥᑦ ᐱᒐᓱᐊᕋᒃᓴᐅᔪᒥᑦ ᐋᒡᒌᓯ 2022-ᒥ 

ᐱᓕᕆᐊᖃᕋᔭᖅᑐᓂᑦ “ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒥᑦ ᐊᐅᓚᑦᑎᔨᓄᑦ−ᑐᕌᖓᔪᓂᑦ 

ᐃᓕᓐᓂᐊᑎᑦᑎᓂᕐᒥᑦ ᖃᐅᔨᓴᕐᓂᕐᒥᓪᓗ” 

ᐃᑲᔪᖅᓰᔨᐅᒐᔭᖅᑐᓂᑦ ᐃᓕᓐᓂᐊᑎᑦᑎᓗᑎᒃ ᖃᓄᖅ 

ᑲᓐᖑᓇᖅᑐᑦ ᐊᒃᑐᖅᑕᐅᒐᐃᑉᐸᑕ ᖃᐅᔨᓴᕆᐊᖃᕐᒪᖔᑕ.  

 

ᑲᑎᒪᔨᕋᓛᑦ ᑕᑯᒻᒪᑕᑦᑕᐅᖅ ᑖᓐᓇ ᒪᓕᒐᓕᐅᕐᕕᒃ 

ᐊᖏᖅᓯᕋᑖᔪᒻᒪᑦ ᐊᕐᕌᒍᑕᒫᑦ ᑮᓇᐅᔭᖅᑖᕆᕙᑦᑕᖏᓐᓂᑦ 

ᐊᖏᓪᓕᒋᐊᕆᓂᐅᔪᓂᑦ ᐊᒃᓱᑲᓪᓚᒃ ᒐᕙᒪᒃᑯᑦ 

ᐊᖓᔪᖅᑳᖃᖅᕕᖓᓃᑦᑐᒧᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᐊᓪᓚᕝᕕᖓᓄᑦ, ᑕᐃᒃᑯᐊ 

ᒥᒃᓴᐅᓯᔭᐅᓯᒪᔪᑦ ᑐᒃᓯᕌᖏᑦ ᐊᖏᓪᓕᒋᐊᖅᑕᐅᓯᒪᔪᒻᒪᑕ 

115%-ᓂᑦ $293,000-ᖑᔪᓪᓗᑎᒃ 2022-2023-ᒥ, 

ᑕᑉᐸᐅᖓᖅᑎᑕᐅᓪᓗᑎᒃ $630,000−ᓄᑦ 2024-2025 

ᑮᓇᐅᔭᓕᕆᔾᔪᑎᒃ ᐊᕐᕌᒍᖓᓄᑦ. 

 

ᐊᖓᔪᖅᑳᒡᒍᑏᑦ ᐱᓕᕆᕕᖓᓃᖔᖅᑐᑦ ᓯᕗᓕᖅᑎᓂᑦ 

ᒐᕙᒪᐅᖃᑎᒌᓂᓪᓗ ᐱᓕᕆᕕᖓᓂᑦ 



 

 6 

and Government Services, the Department of 

Health, and the Department of Justice. 

 

I would like to conclude by addressing some 

housekeeping matters.  

 

I ask all Members and witnesses to ensure 

that their cellphones and other electronic 

devices do not disrupt these proceedings.  

 

In order to assist our interpreters and 

technical staff, I ask that all Members and 

witnesses go through the Chair before 

speaking.  

 

I also ask that all Members and witnesses 

refrain from the use of acronyms during these 

proceedings. 

 

Members of the Standing Committee have 

been provided with a number of documents 

for their ease of reference during this 

televised hearing. For the benefit of our 

witnesses and interpreters, I ask Members to 

be precise when quoting from or making 

reference to specific documents. 

 

This hearing is being televised live across 

Nunavut on community cable stations and 

the direct-to-home satellite services of both 

the Bell and Shaw networks. It is also being 

live-streamed on the Legislative Assembly’s 

website. Transcripts of the televised hearing 

will be posted on the Legislative Assembly’s 

website at a later date. 

 

Under Rule 91(5) of the Rules of the 

Legislative Assembly of Nunavut, the 

government is required to table a formal 

written response to reports of Standing 

Committees within 120 days of their 

presentation, and I anticipate that we will be 

presenting our report on this televised 

ᓴᖅᑭᔮᖃᑕᐅᓂᐊᕐᒥᔪᑦ ᑕᕝᕙᓂ ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᐅᔪᒥ, 

ᐊᒻᒪᓗ ᒫᓐᓇᑦᑎᐊᖅ ᒐᕙᒪᒃᑯᑦ ᐅᖃᕆᐊᖅᑐᖅᓯᒪᑎᑕᖏᑕ 

ᓯᕗᓪᓕᖅᐹᖓ ᒪᑐᐃᖅᓯᔾᔪᑎᓂᑦ ᐅᖃᐅᓯᖃᖁᓂᐊᓕᕋᒃᑯ 

ᑲᑎᒪᔨᕋᓛᓄᑦ. ᐊᒻᒪᓗ ᐅᐸᒃᓯᒪᒥᔪᑦ ᐊᖏᔪᖅᑲᐅᑏᑦ 

ᐱᓕᕆᕕᖏᓐᓂᖔᖅᑐᑦ ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᑦ ᐊᒻᒪᓗ 

ᐱᓕᕆᕕᖓᓂᑦ ᒪᓕᒐᓕᕆᔨᒃᑯᑦ. 

 

ᒫᓐᓇ ᐃᓱᓕᒍᒪᓕᖅᑐᖓ ᖃᐅᔨᒪᔭᐅᔭᕆᐊᓕᓐᓂᑦ 

ᐅᖃᐅᓯᖃᕐᓗᖓ. ᒪᓕᒐᓕᐅᖅᑎᓕᒫᑦ 

ᐅᖃᕆᐊᖅᑐᖅᓯᒪᔪᓕᒫᓪᓗ ᖃᐅᔨᓴᕆᔅᓯ ᐅᖄᓚᐅᑎᓯ 

ᐊᓯᖏᓪᓗ ᓂᓪᓕᓲᑦ ᖃᒥᓐᖓᒐᓗᐊᕐᒪᖔᑕ ᐅᕙᓂ 

ᑲᑎᒪᔪᓂᑦ ᐸᕝᕕᓴᐃᓂᐊᖏᒻᒪᑕ. ᐃᑲᔪᕋᓱᓪᓗᒋᑦᑕᐅᖅ 

ᑐᓵᔨᕗᑦ ᐊᒻᒪᓗ ᑐᓴᖅᓴᐅᑎᑦᑎᔨᕗᑦ 

ᑕᑯᒃᓴᐅᑎᑦᑎᔨᕗᓪᓗ, ᒪᓕᒐᓕᐅᖅᑎᓕᒫᑦ 

ᐅᖃᕆᐊᖅᑐᖅᓯᒪᔪᓕᒫᓪᓗ ᐊᖅᑯᑎᖃᖃᑦᑕᖁᓪᓗᒋᑦ 

ᐃᒃᓯᕙᐅᑕᐅᔪᒥᑦ ᐅᖃᕆᐊᓚᐅᓐᖏᓐᓂᖏᓐᓂ. 

ᒪᓕᒐᓕᐅᖅᑎᓕᒫᑦ ᐅᖃᕆᐊᖅᑐᖅᓯᒪᔪᓕᒫᓪᓗ 

ᐊᑐᖅᑕᐃᓕᒪᒐᓱᖃᑦᑕᓂᐊᖅᑯᑦ ᓇᐃᓈᖅᓯᒪᔪᓂᑦ 

ᐅᖃᐅᓰᑦ ᐃᓚᐃᓐᓇᖏᓐᓂᑦ. 

 

ᑲᑎᒪᔩᑦ ᑲᑎᒪᔨᕋᓛᖑᔪᓂ ᐱᑎᑕᐅᓯᒪᒻᒪᑕ 

ᐊᒥᓱᑲᓪᓚᓐᓂᑦ ᑎᑎᕋᖅᓯᒪᔪᓂᑦ 

ᑕᑯᒋᐊᕋᒃᓴᖃᖁᔭᐅᓪᓗᑎᒃ ᑕᓚᕖᓴᒃᑯᑦ 

ᓈᓚᓐᓂᖃᓕᖅᑲᑕ. ᑐᑭᓯᓇᑦᑎᐊᖃᑦᑕᓂᓕᐊᕐᒪᑕ 

ᐅᖃᕆᐊᖅᑐᖅᓯᒪᔪᓄᑦ ᑐᓵᔨᓄᓪᓗ, ᑲᑎᒪᔩᑦ 

ᓇᓗᓇᐃᖅᓯᑦᑎᐊᑦᑕᓂᐊᖅᑯᑦ ᓇᓕᐊᓐᓂᑦ ᑎᑎᕋᖅᓯᒪᔪᒥᑦ 

ᐅᖃᓕᒫᕐᓂᐊᕐᒪᖔᑕ ᐅᕝᕙᓘᓐᓃᑦ 

ᐅᖃᐅᓯᖃᕐᓂᐊᕐᒪᖔᑕ.  

 

ᐅᓇ ᓈᓚᓐᓂᖃᖅᑎᑦᑎᓂᖅ ᑕᓚᕖᓴᒃᑯᑦ 

ᑕᑯᒃᓴᐅᑦᑕᐅᑎᒋᕗᖅ ᓄᓇᕗᓕᒫᒥ ᓄᓇᓕᓐᓂ 

ᑲᓱᖅᓯᒪᔪᓂᑦ ᑕᓚᕖᓴᓕᓐᓂ ᐊᒻᒪᓗ ᐊᖏᕐᕋᒥ 

ᖃᖓᑦᑕᖅᑎᑕᐅᓯᒪᔪᒃᑯᑦ ᑕᓚᕖᓴᓕᓐᓄᑦ ᑕᒪᒃᑮᓐᓂ 

ᕕᐊᓪᑯᓐᓂ ᐊᒻᒪᓗ ᓵᒃᑯᓐᓂ. ᑕᕝᕙᑦᑕᐅᑎᒋ 

ᒪᓕᒐᓕᐅᕐᕕᐅᑉ ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᑭᐊᖅᑭᕕᖓᒍᑦ 

ᑕᑯᒃᓴᐅᒻᒥᔪᑦ. ᓇᕿᑦᑕᖅᑕᐅᓯᒪᔪᑦ ᐅᖃᐅᓯᒥᓂᐅᔪᑦ 

ᑕᓚᕖᓴᒃᑯᑦ ᓈᓚᓐᓂᖃᖅᑎᑦᑎᑎᓪᓗᒋᑦ ᓴᖅᑭᖅᑕᐅᓛᕐᒥᔪᑦ 

ᒪᓕᒐᓕᐅᕐᕕᐅᑉ ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᑭᐊᖅᑭᕕᖓᓂ 

ᓯᕗᓂᕆᓛᖅᑕᑎᓐᓂ. 

 

ᐊᑖᒍᑦ ᒪᓕᒐᐅᑉ 91(5) ᒪᓕᒐᖏᓐᓂ ᒪᓕᒐᓕᐅᖅᕕᖓᑕ 

ᓄᓇᕗᑦ, ᒐᕙᒪᒃᑯᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓴᖅᑭᖅᓯᔭᕆᐊᖃᖅᑐᑦ ᑎᑎᖅᑲᖅᑎᒍᑦ 

ᑭᐅᔾᔪᑎᓪᓗᐊᑕᖓᓂᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓄᑦ 

ᑲᑎᒪᔨᕋᓛᖑᔪᑦ ᐃᓗᐊᓕ 120 ᐅᓪᓗᐃᑦ 

ᐅᓂᒃᑳᖑᓚᐅᖅᑎᓪᓗᒋᑦ ᐱᒋᐊᖅᓯᒪᔪᓂᑦ, ᑕᐃᒫᓪᓗ 

ᓂᕆᐅᑉᐳᖓ ᐅᓂᒃᑳᓕᐊᒥᓂᖅᑎᓐᓂᑦ ᐱᔾᔪᑎᖃᖅᑐᓂᑦ 

ᐆᒥᖓ ᑕᓚᕖᓴᒃᑯᑦ ᓈᓚᓂᖃᖅᑎᑦᑎᓂᐅᔪᒥᑦ 
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hearing at the upcoming fall sitting of the 

House. 

 

I will now invite the Information and Privacy 

Commissioner to make his opening 

statement. Mr. Steele. 

 

Mr. Steele (interpretation): Thank you, Mr. 

Chairman. Good morning, Members and 

Nunavummiut. (interpretation ends) I have 

been the Information and Privacy 

Commissioner for over three years now. This 

is my second appearance before you, the 

Members of the Standing Committee.  

 

Why does this appearance matter? It matters 

because I am an independent officer of this 

Legislative Assembly. I do not report to the 

Premier. I do not report to the cabinet. I 

report only to you, the Members of the 

Legislative Assembly, and through you, I 

report to the people of Nunavut. 

 

I am your “watchdog” on how the 

Government of Nunavut handles information. 

Today and tomorrow, we will talk about what 

I have seen. 

 

There are two parts to the information law 

under which I operate: access and privacy. 

 

 Access means that the Government of 

Nunavut must give out as much 

information as it possibly can to the 

people of the territory. 

 Privacy means that the Government of 

Nunavut must be careful about giving out 

personal information. 

 

On the access side, the Government of 

Nunavut owes it to us, the citizens of 

Nunavut, to tell us what it is doing so that we 

can decide if they are doing the right things 

for us. That is the purpose of the access law, 

ᓴᖅᑭᖅᓯᓛᖅᑐᒋᓪᓗᖓ ᐅᑭᐊᒃᓵᒃᑯᑦ 

ᐃᒃᓯᕙᓂᕆᓛᖅᑕᖓᓂ ᑲᑎᒪᕐᔪᐊᕐᕕᐅᑉ. 

 

ᒫᓐᓇᓕ ᐱᒋᐊᖁᓕᖅᑲᕋ ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇ ᒪᑐᐃᖅᓯᔾᔪᑎᖏᓐᓂᒃ 

ᐅᖃᐅᓯᖃᖁᓕᖅᑐᒍ. ᒥᔅᑕ ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᓪᓛᒃᑯᑦ 

ᒪᓕᒐᓕᐅᖅᑏᑦ ᐊᒻᒪᓗ ᓄᓇᕗᒻᒥᐅᑦ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᓯᒪᓕᖅᑐᖓ ᐱᖓᓱᑦ ᐊᕐᕌᒍᑦ 

ᐅᖓᑎᑦᑎᐊᖏᓐᓄᑦ. ᑐᒡᓕᐊᓂ ᓵᔅᓯᓐᓃᓕᖅᐳᖓ 

ᑕᐃᒪᓐᖓᓂᑦ ᑲᑎᒪᔨᕋᓛᖑᔪᓯ. 

 

ᓱᒻᒪᑦ ᑖᓐᓇ ᓈᓚᓐᓂᖃᕐᓂᖅ ᐱᒻᒪᕆᐅᕙ? ᓯᕗᓕᖅᑎᒧᑦ 

ᐅᓂᒃᑳᓕᐅᖃᑦᑕᓐᖏᑦᑐᖓ. ᒥᓂᔅᑕᐃᑦ ᑲᑎᒪᔨᖏᓐᓄᑦ 

ᐅᓂᒃᑳᖅᑕᖃᑦᑕᓐᖏᑦᑐᖓ. ᐃᓕᔅᓯᓐᓄᑐᐊᖅ 

ᐅᓂᒃᑳᓕᐅᖃᑦᑕᖅᑐᖓ, ᒪᓕᒐᓕᐅᕐᕕᖕᒧᑦ 

ᒪᓕᒐᓕᐅᖅᑎᓄᑦ. ᐃᓕᔅᓯ ᐊᖅᑯᑎᒋᓪᓗᓯ, 

ᐅᓂᒃᑳᓕᐅᖃᑦᑕᖅᑐᖓ ᓄᓇᕗᒻᒥᐅᓄᑦ. 

 

“ᓇᐅᑦᑎᖅᓱᖅᑎᒋᔭᐅᔪᖓ” ᖃᓄᖅ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑲᒪᒋᔭᖃᖃᑦᑕᕐᒪᖔᖏᑦ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ. ᐅᓪᓗᒧᑦ 

ᖃᐅᒃᐸᓪᓗ ᐅᓂᒃᑲᐅᓯᖃᕐᓂᐊᖅᑐᖓ ᑭᓱᓂᒃ 

ᑕᑯᓯᒪᖕᒪᖔᕐᒪ. ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᒪᓕᒐᖅ 

ᒪᕐᕈᐃᓕᖓᕗᖅ ᐊᐅᓚᑕᐅᔾᔪᑎᒃᑲ: ᐊᑐᐃᓐᓇᖃᕐᓂᖅ ᐊᒻᒪ 

ᐃᒻᒥᒨᖓᔪᑦ ᓴᐳᒻᒥᖅᑕᐅᓯᒪᓂᖏᑦ. 

 

 ᐊᑐᐃᓐᓇᖃᕐᓂᖅ ᑐᑭᖃᖅᐳᖅ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑐᓂᓯᖃᑦᑕᕆᐊᖃᕐᓂᖏᓐᓂᒃ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ 

ᐊᔪᓐᖏᑐᐊᕌᖓᒥᒃ ᓄᓇᕗᒻᒥᐅᓄᑦ. 

 ᐃᒻᒥᒨᖓᔪᑦ ᑐᑭᖃᖅᐳᖅ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐅᔾᔨᖅᓱᑦᑎᐊᕆᐊᖃᕐᓂᖏᓐᓂᒃ ᐃᒻᒥᒨᖓᔪᑦ 

ᑐᓂᔭᐅᓂᐊᖅᑎᓪᓗᒋᑦ ᑐᒃᓯᕌᓕᖕᓄᑦ. 

 

ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒥ, ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐅᕙᑦᑎᓐᓄᑦ 

ᓇᓗᓇᐃᖅᓯᔭᕆᐊᖃᖅᐳᑦ, ᓄᓇᕗᒻᒥᐅᓄᑦ, 

ᖃᓄᐃᓕᐅᖅᑕᐅᓕᕐᒪᖔᖏᑦ ᐸᐃᑉᐹᑦ, 

ᐃᓱᒪᓕᐅᕈᑎᖃᕈᓐᓇᕐᓂᐊᕋᑦᑕ ᑕᐃᒫᑦᑎᐊᖅ 

ᐱᓕᕆᕙᓪᓕᐊᖕᒪᖔᖏᓐᓂᒃ. ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒨᖓᔪᖅ 

ᒪᓕᒐᐅᑉ ᐱᔾᔪᑖ: ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᒪᑐᐃᖓᑦᑎᐊᕐᓗᑎᒃ 

ᐱᓕᕆᕙᓪᓕᐊᒐᓗᐊᕐᒪᖔᖏᑦ. 

 

ᐃᒻᒥᒨᖓᔪᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ, ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐸᐸᑦᑎᔪᑦ ᐅᓄᖅᑐᕐᔪᐊᓂᒃ ᐅᕙᑦᑎᓐᓅᖓᔪᓂᒃ. 

ᐆᒃᑑᑎᒋᓗᒍ, ᒐᕙᒪᒃᑯᑦ ᖃᐅᔨᒪᑦᑎᐊᖅᑐᑦ 

ᐋᓐᓂᐊᖃᕐᓂᕆᖃᑦᑕᖅᑕᑦᑎᓐᓂ. ᖃᐅᔨᒪᔪᑦ ᖃᓄᑎᒋ 

ᐃᓕᓐᓂᐊᖅᓯᒪᖕᒪᖔᑦᑕ ᐊᒻᒪ ᕿᑐᕐᖓᑦᑕ 
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to make sure that what the Government of 

Nunavut does is done in the open. 

 

On the privacy side, the Government of 

Nunavut holds so much of our personal 

information. For example, the government 

knows everything about our health. It knows 

everything about our education and the 

education of our children. It knows 

everything or almost everything about our 

housing. It knows everything about any 

social services that we receive. That is why 

the privacy law lays down three important 

rules: 

 

1. The Government of Nunavut should 

collect only the personal information it 

absolutely needs to do its work.  

 

2. The Government of Nunavut should use 

that information only for the intended 

purpose and not for any other purpose.  

 

 

3. The Government of Nunavut should not 

disclose that information to anyone 

without a good reason; and the privacy 

law lists what the good reasons are.  

 

My message to you today is simple, it is the 

same message I delivered to you the last time 

I was here, and that is that the information 

system in the Government of Nunavut works 

sometimes but not nearly as well as it should. 

Today and tomorrow, we will talk about what 

is working, what is not working, and what we 

can do together to make it better. 

 

I know that you have some topics and 

questions prepared, which the Chair listed in 

his opening remarks. I also have a list of 

topics that I would like to cover during our 

time together. My list includes the following 

topics: 

ᐃᓕᓐᓂᐊᕐᓂᖏᓐᓂᒃ. ᐃᒡᓗᑦᑕ ᒥᒃᓵᓅᖓᔪᓕᒫᓂᒃ 

ᖃᐅᔨᒪᔪᑦ. ᐃᓄᓕᕆᔨᐅᑎᑖᕆᖃᑦᑕᖅᑕᓕᒫᑦᑎᓐᓂᒃ 

ᖃᐅᔨᒪᔪᑦ. ᑕᐃᒪᐃᓐᓂᖓᓄᑦ ᐃᒻᒥᒨᖓᔪᑦ ᒪᓕᒐᖏᑦ 

ᐱᖓᓱᓪᓗᐊᑕᕐᓂᒃ ᐱᕐᔪᐊᓂᒃ ᒪᓕᒐᖃᖅᐳᑦᖅ: 

 

1. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐃᒻᒥᒨᖔᔪᓂᒃ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ 

ᑲᑎᖅᓱᕆᐊᖅᐳᑦ ᐊᑐᓪᓚᕆᒋᐊᖃᕈᓂᔾᔪᒃ ᑭᓯᐊᓂ. 

2. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑖᒃᑯᓂᖓ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ 

ᐊᑐᕆᐊᖃᖅᐳᑦ ᑐᒃᓯᕌᕆᔾᔪᑎᒋᓚᐅᖅᑕᒥᖕᓄᑦ 

ᑭᓯᐊᓂ. 

3. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑕᒪᒃᑯᓂᖓ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ 

ᑭᓇᑐᐃᓐᓇᕐᒧᑦ ᑐᓂᓯᔭᕆᐊᖃᓐᖏᓚᑦ ᑭᓯᐊᓂ 

ᐱᔾᔪᑎᒃᓴᖃᑦᑎᐊᕈᓂ; ᐊᒻᒪ ᐃᒻᒥᒨᖓᔪᑦ ᒪᓕᒐᑦ 

ᓇᓗᓇᐃᔭᐃᓯᒪᑦᑎᐊᖅᖢᓂ ᑭᓱᑦ 

ᐱᔾᔪᑎᒃᓴᑦᑎᐊᕙᐅᖕᒪᖔᖏᑦ. 

 

ᐅᑯᐊ ᐅᖃᐅᓯᒃᓴᒃᑲ ᑐᑭᓯᓇᑦᑎᐊᖅᑐᑦ. ᑭᖑᓪᓕᕐᒥᒃ 

ᓵᔅᓯᓐᓃᑎᓪᓗᖓ ᑕᐃᒃᑯᐊ ᐅᖃᐅᓯᕆᓚᐅᖅᑕᓯᒪᔭᒃᑲ. 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᔨᔾᔪᑎᖏᑦ ᐃᓛᓐᓂᒃᑯᑦ 

ᐊᑑᑎᖃᑦᑎᐊᖃᑦᑕᖅᑐᑦ, ᑭᓯᐊᓂ 

ᑕᐃᒪᓐᓇᓪᓚᕆᐅᓐᖏᒃᑭᓪᓗᓂ. ᐅᓪᓗᒥ ᐊᒻᒪ ᖃᐅᒃᐸᑦ 

ᐅᖃᐅᓯᖃᕐᓂᐊᖅᑐᒍᑦ ᑭᓱᑦ ᐃᖏᕐᕋᑦᑎᐊᕐᒪᖔᖏᑦ, ᑭᓱᑦ 

ᐃᖏᕐᕋᑦᑎᐊᓐᖏᒻᒪᖔᖏᑦ, ᐊᒻᒪ ᑲᑐᑎᓗᑎᒍᑦ ᖃᓄᖅ 

ᐱᐅᓯᒃᑲᓐᓂᕈᓐᓇᕐᒪᖔᖓ.  

 

ᖃᐅᔨᒪᓪᓗᖓ ᐅᖃᐅᓯᒃᓴᖃᕐᕕᒋᓂᐊᖅᑕᓯ ᐊᒻᒪ 

ᐊᐱᖅᑯᑎᒋᑲᑕᖕᓂᐊᖅᑕᓯ. ᑲᑎᓐᖓᓂᑦᑎᓐᓂ ᐅᑯᐊ 

ᐅᖃᐅᓯᕆᔪᒪᓪᓗᒋᑦ. ᐅᑯᓂᖓ ᐃᓗᓕᓖᑦ: 

 

 ᒪᓕᒐᖅ ᐊᓯᔾᔨᖅᑕᐅᒃᐸᑦ ᑐᓴᐅᒪᓕᕆᔾᔪᑏᑦ 

ᐃᖏᕐᕋᑦᑎᐊᕐᓂᖅᓴᐅᓂᐊᖅᑐᑦ. 

 ᖃᓄᐃᓕᐅᕈᓐᓇᖅᐱᑕ 

ᐃᑲᔪᖅᓱᒃᑲᓐᓂᕈᓐᓇᕐᓂᐊᕋᑦᑎᒍᑦ ᑕᐃᒃᑯᐊ ᐊᑐᓂ 

ᐱᓕᕆᕝᕕᖕᓂ ᑲᒪᔨᐅᖃᑦᑕᖅᑐᑦ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒥᒃ 

ᐊᒻᒪ ᐃᒻᒥᒨᖓᔪᑦ ᓴᐳᒻᒥᖅᓯᖅᑕᐅᓯᒪᖃᑦᑕᕐᓂᕐᓂᒃ. 

 ᓇᓕᐊᒃ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕝᕕᖏᓐᓂ 

ᑲᒪᑦᑎᐊᕐᓂᖅᐹᖑᕙᑦ ᐊᒻᒪ ᓇᓕᐊᒃ ᐱᓕᕆᕝᕖᑦ 

ᐱᖁᔭᖅᑎᒍᑦ ᒪᓕᒐᓂᒃ ᑐᖓᐅᑦᑎᕙᑦ. 

 ᖃᓄᐃᓕᐅᕈᓐᓇᖅᐱᑕ ᐃᒻᒥᒨᖓᔪᑦ ᑐᓴᐅᒪᔾᔪᑏᑦ, 

ᐱᓗᐊᕐᓗᒍ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒥ, 

ᑕᖅᑲᐅᓐᖓᖅᑕᐅᓂᐊᓐᖏᒻᒪᑕ. 

 ᖃᖓᑭᐊᖅ ᐅᓪᓗᒥ ᖃᐅᒃᐸᓪᓘᓐᓃᑦ, 

ᖃᕋᓴᐅᔭᒃᑰᖅᑎᑕᐅᓯᒪᔪᑦ ᑕᒪᒃᑯᐊ 

ᐅᖃᐅᓯᕆᑲᐃᓐᓇᕈᒪᓂᐊᖅᑐᖓ ᐊᒻᒪ ᖃᓄᖅ 

ᐊᒃᑐᐃᓂᖃᕈᓐᓇᕐᒪᖔᖓ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐊᐅᓚᓂᖏᓐᓂᒃ. 
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 Changes to the law that will make the 

information system work better. 

 How we can better support the people 

inside each department who are handling 

access and privacy. 

 Which departments are performing best 

and which departments are not 

performing to the level that the law 

requires. 

 How we make sure that private 

information, especially in the health 

system, stays private. 

 At some point today or tomorrow, I 

would like to touch on artificial 

intelligence and how it might affect the 

operations of the Government of 

Nunavut.  

 

Mr. Chairman, why does all of this matter? It 

matters because good information is an 

essential element of good government. The 

people of Nunavut deserve good government. 

I’m sure we can all agree on that point. 

Everything that we talk about today and 

tomorrow comes down to that one simple 

idea: good government. (interpretation) 

Thank you, Mr. Chairman. 

 

Chairman: Thank you, Mr. Steele. I would 

like to invite the lead government witness, 

Mr. Suvega, to provide opening comments 

and introduce your officials that are attending 

with you. Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. Good morning, Members.  

 

(interpretation ends) Thank you, Mr. 

Chairman and Committee Members, for 

inviting me to appear before you today to 

speak about the administration of the Access 

to Information and Protection of Privacy Act, 

often referred to as the ATIPP Act.  

 

ᖃᓄᐃᒻᒪᑦ ᑕᒪᓐᓇ ᐱᕐᔪᐊᖑᕙ? ᐱᕐᔪᐊᖑᕗᖅ 

ᑐᓴᐅᒪᔾᔪᑎᑦᑎᐊᕙᐃᑦ ᐊᑐᓪᓚᕆᒃᑐᑦ ᒐᕙᒪᑦᑎᐊᕙᐅᑉ 

ᐃᓗᓕᖏᓐᓂᒃ. ᓄᓇᕗᒻᒥᐅᑦ ᒐᕙᒪᑦᑎᐊᕙᖃᕆᐊᓖᑦ. 

ᑖᔅᓱᒥᖓ ᐊᖏᕈᑎᖃᖅᑐᐃᓐᓇᐅᔪᓐᓇᐸᓪᓚᐃᕗᒍᑦ. 

ᐅᓪᓗᒥ ᐊᒻᒪ ᖃᐅᒃᐸᑦ ᐅᖃᐅᓯᕆᓂᐊᖅᑕᕗᑦ 

ᐊᑕᐅᓯᑐᐊᕐᒥᒃ ᐃᓱᒻᒥᐅᑎᒃᓴᒥᒃ ᐱᔾᔪᑎᖃᖅᐳᖅ: 

ᒐᕙᒪᖃᑦᑎᐊᕐᓂᕐᒧᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᑎᐅᓪ. 

ᒫᓐᓇᓕ ᑕᐃᒪ ᒐᕙᒪᒃᑯᑦ ᐅᖃᕆᐊᖅᑐᖅᓯᒪᔪᖁᑎᖓ ᒥᔅᑕ 

ᓱᕕᒐᖅ ᒪᑐᐃᖅᓯᒍᑎᓂ 

ᐅᖃᐅᓯᖃᑲᐃᓐᓇᖁᓂᐊᓕᕐᒥᒐᒃᑯ. ᒥᔅᑕ ᓱᕕᒐᖅ.  

 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᓪᓛᒃᑯᑦ 

ᒪᓕᒐᓕᐅᖅᑏᑦ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ ᑲᑎᒪᔨᕋᓛᓄᓪᓗ ᐃᓚᒋᔭᐅᔪᑦ, 

ᖃᐃᖁᔨᓯᒪᒐᔅᓯ ᓵᔅᓯᓐᓄᐊᖁᔨᓪᓗᑎᒃ ᐅᓪᓗᒥ 

ᐅᖃᐅᓯᖃᕆᐊᖅᑐᖁᔭᐅᓪᓗᖓ ᐊᐅᓚᑕᐅᓂᖓᓂᒃ 

ᐊᑐᕈᓐᓇᕐᓂᖅ ᑐᓴᖅᑕᐅᔪᒃᓴᓂᒃ ᓴᐳᔾᔨᓯᒪᓂᕐᓗ 

ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ ᐱᖁᔭᕐᒥᒃ, ᐃᒪᓐᓇ 

ᑕᐃᔭᐅᒐᔪᒃᐸᒃᐳᖅ, ᐊᑐᕈᓐᓇᕐᓂᖅ ᑐᓴᐅᑕᐅᔪᒃᓴᓂᒃ 

ᓴᐳᔾᔨᓯᒪᓂᕐᓗ ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄ ᐱᖁᔭᕐᒥᒃ.  

 

ᐱᒋᐊᕈᒪᕗᖓ ᓇᓗᓇᐃᕈᒪᓪᓗᒍ ᐅᕙᓃᖃᑎᒐ ᒥᓂᔅᑕᐅᑉ 

ᑐᖏᓕᖓ, ᒪᐃᒐᓐ Hᐊᓐᑦ, ᐊᒻᒪᓗ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᔨᒻᒪᕆᒃ ᓱᓴᓐ ᐋᓐᑐᓴᓐ, ᓴᐅᒥᓐᓂ 

ᑐᑭᒧᐊᑦᑎᑦᑎᔨ, ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ 

ᑐᓴᖅᑕᐅᒋᐊᖃᖏᑦᑐᓂ ᑎᑎᕋᕐᕕᐊᓂ, ᒫᒃ ᐅᐊᐃᑦᓯᐃᓂ, 

ᐊᒻᒪᓗ ᑕᓕᖅᐱᓐᓂ ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓃᖔᖅᑐᖅ 

ᒪᓕᒐᕐᓂᓂᐊᖅᑏᑦ ᐊᖓᔪᖅᑳᖓ, ᔮᓐ ᒪᑲᓚᐃᓐ. 

ᒥᓂᔅᑕᐅᑉ ᑐᖏᓕᖓ ᓄᓇᓕᖕᓂ ᒐᕙᒪᒃᑯᓂᓪᓗ 

ᐱᔨᑦᑎᕋᖅᑎᑯᓐᓄᑦ, ᑲᐃᔪᓪ ᓰᓕ, ᐊᒻᒪᓗ ᑯᐊᐳᕇᓴᓄᑦ 

ᑐᓴᐅᒪᑎᑦᑎᔨᒻᒪᕆᒃ, ᒥᔅᑕ ᑏᓐ ᕕᐊᓪᔅ.  

 

ᑭᐅᔾᔪᑎᑦᑎᓐᓂ ᑭᖑᓪᓕᖅᐹᒥᒃ ᐅᓂᒃᑳᕐᓄᑦ 

ᐊᖏᓚᐅᖅᐳᒍᑦ ᓴᖅᑭᑦᑎᓂᐊᕐᓂᕐᒥᒃ ᐱᐊᓂᒃᓯᒪᓐᖏᑦᑐᓂᒃ 

ᐊᕐᕌᒍᓕᒫᖅᓯᐅᑦ ᐅᓂᒃᑳᓂᒃ ᐊᐅᓚᑕᐅᓂᖏᓐᓂᒃ 

ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ. ᒪᒥᐊᑦᑐᒪᕗᖓ ᑕᒪᓐᓇ 

ᑕᐃᒪᐃᓚᐅᓐᖏᒻᒪᑦ. ᐱᕙᒌᔭᐃᓚᐅᖅᑐᒍᑦ 

ᑎᑎᕋᖅᑕᐅᓐᖓᖅᑐᒥ 2020-2024−ᒧᑦ ᐅᓂᒃᑳᒥᒃ 

ᐱᓕᕆᐊᖑᓪᓗᐊᕐᑐᒥᑦ, ᒫᓐᓇᓗ ᕿᒥᕐᕈᔭᐅᓪᓗᓂ 

ᐊᖏᖅᑕᐅᓂᒃᓴᒧᑦ ᑐᑭᓕᐅᕆᓂᖕᒧᓪᓗ. ᓴᖅᑭᑦᑎᓂᖅ 

ᑖᔅᓱᒥᖓ ᐱᐊᓂᒃᓯᒪᓐᖏᑦᑐᓂᒃ ᐅᓂᒃᑳᓂᒃ 

ᓯᕗᓪᓕᐅᔾᔭᐅᓯᒪᓪᓚᕆᒃᐳᖅ. 
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I would like to begin by introducing my 

colleagues and their support staff. To my left, 

from the Department of Health, Deputy 

Minister Megan Hunt; Chief Information 

Officer Susan Anderson; to my left, Director 

of ATIPP Mark Witzaney; to my right from 

the Department of Justice, our senior legal 

counsel, John MacLean; Deputy Minister of 

Community and Government Services Kyle 

Seeley; and Corporate Chief Information 

Officer Mr. Dean Wells. 

 

In our response to your last report, we 

committed to tabling outstanding annual 

reports on the administration of the Access to 

Information and Protection of Privacy Act. I 

want to apologize that this has not happened. 

We have prepared a draft 2020-24 report that 

should cover the outstanding time, and it is 

currently being reviewed for approval and 

translation. Tabling this outstanding report is 

a top priority. 

 

The Department of Executive and 

Intergovernmental Affairs is responsible for 

the maintenance of the ATIPP Act and its 

associated policies and procedures. My 

department also houses the centralized access 

and privacy office for the Government of 

Nunavut. Although my department does not 

handle all administration related to the Act, 

we work with all public bodies responsible 

under the legislation to ensure we are 

providing high-quality services to 

Nunavummiut. This includes a consistent 

approach to: 

 

 Applying fees;  

 Releasing records; 

 Conducting privacy reviews; 

 Reviewing privacy impact assessments; 

 Tracking administrative information 

pertaining to access to information 

ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᑲᒪᒋᔭᖃᖅᑐᑦ ᐱᖁᑎᓂᒃ 

ᐋᖅᑭᐅᒪᑎᑦᑎᓂᖅ ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ 

ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ 

ᐊᒃᑐᐊᓂᓕᖕᓄᓪᓗ ᐊᑐᐊᒐᓄᑦ ᒪᓕᒋᐊᖃᖅᑐᓄᓪᓗ. 

ᐱᓕᕆᕕᒐ ᐃᓂᖃᑦᑎᑦᑎᒻᒥᔪᖅ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒥᒃ 

ᐊᒻᒪᓗ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ ᐊᓪᓚᒡᕕᒻᒥᒃ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ. ᐃᖅᑲᓇᐃᔭᕐᕕᒐ 

ᑲᒪᒋᔭᖃᓐᖏᒃᑲᓗᐊᕐᖢᓂ ᑕᒪᒃᑮᓂᒃ 

ᑎᑎᖃᕐᕕᖕᒥᐅᑕᓕᕆᔾᔪᑎᓂᒃ ᐊᑦᑐᐊᓂᓕᖕᓂᒃ 

ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ, ᐃᖅᑲᓇᐃᔭᖃᑎᖃᖅᑐᒍᑦ 

ᑕᒪᐃᓐᓂᒃ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᑎᒥᐅᔪᓄᑦ ᑲᒪᒋᔭᖃᖅᑐᓄᑦ 

ᐱᑎᑦᑎᓗᑕ ᖁᑦᑎᒃᑐᒥ ᑕᒪᒃᑭᖅᑐᓂᒃ ᐱᔨᑦᑎᕋᐅᑎᓂᒃ 

ᓄᓇᕗᒻᒥᐅᓄᑦ. ᑖᓐᓇ ᐃᓚᐅᑎᑦᑎᔪᖅ 

ᑐᕌᕆᔭᐅᓇᓱᒃᑐᓄᑦ ᐃᒪᓐᓇ:  

 

 ᐱᓇᔪᖕᓂᕐᒧᑦ ᐊᑭᓕᐊᕐᔪᒐᒃᓴᑦ;  

 ᓴᒃᑯᐃᓂᖅ ᐅᓂᒃᑳᓂᑦ; 

 ᐱᓕᕆᐊᖃᕐᓂᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᕿᒥᕐᕈᓂᕐᓂ; 

 ᑎᑎᕋᖅᑕᐅᓯᒪᓂᕆᔭᑦ ᑲᓐᖑᓇᖅᑑᑎᒋᔭᑦ 

ᐊᒃᑐᖅᑕᐅᑐᐃᓐᓇᕆᐊᖃᕐᓂᖏᑕ 

ᖃᐅᔨᒋᐊᖅᑕᐅᓂᖓ 

 ᓇᓂᓯᓂᖅ ᑎᑎᕋᕐᕕᖕᒥᐅᑕᓕᕆᔾᔪᑎᓂᒃ 

ᓇᓗᓇᐃᔭᐅᑎᓂᒃ ᐃᓗᓕᖃᖅᑐᓂᒃ ᐱᔪᓐᓇᕐᓂᕐᒥᒃ 

ᓇᓗᓇᐃᔭᐅᑎᓂᒃ ᑐᒃᓯᕌᓂᒃ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᒻᒧᑦ 

ᐅᓂᒃᑳᒥ ᑎᑎᕋᕐᕕᖕᒥᐅᑕᓕᕆᔭᐅᓂᖓᓂᒃ 

ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ; ᐊᒻᒪᓗ  

 ᐱᑎᑦᑎᓂᖅ ᐱᓕᒻᒪᒃᓴᐃᓂᕐᒥᒃ ᑕᒪᐃᓐᓄᑦ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ.  

 

ᑲᒪᒋᔭᐅᓪᓗᐊᑕᖅᑐᖅ ᓄᓇᕗᒻᒥ ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ 

ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ ᑎᑎᕋᕐᕕᒃ 

ᐊᕐᕌᒎᓵᖅᑐᒥ ᐊᖏᒡᓕᒋᐊᖅᑎᑦᑎᔪᒪᓂᐅᓚᐅᖅᐳᖅ 

ᐊᔪᓐᖏᓐᓂᕆᔭᐅᔪᒥᒃ ᑎᑎᕋᕐᕕᑦᑎᓐᓂ ᐱᐅᓂᖅᓴᒃᑯᑦ 

ᐃᑲᔪᖅᑐᐃᔪᒪᓂᕐᒧᑦ ᐊᑐᕈᓐᓇᕐᓂᖅ ᑐᓴᖅᑕᖃᕈᓐᓇᕐᓂᕐᒧᑦ 

ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ 

ᐊᐅᓚᑦᑎᔨᒋᔭᐅᔪᓂᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓂᓕᒫᖅ.  

 

ᕖᕝᕗᐊᕆ 2024−ᒥ, ᓄᑖᒥᒃ ᑐᑭᒧᐊᒃᑎᑦᑎᔨᒥᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑖᓚᐅᖅᐳᑦ ᐱᓕᕆᕝᕕᖕᒧᑦ. ᒫᒃ ᐅᐃᑦᔮᓂ, 

ᐅᓪᓗᒥ ᐅᕙᓃᖃᑎᒋᔮᒃᑲ, ᐊᑯᓂᒻᒪᕆᒃ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓕᖅᑐᖅ ᐊᕐᕌᒍᒐᓴᓐᓄᑦ 

ᐱᓕᕆᓯᒪᓂᑰᓪᓗᓂ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒥᒃ ᐊᒻᒪᓗ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓂ. 

ᐱᓕᕆᓕᒪᑦᑎᐊᖅᖢᓂᓗ ᖃᐅᔨᒪᑦᑎᐊᖅᖢᓂᓗ ᑖᔅᓱᒧᖓ 

ᐱᓕᕆᐊᒃᓴᒧᑦ.  
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requests for the annual report on the 

administration of the ATIPP Act; and 

 Providing regular training to all 

government employees.  

 

The focus of the territorial Access to 

Information and Protection of Privacy Office 

over the last year has been to increase 

capacity in our office to better support ATIPP 

coordinators throughout the Government of 

Nunavut.  

 

In February 2024 a new director was hired 

for the division. Mark Witzaney, who is with 

me here today, is a long-term public servant 

with years of experience in access and 

privacy in the Government of Nunavut. He 

brings a wealth of experience and knowledge 

with him to this role.  

 

We also thank Yuri Podmoroff, the former 

ATIPP Manager, for his service and wish him 

well in his new role. 

 

Three positions, one access to information 

and protection of privacy analyst and two 

specialist positions, have been posted. We 

hope that, once fully staffed, we can offer an 

unprecedented level of ATIPP capacity and 

experience to departments across the 

Government of Nunavut. It is also hoped that 

this expanded office will result in shorter 

timelines to respond to ATIPP requests, more 

consistent application of the Act, and better 

services for applicants under the Act.  

 

The Government of Nunavut values the role 

of the Information and Privacy 

Commissioner as an ombudsman and firmly 

believes that a positive and collaborative 

relationship between public bodies and the 

commissioner’s office provides the most 

benefit to the Government of Nunavut and all 

Nunavummiut. Although public bodies may 

ᖁᔭᓕᕗᒍᑦ ᔪᕆ ᐹᑦᒧᐊᕌᕝᒥᑦ, ᐱᔪᓐᓇᕐᓂᕐᒥᒃ 

ᑐᓴᖅᑕᐅᔪᓐᓇᖅᑐᓂᑦ ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ 

ᑐᓴᐅᒪᔭᐅᔭᕆᐊᖃᖏᑦᑐᓄᑦ ᐱᖁᔭᕐᒥᑦ 

ᐊᐅᓚᑎᔨᐅᓚᐅᖅᑐᖅ, ᐱᔨᑦᑎᕋᑦᑎᐊᓚᐅᕐᓂᖓᓄᑦ ᐊᒻᒪ 

ᑲᔪᓯᓂᖃᑦᑎᐊᖁᕙᕗᑦ ᐃᖅᑲᓇᐃᔮᖅᑖᕆᔭᖓᓄᑦ. 

 

ᐱᖓᓱᑦ ᐃᖅᑲᓇᐃᔮᑦ, ᐊᑕᐅᓯᖅ ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ 

ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ 

ᖃᐅᔨᓴᖅᑎ ᐊᒻᒪ ᒪᕐᕉᒃ ᖃᐅᔨᒪᔨᑕᑦ ᓴᖅᑭᑕᐅᓯᒪᓕᖅᑐᑦ. 

ᓂᕆᐅᒃᐳᒍᑦ, ᐃᖅᑲᓇᐃᔭᖅᑎᖃᑦᑎᐊᓕᕈᑦᑕ, 

ᐱᑎᑦᑎᔪᓐᓇᕐᓂᐊᖅᐳᒍᑦ ᐊᑐᖅᑕᐅᓚᐅᖅᓯᒪᓐᖏᑦᑐᒥᒃ 

ᐊᑐᕈᓐᓇᕐᓂᖅ ᓴᐳᔾᔨᓯᒪᓂᕐᓗ 

ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᑦ ᐊᔪᓐᖏᓐᓂᕆᔭᐅᔪᓂᑦ 

ᐱᓕᕆᖃᑦᑕᖅᓯᒪᓂᑰᓂᕐᒥᒡᓗ ᐱᓕᕆᕝᕕᒋᔭᐅᔪᓄᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓂᓕᒫᖅ. ᓂᕆᐅᒋᔭᐅᒋᕗᖅᑕᐅᖅ ᑖᓐᓇ 

ᐊᖏᒡᓕᒋᐊᖅᑐᖅ ᑎᑎᕋᕐᕕᒃ ᓴᖅᑭᑎᑦᑎᓂᐊᕐᓂᖓᓂᒃ 

ᓇᐃᓐᓂᖅᓴᓂᒃ ᖃᖓᒃᑰᕋᔭᕐᓂᖏᓐᓂᒃ ᑭᐅᓯᓂᐊᕐᓗᑎᒃ 

ᐊᑐᕈᓐᓇᕐᓂᖅᓴᒥᒃ ᓴᐳᔾᔨᓯᒪᓂᕐᓗ 

ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄ ᐱᓇᔪᒍᑕᐅᔪᓄᑦ, 

ᐊᑕᐅᓰᓐᓇᓕᓂᖅᓴᐅᔪᓂᒃ ᐊᑐᖅᑎᑦᑎᓂᕐᒥᒃ ᐱᖁᔭᕐᒥ 

ᐱᐅᓂᖅᓴᓂᒡᓗ ᐱᔨᑦᑎᕋᕐᓂᕆᔭᐅᕙᒃᑐᓂᒃ ᐱᓇᔪᒃᓯᒪᔪᓄᑦ 

ᑖᔅᓱᒪ ᐱᖁᔭᐅᑉ ᐊᑖᒍᑦ.  

 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐱᒻᒪᕆᐅᑎᑦᑎᕗᑦ 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑲᒥᓴᓇᐅᑉ ᐱᓕᕆᐊᒃᓴᖏᓐᓂᒃ ᖃᐅᔨᓴᖅᑎᐅᓪᓗᓂ ᐊᒻᒪ 

ᐅᒃᐱᕈᓱᑦᑎᐊᖅᖢᓂ ᐱᐅᔪᒥᑦ ᐊᒻᒪ 

ᐱᓕᕆᖃᑎᒌᑦᑎᐊᕐᓂᖏᓐᓂᒃ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖏᑦ 

ᐊᒻᒪ ᑲᒥᓯᓇᐅᑉ ᐊᒡᓚᕝᕕᐊᓂ ᐃᑲᔫᑕᐅᓂᖅᐹᖑᓂᖓᓂᒃ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᒻᒪ ᓄᓇᕗᒻᒥᐅᓕᒫᓄᑦ. 

ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᑎᒥᐅᔪᑦ ᐊᖏᖏᒃᑲᓗᐊᖅᑎᓪᓗᒋᑦ 

ᐊᑐᓕᖁᔭᐅᓯᒪᔪᓕᒫᓂᒃ ᑲᒥᓯᓇᒧᑦ, ᐊᑐᓂ 

ᐊᑐᓕᖁᔭᐅᔾᔪᑏᑦ ᐃᓱᒪᒃᓴᖅᓯᐅᕈᑕᐅᑦᑎᐊᖃᑦᑕᖅᑐᑦ. 

ᐃᓚᖏᑦ ᐊᑐᓕᖁᔭᐅᔪᑦ ᐃᓱᒪᒋᔭᐅᖅᑰᔨᒃᐸᑕ, 

ᕿᒥᕐᕈᔭᐅᓚᐅᖅᑎᓪᓗᒋᑦ ᐱᓇᔫᑎᖏᓐᓄᑦ, 

ᐊᑐᓕᖁᔭᐅᔪᓕᒫᑦ ᓈᒻᒪᓐᖏᒻᒪᑕ ᐊᕙᑎᑦᑎᓐᓂ. 

ᑕᐃᒪᐃᒻᒪᑦ, ᐃᓚᖏᑦ ᐃᒪᓐᓈᖅᑑᑕᐅᔪᑦ 

ᓈᒻᒪᒋᔭᐅᓐᖏᒃᑲᓗᐊᖅᑎᓪᓗᒋᑦ ᐃᓗᐃᑦᑑᓗᒍ, ᒐᕙᒪᒃᑯᑦ 

ᐃᓱᒪᒋᔭᖃᖅᑐᑦ ᐊᓯᖏᓐᓂᒃ ᖃᓄᖅᑑᕈᑎᓂᒃ 

ᐱᖁᔨᓪᓗᑎᒃ ᐱᑎᑦᑎᓂᕐᒥᒃ ᓄᓇᕗᒻᒥᐅᓂᒃ 

ᐱᐅᑦᑎᐊᖅᑐᓂᒃ ᐱᔪᖕᓇᕐᓂᕐᒥᒃ ᐊᒻᒪᓗ 

ᐃᖕᒥᓂᖅᓱᕈᓐᓇᕐᓂᕐᒧᑦ ᐱᔨᑦᑎᕋᐅᑎᓂᒃ. 

 

ᐅᖃᐅᓯᐅᖅᑲᐅᕗᖅ, ᑎᑎᕋᕐᕕᖕᒥᐅᑕᓕᒫᑦ ᐱᔾᔪᑎᖃᖅᑐᑦ 

ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᑲᒪᒋᔭᐅᕗᖅ 

ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓄᑦ. ᐱᓕᕆᕝᕕᒋᔭᒃᑲ 

ᐱᓕᕆᖃᑎᖃᖅᐸᒃᑲᓗᐊᖅᑎᓪᓗᒋᑦ ᒐᕙᒪᒃᑯᑦ 
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not accept all recommendations of the 

commissioner, each recommendation is given 

careful consideration. Where some 

recommendations may seem ideal in theory, 

once they are reviewed for their practical 

application, not all recommendations are 

appropriate in our environment. Therefore, 

while some recommendations are not 

accepted in full, the government does 

consider other solutions to ensure we are 

providing Nunavummiut with high-quality 

access and privacy services. 

 

As noted, not all administration relating to 

the ATIPP Act is the responsibility of the 

Department of Executive and 

Intergovernmental Affairs. While my 

department works with the public bodies to 

collect information regarding our programs 

and services, there may be questions asked 

that I might necessarily be able to speak to. 

In this case, I am happy to commit to 

following up on your questions and having 

that information provided to the Members. 

(interpretation) Thank you, Mr. Chairman. 

 

Chairman: Thank you, Mr. Suvega. I would 

like to ask Committee Members if they have 

any opening comments. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Good morning, colleagues and officials, and 

Nunavummiut watching the proceedings 

today.  

 

I would like to give some opening comments 

to highlight some of the key issues which I 

will be focusing on over the next two days.  

 

To begin, I would like to emphasize the 

critical importance of the Access to 

Information and Protection of Privacy Act 

has within our democratic framework. The 

government is bestowed with significant 

ᑎᒥᖁᑎᖏᓐᓂᒃ ᑲᑎᖅᓱᐃᓪᓗᑎᒃ ᑐᑭᓯᒋᐊᒐᒃᓴᓂᒃ 

ᐱᔾᔪᑎᓕᖕᓂᒃ ᐱᓕᕆᐊᑦᑎᓐᓂᒃ ᐊᒻᒪ 

ᐱᔨᑦᑎᕋᐅᑎᑦᑎᓐᓂᒃ, ᐊᐱᖅᑯᑎᒃᓴᖅᑕᖃᑐᐃᓐᓇᕆᐊᓕᒃ 

ᐅᖃᐅᓯᕆᔪᓐᓇᓐᖏᑕᓐᓂᒃ. ᑕᒪᑐᒧᖓᓕ, ᐊᖏᖅᓯᒪᕗᖓ 

ᖃᐅᔨᒋᐊᕐᓂᐊᕐᓂᕋᕐᓗᖓ ᐊᐱᖅᑯᑎᒋᔭᕐᓄᑦ ᐊᒻᒪᓗ 

ᑕᒪᒃᑯᐊ ᑐᑭᓯᒋᐊᕈᑎᐅᔪᑦ ᑐᓂᔭᐅᓗᑎᒃ 

ᒪᓕᒐᓕᐅᖅᑎᓄᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓱᕕᒐᖅ. 

ᑕᐃᒪ ᒫᓐᓇ ᑲᑎᒪᔨᕋᓛᑦ ᒪᑐᐃᕈᑎᐅᔪᓄᑦ 

ᐅᖃᐅᓯᔅᓴᖃᕐᒪᖔᑕ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ.  

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᓪᓛᒃᑯᑦ ᑲᑎᒪᔨᐅᖃᑎᒃᑲ, ᐱᓕᕆᔩᑦ, ᓄᓇᕗᒻᒥᐅᓪᓗ 

ᑕᐅᑐᒃᑐᑦ ᐅᓪᓗᒥ ᓈᓚᓐᓂᑎᓐᓂ.  

 

ᒪᑐᐃᕈᑎᒧᑦ ᐅᖃᕈᒪᓪᓗᒋᑦ ᐱᓪᓗᐊᑕᕆᔭᐅᔪᖅᑲᐃ 

ᐅᓪᓘᓐᓄᒃ ᒪᕐᕉᓐᓄᒃ ᑕᐅᑐᓪᓗᐊᑕᕐᓂᐊᕋᒃᑭᑦ. 

ᐱᒋᐊᕈᑎᒋᓗᒍ, ᐅᖃᒻᒪᕆᒍᒪᕗᖓ 

ᐱᒻᒪᕆᐅᓪᓚᑦᑖᕐᓂᖓᓂ ᑖᓐᓇ 

ᑕᑯᒍᓐᓇᐅᑎᖃᕐᓂᕋᕈᓐᓇᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᐱᖁᔭᖅ. ᐅᕙᒍᑦ ᓂᕈᐊᖅᑐᓕᕆᔾᔪᑎᒋᕙᑦᑕᖓᓐᓂᒃ, 

ᒐᕙᒪᒃᑯᑦ ᑐᓂᔭᐅᓯᒪᒻᒪᑕ ᑲᒪᒋᔭᔅᓴᖃᖅᑐᑎ 

ᓴᓐᖏᓂᖃᖅᑐᑎᓪᓗ ᑕᒪᒃᑯᐊ ᐱᔨᑦᓯᕋᐅᑎᐅᕙᑦᑐᑦ ᑭᑐᑦ 

ᓄᓇᕗᒻᒥᐅᓄᑦ ᐱᓪᓗᒋᑦ.  

 

ᐊᖏᖃᑎᒋᕙᕋ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᐅᔪᖅ 

ᒐᕙᒪᒃᑯᑦ ᐊᓚᒃᑲᐃᑦᑎᐊᕆᐊᖃᕐᒪᑕ. ᐱᓪᓚᕆᒋᐊᖃᖅᐳᖅ 

ᒪᑐᐃᖓᑦᓯᐊᖅᐸᓪᓗᓂᓗ ᒐᕙᒪᕗᑦ ᐊᒻᒪᓗ 

ᑭᐅᔪᓐᓇᑦᓯᐊᕐᓗᑎᑦ ᓄᓇᕗᒻᒥᐅᓕᒫᓄᑦ. ᑖᓐᓇ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᓴᓐᖏᓂᖃᖅᑎᑦᑎᕙᒻᒪᑕ 

ᓄᓇᕗᒻᒥᐅᓂᑦ ᑐᓴᕋᔅᓴᐅᔪᑦ ᐱᓪᓗᒋᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐸᐸᑕᐅᔪᑦ ᐊᒻᒪ ᓄᓇᕗᒻᒥᐅᑦ 

ᐊᑐᐃᓐᓇᖃᖅᑎᑕᐅᑦᑎᐊᖁᓪᓗᒋᑦ 

ᑐᓴᕋᔅᓴᐅᔪᓐᓇᖅᑐᓕᒫᓂ ᑭᒃᑯᓕᒫᓄᑦ 

ᐃᓱᒪᓕᐅᕈᑎᐅᕙᑦᑐᑦ ᐱᓪᓗᒋᑦ ᑐᖅᑯᖅᑕᐅᕙᑦᑐᓪᓗ 

ᒐᕙᒪᒃᑯᑦ ᑮᓇᐅᔭᖏᑦ ᐱᓪᓗᒋᑦ.  

 

ᐱᖓᔪᐊᓐᓂ ᐃᓚᐅᕝᕕᖃᓕᕋᒪ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑏᕖᒃᑯᑦ ᓈᓚᓐᓂᖃᖅᑎᓪᓗᒍ. ᑲᓐᖑᓇᖅᑐᓕᕆᔨᐅᔪᖅ 

ᐅᖃᐃᓐᓇᖃᑦᑕᖅᓯᒪᒻᒪᑦ ᐋᖅᑭᒋᐊᖅᑕᐅᖁᓪᓗᒋᑦ ᑕᒪᓐᓇ 

ᐱᖁᔭᐅᑉ ᐊᑖᓃᑦᑐᑦ ᐱᓪᓗᒋᑦ. ᐃᓚᓕᐅᑎᑦᑎᐊᒍᓐᓇᕐᓗᓂ 

ᑎᓕᓯᒍᓐᓇᕐᓂᕆᔭᖓ ᐊᒻᒪ ᐱᓕᕆᐊᔅᓴᕆᔭᖓ ᐃᓱᒪᒋᓗᒍ 

ᐊᑐᐃᓐᓇᖃᕈᓐᓇᓂᕐᒥ ᑐᓴᕋᔅᓴᓂᑦ. ᐃᑲᔪᖅᑐᖅᐸᕋ 

ᐊᑐᓕᖁᔮᓂ ᐅᓂᒃᑳᖏᓐᓂᓪᓗ ᑲᒥᓯᓇᐅᑉ.  
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responsibility and authority to determine the 

provision of services provided to 

Nunavummiut.  

 

I concur with the privacy commissioner that 

the hallmark of good governments is 

transparency. It is imperative that our 

government remains open, transparent, and 

accountable to all Nunavummiut. The access 

to information empowers Nunavummiut to 

review the information held by the 

government concerning them. It also grants 

Nunavummiut access to all public 

information encompassing the decision-

making process and the allocation of public 

funds by the government.  

 

This marks the third occasion in which I have 

participated in a televised hearing with the 

privacy commissioner and the privacy 

commissioner has consistently advocated for 

enhancements to the ATIPP Act, proposing 

the inclusion of order-making powers. Given 

the crucial role of access to information in 

our democratic system, I’m inclined to 

support the commissioner’s 

recommendations in this regard. 

 

In our last televised hearing, there was much 

discussion in this area. The Government of 

Nunavut does not always agree with what 

information should be shared or follow 

recommendations made by the privacy 

commissioner. The only option 

Nunavummiut currently have to access 

information that the government refuses to 

share is through the court system.  

 

Again, at our previous televised hearing, the 

privacy commissioner recommended 

reversing the situation whereas the privacy 

commissioner may order the government to 

share information, additional information, 

and if the Government of Nunavut disagrees 

ᑭᖑᓪᓕᖅᐹᒥ ᓈᓚᓐᓂᖃᖅᑎᓪᓗᒋᑦ ᑏᕖᒃᑯᑦ 

ᐅᖃᐅᓯᐅᕈᓘᔭᔪᒻᒪᑕ ᑕᒪᒃᑯᐊ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐊᖏᑐᐃᓐᓇᔪᓐᖏᓚᑦ ᑐᓴᕋᔅᓴᐃᑦ ᑭᓱᑦ 

ᐊᑐᐃᓐᓇᐅᑎᑕᐅᔪᓐᓇᕐᒪᖔᑕ ᐊᒻᒪᓗ ᑭᓱᑦ 

ᐊᑐᓕᖁᔭᐅᔪᓂᑦ ᑲᒥᓯᓇᒧᑦ. ᒫᓐᓇ ᐃᒪᐃᒍᑎᑐᐊᖃᖅᐳᒍᑦ 

ᐊᑐᐃᓐᓇᖃᕈᓐᓇᕐᓗᑕ ᑐᓴᕋᔅᓴᓂᑦ ᑭᓯᐊᓂ 

ᐅᓂᖅᓯᐅᕈᒪᕙᓐᖏᒻᒪᑕ ᒐᕙᒪᒃᑯᑦ.  

 

ᓯᕗᓂᐊᓂ ᓈᓚᓐᓂᖃᖅᑎᓪᓗᑕ ᑲᒥᓯᓇ 

ᐊᑐᓕᖁᔨᓚᐅᖅᓯᒪᒻᒪᑦ ᑭᐳᑦᑕᐅᖁᓪᓗᒍ ᑕᒪᓐᓇ. ᑖᓐᓇ 

ᑲᒥᓯᓇ ᑎᓕᓯᒍᓐᓇᕐᓗᓂ ᑖᒃᑯᐊ 

ᐊᑐᐃᓐᓇᐅᒍᓐᓇᖁᓪᓗᒋᑦ ᑐᓴᕋᔅᓴᐅᔪᑦ 

ᑐᓴᕋᔅᓴᐅᑲᓐᓂᖅᑐᓪᓗ ᐊᖏᓐᖏᒃᑯᑎᑦ ᒐᕙᒪᒃᑯᑦ 

ᑎᓕᔭᐅᒍᓐᓇᕐᓗᑎᑦ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑰᕈᓐᓇᕐᓗᓂᓗ ᑕᐃᒪᐃᖁᔨᓐᖏᒃᑯᑎᑦ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒨᕈᓐᓇᕐᓗᑎ ᒐᕙᒪᒃᑯᑦ.  

 

ᐊᖏᖃᑎᒋᒻᒪᕆᑉᐸᕋ ᑲᓐᖑᓇᖅᑐᓕᕆᔨ 

ᐊᑐᐃᓐᓇᖃᕈᓐᓇᕐᓂᖅ ᑐᓴᕋᔅᓴᓄᑦ 

ᑕᑯᒍᓐᓇᐅᑎᖃᕈᓐᓇᓂᕐᒧᓪᓗ. ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᓗ 

ᐋᖅᑭᒋᐊᕆᐊᓕᒃ ᑎᓕᓯᒍᓐᓇᐅᑎᖃᑦᑎᐊᓕᕐᓗᓂ 

ᑲᒥᓯᓇᐅᔪᖅ. ᓄᓇᕗᒻᒥᐅᑦ ᐊᑐᐃᓐᓇᖃᑦᑎᐊᕆᐊᖃᕐᒪᑕ 

ᑐᓴᕋᔅᓴᐅᔪᓂᒃ ᑭᒃᑯᓗᑦᑖᓄᑦ ᖃᓄᖅ 

ᐃᓱᒪᓕᐅᕈᑎᖃᓲᖑᒻᒪᖔᑕ ᑮᓇᐅᔭᐃᓪᓗ ᒐᕙᒪᒃᑯᑦ 

ᐊᑐᖅᑕᐅᕙᓐᓂᖏᓐᓂᒃ.  

 

ᑲᓐᖑᓇᖅᑐᓕᕆᔨ ᓄᓇᕗᒻᒥ ᑎᓕᓯᒍᓐᓇᐅᑎᖃᕐᓗᓂ 

ᓴᓐᖏᓕᒋᐊᒃᑲᓐᓂᕈᓐᓇᕐᒪᑦ. ᑲᓐᖑᓇᖅᑐᓕᕆᓂᖅ 

ᐱᖁᔭᐅᔪᓂᒃ ᐊᑐᓕᖅᑎᑕᐅᔪᓐᓇᖅᑐᓂᓪᓗ ᑕᒪᒃᑯᐊ 

ᐋᖅᑭᒍᑎᔅᓴᐅᔪᓐᓇᖅᑐᓄᓪᓗ ᐊᒻᒪᓗ 

ᓯᖁᒥᑕᐅᖃᑦᑕᕐᓂᖏᑦ ᑲᓐᖑᓇᖅᑐᒨᖓᔪᑦ. ᐱᓗᐊᖅᑐᒥ 

ᑭᐅᔪᓂᖃᑦᑎᐊᖃᑦᑕᖁᓪᓗᒍ 

ᐅᑉᐱᕆᔭᐅᓂᖃᑦᑎᐊᖁᓪᓗᒋᓪᓗ ᐊᒻᒪᓗ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᒪᓕᒐᕐᒨᓕᖓᔪᐃᑦ ᒐᕙᒪᒃᑯᓪᓗ 

ᓇᖕᒥᓂᖅ ᐊᓪᓛᑦ.  

 

ᑭᖑᓪᓕᕐᒥᒃ ᓈᓚᓐᓂᖃᖅᑎᓪᓗᒍ ᑕᐃᒪ, 

ᐅᖃᓪᓗᐊᑲᐃᓐᓇᕈᒪᓪᓗᒋᑦ, ᑕᒪᓐᓇ ᐊᑦᑐᐊᓂᕆᔭᖏᑦ 

ᒐᕙᒪᒃᑯᑦ ᑕᒪᒃᑯᐊ ᓴᖅᑭᑕᐅᒋᐊᖃᓐᖏᑦᑐᓄᑦ 

ᐊᖏᕈᑎᓕᐅᖅᑕᐅᕙᑦᑐᑦ ᐊᑐᐃᓐᓇᖃᕈᓐᓇᓂᕐᓗ 

ᑐᓴᕋᑦᓴᓂᑦ ᐱᖁᔭᖅ. ᐊᐃᑉᐹᑦᑕᐅᖅ ᐅᖃᖅᑕᐅᖃᐅᒻᒥᔪᖅ 

ᓄᑖᖑᔪᖅ ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ, ᐃᒻᒥᒃᑰᖅᑐᓂᒃ 

ᕿᒥᕐᕈᓂᖃᓛᕐᒪᑦ ᐊᑐᐃᓐᓇᐅᑎᑕᐅᓛᖅᐸᑦ ᑐᔅᓯᕌᑦᓴᑦ 

ᓄᓇᕗᒻᒥᐅᓄᑦ? ᐃᓚᖓᑦᑕᐅᖅ 

ᐅᖃᐅᓯᕆᖃᑦᑕᖅᓯᒪᒻᒥᔭᕗᑦ ᐊᑐᐃᓐᓇᐅᓪᓚᑦᑖᖅᐸᒡᓗᑎᑦ 

ᑮᓇᐅᔭᖅᑎᖁᑎᖏᑦ ᒐᕙᒪᒃᑯᑦ. ᑭᖑᓪᓕᖅᐹᒥᒃ, ᖃᓄᑎᒋ 

ᓴᐅᒥᑦᓯᓂᐅᕙᑦᑐᐃᑦ ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᖅ 

ᐅᓂᒃᑳᖅᑕᐅᒋᐊᖃᖅᐸ ᐅᓂᒃᑳᖅᑕᐅᒋᐊᖃᓐᖏᓚᓪᓘᓐᓃᑦ?  
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with that recommendation or order, it is the 

Government of Nunavut which should go 

through the courts to prevent it.  

 

In light of increased transparency and 

accountability, I strongly with the privacy 

commissioner that the Access to Information 

and Protection of Privacy Act should be 

amended to give the privacy commissioner 

order-making powers. Nunavummiut should 

have open access to public information on 

how decisions are made and how public 

funds are spent. Providing the privacy 

commissioner of Nunavut with order-making 

powers can strengthen privacy protection, 

improve the enforcement mechanism, 

expedite complaint resolution, deter privacy 

violations, and most importantly, enhance 

accountability and build public trust in the 

privacy regulatory system and the 

Government of Nunavut itself.  

 

During our last hearings, there were some 

other areas of interest which again I would 

like to highlight, and that is the relationship 

between the government’s signed non-

disclosure disagreements, also known as 

NDAs, and access to information legislation.  

 

Another area which was previously 

mentioned is the new Police Act and the 

independent reviews that will be conducted 

and whether or not that information will be 

made public and shared with Nunavummiut.  

 

Another area that we had touched upon 

previously is full disclosure of public funds.  

 

And lastly, the rate at which privacy breaches 

may or may not be reported.  

 

In addition, I would like to add something 

new to our discussions: the issue of 

 

ᖄᒃᑲᓐᓂᐊᒍᑦ ᐃᓚᒋᐊᒃᑲᓐᓂᓯᔪᒪᓪᓗᖓ ᓄᑖᒥᒃ, ᑕᒪᓐᓇ 

ᐅᓄᖅᓯᕙᓪᓕᐊᓂᖏᑦ ᐸᓖᓯᒃᑯᑦ ᐊᑐᐃᓐᓇᖃᕈᓐᓇᕐᓂᖏᑦ 

ᑐᓴᕋᔅᓴᓂᑦ ᑕᒪᒃᑯᐊ ᐊᓯᐅᓯᒪᔪᑦ ᐃᓄᐃᑦ ᐱᖁᔭᖅ 

ᐱᓪᓗᒍ. ᑭᖑᓪᓕᖅᐹᒥ ᐅᓂᒃᑳᓕᐊᖑᓯᒪᔪᓂᒃ 

ᑐᖁᑕᐅᕙᑦᑐᑦ ᐊᓯᐅᕙᑦᑐᓪᓗ ᐊᕐᓇᐃᑦ ᓂᕕᐊᖅᓯᐊᓪᓗ 

ᓄᓇᖃᖅᑳᖅᑐᑦ, ᑖᒃᑯᐊ ᐊᒡᒍᑐᖅᓯᒪᔪᑦ ᐊᕕᒃᑐᖅᓯᒪᔪᓂ 

ᓄᓇᕗᒻᒥᐅᓂᑦ ᒪᓕᒐᓕᐅᖃᓪᓗᒋᑦ ᓄᑖᓂᒃ ᐊᓯᐅᕙᑦᑐᑦ 

ᐱᓪᓗᒋᑦ. ᑖᓐᓇ ᐸᓖᓯᒃᑯᓐᓄᑦ ᐃᓚᖏᓐᓂ 

ᑐᐊᕕᕐᓇᖅᑐᒃᑰᕈᓐᓇᓕᕐᓗᑎ. ᑕᒪᒃᑯᐊ ᑐᓴᕋᔅᓴᓂᑦ 

ᐊᑐᐃᓐᓇᖃᖅᑎᑕᐅᓗᑎ ᐃᖅᑲᖅᑐᐃᕕᒃᑰᖏᑦᑐᖅ. 

ᐆᒃᑑᑎᒋᓗᒍ, ᑖᒃᑯᐊ ᖃᓄᐃᑕᐅᓇᔭᖅᐸᑦ ᐊᓯᐅᓯᒪᔪᑦ 

ᓱᕋᑦᑕᐅᖁᓇᒋᑦ ᑎᓕᓯᔾᔪᑎᖃᕆᐊᖃᕋᔭᕐᒥᒻᒪᑦ 

ᐃᖅᑲᖅᑐᐃᕕᑦᑎᒍᑦ. ᑕᐃᒪᐃᑦᑐᒥᒃ ᒪᓕᒐᖃᖅᓯᒪᔪᑦ 

ᓴᓯᑳᑦᓱᐊᓐ, ᐃᐅᓪᐴᑕ, ᓅᕙ ᓯᑰᓴ, ᒫᓂᑑᐸ, ᐳᕆᑎᔅ 

ᑲᓚᒻᐱᐊ, ᓂᐅᕙᓪᓛᓐ ᐊᒻᒪᓗ ᐋᓐᑎᐅᕆᐅᒥ. ᒫᓐᓇᓗ 

ᕿᒥᕐᕈᔭᐅᕙᓪᓕᐊᓪᓗᑎ ᓄᓇᑦᓯᐊᕐᒥ ᐊᑐᖅᑕᐅᓂᔅᓴᖓ.  

 

ᒫᓐᓇᓗ ᑐᓴᖅᑎᑦᑎᔪᒪᓪᓗᖓᓗ ᐊᑲᐅᓈᓕᖅᐸᑦ 

ᐊᐱᖅᓱᖃᑦᑕᓛᕋᒪ ᐱᓗᐊᖅᑐᒥ ᐊᓯᐅᕙᑦᑐᓄᑦ ᐱᖁᔭᖅ 

ᐱᔾᔪᑎᒋᓗᒍ ᐅᐊᑦᓯᐊᑲᓐᓂᖅ ᐅᓪᓛᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

ᐃᖅᑲᐃᑎᔪᒪᑐᐃᓐᓇᖅᑐᓯ ᑲᑎᒪᔨᕋᓛᑦ, 

ᐃᓕᑕᖅᓯᕙᓐᓂᐊᕋᒪ ᑲᑎᒪᔨᕋᓛᓂ ᐊᑕᐅᓯᐊᑐᐃᓐᓇᕐᓗᖓ 

ᐃᓕᑕᕆᔭᐅᒋᐊᑐᖃᑦᑕᓂᐊᓐᖏᓇᔅᓯ ᐊᐱᖅᑯᑎᒋᔭᔅᓯᓐᓄᑦ 

ᐊᐱᖅᓱᕈᑎᑦᓴᖃᕐᓂᐊᕈᔅᓯ. ᑭᓯᐊᓂ ᐃᓕᑕᖅᓯᖃᑦᑕᕐᓗᓯ 

ᐃᒃᓯᕙᐅᑕᐅᒐᒪ ᐅᕙᒻᓂᒃ ᑕᕝᕙᑲᐅᑎᒋ 

ᑎᑎᖅᓯᒪᕙᓐᓂᐊᕋᒃᑭᑦ ᓂᓪᓕᕈᒪᔪᑦ ᐊᐱᖅᑯᑎᖃᕈᒪᔪᑦ 

ᑐᑭᒧᐊᑦᑎᐊᐸᓐᓂᐊᕐᒪᑕ ᐊᒻᒪ ᐸᕐᓇᐅᑎᖓᓂᒃ 

ᐱᓕᕆᐊᖏᑕ ᑲᒥᓯᓇᐅᑉ ᑲᒪᒐᑉᑕ ᓇᓪᓕᐊᓐᓂᒃ 

ᒪᒃᐱᒐᐃᓪᓗ ᐱᒻᒪᑕ. ᓇᓕᐊᓐᓄᕋᕈᓘᔭᕈᓐᓇᕐᓂᑎᓐᓄᑦ 

ᓇᓗᓇᐃᖅᓯᒍᑎ ᓇᓕᐊᓐᓂ ᑎᑎᕋᖅᓯᒪᔪᒥᒃ 

ᐃᓕᑕᕆᕙᓪᓗᒍ ᐱᕙᓐᓂᐊᕐᒪᑕ. ᒪᑐᐃᓕᖅᐸᕋ, ᒥᔅᑕ 

ᓚᐃᑦᓯᑑᓐ.  

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᒋᐊᕈᑎᒋᔪᒪᓪᓗᒍ ᑖᓐᓇ ᓄᑖᖅ ᐱᓕᕆᐊᑦᓴᒧᑦ 

ᐸᕐᓇᐅᑎ, ᐊᐱᕆᖅᑳᕐᓗᖓ ᑲᒥᓯᓇᒧᑦ. ᑖᒃᑯᐊ 

ᐊᓯᐅᕙᑦᑐᓄᑦ ᐱᖁᔭᖅ ᑲᔪᓯᓯᒪᓕᕐᒪᑦ ᐊᒥᓱᓂᒃ 

ᒐᕙᒪᖃᕐᕕᐅᔪᓂᒃ ᑲᓇᑕᒥ ᐊᒻᒪᓗ ᑭᐅᔾᔪᑎᐅᓯᒪᔪᖅ 

ᑭᖑᓪᓕᖅᐹᒥᒃ ᐅᓂᒃᑳᓕᐊᖑᓯᒪᔪᑦ ᐊᓯᐅᕙᑦᑐᑦ 

ᓂᕕᐊᖅᓯᐊᑦ ᐊᕐᓇᐃᓪᓗ ᓄᓇᖃᖅᑳᖅᑐᑦ ᐱᓪᓗᒋᑦ.  

 

ᐊᐱᕆᔪᒪᓪᓗᖓ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᐅᔪᖅ 

ᖃᐅᔨᒪᑦᓯᐊᕐᒪᖔᖅ ᑕᐃᒪᐃᑦᑐᒥᒃ ᑖᔅᓱᒥᖓ ᐱᖁᔭᕐᒥᑦ 

ᖃᓄᕐᓗ ᐊᑦᑐᐃᓂᖃᕈᓐᓇᕋᔭᕐᒪᖔᖅ ᓴᐳᔾᔭᐅᓂᑦᓴᖏᑦᑕ 
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increasing police access to information 

through the creation of a Missing Person Act.  

 

In the final report of the National Inquiry into 

Missing and Murdered Indigenous Women 

and Girls, MMIWG, the Call for Justice No. 

5.8 called upon provinces and territories to 

adopt legislation related to missing persons.  

 

This legislation allows police in certain 

situations to make emergency demands for 

records without court order, for example, if 

it’s suspected that records may be destroyed 

or that a missing person may be harmed 

during such a time it would be required to 

obtain a court order or a warrant.  

 

Such legislation has been enacted in 

Saskatchewan, Alberta, Nova Scotia, 

Manitoba, British Columbia, Newfoundland, 

and Ontario and is currently being reviewed 

for passing in the Northwest Territories.  

 

I would just like to give notice that at the 

appropriate time, I will be asking questions 

particularly with regard to the Missing 

Persons Act later this morning. Thank you, 

Mr. Chairman.  

 

Chairman: Thank you, Mr. Lightstone. I 

would like to remind Committee Members 

that I will be recognizing Committee 

Members more than once, so you don’t have 

to go through the entire list of the questions 

that you may have for witnesses. I will ask 

that Members acknowledge me or make 

themselves known to me as soon as possible 

so that I can develop a list of Committee 

Members that wish to ask questions.  

 

As we’re dealing with the annual report and 

the business plan for the Information and 

Privacy Commissioner, there’s no set page 

ᑲᓐᖑᓇᖅᑐᑦ ᐊᒃᑐᐃᓂᖃᑦᓯᐊᕈᓐᓇᕐᓂᓪᓗ ᑐᓴᕋᔅᓴᓂᑦ 

ᓄᓇᕗᒻᒥ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᕈᒪᓪᓗᒍ ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᕆᒻᒪᑦ. 

ᖁᔭᓐᓇᒦᕈᒪᓪᓗᒍᓗ ᐅᕙᓐᓂ ᑐᓴᖅᑎᑦᑎᓵᓕᓚᐅᕐᒪᑦ 

ᑖᔅᓱᒪᓐᖓᑦ ᑲᑎᒪᓚᐅᖅᑎᓐᓇᑦᑕ ᐊᐱᖅᓱᓛᕐᓂᐊᕐᓂᖓᓂᒃ 

ᖃᐅᔨᒪᓗᐊᓚᐅᓐᖏᓇᒃᑯ ᖃᐅᔨᒪᑦᓯᐊᓂᖅᓴᕆᓕᖅᐸᕋ 

ᒫᓐᓇ.  

 

ᐅᖃᕈᓐᓇᖅᐳᖓ ᑕᐃᒪᓐᓇᓴᐃᓐᓇᖅ ᑕᐃᒪᐃᑦᑐᒥᒃ 

ᐱᖁᔭᕐᒥᒃ ᐅᖃᓚᐅᖅᓯᒪᒐᒪ ᑖᓐᓇ ᒪᓕᒐᐅᖁᔭᐅᓯᒪᔭᓐᓂᒃ 

ᐅᕙᖓ ᐅᖃᕆᐊᑐᓐᖏᓐᓇᒪ ᑭᓱ ᒪᓕᒐᖅ ᑲᔪᓯᒋᐊᖃᖅᐸ 

ᐃᓕᒋᐊᖃᓐᖏᓚᖅ, ᒪᓕᒐᕐᓘᓐᓃᑦ ᐊᑑᑎᖃᑦᑎᐊᓂᐊᖅᐸᑦ 

ᐊᑑᑎᖃᑦᑎᐊᓂᐊᓐᖏᓚᖅ ᐃᖅᑲᓇᐃᔮᕆᓐᖏᓇᒃᑯᓪᓕ. 

ᐅᖃᕈᓐᓇᕋᓗᐊᖅᐳᖓᓕ ᖃᓄᖅ ᐊᑦᑐᐊᓂᖃᖅᐸᒻᒪᖔᖅ 

ᐊᑐᐃᓐᓇᖃᕈᓐᓇᓂᕐᒧᑦ ᑐᓴᕋᑦᓴᓂᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᐅᔪᒥᒃ. ᒪᓕᒐᓕᐅᖅᑎᐅᑉ 

ᐃᓱᒪᒋᔭᖓ ᒪᓕᒐᐅᔪᒥᒃ ᑕᐃᒪᐃᑦᑐᒥᒃ 

ᐃᓱᒪᑦᓴᖅᓯᐅᑕᐅᔪᖃᕋᔭᖅᐸᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ.  

 

ᒪᓕᒐᖅ ᑖᓐᓇ ᒪᑐᐃᕈᑎᐅᒃᑲᓐᓂᕋᔭᕐᒪᑦ ᐸᓖᓯᒃᑯᑦ 

ᓇᕝᕚᕈᓐᓇᓕᕐᓗᑎᑦ ᑐᓴᕋᒃᓴᓂᑦ ᐱᓯᒪᓐᖏᑕᒥᓐᓂᒃ. 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᓂᑦᑎᓐᓂ ᐸᓖᓯᒃᑯᑦ 

ᐃᓱᒪᖅᓱᑎᐸᓐᖏᓇᑉᑎᒍᑦ ᑐᓴᕋᔅᓴᓂᑦ 

ᓇᕝᕚᕈᓐᓇᓐᖏᒻᒪᑕ ᑲᖐᓱᑦᑐᖃᓐᖏᑉᐸᑦ 

ᐱᕋᔭᑦᑐᖃᕐᓂᖓᓂ ᐱᕋᔭᒃᑐᖃᓪᓚᑦᑖᕐᓂᖓᓂᒡᓘᓐᓃᑦ. 

ᐃᒻᒪᖃ ᐃᓚᖏᓐᓂ ᖃᓄᐃᓐᓂᐅᒍᓐᓇᕋᔭᖅᑐᓂᒃ 

ᑕᐃᒪᐃᒍᓐᓇᕋᓗᐊᖅᑐᓂ ᐃᒫᒃ ᑐᓴᕋᔅᓴᓂᑦ 

ᑎᒍᓯᒐᓱᐊᕈᓐᓇᕐᓗᑎᑦ ᐱᓯᒪᓐᖏᑕᒥᓐᓂᒃ.  

 

ᐱᖁᔭᐅᔪᓂᑦ ᒫᓐᓇ ᓄᓇᕗᒻᒥ 

ᑕᐃᒪᐃᑦᑕᕆᐊᖃᕋᔭᓐᖏᒻᒪᑕ. ᑕᐃᒪᐃᒻᒪᑦ, ᑕᐃᒪᐃᑦᑐᒥᒃ 

ᒪᓕᒐᖃᕆᐊᖃᖅᐳᖅ. ᑕᐃᒪᐃᑦᑐᒥᓪᓗ ᒪᓕᒐᕐᒥᒃ 

ᐃᓚᓕᐅᖅᑕᐅᔪᖃᕋᔭᖅᐸᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᕐᒥᒃ ᐊᒃᑐᐊᑦᓯᐊᓕᕋᔭᖅᑐᖅ. ᐅᖃᖅᓯᒪᒻᒪᑦ 

ᑲᓐᖑᓇᖅᑐᓄᑦ ᐱᖁᔭᖅ ᓴᖅᑮᑎᑦᓯᔪᓐᓇᖅᑐᒍᑦ ᑐᓴᕋᑦᓴᒥᑦ 

ᒪᓕᒐᖃᑐᐊᖅᐸᑦ ᖃᓄᐃᓐᖏᓐᓂᖔᖅᑐᒥ, ᐃᓪᓗᒥ 

ᑕᕝᕙᓂ ᑖᓐᓇ ᑲᔪᓯᑉᐸᑦ 

ᐃᖅᑯᓪᓕᐅᑎᑦᑎᐊᑐᐃᓐᓇᕋᔭᖅᑐᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᕐᒧᑦ ᐊᑑᑎᖃᑦᑎᐊᑐᐃᓐᓇᕋᔭᕐᒪᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ.  
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numbers in the summary reports that we 

have, so it can go all over the board. I would 

like to remind Members that if they are 

referencing a specific document, they do 

acknowledge that document and recognize it.  

 

I will now open the floor to questions. Mr. 

Lightstone.  

 

Mr. Lightstone: Thank you, Mr. Chairman. I 

would like to begin with the new business 

and I would like to direct my first line of 

questioning to the privacy commissioner.  

 

As the Missing Persons Act has been passed 

in the majority of jurisdictions in Canada in 

response to the final report of the Missing 

and Murdered Indigenous Women and Girls. 

I would like to ask if the privacy 

commissioner is familiar with this type of 

legislation and what types of impacts that it 

would have on the protection of privacy and 

access to information here in Nunavut. Thank 

you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Steele.  

 

Mr. Steele: Thank you, Mr. Chairman. I 

would like to thank the Member for the 

question. I would also like to thank the 

Member for letting me know in advance of 

the hearing that he would be raising this topic 

because it was not one that I was previously 

familiar with, but I am more familiar with it 

now.  

 

I will say the same thing about such a piece 

of legislation as I said last time about the 

proposed Claire’s Law and, that is, it is not 

for me to say to this House what legislation 

should be passed or should not be passed, or 

whether such legislation would be effective 

or not effective. That’s not really my role. 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᑲᒥᓯᓇ ᑭᐅᑦᓯᐊᕋᕕᑦ. ᑕᐃᒪ 

ᐊᐱᕆᒃᑲᓐᓂᕈᒪᓕᖅᖢᖓ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ, 

ᐊᓯᐅᕙᑦᑐᓄᑦ ᐱᖁᔭᖅ ᐱᓪᓗᒍ ᐊᑦᑐᐊᒐᔭᖅᐹ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᓴᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖓᓐᓂᒃ 

ᓄᓇᕗᒻᒥᐅᓄᑦ? ᐊᑑᑎᖃᑦᑎᐊᖅᑰᕐᒪᑦ 

ᐅᖃᐅᓯᕆᔭᑉᑎᓐᓄᑦ. ᑖᓐᓇ ᑭᖑᓪᓕᖅᐹᒥ 

ᐅᓂᒃᑳᕐᓂᐅᓚᐅᖅᓯᒪᔪᖅ ᐅᑭᐅᑦ ᑕᓪᓕᒪᐅᓕᖅᑐᑦ, 

ᐊᐱᕆᔪᒪᓪᓗᖓ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐱᕙᓪᓕᐊᓯᒪᓕᖅᐸᑦ 

ᓴᖅᑮᑎᑦᓯᔪᓐᓇᕐᓗᑎᑦ ᐱᖑᖅᑎᑦᑎᔪᓐᓇᕐᓗᑎᓪᓗ 

ᑕᐃᒪᐃᑦᑐᒥᒃ ᒪᓕᒐᐅᑦᓱᓐᓇᖅᑐᒥ ᓄᓇᕗᒻᒥ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᑲᓚᐃᓐ.  

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᓗᓕᖃᖅᐳᖅ ᐊᑐᐃᓐᓇᖃᕈᓐᓇᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᕐᒥᒃ ᐊᑐᐃᓐᓇᐅᔪᓐᓇᕐᓗᑎᑦ 

ᐸᓖᓯᓄᑦ ᐊᑐᐃᓐᓇᐅᔪᓐᓇᖅᑐᑦ. ᑎᑎᕋᖅᓯᒪᔪᖅ 48-E 

ᑕᕝᕙᓃᑦᑕᖅᐳᖅ ᐊᒻᒪ ᑎᑎᕋᖅᓯᒪᔪᖅ ᓈᓴᐅᑎᖓ 48-

ᒦᑦᑐᖅ ᐊᑐᐃᓐᓇᐅᔭᕆᐊᖃᕐᓗᑎᑦ ᑐᓴᕋᑦᓴᑦ 

ᐃᓂᓪᓚᖓᐅᑎᖃᕇᖅᑑᒐᓗᐊᑦ ᐱᖁᔭᕐᒥᒃ. ᓲᕐᓗᒃ 

ᐸᓖᓯᒃᑯᑦ ᐊᑐᐃᓐᓇᖃᕐᕕᐅᔪᓐᓇᕐᓗᑎᑦ ᑐᓴᕋᑦᓴᓂᑦ.  

 

ᐊᐱᖅᑯᑎᒋᖅᑲᐅᔭᓐᓄᑦ ᒪᑐᐃᕈᑎᒥ ᐅᖃᖅᑕᓐᓂ 

ᐊᓯᐅᕙᑦᑐᓄᓪᓗ ᐱᖁᔭᖅ ᒫᓐᓇ 

ᑐᓴᖅᑕᕘᓚᑲᐃᓐᓇᓕᕐᓚᖓ ᑭᐅᓛᖅᐳᒍᑦ 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᑦ ᐅᖃᖃᑎᒌᓯᒪᑦᑎᐊᖄᓚᐅᕐᓗᑎᒍ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ.  

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᓴᐅᒪᔪᖓᐅᒐᓗᐊᖅ ᒫᓐᓇ ᑕᕝᕙᓂ ᐊᑖᓃᓐᓂᖓᓂ 

ᐱᖁᔭᖅ ᐊᒻᒪᓗᑦᑕᐅᖅ ᐃᒻᒥᒨᖓᔪᓂᒃ ᑕᒪᒃᑯᓄᖓ 

ᑐᓴᐅᒪᔾᔪᑏᑦ. ᐅᕙᖓᓕ ᐃᖅᑲᐅᒪᓪᓗᒍ ᑖᓐᓇ 

ᓄᑖᖑᖅᑰᓐᖏᑦᑑᒐᓗᐊᖅ. ᐊᒻᒪᓗᑦᑕᐅᖅ, 

ᐃᓱᒫᓘᑕᐅᓯᒪᓂᖓᓂ ᖃᑦᑎᓂ 

ᓴᖅᑮᖃᑦᑕᓐᖏᓐᓂᖏᓐᓂᒃ ᖁᓄᔪᓐᓂᐊᖅᓯᒪᔪᕕᓃᑦ 

ᐊᒻᒪᓗ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᑖᓐᓇ 

ᑕᕝᕙᐅᒥᒻᒪᑦ. ᐊᒻᒪᓗ ᐊᑖᓃᖓᔪᑦ ᑖᓐᓇ ᐊᒡᒍᖅᓯᒪᔪᓂᒃ 

ᐊᑖᓃ ᑭᓯᐊᓂ ᐱᕕᖃᖅᑐᐃᑦ ᐃᑯᐱᒍᒪᓐᓂᕈᑎᑦ 

ᓴᖅᑮᖃᑦᑕᕈᒪᒍᑎᑦ ᑐᓴᕋᑦᓴᐅᓂᐊᕐᓗᑎ 

ᐊᑐᓐᖏᓗᐊᖅᑑᔮᑐᐃᓐᓇᖅᑕᕗᑦ.  

 

ᐊᒻᒪᓗᑦᑕᐅᖅ, ᑕᒪᓐᓇ ᐊᑐᓕᖁᔭᐅᓯᒪᓚᐅᕐᒪᑦ ᑖᒃᑯᐊ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ ᐅᓂᒃᑳᖓᓂ ᔫᓐ 2019-ᖑᑎᓪᓗᒍ 

ᐊᕐᕌᒍᐃᑦ ᐊᓂᒍᖅᑐᓂᒃ, ᑕᒪᓐᓇ ᐊᑐᓕᖁᔭᐅᓯᒪᑎᓪᓗᒍᓗ 
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What I can say is how it relates to the 

existing access and privacy law, and the sort 

of things that Members would want to be 

thinking about if such a piece of legislation is 

tabled in this House for consideration.  

 

What the law does essentially is it opens up 

one more avenue for the police to obtain 

information that they do not currently have 

because, in our system of justice, we do not 

let the police go out and get information if no 

crime is suspected or if there’s no actual 

crime. This would say, well, under certain 

circumstances, not all circumstances but 

under certain circumstances, they could go 

out even if there’s no evidence of a crime and 

obtain information that they can’t already 

get.  

 

Now, under the existing law in Nunavut, it 

would not be allowed and that’s why a piece 

of legislation is required. If such a piece of 

legislation were adopted, then it would fit in 

with the privacy law because the privacy law 

says, among other things, that it is okay to 

disclose information as long as there is a law 

that says that it’s okay. If this House were to 

pass that legislation, it would fit in with the 

existing privacy law. Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Mr. Lightstone.  

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you, commissioner, for your response. 

Now I would like to pose a similar question 

to the Government of Nunavut. As the 

Missing Persons Act would have implications 

on protection of privacy of Nunavummiut, I 

do believe it is relevant to our discussions. 

As the MMIWG final report was published 

nearly five years ago, in 2019, I would like to 

ask: has the Government of Nunavut begun 

ᐱᓐᖑᖅᓯᒪᓪᓗᓂ ᐱᖁᔭᖅ, ᑕᒪᓐᓇ 

ᓴᓐᖓᑦᓯᒋᐊᕈᓐᓇᕐᓂᖏᓐᓂᒃ ᒪᓕᒐᓕᕆᔨᐅᕙᑦᑐᐃᑦ 

ᐸᓖᓯᕈᔪᐃᑦ ᐊᑐᕈᓐᓇᕐᓗᑎᑦ ᓴᓐᖏᓂᕆᔭᖏᓐᓂᒃ ᓲᕐᓗᒃ 

ᑎᒍᓯᔪᓐᓇᕌᖓᑕᓘᓐᓃᑦ ᕿᓂᕈᓐᓇᕐᓂᒧᓪᓘᓐᓃᑦ ᑕᒪᒃᑯᐊ 

ᓲᕐᓗᒃ ᐊᑯᓂᐅᓂᖅᓴᒃᑯᑦ ᕿᓂᕐᓂᖏᓐᓂ ᐃᖅᑲᖅᑐᐃᕕᒻᒥ 

ᐅᑕᖅᑭᓚᐅᕐᓗᑎᓪᓗ ᑎᑎᖅᑲᕐᒥᒃ ᐃᒪᓐᓇ 

ᐊᓯᐅᔨᓯᒪᔪᖃᕌᖓᑦ ᐊᓯᐅᔪᐃᑦ ᑎᑦᑕᓪᓛᑦᑐᑦ 

ᑲᐃᕙᓪᓚᑦᑐᑦ ᓯᕿᓐᖑᔭᖅ ᐊᑦᓱᐊᓗᒃ ᐱᒻᒪᕆᐅᒻᒪᑦ 

ᐅᑕᖅᑭᑐᐃᓐᓇᕆᐊᖃᕐᓇᓐᖏᒻᒪᑦ.  

 

ᑕᒪᓐᓇ ᑕᒡᒐ ᐊᓯᐅᔪᖃᕌᖓᑦ ᒪᑯᐊᑦᑕᐅᖅ 

ᐊᕕᑦᑐᖅᓯᒪᔪᐃᑦ ᓄᓇᓖᑦ ᐊᓯᐊᓅᖅᑐᒥᓂᐅᒑᖓᑕ 

ᐅᓪᓗᐃᑦ ᐊᑦᓱᐊᓗᒃ ᑐᐊᕕᕐᓇᕆᐊᖃᓲᖑᒻᒪᑦ. ᑕᒪᓐᓇ, ᐄ, 

ᒪᒥᐊᓇᖅ. ᐃᓛᓂᐅᓐᖏᑦᑐᖅ.  

 

ᐃᓛᒃ ᐅᐱᒋᕙᑦᑕᕋ ᒥᔅᑕ ᒪᑲᓚᐃᓐ ᐅᖃᐅᓯᕆᔭᖓᑦ 

ᒐᕙᒪᒃᑯᑦ ᕿᒥᕐᕈᓂᐊᕐᓂᖏᓐᓂᒃ ᐊᒻᒪ ᓂᕆᐅᑦᑐᖓ ᑖᓐᓇ 

ᑭᖑᓂᐊᒍᑦ ᖃᖓᓐᖑᕐᒥᑉᐸᑦ ᐊᐱᖅᑯᑎᒋᒍᒫᕆᕙᕋ. ᑖᓐᓇ 

ᐊᒃᑐᐃᓂᖃᕋᔭᕐᓂᖓᓂ ᐊᓯᐅᔭᐅᓯᒪᔪᐃᑦ ᐱᓗᐊᖅᑐᒥᒃ 

ᒪᑯᐊ ᐱᔭᕇᖅᑕᐅᓗᐊᖅᑑᔮᕈᓐᓇᓐᖏᑦᑐᐃᑦ 

ᕿᓂᖅᑕᐅᑎᓪᓗᒋᑦ.  

 

ᑕᒪᓐᓇ ᐊᐱᖅᑯᑎᒋᔭᕋ ᑭᖑᓪᓕᖅ, ᑕᒪᓐᓇᖃᐃ ᒪᓕᒐᖅ 

ᐱᖁᔭᐅᔪᖅ ᐊᐅᓚᔾᔭᐃᒍᓐᓇᕋᔭᕐᒪᖔᖅ 

ᐊᒃᑐᐃᓂᖃᕋᔭᕐᓂᖓᓂᒃ ᖃᓄᖅ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ.  

 

ᓱᕕᒐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ. ᑖᓐᓇ 

ᓇᐃᓈᕐᓗᒍ, ᐄ, ᐊᒻᒪ ᐃᖅᑲᓇᐃᔭᖅᑎᖁᑏᒃᑲᒃ ᑖᒃᑯᐊ 

ᓇᓗᓇᐃᒃᑲᓐᓂᕈᓐᓇᖁᓪᓗᒋᒃ. ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ.  

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐃᓐᓇ 

ᐃᓛᒃ ᓄᑖᑦ ᐱᕙᓪᓕᐊᔪᐃᑦ ᐱᔭᒃᓴᐅᒑᖓᑕ ᓯᕗᓪᓕᖅᐹᒥᒃ 

ᓯᕗᓂᐊᒍᑦ ᐱᒋᐊᓚᐅᓐᖏᓐᓂᖏᓐᓂ 

ᖃᐅᔨᓴᖅᑕᐅᓲᖑᒻᒪᑕ. ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᑦ 

ᓴᖅᑮᒍᒪᓂᐊᕈᑎᑦ ᑭᓯᐊᓂ ᖃᐅᔨᓴᖅᑳᕆᐊᖃᕋᔭᕐᒥᒻᒪᑕ 

ᖃᓄᖅ ᐊᒃᑐᐃᓂᖃᕋᔭᕐᒪᖔᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᒪᓕᒐᕐᓄᑦ ᖃᓄᖅ ᐊᒃᑐᐃᓂᖃᕋᔭᕐᓂᖓᓂ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐊᒻᒪ ᑲᑎᒪᔩᑦ 

ᓯᕿᓐᖑᔭᒥᒃ ᐊᐅᓚᔾᔭᓂᖓᓂᒃ ᑖᓐᓇ ᐃᑉᐱᒋᔭᕋᓗᐊᕋ 

ᐅᓪᓗᖅ. ᑭᓯᐊᓂ ᐃᓕᑕᕆᔪᒪᖃᑦᑕᖅᐸᖃ ᐃᓕᑕᕆᓗᒍ 

ᑕᐅᕗᖓᓕᒫᖅ ᐃᓱᖃᓐᖏᑦᑐᒧᑦ ᑲᑎᒪᓚᖓᒍᑎᑦ ᑖᒃᑯᐊ 
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the process of reviewing and creating such 

type of legislation here in Nunavut? Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. MacLean.  

 

Mr. MacLean: Thank you, Mr. Chairman. 

There are provisions in the existing Access to 

Information and Protection of Privacy Act 

which allow for disclosure for law 

enforcement purposes. Section 48(e) is an 

echo of the ATIPP Act and there is also 

section 48(s), which allows for disclosure 

where the public interest outweighs any 

particular privacy interest. There are existing 

mechanisms within our legislation that would 

allow for law enforcement disclosure for the 

types of situations that you addressed in your 

opening comments.  

 

On the matter of a specific Missing Persons 

Act, all I can say is we will take it under 

advisement for now and we will report back 

once we’ve had an opportunity to confer with 

my fellow colleagues at the Department of 

Justice. Qujannamiik, Mr. Chairman.  

 

Chairman: Thank you. Mr. Lightstone.  

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you, Mr. MacLean, for your response. 

I’m aware that under the current ATIPP Act, 

there are those provisions that do allow for 

sharing of personal information to ensure the 

safety of others, but as far as I can recall, I 

don’t think that it is used. Specific instances 

where I have raised concern in this area with 

not disclosing the number of sexual offenders 

in a community as that would be a breach of 

their privacy, I raised that concern or I 

identified that under the sections that you 

have identified under the ATIPP Act. The 

government does have the ability to share 

ᐊᐱᖅᓱᖅᑐᐃᑦ ᓇᑲᑎᖃᑦᑕᕐᓂᐊᕋᒃᑭᑦ 

ᐃᓕᑕᕆᒋᐊᖃᕋᑦᑎᒍᑦᑕᐅᖅ ᐊᓯᖏᑦ ᑲᑎᒪᔨᐅᔪᐃᑦ. ᒥᔅᑕ 

ᓚᐃᑦᓯᑑᓐ.  

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᑭᐅᑦᓯᐊᕋᕕᑦ. ᐊᐱᕆᔪᒪᓕᖅᐳᖓ 

ᒐᕙᒪᒃᑯᓐᓄᑦ, ᐅᓇ ᐅᑕᖅᑭᒃᑲᓚᐅᕐᒪᑕ ᐱᕙᓪᓕᐊᔪᐃᑦ 

ᐱᕙᓪᓕᐊᑐᐃᓐᓇᖅᑑᒐᓗᐊᑦ ᐱᕕᖃᕈᓐᓇᕋᔭᕐᒪᖔᖅ 

ᐃᒻᒪᖃ ᐱᖁᔭᖅ ᑐᐊᕕᕐᓇᕐᓂᖅᓴᒃᑯᑦ 

ᐊᐅᓚᔾᔭᒍᓐᓇᓐᖏᒃᑲᓗᐊᕐᒪᖔᖅ ᐊᒻᒪ ᖃᖓᒃᑯᑦ ᐱᖁᔭᖅ 

ᐊᓯᐅᔨᓯᒪᔪᓄᑦ ᐱᖁᔭᖅ ᖃᖓᑭᐊᖅ ᓴᖅᑭᑕᐅᒐᔭᕐᒪᖔᖅ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᓯᕿᓐᖑᔭᖅ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒥ ᐃᓱᖃᓐᖏᑦᑐᒨᓐᖏᑦᑑᒐᓗᐊᖅ, ᑭᓯᐊᓂ 

ᐃᒻᒪᖄ ᒪᓕᒐᖅ ᒫᓐᓇ ᒐᕙᒪᒃᑯᑦ ᐃᓱᐊᓄᑦ 

ᑎᑭᖅᑰᒐᔭᓐᖏᑦᑐᖅ ᑭᓯᐊᓂ ᑭᖑᓪᓕᕐᒥᖃᐃ 

ᑲᑎᒪᕕᔾᔪᐊᖅᑐᖃᓕᕐᒥᒃᐸᑦ ᓴᖅᑭᑕᐅᒐᔭᕆᐊᖓ ᑖᓐᓇ 

ᑲᔪᓯᒍᒪᓂᐊᕈᑎᑦ ᒐᕙᒪᐃᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐊᑎᕐᓂ ᑕᑯᓐᓈᖅᑐᒋᑦ, ᒥᔅᑕ 

ᓯᒪᐃᓚᒃ.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᓪᓛᒃᑯᑦ. ᐊᐱᖅᑯᑎᒋᔭᕋ ᓯᕗᓪᓕᖅᐹᖅ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᖅ ᑲᒥᓯᓇ. 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇ ᐱᒋᐊᔪᒻᒪᓂᑦ ᔮᓐᓄᐊᕆ 

11, 2021-ᒥ ᑕᐃᒪᓐᖓᓂᑦ ᐊᕐᕌᒍᐃᑦ ᐱᖓᓱᓂᒃ 

ᐊᓪᓚᕕᒻᒦᑎᓪᓗᑎᑦ ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓂᒃ 

ᑕᐃᒫᒃ ᐱᕕᖃᖅᑎᑦᑎᔪᓐᓇᕐᒪᖔᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑖᒃᑯᐊ ᑕᐃᒪᓐᖓᓂᑦ ᐋᖅᑭᒋᐊᖅᓯᒪᒻᒪᖔᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᐊᓯᔾᔨᖅᓯᒪᓐᖏᒻᒪᖔᑦ ᓱᕐᕋᐅᑎᓯᒪᓐᖏᒻᒪᖔᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ. ᒥᔅᑕ 

ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐃᒫᒃ 

ᓂᓪᓕᐅᑎᒋᔪᓐᓇᖅᑕᕋ ᑖᒃᑯᐊ ᓱᕐᕋᓗᐊᖅᓯᒪᓐᖏᑦᑐᑦ 

ᐱᓗᐊᖅᓯᒪᓐᖏᑦᑐᓂᓗ ᐊᒻᒪᓗ ᐊᑲᐅᓯᕚᓪᓕᖅᑑᔮᕐᓇᓂᓗ. 

ᓴᖅᑭᕋᒪ ᑕᐃᑦᓱᒪᓂ ᑭᖑᓪᓕᕐᒥ 2022 ᐊᕐᕌᒍᐊᓂ 

ᐅᖃᓕᒪᐅᑎᖃᓪᓗᐊᓚᐅᖅᓯᒪᒐᑦᑕ ᑕᒪᓐᓇ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᒥᑦᓵᓄᑦ ᐊᒻᒪᓗ ᐊᓪᓛᒃ ᑎᑦᑎᒍᓱᑦᑐᑕ 

ᑭᓯᐊᓂ ᐃᔪᕐᓇᓐᖏᑦᑑᒐᓗᐊᖅ ᐃᓚᖓᓂᒃ 

ᐃᔪᕈᓯᖃᑦᑕᕆᐊᖃᕋᑦᑕ. ᑭᓯᐊᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᑦᓯᐊᕆᐊᖃᕐᓂᖅ ᑖᒃᑯᐊ ᐱᓕᕆᕕᖓᑦ 
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that information. That’s why I have the sense 

that that section of the Act is underutilized by 

the Government of Nunavut.  

 

As this was a recommendation made in the 

MMIWG final report in June 2019, a number 

of years ago, several jurisdictions have 

passed this legislation to enhance the ability 

of local law enforcement to utilize their 

powers in an expedited fashion to access 

information without having to go through the 

lengthy process of seeking a court order or a 

warrant.  

 

When it comes to missing persons, every 

second counts, which is why I believe that 

this type of legislation is crucial. On top of 

that, when missing persons cross 

jurisdictional borders, that’s where this type 

of legislation would also be very important.  

 

I note that I’m out of time, so I don’t have 

any…okay, sorry. I appreciate Mr. 

MacLean’s comments that the government 

will look into this and it is something that I 

will follow up on at a later date. I think it is 

crucial and would have such a beneficial 

impact on missing persons in our 

communities, especially those that result in 

fatal outcomes.  

 

The next question for the government: would 

this type of legislation require or initiate a 

privacy impact assessment? Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Mr. Suvega.  

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) In short, yes, 

and I’m wondering if I can ask my colleague 

to provide a supplemental response through 

you, Mr. Chairman.  

ᐱᔭᒃᓴᖏᓐᓂ ᐱᓕᕆᐊᑦᓴᖃᑦᑎᐊᕈᒪᔪᐃᑦ ᑭᓯᐊᓂ 

ᐊᒥᒐᕐᒪᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓂᒃ. ᐊᒻᒪᓗᑦᑕᐅᖅ, ᑕᕝᕙ 

ᑕᒡᒐ ᑐᑭᒋᔭᖓ ᐊᒥᒐᕌᖓᑕ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᓱᖅᑯᐃᓇᖅᓯᒪᓪᓚᑦᑖᕐᒪᑦ ᑕᒪᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᐱᓪᓗᒍ.  

 

ᐊᒻᒪᓗ, ᐱᒻᒪᕆᐅᔪᒥᒃ ᓇᓗᓇᐃᕆᔪᒪᓪᓗᖓ ᑖᓐᓇ 

ᐊᔾᔨᒌᓐᖏᑦᑑᑕᐅᖕᒪᑕ ᐱᓕᕆᕕ ᐊᒡᒍᖅᓯᒪᔪᐃᑦ 

ᐃᓛᒃᑰᖓᔪᐃᑦ ᐊᒻᒪᓗ ᐊᕐᕌᒍᑕᒫᑦ ᐅᓂᒃᑳᒥᒃ 

ᑎᑎᕋᖅᓯᒪᖃᑦᑕᖅᑐᖓ ᓱᓕᔫᓪᓗᓂᓗ. ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐱᓕᕆᕝᕕᖓ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐊᑲᐅᓛᖑᔪᒥᒃ 

ᐋᖅᑭᑦᓯᐊᖅᓯᒪᓲᑦ ᐱᑦᓯᐊᖅᑐᑎᑦ ᐱᔾᔪᑎᖏᑦ 

ᐅᓄᖅᑑᕐᓗᑎᑦ, ᓲᕐᓗᒃ ᖃᐅᔨᒪᑦᑎᐊᖅᑐᓂᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᑦᑎᐊᕐᖓᑕ ᐊᑯᓂᐅᔪᒥ 

ᐃᖅᑲᓇᐃᔭᕐᓂᑰᔪᓂᒃ ᓯᓚᑐᔫᓪᓗᑎᓪᓗ ᐊᒻᒪᓗ 

ᐊᑦᓱᕈᑦᑎᐊᖃᑦᑕᖅᑐᑦ ᐱᓕᕆᑦᑎᐊᖅᑐᓂᒃ 

ᑎᑭᐅᑎᒍᒪᒋᐊᓖᑦ ᑎᑭᐅᑎᖃᑦᑕᖅᑐᓂᒋᓪᓗ.  

 

ᑖᓐᓇ ᖃᐅᔨᒪᓪᓗᒍ ᑖᓐᓇ ᐊᑐᖅᑕᐅᔭᕆᐊᓖᑦ 

ᑎᑭᑕᒐᓱᐊᒍᓐᓇᖁᓪᓗᒋᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᑎᑭᐅᑎᖃᑦᑕᖅᑐᐃᑦ ᐊᖏᓛᖑᓪᓗᑎᑦ ᐊᒻᒪᓗ 

ᐱᔭᕆᐊᑐᓛᖑᓪᓗᑎ ᐱᓕᕆᕝᕕᐅᔪᐃᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓂ. ᐊᒻᒪᓗᑦᑕᐅᖅ, ᑕᐃᒫᒃ 

ᑲᔪᓯᑦᑎᐊᖃᑦᓯᖅᑐᐃᑦ ᐊᖏᔪᐊᓘᒐᓗᐊᖅᑎᓪᓗᒋᑦ 

ᖁᑦᑎᓛᒥᑦᑕᐅᖅ ᐱᑦᑎᐊᓂᕐᒦᑦᑐᑎ.  

 

ᑐᖏᓕᐊ ᐅᖃᐅᑎᒍᓐᓇᖅᑕᒋᑦ, ᑕᒪᓐᓇ 

ᓇᓗᓇᐃᕈᓐᓇᕈᒃᑯ, ᓄᓇᓕᖕᓂ ᒐᕙᒪᕋᓛᓕᕆᔨᒃᑯᑦ 

ᐱᔨᒃᓯᕋᖅᑏᑦᑕᐅᖅ ᑖᒃᑯᐊ ᑭᐅᓂᖃᖃᑦᑕᖅᑐᐃᑦ 

ᑲᔪᓯᓯᒪᑦᓯᐊᖃᑦᑕᖅᑐᐃᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᖁᑦᓯᓛᒥᒃ ᑭᐅᔾᔪᑎᖃᑦᓯᐊᕈᓐᓇᖃᑦᑕᖅᑐᑎᑦ 

ᑲᔪᓯᑦᑎᐊᖅᑐᐃᑦ. ᐊᒻᒪᓗᑦᑕᐅᖅ ᑐᖏᓕᕆᔭᖓ ᒥᓂᔅᑕ 

ᑕᕝᕙᓂ ᑕᐅᑐᓐᖏᒃᑲᓗᐊᖅᑎᓪᓗᒋᑦ ᐅᕙᓐᓄᑦ, 

ᑭᐅᖃᑦᑕᖅᑐᐃᑦ ᓯᕗᓪᓕᐅᖅᑎᖃᑦᑎᐊᕐᓂᑯᖏᓐᓄᑦ 

ᖁᑦᓯᓂᖅᐹᖓᓂ ᒥᓂᔅᑕᖓᓂᑦ. ᑐᑭᓯᐅᒪᑦᓯᐊᕋᒥ 

ᐱᒻᒪᕆᒋᔭᖓ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᐊᒻᒪ 

ᖃᓄᖅ ᑭᐅᖃᑦᑕᕆᐊᖃᕐᓂᖏᓐᓂᒃ. ᑖᓐᓇ 

ᓯᕗᓕᐅᖅᑎᖏᓐᓂ ᓈᒻᒪᑦᑎᐊᖅᑐᒥᒃ 

ᐱᐅᓯᖃᑦᑎᐊᖅᑐᖏᓐᓂᒃ ᐊᓱᐃᓪᓛᒃ ᐊᑉᐸᓯᓛᒧᑦ 

ᑎᑭᐅᑎᓗᒍ ᑕᐃᒫᒃ ᑐᑭᓯᐅᒪᑎᑕᐅᑦᓯᐊᕐᖓᑕ.  

 

ᑖᓐᓇ ᐱᐅᓪᓚᕆᑦᑐᓂᒃ ᐃᓛᓐᓂᒃᑯᑦ ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ ᐋᓐᓂᖅᑐᓕᕆᔨᒃᑯᑦ 

ᐱᓕᕆᕕᖓᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᓕᕆᒑᖓᑕ 

ᓈᒻᒪᑦᑎᐊᖅᑐᒥᑦᑕᐅᖅ ᐱᓕᕆᑦᑎᐊᒃᑳᓘᓪᓗᑎ. ᑭᓯᐊᓂ, 

ᐃᓛᓐᓂᒃᑯᑦ ᐃᓛᓂᐅᓐᖏᑦᑐᖅ ᐱᓕᕆᕖᑦ 

ᑎᑭᐅᑎᔪᓐᓇᖃᑦᑕᓐᖏᑦᑐᐃᑦ ᐱᖓᓱᑦ ᐅᖃᐅᓯᕆᔭᒃᑲ 
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Chairman: Thank you. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) 

Absolutely, any new program or 

redevelopment of a program requires a 

preliminary impact assessment or a full 

privacy impact assessment. If the Department 

of Justice decides to take this approach, they 

will have to prepare a privacy impact 

assessment or a preliminary assessment for 

the Department of Executive and 

Intergovernmental Affairs. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Just to confirm to 

Committee Members, I’m not going to be 

running a clock on this. There are a number 

of thematic areas that Members may want to 

dip in and out of. I will ask that you 

recognize your colleagues and not go on for 

hours at a time. I may cut somebody off at 

that point if there are a number of names on 

my list. Right now, there is not, so I would 

again remind Members to acknowledge the 

Chair if they wish to be added to the 

questioning list. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you for your response. I would like to 

pose another question to the government. As 

there’s somewhat of a backlog of legislation 

under development, would it be possible to 

have this legislation expedited and, if so, 

when could this type of legislation, a Missing 

Persons Act, be introduced in the Assembly? 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. MacLean.  

 

Mr. MacLean: Thank you, Mr. Chairman. 

As you know, the clock on this Assembly is 

not infinite and it is unlikely that legislation 

ᑎᑭᐅᑎᓐᖏᓗᐊᖃᑦᑕᖅᑐᐃᑦ ᐱᑦᓯᐊᓐᖏᓗᐊᖅᑐᑎᓪᓗ. 

ᐃᓛᓂᐅᓐᖏᑦᑐᖅ ᐅᖃᐅᑎᒍᓐᓇᑐᐃᓐᓇᖅᑕᑦᓯ 

ᐆᒃᑐᑦᓯᐊᖅᑑᒐᓗᐊᑦ ᐊᑦᓱᕈᑦᑎᐊᖅᑑᒐᓗᐊᑦ ᑭᓯᐊᓂ 

ᐅᐱᓐᓇᕋᓂ ᐃᖅᑲᓇᐃᔭᖅᑎᑭᑦᓴᕐᓂᖅ ᑖᓐᓇᑦᑕᐅᖅ 

ᐱᔾᔪᑎᐅᖃᑦᑕᕐᒥᒻᒪᑦ.  

 

ᑖᒃᑯᐊ ᐊᕐᕌᓂ ᑕᐃᔅᓱᒪᓃᓛᒃ ᐱᓕᕆᓚᐅᖅᓯᒪᒻᒪᒐᑦᑕ 

ᑕᒪᑐᒥᖓ ᐃᖅᑲᓇᐃᔭᖅᑎᑭᑦᓴᕐᓂᖅ ᑖᓐᓇᑦᑕᐅᖅ 

ᐱᔾᔪᑕᐅᓚᐅᖅᓯᒪᒻᒥᖕᒪᑦ. ᐅᑎᑐᐃᓐᓇᕐᒥᔪᖅ 

ᑎᑭᐅᑎᒐᑦᓴᐃᑦ ᑎᑭᒍᓐᓇᓲᕆᓐᖏᓇᖅᑎᒍ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᔅᓴᐃᑦ ᑕᒪᓐᓇᐅᑎᓪᓗᒍ. 

ᑕᐃᒪᐃᓕᒍᓐᓇᑐᐃᓐᓇᖅᑕᒋᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᑲᒥᓯᓇ ᑭᐅᑦᓯᐊᕋᕕᑦ. ᐊᐱᖅᑯᑎᒋᒻᒪᔭᕋ 

ᑖᔅᓱᒧᖓᑦᓴᐃᓐᓇᖅ, ᑲᒥᓯᓇ ᓇᓗᓇᐃᕋᕕᑦ ᒪᒃᐱᒐᖓᓂᒃ 

2, 2022 ᐅᓂᒃᑳᖓᓂᒃ ᑖᓐᓇ ᓯᑕᒪᐃᑦ ᑎᒥᐅᔪᐃᑦ 

ᑭᐅᓚᐅᖅᓯᒪᖕᒪᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑐᑦᓯᕋᖅᑕᐅᓚᐅᖅᓯᒪᔪᐃᑦ ᓱᒃᑲᐃᓂᖅᓴᐅᓪᓗᑎ ᒪᓕᒐᐃᑦ 

ᒪᓕᓪᓗᒍ ᐊᒻᒪᓗ ᑭᓇᒃᑯᒃᑭᐊᖅ ᓇᓪᓕᐊᑦ ᑎᒥᐅᔪᐃᑦ 

ᑭᒃᑰᒪᖔᑕ ᓇᓗᐃᓇᑦᓯᐊᕈᓐᓇᖅᐱᒌᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

ᒥᔅᑕ ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᓯᑕᒪᐃᑦ ᑎᒥᐅᔪᐃᑦ ᑖᔅᓱᒪᐅ ᐅᖃᕋᑖᖅᑕᖓᓂ, 

ᑮᓇᐅᔭᓕᕆᔨᒃᑯᑦ, ᐊᒻᒪᓗ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ, 

ᐊᒻᒪᓗ ᐊᕕᑦᑐᖅᓯᒪᔪᐃᑦ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ, ᐊᒻᒪ 

ᓄᓇᕗᑦ ᐃᓪᓗᓕᕆᔨᕐᔪᐊᒃᑯᑦ ᑕᐃᓯᒪᔭᒃᑲ ᑖᒃᑯᐊ.  

 

ᐃᓛᒃ ᓇᓗᓇᐃᕐᓗᖓᖃᐃ ᐊᑕᐅᓯᕐᒥᒃ, 

ᐃᖅᑲᐅᒪᖁᓪᓗᒍᓪᓗ ᐊᕐᕌᒍᑕᒫᑦ ᐅᖃᓕᒪᐅᑕᐅᒑᖓᑕ 

ᓲᕐᓗᒃ ᐊᑕᐅᓯᖅ ᐱᑐᖃᐅᓕᕇᕐᒥᖕᒪᑦ. ᑖᓐᓇ ᑕᑯᓐᓈᖅᑐᒍ 

ᑮᓇᐅᔭᓕᕆᔨᒃᑯᑦ ᑖᑦᓱᒥᖓ ᐅᒡᒍᐊᓇᖅᑐᒥᒃ 

ᐃᓱᒪᒋᕙᒃᑲᓗᐊᖅᑕᒃᑲ ᐅᐱᓐᓇᕋᓂ ᒥᑭᔫᒻᒪᑕ 

ᐱᓕᕆᕝᕕᖓ ᐊᒻᒪ ᐊᖏᔪᐊᓗᒻᒥ ᐱᔭᒃᓴᖃᕐᓂᖏᓐᓄᑦ, 

ᑭᓯᐊᓂ ᑭᐅᓯᒪᑦᓯᐊᖅᑐᐃᑦ ᑐᑦᓯᕌᕆᓯᒪᔭᒃᑲ ᑕᐃᒪᓐᖓᓂ 

ᐊᕐᕌᒍᑕᒫᖅ ᑎᑎᕋᖅᑕᐅᓚᐅᖅᓯᒪᑎᓪᓗᒍ.  

 

ᑭᓯᐊᓂ, ᐆᒃᑑᑎᓴᑦᑎᐊᕙᐅᓪᓗᓂ ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᑦᓴᕐᓂᖅ ᐅᖃᐅᓯᕆᖅᑲᐅᔭᕋᓂᒃ ᑖᓐᓇ 

ᒥᑭᑦᑑᑕᐅᓂᖅᓴᐃᑦ ᐱᓕᕆᕖᑦ ᐃᓛᓐᓂᐅᓐᖏᑦᑐᖅ 

ᐱᔭᕆᐊᑐᔪᒥᒃ ᑐᑦᓯᕋᖅᑐᖃᕌᖓ ᐊᖏᔪᒥᒃ ᓲᕐᓗᒃ 

ᐅᖁᒪᐃᓪᓕᒍᑕᐅᓯᖃᑦᑕᕐᖓᑦ ᐱᓕᕆᕕᖓᓂᒃ 
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of this nature would make it through before 

the end of the government. I think, 

realistically, you would be looking at next 

Assembly for introduction, if the government 

chooses to pursue this. Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. The next name I 

have on my list: Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Good morning, all.  

 

My first question is for the privacy 

commissioner. Your term of office as the 

Information and Privacy Commissioner of 

Nunavut began on January 11, 2021. During 

the three years that you have been in office, 

has the government’s capacity to fulfill its 

obligations under the Access to Information 

and Protection and Privacy Act improved, 

declined, or remained unchanged? Thank 

you, Mr. Chairman.  

 

Chairman: Thank you, Mr. Simailak. Mr. 

Steele.  

 

Mr. Steele: Thank you, Mr. Chairman. I 

would say it has stayed the same. It has not 

gotten worse, but it has not gotten 

significantly better. During my last 

appearance here in late 2022, we talked a lot 

about capacity. We joked about it a little bit, 

but it’s not really that funny. It’s just you 

have to laugh a little bit sometimes about 

some of these things.  

 

Capacity means that the departments would 

like to do a good job, but they don’t have the 

right people in the right place to actually do a 

good job. When I refer to capacity, that’s 

what I mean. There is a distinct lack of 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᑖᓐᓇ ᐊᑕᐅᓯᖅ ᑕᖅᑭᖅ ᒪᕐᕉᓪᓘᓐᓃᑦ 

ᒪᓕᒐᖅᑎᒍᑦ ᑕᖅᑭᖅ ᐊᑕᐅᓯᖅ ᐊᑕᐃᓐᓇᖅᑑᒐᓗᐊᖅ 

ᑭᓯᐊᓂ ᒪᕐᕉᒃ ᑕᖅᑮᓐᓄᒃ ᐅᖓᕝᕙᕆᐊᕈᓐᓇᖅᑐᓂ. 

ᑭᓯᐊᓂ, ᐊᕐᕌᒍᑕᒫᖅ ᑭᐅᓚᐅᖅᓯᒪᖕᒪᑕ ᑕᐃᒫᒃ ᑕᒡᒐ 

ᑭᐅᔾᔪᑎᒋᓚᐅᖅᐸᕋ ᑐᑭᒋᕙᐅᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᓇᑯᕐᒦᒃ, 

ᑲᒥᓯᓇ. ᐊᒻᒪᓗ ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᒻᒥᔭᕋ 2021-2022 

ᑖᒃᑯᐊ ᑲᑎᒪᔨᖏᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖃᑦᓯᐊᖏᓐᓂᖏᓐᓂᒃ 

ᐊᒻᒪᓗ ᓄᖅᑲᖃᑦᑕᓗᐊᕐᓂᖏᓐᓂᒃ 

ᐱᓕᒻᒪᓴᖅᑕᐅᑦᑎᐊᕈᓐᓇᖏᓐᓂᖏᓐᓂᒃ ᐊᖓᔪᖅᑳᖏᓐᓄᑦ 

ᐃᑲᔪᖅᑕᐅᓐᖏᓗᐊᕐᓂᖏᓐᓂᒃ ᒐᕙᒪᒃᑯᑦ ᑖᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᑭᒧᐊᑎᑦᓯᔭᖃᑦᑎᐊᖏᓐᓂᖏᓐᓂ. 

ᖃᓄᕐᓕ ᖃᐅᓯᒪᕕᑦ ᐋᖅᑭᒋᐊᖅᓯᒪᔪᖃᕐᒪᖔᖅ 

ᐊᕐᕌᒍᒋᔭᑦᑎᓐᓂ ᐊᓂᒍᖅᑐᒥ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᐃᑦᓯᕙᐅᑖᖅ, ᐊᔾᔨᒌᓐᖏᑦᑑᑕᐅᔪᐃᑦ ᐱᓕᕆᕕᖏᑦ 

ᐊᒥᓲᖕᒪᑕ, ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᐱᐅᖏᓐᓇᖅᑐᐃᑦ, ᑲᔪᓰᓐᓇᑦᓯᐊᖅᑐᑎᓪᓗ. ᑖᒃᑯᐊ 

ᓄᓇᓕᖕᓂ ᒐᕙᒪᒃᑯᓂᓪᓗ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᑦ ᑖᒃᑯᐊ 

ᐱᐅᖏᓐᓇᖅᑐᐃᓪᓗᑎ ᐋᖅᑭᒋᐊᖏᓐᓇᖅᓯᒪᓪᓗᑎᓪᓗ.  

 

ᑎᑦᑎᒍᓱᖅᑲᐅᒐᒪ ᑐᖏᓕᖏᑦ ᑖᒃᑯᐊ ᑕᕝᕙᓃᑦᑐᐃᑦ 

ᒪᓕᑦᓯᐊᖏᓐᓇᖅᑐᐃᑦ ᐋᓐᓂᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᖁᕝᕙᓯᓐᓂᖅᓴᐅᓚᖓᔪᐃᑦ ᑖᒃᑯᐊ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᓯᕗᓪᓕᐅᖏᓐᓇᕐᖓᑕ 

ᑐᖏᓕᓐᖑᕐᓂᐊᖅᑐᐃᓪᓗᑭᐊᖅ. ᑖᒃᑯᐊ 

ᐱᑦᓯᐊᖅᑐᐊᓘᒻᒪᑕ.  

 

ᑭᓯᐊᓂ ᓇᓗᓇᐃᕈᓐᓇᖅᑐᒍᑦ ᐊᓯᖏᓐᓄᑦ ᐱᓕᕆᕕᓐᓄᑦ 

ᐆᒃᑐᕋᑦᑎᐊᖅᑑᒐᓗᐊᑦ ᑭᓯᐊᓂ ᐱᔭᕇᑦᑎᐊᖃᑦᑕᓐᖏᒻᒪᑕ 

ᐱᔾᔪᑎᖃᕐᖓᑕ ᐅᓄᖅᑐᓂᒃ. ᑭᖑᓪᓕᕐᒥ 

ᐅᖃᐅᓯᕆᓚᐅᖅᓯᒪᒻᒥᔭᕗᑦ. ᑭᓇᑐᐃᓐᓇᖅ ᐱᓕᕆᔪᖅ 

ᐊᑭᓕᖅᓱᑕᐅᑦᑎᐊᖏᒃᑳᖓᑦ, 

ᐅᖃᓕᒪᐅᑎᒋᓚᐅᖅᓯᒪᖕᒥᔭᕗᑦ, ᐊᑭᓕᖅᓱᖅᑕᐅᖏᒃᑳᖓᑦ 

ᓄᑖᖑᓪᓘᓂᓘᓐᓃᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ, ᑖᒃᑯᐊ ᐱᔭᕆᐊᑐᔪᒥᒃ 

ᒪᓕᒐᕐᒥᒃ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ ᐃᓗᓕᑯᓘᔭᖃᖅᑐᓂᓪᓗ 

ᒐᕙᒪᒃᑯᓪᓗ ᖃᓄᖅ ᐊᐅᓚᓂᕆᔭᖓᓂᑦ ᑐᑭᓯᐅᒪᓐᖏᒃᑯᓂ 

ᐊᒻᒪ ᐱᓕᕆᕕᖓᓐᓂᒃ ᖃᐅᔨᒪᓗᐊᓐᖏᓪᓗᓂ. 

ᑲᑎᖅᓱᐃᖁᔭᐅᓕᖅᑐᓂ ᑎᑎᖅᑲᖁᑎᓂᒃ 

ᖃᐅᔨᒪᓐᖏᑦᓯᐊᕈᓂᐅᓪᓗ ᖃᓄᕐᓕ ᐱᓕᕆᕖᑦ 

ᐊᐅᓚᓂᕆᓲᖏᔭᖓᓐᓂᒃ ᑭᓇᒥᓪᓕ ᐊᐱᕆᒐᔭᕐᒪᖔᖅ 

ᐊᐱᕆᒍᓐᓇᕐᓗᒍᓪᓗ ᓱᓇᒥᒃ. ᑖᒃᑯᐊ ᑕᒡᒐ.  
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capacity when dealing with the access and 

privacy law.  

 

Now, I want to add something very important 

and that is that it varies widely from 

department to department. I have said each 

year in my annual report, and it’s still true, 

the best performing department in the 

Government of Nunavut is the Department of 

Health. They do a really good job at access 

and privacy, and there are all kinds of good 

reasons for that; one is they have a very 

experienced staff person, a very 

knowledgeable staff person. He’s very 

diligent. He works hard to do a good job and 

meet all the deadlines.  

 

The reason why I know that the standards 

that I’m trying to set are achievable is 

because the Department of Health is 

achieving them. It is one of the biggest. It is 

one of the most complex departments in the 

entire Government of Nunavut, and they are 

doing what needs to be done. They are 

performing at a very high level. The second, 

I would say, if I can say this, is the 

Department of Community and Government 

Services who are also responding to 

obligations under access and privacy at a 

very high level.  

 

Both departments, and I would say this even 

if the Deputy Ministers were not sitting right 

here looking at me, one of the reasons they 

do so well is because of leadership from the 

top. These two Deputy Ministers understand 

access and privacy, they take it seriously, 

they make thoughtful decisions about how to 

respond to things, and that leadership from 

the top then goes down in the organization so 

that everybody knows that they are expected 

to meet a certain standard.  

 

 

ᑭᓯᐊᓂ, ᐊᓯᖏᑦ ᐱᓕᕆᕕᐅᔪᐃᑦ 

ᐊᑭᓕᖅᑐᐃᑦᑎᐊᖃᑦᑕᕈᑎ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑐᑭᒧᐊᑦᑎᒋᔭᖏᓐᓂ. 13-ᒥ ᖁᕝᕙᓯᓐᓂᖓᓂ 

ᑮᓇᐅᔾᔭᔅᓵᖏᓐᓂᒃ ᑖᓐᓇ ᑖᒃᑯᐊ ᓱᕐᕋᐅᑎᔾᔮᓐᖏᒻᒪᑦ 

ᓱᓇᑐᐃᓐᓇᑦ. ᐊᕐᕌᒍᑕᒫᑦ ᖁᓕᓄᑦ ᑎᑭᐅᑎᓪᓗᒍ 

ᐊᕐᕌᒍᓄᑦ ᖃᓄᖅ ᐋᖅᑭᒋᐊᕈᓐᓇᕋᔭᑦᑎᓐᓂᑦ 

ᐊᓯᔾᔨᖅᑐᖃᔾᔮᓐᖏᑦᑐᖅ ᑭᓯᐊᓂ ᑕᐃᓐᓇ 

ᑮᓇᐅᔭᓕᐊᕆᔭᖓᓐᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐊᑭᓕᖅᓱᑕᐅᑦᑎᐊᓐᖏᒃᑯᓂ. ᑖᒃᑯᐊ ᐃᓯᓕᓵᖅᑐᑎᑐᑦ 

ᒐᕙᒪᓄᑦ ᐱᒋᐊᓕᓵᖅᑐᓂᑯᖏᓐᓄᑦ ᐊᒻᒪᓗ 

ᐃᖅᑲᓇᐃᔭᑯᑖᓐᓂᑰᓐᖏᒻᒪᑕ ᑖᓐᓇ ᐃᓪᓗᓕᕆᓂᕐᒧᑦ 

ᐊᑦᑐᐃᓂᖃᖅᑐᓂᓪᓗ ᐃᓪᓗᖃᕐᖓᑎ ᐃᖅᑲᓇᐃᔮᖓᒍᑦ 

ᕿᓂᖃᑦᑕᖅᓱᑎᑦ ᐃᒡᓗᖃᕈᒪᓲᖑᒻᒪᑕ 

ᑮᓇᐅᔭᐃᔭᑦᓯᐊᕈᓐᓇᖅᑐᑎᓪᓗ. ᐱᑕᖃᓕᕋᓗᐊᕌᖓᑕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒥᒃ ᐊᓯᐊᓄᑦ ᓄᑦᑎᑦᓴᐅᑎᒋᓕᓲᖑᒻᒪᑕ.  

 

ᐊᑲᐅᓐᖏᓕᐅᕈᑏᑦ ᑭᐅᒍᒪᔭᕋ, ᐊᑉᐸᓯᓛᒥᒃ 

ᐊᓯᔾᔨᕈᓐᓇᓐᖏᑦᑐᐃᑦ ᓲᕐᓗᒃ 

ᑐᑭᓯᔪᓐᓇᖅᓯᒪᖃᑦᑕᓐᖏᑦᑐᐃᑦ ᑕᒪᑐᒥᖓ. 

ᐊᑭᓕᖅᓱᐃᑐᐊᕈᑎᑦ ᖁᕝᕙᓯᖕᓂᖓᓂᒃ 13-ᒥᒃ 

ᐊᓯᔾᔨᖅᑐᖃᔾᔮᓐᖏᑦᑐᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ, ᑲᒥᓯᓇ. ᐄ, ᑕᑯᓐᓇᑦᑎᐊᓕᖅᐳᖓ 

ᖃᓄᐃᓕᖓᖃᑦᑕᕐᒪᖔᖏᑦ ᐊᒻᒪᓘᓐᓃᑦ ᓇᐅᒃᑯᑦ 

ᐱᐅᓯᕚᓪᓕᕈᓐᓇᕐᓂᐊᕐᒪᖔᑦ. ᐃᒻᒪᖄ ᑮᓇᐅᔾᔭᒃᓵᖏᑦ 

ᐃᑲᔫᓯᐊᖏᓪᓗ ᕿᒥᕐᕈᓇᒃᑕᐅᒃᑲᓐᓂᕐᓗᒋᑦ.  

 

ᑲᒥᓯᓇᒧᑦ ᓱᓕ ᑖᓐᓇ, ᓇᓗᓇᐃᖅᓯᖅᑲᐅᒐᕕᑦ ᒪᒃᐱᒐᖅ 

2, 2022-2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᖏᑦ, 

ᒐᕙᒪᒃᑯᑦ ᑎᒥᓐᖑᖅᑎᓯᒪᔭᖏᑦ ᓴᓇᕐᕈᑎᑖᒃᑲᓐᓂᓐᖏᑉᐸᑕ 

ᐃᒻᒪᖄ ᑖᓐᓇ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ 

ᐃᒻᒥᒨᖓᔪᓪᓗ ᐱᖁᔭᕐᔪᐊᖓᑦ ᐋᖅᑭᒋᐊᖅᑕᐅᔭᕆᐊᓕᒃ. 

ᐃᓱᓕᑦᑕᕐᕕᖏᑦ ᓇᓖᕌᕐᕕᒃᓴᖃᒃᑲᓐᓂᕐᓗᒋᑦ. 

ᑕᐃᒪᓐᓇᐃᓛᖅᐱᓯᑭᐊᖅ?  

 

ᑖᓐᓇ ᒫᓐᓇ ᐱᖁᔭᕐᔪᐊᖅ ᐃᓱᓕᑦᑕᕐᕕᖏᑦ 

ᖃᓄᐃᓐᓂᖅᓴᐅᕚᑦ ᐊᓯᖏᑦ ᒐᕙᒪᖃᕐᕖᑦ ᑕᑯᓐᓇᕐᓗᒋᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᖃᐃᖁᔭᐅᓯᒪᔪᑦ ᑕᐃᓐᓇ ᐅᖃᖅᑲᐅᔭᐃᑦ ᒪᓕᒡᓗᒍ ᑖᓐᓇ 

ᐱᐅᓐᖏᑦᑑᓇᔭᖅᑐᖅ ᑭᓯᐊᓂ ᓱᓕᓂᖅᓴᐅᓇᔭᖅᑐᖅ. 
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The last one I’ll mention if I may, Member, 

that is doing than an excellent job, although I 

do not see them very often, is the Workers’ 

Safety and Safety Commission. On the rare 

occasion when they do have an access or 

privacy file, they always do an excellent job.  

 

Unfortunately, not all departments are able to 

meet the standard of those three entities that I 

have talked about and some do not do a very 

good job, and the best I can say is that 

they’re trying. They’re trying, but there are 

these capacity issues. I don’t want to 

lengthen my answer any more, Mr. 

Chairman, but I will just say the same issues 

that we talked about last time, and that is it’s 

hard for them to get the staff, it’s hard for 

them to keep staff, and so it’s very difficult 

for them to meet their obligations when they 

don’t have the right people in the right place 

to do the work that the law requires. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, privacy commissioner, for your 

response. Staying with the privacy 

commissioner, my next question for him, 

commissioner, you indicated on page 2 of 

your 2022-23 annual report that “…at least 

four public bodies responded to ATIPP 

requests more slowly than the law requires.” 

Can you specify which public bodies did not 

fulfill their legal obligations? Thank you, Mr. 

Chairman.  

 

Chairman: Thank you, Mr. Simailak. Mr. 

Steele.  

 

Mr. Steele: Mr. Chairman, the four public 

bodies that I was referring to in the sentence 

quoted by the Member were the Department 

 

ᐃᒃᓯᕙᐅᑖᖅ, ᐃᒪᐃᓕᖓᖅᑲᐅᔪᖓ ᒫᓐᓇ ᐱᖁᔭᖃᕋᑦᑕ 

ᑭᐅᔭᕆᐊᖃᖅᑐᑎᒃ ᑕᖅᑭᓪᓗᐊᖅ ᓈᓚᐅᓐᖏᓐᓂᖓᓂᒃ 

25 ᐃᖅᑲᓇᐃᔭᕐᓇᐃᑦ ᐅᓪᓗᖏᖕᓂ. 

ᑕᖅᑭᓕᒫᓚᑐᐃᓐᓇᕐᓗᒍ. ᐊᒻᒪᓗ 

ᐅᖓᕙᕆᐊᕐᕕᖓᖃᕆᕗᖅ, ᑭᓯᐊᓂ ᐱᔾᔪᑎᒃᓴᖏᑦ 

ᓇᓗᓇᐃᔭᖅᑕᐅᓯᒪᓗᑎᒃ. ᑕᐃᒪᓐᓇᑐᐃᓐᓇᐸᓗᒃᑎᐊᖅ 

ᑲᓇᑕᒥ ᒐᕙᒪᖃᕐᕕᓕᒫᑦ ᑕᑯᓐᓇᕐᓗᒋᑦ ᐃᓚᖏᖕᓂᒃ 

ᒐᕙᒪᖃᕐᕕᖕᓂ ᐅᖓᕙᕆᐊᕐᕕᒃᓴᖃᖅᑎᑕᐅᖃᑦᑕᓐᖏᑦᑐᑦ 

ᑭᓯᐊᓂ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇ ᑕᐃᒪᐃᓕᒃᐸᑦ. 

ᑖᒃᑯᐊ ᐱᓕᕆᕖᑦ ᐃᒻᒥᓂᒃ ᐅᖓᕙᕆᐊᖅᑎᑦᑎᔪᓐᓇᖅᑐᑦ 

ᐅᓪᓗᖓᖕᓂ.  

 

ᑕᐃᓐᓇ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ ᑐᒃᓯᕌᖃᓚᐅᖅᑐᖅ ᐅᖃᐱᓗᒃᐸᑦ 

ᐱᓇᓱᐊᕈᓯᓕᒫᖅ ᑕᖅᑭᓕᒫᕐᓘᓐᓃᑦ ᑕᒪᒃᑯᐊ 

ᐱᕙᓪᓕᐊᔾᔪᓰᑦ ᒪᓕᒐᓱᒐᔭᕋᑦᑎᒃᑯᑦ. ᑕᖅᑭᓕᒫᖅ ᑖᓐᓇ 

ᐋᖅᑭᒃᓯᒪᖦᖤᖅᐳᖅ, ᒪᕐᕉᒃ ᑕᖅᑮᒃ 

ᐱᕕᖃᒃᑲᓐᓂᕆᐊᖃᕈᕕᑦ. ᑕᐃᒪᓐᓇ ᐊᔾᔨᒌᐸᓗᒃᑎᐊᖅ 

ᓇᒥᓕᒫᖅ ᑲᓇᑕᒥ. 

 

ᐃᒃᓯᕙᐅᑖᖅ, ᐊᑕᐅᓯᕐᒥᒃ ᐃᓚᒋᐊᒃᑲᓐᓂᕐᓗᒍ, 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᑕᐃᒃᑯᐊ 

ᐊᓐᖑᑎᓯᒪᐃᓐᓇᐅᔭᖅᑐᑦ ᐃᓱᓕᑦᑕᕐᕕᖓᖕᓂ. 

ᖃᐅᔨᒪᕗᖓ ᑖᒃᑯᐊ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᐊᖏᔪᐊᓘᒐᓗᐊᕋᒥᒃ ᐃᓱᓕᑦᑕᕐᕕᖓ ᑐᖓᐅᓐᓂᒃ 

ᐊᓐᖑᑎᓯᒪᐃᓐᓇᐅᔭᖅᑐᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ. ᐅᓇ ᑭᖑᓪᓕᖅᐹᕆᓗᒍ ᑲᒥᓯᓇᒧᑦ. ᑖᒃᑯᐊ 

ᑲᑎᒪᔨᕋᓛᑦ ᑕᓚᕖᓴᒃᑯᑦ ᓈᓚᖕᓂᖃᓚᐅᖅᓯᒪᔪᑦ ᓯᑏᕝᕙ 

2022-ᒥ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ 2020-2021 ᐊᒻᒪᓗ 2021-

2022 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᖏᑦ. ᑲᑎᒪᔨᕋᓛᑦ 

ᑭᖑᕐᖓᓂ ᐅᓂᒃᑳᓕᐅᓚᐅᖅᓯᒪᔪᑦ ᒪᓕᒐᓕᐅᕐᕕᖕᒧᑦ 

ᓄᕖᕝᕙ 2020-ᒥ. ᒐᕙᒪᒃᑯᑦ ᑭᒡᒍᑎᖏᑦ ᑲᑎᒪᔨᕋᓛᑦ 

ᐅᓂᒃᑳᖏᖕᓄᑦ ᐊᑐᓕᖁᔭᖏᖕᓄᓪᓗ ᒪᓕᒐᓕᐅᕐᕕᖕᒧᑦ 

ᓴᖅᑭᑕᐅᓚᐅᖅᓯᒪᔪᑦ ᒪᐃ 2023-ᒥ. ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᑭᒡᒍᑎᖏᑦ ᖃᓄᖅ ᐃᓱᒪᕕᒋᑦ 

ᐊᑐᓕᖁᔭᓕᐊᕆᓯᒪᔭᖏᓪᓗ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᒃᓯᕙᐅᑖᖅ, ᑖᓐᓇ ᑭᒡᒍᑎᑦᑎᐊᕚᓘᓇᓱᒋᓚᐅᖅᑕᕋ 

ᐊᒻᒪᓗ ᖁᕕᐊᓲᑎᒋᓚᐅᕐᒥᔭᕋ ᑭᖑᓪᓕᕐᒥᒃ ᑕᐃᓐᓇ ᒥᔅᑕ 

ᓇᐅᓪ ᑕᕝᕙᓃᑦᑎᓪᓗᒍ. ᒥᔅᑕ ᐹᑦᓛᑉᓗ 



 

 24 

of Finance, the Department of Human 

Resources, the Department of Education, and 

the Nunavut Housing Corporation.  

 

Now, I do want to mention one thing, Mr. 

Chairman, and that is I would like the 

Members to keep in mind during our 

discussions today that this annual report 

we’re discussing is already a little more than 

one year old. In the year since then, this 

particular file that Finance was dealing with, 

and I have all the sympathy for them, it was a 

big file and it was a very large request for 

records and it’s quite a small department. It 

really just overwhelmed them. They have 

successfully responded to that request in the 

time since this annual report was written, but 

it’s a really good example, Member, of the 

capacity issues that we’re talking about.  

 

This is particularly difficult for the smaller 

departments because, if they get one difficult 

or big request, it simply overwhelms their 

ability to respond to it. The result is that 

instead of taking one month or two months, 

which is what the law requires, one month is 

the standard, two months if they need a little 

bit of extra time, it took Finance a year to 

finish its response to this request. That’s 

what I was referring to in that sentence. 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, commissioner. Again, for the 

commissioner, my next question, your 2021-

22 annual report raised concerns regarding 

“…too many vacancies, too much turnover, 

not enough training, and little or no 

management support” with respect to the 

government’s access to information and 

protection of privacy coordinators. Have you 

ᐃᖅᑲᓇᐃᔮᕆᓚᐅᖅᑕᖏᑦ ᓱᓕᑦᑎᐊᖅᑐᒥᒃ 

ᐅᖃᖅᓯᒪᓚᐅᖅᑐᑦ.  

 

ᑭᓯᐊᓂ, ᑐᓴᒐᒃᓴᓂᑦ ᐅᓄᓐᖏᑦᑐᑯᓗᖕᓂᒃ ᐱᓯᒪᔪᖓ 

ᖃᓄᐃᓕᐅᕋᓗᐊᕐᒪᖔᑦ ᑖᒃᑯᐊ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐃᓗᐊᓂ ᐱᔾᔪᑎᒋᓗᒋᑦ ᑕᒪᒃᑯᐊ ᑐᓴᐅᒪᔾᔪᑏᑦ 

ᐊᑐᐃᓐᓇᕈᖅᑎᑕᐅᓂᖏᑦ ᑲᓐᖑᓇᖅᑑᑎᑕᐅᓂᖏᓪᓗ. 

ᒪᑐᐃᖅᓯᔾᔪᑎᖓᓂᒃ ᐅᓂᒃᑳᓂᒃ ᓴᖅᑭᑦᑎᓯᒪᔪᓐᓃᖅᑐᑦ 

ᐊᕐᕌᒍᓄᑦ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᓄᑦ. ᐱᖁᔭᕐᔪᐊᓂᒃ 

ᑎᑎᕋᖅᓯᒪᔪᖅᑕᖃᓐᖏᑦᑐᖅ ᑕᐃᒪᐃᒋᐊᖃᕐᓂᖏᖕᓂᒃ 

ᓯᖁᒥᑦᑎᓐᖏᑦᑐᑦ ᒪᓕᒐᖏᖕᓂᒃ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ 

ᐅᓂᒃᑳᑦ ᐱᓪᓗᒋᑦ.  

 

ᑕᐃᒪ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᒃ ᐅᓂᒃᑳᓂᒃ 

ᐱᑕᖃᓐᖏᑦᑎᓪᓗᒍ ᓇᓗᓲᖑᔪᖓ ᖃᓄᐃᓕᐅᕐᒪᖔᖏᑦ. 

ᐊᒻᒪᓗ ᖁᕕᐊᓲᑎᒋᓚᐅᕐᒥᔭᕋ ᑖᓐᓇ ᒐᕙᒪᒃᑯᑦ 

ᑭᒡᒍᑎᒋᓚᐅᖅᑕᖏᑦ ᑭᖑᓪᓕᖅᐹᒥᒃ ᑕᓚᕖᓴᒃᑯᑦ 

ᑲᑎᒪᑎᓪᓗᑕ ᑐᑭᓯᒃᑲᓐᓂᓚᐅᖅᑐᖓ ᓱᓕᔪᓂᒡᓗ 

ᓈᓴᐅᑎᓂᒃ ᑕᑯᓪᓗᖓ. ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ 

ᐱᓯᒪᓚᐅᖅᓯᒪᓐᖏᑕᒃᓴᕆᖕᒥᔭᓯ ᑭᓯᐊᓂ ᐊᒃᓱᕈᕐᓇᕐᒪᑦ 

ᐅᓂᒃᑳᓂᒃ ᑲᑎᖅᓱᐃᓇᓱᖦᖢᓂ ᑭᒡᒍᓯᐅᖅᖢᓂᓗ. ᐊᒻᒪᓗ 

ᐅᕙᖓᓖ ᖁᕕᐊᒋᑐᐃᓐᓇᓚᐅᖅᑕᕋ ᑕᐃᒪᐃᑦᑐᓂᒃ 

ᑕᑯᓚᐅᕋᒪ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᑲᒥᓯᓇ. ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓄᑦ ᓵᖔᓕᕐᓗᖓ. 

ᐅᓇ ᓯᕗᓪᓕᖅᐹᖅ ᐊᐱᖅᑯᑎᒋᔪᒪᔭᕋ, 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓯᓇ 

ᒪᑉᐱᒐᖅ 2, 2022-2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ 

ᐅᓂᒃᑳᖏᖕᓂ ᐃᖅᑲᓇᐃᔭᖅᑎᑭᒃᓴᓗᐊᖅᑐᒡᒎᖅ ᑖᒃᑯᐊ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᓱᕐᕋᐅᑎᒋᔭᐅᕙᓪᓕᐊᔪᓐᓃᖅᖢᓂ ᐃᒻᒥᒧᑦ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᔪᑦ ᐱᔾᔪᑎᒋᓗᒋᑦ. ᐅᓪᓗᒥᒧᑦ ᑎᑭᖦᖢᒍ 

ᖃᑦᓯᑦ ᒐᕙᒪᒃᑯᑦ ᑐᑭᒧᐊᑦᑎᖏᑦ ᐃᖅᑲᓇᐃᔮᖏᑦ 

ᐃᓐᓄᒃᑕᐅᓯᒪᕙᑦ ᐊᒻᒪᓗ ᖃᑦᑎᑦ ᐃᓐᓄᒃᑕᐅᓯᒪᓐᖏᓚᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᒫᓐᓇ ᒪᕐᕉᖕᓂᒃ ᐃᓐᓄᒃᑕᐅᓯᒪᓐᖏᑦᑐᓂᒃ ᐱᑕᓕᒃ, 

ᑕᐃᒃᑯᐊ ᑲᓐᖑᓇᖅᑑᑎᑕᐅᓂᖏᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ. ᑎᓴᒪᑦ 

ᐱᓕᕆᕕᑦᑎᓐᓂ ᐃᓐᓄᒃᑕᐅᓯᒪᓐᖏᑦᑐᑦ ᑭᓯᐊᓂ ᐱᐅᔪᖅ 

ᑕᐃᒃᑯᐊ ᐱᖓᓱᑦ ᑕᖅᑲᐅᓐᖓᖅᑕᐅᓯᒪᓕᖅᑐᑦ 

ᐃᖅᑲᓇᐃᔮᒃᓴᐃᑦ ᐅᓪᓗᒥ ᒪᑐᕝᕕᒃᓴᖃᖅᖢᓂ. 
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observed any improvements in these areas 

over the past year? Thank you, Mr. 

Chairman.  

 

Chairman: Mr. Steele. 

 

Mr. Steele: Mr. Chairman, the different 

departments are all along the spectrum. 

Health has always been good and continues 

to be good. The Department of Community 

and Government Services has always been 

pretty good and they have gotten better. I was 

joking earlier with the Deputy Minister that 

if they keep on this track, they are going to 

overtake Health, and so Health better watch 

out. They held the number one spot for a 

long time, and Community and Government 

Services is really doing an excellent job.  

 

All I can say, Members, for the other 

departments, they’re trying but not always 

successfully for many of the reasons that we 

talked about last time, and that is because if 

the person doing the work isn’t paid enough 

money, we talked about this extensively last 

time, and if it is somebody who is new to 

government, they’re dealing with a 

complicated law with many nuances, but 

they may not understand how the 

government works. They may not understand 

how their own department works. If they’re 

asked to go out and gather all the records on 

a topic, well, what if they don’t even really 

understand how their department works and 

where those records might be? They don’t 

even know who to ask. They don’t know 

what questions to ask.  

 

As long as some departments pay their 

access coordinators at level 13, which is the 

standard level for an access coordinator, 

nothing is going to change. We can talk here 

for the rest of the year, for the rest of the 

ᑭᓇᑐᐃᓐᓇᖅ ᑕᕝᕗᖓ ᐃᓕᔪᒪᒍᑎᑦ, ᐊᑏ, ᐆᑦᑐᕆᔅᓯ. 

ᑭᓯᐊᓂ, ᐅᓄᖅᑐᓂᒃ ᐆᒃᑐᖃᑦᑕᖁᔨᔪᖓ 

ᖁᕕᐊᓇᖅᑐᕈᓘᖃᑦᑕᕐᒪᑦ ᐱᓕᕆᕕᒋᓪᓗᒍ. 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ ᒫᓐᓇ ᑐᑭᒧᐊᑦᑎᖃᓕᖅᑐᑦ 

ᑕᐃᒪᐃᑦᑐᖃᓚᐅᖅᓯᒪᓐᖏᒃᑲᓗᐊᕐᒪᑦ ᐊ ᒻᒪᓗ 

ᑐᑭᒧᐊᑦᑎᖃᕐᒥᔪᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔩᑦ. 

 

ᑕᐃᒃᑯᐊ ᐊᑲᐅᓐᖏᓕᐅᕈᑎᒋᓂᖅᐹᕆᖃᑦᑕᖅᑕᕗᑦ 

ᐃᓐᓄᒃᑕᐅᓯᒪᓕᖅᑐᑦ. ᑭᓯᐊᓂᑦᑕᐅᖅ, ᐱᐅᓯᒃᑲᓐᓂᕈᒪᔪᑦ 

ᐃᑲᔪᖅᓱᐃᔨᖃᕐᓂᖅᓴᐅᖁᓪᓗᑕ ᑕᕝᕙᓂ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ 

ᐃᓗᓂᐊ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑖᒃᑯᐊᖃᐃ ᓈᓴᐅᑏᑦ ᐅᖃᐅᓯᕆᒃᑲᓐᓂᕈᕕᒋᑦ 

ᐃᓐᓄᒃᑕᐅᓯᒪᔪᑦ, ᐃᓐᓄᒃᑕᐅᓯᒪᓐᖏᑦᑐᓪᓗ 

ᑎᑎᕋᑦᑎᐊᕈᒪᒐᒃᑭᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᒪᕐᕉᒃ ᐃᖅᑲᓇᐃᔮᒃ ᑎᓴᒪᓪᓗ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓃᓐᖔᖅᑐᑦ 

ᑕᓪᓕᒪᐅᑎᓪᓗᑎᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᑖᓐᓇ ᑐᑭᓯᑎᒃᑲᓐᓂᖅᓯᒻᒪᑦ. ᐃᓐᓄᒃᑕᐅᓯᒪᔪᑦ 

ᑕᐃᒃᑯᐊ ᐃᖅᑲᓇᐃᔮᑦ ᐃᖅᑲᓇᐃᔭᐃᓐᓇᖅᐸᑕᓘᓐᓃᑦ 

ᐃᓐᓄᒃᑕᐅᑲᐃᓐᓇᖅᓯᒪᒃᐸᑕᓘᓐᓂᑦ ᓄᓇᕗᑦ ᐃᓗᐊᓃᑉᐹᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᓯᓚᑖᓂ? ᑕᐃᒪᐃᓕᖓᒃᐸᑦ ᖃᓄᖅ 

ᐊᑯᓂᐅᑎᒋᔪᖅ ᓄᓇᕗᒻᒦᓐᖏᒃᑲᓗᐊᕐᓗᑎᑦ 

ᐃᖅᑲᓇᐃᔭᕋᔭᖅᐸᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᓄᓇᕗᒻᒦᑦᑐᐃᓐᓇᐃᑦ ᑕᒫᓂ ᐃᖃᓗᖕᓃᑦᑐᑦ. 

(ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᑖᒃᑯᐊ ᐱᒋᐊᕈᑎᒋᓗᒋᑦ, 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᑮᓇᐅᔭᑦ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓂ ᐱᔾᔪᑎᓖᑦ 

ᑐᓴᐅᒪᔾᔪᑎᑦ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᓂᖏᓪᓗ ᑎᑎᕋᕐᕕᖓᑦ 

115%-ᓂᒃ ᑮᓇᐅᔭᖅᑖᖅᑎᑕᐅᒃᑲᓐᓂᖅᑐᑦ 293-
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decade, about how to improve the law, but 

nothing fundamentally is going to change if 

the person doing the work is not being paid 

enough money because they’re entry-level 

people who need a lot of training. They need 

to gain a lot of experience, but if the job 

doesn’t come with housing and these jobs 

don’t come with housing, then they’re 

looking around for a job that does have 

housing or that does pay more. Even if you 

get somebody in and trained, it doesn’t take 

very long before they’re gone and then you 

start again.  

 

When I see problems, to get back to your 

question, Member, the reason why I don’t see 

any fundamental change in some departments 

is they haven’t really come to grips with that 

dilemma. As long as they are paying at level 

13, nothing is going to change. Thank you, 

Mr. Chairman.  

 

Chairman: Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, commissioner. That paints a 

pretty good picture of the importance of these 

provisions, I think, where they can do some 

improvements to fill those positions. Maybe 

the salary and some benefits may need to be 

looked at a bit more.  

 

My next question is again for the 

commissioner. Commissioner, you indicate 

on page 2 of your 2022-23 annual report that 

if public bodies cannot get more resources, 

then maybe the Access to Information and 

Protection of Privacy Act “should be changed 

to relax the deadlines.” Earlier you 

mentioned that one month is standard, two 

months is with an extension, but I’m 

wondering: how do the legislation’s current 

ᖑᕙᓚᐅᖅᓯᒪᒐᓗᐊᕐᒪᑦ 2022-2023-ᒥ, 

$630,000−ᐅᓕᖅᖢᑎᑦ 2024-2025-ᒥ. ᖃᓄᖅ ᑖᓐᓇ 

ᑖᒃᑯᐊ ᑮᓇᐅᔭᖁᑎᖏᑦ ᐅᓄᖅᓯᒃᑲᓪᓚᒃᑎᑕᐅᓐᓂᖅᐸᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐊᑐᕐᓂᐊᖅᑐᑦ ᑕᐃᒃᑯᓄᖓ ᐃᖅᑲᓇᐃᔮᕐᓄᑦ ᓄᑖᓄᑦ. 

ᐅᕙᖓ ᐊᐅᓚᑦᓯᒋᔭᐅᓪᓗᖓ ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ ᐱᖓᓱᑦ 

ᐃᖅᑲᓇᐃᔮᑦ ᑕᖅᑲᐅᓐᖓᖅᑕᐅᓯᒪᔪᑦ. ᖃᐅᔨᓴᐃᔨ 

ᑕᒪᒃᑯᓂᖓ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᐊ ᒻᒪᓗ ᑕᐃᒪᐃᑦᑐᓕᕆᔨᓪᓚᕆᒃ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᖕᒧᑦ 

ᐅᑎᓚᐅᓐᖏᓐᓂᓐᓂ, ᑕᓪᓕᒪᐃᑦ? ᑕᓪᓕᒪᐃᑦ ᑕᐃᒃᑯᐊ 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᔩᑦ ᑲᒪᒋᔭᑎᑦ ᐃᕝᕕᑦ? ᑖᓐᓇ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᒃᑲᓐᓂᕈᒃ. ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓵᓂ. 

 

ᕕᑦᓴᐃᓂ: ᒪᒥᐊᓇᖅ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐊᐅᓚᑦᓯᔨᒋᔭᐅᖕᒥᔪᑦ ᑕᒪᒃᑯᓂᖓ ᑕᐃᒃᑯᐊ ᑖᒃᑯᐊ ᓄᑖᑦ 

ᐃᓚᒐᑦᑎᒃᑯᑦ. ᑕᐃᒃᑯᐊ ᒪᕐᕉᒃ ᐊᒻᒪᓗ ᐅᕙᖓ 

ᐃᖅᑲᓇᐃᔮᕋ ᐊᖓᔪᖅᑳᕆᔭᐅᓪᓗᖓ ᑖᒃᑯᓄᖓ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑐᒃᓯᓇᖅᓯᑎᒃᑲᖕᓂ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓄᑦ, ᑐᒃᓯᕋᐅᑎᓂᒃ 

ᑕᖅᑲᐅᓐᖓᖅᓯᓚᐅᖅᓯᒪᖕᒪᑕ ᐋᒡᒌᓯ 2022-ᒥ, ᐃᒻᒥᒧᑦ 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᓪᓗ ᐊᐅᓚᑦᓯᔾᔪᑏᑦ ᒥᒃᓵᓄᑦ 

ᐃᓕᓐᓂᐊᖅᑎᑦᑎᓂᐊᓂᕐᒥᒃ ᖃᐅᔨᒪᔨᑕᖃᕐᓗᑎᒡᓗ 

ᐃᑲᔪᖅᓱᐃᔨᐅᓗᑎᑦ ᐃᒻᒥᒨᖓᔪᑦ ᐊᒃᑐᐃᓂᖃᕐᓂᖏᑦᑕ 

ᖃᐅᔨᓴᖅᑕᐅᓂᖏᑦ. ᐅᓪᓗᒥᒧᑦ ᑎᑭᖦᖢᒍ, ᖃᔅᓯᑦ 

ᐱᓕᕆᐊᕆᔭᐅᕙᑦ ᑳᓐᑐᕌᒃᑦ−ᑎᓄᑦ ᑖᒃᑯᐊ ᑐᒃᓯᕋᐅᑏᑦ 

ᐊᑐᖅᖢᒋᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐃᓗᓕᑯᓘᔭᖏᖕᓂᒃ ᒫᓐᓇ ᐱᓯᒪᓐᖏᓐᓇᑦᑕ. 

ᐱᓯᒪᓐᖏᓐᓇᒪ. ᑭᓯᐊᓂ, ᐃᖅᑲᓇᐃᔭᖃᑎᒋᖃᑦᑕᖅᑕᕗᑦ 

ᑕᐃᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕝᕕᖏᑦ 

ᑐᑭᓯᕝᕕᒋᒃᑲᓐᓂᕈᓐᓇᕐᓂᐊᖅᑕᕗᑦ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 
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deadlines compare to those of other Canadian 

jurisdictions? Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Steele.  

 

Mr. Steele: Thank you, Mr. Chairman. I just 

wanted to read for the rest of the Members 

and for the witnesses the next sentence after 

the one the Member quoted, and that is, 

“That would not be a good outcome, but at 

least it would be more honest.” 

 

Mr. Chairman, what I was getting at there is 

right now we have a law that says you have 

to respond within one month. What it 

actually says is 25 business days, but that’s a 

difficult concept to explain. I won’t get into 

it. I’m just going to call it a month. And then 

there is an extension possible, but only on 

certain conditions, for another month. That is 

almost exactly the same as every other 

jurisdiction in Canada, Member. The only 

difference is in some jurisdictions, an 

extension is not allowed unless the privacy 

commissioner says it’s okay, whereas here, a 

department can give itself an extension.  

 

Now, if the person who applied for the 

information complains, I can look at it, but it 

takes several weeks or a month to go through 

that process, so it’s not a very good way of 

resolving it. One month is the basic rule; two 

months if you need a little bit of extra time. 

It’s more or less the same everywhere across 

Canada.  

 

Sorry, Mr. Chairman, if I could add one more 

thing and departments like Health always 

meet that deadline. That’s why I say this is 

not an unreasonable standard. How do I 

know that? Well, a big, complicated 

department like Health always meets it. If 

Health can meet it, so can the rest of them.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᓱᓕᑦᑎᓚᐅᓐᖏᓐᓂᑦᑎᓐᓂ ᑕᐃᒃᑯᐊ 

ᐊᑐᐃᓐᓇᕈᖅᑎᑕᐅᔪᓐᓇᖅᐹᑦ ᐅᕝᕙᓘᓐᓃᑦ ᓈᓚᖕᓂᒃ 

ᐊᓂᒍᖅᓯᒪᓕᖅᐸᑦ ᐱᓛᖅᐱᑎᒍᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᑕᐃᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖃᑎᒋᖃᑦᑕᖅᑕᒃᑲ 

ᐅᖃᓪᓚᖃᑎᒋᓚᐅᕐᓗᑎᒃ ᑭᓯᐊᓂ 

ᑐᒃᓯᕋᕐᕕᒋᔭᕆᐊᖃᕐᓂᐊᖅᑕᕗᑦ ᑳᓐᑐᕌᒃᑦ−ᑏᑦ ᒥᒃᓵᓄᑦ 

ᑕᒪᒃᑯᓄᖓᕈᔪᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᒥᔅᑕ ᕕᑦᓵᓂ. ᑖᒃᑯᐊ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ 

ᐊᐱᕆᒃᑲᓐᓂᕐᓗᒋᑦ ᑖᔅᓱᒪᑉ ᐱᓕᕆᕕᐅᑉ ᐱᓕᕆᐊᔅᓴᓄᑦ 

ᐸᕐᓇᐅᑎᖓ ᐅᖃᖅᓯᒪᒻᒪᑦ ᓄᓇᕗᒻᒥᒎᖅ 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᐊᓪᓚᕝᕕᖓ 

ᐃᓕᓐᓂᐊᑎᑦᑎᒍᑎᔅᓴᖅᑕᖃᕐᖓᑦ 

ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᓂᑦ ᐃᓯᖅᑕᐅᔪᖃᕐᓂᕋᐃᑉᐸᑦ 

ᑲᒪᔨᐅᒐᔭᖅᑐᒥᒃ ᖃᐅᔨᐅᓴᖅᑎᐅᖃᑦᑕᕋᔭᖅᑐᓂᓪᓗ 

ᑭᖑᓂᖓᒍᑦ ᐊᒻᒪ ᕿᒥᕐᕈᖃᑦᑕᕐᓗᑎᑦ ᑖᔅᓱᒥᖓ 

ᕿᒥᕐᕈᔾᔪᑎᐅᔪᓂᑦ.  

 

ᐊᓪᓚᕝᕕᖓᓗᒎᖅ ᐱᕙᓪᓕᐊᑎᑦᑎᒐᔭᖅᑐᖅ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᐃᓕᓐᓂᐊᕋᔅᓴᓂᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ. ᐅᓪᓗᒥᓕ 

ᖃᓄᐃᓕᖓᓕᖅᑲ ᑖᓐᓇ ᐱᓕᕆᐊᖑᓂᐅᑉ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐱᓕᕆᐊᖑᐃᓐᓇᖅᑐᖅ ᑖᓐᓇ ᐊᖏᔪᑲᓪᓛᓘᒻᒪᑦ 

ᐱᓕᕆᐊᔅᓴᐅᓪᓗᓂ. ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐊᐅᓚᑦᑎᒍᑎᓕᒫᕌᓗᓐᓂ ᕿᒥᕐᕈᒋᐊᖃᕋᑦᑕ ᖃᓄᕐᓗ 

ᐊᐅᓚᑕᐅᖃᑦᑕᕐᒪᖔᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᖅ. ᑖᓐᓇ 

ᐱᑐᖃᕈᓘᒻᒪᑦ ᐊᔪᕆᖅᓱᐃᔾᔨᔾᔪᑎ ᐅᖃᒫᒐᖅ 

ᐊᑐᖅᐸᑦᑕᕗᑦ. ᐅᖃᓕᒫᑦᑎᐊᖅᑐᒋᑦ ᐅᓪᓗᒥᒧᓪᓗ 

ᓈᒻᒪᒃᑲᓗᐊᕐᒪᖔᑕ ᐊᑐᕋᔅᓴᐅᒐᓗᐊᕐᒪᖔᑕᓗ 

ᖃᐅᔨᓴᖃᑦᑕᖅᑕᕗᑦ ᐃᓕᓐᓂᐊᕈᑎᔅᓴᓕᐅᕈᑎᒋᓪᓗᑎᒋᓗᒍ 

ᑲᓐᖑᓇᖅᑐᓕᕆᔨᐅᔪᓄᑦ ᑕᑯᔪᓐᓇᐅᑎᓕᕆᔨᐅᔪᓄᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 
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Chairman: Just continue to acknowledge the 

Chair afterwards, Mr. Steele. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, commissioner. It’s my last 

question for now for the commissioner. The 

Standing Committee held a televised hearing 

in September 2022 and it was on your 2020-

21 and 2021-22 annual reports. The Standing 

Committee subsequently presented its report 

to the Legislative Assembly in November 

2022. The government’s response to the 

Standing Committee’s report and 

recommendations was tabled in the House in 

May 2023. What observations do you have 

regarding the government’s responses to the 

Standing Committee’s recommendations? 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Steele.  

 

Mr. Steele: Mr. Chairman, I thought it was 

an excellent response. I really did. One of the 

things that I very much appreciated about Mr. 

Onalik’s appearance here last time and the 

report written under Mr. Onalik’s guidance 

and with the work of Mr. Podmoroff was 

how honest and thorough it was.  

 

The thing is, Member, I have very little 

information about what is going on inside the 

Government of Nunavut about access and 

privacy. Why? Because, as the Deputy 

Minister said in his opening remarks, they 

haven’t actually issued a report for several 

years now. Now, there’s no requirement in 

the law that says they have to. I’m aware of 

that. They’re not breaking any law by not 

issuing an annual report, but if there’s no 

annual report, then I’m looking down into a 

black box, if I can call it that, and I’m not 

sure what’s going on down there.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑭᖑᓪᓕᐅᓂᐊᓕᕐᒥᔪᖅ ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐊᐱᖅᑯᑎᐅᖅᑲᐅᔪᓄᑦ ᐊᐱᕆᒋᐊᒃᑲᓐᓂᕈᒪᑐᐃᓐᓇᖅᑐᖓ. 

ᐱᒋᐊᖅᑳᕈᑎᖃᕐᓗᑕᖃᐃ ᑐᓴᖅᓯᒪᒐᑦᑕ 

ᖃᑦᑎᐅᒻᒪᕆᐅᒻᒪᑕᑭᐊᖅ ᐱᓕᕆᕕᐅᔪᐃᑦ 

ᐊᐅᓚᑦᑎᑎᐊᖅᑐᐊᓘᖃᑦᑕᖅᑐᐃᒡᒎᖅ 

ᑭᐅᒐᓱᐊᖃᑦᑕᕐᓂᖏᓐᓂᒃ ᑐᔅᓯᕋᐅᑎᐅᔪᓂᑦ ᑕᒻᒪᓕᕋᒪ, 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓂᖔᖅ ᐊᐱᖅᑯᑎᖃᕐᓗᖓ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓄᖔᖅ. 

 

ᓇᓗᓇᐃᖅᑐᐃᒍᓐᓇᖅᑳ ᐅᓂᒃᑳᖃᕈᓐᓇᖅᑲᑦ 

ᑕᑯᔪᓐᓇᐅᑎᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᐱᓕᕆᔨᒋᕙᑦᑕᖏᓐᓂᒃ. ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔮᖏᑦ 

ᐊᑎᖃᖅᑲᑦ? ᐊᐅᓚᑦᑎᔨᐅᕚᑦ? ᑐᑭᒧᐊᑦᑎᑦᑎᔨᐅᕚᑦ? 

ᐊᒻᒪᓗ ᖃᓄᑎᒋ ᑮᓇᐅᔾᔭᔅᓴᓂᖃᖅᑲᑦ? 

ᐊᑕᐅᓯᐅᓗᐊᓐᖏᑉᐸᑕᓘᓐᓃᑦ ᐃᖅᑲᓇᐃᔭᖅᑎ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ 

ᐊᐱᕆᒐᕕᑦ ᑕᐃᒫᒃ. ᒫᓐᓇ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᒪᕐᕉᓐᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᓖᑦ. ᑕᕝᕙᓂ 

ᑕᑯᔪᓐᓇᐅᑎᓕᕆᔨᖃᑦᑕᖅᑯᐃᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ, 

ᑐᑭᒧᐊᑦᑎᑦᑎᔨᐅᓪᓗᓂ. ᐊᒻᒪᑦᑕᐅᖅ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖃᕐᒥᔪᒍᑦ. ᑖᒃᑯᐊᒃ 

ᑕᕝᕙ ᒪᕐᕉᒃ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓃᑦᑑᒃ.  

 

ᑖᒃᑯᐊ ᑮᓇᐅᔾᔭᔅᓵᖏᑦ ᐅᕙᖓ ᓵᖓᓃᓐᖏᒻᒪᑕ 

ᖃᐅᔨᒋᐊᖅᑳᕆᐊᖃᕐᓂᐊᖅᑕᒃᑲ. ᐃᓚᒋᔭᖓᑦ ᑕᕝᕙ 

ᐅᐱᒋᓪᓚᕆᑦᑕᕗᑦ ᐱᓪᓗᒋᑦ ᑖᒃᑯᐊᒃ ᒪᕐᕉᒃ ᐃᖅᑲᓇᐃᔮᒃ, 

ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᓐᓃᔅᓯᒪᓕᕐᖓᑕ ᐊᑯᓂᑲᓪᓛᓗᒃ 

ᖃᐅᔨᒪᓂᖃᑦᑎᐊᖅᑐᑎᓪᓗ ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᓂᕐᒥᒃ. 

ᖃᐅᔨᒪᓂᕐᒥᓂᒃ ᓯᐊᒻᒪᐃᑦᑎᐊᖃᑦᑕᖅᑑᒃ 

ᐃᑲᔪᖅᐸᑦᑐᑎᓪᓗ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᑐᑭᓯᑎᒐᓱᐊᖅᑐᑎᒋᑦ ᓱᒋᐊᖃᕐᒪᖔᑕ ᑖᔅᓱᒪᑉ ᐱᖁᔭᑉ 

ᐊᑖᒍᑦ ᒪᓕᒐᐅᓪᓗ ᐊᑖᒍᑦ. 

 

ᐃᔅᓯᕙᐅᑖᖅ ᐅᖃᐅᑎᒍᓐᓇᕆᒃᑭᑦ ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔮᑦ 

ᑮᓇᐅᔾᔭᔅᓵᑦ ᓈᓴᐅᑎᖓ 16-ᒦᑦᑐᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 
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The reason that I so much appreciated the 

government’s response to the last hearing 

before this Committee was because, finally, it 

gave me a great deal of factual information 

that I did not previously have, and that I 

assume the Members did not previously 

have. I could tell they spent a lot of time and 

put a lot of effort into preparing that report, 

that response, and I for one appreciated that 

effort very much.  

 

Chairman: Thank you. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, commissioner. Switching over to 

the Department of Executive and 

Intergovernmental Affairs, my first question 

for them, the Information and Privacy 

Commissioner indicates on page 2 of his 

2022-23 annual report that “Capacity issues 

inside the GN are killing ATIPP.”  

 

As of today, how many of the government’s 

access to information and protection of 

privacy coordinator positions are filled and 

how many are vacant? First question. Thank 

you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) I have a 

level of detail in front of me, so one moment.  

 

We have currently two vacancies among the 

departments in the access to information and 

protection and privacy role, and then we have 

four vacancies in our department, the 

territorial ATIPP office. The good news that 

we have three of those positions currently out 

for competition, closing today. As I look to 

the TV, if anybody is interested in access to 

information and protection of privacy, please 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᓐᖓ. ᑕᐃᒃᑯᐊ 

ᐱᓕᕆᑦᑎᐊᓐᖏᓐᓂᕋᖅᑕᐅᖅᑲᐅᔪᐃᑦ 

ᑕᑯᓐᓈᓂᖅᓴᕆᒐᓱᒃᑲᒃᑭᑦ. ᑖᒃᑯᐊᓕ ᓄᓇᓕᓐᓂ 

ᒐᕙᒪᒃᑯᓐᓂ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᑦ ᐱᓕᕆᕕᖓᑦ 

ᑐᓴᕐᕕᒋᔪᒪᒻᒥᔭᒃᑲ ᑭᒃᑯᓐᓂᓪᓕ ᐱᓕᕆᔨᖃᕐᒪᖔᑕ, 

ᖃᑦᑎᓂᓪᓗ ᐱᓕᕆᔨᖃᕐᒪᖔᑕ ᑕᑯᔪᓐᓇᐅᑎᓕᕆᔨᓂᒃ 

ᑲᓐᖑᓇᖅᑐᓕᕆᔨᓂᒃ? ᐊᒻᒪ ᖃᓄᑎᒋ ᑮᓇᐅᔾᔭᔅᓴᕙᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᓪᓗ 

ᐊᐱᕆᒻᒪᑦ ᑕᐃᒫᒃ. ᐊᔾᔨᒋᑦᑎᐊᓐᖏᑕᖓᓂᓪᓕ ᐱᓕᕆᒐᑦᑕ 

ᑕᕝᕙᓂ ᐱᓕᕆᔨᐅᖃᑎᑦᑎᓐᓂᒃ. ᐋᖅᑭᑦᑎᕆᓯᒪᔪᒍᑦ 

ᐊᑕᐅᓯᒥᒃ ᐃᖅᑲᓇᐃᔮᖃᓚᐅᖅᓯᒪᔪᒍᑦ ᐅᐊᑦᑎᔨᐅᔪᒥᒃ 

ᖃᐅᔨᒪᒐᓱᐊᖅᑎᐅᔪᒥᒃ ᑲᓐᖑᓇᖅᑐᓄᑦ ᐊᒻᒪ 

ᑕᑯᔪᓐᓇᐅᑎᓕᕆᔨᐅᔪᒥᒃ. 

 

ᑕᐃᓐᓇ ᐃᓐᓇᐅᓂᕐᒥᓂᒃ ᐱᔾᔪᑎᖃᖅᑐᓂ ᓄᖅᑲᔪᒻᒪᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᓐᖏᔅᓯᒪᑲᐃᓐᓇᓚᐅᕋᑦᑕ. ᐊᒻᒪ 

ᓇᓗᓇᐃᖅᓯᓯᒪᔪᒍᑦ ᐱᓕᕆᐊᖃᕆᐊᖃᕐᓂᖃᕋᑦᑕ 

ᑕᑯᔪᓐᓇᐅᑎᓂᒃ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᓪᓗ 

ᐊᐅᓚᑦᑎᔨᖃᕆᐊᖃᖅᑐᓂᓗ. ᑕᐃᓐᓇ ᑲᒪᔨᐅᔪᖅ ᓇᓕᐊ 

ᐱᓕᕆᐊᖑᖅᑳᕆᐊᖃᕐᓂᐊᖅᑑᔮᕐᒪᖔᖅ 

ᐋᖅᑭᔅᓯᖃᑦᑕᖅᑐᓂ ᐊᑐᐊᒐᓕᕆᔨᓂᒃ 

ᐱᓕᕆᖃᑎᖃᖅᑐᓂ. 

 

ᑖᒃᑯᐊ ᑎᓕᓯᒍᑕᐅᓲᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ 

ᐊᑐᐊᒐᓕᕆᔨᐅᔪᓄᑦ ᐊᐅᓚᑕᐅᖁᔭᐅᓪᓗᑎᑦ 

ᑐᔅᓯᕋᖅᑐᖃᖅᑎᓪᓗᒍ. ᐊᒻᒪ ᐃᓕᓴᑎᑕᐅᖃᑦᑕᖅᑐᑎᒃ 

ᑕᒪᒃᑮᓐᓂᒃ. ᑕᑯᔪᓐᓇᐅᑎᓄᑦ ᑐᔅᓯᕋᐅᑎᓂᑦ, ᑕᑯᔪᒪᔪᓄᑦ 

ᑐᔅᓯᕋᐅᑎᓂᑦ ᑲᒪᖃᑦᑕᖅᑯᖅ ᐊᒻᒪ 

ᕿᑲᖅᑐᖃᖅᑎᓪᓗᒍᓗᑦᑕᐅᖅ ᑲᒪᖃᑦᑕᕐᒥᔪᑦ. ᑕᐃᒫᒃ 

ᐅᓂᒃᑳᖑᖃᑦᑕᖅᓯᒪᒻᒪᑕ.  

 

ᑮᓇᐅᔾᔭᔅᓵᖏᓪᓗ ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎᓪᓚᕆᑦᑕ 

ᑲᒪᔨᐅᔪᑦ ᑕᒫᓃᑦᑐᑦ ᐊᖓᔪᖅᑳᖃᕐᕕᒻᒥ 

ᐊᐅᓚᑦᑎᔨᐅᓂᕐᒨᖓᔪᓂᑦ ᑮᓇᐅᔾᔭᔅᓴᑎᑕᐅᔪᐃᑦ. 

ᐃᓚᖏᓪᓗᑦᑕᐅᖅ ᑐᓴᐅᒪᖃᑎᒌᑦᑎᑦᑎᔨᕗᑦᑕᐅᖅ 

ᐱᖃᑕᐅᖃᑦᑕᕐᒥᔪᑦ ᑕᕝᕙᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᓐᖓ ᑕᐃᒫᒃ ᒥᔅᑕ ᓰᓕ. 

ᐃᖅᑲᖅᓴᕋᓱᑲᐃᓐᓇᕋᒪ ᖃᓄᐃᑦᑐᑦ ᐊᔾᔨᒌᓐᖏᑦᑐᑦ 

ᑮᓇᐅᔾᔭᔅᓵᖑᔪᓐᓇᖅᑐᑦ ᖃᓄᐃᓕᖓᓚᐅᖅᓯᒪᒻᒪᖔᑦᑕ. 
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feel free to apply. I’ve had some interest, but 

I always want to encourage more people to 

apply for these jobs because I think they are 

interesting.  

 

We are in a better position than we were last 

time. The Department of Education now has 

an indeterminate ATIPP coordinator, which 

they didn’t before, and Human Resources 

also has an indeterminate coordinator. We 

have covered off a couple of the more 

problematic departments from the last 

Standing Committee, but we are still 

committed to doing better and having more 

support from our office at Executive and 

Intergovernmental Affairs to provide more 

support and services to those departments. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, official. I’m sorry; if you can 

repeat the numbers of filled and vacant. I 

don’t want to mix them up in my notes. If 

you can repeat that part quickly, please, Mr. 

Chairman. Thank you.  

 

Chairman: If I recall correctly, it was two 

departmental positions and four at Executive 

and Intergovernmental Affairs out of the five 

positions there. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman, for 

the clarification. I’m wondering: are any of 

these filled positions indeterminate or term or 

casual? If there are any out there, are any of 

them filled remotely, within Nunavut or 

outside of Nunavut? Is that happening and, if 

it is, how long will it be done remotely? 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Witzaney.  

ᐊᐅᓚᑦᑎᔩᑦ 18−ᒥ ᓈᓴᐅᑎᖃᓲᑦ 20-ᒧᑦ ᐊᒻᒪ ᑕᐃᒫᒃ 

ᖁᑦᑎᓂᖅᓴᓪᓗᐊᑲᓪᓚᐅᒻᒪᑕ ᑮᓇᐅᔾᔭᔅᓵᖏᑦ 13−ᒦᑦᑐᓂ 

ᖁᑦᑎᓂᖅᓴᐅᔪᖅ ᓄᓇᕗᒻᒥ ᑮᓇᐅᔾᔭᔅᓵᖑᔾᔮᓲᖑᔪᒥᒃ.  

ᑮᓇᐅᔾᔭᔅᓴᑦᑎᑕᐅᑦᑎᐊᕋᐃᒻᒪᑕ 

ᐱᓕᕆᑦᑎᐊᕐᓂᖅᓴᐅᓲᖑᒻᒪᑖ.  

 

ᐅᑎᕆᐊᑲᐃᓐᓇᕈᒪᔪᖓ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᒧᑦ. ᐊᐱᕆᒍᒪᔭᕋ 

ᐊᔾᔨᒌᓐᖏᓐᓂᖃᕐᖓᑎᒃ ᑐᔅᓯᕋᐅᑏᑦ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᑐᔅᓯᕋᐅᑎ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓅᖃᑦᑕᖅᑐᐃᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ ᐱᔾᔪᑎᓖᑦ ᑕᐃᒪᐅᑦᑕᐸᒻᒪᑕ. 

ᐊᒻᒪᓗᑦᑕᐅᖅ, ᓄᓇᓕᓐᓂ ᒐᕙᒪᒃᑯᓐᓂᓗ 

ᐱᔨᑦᑎᕋᖅᑎᒃᑯᓐᓅᖅᑐᖃᖅᐸᑭᓪᓗᓂ ᑐᔅᓯᕋᐅᑎᓂᑦ 

ᑕᑯᔪᒪᔾᔪᑎᓂᑦ. ᓇᓚᐅᑦᑖᑐᐃᓐᓇᕋᒪ ᑕᐃᒪᐃᑦᑐᒋᕙᒃᑲᒃᑭᑦ.  

 

ᑲᒥᓯᓇᑉ ᑕᒪᓐᓇ ᐅᓂᒃᑳᒃᑭᐊᕆᒋᐊᕈᓐᓇᖅᑳ 

ᖃᓄᐃᓕᖓᓪᓚᕆᒻᒪᖔᖅ? ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅ ᐳᕉᔅᑐ, ᒥᔅᑕ 

ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐱᓕᕆᕕᓕᒫᑦ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕕᓕᒫᖏᑦ 

ᐱᓕᕆᐊᖃᕆᐊᖃᕐᓂᖃᕐᖓᑕ ᑲᒪᒋᐊᖃᖅᑐᑎᑦ 

ᑕᑯᔪᓐᓇᐅᑎᓂᒃ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᐱᖁᔭᖓᓂᒃ. 

ᐃᓄᒻᒥᒃ ᐱᔾᔪᑎᖃᖅᑲᑦ ᑐᑭᓯᐅᒪᔾᔪᑎ ᑕᖅᑲᐅᖓ 

ᓴᖅᑭᑕᐅᑦᑕᐃᓕᒪᖁᔭᐅᓲᖅ. ᑕᒪᒃᑮᑦ ᐱᓕᕆᕖᑦ 

ᑕᐃᒪᐃᑦᑐᓕᕆᖃᑦᑕᕐᖓᑕ.  

 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓄᐊ ᑕᐃᒪᐃᑦᑑᓂᖏᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᐊᒥᓱᐊᓗᓐᓂᒃ ᐃᓄᓐᓂᒃ ᐱᔾᔪᑎᓕᓐᓂᒃ 

ᑎᒍᒥᐊᖅᐸᒻᒪᑖ. ᑕᐃᒫᒃ ᑕᕝᕙ ᑖᓐᓇ ᐱᔾᔪᑎᒋᓪᓗᒍ 

ᐊᒥᓲᓂᖅᓴᓂᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᔭᕆᐊᖃᖅᑐᔅᓴᐅᕙᑉᐳᑦ. 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕕᓕᒫᖏᓐᓂᓕᓛᒃ 

ᑎᒍᒥᐊᖅᑐᐃᓐᓈᓘᒻᒪᑕ ᐃᓄᓐᓂᑦ ᐱᔾᔪᑎᖃᖅᑐᓂᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐃᓱᒪᐃᓐᓇᕆᐊᓖᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ.  

 

ᐃᔅᓯᕙᐅᑖᖅ, ᒪᓕᒐᓕᐅᖅᑏᓪᓗ ᑭᐅᓗᒍ ᒪᕐᕉᓐᓂᒃ 

ᐊᔾᔨᒌᓐᖏᑦᑑᓐᓂᒃ ᐱᓕᕆᔾᔪᑎᖃᕋᑦᑕ. 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓪᓕ ᑮᓇᐅᔾᔭᔅᓴᐃᖃᑦᑕᖅᑐᑦ 

ᓈᒻᒪᑦᑐᓂᑦ ᖁᕕᐊᓱᖃᑦᑕᖅᑐᑎᓪᓗ ᐃᖅᑲᓇᐃᔭᕆᐊᔅᓴᖅ 

ᑕᐃᑲᓂ. ᐃᖅᑲᓇᐃᔭᑯᑖᔅᓯᒪᓕᒍᓐᓇᖃᑦᑕᖅᑐᐃᑦ 

ᓯᕗᓕᖅᑎᕈᕈᓐᓇᐸᑦᑕᖅᑐᑎᓪᓗ. 

 

ᑕᐃᒪ ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᑦ ᐊᐅᓚᑦᑎᐊᓂᖅᓴᐅᕗᑦ. 

ᓄᓇᓕᓐᓂ ᒐᕙᒪᒃᑯᓐᓂ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᓚᐅᖅᓯᒪᒻᒥᔫᒐᓗᐊᑦ 
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Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) None of 

the positions are being filled remotely 

currently; they are all being filled here in 

Iqaluit. (interpretation) Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Staying with the Department of Executive 

and Intergovernmental Affairs, the annual 

budget of the Department of Executive and 

Intergovernmental Affairs’ Access to 

Information and Protection of Privacy Office 

has increased by 115 percent from $293,000 

in the 2022-23 fiscal year to $630,000 in the 

2024-25 fiscal year. How has this increase 

been allocated? Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) The vast 

majority of that money is for new person 

years for the department, so my position, the 

director position, and the three other 

positions that are out for competition, so 

that’s the access to information and 

protection of privacy analyst and two access 

to information and protection of privacy 

specialists. Those are the main additions to 

our budget. (interpretation) Thank you, Mr. 

Chairman.  

 

Chairman: Before I go back to Mr. 

Simailak, Mr. Witzaney, if I understand 

correctly, there are five positions that are 

allocated under the access to information 

division that you’re responsible for, so you’re 

missing a position. Can you clarify that, Mr. 

Witzaney? 

 

ᑲᓐᖑᓇᖅᑐᓕᕆᔨᒥᒃ. ᑭᓯᐊᓂ, ᓄᖅᑲᓚᐅᖅᓯᒪᒻᒪᑦ 

ᐃᓐᓇᐅᓂᕐᒥᓂᒃ ᐱᔾᔪᑎᖃᖅᑐᓂ. ᐊᐅᓚᑦᑎᔨᖓᓄᑦ 

ᑲᒪᒋᔭᐅᖔᓕᖃᑦᑕᖅᓯᒪᒻᒪᑕ. ᑖᓐᓇ ᖃᓄᐃᓐᖏᑦᑐᖅ. 

ᐊᐅᓚᑦᑎᔩᑦ ᒐᕙᒪᒃᑯᑦ ᖃᓄᐃᓕᖓᒋᐊᖃᕐᓂᖏᓐᓂᒃ 

ᐱᓕᕆᕕᖏᑕᓗ ᖃᓄᐃᓕᖓᒋᐊᖃᕐᓂᖏᓐᓂᑦ 

ᖃᐅᔨᒪᓂᖅᓴᐅᓲᖑᒻᒪᑖ. ᑕᐃᒫᓪᓗ 

ᑭᐅᑦᑕᐅᑎᒋᔪᓐᓇᓂᖅᓴᐅᒐᔭᓐᖑᐊᖅᑯᑦ 

ᑐᔅᓯᕋᖅᑐᖃᖅᑎᓪᓗᒍ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ 

ᑕᑯᔪᓐᓇᐅᑎᓂᓪᓗ. 

 

ᑕᐃᒃᑯᐊᓗᑦᑕᐅᖅ ᐊᑐᐊᒐᓕᕆᔨᐅᔪᓂᑦ 

ᐊᔭᐅᕆᒋᐊᖃᑦᑕᕈᓐᓇᕐᒥᔪᐃᑦ ᖃᓄᐃᓕᐅᖁᔨᓗᑎᒃ. 

ᒪᕐᕉᓐᓂᒃ ᐊᔾᔨᒌᓐᖏᑦᑑᓐᓄᒃ ᑖᓐᓇ ᐱᓕᕆᐊᖑᔪᓐᓇᖅᑐᖅ. 

 

ᒫᓐᓇᓕ ᑕᐃᒪ ᐱᖓᔪᐊᓂᑦ ᓴᖅᑭᖅᑐᖃᕈᓐᓇᒥᒻᒪᑦᑕᐅᖅ 

ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐊᑐᖅᐸᑦᑕᖓᓂᒃ ᐃᓕᓴᖅᓯᓪᓗᑎᑦ ᐃᒫᒃ 

ᐃᓄᒋᐊᓐᖏᒃᑲᓗᐊᖅᑎᓪᓗᒋᑦ ᐱᓕᕆᕖᑦ 

ᐃᓄᒋᐊᑦᑎᓐᓇᒋᑦ ᐱᓕᕆᕖᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ 

ᑖᔅᓱᒥᖓ ᒪᓕᒐᕐᒥᒃ ᒪᓕᑦᑎᐊᕈᓐᓇᓐᖏᓪᓚᕆᒻᒪᑕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᓗᐊᕐᓂᑯᒧᑦ. 

 

ᑕᒪᓐᓇ ᑕᑯᔪᓐᓇᐅᑎᓕᕆᓂᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᖅ 

ᐃᓛᓐᓂᓚᐅᓱᖔᓗᒃ ᓴᖅᑭᖃᑦᑕᕋᓗᐊᖅᑎᓪᓗᒍ, ᑭᓯᐊᓂ 

ᑕᐃᒪᓕ ᑮᓇᐅᔭᖏᑦ ᐊᑐᕈᒫᕐᓂᐊᖅᑕᖏᑦ 

ᖁᕝᕙᕆᐊᖅᑕᐅᓯᒪᕗᑦ ᒐᕙᒪᒃᑯᑦ ᕿᑎᖓᓃᑦᑐᒥᒃ 

ᖃᐅᔨᒪᔨᖃᕈᓐᓇᕐᓂᐊᕐᖓᑕ ᐃᖅᑲᓇᐃᔭᖅᓯᓐᓈᑦ 

ᐃᓕᑉᐸᓪᓕᐊᖃᑦᑕᕐᓗᑎᒃ ᐊᒻᒪ 

ᕿᑲᕆᐊᖅᑐᖅᑐᖃᓕᕋᐃᑉᐸᑦ 

ᓄᖅᑲᑐᐃᓐᓇᖃᑦᑕᓂᐊᓐᖏᒻᒪᑕ 

ᑲᔪᓰᓐᓇᖅᑎᑕᐅᒍᓐᓇᖃᑦᑕᓂᐊᕐᖓᑕ ᐊᓯᖏᓐᓄᑦ.  

 

ᑕᕝᕙ ᑖᒃᑯᐊ ᐱᖓᓲᓕᖅᑲᖓᕗᑦ ᐊᑐᖅᑕᐅᒍᓐᓇᖅᑐᑦ 

ᐊᐅᓚᑦᑎᐊᕈᓐᓇᑐᐃᓐᓇᐃᑦ. ᑭᓯᐊᓂ, ᓇᓂᓯᒋᐊᖃᖅᑐᒍᑦ 

ᓇᓕᐊᒃ ᑖᒃᑯᐊ ᐱᖓᓲᔪᐃᑦ ᐱᕙᓪᓕᐊᑎᑦᑎᔾᔪᑏᑦ 

ᐊᑲᐅᓛᖑᓂᐊᕐᒪᖔᑕ ᐊᑐᖅᑕᐅᓗᑎᒃ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᖏᓐᓄᑦ ᒥᑭᔫᑕᐅᓂᖅᓴᐅᔪᓄᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᓐᖓ. ᑐᓴᕈᒪᕕᐅᑎᒃᑲᒪᑦᑕᐅᖅ 

ᑐᓴᒃᑲᓐᓂᕈᒪᕕᐅᑎᒃᑲ ᖃᓄᖅ ᐊᔾᔨᒌᓐᖏᒻᒪᖔᑕ 

ᑕᑯᔪᓐᓇᐅᑎᓂᑦ ᑐᑭᒧᐊᑦᑎᑦᑎᔨ, ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑐᑭᒧᐊᑦᑎᑦᑎᔩᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓄᑦ 

ᐅᖃᐅᓯᐅᓯᒪᒻᒪᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᓂᓛᒃ 

ᑲᒪᔨᖃᕐᖓᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᑦ. 
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Mr. Witzaney (interpretation): I apologize 

for that, Mr. Chairman. (interpretation ends) 

There’s also the manager of access to 

information and protection of privacy, that 

was a previously existing position, and they 

added the two specialists and my position, 

the director position, in the budget increase. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you for that clarification. 

Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Again, staying with the Department of 

Executive and Intergovernmental Affairs, the 

government issued a request for proposals in 

August 2022 for the provision of privacy and 

information management specific training 

and consulting services to provide support in 

such areas as the conduct of privacy impact 

assessments. As of today, what projects have 

been undertaken by outside contractors under 

this request for proposals? Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) We don’t 

have that level of detail in front of us, who 

has done which privacy impact assessments, 

either internally or externally, but we can 

confer with our colleagues in other 

departments and get back to the Committee. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: To confirm, would that response 

be available before the end of this hearing or 

is it something that would be provided in a 

written response after the hearing? Mr. 

Witzaney.  

 

ᐅᑎᕆᐊᑲᐃᓐᓇᕈᒪᔪᖓ ᐅᖃᐅᓯᐅᖅᑲᐅᔪᒧᑦ ᐅᓪᓛᖅ 

ᐱᔾᔪᑎᖃᖅᑐᒧᑦ ᑭᖑᕙᖅ ᖃᓄᖅ, 

ᑭᐅᓇᓵᕐᓂᐅᖃᑦᑕᖅᑐᐃᑦ. ᑭᐅᔭᐅᓇᓵᖃᑦᑕᖅᑐᐃᑦ ᐊᒻᒪ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᔅᓱᕐᓃᑦ. ᐃᓚᖏᖅᑲᐃ 

ᑭᐅᓇᓵᖃᑦᑕᖅᑐᐃᑦ ᐱᔾᔪᑎᖃᖅᑐᐃᑦ ᑭᓱᓂᑦ 

ᑐᔅᓯᕋᕐᒪᖔᑕ. 

 

ᐃᒫᒃ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᓪᓘᓐᓃᑦ ᑕᑯᔪᒪᓐᓂᖅᑲᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓘᓐᓃᑦ ᐱᔾᔪᑎᖃᕐᓂᖅᑲᑦ 

ᐊᔾᔨᒌᖏᓛᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᑖᒃᑯᐊ 

ᓈᒪᔪᐃᓐᓇᐅᕙᖅᑲᐃ? ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐅᖃᐅᓯᖃᕋᐃᒐᑦᑕ ᖃᖓᒃᑰᑕᕐᓂᕐᒥᒃ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑎᑎᖅᑲᐃᑦ 

ᐊᔾᔨᒋᔭᐅᓐᖏᕕᐅᑎᒻᒪᑕ. ᒪᓕᒐᐃᑦ ᐃᒪᓐᓇᓂᒃ 

ᑭᐅᕕᔅᓴᖃᕐᓂᐊᖅᑐᑎᑦ ᓇᓗᓇᐃᖅᓯᓯᒪᓪᓚᕆᑦᑐᐊᓘᒻᒪᑕ. 

ᑕᐃᒪᓕ ᑐᔅᓯᕋᕐᓂᕈᒪ ᐆᒥᖓ ᓇᓕᐊᓐᓂᑐᐃᓐᓇᖅ ᑕᐃᒪᓕ 

ᑐᔅᓯᕋᐅᑎᒥᒃ ᑐᓂᓯᑦᑕᖅᑯᑦ $25−ᓚᐃᕐᓗᑎᑦ 

ᐊᑭᖃᑰᓲᖑᒻᒥᒻᒪᑦ ᑐᔅᓯᕋᕐᓂᐊᕐᓗᓂ. ᑕᐃᒪᓕ 25−ᓂᑦ 

ᐅᓪᓗᓂᑦ ᐃᖅᑲᓇᐃᔭᕐᓇᐅᔪᐃᑦ ᐱᒋᐊᓕᕋᔭᖅᑐᑦ 

ᓈᓴᖅᑕᐅᓂᖓᑦ ᑕᕝᕙᓐᖓᑦ. ᒪᓕᒐᓕᐅᒻᒪᑦ 

ᑕᐃᒪᐃᓕᖓᔪᖅ. 25-ᓂᑦ ᐅᓪᓗᓂ ᐃᖅᑲᓇᐃᔭᕐᓇᐅᔪᓂᒃ 

ᑭᐅᕕᔅᓴᖃᖅᑐᓯ. ᐊᖏᔪᐊᓗᒻᒥᓪᓕ ᐊᒥᐊᓱᓗᓐᓂᒃ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᑐᔅᓯᕋᕐᓂᖅᑲᑕ, ᐊᓯᖏᓐᓂᓪᓗ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᖏᓐᓂ ᖃᐅᔨᒋᐊᕈᓐᓇᕐᓗᑎᑦ, 25−ᓂᑦ ᐅᓪᓗᓂ 

ᐃᓚᔭᐅᒍᓐᓇᖅᑐᖅ ᑭᐅᕕᔅᓴᖓ. ᒪᓕᒐᖅ ᑕᐃᒫᒃ 

ᐅᖃᖅᓯᒪᔪᖅ. 

 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᓪᓕ ᑖᒃᑯᐊ 

ᖄᖏᐅᑎᓚᐅᖅᓯᒪᓐᖏᑦᑑᑦ. ᑭᓯᐊᓂ, ᐊᓯᖏᑦ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᖏᑦ ᑭᓱᓂᒃᑭᐊᖅ ᐱᔾᔪᑎᖃᖅᑐᑎᒃ 

ᐱᒋᐊᖃᑦᑕᓐᖏᒻᒪᕆᒻᒪᑕ ᑭᐅᔾᔪᑎᓕᐅᖅᐸᓪᓕᐊᓂᕐᒥᒃ. 

ᑭᐅᒋᐊᔅᓴᕐᓗ ᐃᓱᒪᔫᔮᖅᐸᓐᖏᒻᒪᕆᑦᑐᐃᑦ ᐅᓪᓗᓂᑦ 20 

ᐊᓂᒍᓕᕋᓗᐊᖅᑎᓪᓗᒋᑦ 25−ᓗ ᐅᓪᓗᐃᑦ 

ᐊᓂᒍᓕᕋᓗᐊᖅᑎᓪᓗᒋᑦ. ᐃᓚᖏᓪᓗᑦᑕᐅᖅ ᑕᖅᑮᓐᓂᒃ 

ᒪᕐᕉᓐᓂᒃ ᐊᑐᑕᐅᓐᖐᓐᓇᖅᓯᒪᓲᑦ. 

 

ᐊᒻᒪ ᖃᐃᑕᐅᑦᑕᖅᑯᐃᑦ ᐅᑎᑐᐃᓐᓇᖅᑐᑎᒃ ᐊᒻᒪ 

ᐃᓱᒪᓇᓲᖑᔪᖅ ᐃᒃᑯᐊ ᖃᓄᐃᑦᑐᖃᕐᓂᕐᖓᒃᑭᐊᖅ 

ᑕᖅᑮᓐᓂᒃ ᒪᕐᕈᒻᒪᕆᐊᓘᓐᓂᒃ ᐱᕕᔅᓴᖃᕆᐊᖃᖅᑭᓯ? 

ᑭᐅᔭᐅᑦᑎᐊᕈᓐᓇᓲᖑᓐᖏᑦᑐᖅ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᔅᓴᓗᐊᕐᓂᑯᒧᓂᒃᑯᐊ 

ᐱᔭᕆᐊᑐᔪᖅᓯᐅᖃᑦᑕᖅᑐᐃᑦ ᑭᐅᒐᓱᐊᕐᓂᕐᒥᒃ. 
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Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) It may 

take some time to collect that information. I 

will have to go back to my colleagues in 

other departments. When we get the privacy 

impact assessment, we get the final version, 

and so we will have to go to those 

departments to ask them which of these have 

been done by contractors and which of them 

have been done internally. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Simailak.  

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, Mr. Witzaney. Again, with the 

Department of Executive and 

Intergovernmental Affairs, the department’s 

current business plan indicates that the 

territorial Access to Information and 

Protection of Privacy Office “has full 

training modules for Access Requests and 

Privacy Breach Investigations. Work on a 

training module for Privacy Impact 

Assessments will commence after a full 

review of the current Privacy Impact 

Assessment process. The Access to 

Information and Protection of Privacy Office 

will initiate the development of online self-

guided courses.” As of today, what is the 

status of this work? Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) The 

work is ongoing. It is a fairly large project. It 

involves going through our entire Privacy 

Management Manual and looking at how we 

do privacy management generally. It’s a 

fairly old manual that we’re currently 

working under. As part of this project, I want 

ᑭᓯᐊᓂ, ᑖᒃᑯᐊ ᐊᖏᑐᐃᓐᓇᕋᔅᓴᐅᓐᖏᒻᒪᑕ ᒪᓕᒐᖅᑎᒍᑦ 

ᐱᔭᕆᐊᖃᓪᓚᕆᓐᓂᖃᕐᖓᑕ. ᑭᓯᐊᓂ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᓕ ᐃᓱᒪᒋᓪᓗᒍ ᐊᔾᔨᒋᓐᖏᑎᐊᕐᒥᔭᖓ. 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᖅ ᐊᑲᐅᓐᖏᓕᐅᕈᑎᒥᒃ 

ᐱᔾᔪᑎᖃᓲᖑᒻᒪᑦ. ᒫᓐᓇᑦᑕᐅᑎᒋ 

ᑲᒪᒋᔭᐅᑦᑕᐅᑎᒋᒋᐊᖃᓲᖑᓪᓗᓂ. ᐊᒻᒪ ᑭᓇᑐᐃᓐᓇᖅ 

ᓴᖅᑭᖅᓯᖃᑦᑕᖅᑲᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ 

ᓴᖅᑭᕆᐊᖃᓐᖏᑕᖏᓐᓂᒃ 

ᓄᖅᑲᖅᑎᑕᐅᑦᑕᐅᑎᒋᓪᓚᕆᒋᐊᖃᕐᖓᑦ.  

 

ᒪᓕᒐᕐᓕ ᐅᖃᖅᓯᒪᕗᖅ ᐱᓕᕆᑦᑕᐅᑎᒋᔭᕆᐊᖃᖅᑐᒥᒃ 

ᓇᓗᓇᐃᖅᓯᓯᒪᓪᓚᕆᒻᒪᑦ. ᐅᕙᓐᓅᑦᑕᐅᑕᐅᑎᒋᔭᕆᐊᓖᑦ 

ᐃᑲᕐᕋᓂᑦ ᐊᒥᓲᓗᐊᓐᖏᑦᑐᑦ ᐊᓂᒍᓚᐅᖅᑎᓐᓇᒋᑦ. 

ᐅᓪᓗᓕᒫᕐᓘᓐᓃᑦ ᐅᓪᓘᓐᓂᒃ ᒪᕐᕉᓐᓂᒃ 

ᐱᒻᒪᕆᐊᓘᑎᓪᓗᒍ. ᑕᑯᓐᓈᕈᓐᓇᖃᑦᑕᕐᓂᐊᕋᒪ ᖃᓄᖅ 

ᐱᓕᕆᕙᓪᓕᐊᒻᒪᖔᑕ ᑐᔅᓯᕋᕐᕕᐅᓚᐅᖅᑎᓪᓗᒋᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᒋᐊᖃᓚᐅᖅᑎᓪᓗᒋᑦ. ᐊᒻᒪ 

ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᑦ ᐊᓂᐊᔪᐃᑦ 

ᓄᖅᑲᖅᑎᑕᐅᖁᔭᐅᓪᓚᕆᑦᑐᑎᒃ ᐊᑲᐅᓐᖏᓕᐅᕈᑦ ᑖᓐᓇ 

ᓯᐊᒻᒪᓂᐊᓐᖏᒻᒪᑦ ᐊᓯᑦᑎᓐᓄᑦ. 

 

ᓄᓇᓕᓐᓂ ᒐᕙᒪᒃᑯᓐᓂ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᑦ ᑕᐃᒪ 

ᐱᔭᕆᐊᑐᔪᖅᓯᐅᖃᑦᑕᕐᖓᑕ ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ 

ᖃᕋᓴᐅᔭᖏᓐᓂ ᐊᐅᓚᑦᑎᔨᐅᖃᑦᑕᒥᒻᒪᑕᑦᑕᐅᖅ. 

ᐃᓵᖅᑕᐅᖃᑦᑕᕈᓐᓇᖅᑐᑎᓪᓗ ᐃᓛᓐᓂᒃᑯᑦ, 

ᐃᓵᖅᑕᐅᑲᓪᓚᓕᕐᓂᖅᑲᑕᓗ ᓄᖅᑲᑎᑦᑎᓵᕈᑎᒥᒃ 

ᐱᖃᕆᐊᖃᕐᖓᑕ. ᐊᒻᒪ ᑭᓇᑐᐃᓐᓇᕐᓗ ᑐᓄᐊᒍᖔᖅ 

ᐃᓯᕈᓐᓇᐅᑎᒥᒃ ᓇᓂᓯᔪᖃᕐᓂᖅᑲᑦ, ᐃᑲᕐᕋᒐᓚᐃᑦ 

ᐊᓂᒍᓗᐊᓚᐅᓐᖏᓐᓂᖏᓐᓂ 

ᓄᖅᑲᖅᑎᑕᐅᒍᓐᓇᕆᐊᖃᕐᖓᑕ ᑕᐃᒪᐃᑦᑐᐃᑦ. 

 

ᐊᔾᔨᒌᓐᖏᓪᓚᕆᑦᑐᐃᑦ ᖃᓄᑎᒋ ᑭᐅᔭᕆᐊᖃᕐᒪᖔᔅᓯ 

ᓯᖁᒥᑦᓯᔪᖃᓪᓚᕆᓐᓂᖅᐸᑦ ᑲᓐᖑᓇᖅᑐᒨᓕᖓᔪᒥᒃ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᑦᓯᐊᕋᕕᑦ. ᑕᐃᒪ ᐃᒻᒪᖄ 

ᐊᔾᔨᒌᓐᖏᑦᑐᖅᑲᐃᑦ ᐅᖃᐅᓯᕆᔪᓐᓇᖅᑕᕋᓗᐊᒃᑲ ᑭᓯᐊᓂ 

ᑕᐅᑐᓪᓗᐊᑕᕈᒪᑲᐃᓐᓇᕋᒪ ᐅᖃᕋᕕᑦ ᑖᓐᓇ 

ᐊᑭᓖᔭᕆᐊᖃᕐᓂᖓ $25-ᒥᒃ ᑐᓴᕋᒃᓴᓂᑦ ᓇᕝᕚᕈᒪᔪᓄᑦ. 

ᑖᓐᓇ ᐊᑐᐃᓐᓇᐅᑲᐅᑎᒋᔪᓐᓇᖅᑐᖅ 

ᓄᓇᕗᒻᒥᐅᑦᑕᐃᓐᓇᐸᓗᓐᓄᑦ?  

 

ᐱᓗᐊᖅᑐᒥᖅᑲᐃ ᓯᕗᓪᓕᕐᒥᒃ ᑖᒃᑯᐊ ᐊᑭᓖᔭᕆᐊᖃᕐᓂᖓ 

ᐱᓪᓗᒍ. ᐱᔭᕆᐊᖃᓪᓚᕆᒃᑲᓗᐊᕐᒪᖅᑲᐃ? ᐊᐃᑉᐹ ᖃᓄᖅ 

ᐊᔪᕐᓇᓐᖏᑎᒋᕚ ᐊᑭᓖᔪᓐᓇᕐᓗᓂ ᑮᓇᐅᔭᑐᐃᓐᓇᕐᒥᒃ 
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to go through it and make sure that it’s still 

relevant, make sure that it’s still appropriate 

for our legislation, and then use that to build 

good training material for ATIPP 

coordinators and staff of other departments. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. The next name I 

have on my list: Ms. Brewster. 

 

Ms. Brewster:  Thank you, Mr. Chairman.  I 

have some follow-up questions. Perhaps we 

can start with, what we have heard is that 

there are a number of departments that are 

doing really well in responding to these 

requests, which are Finance, Human 

Resources…sorry, that’s the wrong one; 

Health. Let me start by asking the 

Department of Health to describe their access 

to information and protection of privacy 

team, what is the designation of the position, 

is it a manager motion, is it a coordinator 

position, what’s the pay scale, and whether 

or not there’s more than one position. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Hunt.  

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

to the Member for the question. Currently, 

Health has two positions. We have our access 

to information coordinator and we have a 

privacy officer. Those are the two roles that 

we currently have within Health. I don’t have 

the pay scale in front of me. It’s something 

that I’m happy to go back and organize. 

 

I would say one of the areas that I think 

we’re really proud of around those two 

positions is that they’re individuals who have 

been with Health for some time, who have a 

deep knowledge and also, I think, an 

eagerness for sharing their knowledge and 

helping Health understand the roles, 

ᐊᐅᒃᑕᔫᒧᑦ ᐅᕝᕙᓗ ᓯᒃᑭᒃᓴᔭᓕᐅᕐᓗᑎᑦ? 

ᐊᐱᖅᑯᑎᒋᓚᕿᕙᒃᑲ ᐅᑯᐊ ᖃᐅᔨᒪᒐᒪ 

ᓂᕈᐊᖅᑎᖁᑎᒋᔭᓐᓂᒃ ᐅᖃᐅᓯᖃᖃᑦᑕᖅᓯᒪᔪᓂᒃ 

ᐊᑐᐃᓐᓇᖃᕈᓐᓇᖅᓯᒪᓐᖏᓐᓂᖏᓐᓂᒡᒎᖅ 

ᐃᓅᔪᒥᓂᖅᓯᐅᑎᓅᓕᖓᑉᐸᑕ, ᐊᓯᖏᓪᓘᓐᓃᑦ 

ᐊᑭᓖᔭᕆᐊᖃᖅᑐᓂᒃ ᐊᔪᕐᓇᐸᓗᖃᑦᑕᕐᒪᑦ ᐃᖃᓗᓐᓂ 

ᐊᑭᓖᔪᖃᓐᖏᒃᑯᓂ ᐊᐅᑦᑕᔫᖃᖅᑐᖃᓐᖏᒃᑯᓂ 

ᐱᓗᐊᖅᑐᖅ. ᑖᓐᓇ ᑭᐅᔭᐅᔪᓐᓇᖅᐸᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ: ᒥᔅᑕ ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐃᒃᓯᕙᐅᑕᖅ. ᖁᔭᓐᓇᒦᒃ 

ᐊᐱᕆᒐᕕᑦ. ᑖᓐᓇ ᑐᓴᕈᒥᓇᖅᑐᒻᒪᕆᖁᓪᓗᓂ ᐊᐱᖅᑯᑦ. 

ᐊᑯᓂᐊᓗᓪᓗ ᐅᖃᐅᓯᕆᔪᓐᓇᖅᖢᒍᓗ 

ᐊᑯᓂᐅᓇᓱᔾᔮᖏᓚᖓ. $25−ᑖᓚ ᐊᑭᓕᔭᕆᐊᓕᒃ 

ᐊᐱᖅᑯᑦ ᑕᐃᒪᐃᑦᑕᕆᐊᖃᕐᒪᑦ. ᐃᓚᖏᓐᓂ ᑲᓇᑕᒥ 

ᒐᕙᒪᖃᕐᕕᐅᔪᓂᒃ ᐊᑭᓕᕆᐊᖃᓲᓐᖏᑦᑐᑦ. ᐃᓚᖏᓐᓂᓪᓗ 

ᒥᑭᓂᖅᓴᐅᓪᓗᓂ ᐊᑭᖓ $25−ᑖᓚᖃᐃ ᐊᑭᖓ 

ᖁᑦᑎᓛᖑᖃᑕᐅᕗᖅ ᑲᓇᑕᒥ ᐊᑭᓕᕈᑎᐅᕙᑦᑐᓂᒃ. ᐄ, 

ᐅᖃᐅᓯᐅᔪᓐᓇᖅᑑᒐᓗᐊᖅ 

$25−ᑖᓚᐅᑦᑕᕆᐊᖃᕐᒪᖔᕐᓘᓐᓃᑦ.  

 

ᐊᓪᓛᑦ ᓇᒻᒥᓂᖅ ᑲᓇᑕᒥ ᑲᓐᖑᓇᖅᑐᓕᕆᔨᐅᖃᑎᒃᑲ 

ᐊᖏᖃᑎᖃᖅᑐᔭᓐᖏᑦᑑᒐᓗᐊᑦ ᑭᓯᐊᓂ ᐊᑭᓕᐅᑎᖃᖅᑲᑦ 

ᓈᒻᒪᓕᕋᔭᖅᑰᖅᑐᖅ. ᐲᖅᑕᐅᑉᐸᑦ ᐃᒫᒃ 

ᖃᓄᑐᐃᓐᓇᑦᑎᐊᖅ ᐃᓱᒻᒥᕈᑎᑐᐃᓐᓇᖅᑕᒥᓂᒃ 

ᑐᑦᓯᕋᐅᑎᖃᖃᑦᑕᓕᕋᔭᕐᖓᑕ ᑕᐃᒪᐃᑦᑐᖃᖅᓯᒪᒻᒥᒻᒪᑦ 

ᐳᕆᑎᔅ ᑲᓚᒻᐱᐊᒥ. ᓲᕐᓗᒃ ᑐᑦᓯᕋᕐᕕᐅᖏᓐᓈᓗᓕᖅᓱᑎᒃ. 

ᐃᒫᒃ ᓄᖅᑲᓯᓚᑦᑕᐅᖏᒻᒪ ᑐᑦᓯᕋᖅᑐᖅ, 

$25−ᑖᓚᐃᕆᐊᖃᖅᑎᓐᓇᒍ ᓈᒻᒪᒋᓇᓱᒋᓪᓗᒍ ᒪᓕᒐᕗᑦ. 

ᓲᕐᓗᒃ ᑲᓇᑕᒥ ᒪᓕᒐᐅᕙᑦᑐᓂᒃ. ᑖᓐᓇ ᐊᑭᓕᒃ ᐊᑭᖓ 

ᖁᔭᓈᖅᑕᐅᔪᓐᓇᖅᑐᖅ ᐃᓚᖏᓐᓂᖅᑲᐃ.  

 

ᓲᕐᓗᒃ ᐅᑉᐱᕈᓱᒃᑯᓂ ᑭᓇᑐᐃᓐᓇᖅ ᐃᒫᒃ 

ᐊᑭᓕᕈᓐᓇᖏᓪᓚᑦᑖᕐᓗᓂᐅᒃ ᐊᑭᖓ ᑐᑦᓯᕋᕈᓐᓇᖅᑐᖅ. 

ᐊᑭᓖᓐᖏᑎᑕᐅᒍᒪᓗᓃᓛᕐᓗᓂ, ᑖᓐᓇ ᓈᒻᒪᖅᑰᒻᒪᑦ. ᐄ, 

ᐊᑭᓖᑎᕙᓪᓗᒋᑦ ᐊᑭᓖᒍᓐᓇᖅᑐᑦ ᒪᑐᐃᖓᓂᖅᓴᐅᕙᓪᓗᒍ 

ᑖᒃᑯᓄᖓ ᑐᓴᕋᔅᓴᒥᑦ ᑐᓂᔭᐅᒍᒪᓗᐊᕋᔭᓐᖏᑦᑐᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ. ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᓪᓕ ᐊᑭᖃᓐᖏᑦᑐᖅ 

ᓯᖁᒥᑕᐅᔪᖃᖅᑐᕆᒃᑯᓂ ᐃᒻᒥᓂᒃ ᒥᑦᓵᓅᓕᖓᔪᓂᒃ 

ᐅᖃᐅᓯᖃᕈᓐᓇᕐᒪᑕ ᐊᓪᓚᕕᒻᒧᑦ, ᐊᓪᓚᕕᒻᒧᓪᓘᓐᓃᑦ 

ᕿᒥᕐᕈᔭᐅᓇᔭᕐᒪᑦ ᐸᓴᑦᓯᔪᖃᕈᓂ ᑲᓐᖑᓇᖅᑐᒥᑦ 

ᓯᖁᒥᑦᑎᔪᖃᓚᐅᕐᓂᖓᓂ. ᑐᓴᕋᔅᓴᓅᓕᖓᔪᓄᑦ ᑭᓯᐊᓂ 

ᑕᒪᒃᑯᐊ ᐊᑭᓕᕆᐊᓖᑦ ᑐᕌᖓᓲᖑᕗᓪᓕ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 
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functions, and requirements that individuals 

have under the Act and under the law.  

 

Sorry, Iksivautaaq; I can tell you that the 

positions are at a pay range 16. 

(interpretation) Thank you.  

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that response. I started reading 

off the departments that weren’t doing well.  

 

Can I go to the Department of Community 

and Government Services to hear about who 

their team is as well, how many positions 

there are, and what pay scale they’re at? 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. 

Thank you for the question. We have a 

slightly different approach than our 

counterparts, the number one, the 

Department of Health, wherein we used to 

have one position responsible for security 

and access to information requests. That 

individual retired and left us with a bit of a 

deficit in that space. Since that time, we have 

identified accountability for access to 

information requests to our director of 

policy, who is at the director level. That 

individual is responsible for triaging the 

requests with the policy team. Those files are 

typically then assigned to a staff within the 

policy division to manage with the applicant. 

Basically, this is the concept of cross-training 

to enhance our overall capacity to manage 

access requests when people are on leave or 

if there are transitions. That’s one of the risks 

that have been identified in previous reports. 

 

The actual pay scales of the folks, the key 

staff involved this those files, range from the 

director to the manager level and include our 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᕋᕕᐅᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ ᐊᒻᒪᓗ ᒥᔅᑕ 

ᓯᑎᐅ. ᐊᓕᐊᓇᐃᑦ ᖁᔭᓈᖅᑕᐅᔪᓐᓇᒥᒻᒪᑦ ᐊᑭᓕᕿᐊᓕᒃ, 

ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᓚᐅᕐᒥᒐᒃᑯ. ᑖᓐᓇ ᑭᒃᑯᓕᒫᖅ ᑐᓴᕋᔅᓴᑦ. 

ᖃᓄᖅ ᓇᕐᕚᖅᑕᐅᔪᓐᓇᒋᐊᖏᓐᓂ ᑐᓴᕋᔅᓴᓅᓕᖓᔪᑦ 

ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᑦ. ᓈᒻᒫᓂᑉᐸᑦ, ᖃᐅᔨᒫᓂᑉᐹᑦ 

ᑕᖅᑳᓃᑦᑐᑦ ᐊᑭᖃᓐᖏᓐᓂᖓᓂ ᑲᓐᖑᓇᖅᑐᒨᓕᖓᔪᒧᑦ 

ᓯᖁᒥᑦᓯᔪᖃᖅᑐᒋᒍᓂ. ᖃᐅᔨᒫᓂᑉᐹᑦ ᑕᖅᑳᓂ ᓄᓇᕗᒻᒥ 

ᑖᒃᑯᐊ ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᓇᒻᒥᓄᑦ ᐱᔪᓂᒃ ᑐᓴᕋᒃᓴᓂᒃ 

ᓇᕝᕚᕈᓐᓇᕐᓗᑎᑦ. ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒥᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᐃᓕᓴᕆᒐᓗᐊᖅᑕᕋ ᒪᓕᒐᓕᐅᖅᑎ ᑭᐅᖅᑲᐅᓐᖏᓇᒃᑯᑦ 

ᐊᐱᖅᑯᑎᕕᑦ ᐊᐃᑉᐹ ᓯᕗᓂᖓᓂ. ᑕᐃᓐᓇ 

ᑭᐅᑲᐃᓐᓇᕐᓂᐊᕋᒃᑯ. ᖃᓄᖅ ᐊᑭᓖᕙᓐᓃᑦ ᒥᑦᓯᓪᓗᒍ. 

ᑖᓐᓇ ᒥᔅᑕ ᐅᐃᓐᑕᐃᓐ ᑭᐅᑦᓯᐊᕈᓐᓇᓂᖅᓴᖅᑰᖅᑐᖅ. 

ᐊᑭᓕᕆᐊᓖᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᑭᓕᐅᑕᐅᕙᒻᒪᑕ 

ᐅᓐᓂᖅᑐᖃᖁᒪᓗᓂᓕ ᐊᑭᓕᖅᑕᐅᕙᒻᒪᑕ. ᑮᓇᐅᔭᓂᒃ 

ᑲᒪᓐᖏᑦᑐᖓ. ᐄ, ᐱᔾᔪᑎᖃᖅᑐᖃᖃᑦᑕᖅᓯᒪᔪᖅ ᖃᓄᖅ 

ᐊᑭᓕᔭᕆᐊᖃᕐᒪᖔᑕ ᓲᕐᓗᒃ ᐊᐱᖅᑯᑎᒋᖅᑲᐅᔭᕐᓄᑦ, 

ᓲᕐᓗᒃ ᐊᔪᕐᓇᖏᑦᑐᔪᒋᑦᓯᔪᖃᕈᓂ $25−ᒥᑦ ᐊᑭᓖᓂᖅ 

ᐱᔭᕆᑐᑎᓪᓗᒍ.  

 

ᑮᓇᐅᔭᓕᕆᔨᒃᑯᑦ ᓈᒻᒪᓂᖅᓴᐅᓕᖅᑑᒐᓗᐊᑦ 

ᐊᑭᓕᕆᐊᓕᓐᓄᑦ, ᑭᓯᐊᓂ ᓈᒻᒫᓂᑦᓯᒪᔪᑯᓘᓐᖏᒻᒪᑦ. ᐃᒫᒃ 

ᒥᔅᑕ ᓰᓕ ᑖᓐᓇ ᑭᐅᒋᐊᒃᑲᓐᓂᓂᐊᖅᑐᑦᓴᐅᔫᒐᓗᐊᖅ 

ᐊᐱᖅᑯᑏᑦ. ᑖᒻᓇ ᑭᒃᑯᑦ ᑐᓴᐅᒪᑦᓯᐊᕋᓗᐊᖅᐸᑦ 

ᐱᔪᓐᓇᐅᑎᖃᕐᓂᖏᓐᓂ ᑕᑯᔪᓐᓇᐅᑎᖃᕈᓐᓇᕐᓗᑎᑦ 

ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᓄᓪᓗ ᐱᔪᓂᑦ. ᐃᒫᒃ 

ᖃᐅᔨᒪᓪᓚᕆᓐᖏᒃᓱᒍ ᐄ, ᑕᒪᒃᑯᐊ ᒐᕙᒪᒃᑯᓐᓂ 

ᐱᓕᕇᓐᓇᖅᑐᑦ ᓲᕐᓘ ᐱᕙᓪᓕᐊᔪᓕᕆᔨᐅᒍᑎᒃ, 

ᓇᒻᒥᓂᖁᑎᖃᖅᑑᒍᑎᒃ, ᐃᒻᒪᖃ ᑳᓐᑐᓛᒃᒥᑦ ᐱᓇᓱᑦᑐᑦ 

ᖃᐅᔨᒪᐸᓗᒐᔭᑦᑐᑦᓴᐅᔫᒐᓗᐊᑦ ᑭᓯᐊᓂᓕ ᐃᓄᑐᐃᓐᓇᐃᑦ 

ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᖃᐅᔨᒪᔭᒐᔭᕐᒪᖔᑕ ᓇᕝᕚᕈᓐᓇᕐᓂ 

ᑐᓴᕋᔅᓴᓂᒃ ᓯᖁᒥᑦᑕᐅᓂᕈᑎᓪᓘᓐᓃᑦ 

ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᑦ ᑭᐅᒍᓐᓇᓐᖏᑦᑐᖓ. 

ᑭᐅᒋᐊᑐᓐᖏᓇᒃᑭᑦ, ᐅᕙᖓᓕ ᐊᑯᓐᓂᖓᓂ 

ᐊᑯᓐᓂᖅᓴᐅᓂᖅᓴᐅᒐᒪ, ᑐᓴᐅᒪᑎᑦᓯᒋᐊᖅᑐᔾᔮᖏᓐᓇᒪ 

ᐱᖁᔭᒨᓕᖓᔪᓂᒃ ᑕᒪᒃᑯᓇᓐᖓᑦ. ᐃᒫᒃ, ᐊᑯᓐᓂᖓᓃᑦᑐᑦ 

ᓯᖁᒥᑦᑎᔪᖃᕈᓂ ᑖᓐᓇ ᐅᐊᑦᑎᔨ ᐅᕕᓐᖏᐊᓲᖑᒻᒪᑦ.  

 

ᑖᒃᑯᐊᓕ ᐊᐅᓚᑦᓯᔪᑦ ᑕᒪᑦᓱᒪᓐᖓᑦ ᒐᕙᒪᒃᑯᑦ 

ᑎᒥᖁᑎᖏᓪᓗ. ᐆᑦᑑᑎᒋᓗᒍᓗ ᐋᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ. 

ᑖᒃᑯᐊ ᐋᓐᓂᐊᕐᕕᓕᐊᖅᐸᑦᑐᑦ ᖃᐅᔨᒪᕙᑉᐹᑦ 
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legislative specialist and in some cases, our 

communications team as well. That’s all 

about building up capacity for this critical 

function. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you, Mr. Seeley, for that response. 

I’m going back in my memory trying to 

remember what different pay scales are and I 

think some managers start at 18 to 20, and 

then there’s the Hay Plan, which is where 

directors are paid. This is substantially higher 

than pay scale 13, which is what the norm is 

across the territory. What we are hearing is 

that if it rings true, when you pay people well 

to do this work, you get good work. 

 

I would like to go back to the Information 

and Privacy Commissioner to ask whether or 

not these… . There is a difference between 

requests. What we can assume, I think, is that 

requests that go to Health are about privacy 

issues and, perhaps, requests that go to CGS 

are requests for information. I’m just 

guessing, so if the commissioner could talk 

to us about that, I would appreciate it. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you, Ms. Brewster. Mr. 

Steele. 

 

Mr. Steele: Every department has a 

responsibility of dealing with both access to 

information, that’s where somebody wants 

information, but also privacy, which is, if it’s 

personal information, make sure that it 

doesn’t get out. Both departments are dealing 

with both kinds of files. 

 

I would say, however, that Health by its 

nature, because of the vast amount of 

personal health information that it holds, is 

probably dealing with more privacy files than 

other departments, but every department in 

ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᑦ ᓯᖁᒥᑕᒥᓂᐅᒋᐊᖏᓐᓂ. ᓲᕐᓗᒃ 

ᓇᕐᕚᕈᓐᓇᕐᓗᑎᑦ ᐊᒻᒪ ᖃᐅᔨᓴᖅᑕᐅᒍᓇᕐᓗᑎᑦ 

ᐅᓐᓂᕐᓘᑎᖏᑦ ᖃᐅᔨᒪᓐᖏᓚᖓᓕ. 

ᐋᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓄᓪᓗ ᑕᒪᓐᓇ ᑲᒪᒋᒻᒪᔾᔪᒃ 

ᐅᕙᖓᐅᓐᖏᑦᑐᖅ. ᐊᑯᓐᓂᖓᓃᑐᐃᓐᓇᕋᒪᓕ 

ᐊᐅᓚᑦᓯᖏᖦᖢᖓ. ᖁᔭᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. ᑖᒃᑯᐊ 

ᑖᓐᓇ ᐊᑭᓖᖃᑦᑕᕈᑎᐅᑉ ᒥᒃᓵᓄᑦ ᐅᖃᐅᓯᖃᕈᒪᔭᑎᑦ? 

ᒐᕙᒪᒃᑯᑦ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᖅᑳᕐᓗᒍᑦᑕᐅ, ᒪᕐᕉᓕᖅᑲᖓᒻᒪᑎᒃ 

ᑕᒪᐃᓐᓅᓕᖓᐸᓗᑦᑐᑦ ᑐᒃᓯᕋᕈᑎᕙᑦᑐᑦ ᑐᓴᕋᑦᓴᓂᒃ. 

ᑐᓴᕋᑦᓴᑐᐃᓐᓇᓂᓪᓗ ᕿᓂᖅᐸᑦᑐᑦ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᐊᕆᕙᑦᑕᖏᓐᓂ. ᑭᓯᐊᓂᑦᑕᐅ ᓇᒻᒥᓅᓕᖓᔪᒥᑦ 

ᐱᖃᕐᒥᕋᑦᑕ ᑐᓴᕋᔅᓴᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᑉᐸᑦ. 

ᐋᓐᓂᐊᖅᑐᓕᕆᔨᐅᒃᑯᑦ ᓇᒻᒥᓄᓕᖓᔪᓂᒃ, 

ᓇᒻᒥᓅᓕᖓᔪᓂᑦ ᐊᑭᖃᓐᖏᑦᑐᖅ, $25−ᑖᓚ ᐊᑭ 

ᑭᓯᐊᓂ ᑐᓴᕋᔅᓴᑐᐃᓐᓇᕐᓄᑦ ᑐᕌᖓᔪᖅ.  

 

ᒫᓐᓇ ᐱᔪᓐᓇᕐᓂᖃᓕᕋᓗᐊᖅᐳᒍᑦ ᑮᓇᐅᔭᓕᕆᔨᒃᑯᑦ 

ᐃᓚᒋᓗᒋᑦ. ᖃᓄᑐᐃᓐᓇᑦᓯᐊᖅ ᐊᑭᓕᐅᑎᐅᔪᓐᓇᖅᑐᓂᑦ. 

ᓯᒃᑭᒧᑦ ᑭᓯᐊᓂ ᐱᕙᓚᐅᖅᓯᒪᔫᒐᓗᑦ 

ᑎᑎᖅᑲᓂᐊᕐᕕᒃᑯᑎᒍᑦ ᓯᒃᑭᒃᓴᔭᐅᓘᓐᓃᑦ, ᐊᐅᑦᑕᔫᓂᓗ 

ᖃᓄᐃᑦᑐᑐᐃᓐᓇᕐᓂᑦ ᐊᑐᕈᓐᓇᓕᖅᖢᑕ. 

ᖃᓄᑐᐃᓐᓇᑦᓯᐊᖅ ᐊᑭᓕᐅᑕᐅᔪᓐᓇᖅᑐᒥᑦ 

ᐊᑐᖅᐸᓕᖅᐳᒍᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᑕᖅ. ᖁᔭᓇᒦᒃ 

ᑭᐅᑦᑎᐊᕋᕕᑦ. ᐅᑎᕐᓗᖓ ᑭᐅᔾᔪᑎᐅᖅᑲᐅᔪᓄᑦ 

ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓂ ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔮᖑᔪᑦ ᐊᐅᓚᑦᓯᔩᑦ, 

ᑲᒪᔩᑦ, ᕿᒥᕐᕈᔩᑦ ᐊᒻᒪ ᖃᐅᔨᒪᓂᖃᖅᑐᑦ. ᑭᑑᕙᑦ 

ᐱᓕᕆᐊᕆᔭᖏᑦ ᑖᒃᑯᐊ 

ᑐᓴᐅᒪᑎᑦᓯᐊᖅᐸᒋᐊᖃᕐᓂᖏᓐᓂ 

ᑕᑯᔪᓐᓇᐅᑎᖃᕈᓇᓂᕐᒧᑦ ᐊᒻᒪᓗ ᑲᓐᖑᓇᖅᑐᒨᓕᖓᔪᓂᑦ, 

ᑐᓐᖓᔪᓂᑦ. ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. ᑕᒪᒃᑯᐊ 

ᐊᓪᓚᕕᑦᑎᓐᓂ ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᓂᑦ ᑲᒪᕙᑦᑐᑦ 

ᑐᓴᐅᒪᑎᑦᓯᒋᐊᖃᕐᓂᕐᒧᑦ ᑕᒪᒃᑯᐊ 

ᑕᑯᓐᓇᐅᑎᖃᕈᓐᓇᖅᑐᖅ ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᓂᓪᓗ 

ᐃᑭᐊᕐᕆᕕᑦᑎᓐᓂ ᒫᓐᓇᒧᑦ ᑕᑯᔭᒃᓴᑎᓐᓂ ᑐᕌᕈᑏᑦ 
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one way or another is holding some form of 

personal information, so they all have to be 

thinking about privacy. 

 

If I may, Mr. Chairman and Member, in 

response to your last question, Member, we 

got two different approaches, so these are 

really well performing departments, and 

what’s happening in Health is they are 

paying their person enough that they’re 

happy to stay there so they can build that 

experience and knowledge, plus leadership 

from the top. It’s a great combination. That’s 

why Health is functioning well. 

 

Community and Government Services did 

have a specific person before, but that person 

retired. Now the responsibility is primarily 

on the desk of a manager, but that’s okay 

because that is somebody who really 

understands government, understands their 

department. A manager can typically be more 

efficient about how they go about responding 

to the request because they know exactly 

where to look and what they need to do, and 

then they can provide guidance to the policy 

analysts who are actually doing the hands-on 

work.  

 

Two different approaches and then we’re 

now on the verge of a third approach, which 

is the one that Executive and 

Intergovernmental Affairs is doing, and that 

is recognizing that the very small 

departments simply do not have the ability to 

follow the law properly. They just don’t 

because they’re not big enough, and access 

and privacy is something they might do once 

in a while. They don’t develop that 

experience. They don’t develop that feel for 

the files. The reason why the budget has 

gone up is so that they can have a central unit 

so that there are, for example, people who 

maybe develop that experience. If somebody 

goes on vacation, the files don’t stop; there’s 

ᑭᒃᑯᓐᓄᑦ ᐊᐃᒍᓐᓇᒋᐊᑦᓴᖏᓐᓂ ᑲᓐᖑᓇᖅᑐᒨᖓᑉᐸᑕ. 

ᐅᕙᒍᑦ ᐱᓕᕆᕝᕕᑎᓐᓂ ᑲᒪᕙᑉᐳᒍᑦ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ.  

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑭᐅᑦᓯᐊᕋᕕᓪᓗ. ᑐᓴᓚᐅᕐᒥᒐᑉᑕ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᒥᑦ 

ᑎᒥᐅᔪᓂᑦ ᐊᔾᔨᒌᓐᖏᑦᑐᑦ ᐊᑐᖅᑕᐅᕙᓐᓂᖏᓐᓂ. 

ᐃᖅᑲᓇᐃᔭᖅᑎᑖᕋᓱᓐᓂᕐᒧᑦ ᐊᒻᒪᓗ ᖃᓄᖅ 

ᐱᔪᑦᓴᐅᒻᒪᖔᑕ ᑐᑦᓯᕋᖅᑐᖃᕈᓂ ᑐᓴᕋᔅᓴᓂᒃ. ᑖᒃᑯᐊ 

ᑕᒪᕐᒥᒃ ᐱᓕᕆᑦᑎᐊᖅᐸᑦᑐᑦ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖏᑦ. 

ᑮᓇᐅᔾᔭᔅᓵᖏᑦ 16−ᒥ ᖁᓛᓂ ᓇᓗᓇᐃᔭᕈᑎᖃᖅᓱᑎᒃ. 

ᐊᐅᓚᑦᑎᑦᓯᔨᑦᑖᖅᐸᓪᓕᐊᓂᖅ ᐱᓪᓗᒍ.  

 

ᖃᓄᖅ ᑕᐃᒪ ᑖᒃᑯᐊ ᐱᓕᕆᔨᓯ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓂ 

ᐱᓇᓱᐊᖃᑎᖃᖅᐸᑉᐸᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓂ, 

ᐃᖅᑲᓇᐃᔮᓄᑦ ᓇᓗᓇᐃᔭᐃᒍᑎᐅᔪᓂᒃ 

ᑕᐃᒪᐃᓐᓅᓕᖓᐸᓗᑦᑐᓂᒃ ᐊᑐᓂ ᒐᕙᒪᒃᑯᑦ 

ᑎᒥᖁᑎᖏᓐᓂ? ᖃᓄᕐᓗ ᐱᓗᐊᖅᑐᖅ 

ᑐᑭᒧᐊᑦᑎᑦᓯᓂᖃᖅᐹ, ᐋᖅᑮᔪᖃᕋᔭᕈᓂ ᑮᓇᐅᔾᔭᔅᓵᑦ 

ᖃᓄᐃᓕᖓᔪᑦᓴᐅᓂᖏᓐᓂ ᐃᖅᑲᓇᐃᔮᖃᐃ ᐱᓗᐊᖅᑐᖅ 

ᑖᒃᑯᐊ ᒪᓂᒪᑎᑕᐅᓕᖅᑐᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ ᖁᔭᓐᓇᒦᒃ 

ᐊᐱᕆᒐᕕᑦ. ᐃᓚᖏᓐᓂ ᑖᑉᑯᐊ 

ᐱᓕᕆᐊᖑᕙᓪᓕᐊᖃᑦᑕᖅᓯᒪᔪᑦ ᓯᕗᓂᑦᑎᓐᓂ 

ᖃᓄᐃᓘᖅᐸᒻᒪᖓᑕᓕ ᐅᓪᓗᒥ ᑭᐅᒍᓐᓇᖅᐳᖓ, ᑖᓐᓇ 

ᐊᖏᕈᑎᓕᐊᕆᕙᓪᓕᐊᕙᑦᑕᑎᓐᓂ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖓ 

ᐊᖏᕈᑎᒃᓴᑎᓐᓂ ᑕᒪᒃᑯᐊ ᐱᓪᓗᒋ ᐃᖅᑲᓇᐃᔮᑦ 

ᓇᓗᓇᐃᕈᑎᖏᑑᓐᖏᑦᑐᖅ ᕿᒥᕐᕈᖓᓂᑦᑕᐅ ᐊᒻᒪᓗ 

ᐱᔨᑦᓯᕋᐅᑎᖃᑦᓯᐊᓂᕐᒧᑦ ᐊᑦᑐᐊᔪᓂᑦ, 

ᐱᕚᓪᓕᔭᐅᖁᓪᓗᒋᑦ ᐱᔨᑦᓯᕋᐅᑏᑦ. 

ᐱᓕᕆᕝᕕᑎᓐᓅᖏᑦᑐᖅ ᑭᓯᐊᓂᑦᑕᐅ ᑭᒃᑯᓕᒫᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ, 

ᑕᐅᑐᓪᓗᐊᑕᖅᐳᖓ ᐃᒃᓯᕙᐅᑕᖅ ᐱᕙᓪᓕᐊᔭᐅᒻᒪᖔᑕ 

ᑕᒪᐃᓅᓕᖓᔪᓂᑦ ᐃᖅᑲᓇᐃᔮᓄᑦ ᓇᓗᓇᐃᔭᐃᒍᑎᓂᒃ 

ᐊᒻᒪ ᕿᒥᕐᕈᔭᐅᕙᓐᓂᖏᓪᓗ ᐊᔾᔨᒌᔾᔫᒥᓕᕐᓗᑎᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᒐᕙᒪᒃᑯᓐᓂ. ᑭᓱᑦ ᐱᒃᑯᒥᓇᖅᑑᒐᔭᕐᓂᖓ 

ᑕᐅᑐᖦᖢᒍ ᐊᔾᔨᒌᓐᖏᑦᑑᓗᐊᕋᔭᓐᖏᒃᑲᓗᐊᕐᒪᑕ ᑖᒃᑯᐊ 

ᑐᑦᓯᕋᕈᑎᐅᕙᑦᑐᑦ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖏᓐᓂ 

ᑭᖑᕙᓐᖏᓪᓗᑎᑦ. ᐃᓱᐊᓛᒃᑯᑦ ᒪᓕᒐᐅᑉ ᐃᓗᐊ ᒪᓕᒐᐅᑉ 
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somebody else to pick it up and keep the 

work going. 

 

Those are the three ways of doing it. All of 

them work, and what we need to do is to find 

a way with one or the other or the other 

methods of approaching this of bringing 

especially the smaller departments and 

smaller units of government up to that level 

that these departments are already 

functioning at. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that response. There’s a lot to 

unpack there. I am really interested in 

hearing more about the differences between 

access to information and privacy 

coordinators as well as that health position 

that’s mentioned, the privacy-focused 

position. 

 

However, I would just like to go back to the 

discussion this morning about the delays in 

response. We’re hearing a lot about capacity 

issues and I wonder if some of the delays are 

related to the nature of the requests, whether 

it’s an information request or a privacy-

related request. Is there a difference between 

the Government of Nunavut’s capacity to 

respond to either one of those? Thank you, 

Mr. Chairman. That’s to Commissioner 

Steele. Thank you. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: When you’re talking about 

timing, privacy files and access files are very 

different. The law sets strict deadlines for 

responding to an access request. This is when 

somebody, typically a citizen, says, “I would 

like information on this topic.” When they 

have sent in the request and paid their $25, 

there is a $25 fee to apply, and then the 25 

business days start. That’s the law. The law 

ᐊᑖᓂ ᐊᑐᕐᓗᒍ. ᐃᖅᑲᓇᐃᔮᓪᓗ ᓇᓗᓇᐃᔭᐃᕈᑎᖏᓐᓂ 

ᖃᐅᔨᒪᓂᖅᑕᖃᕆᐊᖃᕐᒥᒻᒪᑦ.  

 

ᖃᐅᔨᓯᒪᔭᕐᓂᓪᓗ ᐃᖅᑲᓇᐃᔭᖅᓱᓂ ᒐᕙᒪᒃᑯᓐᓂ 

ᐊᔅᓱᕈᓐᓇᐸᓗᒍᓐᓇᒥᒻᒪᑦ ᐱᓇᓱᕝᕕᖃᕆᐊᖏᑦ 

ᐱᓇᓱᖃᑎᖃᕆᐊᒥᑦ, ᓲᕐᓗᒃ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓂ 

ᐃᖅᑲᓇᐃᔮᖑᔪᖅ ᕿᒥᕐᕈᔭᐅᑦᓯᐊᖁᓪᓗᒋᑦ ᑮᓇᐅᔾᔭᔅᓵᒧᑦ 

ᐋᖅᑭᑦᓯᒪᑦᓯᐊᕐᓂᐊᕐᒪᑕ. ᐊᔪᓐᖏᓐᓂᖃᓐᖏᒃᑯᑎᒃ 

ᐊᔪᕐᓇᕋᔭᕐᒪᑦ. ᕿᒥᕐᕈᕙᑦᑐᑦ ᒐᕙᒪᑐᖁᑎᑦᑎᓐᓂ 

ᐃᓛᓐᓂᒃᑯᑦ ᖃᐅᔨᒪᓂᖃᑦᓴᐃᓐᓇᖅᐸᖏᒻᒪᑕ 

ᐅᖃᐅᓯᐅᔪᒥᑦ ᐱᓕᕆᐊᖑᕙᑦᑐᒥᓪᓘᓐᓃᑦ ᐃᖅᑲᓇᐃᔮᒥᑦ 

ᓇᓕᐊᓐᓂ. ᐊᓯᖏᓐᓂ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖏᓐᓂ 

ᓴᖅᑮᒐᔭᖅᑐᓂᒃ. ᑕᒪᒻᓇ ᑐᓴᐅᒪᑦᓯᐊᖃᑦᑕᖁᑉᓗᒋᑦ 

ᑐᑭᒧᐊᕈᑎᖃᑦᓯᐊᖁᓪᓗᒍ ᐃᖅᑲᓇᐃᔮᖑᔪᑦ ᑕᒪᒃᑯᐊ 

ᐱᓪᓗᒋᑦ.  

 

ᑕᒪᕐᒥᒃ ᐱᓕᕆᔪᓐᓇᑦᓯᐊᖁᓪᓗᒋᑦ ᒐᕙᒪᐅᔪᑦ 

ᑎᒥᖁᑎᖏᑦ. ᐅᑎᕐᕕᒋᓗᒍ ᐊᐱᖅᑯᑦ. ᖃᓄᖅ ᑖᓐᓇ 

ᑐᑭᒧᐊᑦᑎᑦᓯᔨᐅᕙᑦᑐᑦ ᑕᑯᔪᓐᓇᐅᑎᖃᕈᓐᓇᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑐᓐᖓᔪᓂᒃ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓂ 

ᐃᖅᑲᓇᐃᔮᑦ ᓇᓗᓇᐃᔭᕈᑎᖏᑦ ᐱᓪᓗᒋᑦ 

ᐊᔾᔨᐅᔾᔫᒥᓕᕈᑎᒃ ᕿᒥᕐᕈᔭᐅᕙᓐᓂᖏᓪᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ, ᐋᖅᑭᖅᓯᒪᑦᑎᐊᓂᖅᓴᐅᓕᖁᓪᓗᒋᑦ 

ᑮᓇᐅᔾᔭᔅᓵᕆᕙᑦᑕᖏᑦ ᒪᓕᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᐊᔾᔨᒌᓐᖏᑦᑑᑎᐅᓂᖏᓐᓂ ᕿᒥᕐᕈᓂᐊᕈᑦᑎᒍ ᐊᒻᒪᓗ 

ᐊᔾᔨᒌᓕᑦᓯᓂᐊᕈᑦᑕ ᐊᑕᖏᕐᓗᑎᑦ ᐱᓕᕆᕕᖏᓐᓂ 

ᐃᖅᑲᓇᐃᔮᕈᓐᓇᐅᑎᖏᓐᓄᓪᓗ ᐃᖅᑲᓇᐃᔭᖅᑏᓪᓗ 

ᕿᒥᕐᕈᕆᐊᖃᕋᔭᕋᑦᑎᒍ ᐱᓕᕆᕖᓪᓗ ᕿᒥᕐᕈᓗᑎᒍ ᓯᕗᒧᑦ 

ᐃᖏᕐᕋᓂᐊᕈᑦᑕ. ᐊᑕᐅᓯᕐᓗ ᕿᒥᕐᕈᒻᒥᔭᕗᑦ, ᖃᓄᕐᓕ 

ᐃᓄᓪᓚᑦᑖᓂᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᑖᕈᓐᓇᕐᓂᐊᕆᐊᔅᓴᑦᑕ 

ᓯᕗᓂᑦᑎᓐᓂ? ᖃᓄᑐᐃᓐᓇᖅ ᕿᒥᕐᕈᕗᒍᑦ. 

ᐊᑐᐃᓐᓇᕈᓐᓇᖅᑐᓂᒃ ᐊᑕᐃᓐᓇᖅᑐᒥᑦ 

ᕿᒥᕐᕈᒍᓐᓇᖁᓪᓗᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᐱᔾᔪᑎᐅᔪᖅ ᑲᒥᓴᓇᔅ ᓯᑎᐅ ᓇᓗᓇᐃᖅᑕᐅᒻᒥᔭᖓ. 

ᐃᖅᑲᓇᐃᔮᖑᔪᐃᑦ ᑖᒃᑯᐊ ᐊᑕᖏᖅᑐᒋᖃᐃ ᐃᖅᑲᓇᐃᔮᑦ 

ᐃᓪᓗᖃᓐᖏᒻᒪᑕ ᐃᖅᑲᓇᐃᔮᖏᑕ ᐃᓂᖏᑦ. 

ᖃᓄᕐᓕᑭᐊᖓᐃ ᑕᒡᕙ ᐃᓪᓗᑖᖅᑎᑕᐅᕈᓐᓇᕆᐊᖏᑦ 

ᑖᒃᑯᓄᖓ ᐃᓂᖏᓐᓄᑦ ᐊᑯᓂᐅᓂᖅᓴᒥᑦ ᐊᕐᕌᒍᐃᑦ 

ᓯᕕᑐᔪᓄᑦ ᐊᑕᒍᓐᓇᖅᑐᓂ 
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says that you have 25 business days to 

respond. Now, if it is a big request where 

they’re asking for a lot of information or if 

they need to consult with another 

department, then they can maybe get another 

25 business days, but that’s what the law 

says is allowed. 

 

As I said, Health always meets that deadline, 

so you know it’s possible, but other 

departments sometimes, for reasons that I 

don’t understand, don’t even get started. 

They don’t even seem to think about 

responding to the request until like day 20 or 

day 25, or I have had some files where a 

couple of months go by and they don’t even 

touch it, and then it comes to my desk and I 

say, “What happened here? You know 

there’s a deadline that you’re supposed to 

answer. How come you didn’t start working 

on it for two months?” There’s not usually a 

good answer to that question. It’s capacity; 

they were busy; they forgot; it was difficult, 

but those are not acceptable reasons under 

the law for not meeting the deadlines. 

 

On the privacy side, it is totally different. 

Privacy, depending on what the problem is, 

is something that you need to deal with right 

now, like right away. If somebody is 

releasing information that they shouldn’t 

release, you’ve got to stop that now. That 

part of the law says…the emphasis is really 

on acting quickly and they have to report it to 

me, like right away. When I say quickly, I’m 

talking about within hours, maybe within a 

day or two for the most serious ones, but no 

longer than that so that I can watch how they 

are responding to the request because the first 

thing to do when there’s a serious privacy 

breach is to stop it and stop the information 

from getting out however it is getting out, 

doing whatever you can to contain the 

problem. 

 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᕈᓐᓇᖁᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ ᐄ, 

ᑖᒃᑯᐊ ᐃᓪᓗᓄᑦ ᐊᑕᖏᖅᑐᒍ ᐱᓕᕆᕕᒥ ᐊᒃᓱᐊᓗᒃ 

ᐅᐃᒪᓇᖅᑐᒦᒻᒪᑕ ᐱᒍᒪᔪᐃᑦ ᐊᒥᓲᒻᒪᑕ. ᐊᐱᖅᑯᑏᑦ 

ᖃᓄᐃᑦᑐᑭᐊᖅ.  

 

ᐱᔭᕆᐊᑐᔪᕈᓘᒻᒪᑦ ᐃᒡᓗᐃᑦ ᐅᖃᐅᓯᐅᒑᖓᑕ. ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔮᑦ ᐃᓂᖏᑦ ᐃᒡᓗᑖᕐᓂᐊᕆᐊᖏᑦ 

ᐊᑕᖃᑦᑕᓐᖏᒻᒪᑕ. ᐅᑯᐊ ᐱᓕᕆᕕᓕᒫᑦ 

ᐊᑦᓱᕈᖅᑐᐃᓐᓇᐅᒻᒪᑕ ᐃᖅᑲᓇᐃᔮᖏᑎᒍᑦ ᐃᓂᖏᓐᓂᒃ 

ᐃᓪᓗᖃᕈᓐᓇᕆᐊᖏᑦ. ᑖᒃᑯᐊᑦᑕᐅᖅ ᑐᑭᒧᐊᑦᑎᑦᓯᔨᐅᔪᐃᑦ 

ᓲᕐᓗᒃ ᐱᑕᖃᖃᑦᑕᕐᓂᑰᒐᓗᐊᑦ ᑭᓯᐊᓂ ᓯᕗᓪᓕᐅᔾᔭᐅᔪᐃᑦ 

ᑭᓯᐊᓂ ᐃᒡᓗᑖᑦᓯᑦᑕᖅᑯᐃᑦ ᑭᖑᓂᑦᑎᓐᓂ 

ᑕᐃᒪᐃᑦᑑᖃᑦᑕᕐᓂᑰᒐᓗᐊᑦ. 

 

ᑭᓯᐊᓂ ᐊᒥᓱᐊᓗᐃᑦ ᐃᖅᑲᓇᐃᔮᑦ ᐃᓐᓄᒍᒪᔫᒐᓗᐊᑦ 

ᐃᒡᓗᒧᑦ, ᑭᓯᐊᓂ ᐃᒡᓗᑭᑦᓴᕐᖓᑕ ᒐᕙᒪᒃᑯᑦ. 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᑮᓇᐅᔾᔭᒃᓴᓂᖓ ᖁᑦᑎᓐᓂᖓ 13-

ᒦᑎᓪᓗᒋᑦ ᑖᓐᓇ ᐊᔭᐅᕆᓂᐊᕐᓂᖏᓐᓂᒃ ᓲᕐᓗᒃ 

ᐃᒡᓗᑖᕐᓂᐊᕈᑎᑦ ᐃᒡᓗᒥᒃ ᑭᓯᐊᓂ ᐊᑐᓃᖓᔪᒥᒃ 

ᕿᒥᕐᕈᒋᐊᖃᖅᑐᐃᑦ ᐊᓯᖔᖏᓐᓂᑦᑕᐅᖅ 

ᓯᕗᓪᓕᐅᔾᔨᓯᒪᔪᓂᒃ ᕿᒥᕐᕈᒋᐊᖃᓲᖑᒻᒥᒻᒪᑕ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᑐᑭᓯᓇᖅᑎᒋᐊᕐᓗᒍ, ᑐᑭᓯᓇᕆᐊᖅᑎᒍᒪᔭᕋᓗᐊᕋ. 

ᒐᕙᒪᒃᑯᑦ ᓄᓇᕗᑦ ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᒍᓂ 

ᒐᕙᒪᒃᑯᓐᓂ, ᐃᖅᑲᓇᐃᔭᖅᑎ ᐊᑕᓪᓚᑦᑖᕈᓂ, 

ᐃᒡᓗᑖᕈᓐᓇᕆᐊᕆᐊᑦᓴᕕᑦ ᐃᖅᑲᓇᐃᔮᒧᑦ ᐊᓯᐊᓄᑦ 

ᓄᖅᑎᕈᒪᓕᕐᓂᕈᓂ ᐃᒡᓗᖃᕈᓂ ᐊᓐᖔᔪᒐᓚᐅᒻᒪᑕ 

ᐊᓯᐊᓄᖔᖅ ᓄᑦᑎᓯᕗᖓ, ᑭᐅᔭᐅᒐᒪ ᐊᓐᖔᔪᐃᑦ 

ᐃᖅᑲᓇᐃᔮᖅ ᐃᒡᓗᖃᓐᖏᓐᓂᕈᓂ ᐊᓐᖔᔭᐅᔪᖓ 

ᐃᒡᓗᖃᕋᔭᓐᖏᒻᒪᑦ.  

 

ᐄ, ᑖᓐᓇ ᐱᒻᒪᕆᐅᖕᒪᑦ ᑐᓴᕆᐊᖃᖅᑕᕗᑦ 

ᓯᐊᒻᒪᖅᑎᒋᐊᓕᕗᑦ ᑐᓴᖅᑕᐅᓗᓂ. ᑖᓐᓇ ᐱᓗᐊᖅᑐᒥᒃ 

ᐃᖅᑲᓇᐃᔮᖏᓐᓂᒃ ᐱᒋᐊᓕᓵᖅᑎᓪᓗᒋᑦ ᑕᐅᕗᖓᓕᒫᖅ 

ᐊᑕᒍᒪᓂᐊᖅᑐᓄᑦ ᐱᓕᕆᕕᖓᖕᓂ ᑕᒪᓐᓇ 

ᐱᕕᖃᕆᐊᖃᕐᖓᑕ ᑐᑦᓯᕋᕐᓂᐊᕈᑎᒃ ᐃᖅᑲᓇᐃᔮᓂᒃ 

ᒐᕙᒪᒃᑯᓐᓂ ᓄᓇᕗᒻᒥ ᑖᒃᑯᐊ ᓴᓐᖓᑦᓯᕙᓪᓕᐊᓂᐊᕈᓂ 

ᐱᓕᒻᒪᒃᓴᖅᓯᕐᓈᕐᓗᓂᐅᒃ ᐃᖅᑲᓇᐃᔮᓂ ᐊᒻᒪ 
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We’ve had some files, I am pointing over to 

the folks from Community and Government 

Services because they’re the ones who run 

the Government of Nunavut’s computer 

systems, and for certain kinds of breach, the 

answer is to shut down a process or system 

or some kind of leak, or if I can call it a back 

door that somebody has found, and shut it 

down as quickly as possible, within hours. 

And they are very good at that stuff, I may 

say. 

 

Do you see what I mean, Member, that on 

the access side, the deadlines are very 

different from how quickly you have to 

respond to a serious privacy breach. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that response. I feel there is a 

bunch of different rabbit holes I could go 

down. However, I just want to focus right 

now on something that you said regarding 

the $25 fee. Is this something that is easily 

accessible to most Nunavummiut in terms of 

their ability, number one, the charge? Is that 

kind of the norm? Is there really a need for 

that fee? Number two, how easy is it to make 

that payment? Can a person pay it in cash? 

Can they pay it by credit card? Do they have 

to get a bank draft? Can they pay by debit? 

 

The reason I ask these questions is because I 

have had constituents raise issues of concern 

about being able to access copies of birth 

records and other records that require 

payment that it’s nearly impossible to request 

from Iqaluit without having somebody who 

can go over and make a payment because 

they don’t take credit cards. If I could get a 

response to that, I would appreciate it. Thank 

you, Mr. Chairman. 

 

Chairman: Mr. Steele. 

ᖃᓄᖅᑑᕈᒪᓐᓂᕈᓂ ᓲᕐᓗᒃ ᖃᓄᐃᓕᖓᓂᐊᕐᒪᖔᕐᒥᒃ 

ᐃᓅᓯᖓᓂᒃ ᐃᖅᑲᓇᐃᔭᕐᓂᐊᕈᓂᓗ ᓇᒥ. 

 

ᑕᒪᓐᓇ ᑕᕝᕙ ᑐᑭᓯᓇᑦᑕᐅᑎᒋᓲᖑᓐᖏᒻᒪᑦ ᓲᕐᓗᒃ 

ᕿᓂᕈᓐᓇᕐᓂᕆᔭᖏᓐᓂᓪᓗ ᐊᓯᐊᓄᑦ 

ᓄᑦᑎᕈᒪᓂᐊᕐᓂᖏᓐᓂᒃ ᐊᑕᓂᐊᕈᑎᓪᓗ ᒐᕙᒪᒃᑯᓐᓂ 

ᑖᓐᓇ ᐃᓱᒪᖅᓱᕈᑕᐅᒋᐊᖃᕐᓂᖓᓂᒃ ᓲᕐᓗᒃ 

ᓈᒻᒪᑦᓴᓐᖏᒃᑯᓂ ᓲᕐᓗᒃ, ᒫᓐᓇ ᐃᖅᑲᓇᐃᔮᕆᔭᖓᓂᒃ 

ᐃᖅᑲᓇᐃᔭᕐᕕᖓᓂᒃ ᐊᒻᒪᓗ ᐱᓕᕆᕕᐅᑉ ᐃᓗᐊᓂ. ᐊᒻᒪ 

ᓇᑦᓴᕈᓐᓇᓐᖏᒻᒪᐅᒃ ᐃᒡᓗᒋᕋᑖᖅᑕᖓ ᑖᑦᓱᒧᖓ 

ᐊᑕᐅᔪᕕᓂᐅᒍᓂ. ᐄ, ᑕᒪᑐᒪᓂ ᓄᖅᑲᕐᓂᐊᓕᕋᒪ ᒫᓐᓇ 

ᐃᑦᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ 

ᐃᓕᑕᕆᓚᐅᓐᖏᓐᓂᕋᓂ ᓄᖅᑲᓚᐅᓐᖏᓂᑦᑎᓐᓂ 

ᑐᑭᓯᓇᕆᐊᕆᐊᖃᕐᖓᑦ ᒥᔅᑕ ᕕᑦᓴᐃᓂᐅᑉ 

ᐅᖃᐅᓯᕆᔭᖓᓂᒃ. ᐅᓪᓗᒥ ᒪᑐᓂᐊᕐᖓᑕ ᖃᐅᔨᒪᔨᒋᔭᐃᑦ. 

ᐅᖃᖅᓯᒪᒻᒪᑦ ᐃᒡᓗᐃᑦ ᐊᑕᓐᖏᒻᒪᑕ. 

ᑐᑦᓯᕋᖅᑐᖃᓚᐅᕐᒪᖔᑦ ᐃᖅᑲᓇᐃᔮᑉ ᐃᓂᖓᓄᑦ. ᐊᒻᒪᓗ 

ᖃᐅᔨᒪᔪᒎᒐᓗᐊᖅ ᓂᖅᓯᓐᖑᓚᐅᑎᖃᑦᑕᖅᑐᐃᑦ 

ᐱᓕᕆᕖᑦ. ᑭᓯᐊᓂ ᒥᔅᑕ ᕕᑦᓴᐃᓂ 

ᑐᑭᓯᓇᖅᑎᒋᐊᕈᓐᓇᕈᕕᐅᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ)ᐊᒻᒪᓗ ᑖᓐᓇ ᐅᑎᖅᑎᓐᓂᐊᕆᕙᕋ 

ᑲᑎᒪᔨᕋᓛᓄᑦ ᖃᓄᖅᑑᕋᔭᖅᑯᖓ ᐅᓪᓗᖅ 

ᐊᓂᒍᓚᐅᓐᖏᓐᓂᖓᓂᓪᓘᓐᓃᑦ ᑭᐅᒍᓐᓇᕐᓂᐊᖅᑕᕋ. 

ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒫᓐᓇ 15 ᒥᓂᔅᓯ 

ᓄᖅᑲᖓᓚᐅᖅᑕ. 

 

>>ᑲᑎᒪᔨᕋᓛᑦ ᓄᖅᑲᖓᑲᐃᓐᓇᖅᑐᑦ 10:30ᒥ ᐊᒻᒪᓗ 

ᐱᒋᐊᒃᑲᓐᓂᖅᑐᑎᒃ 11:03ᒥ 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᑐᓐᖓᓱᒋᑦᓯ 

ᐅᑎᑦᓯᐊᕐᒥᒐᑦᑕ. ᑖᓐᓇ ᐃᓕᑕᕆᓕᕐᒥᔭᖓ ᑕᐃᕋᑖᖅᑕᖓ. 

ᖂᑭᐊᖅ. 

 

ᖂᑭᐊᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐊᐱᖅᑯᑎᒋᔭᖓ ᑲᒥᓯᓇᒧᑦ. ᒪᑉᐱᒐᖓᓂ 5, 2022-2023 

ᐅᓂᒃᑳᖓᓂᒃ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᖓᓂᒃ ᑭᐅᓯᒪᒋᐊᑦᓴᕕᑦ. 

ᑐᑦᓯᕋᖅᓯᒪᔪᓂᒃ ᐊᕐᕌᒎᑉ ᐃᓗᐊᓂ ᑮᓇᐅᔭᖅᑑᑎᖓᑕ 

ᐃᓗᐊᓃᑦᑐᑦ ᒪᑉᐱᒐᖓᓂ 7, 2022-2023 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᖓᓂᒃ ᐊᑐᐃᓐᓇᕈᖅᓯᒪᓪᓗᑎᒋᓪᓗ. 

 

ᑖᒃᑯᐊ ᐊᑐᐊᒐᐃᓪᓗ ᐊᒻᒪᓗ ᖃᓄᑎᖅ 

ᐃᒪᓐᓈᖅᑐᕈᑕᐅᒍᓐᓇᖅᑐᓂᒃ ᐃᓛᒃᑰᖓᔪᓂᒃ 
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Mr. Steele: Thank you, Mr. Chairman. 

Thank you, Member, for the question, which 

is a super interesting question that I could 

talk about for quite a long time and will try 

not to. 

 

Let’s talk first of all about the $25 fee. Is it 

necessary? In some provinces there is no fee. 

In some provinces it is a smaller fee. $25 is 

probably tied for the highest fee in Canada. 

There’s lots of room for debate about 

whether it needs to be $25. Now, I’m going 

to say something that even my counterparts 

across Canada will probably not agree with, 

or at least some of them. I think having an 

initial fee is a good idea. If you eliminate the 

fee, then people just send in everything that 

comes into their head, and this is happening 

in at least one jurisdiction, British Columbia, 

where they’re getting swamped with requests 

because there’s nothing to make an applicant 

stop and say, “Okay, is this worth $25 to 

me?”  

 

I think it’s a good idea, but I hasten to add 

that our law, like laws across the country, say 

that that fee can be excused in an appropriate 

case. If a person believes that it’s beyond 

their means to pay the fee, they can put in 

their request and ask to be excused payment 

of the fee. To me that’s the right balance is 

charge it for the people who can pay it, but 

leave the door open to excusing it to people 

who otherwise might be discouraged from 

finding out information from their 

government. 

 

The last thing I’ll say, Member, is that on the 

privacy side, there is no fee. If somebody 

believes their privacy has been breached, all 

they need to do is contact the department or 

contact me. There’s absolutely no fee to have 

a department look into an allegation that 

somebody’s privacy has been breached. The 

fees are only on the access to information 

side. Thank you, Mr. Chairman. 

ᖃᓄᐃᔾᔪᑎᕕᓂᕐᓂᒃ ᐊᒻᒪ ᑭᒃᑯᓐᓄᑦ. ᐊᒻᒪ ᐃᓚᒋᓗᒍ 

ᐃᓄᐃᑦ ᑎᒥᖁᑎᒋᔭᖏᓐᓂᓪᓗ, ᐃᓄᐃᑦ ᑎᒥᖁᑎᒋᔭᖏᑦ 

ᑖᒃᑯᐊ ᐃᓱᒪᑦᓴᖅᓯᐅᕈᑕᐅᓐᖏᒻᒪᑕ ᑭᒃᑯᓕᒫᓄᑦ 

ᐊᑖᓃᖓᓐᖏᒻᒪᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᐅᑉ ᐱᖁᔭᖏᑕ 

ᐊᑖᓃᖓᓐᖏᒻᒪᑕ. 

 

ᐃᑦᓯᕙᐅᑖᖅ, ᑖᓐᓇ ᖃᓄᕐᓕ ᐊᓪᓚᕝᕕᓯ ᖃᓄᕐᓕ 

ᐱᓕᕆᓲᖑᒻᒪᖔᑦᓯ ᒐᕙᒪᐅᓐᖏᑦᑐᓂᑦ ᑎᒥᖁᑎᒋᔭᐅᔪᓂᑦ 

ᐊᓯᖏᖕᓂᒃ? ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᐅᕙᒍᑦ 

ᐊᓪᓚᕝᕕᕗᑦ ᓲᕐᓗᒃ ᖃᐅᔨᒪᔨᒋᔭᐅᓪᓗᑕ ᑭᒃᑯᒐᓚᓐᓄᑦ, 

ᐃᓛᒃ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᓄᓇᕗᒻᒥ ᑕᒪᓐᓇ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑖᒃᑯᐊ ᐱᖁᔭᐅᑉ ᐊᑖᓃᑦᑐᓂᒃ 

ᑐᒃᓯᕋᖅᑐᖃᕐᓂᐊᕌᖓᑦ ᑖᒃᑯᐊ ᐅᖃᐅᓯᑦᓴᐃᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᖃᓄᖅᑑᕈᑎᑦᓴᐃᑦ ᑭᒡᓕᖃᓐᖏᒻᒪᑦ 

ᒐᕙᒪᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᓄᓇᕗᒻᒧᑦ ᓲᕐᓗᒃ ᐱᓗᐊᖅᑐᒥᒃ 

ᐆᑦᑑᑎᒋᓗᒍ ᑖᑦᓱᒪᐅᑉ ᐅᖃᐅᓯᕆᕋᑖᖅᑕᖏᑦ ᐃᓄᐃᑦ 

ᑎᒥᖁᑎᒋᔭᖓᖕᓂᒃ ᐱᕙᓪᓕᐊᑎᑦᓯᓂᐊᕈᑎᑦ 

ᑐᓂᓯᓂᐊᕐᓂᕈᑎᑦ ᑐᕌᖓᔪᒧᑦ ᐊᓯᖏᓐᓄᑦ ᓲᕐᓗᒃ 

ᐱᓕᕆᕕᖓᓄᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᕐᒥᒃ ᑕᐃᓯᔪᒪᓐᓂᕈᑎᑦ 

ᖃᐅᔨᒋᐊᕈᓐᓇᕋᔭᖅᑐᐃᑦ ᑖᑦᓱᒧᖓ ᑲᒥᓯᓇᒧᑦ 

ᑐᑭᓯᓇᖅᑎᒋᐊᒃᑲᓐᓂᕐᓗᒍ ᖃᓄᖅ ᒪᓕᒐᖅ 

ᑲᔪᓯᒋᐊᖃᕐᓂᖓᓂᒃ.  

 

ᑐᓂᓯᓂᐊᕈᑎᑦ ᓴᓐᖓᑦᓯᒋᐊᕈᓐᓇᖁᓪᓗᒍ ᑖᓐᓇ 

ᑐᓂᒋᐊᑦᓴᖏᑦ ᑎᑎᖅᑲᖁᑎᖏᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᑭᓇᑐᐃᓐᓇᖅ ᑕᖅᑳᓃᑦᑐᖅ ᐅᕝᕙᓘᓐᓃᑦ ᑕᕝᕙᓃᑦᑐᒥᒃ 

ᒪᓕᒐᓕᐅᖅᑎᒥᒃ ᑖᓐᓇ ᐱᕕᖃᖅᑎᑦᓯᔪᓐᓇᖅᑐᒍᑦ 

ᐅᖃᐅᔾᔩᓗᖓ ᑭᓇᑐᐃᓐᓇᕐᒥᒃ ᐃᑲᔪᕐᓗᒍ ᑖᒃᑯᐊ 

ᐆᑦᑑᑎᒋᓗᒍ. ᑲᑎᒪᕕᒻᒥ ᑕᕝᕙᓃᑦᑐᐃᑦ ᓲᕐᓗᒃ 

ᐊᑖᓃᓐᖏᑦᑐᐃᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᑉ ᐱᖁᔭᖓᑕ 

ᐊᑖᓃᑦᑐᑦ. ᑭᓯᐊᓂ ᖃᐃᓐᓂᕈᖕᓂ ᓇᓪᓕᖅᓯ 

ᖁᕕᐊᓱᒐᔭᖅᑐᖓ ᑭᐅᔪᓐᓇᕆᐊᑦᓴᖅ 

ᑕᐃᒫᑦᓴᐃᓐᓇᖅᑕᐅᖅ ᑕᕝᕘᓇ ᐃᓄᐃᑦ ᑎᒥᖁᑎᒋᔭᖓᓄᑦ 

ᑐᕌᖓᒻᒥᔪᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐄ, ᐃᕝᕕᑦᑕᐅᖅ. ᒥᔅᑕ 

ᖂᑭᐊᖅ. 

 

ᖂᑭᐊᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᑲᒥᓯᓇ ᑭᐅᒐᕕᑦ. ᐊᐱᖅᑯᑎᒐ ᑖᓐᓇ 

ᑐᓴᐅᒪᒻᒪᖔᖅᐱᑦ ᓄᓇᕗᑦ ᑐᓐᖓᕕᒃ ᑎᒥᖓᑦ ᐊᒻᒪᓗ 

ᐱᖓᓱᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᑦ ᓴᖅᑮᓚᖓᒻᒪᖔᑕ ᑖᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᒻᒥᔭᐅᔭᕆᐊᖃᕐᓂᖏᓐᓂᒃ 
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Chairman: Thank you for clarifying that, 

Mr. Steele. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you, Mr. Steele. I’m happy to hear 

that the fee can be waived. That was another 

question I had written down. 

 

Is the public information about how to access 

information and privacy as an individual 

sufficient? Do enough people know that it’s 

free and immediate service related to 

concerns about breaches of privacy? Is there 

sufficient knowledge out there in the territory 

about people’s ability to access their 

information? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. I 

realize, Member, that I had forgotten to 

answer the second part of your previous 

question, so if you don’t mind, I’m going to 

start with that briefly, and that was about 

payment methods. 

 

Mr. Witzaney, I think, is probably better 

positioned than me to address that question 

because the payments go to the Government 

of Nunavut. If somebody wants to file an 

appeal that comes to me, there is no fee, so 

I’m not handling any money. I know there 

have been issues about payment methods, 

exactly the sort of issue that you talked 

about, Member, where somebody assumed 

that it is going to be easy to pay the $25, and 

it’s not. Finance is getting better about 

payment methods, but I don’t think it’s just 

quite as easy yet as it should be. Mr. 

Witzaney may have more information on 

that. 

 

Your question this time, Member, was about: 

do people have enough information about 

their rights of access and their right to file a 

privacy complaint? I do not know the answer 

ᐃᒻᒥᒨᖓᔪᐃᑦ ᐱᔨᒃᓯᕈᑎᖏᑕ ᐊᑖᒍᖏᑦ 

ᐊᑐᖅᑕᐅᒐᔭᖅᑐᓂᑦ ᓄᓇᕗᒻᒥ ᐃᓄᖕᓄᑦ ᐱᓗᐊᖅᑐᒥᒃ 

ᑐᓴᕋᑦᓴᐅᒋᐊᖃᕐᓂᕈᑎᑦ ᑐᑦᓯᕋᖅᑐᖃᕐᓂᕈᓂ ᑖᒃᑯᓇᓐᖓᑦ 

ᑎᒥᐅᔪᓂᑦ? ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᐃᑦᓯᕙᐅᑖᖅ, ᑐᓴᐅᒪᓐᖏᑦᑐᖓ ᑖᒃᑯᐊ 

ᐱᒋᐊᖅᓯᒪᓂᐊᕐᒪᖔᑕ ᑕᒪᑐᒥᖓ 

ᐱᒋᐊᖅᓯᒪᒻᒪᖔᑕᓘᓐᓃᑦ ᐅᕝᕙᓘᓐᓃᑦ ᑐᓴᐅᒪᒐᔭᕐᒪᖔᕐᒪ 

ᖃᐅᔨᒋᐊᖅᑕᐅᓗᖓᓘᓐᓃᑦ ᐱᔾᔪᑎᒋᓪᓗᒍ. ᓄᓇᕗᑦ 

ᑐᓐᖓᕕᒃᑯᑦ ᑎᒥᖓᑦ ᐊᒻᒪᓗ ᐱᖓᓱᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᑦ 

ᐃᓄᐃᑦ ᑎᒥᖁᑎᖏᑦ ᑖᒃᑯᐊ ᑭᒃᑯᓕᒫᓄᑦ ᒐᕙᒪᒃᑯᑦ 

ᐊᑖᓃᖓᓐᖏᒻᒪᑕ ᐊᒻᒪᓗ ᐊᑖᓃᖓᓐᖏᒻᒪᑕ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᐅᑉ ᐱᖁᔭᖓᑕ. ᑕᐃᒫᒃ 

ᐃᓚᒋᔭᐅᓐᖏᓚᖓ ᑖᒃᑯᓄᖓ ᐱᔨᒃᓯᕈᑎᖏᑕ 

ᐊᑖᓃᖓᔪᓂᑦ.  

 

ᐊᒻᒪᓗ ᑭᓯᐊᓂ ᐃᓱᒪᑦᓴᖅᓯᐅᕈᑎᖃᕐᓂᐊᕈᑎᑦ 

ᐊᐅᓚᑦᓯᔾᔪᓯᒥᒃ ᓴᖅᑮᓂᐊᖅᑲᑕ ᑭᓯᐊᓂ ᐱᒋᐊᕋᔭᖅᑕᖓ 

ᓇᒻᒥᓂᖅ ᑐᓴᕈᒥᓇᕆᒐᔭᖅᑕᖓ 

ᐃᓱᒻᒥᕈᑕᐅᑦᓯᐊᕙᐅᒋᐊᖓ. ᑭᓯᐊᓂ 

ᖃᐅᔨᒋᐊᖅᑕᐅᔪᒪᓐᓂᕈᓂ ᖃᓄᕐᓕ ᑕᒪᑦᓱᒥᖓ 

ᐱᔨᒃᓯᖅᑕᐅᒍᑎᖓ ᐋᖅᑭᒃᑕᐅᒍᓐᓇᕋᔭᕐᒪᖔᖅ ᓈᒻᒪᑦᑐᒥᒃ. 

ᖁᕕᐊᓱᑐᐃᓐᓇᕋᔭᖅᑐᖓ ᑭᐅᒍᓐᓇᕆᐊᑦᓴᖅ ᑕᐃᒃᑯᓄᖓ. 

ᑭᓯᐊᓂ ᑖᓐᓇ ᑕᐃᑲᓐᖔᕆᐊᖃᕋᔭᖅᑐᐃᑦ ᒫᓐᓇ 

ᑐᓴᐅᒪᓇᖓᓗ ᒫᓐᓇ ᐱᒋᐊᖅᓯᒪᔪᒥᒃ ᑕᒪᑐᒥᖓ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᖂᑭᐊᖅ. 

 

ᖂᑭᐊᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑲᒥᓯᓇ 

ᑭᐅᒻᒥᒻᒪᑦᑕᐅᖅ. ᐊᓯᐊᓄᑦ ᓄᓇᓕᓐᓂ ᒐᕙᒪᕋᓛᓕᕆᓂᕐᒧᑦ 

ᑖᓐᓇ ᓴᐳᒻᒥᔭᐅᓂᕐᒥᒃ ᐋᖅᑭᒋᐊᖅᑕᐅᓚᐅᖅᓯᒪᒻᒪᑦ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒥ ᓯᑎᐱᕆ 27-ᒥ. ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᒪᑯᐊ 

ᑭᒃᑯᓕᒫᓄᑦ ᐊᑖᓃᒐᔭᕆᐊᖓ ᐱᖁᔭᖅ ᐃᓕᑕᕆᔭᐅᓪᓗᑎᑦ 

ᐊᒻᒪᓗ ᒪᓕᒐᖅ ᐊᑖᓂ ᐱᖁᔭᐅᑉ ᐃᓗᐊᓂ 

ᑎᑎᕋᖅᓯᒪᖃᑕᐅᒍᑎᑦ ᓲᕐᓗᒃ ᓄᓇᕗᒻᒥ ᒐᕙᒪᕋᓛᓕᕆᔩᑦ 

ᑖᒃᑯᐊ ᕼᐊᒻᓚᒐᓚᐃᑦ, ᑭᒡᒐᖅᑐᐃᒍᑎᖃᖅᐹᑦ ᐊᑖᓂ 

ᑖᑦᓱᒥᖓ ᓴᐳᒻᒥᓂᕐᒥᓪᓗ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑖᒃᑯᐊᑦᑕᐅᖅ ᑖᐃᒫᔅᓴᐃᓐᓇᖅ ᒪᓕᒋᐊᖃᕋᔭᕆᕚᑦ? 

ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐊᐱᖅᑯᑏᑦ, ᑖᓐᓇ ᑭᐅᔭᐅᒍᓐᓇᖅᑰᖅᑐᖅ ᓄᓇᓕᓐᓂ 
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to that. There’s no way of knowing for sure. 

Certainly, people who are regularly involved 

with government, like journalists and 

businesspeople who are maybe putting in 

bids for contracts, understand how 

government works and they would know. 

 

Does the ordinary citizen have any idea about 

the access system or what to do if they 

believe their privacy has been breached? I 

don’t know and it’s not really for me to say 

because I consider myself to be like the 

referee in a hockey game. It’s not for me to 

go out and advertise the access to 

information system. You don’t see referees 

on TV saying, “Hey, buy tickets to the 

game.” A referee is a referee. If somebody 

breaks the rule, the referee blows the whistle. 

 

The people who run the system is the 

government and the departments, for 

example, the Department of Health. Do 

patients know that if they believe their 

privacy has been breached, there is a system 

and a process for receiving, investigating, 

and reporting on their complaints? I don’t 

know, but that’s really up to the Department 

of Health, not up to me. I am the referee; I 

am not the one who’s actually running the 

game. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster, did 

you want me to go to the Executive and 

Intergovernmental Affairs witness to get the 

payment information? 

 

Ms. Brewster: Sure, that’s helpful, Mr. 

Chairman. 

 

Chairman: Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) If I can 

take a moment to clarify as well, we have 

two broad categories of requests for 

information. We have people who are 

ᒐᕙᒪᕋᓛᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕝᕕᖓᓐᓂᒃ. ᑭᓯᐊᓂ 

ᓇᓗᓇᐃᕌᕐᔪᓪᓗᖓ ᑐᓴᕋᑦᓴᒥᒃ. ᑭᓇᑐᐃᓐᓇᖅ 

ᒪᓕᒐᓕᐅᖅᑎ ᖃᐅᔨᒪᓗᐊᓐᖏᑉᐸᑕ ᑖᓐᓇ ᐱᔾᔪᑎᒋᓪᓗᒍ, 

ᓴᖅᑭᑕᐅᓚᐅᖅᓯᒪᒻᒥᖕᒪᑦ ᑭᖑᓪᓕᕐᒥᒃ ᑕᕝᕙᓃᒻᒥᒐᒪ 

ᑕᐃᑦᓱᒪᓂ.  

 

ᒪᓕᒐᓕᐅᖅᑎ ᐅᖃᖅᑲᐅᒻᒪᑦ 2017−ᓂ ᑖᓐᓇ 

ᒪᓕᒐᓕᐅᕐᕕᒃ ᐊᑐᓕᖅᑎᑦᓯᓚᐅᖅᓯᒪᖕᒪᑕ 

ᐱᕕᖃᖅᑎᑦᓯᓗᑎᑦ ᓄᓇᕗᑦ ᓄᓇᓕᖕᓂ ᒐᕙᒪᕋᓛᖑᔪᐃᑦ 

ᑖᑦᓱᒥᖓᑦᑕᐅᖅ ᐊᑖᓃᖓᓕᕐᓗᑎᑦ. ᑭᓯᐊᓂ, 

ᒪᓕᒐᖃᓕᑐᐊᖅᑲᑕ ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᓐᓂ 

ᑐᕌᖓᑎᑦᓯᓕᖅᑲᑕ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᒥᒃ ᕼᐊᒻᓚᐅᔪᓂᑦ 

ᑖᓐᓇ ᐊᑐᓕᖅᑎᑕᐅᑉᐸᓪᓗ, ᑖᓐᓇ ᕼᐊᒻᓚᐅᔪᐃᑦ 

ᑖᒃᑯᐊᑦᑕᐅᖅ ᑕᐃᒫᑦᓴᐃᓐᓇᖅ ᐊᑖᓃᖓᓕᕋᔭᖅᑐᐃᑦ 

ᐱᓕᕆᕖᑦ ᐆᑦᑑᑎᒋᓗᒍ ᐊᔾᔨᐅᑎᓐᖑᐊᕐᓗᒍ ᑕᐃᒪᓐᖓᓂᑦ 

2017−ᒥᑦ. ᑕᐃᒪᓐᖓᓂᑦ ᖄᖏᖅᓯᑎᑦᓯᓚᐅᖅᓯᒪᓐᖏᒻᒪᑕ. 

ᑕᐃᒫᒃ ᑕᒡᒐ ᕼᐊᒻᓚᐅᔪᑦ ᐊᑖᓃᓐᖏᑦᑐᐃᑦ ᑖᒃᑯᓄᖓ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖓᓂᒃ. 

 

ᐅᖃᓕᒪᐅᑕᐅᖃᑦᑕᕐᓂᑰᔫᒐᓗᐊᖅ ᐊᕐᕌᒍᐃᑦ ᐊᓂᒍᖅᑐᓂᑦ, 

ᐃᓱᒫᓘᑕᐅᓪᓗᓂ ᐃᑦᓯᕙᐅᑖᖅ, ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᑭᓯᐊᓂ 

ᐱᓪᓗᒍ ᕼᐊᒻᓚᐅᔪᐃᑦ ᓄᓇᓕᖕᓂ ᒥᑭᑦᑑᑕᐅᓗᑎᓪᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᑦᓴᖅᑐᑎᓪᓗ. ᑐᑭᓯᓇᓗᐊᓐᖏᑦᑐᖅ ᒫᓐᓇ 

ᐱᑕᖃᑦᓯᐊᕋᓗᐊᕐᒪᖔᑕ ᐊᐅᓚᑕᐅᔪᓐᓇᕋᔭᕆᐊᖏᑦ 

ᐸᐸᑕᐅᔪᐃᑦ ᑎᑎᖅᑲᖁᑎᖏᑦ. ᑭᐅᒍᓐᓇᕋᔭᕐᒪᖔᑕᓗ 

ᑐᑦᓯᕋᖅᑐᖃᕐᓂᐊᕌᖓᓪᓗ ᑖᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑐᑦᓯᕌᕆᔭᐅᔪᐃᑦ ᐱᓪᓗᒋᑦ. 

 

ᐱᓕᕆᐊᕆᔭᐃᑦ ᐋᖅᑭᒋᐊᒃᑲᓐᓂᕆᐊᖃᕋᔭᖅᑐᐃᑦ 

ᓄᓇᓕᓐᓂ ᒐᕙᒪᕋᓛᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕕᖓᓂ ᐊᒻᒪᓗ 

ᕼᐊᒻᓚᒃᑯᑦ ᑖᒃᑯᐊ ᐱᓕᕆᖃᑎᒌᓗᑎᑦ. 

ᐅᐸᓗᖓᐃᕙᓪᓕᐊᓗᑐᑎᒃ ᑕᒪᑐᒥᖓ ᑲᔪᓯᓂᐊᕈᑎᑦ. 

ᑭᓯᐊᓂ, ᒫᓐᓇ ᑕᒪᒃᑮᓐᓂᒃ ᐱᑕᖃᓐᖏᒻᒪᑦ ᐊᒻᒪᓗ 

ᑎᑭᐅᑎᒐᑦᓴᐅᖅᑰᓐᖏᒻᒪᑦ ᓯᕗᓂᑦᑎᓐᓂ ᖃᓂᑦᑐᒃᑯᑦ. 

ᑭᓯᐊᓂ ᐊᑕᐅᓯᖅ ᕼᐊᒻᓚᐅᔪᐃᑦ ᐃᒻᒪᖄ ᐱᕕᖃᕋᔭᖅᑐᕐᓕ 

ᑖᒃᑯᐊ ᓄᓇᓕᐸᐅᔭᒃᑯᑦ ᐃᖃᓗᓐᓂ ᑭᓯᐊᓂ 

ᐊᖏᔫᓂᑯᖓᓄᑦ ᐊᒻᒪ ᐃᖅᑲᓇᐃᔭᖅᑎᖃᕐᓂᖏᓐᓄᑦ 

ᑖᓐᓇᑐᐊᖅ ᐃᓱᒪᓇᖅᑐᖅ. 

 

ᑭᓯᐊᓂ, ᑲᔪᓯᓪᓚᕆᑦᓯᒪᓐᖏᑦᑐᐃᑦ ᐊᑖᓃᖓᒍᓐᓇᕆᐊᖏᑦ 

ᑖᒃᑯᓄᖓ ᑲᓐᖑᓇᖅᑐᓕᕆᔩᑦ ᐱᖁᔭᖏᑎᒍᑦ ᑖᓐᓇ 

ᑐᓴᕋᑦᓴᐅᓗᐊᑐᐃᓐᓇᖅᑐᖅ ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐊᒻᒪᓗ ᐊᓯᐊᓂᒃ ᑐᓴᕈᒪᓂᐊᕈᑦᓯ ᓄᓇᓕᓐᓂ 

ᒐᕙᒪᕋᓛᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕕᖓᓂᒃ ᑭᐅᔭᐅᔪᓐᓇᖅᑐᑎᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᖂᑭᐊᖅ. 
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looking for general information about what 

the government is doing, but we also have a 

category for personal information, so my 

own human resources information or 

information at the Department of Health that 

constitutes personal information. For a 

request for personal information, there is no 

fee. The $25 fee is only payable for general 

information. 

 

We do now have the ability with our 

colleagues at the Department of Finance to 

collect payment through multiple different 

methods. It used to be just a cheque or 

money order, but we now accept credit cards, 

debit cards, and any kind of currency with 

the assistance from the Department of 

Finance. (interpretation) Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thanks for that response. Going back to the 

responses from Executive and 

Intergovernmental Affairs on those positions 

within the department, the director, manager, 

analyst, and specialist, what is the role of that 

team in terms of communicating to the public 

about access to information and protection of 

privacy? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) Our 

Access to Information and Protection of 

Privacy Office is responsible for the 

communications on access to information 

and protection of privacy. It is our role to 

make sure that the contact list on our website 

is up to date, that people know where to go to 

if they have an access request or if there is a 

privacy issue. It would be our team that’s 

responsible for that function. (interpretation) 

Thank you, Mr. Chairman.  

 

ᖂᑭᐊᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᐊᒻᒪ 

ᓇᑯᕐᒦᒃ ᑲᒥᓯᓇ ᑭᐅᒐᕕᑦ. ᐊᖏᖃᑎᒋᕙᒋᑦ. ᓲᕐᓗᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᔅᓴᕐᓂᖅ ᕼᐊᒻᓚᐃᑦ ᑖᓐᓇ 

ᖃᐅᔨᒪᔭᐅᓕᕇᕐᖓᑦ ᐅᖃᖃᑎᒋᖃᑦᑕᖅᓯᒪᓪᓗᒋᓪᓗ 

ᐊᒥᓱᐃᑦ ᐊᖏᔪᖅᑲᐅᑏᑦ ᐊᓪᓚᕕᒻᒥ ᐊᖓᔪᖅᑳᖑᔪᐃᑦ 

ᕼᐊᒻᓚᒃᑯᓪᓗ ᑲᑎᒪᔨᖏᖕᓂᒃ.  

 

ᐊᓯᐊᓅᓚᐅᕐᒥᓚᖓ. ᑖᒃᑯᐊ ᓴᐳᒻᒥᓂᕐᒧᓪᓗ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒥ ᓯᑎᐱᕆ 2017-ᒥ ᐱᖁᔭᖅ ᑖᓐᓇ 

ᑐᕌᖓᑎᑦᓯᓂᐊᓚᐅᖅᑐᐃᑦ ᕼᐊᒻᓚᐅᔪᐃᑦ 

ᑭᒃᑯᓕᒫᓅᖓᓂᖓᓂᒃ ᑎᒥᐅᓪᓗᑎᑦ ᐊᒻᒪ ᐊᑖᓃᑦᑐᐃᑦ 

ᒪᓕᒐᐃᑦ, ᖃᓄᕐᓕ ᑎᑭᐅᑎᒐᑦᓴᐅᒐᔭᕐᒪᖔᑦ ᑖᒃᑯᐊ 

ᒪᓕᒐᕐᓂᒃ ᑐᓂᒍᓐᓇᕐᓗᒋᑦ ᐊᑖᓃᖓᓕᕐᓗᑎᑦ 

ᕼᐊᒻᓚᐅᔪᐃᑦ ᐊᑖᓂ ᑖᑦᓱᒪᑉ ᐱᖁᔭᐅᑉ? ᓇᑯᕐᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᐃᓛᓐᓂᐅᓐᖏᑦᑐᖅ. ᓇᑯᕐᒦᒃ ᐃᑦᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᑕᒪᑐᒥᖓ ᕼᐊᒻᓚᐅᔪᐃᑦ ᐊᑖᓃᖓᓂᐊᕈᑎᑦ ᒪᓕᒐᐃᑦ, 

ᑖᓐᓇ ᐅᑎᕆᐊᕌᕐᔪᓪᓗᖓ. ᑖᓐᓇ ᐱᕙᓪᓕᐊᓂᕆᔭᖏᓐᓂᒃ 

ᓴᖅᑭᒋᐊᖃᕐᓂᖏᓐᓂᒃ ᐊᒻᒪᓗ ᑖᓐᓇ ᓇᒻᒥᓂᖅ 

ᐃᓱᒪᖅᓱᖅᖢᑎᓪᓗ. ᐱᕙᓪᓕᐊᓂᐊᕈᑎᑦ ᐱᓕᒻᒪᒃᓴᕈᑏᑦ 

ᐊᐅᓚᑦᓯᓂᖏᓐᓄᑦ ᑎᑎᖅᑲᖏᓐᓂᒃ ᐸᐸᑕᐅᓂᖏᓐᓂᒃ 

ᖃᓄᖅ ᐋᖅᑭᑦᓯᐊᖅᓯᒪᓂᖏᓐᓂᒃ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᒋᐊᖃᕋᔭᖅᑐᐃᑦ ᐊᑉᐸᔅᓯᓛᒥᒃ ᐊᕐᕌᒍᐃᑦ 

ᑕᓪᓕᒪᓂᖃᐃ ᑎᑭᐅᑎᓗᒍ. 

 

ᑮᓇᐅᔭᖃᖅᑎᑦᓯᓗᑎᒍᓪᓗ ᓯᕗᓂᐊᓂ 

ᐅᐸᓗᖓᐃᖅᓯᒪᑦᓯᐊᕐᓂᐊᕈᑦᑕ ᐸᐸᑕᐅᓂᖏᓐᓂᒃ. 

ᑕᓪᓕᒪᓄᖃᐃ ᐊᕐᕌᒍᓄᑦ ᐊᒻᒪᓗ ᓄᓇᓕᐸᐅᔭᒃᑯᑦ 

ᐱᖁᔨᕗᖔᕈᑎᖃᓚᐅᖅᑎᓪᓗᒋᑦ ᐊᕐᕌᒍᐃᑦ ᒪᕐᕉᖅᑲᐃ 

ᕿᒪᑦᑕᑎᓐᓂᒃ ᐋᖅᑭᑦᓱᐃᓯᒪᑎᓪᓗᒋᑦ ᓄᓇᕗᒻᒥ 

ᒪᐃᔭᐅᔪᐃᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᖕᓂᒃ ᑲᔪᓰᓐᓇᖅᓱᓂᓗ 

ᐅᖃᓕᒪᐅᑕᐅᖃᑦᑕᕐᓂᖓᓂᒃ. ᑕᒫᓂᖃᐃ ᐊᕐᕌᒍᐃᖅᑲᐃ 

ᑕᓪᓕᒪᓂᒃ ᐊᑉᐸᓯᓛᖑᔪᖃᐃ ᐊᕐᕌᒍᓂᑦ ᓯᕗᓂᐊᓂ 

ᐸᕐᓇᒃᓯᒪᒋᐊᖃᕐᓂᑦᑎᓐᓂ ᐱᔭᕇᓚᐅᓐᖏᓐᓂᖏᓐᓂ 

ᐅᐸᓗᖓᐃᕐᓗᑎᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᖂᑭᐊᖅ. 

 

ᑰᑭᐊᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᒥᔅᑕ ᓯᑎᐅᓪ ᑭᐅᒐᕕᑦ. ᑭᖑᓪᓕᖅᐹᕆᓕᖅᑕᕋ 

ᐊᐱᖅᑯᑎ ᒐᕙᒪᒃᑯᓐᓄᑦ. ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᔭᐅᓂᖏᓐᓂ ᓅᕖᕝᕙᕆ 2022 ᐅᓂᒃᑳᑦ ᑖᓐᓇ 

ᐃᒪᐃᓕᓚᐅᖅᓯᒪᒻᒪ, ᐊᖏᔫᔪᒥᑦ ᐱᓕᕆᓚᐅᖅᓯᒪᒻᒪᑕ 
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Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that. We have heard from a 

couple of different departments about the 

different approaches to staffing and to 

approaching responding to these access 

requests, and what I’m hearing is that both of 

these departments that are doing it really well 

are at 16 and higher, including manager and 

director levels and cross training. What role 

does the team at the Department of Executive 

and Intergovernmental Affairs have in 

working with the Department of Human 

Resources in order to create job descriptions 

that are kind of universal, that address the 

needs of each department, but more 

importantly, is there a coordinating approach 

to developing the pay scales for those 

positions that are going out? Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Suvega. 

 

Mr. Suvega: Thank you, Mr. Chairman. 

Thank you for that question. Some of those 

activities have started in the past before. In 

terms of what the department is doing today, 

I can directly speak to an MOU that we’re 

developing to work with departments to try 

to achieve some of those things, not just 

reviewing job descriptions, but also doing 

things like setting service standards is to try 

to provide some of that central service to 

departments to improve services to not just 

departments but also to the public. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you. I’m focusing 

specifically on the development of 

standardized job descriptions and 

standardizing the job evaluation across the 

government because what’s ideal is that there 

shouldn’t be a difference in every 

ᐊᔅᓱᕈᖅᑐᑎᓪᓗ ᐋᖅᑭᒋᐊᖅᑕᐅᓂᖓᓂ ᓴᐳᒻᒥᔭᐅᓂᖓᓄ 

ᑖᓐᓇᓗ ᐃᒻᒥᒨᖓᔪᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ. 

ᑖᒃᑯᓄᖓ ᕼᐊᒻᒪᓚᐅᔪᓄᑦ ᐊᒻᒪᓗ ᐊᔾᔨᐅᖏᑦᑐᓂᒃ 

ᐱᓕᕆᐊᕆᔭᖓᓐᓂ ᑭᓯᐊᓂ ᓄᓇᓕᓐᓂᑦ 

ᐊᕝᕗᕋᖅᑎᓪᓗᒋᑦ ᐱᓕᔅᓴᐃᓚᐅᕋᓗᐊᖅᑐᑎᓪᓗ, 

ᐊᐳᖅᑕᕈᑎᖃᓚᐅᕐᖓᑕ ᑭᓯᐊᓂ ᓲᕐᓗᒃ 

ᑐᒃᓯᕋᖅᑐᖃᕐᓂᐊᕌᖓ ᐃᒻᒥᒃᑯᑦ ᐸᐸᑕᐅᑦᓯᐊᕐᓂᖏᓐᓄᑦ 

ᐊᐅᓚᑕᐅᓂᖏᓐᓄᑦ ᑭᓯᐊᓂ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓂᓪᓗ 

ᐱᑕᖃᑦᑎᐊᕈᑎᒃ ᑖᓐᓇᐅᒻᒪᑦ.  

 

ᐊᐱᖅᑯᑏᑦ ᐃᒃᓯᕙᐅᑕᖅ. ᖃᓄᕐᓕᑭᐊᖅ ᐱᓕᕆᕕᖓ 

ᒫᓐᓇ ᐃᒃᑯᐊ ᐱᓕᒻᒪᒃᓴᐃᔪᓕᕆᔨᒃᑯᑦ ᕼᐊᒻᒪᓚᒃᑯᓐᓂ 

ᐊᒻᒪ ᓄᓇᕗᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᑦ ᕼᐊᒻᒪᓚᒃᑯᓐᓂ 

ᖃᓄᖅᑑᖃᑎᖃᕐᒪᖔᑕ ᑕᒪᑐᒥᖓ? ᐊᐱᖅᑯᑎᒐ 

ᑭᖑᓪᓕᖅᐹᖅ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐅᕙᒍᑦ ᐱᓕᕆᕕᖓ ᑖᒃᑯᐊ ᑲᑐᔾᔨᖃᑎᒌᖏᓪᓗ ᑖᒃᑯᐊ 

ᕼᐊᒻᒪᓚᒃᑯᓐᓄ ᑮᓇᐅᔭᓂᑦ, 

ᑮᓇᐅᔭᖃᖅᑎᑦᓯᑐᐃᓐᓇᖅᐸᑦᑕᕗᑦ ᐱᓗᐊᖅᑐᒥᑦ ᖃᓄᖅ 

ᐱᓕᒻᒪᒃᓴᐃᓂᐊᕈᑎᒃ ᐅᓪᓗᖅᓯᐅᑎᖏᑦ ᑖᒃᑯᓄᖓ 

ᑲᑐᔾᔨᖃᑎᒌᖏᑕ ᓄᓇᓕᓐᓂᑦ ᑕᐃᒃᑯᓄᖓᓗ 

ᐃᓚᐅᔾᔪᑎᓕᓐᓄᑦ ᐋᖅᑭᑦᑕᐅᕙᒃᓱᑎᓪᓗ ᓲᕐᓗᒃ 

ᐊᐅᓚᑦᓯᔨᖏᓐᓄᑦ ᐋᖅᑭᑦᑕᐅᓚᐅᓐᖑᐊᖃᑦᑕᖅᑐᑎᑦ 

ᑲᑐᔾᔨᖃᑎᒌᑦᑐᑎᑦ.  

 

ᐊᒻᒪᓗ ᑐᓴᕋᔅᓴᐅᔪᐃᑦ ᑖᓐᓇ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐊᐅᓚᑕᐅᓂᕐᒥᒃ ᐱᓕᒻᒪᒃᓴᐃᓂᕐᒥᑦ ᑖᒃᑯᐊ 

ᓯᕗᓪᓕᐅᔾᔭᐅᓯᒪᓂᕐᒧᑦ ᓇᓗᓇᐃᖅᑕᐅᒍᑏᑦ ᐊᓪᓚᕕᒻᒥ 

ᐊᐅᓚᑦᓯᓂᕐᒧᑦ ᐊᒻᒪᓗ ᑖᒃᑯᓇᓐᖓᑦ ᑎᒥᒋᔭᖓᑦ ᑖᓐᓇ 

ᑕᐃᒃᑯᓇᓐᖓᖔᖅ ᑎᒥᐅᔪᒥᑦ ᐅᓪᓗᖅᓯᐅᑎᖏᓐᓂ 

ᐱᒋᐊᖅᑎᑦᓯᒐᔭᕐᒪᖓᑕ ᐃᓕᒐᓯᐅᑎᑉᐸᑕ 

ᐅᓪᓗᖅᓯᐅᑎᖏᓐᓄᑦ. ᐊᒻᒪᓗ ᑖᓐᓇ ᓲᕐᓗᒃ ᒫᓐᓇ 

ᐊᑐᖃᑦᑕᖅᑕᖏᓐᓂ ᕼᐊᒻᒪᓚᐅᔪᐃᑦ ᑕᒪᑐᒥᖓ 

ᐊᑲᐅᓛᖑᔪᒥᒃ ᐱᐅᓯᖃᕆᐊᖃᕐᓂᕐᒥᑦ 

ᑭᒡᒐᖅᑐᐃᑦᑎᐊᕐᓂᕐᒥᑦ ᐊᒻᒪᓗ ᒪᓕᒐᖅ ᐱᓪᓗᒍ ᑖᓐᓇ 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑕᐅᓯᒪᒻᒪᑦ ᓂᕆᐅᑦᑐᒍᑦ. ᑭᐅᖅᑰᕋᒃᑭᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᓱᖅᑯᐃᓇᖅᓯᑎᒋᐊᒐᓛᓪᓗᒍ, ᒐᕙᒪᒃᑯᑦ ᑭᐅᔾᔪᑎᒥᓂᖏᑦ 

ᑲᑎᒪᔨᕋᓛᕐᓄᑦ ᓄᕖᕝᕙ ᐊᕐᕌᒍ ᐊᕝᕙᖓᓘᓕᖅᑐᖅ 

ᑕᐃᔅᓱᒪᓂ, ᐅᖃᖅᓯᒪᒻᒥᒻᒪᑦ ᒪᓕᒐᓕᐅᖅᑎ 

ᐅᖃᕋᑖᖅᑐᓂᓗ ᐊᑯᓂᐊᓗᒃ ᑲᒪᒋᔭᐅᓐᓂᕐᒪᑦ 

ᐱᓇᓱᐊᒐᕆᔭᒻᒪᕆᐅᓪᓗᓂ ᐋᖅᑭᒃᓱᖅᑕᐅᓪᓗᓂ 

ᐱᓕᒻᒪᒃᓴᕈᑏᑦ. ᐅᖃᖅᑲᐅᒐᕕᑦ 
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department’s ability to respond to these 

requests on time and with the most fulsome 

response possible to the law. When it comes 

to evaluating these job descriptions, there 

also should be some expertise. I know from 

my experience working with the Government 

of Nunavut, it could be quite difficult 

working with the Department of Human 

Resources to evaluate positions to the right 

pay scale if they don’t have the expertise in 

that area. With all due respect, of course, to 

our public servants that do work in job 

evaluations, sometimes they just don’t have 

the knowledge and expertise on the subject 

matter and the work of the specific positions 

that they are working with their colleagues in 

other departments to create.  

 

To me it would make sense to ensure that 

there are very well-informed advice and 

standards being put forward on these 

positions so that there is an even playing 

field for every department. If I could go back 

to that question, what role does that 

coordinating body of access to information 

and protection of privacy team at Executive 

and Intergovernmental Affairs play, if any, 

related to the creation of job descriptions, 

standards, as well as job evaluation ensuring 

that there’s parity amongst the pay scale? 

Thank you, Mr. Chairman. 

 

Chairman: Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

for that question. Yes, we do look at those 

variables and those conditions to try to 

ensure that there’s consistency across the 

board with pay scales and job descriptions. 

We work closely with departments, 

especially the Department of Human 

Resources, and other departments as we try 

to review things going forward. One of the 

areas that we’re also looking at is to see how 

we can attract and train Inuit and attract Inuit 

ᑮᓇᐅᔭᖃᑎᖅᑎᑦᑎᖃᑦᑕᕋᔅᓯ ᓄᓇᓕᓐᓂ ᕼᐊᒻᓚᐅᔪᑦ 

ᑲᑐᔾᔨᖃᑎᒌᓄᑦ. ᐅᓪᓗᒥᒧᑦ 

ᐱᓕᒻᒪᒃᓴᐃᓚᐅᖅᓯᒪᒐᓗᐊᖅᐹᑦ? ᒥᔅᑕ ᓰᓕ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᓛᓂᐅᓐᖏᑦᑐᖅ ᐊᐱᖅᑯᑎᐅᖅᑲᐅᒻᒪᑦ. ᐅᖃᑲᑎᒋᓯᒪᔭᕋ 

ᐃᓛᒃ ᕿᒥᕐᕈᓪᓗᑎᒍᓪᓗ ᐅᓪᓗᖅᓯᐅᑏᑦ ᑖᒃᑯᓇᓐᖓᑦ 

ᖃᑦᓯᐊᖅᑎ ᓄᓇᕗᑦ ᓄᓇᓕᓐᓄᑦ ᐱᓕᒻᒪᒃᓴᓂᕐᒧᑦ 

ᑲᑐᔾᔨᖃᑎᒌᒃᑯᓐᓂ ᑖᓐᓇ ᐅᓪᓗᖏᓐᓄᑦ 

ᐋᖅᑭᑦᑕᐅᓯᒪᒻᒪᖔᖅ ᐊᒻᒪᓗ ᖃᖓᐅᓐᓂᕐᒪᖔᖅ 

ᐊᕐᕌᒍᖓᓂ ᕿᒥᕐᕈᑲᓐᓂᕐᓗᒍ. ᖃᓄᕐᓗ ᐃᓚᐅᓯᒪᔪᐃᑦ 

ᖃᑦᓯᐅᓂᑯᖏᓐᓄᑦ ᖃᐅᔨᒋᐊᒃᑲᓐᓂᕐᓗᒍ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐅᑎᕐᕕᒋᓗᒍ, 

ᒥᔅᑕ ᓰᓕ ᐅᖃᖅᑲᐅᒐᕕᑦ ᑕᓪᓕᒪᓄᑦ ᐊᕐᕌᒍᓄᑦ 

ᐊᑯᓂᐅᑎᒋᔪᖅ ᐊᑐᓕᖅᑎᑦᑎᖃᑦᑕᓲᖑᒻᒪᑕ ᑕᐃᒪᐃᑦᑐᒥᒃ. 

ᐱᓕᒻᒪᒃᓴᖅᑎᑕᐅᓕᕈᑎᑦ ᐊᑭᓕᕆᐊᖃᕋᔭᕐᒥᒻᒪᑦ 

ᐃᓕᓐᓂᐊᕈᑎᒃᓴᓕᐅᕐᓗᓂ ᐱᓕᒻᓕᒪᒃᓴᐃᓗᑎᓪᓗ. 

ᑕᒪᑐᒥᖓ ᓯᓚᑖᓂ ᑭᓪᓕᖃᕐᓂᖓ 

ᐊᑐᐃᓐᓇᖃᕐᓂᐊᕌᖓᑕ ᓲᕐᓗᒃ ᐅᓪᓗᖏᑦ 

ᐃᒍᓇᐅᓕᕇᖃᑦᑕᕐᖓᑕ ᐅᕝᕙᓘᓐᓃᑦ ᐊᑐᕋᔅᓴᐃᑦ 

ᐃᒍᓇᐅᓕᕇᖃᑦᑕᖅᑐᑎᓪᓗ ᐅᓪᓗᐃᑦ ᐋᖅᑭᑦᑕᐅᔫᒐᓗᐊᑦ 

ᑭᓯᐊᓂ ᓯᕗᓂᑦᑎᓐᓂ ᐱᖓᓱᓄᑦ ᐅᑭᐅᓄᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᑕᓪᓕᒪᓄᑦ ᐋᖅᑭᑦᑕᐅᒐᓗᐊᖅᑎᓪᓗᒋᑦ. ᐄ, ᑭᐅᒍᒪᒍᕕᐅᒃ 

ᓇᑯᕐᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᕕᖃᕈᓐᓇᕐᓂᕋᓂ ᑭᐅᒍᓐᓇᖅᑯᖓ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᕐᓗᒍ. ᑕᓪᓕᒪᐃᑦ ᐊᕐᕌᒍᐃᑦ ᐊᑉᐸᓯᓛᒥᑦ 

ᑕᑯᓐᓈᓲᖑᔪᒍᑦ, ᐅᖃᖅᑲᐅᔭᕋ ᓯᕗᓂᐊᓂ ᑭᓯᐊᓂ 

ᐅᑯᐊᖑᒻᒪᖔᑕ ᕼᐊᒻᒪᓚᐅᔪᐃᑦ ᓯᕗᓪᓕᐅᔾᔨᓂᐊᕈᑎᒃ 

ᓇᓗᓇᐃᖅᑕᐅᓯᒪᑉᐸᑕ ᓯᕗᓪᓕᐅᔾᔭᐅᖁᓪᓗᒍ. 

ᐱᓕᒻᒪᒃᓴᐃᓂᖅ ᑖᒃᑯᓄᖓ ᑲᑐᔾᔨᖃᑎᒌᓐᓄᑦ ᑖᒃᑯᐊ 

ᐊᔾᔨᒌᓐᖏᑦᑐᓂᒃ ᒪᓕᖦᖢᑎᓪᓗ ᕼᐊᒻᒪᓚᒃᑯᑦ, 

ᒪᓕᑉᐸᑕᑦᑕᐅ ᐱᒍᒪᔭᖏᓐᓅᖓᔪᐃᑦ ᐊᒻᒪ 

ᓯᕗᓪᓕᐅᔾᔭᐅᓂᐊᕈᑎᒃ ᑖᒃᑯᓄᖓ ᐊᒻᒪᓗ 

ᐸᕐᓇᑕᐅᓯᒪᔪᐃᑦ ᑮᓇᐅᔭᖃᖅᑎᑕᐅᓂᖏᓐᓂ 

ᐱᖃᖁᓪᓗᒋᑦ ᑎᑭᐅᑎᒍᓐᓇᖁᓪᓗᒋᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᑦᑎᐊᕈᑎᓪᓗ ᑲᔪᓯᔪᓐᓇᖁᓪᓗᒋᑦ 

ᑕᐃᒪᓐᓇ ᑕᒡᒐ ᑕᑯᓐᓈᕋᔭᖅᑕᕗᑦ ᖃᑦᑎᓂᒃ ᐊᕐᕌᒍᓂᑦ 

ᐊᑉᐸᓯᓛᖑᓂᖓᓐᓂ ᓇᓗᓇᐃᖅᑲᐅᕗᒍᑦ. ᐄ, ᓲᕐᓗᒃ 

ᐸᕐᓇᐅᑎᒧᑦ ᐸᕐᓇᐅᑎᓪᓚᕆᒻᒧᑦ ᑐᕌᖓᒐᔭᖅᑐᖅ 

ᐊᕐᕌᒍᑕᒫᑦ ᐊᒻᒪ ᓯᕗᓪᓕᐅᔾᔭᐅᓯᒪᔪᑦ ᐊᓯᖏᓐᓂ 

ᑐᕌᖓᓗᓂᓗ ᓯᕗᓕᐅᖅᑎᖏᓐᓄᑦ ᒪᓕᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 
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into these positions. We do look at a number 

of variables, including standardization. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Another issue that was raised by Mr. Steele 

is the fact that many of these positions or, I 

think, maybe all of these positions, I might 

be wrong, do not come with housing. What 

work is being done to allocate housing to 

those units so that there is a more long-term 

commitment for an employee to stay in a 

position? Thank you, Mr. Chairman. 

 

Chairman: Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) The 

competition for housing across the board is 

pretty fierce, but I wonder, through you, Mr. 

Chairman, if I could ask my staff to answer 

that question. 

 

Chairman: Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) It’s 

complicated when we’re talking about 

housing because positions rarely are 

designated with housing. It’s more the sort 

of, if I may use this, a battle royale where 

departments fight over what housing is 

available and try to make the case that their 

position should have that housing. We have 

seen success before with ATIPP 

coordinators, not often, but when a 

department will overly push and will de-

prioritize some of their other positions, 

housing has been allocated in the past, but it 

isn’t an easy sell all the time when there are a 

lot of positions that need housing and there’s 

a small housing pool. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐄ, ᐃᓚᒋᐊᕈᒪᔭᕋ 

ᑖᓐᓇ ᑭᐅᖅᑲᐅᔭᐃᑦ ᐊᑕᐅᓯᐊᖓᓂ. ᐱᖁᔨᕗᖔᕈᑦ 

ᓄᓇᓕᐸᐅᔭᒃᑯᑦ ᐊᕐᕌᒍᐃᑦ ᒪᕐᕉᓐᓂᒃ ᐊᓂᒍᖅᑑᓐᓂᒃ 

ᐊᒻᒪᓗ ᓯᐊᕐᒪᖅᑎᕆᓂᐊᕐᓂᖏᓐᓂ 

ᐱᒋᐊᕐᓂᐊᖅᑐᑎᓪᓘᓐᓃᑦ ᑕᒪᑐᒥᖓ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᐱᓪᓗᒍ, ᑭᓯᐊᓂ ᒫᓐᓇ 

ᖃᐅᔨᒋᐊᖅᑕᐅᑲᓐᓂᖃᑦᑕᖅᓯᒪᒻᒪᖔᖅ ᓄᓇᓕᐸᐅᔭᒃᑯᓐᓂ 

ᑲᒥᓴᓇ ᑖᓐᓇ ᒫᓐᓇᒫᒃᑯᑦ ᓴᖅᑮᓚᐅᖅᑑᒐᓗᐊᖅ 

ᓄᓇᓕᐸᐅᔭᒃᑯᑦ ᑲᑎᒪᔨᖏᓐᓄᑦ ᑭᓯᐊᓂ ᒥᔅᑕ ᓯᑎᐅᓪ 

ᒫᓐᓇᒃᑯᑦ ᖃᐅᔨᒋᐊᖃᑦᑕᑲᓐᓂᓚᐅᕐᒪᖔᖅ ᑕᒪᑐᒥᖓ? 

ᒥᔅᑕ ᓰᓕ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ, 

ᐃᓵᓚᐅᖅᑐᒍᑦ ᓄᓇᓕᐸᐅᔭᒃᑯᓐᓄᑦ ᑎᑎᖅᑲᑎᒍᓪᓗ, 

ᑐᓴᒪᖃᐅᒪᖃᑎᒋᒐᓱᑦᑐᑎᒍᓪᓗ ᑭᓪᓕᖃᕐᓂᖓᓂ, 

ᑭᓪᓕᖃᖅᑎᑦᓯᓚᐅᕐᒪᑕ ᓇᒻᒥᓂᖅ. ᐊᒻᒪ ᑭᐅᓚᐅᖅᑐᐃᑦ 

ᓲᕐᓗᒃ ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒋᔭᖓ ᑖᓐᓇ ᓱᓕ 

ᐱᖁᔨᕗᖔᕈᑎᖓ ᐊᒻᒪ ᐊᓪᓗᕆᐊᕈᑎᒋᓂᐊᖅᑕᖓᓐᓂ 

ᓯᕗᒧᓐᓂᐊᕈᑎᒃ ᕿᒥᕐᕈᓯᒪᔪᐃᑦ ᐊᓪᓗᕆᐊᕈᑎᔅᓴᖓᓂᓗ 

ᐱᒋᐊᕈᑎᖓ ᓄᓇᓕᐸᐅᔭᒃᑯᓐᓄᑦ ᑎᒍᒥᐊᖔᖅᑕᖓ 

ᐊᒻᒪᓗ ᑕᐃᒪᐃᑦᑐᒦᑦᑐᖅ ᒫᓐᓇ ᑖᒃᑯᓄᓐᖓᖔᖅ 

ᑎᒍᒥᐊᖅᑕᑦ. ᑭᓯᐊᓂ ᐊᐱᖅᑯᑎᒋᓯᒪᔭᕗᑦ. ᐄ, ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ 

ᐊᐱᖅᑯᑎᓐᓂ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᐱᖅᑯᑎᖃᖅᑐᖓ ᒥᔅᑕ ᓰᓕᐅᑉ ᐊᐱᕆᔪᒪᓪᓗᖓ ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐱᓪᓗᒍ ᐅᖃᐅᓯᕆᖅᑲᐅᒻᒪᒍ ᐃᓚᖓᓂ 

ᓇᓗᓇᐃᖅᑲᐅᒻᒥᒻᒪᑦ ᑖᒃᑯᐊ ᐊᓯᔾᔨᖅᑕᐅᖓᔭᖅᑐᐃᑦ 

ᑭᓪᓕᖓᓂ ᓲᕐᓗᒃ ᐊᑲᐅᖃᑦᑕᓐᖏᒋᐊᖓ ᓱᓕᔫᓂᖓᓂ 

ᓲᕐᓗᒃ ᑲᒥᓴᓇᑦᑕᐅ ᑖᓐᓇ ᖃᓄᕐᓕ ᐃᓱᒪᒻᒪᖔᖅ 

ᓲᕐᓗᖃᐃ ᐊᔾᔨᒋᒐᔭᓐᖏᑕᖓᖃᐃ ᓲᕐᓗᒃ ᐊᒥᓲᔪᐃᑦ 

ᑐᐊᕕᖅᑐᐃ ᓄᓇᓯᐅᑏᑦ ᑐᐊᕕᖅᑐᑎᓪᓗ 

ᐊᑎᓕᐅᖅᓯᒪᓇᑎᑦ ᒪᓕᒐᕋᓛᓕᕆᔨᒃᑯᑎᒍᑦ 

ᐊᓯᔾᔨᕆᐊᖃᖅᑐᐃᑦ ᐋᖅᑭᒋᐊᕐᓗᑎᒍ ᓯᖁᒥᓲᑦ 

ᓯᖁᒥᓐᓂᖓᓂ ᑕᐃᒫᑐᐃᓐᓇᒐᓚᒃ ᐃᓱᒪᓇᖅᑰᔨᓐᖏᒻᒫᑦ 

ᐅᖃᖅᑕᖓᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐊᐱᖅᑯᑎᔅᓴᑦᑎᐊᕙᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐃᒻᒪᖄ 

ᑖᓐᓇ ᑎᑎᕋᖅᑎᐊᒃᑲᓐᓂᕆᐊᖃᖅᑕᕕᓂᕋᓗᐊᕋ, 

ᖃᓪᓗᓈᑎᑐᑦ ᐅᖃᐅᓯᖅ ᐱᕐᔪᐊᕌᓗᒻᒥᒃ 

ᐅᖃᐅᓯᖃᕋᓗᐊᖅᑎᓪᓗᒋᑦ ᑎᑦᑎᓇᖅᑐᒃᑰᖅᑎᑦᑎᔪᒥᒃ, 

ᑖᓐᓇ ᑐᑭᓯᓇᑦᑎᐊᖃᑦᑕᓐᖏᒻᒪᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᒃ 



 

 48 

I would recommend to any of the 

departments looking to fill those positions to 

seek housing, I think, especially for the pay 

range 13. That can be another big sort of 

push to be able to get someone good is to 

offer housing along with that position, but 

it’s a case-by-case basis that a department 

has to make based on the other positions 

they’re looking to fill and what their other 

priorities are. (interpretation) Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Just for clarity, and this is to the Government 

of Nunavut witnesses, if you’re an employee 

of the Government of Nunavut and you are 

indeterminate and you have housing, is your 

access to housing unit portable if you decide 

to move into a position that doesn’t actually 

have housing allocated to it? I see lots of 

people nodding their heads, so I will move 

on to another question. The answer to that is 

yes, is what I’m seeing, and I’ll just nod 

along with all of you.  

 

I think that’s a really important message to 

get out there, especially for people who are 

building their careers, that if you do get a 

position that is indeterminate and you do 

have housing, you do have the option of 

applying for other positions within the 

Government of Nunavut in order to build 

your experience and knowledge about how 

the Government of Nunavut works and in 

order to decide what you want to do with 

your career within the Government of 

Nunavut.  

 

I think that’s really important to say because 

it’s not always very apparent to people that 

they can move around and they can even 

change their whole career path within the 

Government of Nunavut, if they so choose. I 

would highly recommend doing that, 

ᑎᑎᕋᖅᑕᐅᖃᑕᐅᑎᓪᓗᒍ ᐃᒃᑯᐊ ᒪᓕᒐᐃᑦ 

ᐅᓪᓗᓕᖅᓯᒪᖃᑦᑕᖅᓯᒪᒻᒪᑕ ᐅᓄᓗᐊᖅᑐᓪᓗ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᑖᒃᑯᓂᖓ ᐊᓐᖑᑎᖃᑦᑕᖏᒻᒪᑕ 

ᐅᓪᓗᓕᖅᑕᐅᓯᒪᔪᓂᒃ, ᐃᒪᐃᓕᕐᓗᑎᒡᓗ 

ᐊᒃᓱᕈᖅᑐᕈᓘᒐᓗᐊᖅᑐᒍᑦ ᓴᓇᕐᕈᑎᔅᓴᕗᑦ 

ᐅᓄᓐᖏᒃᑲᓗᐊᖅᑎᓪᓗᒋᑦ.  

 

ᐄ, ᐅᓇ ᑭᒡᒍᑎᓪᓚᕆᒃ ᑕᐃᒃᑯᐊ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᐱᓕᕆᐊᖃᖅᑐᑦ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᑦᑎᐊᖅᓯᒪᔭᕆᐊᓖᑦ 

ᓱᓇᒃᑯᑖᖃᐅᑦᑎᐊᕐᓗᑎᒡᓗ ᑕᒪᒃᑯᓂᖓ 

ᑲᒪᒋᔭᖃᑦᑎᐊᕐᓂᐊᕐᒪᖓᑕ. ᐅᓄᓐᖏᑦᑐᑦ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕝᕕᖏᑦ. ᐃᖏᕐᕋᑦᑎᐊᖅᑐᑦ ᐅᓄᖅᑐᕐᓗ 

ᐃᖏᕐᕋᑦᑎᐊᖏᖦᖢᑎᒃ. ᐃᒪᐃᓕᖓᓇᓱᒃᑐᒍᑦ ᒪᓕᒐᐃᑦ 

ᑖᒃᑯᐊ ᐋᖅᑭᒃᓱᖅᓯᒪᔭᕋᓗᐊᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕝᕕᖏᓐᓄᑦ ᒪᓕᑦᑕᐅᖏᑦᑐᑦ. 

ᓱᒋᐊᕈᑎᔅᓴᓕᐅᓐᖏᖦᖢᑎᒡᓗ 

ᐱᓐᖑᐊᑐᐃᓐᓇᕆᐊᖃᕈᓐᓃᖅᑐᒍᑦ.  

 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕝᕕᖏᑦ ᐅᓪᓗᓕᖅᓯᒪᔪᓂᐅᒐᓗᐊᖅ 

ᖄᖏᐅᔾᔨᖃᑦᑕᕐᒪᖓᑕ. ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ ᓱᑲᓴᓗᐊᖅᑐᖅ 

ᐱᓪᓗᒋᑦ ᖃᑦᓯᑦ ᐃᒃᑯᐊ ᓱᒃᑲᓴᓗᐊᖁᔨᓐᖏᓐᓂᕐᒧᑦ 

ᐋᖅᑭᒃᓯᓯᒪᖃᑦᑕᕐᒪᑕ ᖃᓄᑎᒋ ᓱᑲᑎᒋᒋᐊᕋᓗᐊᕐᒪᑦ, 

ᐋᖅᑭᒃᓯᓯᒪᒐᓗᐊᖅᑎᓪᓗᑕ ᐸᓖᓯᓐᖑᐊᓂᑦ 

ᐅᐊᑦᓯᔨᓂᓪᓘᓐᓃᑦ ᐱᑕᖃᓐᖏᑉᐸᑦ 

ᐃᓱᒪᖅᓱᕈᓗᑐᐃᓐᓇᕐᓗᑎᑦ ᐊᖅᑯᓐᓇᔭᕐᒪᑕ. 

ᓱᓕᐊᕈᑎᒃᓴᑦᑕᖃᖅᐸᑦ ᐃᓂᖅᑎᖅᑕᐅᒐᔭᖅᑐᑦ. ᑖᓐᓇ 

ᑭᒡᒍᑖ ᐃᒪᐃᓕᖓᔪᖅ ᑖᒃᑯᐊ ᒪᓕᒐᐃᑦ ᒪᓕᑦᑕᐅᓪᓗᑎᒃ 

ᑕᐃᒪᓐᖓᓕᒫᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᑖᔅᓱᒧᖓᑦᑕᐃᓐᓇᖅ ᐊᐱᖅᑯᑎᖃᕈᒪᓪᓗᖓ ᒐᕙᒪᒃᑯᓐᓄᑦ. 

ᑖᓐᓇ ᐱᖁᔭᕐᔪᐊᖅ ᑎᑎᕋᖅᑕᐅᖕᒪᑦ 

ᐱᔾᔪᑎᒃᓴᖃᑦᑎᐊᓚᐅᖅᑐᑦ ᑕᖅᑭᖅ ᐊᑕᐅᓯᖅ 

ᐱᕕᖃᑦᑎᐊᖅᑎᑦᑎᓪᓗᓂ ᑭᐅᓂᐊᖅᐸᑕ ᒐᕙᒪᒃᑯᑦ 

ᑭᓯᐊᓂᑦᑕᐅᖅ ᑐᓴᖃᑦᑕᖅᑐᒍᑦ ᖄᖏᐅᔾᔨᖃᑦᑕᕐᒪᑕ 

ᐅᓪᓗᓕᖅᑕᐅᓯᒪᔪᓂᐅᒐᓗᐊᖅ. ᐊᒻᒪᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᒃᓴᕐᓂᖅ ᑖᓐᓇ 

ᐃᔾᔪᑎᒃᓴᐅᖏᓐᓇᕈᓐᓇᓐᖏᑦᑐᖅ. ᒐᕙᒪᒃᑯᑦ ᑐᑭᓯᔪᒪᔭᒃᑲ 

ᖃᓄᐃᒻᒪᑦ 25 ᐅᓪᓗᑦ ᐃᖅᑲᓇᐃᔭᕐᓇᐃᑦ 

ᓇᐃᓗᐊᕆᔭᐅᒻᒪᖔᑦ? ᑖᓐᓇ ᐊᐱᖅᑯᑎᒐ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ, 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᖅᑯᑎᖓᓄᑦ. 
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especially if you’re dissatisfied with your 

current work and your current work 

atmosphere, you can bring your housing with 

you and take it. With that, I’ll stop there for 

now, Mr. Chairman. Thank you. 

 

Chairman: Thank you. Just before I 

recognize the clock and go for a break, I 

would like to get a clarification on Mr. 

Witzaney’s comment. There are currently 

positions, two are closing today, ATIPP 

specialists, and another one and it clearly 

states that subsidized staff housing is not 

available. Was staff housing requested with 

those positions? Did the director join the 

battle royale, as he stated, for those two 

positions and was just unsuccessful? Mr. 

Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) I’ll have 

to get back to the Committee on that one. 

That did pre-date my time in this position, 

but I should be able to get something 

hopefully by the end of today from our HR 

people. (interpretation) Thank you, Mr. 

Chairman.  

 

Chairman: Thank you. I’ll recognize the 

clock and we will take a 15-minute break. 

Thank you. 

 

>>Committee recessed at 10:39 and 

resumed at 11:03 

 

Chairman: Thank you. I would like to call 

the Committee meeting back to order. The 

next name I have on my list: Mr. Quqqiaq.  

 

Mr. Quqqiaq: Thank you, Mr. Chairman. 

My first three questions will be for the 

commissioner.  

 

You indicate on page 5 of your 2022-23 

annual report that your office responded to 

ᑕᐃᒃᑯᐊ ᐱᐅᓯᕆᔭᐅᓯᒪᔪᑦ ᒪᓕᒃᓯᒪᔪᑦ ᑲᓇᑕᒥ 

ᐊᑐᖅᑕᐅᔪᓕᒫᑦ ᒪᓕᑐᐃᓐᓇᖅᖢᑎᒃᑯᑦ. ᐊᒻᒪᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᒃᓴᕐᓂᖅ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ 

ᐆᑦᑑᑎᖃᕈᓐᓇᕋᑦᑕ. ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕝᕕᖏᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᑦᑎᐊᖅᖢᑎᑦ ᐃᓚᖏᓪᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑭᒃᓴᖅᖢᑎᑦ. 

 

ᑕᐃᒪᓐᓇ ᐋᖅᑭᒃᓯᓇᓱᖃᑦᑕᖅᓯᒪᔪᒍᑦ. ᐃᒪᐃᓕᐅᕋᓱᒃᑐᒍᑦ 

ᐊᒃᓱᕉᑎᒋᔭᕗᑦ ᑲᓇᑕᒥ ᐊᑐᖅᑕᐅᔪᑦ ᒪᓕᒡᓗᑎᒃᑯᑦ 

ᐊᓐᖑᑎᓯᒪᓂᐊᕋᑦᑕ ᐊᑐᕆᐊᖃᖅᑕᑦᑎᓐᓄᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᓱᓕ ᒐᕙᒪᒃᑯᓐᓄᑦ. ᐅᐊᑦᑎᐊᖅ ᑐᓴᖅᑲᐅᒐᒪ ᐊᑕᐅᓯᑐᐊᖅ 

ᐃᓛᒃ, ᐃᖅᑲᓇᐃᔮᑦ ᑕᓪᓕᒪᐅᑎᓪᓗᒋᑦ ᐊᑕᐅᓯᑯᓗᒃ 

ᐃᓐᓄᒃᑕᐅᓯᒪᔪᖅ. 

 

ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐱᔭᒃᓴᖅᑖᕆᓯᒪᔭᒥᓂᒃ 

ᐃᖅᑲᓇᐃᔮᕆᔭᕆᐊᖃᖅᑕᒥᓂᒡᓗ ᑕᓪᓕᒪᐅᑎᓪᓗᒋᑦ 

ᐊᑕᐅᓯᑯᓗᒃ ᐃᓐᓄᒃᑕᐅᓯᒪᑎᓪᓗᒍ 

ᐊᖑᒻᒪᑎᔪᓐᓇᕐᒪᖔᖏᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ, 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᖅᑯᑎᖓᓄᑦ. 

ᑕᐃᒃᑯᐊ ᐊᑭᑐᕋᐅᑎᔪᓂᑦ ᐅᓪᓗᒥ ᒪᑐᓂᐊᕐᒪᑕ. ᑕᐃᒃᑯᐊ 

ᐃᓐᓄᒃᑕᐅᓯᒪᓐᖏᑦᑐᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐱᓗᐊᕐᓗᒋᑦ 

ᑕᕝᕙᓂ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐃᓗᐊᓂ ᐃᓐᓄᒃᑕᐅᒍᒥᓇᖅᑐᑦ. 

ᐊᒻᒪᓗ ᐃᑲᔪᖃᑎᒌᖃᑦᑕᖅᑐᒍᑦ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᐅᓪᓗᑕ. ᑕᐃᒪᓐᓇ 

ᐱᔪᓐᓇᕐᕕᖃᖅᑎᑕᐅᖃᑦᑕᖅᑐᒍᑦ. ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ 

ᐃᓐᓄᒃᑕᐅᑉᐸᑕ ᐃᖅᑲᓇᐃᔮᑦ 

ᐃᑲᔪᒃᑲᓐᓂᐅᑎᒋᔪᓐᓇᕐᓂᐊᖅᑕᕗᑦ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᑖᒃᑯᐊ 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕝᕕᖏᓐᓂᒃ ᐃᑲᔪᒃᑲᓐᓂᕈᓐᓇᕐᓂᐊᕐᒪᑕ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᑕᐃᒪᑐᖅ ᑕᐃᒃᑯᐊ ᐃᓐᓄᒃᑕᐅᔪᐃᓐᓇᐅᓂᐊᖅᐳᑦ. ᐊᒻᒪᓗ 

ᐊᓯᐊᓄᑦ, ᑲᒥᓯᓇᒧᑦ. ᒥᔅᑕ ᓯᑎᐅᓪ ᐅᖃᖅᑲᐅᖕᒪᑦ 

ᐅᐊᑦᑎᐊᖅ ᒪᓕᒐᓕᐅᖅᑏᑦ ᐃᒻᒥᒨᖓᔪᑦ ᒪᓕᒐᖏᖕᓂᒃ 

ᐊᑐᕆᐊᖃᓐᖏᑦᑎᑦᑎᔪᑦ, ᐃᓛᒃ, ᐊᑐᕆᐊᑐᓐᖏᓐᓇᑦᑖ, 

ᖃᓄᖅ ᑕᖅᑲᒃᑯᓄᖓ ᑐᕌᖓᒃᐸᑦ 
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nine requests for comments during the fiscal 

year.  

 

You indicate on page 7 of your 2022-23 

annual report that you provided “comments 

on policy proposals and/or advice on specific 

situations” to a number of different 

organizations and individuals, including an 

Inuit organization.  

 

Inuit organizations are not considered to be 

public bodies under the Access to 

Information and Protection of Privacy Act.  

 

The question is: under what circumstances 

does your office undertake work on behalf of 

non-government entities? Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Steele.  

 

Mr. Steele: Thank you, Mr. Chairman. My 

office acts as a general resource for the 

people of Nunavut on the access and privacy 

law. When it comes to that specific function 

that the Member is referring to, that is, a 

request for comments or advice, that part of 

my work is not limited to the Government of 

Nunavut.  

 

In the particular example that the Member 

refers to, there was an Inuit organization that 

was developing a submission to an entity of 

the Government of Nunavut. They wanted to 

refer to the access and privacy law in their 

submission and they just wanted to check 

with me to make sure that they had 

understood correctly how the legislation 

works so that their submission to the 

government would be stronger. Whether it’s 

an Inuit organization or a private citizen or a 

Member of this legislature, I am willing to 

provide that kind of general advice to 

anybody.  

 

ᑲᓐᖑᓇᖅᑑᑎᑕᐅᓚᐅᖅᑎᓪᓗᒍ ᖃᓄᐃᓕᖓᕙ ᑕᒪᓐᓇ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑕᐃᒃᑯᐊ 

ᖃᐃᑕᐅᖃᑦᑕᖅᑐᑦ ᑐᓴᒐᒃᓴᐃᑦ ᐃᓱᒫᓘᑎᒋᔭᐅᓂᖏᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᖃᐃᑕᐅᖃᑦᑕᕐᒪᑕ ᓂᕈᐊᖅᑎᑦᑎᔨᓐᓄᑦ. 

ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᒃᓯᕙᐅᑖᖅ, ᑕᐃᒃᑯᐊ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᐱᖁᔭᐃᑦ ᒪᓕᒐᓕᐅᖅᑎᓄᑦ 

ᐊᑐᓐᖏᑦᑐᑦ. ᐊᑐᐃᓐᓇᖃᕐᓂᖅ ᑕᐃᒪ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᓵᑕᐅᔪᓐᓇᖅᐳᑦ ᐊᒻᒪᓗ ᐃᒻᒥᒨᖓᔪᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑕᐃᒃᑯᓂᖓ ᐸᐃᑉᐹᕈᓘᔮᓗᖕᓂᒃ 

ᐃᒻᒥᒨᖓᔪᓂᒃ ᑎᒍᒥᐊᕐᒪᑕ. ᐊᒻᒪᓗ ᒪᓕᒐᓕᐅᖅᑎᓕᒫᑦ 

ᖃᐅᔨᒪᓪᓗᑎᑦ ᒪᓕᒐᓕᐅᖅᑏᑦ ᑕᒪᒃᑯᓄᖓ 

ᐃᓚᒋᔭᐅᖃᑕᐅᓐᖏᑦᑐᑦ ᓄᓇᕗᑦ ᒐᕙᒪᐅᓐᖏᓐᓇᒥᒃ. 

ᐃᒻᒥᒃᑰᕋᓗᐊᕈᑎᑦ ᐃᓗᐃᒃᑲᐅᒐᓗᐊᕈᑎᑦ. ᐊᒻᒪᓗ ᑕᐃᓐᓇ 

ᐱᖁᔭᖅ ᐊᑐᓐᖏᖦᖢᓂ ᒪᓕᒐᓕᐅᖅᑎᓄᑦ.  

 

ᑖᓐᓇ ᐊᐱᖅᑯᑏᑦ ᑭᐅᒋᐊᕐᓗᒍ, ᐄ. 

ᐃᓱᒪᖅᓲᑎᖃᕈᓐᓇᖅᑐᑎᑦ ᑭᓱᑐᐃᓐᓇᕐᒥᒃ ᑐᓴᖅᑎᑕᐅᔭᐃᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒍ. ᑕᒪᕐᒥᐊᓗᒡᓗ ᓴᖅᑭᑦᑐᓐᓇᓐᖏᖦᖢᒋᑦ. 

ᑕᐃᒃᑯᓄᖓᔅᓴᐃᓐᓇᑎᖅ ᐱᖁᔭᓂᒃ ᒪᓕᓐᖏᓐᓇᔅᓯ. 

 

ᖃᐅᔨᒪᑦᑎᐊᕆᐊᖃᖅᑐᑎᑦ ᖃᓄᖅ ᐊᑐᐃᓐᓇᖃᕐᓂᖅ 

ᑲᓐᖑᓇᖅᑑᑎᓕᕆᓂᕐᓗ ᐊᐅᓚᒻᒪᖔᖅ. 

ᐃᓱᒪᒃᓴᖅᓯᐅᕈᑎᖃᑦᑎᐊᕆᐊᖃᖅᐳᑎᑦ ᒪᓕᒃᑕᐅᔪᑦ 

ᐱᓪᓗᒋᑦ ᑖᒃᑯᐊ ᒪᓕᒐᐃᑦ ᒪᓕᒡᓗᒋᑦ ᐃᓛᒃ, 

ᐊᑲᐅᓐᖏᓐᓂᕐᒨᔾᔮᓐᖏᑦᑐᑎᑦ. ᓯᖁᒥᑦᑎᔾᔮᕋᑎᓪᓗ 

ᐊᑐᓐᖏᒻᒪᑦ ᐃᓕᔅᓯᖕᓄᑦ. 

 

ᒐᕙᒪᐅᓪᓗᑎᑦ ᐊᑲᐅᓐᖏᓕᐅᕈᒨᕈᓐᓇᖅᐲᑦ? ᓲᕐᓗᒃ 

ᐃᒻᒥᒨᖓᔪᒥᒃ ᐅᖃᐅᓯᐅᒍᕕᑦ ᑕᖅᑲᐅᓐᖓᕐᓂᕈᓂ. 

ᑭᓯᐊᓂ, ᐅᕗᖓ ᒪᓕᒐᓕᐅᕐᕕᖕᒧᑦ ᑭᓯᐊᓂ 

ᑲᒪᒋᔭᐅᔭᕆᐊᓕᒃ ᓲᕐᓗᒃ ᓯᖁᒥᑦᑎᓐᓂᕈᕕᑦ 

ᓈᒻᒪᓐᖏᑦᑐᒥᒡᓘᓐᓃᑦ ᐊᑐᕐᓂᕈᕕᑦ ᒪᓕᒐᓕᐅᕐᕕᖕᒧᑦ 

ᑭᓯᐊᓂ ᑲᒪᒋᔭᐅᔪᓐᓇᕋᔭᖅᑐᑎᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓴᕕᑲᑖᖅ.  

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᐅᑎᕐᕕᒃ ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᓵᒃᑲᓐᓂᕐᓗᒋᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᖅᑲᐃ ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᑦ 

ᐱᔪᓐᓇᕋᑦᑎᒍᑦ ᖃᐅᔨᒪᔭᕆᐊᖃᕐᓂᕐᓗ ᓲᕐᓗᒃ 

ᐆᑦᑑᑎᒋᓗᒍ ᐳᕙᒡᓗᖕᓂᖅ ᒫᓐᓇ ᐱᑕᖃᐅᕈᓘᔭᕐᒪᑦ 

ᐃᓚᖏᓪᓗᐃᒃᑯᐊ ᓄᓇᓖᑦ ᐅᓄᖅᑐᑲᓪᓚᐅᓕᖅᖢᑐᑎᑦ 
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To conclude, Member, for example, 

Members of this Legislative Assembly are 

not covered by the access and privacy law, 

but if one of you approaches me looking for 

advice, I will be of course more than happy 

to respond. It’s the same sort of thing with 

this particular Inuit organization. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. I have and you have 

assisted me, Mr. Commissioner. Mr. 

Quqqiaq. 

  

Mr. Quqqiaq: Thank you, Mr. Chairman. 

Thank you, commissioner, for your response. 

My next line of questioning is: are you aware 

if Nunavut Tunngavik Incorporated and/or 

the three regional Inuit organizations are 

considering establishing an access to 

information and/or protection of privacy 

system that can be utilized by Nunavut Inuit 

in respect to information in the possession of 

these organizations? Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: Mr. Chairman, I am not aware of 

any initiative of that kind nor would I expect 

to be aware of it or to be consulted about it. 

Because Nunavut Tunngavik Incorporated 

and the three regional Inuit organizations are 

not public bodies of the Government of 

Nunavut, they do not come under the access 

and privacy law. I would really have no role 

to play with any system that they might 

develop.  

 

If they are thinking about such a system, it 

would be, of course, their own initiative. It 

would be a very interesting idea. If they 

wanted to consult with me about how to 

make such a system could work properly, I 

would be only too happy to respond to them, 

but on that one, the initiative would have to 

come from them. At the moment, I’m not 

ᐳᕙᒡᓗᒃᑐᑦ. ᐃᓚᖏᓪᓗ ᐳᕙᒡᓗᖦᖢᑎᑦ 

ᖃᑦᓰᓐᓇᐅᑎᓪᓗᒋᑦ. 

 

ᖃᐅᔨᒪᔭᖃᕈᓂ ᐳᕙᒡᓗᒃᑐᖅ ᑲᑎᒪᓂᕐᒧᐊᕈᑎᑦ ᕼᐊᒻᓚᒃᑯᑦ 

ᑲᑎᒪᑎᓪᓗᒋᑦ ᐅᕝᕙᓘᓐᓃᑦ ᒪᓕᒐᓕᐅᖅᑏᑦ 

ᑲᑎᒪᑎᓪᓗᒋᑦ, ᑕᐃᒃᑯᐊ ᐳᕙᒡᓗᒃᑐᑦ ᑲᑎᒪᔭᖅᑐᖃᑕᐅᔪᑦ 

ᓇᓗᓇᐃᖅᓯᔭᕆᐊᖃᖅᐹᑦ ᐃᒻᒪᖄ 

ᐊᐃᑦᑐᕐᓗᒍᒃᓯᑐᐃᓐᓇᕆᐊᖃᖅᑐᖓ. 

ᑕᐃᒪᐃᑦᑕᕆᐊᖃᖅᑲᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒪᒥᐊᓇᖅ. 

ᑲᒥᓯᓇᒨᕋᓱᒋᖅᑲᐅᒐᒃᑯ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪ 

ᖁᔭᓐᓇᒦᖅᖢᒍ ᑖᓐᓇ ᒪᓕᒐᓕᐅᖅᑎ. ᑖᓐᓇ 

ᐊᑕᐅᓯᐅᓐᖏᑦᑐᓂᒃ ᐅᖃᐅᓯᖃᕋᑦᑕ. ᐊᑐᐃᓐᓇᖃᕐᓂᖅ 

ᑐᓴᐅᒪᔾᔪᑎᓂᒃ ᐊᒻᒪᓗ ᐃᒻᒥᒨᖓᔪᑦ ᑕᐃᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑑᑎᒋᔭᐅᔭᕆᐊᖃᕐᓂᖏᑦ. ᐊᒻᒪᓗ 

ᐃᓗᓕᖃᖃᓯᐅᑎᖕᒥᔪᖅ ᐱᖁᔭᕐᔪᐊᕐᒧᑦ. CPHO. ᑕᐃᓐᓇ 

ᓘᒃᑖᖅ ᑲᒪᒋᔭᐅᖃᑦᑕᖅᑐᖅ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᓂᑦ 

ᐃᓱᒪᒃᓴᖅᓯᐅᕈᑎᖃᕆᐊᖃᕋᔭᖅᑐᑎᑦ. 

 

ᓲᕐᓗᒃ ᐳᕙᒡᓗᖕᓂᖓ ᖃᐅᔨᔭᐅᒃᐸᑦ, ᐊᒻᒪᓗ 

ᖃᓄᐃᑉᐸᓪᓕᐊᓂᖓ ᑲᒪᒋᔭᐅᒃᐸᑦ ᑖᒃᑯᓄᖓ 

ᐃᓅᓕᓴᐃᔨᓄᑦ ᐄᔭᒐᕈᒪᓐᖏᑉᐸᓪᓗ, ᑕᐃᒪ 

ᓄᓇᖅᑲᑎᖏᑦ ᐅᓗᕆᐊᓇᖅᑐᒦᑎᓕᖅᐸᖏᑦ. ᑕᐃᒪ 

ᑕᐃᓐᓇ ᐊᖓᔪᖅᑳᕆᔭᐅᔪᖅ ᓘᒃᑖᓄᑦ 

ᑎᓕᐅᕈᓯᐅᕈᓐᓇᖅᑐᖅ. ᐊᒻᒪᓗ ᐃᖅᑲᖅᑐᐃᕕᑎᒍᑦ 

ᑕᐃᓐᓇ ᑲᒪᒋᔭᐅᓕᕐᓗᓂ. ᑖᓐᓇ ᐳᕙᒡᓗᒃᑐᖅ 

ᒪᓕᓐᓂᐊᕐᒪᑦ ᐄᔭᒐᑦᑎᐊᕐᓗᓂᓗ.  

 

ᐊᒻᒪᓗ ᑐᓴᖅᑎᑦᑎᓂᖅ ᓄᓇᖅᑲᑎᖕᓄᑦ, 

ᐳᕙᒡᓗᒃᑐᖃᖅᑎᓪᓗᒍ ᓄᓇᖅᑲᑎᖕᓂᑦ ᐆᑦᑑᑎᒋᓗᒍ, 

ᐊᓯᖏᓐᓂᒡᓘᓐᓃᑦ ᐊᐃᑦᑐᕐᓗᒃᑕᐅᔪᓐᓇᖅᑐᑦ ᑕᒪᒃᑯᐊ 

ᑐᓴᖅᑎᑦᑎᔭᕆᐊᖃᓐᖏᑦᑐᒍᑦ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᖕᒪᑦ 

ᐃᒻᒥᒨᖓᓂᖓ ᐱᔾᔪᑎᒋᓪᓗᒍ ᐱᖁᔭᕐᔪᐊᖅᑎᒍᑦ. 

 

ᑭᓯᐊᓂ, ᐃᓕᓐᓂᐊᖅᑎᑦᑎᑦᑎᐊᕋᓱᖃᑦᑕᖅᑐᒍᑦ 

ᓴᖅᑭᔮᖅᑎᑦᑎᑦᑎᐊᕋᓱᖦᖢᑕ ᑐᓴᐅᒪᑎᑦᑎᓪᓗᑕᓗ 

ᐊᐃᒃᑐᕐᓗᒃᑐᖃᕐᓂᐊᓐᖏᒻᒪᑦ ᐃᓱᒪᓕᐅᕈᑎᖃᑦᑎᐊᕐᓗᓂᓗ 

ᖃᓄᖅ ᐃᒻᒥᓂᒃ ᓴᐳᒻᒥᐅᓯᖅᓯᒪᔪᓐᓇᕐᒪᖔᖅ. 

 

ᐊᒻᒪ ᑖᓐᓇ ᓇᖕᒥᓂᖅ ᐸᐃᑉᐹᖁᑎᒥᓂᒃ ᐃᒻᒥᒨᖓᔪᓂᑦ 

ᑐᒃᓯᕌᖃᕈᓐᓇᖅᑐᖅ. ᓈᒻᒪᒐᔭᕐᒪᑦ ᑕᐃᒪᐃᑦᑐᒪᓐᓂᕈᓂ. 

ᐱᓗᐊᕐᓗᒋᑦ ᓄᓇᓕᐊᓛᖑᓂᖅᓴᐅᔪᓂᑦ ᓲᕐᓗᒃ 

ᐃᒻᒥᒨᖓᔪᑦ ᓴᖅᑭᑕᐅᑐᐃᓐᓇᕆᐊᖃᕐᓂᖏᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᐅᓗᕆᐊᓇᕈᑎᒋᔭᐅᓕᕈᓐᓇᖅᑐᖅ 

ᑕᐃᔅᓱᒧᖓ ᐃᓄᖕᒧᑦ. ᑕᖅᑲᐅᓐᖓᕋᔭᓐᖏᑕᕗᑦ. ᑕᒪᒃᑯᐊ 
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aware of any initiate of that kind. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Mr. Quqqiaq. 

 

Mr. Quqqiaq: Thank you, Mr. Chairman. 

Thank you, commissioner, for your response. 

I’ll move on to municipalities.  

 

The Access to Information and Protection of 

Privacy Act was amended by the Legislative 

Assembly in September 2017 to allow for the 

designation of municipalities as being 

“public bodies” under the regulations. This 

would make them subject to the legislation.  

 

In your view, which of Nunavut’s 

municipalities currently have the capacity to 

manage responsibilities under the Access to 

Information and Protection of Privacy Act 

and which do not? Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Steele.  

 

Mr. Steele: Mr. Chairman, that question, I’m 

sure, is better answered by the Department of 

Community and Government Services, but I 

will offer a few words of background. If any 

Members are unsure of the background to 

this issue, it did come up during my last 

hearing before this Committee.  

 

As the Member said, in 2017 this Legislative 

Assembly passed a law making it possible 

for Nunavut’s municipal governments to be 

passed by the law. All it would take is a 

regulation from the government to designate 

one or more municipalities. If that regulation 

were passed, the municipality would then be 

subject to the access and privacy law, just 

like any department of the Government of 

Nunavut.  

 

Since 2017, no such regulation has been 

passed and therefore, no municipality is 

ᑐᓴᐅᒪᔾᔪᑎᑦ ᓄᓇᓕᐊᓛᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ, ᐃᓛᒃ, 

ᓄᓇᓕᐊᓛᖑᓂᖏᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᑭᓯᔭᕋ. ᑕᐃᓐᓇ ᐃᓄᒃ ᐊᐃᑦᑐᕐᓗᒃᓯᑐᐃᓐᓇᕆᐊᓕᒃ 

ᑖᓐᓇᑐᐊᑦᑎᐊᖅ ᖃᐅᔨᒪᓇᔭᖅᑐᖅ ᐊᓯᖏᑦ 

ᖃᐅᔨᒪᓐᖏᓪᓗᑎᒃ. ᑕᐃᓐᓇ ᑐᓴᖅᑎᑦᑎᔭᕆᐊᑐᓐᖏᑦᑑᖅ 

ᐊᐃᑦᑐᕐᓗᐃᑐᐃᓐᓇᕆᐊᖃᕐᓂᕐᒥᖕᓂᒃ ᓄᓇᖅᑲᑎᒥᖕᓂᒃ? 

ᓲᕐᓗᒃ ᐅᕙᓂ ᐳᕙᒡᓗᒃᑐᖃᖅᐸᑦ ᐅᖃᐅᑎᔭᕆᐊᑐᓐᖏᑕᒃᑲ 

ᐃᓚᒃᑳ ᐳᕙᒡᓗᒃᑐᖓ ᑕᒃᑰ? ᐃᒪᐃᓕᔪᓐᓇᓐᖏᓛᖅ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᑖᓐᓇ ᑐᑭᓯᒃᑲᓐᓂᕈᒪᒐᖕᓂ. ᐃᓄᒃ ᑖᓐᓇ 

ᐅᖃᐅᔾᔨᒋᐊᑐᓐᖏᑦᑐᖅ ᑕᖅᑲᒃᑯᓂᖓ ᑭᓱᒥᒃ ᐃᓛᒃ, 

ᐊᐃᑦᑐᕐᓗᐃᑐᐃᓐᓇᕆᐊᖃᕐᓂᕐᒥᓂᒃ. ᐄᔭᒐᑦᑎᐊᖅᐸᑦ 

ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ ᑲᑎᖃᑦᑕᖅᓯᒪᔭᖏᑦ ᑕᐃᒃᑯᐊ 

ᐅᖄᓚᕕᐅᖃᑦᑕᓕᕋᔭᖅᑐᑦ ᖃᓄᐃᓕᖓᓕᕐᒪᖔᑦ 

ᑐᑭᓯᕕᐅᒃᑲᓐᓂᕈᒪᓪᓗᑎᒃ. 

 

ᑕᐃᒃᑯᐊ ᐅᖄᓚᕕᒋᒐᑦᑎᒃᑯᑦ ᐅᖃᐅᑎᓲᕆᔭᕗᑦ ᐃᒻᒪᖄ 

ᐳᕙᒡᓗᒃᑐᒥᒃ ᖃᓂᒋᔭᖃᓚᐅᖅᑐᑎᑦ 

ᐊᐃᑦᑐᕐᓗᒃᑕᐅᓯᒪᑐᐃᓐᓇᕆᐊᖃᖅᑐᑎᑦ. 

ᑕᐃᒪᐃᓕᕕᒋᓇᔭᖅᑕᕗᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᓴᖅᑲᐅᓐᖏᓐᓇᒪ. ᓲᕐᓗᒃ ᐳᕙᒡᓗᒃᑐᖃᖅᐸᑦ ᐅᕙᓂ 

ᑕᕝᕙᓃᖃᑎᒃᑳ ᐅᖃᐅᑎᒋᐊᑐᓐᖏᑕᒃᑲ ᐳᕙᒡᓗᖕᓂᓐᓂ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ. 

ᐊᖏᑐᐃᓐᓇᖅᐳᖓ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐊᐱᖅᑯᑎᒋᔪᒪᒋᓪᓗᒍ ᑖᑦᓱᒪᑉ ᑲᒥᓯᓇᒧᑦ, ᐃᒻᒥᒨᖓᔪᑦ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᓂᐊᕐᒪᑕ ᑖᓐᓇ ᐃᓄᒃ 
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covered by the access and privacy law. There 

has been some discussion behind the scenes 

over the years. There’s a real concern about, 

this word again, Mr. Chairman, capacity. The 

hamlets in Nunavut are very small. They 

have very few staff. It’s not clear that they 

have the resources necessary to mange their 

records or to answer access requests or to 

deal with privacy issues as the law requires.  

 

There would have to be some work done 

between the Department of Community and 

Government Services and the hamlets to get 

ready to be able to implement the law. Right 

now, nobody on either side seems to think 

that that’s realistic at any time in the near 

future. Obviously, if there was one 

municipality that might have the ability to do 

it, it would be the City of Iqaluit and that’s 

only because of its size and the number of 

staff that it has, but even they have not 

shown a great deal of interest in coming 

under the access and privacy law.  

 

That’s the background to it, Mr. Chairman, 

and any further information on that, I think, 

would have to come from Community and 

Government Services. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Quqqiaq. 

 

Mr. Quqqiaq: Thank you Mr. Chairman. 

Thank you, commissioner, for your response. 

I agree with you completely. It’s always the 

capacity issues when it comes to 

municipalities and it’s a known fact that I 

have spoken with quite a few senior 

administrative officers and as well as, I have 

met with the councillors. 

 

I’m going to move on to the government 

witnesses. The Access to Information and 

Protection of Privacy Act was amended by 

the Legislative Assembly in September 2017 

to allow for the designation of municipalities 

ᐊᐃᑦᑐᕐᓗᐃᑐᐃᓐᓇᕆᐊᖃᕈᓂ 

ᖃᐅᔨᒃᑲᐃᔭᕆᐊᑐᓐᖏᑦᑑᖅ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᐊᑖᓂ 

ᒫᓐᓇ ᒪᓕᒐᐅᔫᑉ, ᐄ, ᑕᐃᒪᐃᑦᑐᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐊᓯᐊᓄᖔᖅ ᐊᐱᖅᑯᑎᖃᓕᕐᓚᖓ ᒐᕙᒪᒃᑯᓐᓄᖔᖅ. 

ᓄᓇᓕᓐᓂ ᒐᕙᒪᒃᑯᓐᓂ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᓐᓄᑦ. ᒥᔅᑕ ᓰᓕ 

ᐅᖃᖅᑲᐅᒻᒪᑦ ᕼᐊᒻᓚᐃᑦ ᐱᒋᐊᕈᒪᑉᐸᑕ 

ᒪᓕᑦᑕᐅᑎᑦᑎᖃᑦᑕᓂᕐᒥᒃ ᑕᑯᔪᓐᓇᐅᑎᓂᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᐱᖁᔭᕐᔪᐊᒃᒥ ᑕᐃᑲᓂᒎᖅ ᑕᐃᒪ 

ᐊᐅᓚᑦᑎᒋᐊᓕᕋᔭᕐᖓᑕ. 

 

ᕼᐊᒻᓚᐅᔪᓪᓕ ᐱᖃᑕᐅᒍᒪᓚᐅᖅᓯᒪᓐᖏᑉᐸᑕ, 

ᐱᖃᑕᐅᓐᖐᓐᓇᖅᑳᑦ ᑕᐅᕗᖓᓕᒫᖅ? ᐅᕝᕙᓘᓐᓃᑦ 

ᐅᓪᓗᖅᑕᖃᓛᕆᕙ ᐊᕙᑎᓂᑦ ᐊᕐᕌᒍᓂᑦ ᐊᖅᑭᓯᓐᓂᕈᔅᓯ 

ᐱᖃᑕᐅᓕᕆᐊᓛᖅᑐᓰᓚᔪᒥᒃ? ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᒫᓐᓇᓕ 

ᒫᓐᓇ ᕼᐊᒻᓚᒃᑯᑦ ᑲᑎᒪᔨᖏᓐᓄᑦ ᐃᓱᒪᖅᓲᑎᒋᔭᐅᔪᖅ 

ᐱᒋᐊᖅᑎᑕᐅᔪᓐᓇᖅᑐᖅ. ᖃᖓᑐᐃᓐᓇᖅ 

ᐃᓱᒪᑖᕆᐊᖃᕋᔭᖅᑐᐃᑦ ᒪᓕᑦᑕᐅᓪᓚᕆᒋᐊᖃᓕᓛᕐᓗᑎᑦ 

ᑭᒃᑯᓕᒫᓄᑦ. ᐃᓛᒃ, ᕼᐊᒻᓚᓄᑦ. 

 

ᓄᓇᕗᒻᒥ ᕼᐊᒻᓚᐃᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᑦ 

ᖃᐅᔨᒪᖃᑎᒋᓪᓗᑎᒍᑦ ᓴᖅᑭᖅᓯᕙᓪᓕᐊᒍᒪᔪᒍᑦ 

ᐅᖃᖃᑎᒋᖃᑦᑕᕐᓗᒋᑦ ᕼᐊᒻᓚᒃᑯᑦ ᑲᑎᒪᔨᖏᑦ ᐃᓛᒃᑯᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖃᖓᒥ 

ᖃᑦᑎᓂᑦ, ᐃᓛᒃ, ᖃᓄᑎᒋ ᐊᑯᓂᐅᑎᒋᔪᒥᒃ 

ᐋᖅᑭᔅᓯᓯᒪᕕᓯ? ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗᓕ ᐊᐱᕆᒻᒪᑦ ᑕᐃᒫᒃ. ᒫᓐᓇ ᐅᓪᓗᕐᒥᓂᒃ 

ᐋᖅᑭᔅᓯᓯᒪᔪᖅᑕᖃᓐᖏᑦᑐᖅ 
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as being “public bodies” under the 

regulations. The question is: what is a 

realistic timetable for introducing regulations 

to bring municipalities under the legislation? 

Thank you, Mr. Chairman. 

  

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. As 

far as the timeline to bring municipalities 

under the regulations, I’m going to take that 

a step back. There’s a lot of development that 

would need to happen within municipalities 

interesting in taking it on and at their own 

discretion. The development of those training 

resources, those records management 

systems, and frankly, the attitudes and the 

culture within the municipal corporations 

take a minimum of five years to build. That 

is sustained effort and continual investment 

into preparing for those regulations to come 

into effect, and I’m estimating that would be 

a minimum of a five-year cycle.  

 

We have engaged specifically with the City 

of Iqaluit following their motion a couple of 

years ago and we have engaged the Nunavut 

Association of Municipalities on this. It is an 

ongoing discussion, as the commissioner 

mentioned, but I would say that it would be a 

minimum of five years before any 

municipality would have the tools, resources, 

and systems in place to be compliant with 

regulations coming into force. Thank you, 

Mr. Chairman. 

  

Chairman: Thank you. Mr. Quqqiaq.  

 

Mr. Quqqiaq: Thank you, Mr. Chairman. 

Thank you, Mr. Seeley, for your response. 

This will be my last question to the 

government witnesses.  

 

The government’s response to the standing 

committee’s November 2022 report indicated 

that “A large amount of time and effort went 

ᐊᑐᓕᖅᑎᑕᐅᓪᓚᕆᒋᐊᖃᕐᕕᔅᓴᖓᓂᒃ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᐄ, 

ᑖᓐᓇ ᐅᖃᐅᓯᕆᖃᑦᑕᖅᓯᒪᒻᒥᒐᒃᑯ ᐅᖃᐅᓯᕆᒃᑲᓐᓂᖅᑲᕋ. 

ᑖᒃᑯᐊ ᐃᓱᓕᕝᕕᔅᓴᖏᑦ ᒐᕙᒪᒃᑯᓂᓛᒃ ᐅᓪᓗᓂᑦ 

ᐋᖅᑭᔅᓯᓯᒪᓲᖑᒻᒪᑕ ᐊᖏᖃᑎᒌᓪᓚᕆᓚᐅᖅᓯᒪᓇᑕᓗ 

ᖃᓄᖅ ᐊᑯᓂᐅᒋᐊᖃᕐᓂᖓᓂᒃ. ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᖁᔭᕋᓗᐊᒃᑲ ᑕᒪᓐᓇ ᕿᒥᕐᕈᐊᖅᑕᐅᒻᒪᖔᖅ ᓱᓕ? 

ᖃᖓ ᐃᓱᓕᕝᕕᔅᓴᖃᕋᔭᕐᒪᖔᑕ.  

 

ᑕᐃᒪᓕ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᑮᓇᐅᔾᔭᔅᓵᖏᑦ ᖃᓄᑎᒋ ᖁᑦᑎᒻᒪᖔᑕ 

ᓴᖅᑭᖅᑕᐅᓲᖑᒻᒪᑕ. ᓄᓇᕗᒻᒥᐅᓪᓗ ᖃᐅᔨᒪᓕᓲᖑᒻᒪᑕ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᑖᓐᓇ 

ᐱᕙᓪᓕᐊᔪᓕᕆᔨᒃᑯᓐᓄᑦ ᐋᓐᑎᐅᕆᔪᒥ 

ᐅᓂᒃᑳᖑᕋᑖᓚᐅᕐᒥᔪᖅ ᐃᓱᓕᕝᕕᔅᓴᖏᓐᓂᒃ 

ᑮᓇᐅᔾᔭᔅᓵᖏᑕ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐅᖃᐅᓯᐅᖃᑦᑕᔪᔪᖅ ᐱᖁᔭᖅ ᐋᖅᑭᒋᐊᖅᑕᐅᓚᐅᖅᑎᓪᓗᒍ 

2017-ᒥ, ᓄᓇᕗᑦ ᒐᕙᒪᖓᓄᑦ ᐊᒻᒪ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᖏᓐᓄᑦ 

ᑮᓇᐅᔭᓕᕆᔨᒃᑯᖏᓐᓄᓪᓗ ᐅᕙᒍᓪᓗ ᐱᓕᕆᕕᖓᓄᑦ. 

ᑕᐃᔅᓱᒪᓂ ᐃᓱᒫᓘᑎᒋᔭᐅᓪᓚᕆᓚᐅᖅᓯᒪᒻᒪᑦ ᖃᓄᖅ 

ᐊᑦᑐᖅᓯᓂᐊᕐᒪᖔᖅ ᑕᖅᑲᐅᖓ ᓴᖅᑭᖅᑕᐅᖃᑦᑕᖅᑲᑕ. 

ᐃᖅᑲᓇᐃᔮᑦ ᐊᑦᑎᓂᖅᓴᒥᒃ ᑕᒪᒃᑯᐊ $100,000−ᒥ 

ᐊᑖᓂ ᑮᓇᐅᔾᔭᔅᓴᔪᐃᑦ, ᐅᖓᑖᓂ ᑮᓇᐅᔾᔭᔅᓴᔪᐃᑦ 

ᓴᖅᑭᖅᑕᐅᖃᑦᑕᕈᓐᓇᔪᒻᒪᑕ. 

 

ᑕᐃᒪᓕ ᐃᓚᖏᓐᓄᑦ ᑕᑯᔭᐅᓐᓂᖅᑲᑦ 

ᑮᓇᐅᔾᔭᔅᓴᓂᖅᓵᓘᓂᕋᖅᑕᐅᓗᓂ 

ᑐᔅᓯᕋᕐᕕᐅᓂᖅᓵᓘᓕᕋᔭᖅᑐᓴᐅᒻᒪᑦ. ᐊᒻᒪ 

ᐱᓕᕆᒃᑲᓐᓂᖃᑦᑕᖁᔭᐅᓗᑎᒃ 

ᐊᑐᐃᓐᓇᕈᐃᓯᒪᓐᖏᑕᖏᓐᓂᒃ. ᑖᓐᓇ ᒪᓕᒐᓕᐊᖑᒻᒪᑦ 

ᐋᖅᑭᑦᑕᐅᓚᐅᖅᓯᒪᔪᖅ ᐃᓱᒫᓗᒋᔭᐅᓂᖓ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᔾᔪᑎᐅᓪᓗᓂ 

ᐱᒋᐊᖅᑎᑕᐅᒍᒪᓚᐅᑎᖅᓯᒪᓐᖏᒻᒪᑦ. ᐱᓗᐊᖅᑐᒦᓛᒃ 

ᓄᓇᓕᕋᓛᖑᓂᖅᓴᐅᔪᓂᑦ ᑭᒃᑰᒻᒪᖔᑕ 

ᖃᐅᔨᔭᐅᖃᑦᑕᕋᔭᕐᖓᑕ. 
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into amending the Access to Information and 

Protection of Privacy Act to account for the 

addition of municipalities and their unique 

circumstances. Through consultation, 

training was created and provided, but there 

are two fundamental hurdles that remain. 

Access to information is dependent on 

records management regimes and human 

resource capacity.” 

 

The question is: how is the department 

working with the Municipal Training 

Organization and the Nunavut Association of 

Municipalities to address this issue? Thank 

you, Mr. Chairman. That’s my last question. 

  

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. Our 

department’s primary role with the 

Municipal Training Organization and the 

Nunavut Association of Municipalities is to 

provide financial support toward their 

training priorities. The training calendar 

identified by the Municipal Training 

Organization is set by the membership and 

that consists primarily of municipal 

administrators.  

 

At the point where information, privacy and 

records management training is one of those 

priority training areas identified by the 

municipal administrator board of the 

Municipal Training Organization, it will be 

the action that the training organization 

would take. They would include it in the 

training calendar to begin that training.  

 

Our primary role is funding that organization 

and providing, I think, some insight into 

pending pressures that municipalities may be 

facing and as well, providing some of the 

best practices identified within the 

Government of Nunavut, as we’re already 

managing this legislation, and some of the 

considerations around it.  

ᑖᓐᓇ ᐅᓪᓗᒥ ᒫᓐᓇ ᐅᖃᐅᓯᐅᒃᑲᓐᓂᖅᓯᒪᓐᖏᑦᑎᐊᖅᑐᖅ 

ᐊᑐᓕᖅᑎᑕᐅᓂᐊᕆᐊᖓ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖃᐅᔨᒍᒪᔪᖓᓖᓛᒃ ᓱᒻᒪᑦ ᑕᒪᓐᓇ ᑮᓇᐅᔾᔭᔅᓴᓗᐊᖅᑐᓂᑦ 

ᓴᖅᑭᔮᖅᑎᑦᑎᒋᐊᕐᓂᕐᖏᓛᒃ ᓈᒻᒪᒋᔭᐅᑦᑎᐊᖅᑑᔮᓐᖏᒻᒪᑦ. 

ᐅᕙᖓᓕ ᑮᓇᐅᔾᔭᔅᓵᒃᑲᓕ ᑕᖅᑲᐅᖓ 

ᓴᖅᑭᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᒪᓕᒐᓕᐅᖅᑏᓪᓕ ᖃᑦᑎᓂᑦ 

ᑮᓇᐅᔾᔭᓴᒻᒪᖔᑕ ᒥᓂᔅᑕᐃᓪᓗ ᑕᖅᑲᐅᖓ 

ᓴᖅᑭᖅᑕᐅᖃᑦᑕᕐᖓᑕ ᑭᒃᑯᓕᒫᓄᑦ ᑕᑯᔭᔅᓴᐅᓪᓗᑎᑦ. 

 

ᒐᕙᒪᒃᑯᑦ ᐊᐱᕆᒍᒪᔭᒃᑲ, ᒪᓕᒐᓕᐅᖅᑏᑦ 

ᑮᓇᐅᔾᔭᔅᓵᖏᓐᓂᒃ ᒥᓂᔅᑕᐃᓪᓗ ᑮᓇᐅᔾᔭᔅᓵᖏᓐᓂᒃ, 

ᓯᕗᓕᖅᑏᓪᓗ ᑮᓇᐅᔾᔭᔅᓵᖏᓐᓂᑦ 

ᓴᖅᑭᖅᑎᒍᓐᓇᖅᑎᓪᓗᒋᑦ, ᓱᒻᒪᓪᓕ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑐᐃᓐᓇᖏᓐᓂᒃ 

$100,000−ᖑᓗᐊᖅᑐᓂᓪᓘᓐᓃᑦ $150,000−ᓘᓐᓃᑦ 

ᑮᓇᐅᔾᔭᔅᓴᖃᖅᑕᖅᑐᓂᑦ ᓴᖅᑭᖅᓯᒍᒪᖃᑦᑕᓐᖏᓚᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐃᓚᒋᐊᑐᐃᓐᓇᕐᓗᒍ 

ᐊᐱᖅᑯᑎᖓ ᑖᔅᓱᒪᑉ, ᑭᐊᑉ ᐃᓱᒪᑖᕆᒐᔭᖅᑲᐅᒃ 

ᓴᖅᑭᖅᑕᐅᖁᓗᓂᒋᑦ? ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑭᓇ 

ᐃᓱᒪᓕᐅᖅᑎᐅᒐᔭᕐᒪᖔᖅ ᐊᑐᐊᒐᓕᕆᔨᓄᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᕆᔨᒃᑯᓐᓄᑦ ᐋᖅᑭᑦᑕᐅᒐᔭᖅᑐᖅ 

ᐊᒻᒪᓘᓐᓃᑦ ᑮᓇᐅᔭᓕᕆᔨᒃᑯᓐᓄᑦ. 

 

ᐊᓯᒃᑲᓐᓂᖏᓐᓂᑦᑕᐅᖅ ᐱᑕᖃᕐᒥᔪᖅ 

ᐃᓱᒪᒋᔭᐅᒋᐊᖃᕐᒥᔪᓂᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᕗᑦ 

ᑮᓇᐅᔾᔭᔅᓵᖏᑦ ᓴᖅᑭᖅᑕᐅᓂᖃᑦᑕᓂᐊᖅᑲᑕ. 

ᒪᓕᒃᑲᔭᖅᑐᖅ ᐃᓚᖏᓐᓂᒃ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᒪᓕᒐᖏᓐᓂᒃ ᐊᑦᑐᐊᓯᒐᔭᕐᖓᑕ. 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓂᓛᒃ ᓇᓗᓇᐃᖅᓯᓯᒪᑦᑕᐅᑎᒋᒻᒪᑕ 

ᐋᓐᓂᖅᓯᑦᑕᐅᒍᓐᓇᕐᖓᑕ ᑲᓐᖑᓇᖅᑐᖁᑎᖏᑦ 

ᓴᖅᑭᖅᑕᐅᑉᐸᑕ. 

 

ᑖᓐᓇ ᐅᖃᐅᓯᕆᐊᒃᑲᓐᓂᕐᓗᒍ, ᐅᖃᐅᓯᐅᖃᑦᑕᕐᓂᖓ 

ᐊᔾᔨᒋᓐᖏᒥᒻᒪᒍ. ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑐᐃᓐᓇᖏᓐᓂᒃ ᐃᓛᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐃᓅᓯᖃᐅᖅᑐᐃᓐᓇᐅᒻᒪᑕ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ. 

ᐊᔭᐅᖅᑕᐅᓂᖃᖅᑐᑎᓪᓗ ᓇᑭᑐᐃᓐᓇᖅ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ 

ᒪᓕᒐᓕᐅᖅᑎᓂᑦ ᐊᔾᔨᒋᓐᖏᑕᖏᓐᓂᒃ.  
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I hope that answers your question. Thank you 

very much, Mr. Chairman. 

  

Chairman: If I may, just before I go to my 

next name, I would just like to get a little 

clarification with the response that the 

government gave the Standing Committee in 

November a year and a half ago. It stated 

again, like the Member mentioned, that a 

large amount of time and effort went into 

developing the training. You mentioned that 

you provide the funding for the Municipal 

Training Organization. Has any of that 

training been provided to date? Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. I 

apologize; I missed that part of the question.  

 

I would have to look at the training calendar 

for the Municipal Training Organization to 

see how many times courses have been 

delivered. We can certainly pull that 

information up quite quickly to see what year 

and perhaps even what participation rates 

would be. I’m happy to provide that, but I 

don’t have that information here in front of 

me today. Thank you, Mr. Chairman.  

 

Chairman: Thank you and I appreciate that. 

Just going back again, Mr. Seeley, you 

mentioned that there would probably like a 

five-year time frame to implement something 

like this. When training is offered, obviously 

there’s an expense associated with creating 

the curriculum and providing the training.  

 

If we’re looking at an outside time frame and 

if training is being offered, my concern there 

would be that it’s already outdated or the 

people who are there may not be there, and 

you’re kind of starting from scratch three, 

four, or five years down the road. I’ll leave 

that as a comment. Oh, sorry, you do want to 

respond to that, Mr. Seeley. Go ahead.  

 

 

ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ ᐃᓱᒪᖃᖅᑳᕆᐊᖃᓲᖑᒐᑦᑕ, 

ᑕᑯᓐᓈᖅᑳᕆᐊᖃᓲᖑᓪᓗᑕ. ᑕᐃᔅᓱᒪᓂ ᐱᓕᕆᕕᓄᑦ 

ᑕᒪᓐᓇ ᑲᔪᓯᖁᔭᐅᓚᐅᖅᓯᒪᓐᖏᒻᒪᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᐄ, 

ᖃᑦᑎᐅᓂᖏᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᑖᓐᓇ 

ᐅᖃᐅᓯᐅᕋᑖᕐᖓᓂᓛᒃ. ᒐᕙᒪᒃᑯᑦ ᐅᖃᕈᓐᓇᖅᓯᒐᔭᖅᑲᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᐋᓐᑎᐅᕆᔪᑎᑑᖓᓐᖏᒻᒪᑕᓕ 

ᐋᓐᑎᐅᕆᔪᒥᓕ ᑮᓇᐅᔾᔭᔅᓵᖏᑦ ᖁᑦᑎᓂᖅᓴᐃᑦ 

ᓴᖅᑭᖅᑕᐅᖃᑦᑕᕆᐊᖃᕐᖓᑕ. ᓴᓂᓕᕇᖅᑎᑕᐅᑉᐸᑦ, 

ᓴᓂᓕᕇᑎᑦᑎᓗᓃᓛᒃ ᒪᓕᒐᓕᐅᖅᑎᓂᑦ, 

ᑭᒃᑯᑐᐃᓐᓇᓂᕐᓗ ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓂᑦ. 

ᐋᓐᑎᐅᕆᔪ ᐊᔾᔨᒋᖏᒻᒪᒍ ᒐᕙᒪᕗᑦ. 

 

ᒫᓂᓕ ᑮᓇᐅᔾᔭᔅᓵᖏᑦ ᖁᑦᑎᓂᖅᓴᒻᒪᕆᐊᓘᒻᒪᑕ 

ᐋᓐᑎᐅᕆᔪᒥᑦ. ᑕᐃᒪ ᐊᒥᓲᓂᖅᓵᓘᒐᔭᖅᑐᐃᑦ 

ᑮᓇᐅᔭᔅᓴᓪᓗᐊᑲᓐᓂᓂᖅᓴᐃᑦ ᐋᓐᑎᐅᕆᔪᒥᑦ. 

ᐱᓕᕆᕕᓐᓄᑦ ᑖᓐᓇ ᐃᓱᒪᖅᓲᑎᒋᔭᐅᑎᓲᕆᒐᑦᑎᒍ, 

ᐅᖃᕈᑎᒍᓐᓇᓐᖏᓐᓇᒃᑭᑦ ᑕᐃᒃᑯᐊ, ᑕᑯᓐᓈᑐᔅᓴᐅᒻᒪᑖ. 

ᐃᓱᒫᓗᒋᑉᐸᒍ ᐱᓕᕆᕕᖏᓐᓄᑦ 

ᓴᖅᑭᖅᑕᐅᒍᓐᓇᓂᐊᖅᑐᖅ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᓇᑯᕐᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑕᕝᕙᓂᔅᓴᐃᓈᕐᓗᑕ. 

ᐱᔪᓐᓇᐅᑎᖃᓐᖏᒻᒪᑕ ᓄᓇᕗᒻᒥᐅᑕᐃᑦ 

ᖃᐅᔨᒃᑲᖅᑕᐅᒋᐊᖃᕐᓂᕐᒥᑦ, ᑐᔅᓯᕋᖅᑲᑖ ᑕᑯᔪᓐᓇᐅᑎᓂᑦ 

ᖃᓄᑎᒋ ᑮᓇᐅᔭᔅᓴᒻᒪᖔᑦ ᑭᓇᑐᐃᓐᓇᖅ 

ᖃᐅᔨᒐᓱᐊᕐᓗᑎᒃ. 

 

ᑕᐃᒫᒃ ᑐᔅᓯᕋᕈᓐᓇᖅᑳ? ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᑭᐅᔭᐅᒋᐊᖃᕋᔭᖅᑲ? ᑕᐃᒫᒃ ᐊᐱᖅᓱᖅᑐᖃᕐᓂᖅᑲᑦ, 

ᐃᓐᓇ ᑭᓇ ᖃᑦᑎᓂᑦ ᑮᓇᐅᔾᔭᔅᓴᕐᒪᖔᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐃᓄᑐᐃᓐᓇᕐᒨᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᐃᖅᑲᓇᐃᔮᒧᑦ? ᐊᐱᖅᑯᑎᖃᖅᐱᑦ, ᐃᖅᑲᓇᐃᔭᖅᑎᒥᑦ 

ᐃᓄᑐᐃᓐᓇᒥᓪᓘᓐᓃᑦ? ᒥᔅᑕ ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐃᖅᑲᓇᐃᔭᖅᑎᒥᑦ 

ᐅᖃᐅᓯᖃᖅᑐᖓ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 
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Mr. Seeley: Thank you, Mr. Chairman. I 

appreciate the opportunity to respond. For 

your clarification, the minimum five-year 

period that I mentioned earlier, it is assuming 

that municipalities identified this as a 

strategic objective that they want to take on.  

 

Currently, training is provided through the 

Municipal Training Organization through a 

number of different resources aligned with 

different municipal administrative needs. If 

this was identified as a priority by municipal 

leadership and a strategic investment was to 

be made to ensure the municipalities had 

access and had the capacity to take this on, 

that would be the time frame.  

 

To your point about the turnover and the 

starting and restarting, absolutely, you’re 

correct. We would need to treat this like a 

strategic objective and continually invest in it 

each year, along with the other priorities 

identified by the municipal leadership. Thank 

you, Mr. Chairman. 

  

Chairman: If I may, again, to one of the 

other responses you made was regarding the 

motion that the City of Iqaluit had put 

forward a few years ago now on 

implementing or initiating the 

implementation of the access to information 

and privacy legislation, has there been any 

follow-up since that motion was done with 

the city? I do know the commissioner has 

appeared fairly recently in front of the city 

council. I would like to first start with Mr. 

Seeley. Has there been any follow-up or any 

progress on that file? Mr. Seeley. 

  

Mr. Seeley: Thank you, Mr. Chairman. Yes, 

so we did reach out to the city through 

correspondence regarding the upcoming 

deadline that they had set. At that time, their 

response was that they were still considering 

that motion and the steps that would need to 

be taken in order to advance it.  

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒍᑦ) 

ᑕᐃᒪᐃᑦᑐᖃᖅᓯᒪᔫᖅ, ᐊᑕᐅᓯᑐᐃᓐᓇᐅᖏᑦᑐᒧᓪᓕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒧᑦ. ᑮᓇᐅᔭᔅᓴᔫᑦ ᓇᓗᓇᐃᖅᑕᐅᓯᒪᔪᒥᑦ 

ᖁᑦᑎᓂᖅᓴᒧᓪᓗ. ᐅᓇ 2017−ᒥ 

ᐋᖅᑭᒋᐊᖅᑕᐅᓚᐅᖅᑎᓪᓗᒍ ᐱᖁᔭᕐᔪᐊᖅ, ᑎᒥᐅᔪᐃᑦ 

ᑐᔅᓯᕋᖃᑦᑕᖅᓯᒪᒻᒪᑕ. ᑐᓂᓯᖃᑦᑕᖅᓯᒪᔭᕗᑦ. ᐃᓚᖏᑦ 

ᑕᕐᕆᑦᑎᓯᒪᓪᓗᑎᒍ ᑕᑯᔭᔅᓴᐃᓐᓇᐅᑎᓐᓇᑎᒍ. 

ᑐᔅᓯᕋᖅᑐᖃᕈᓐᓇᖅᑐᖅ ᑕᐃᒪᐃᑦᑐᓂᑦ ᑕᑯᔪᒪᓂᕋᕐᓗᑎᒃ. 

ᑐᑭᓯᒃᑲᓂᕈᑎᔅᓴᓂᓪᓗ ᑐᓂᓯᔭᐅᒋᐊᖃᕋᔭᖅᑐᐃᑦ. ᐃᓛᒃᑯᑦ 

ᕿᒥᕐᕈᐊᖅᑕᐅᖅᑳᖃᑦᑕᕐᓗᑎᒃ.  

 

ᑖᓐᓇ ᑐᔅᓯᕋᖅᑐᖅ ᐱᔪᓐᓇᐅᑎᖃᖅᑲᑦ ᑕᑯᔪᓐᓇᕈᑎᒥᑦ. 

ᒪᓕᓪᓗᒍ ᓈᓴᐅᑎᓕᒃ 23, ᑕᑯᔪᓐᓇᐅᑎᓂᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᕐᔪᐊᖓᓂ. ᑭᒃᑯᑐᐃᓐᓇᐃᑦ, 

ᑭᒃᑯᑐᐃᓐᓇᕐᓂᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᑦ ᐅᖃᐅᓯᖃᖅᑐᐃᑦ. 

(ᑐᓵᔨᑎᒎᓐᖏᑦᑐᖅ) ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐃᖅᑲᐅᒪᑦᑎᐊᕋᒪᑦᑕᐅᖅ, ᑮᓇᐅᔭᔅᓵᓪᓚᑦᑖᖓᑦ 

ᓴᖅᑭᖅᑕᐅᖃᑦᑕᓂᖏᑦᑐᑦ, ᑮᓇᐅᔭᔅᓵᖓ 

ᐱᒋᐊᕐᖓᕐᓂᖓᓂᑦ ᐃᓱᐊᓄᑦ, ᑖᒃᑯᐊᑐᐊᖅ 

ᓴᖅᑭᔮᖃᑦᑕᖅᓯᒪᔪᑦ. ᒥᔅᑕ, ᓴᕕᑲᑖᖅ. 

 

ᓴᕕᑲᑖᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑕᕝᕙᓂᔅᓴᐃᓐᓈᓛᕐᓗᑕ. ᐊᐱᖅᑯᑎᒋᖃᑦᑕᕋᑖᖅᑕᓐᓂ. 

ᐃᖅᑲᐅᒪᒻᒥᒐᑦᑕᐅᖅ ᐅᕙᑦᑎᐊᕋ ᐊᓂᒍᖅᓯᒪᔪᓂ, ᑖᒃᑯᐊ 

ᑕᑯᔪᓐᓇᐅᑏᑦ ᐊᑐᖅᑕᐅᕕᐅᑎᖃᑦᑕᖅᓯᒪᒻᒪᑕ, 

ᐊᔪᐃᓐᓇᕆᖕᐊᖅᑐᓄᑦ ᐃᖅᑲᓇᐃᔮᖅᑖᕋᓱᓚᐅᕋᓗᐊᖅᑐᑎᑦ 

ᐃᖅᑲᓇᐃᔮᖅᑖᖅᑎᑕᐅᓂᓐᖏᑦᑐᓄᑦ. ᑕᐃᒃᑯᐊ 

ᓂᕈᐊᖅᑕᐅᓂᖏᑦᑐᐃᑦ ᑕᕝᕘᓇ ᑕᑯᔪᒪᖃᑦᑕᓲᖑᒻᒪᑕ. 

ᑖᒃᑯᐊ ᑲᑎᒪᔨᕋᓛᖏᓐᓄᑦ ᐱᓕᕆᕕᓐᓄᑦ 

ᑲᒪᒋᔭᐅᖃᑦᑕᖅᐸᑦ ᑕᐃᒪᐃᑦᑐᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᐃᓛᒃᑯᑦ 

ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᓄᓇᕗᑦ ᒐᕙᒪᖓᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᑦ, 

ᑐᔅᓯᕋᐅᑎᓕᐅᕐᓂᖅᐹᖑᐸᓗᖃᑦᑕᖅᑑᑦ, 

ᐊᑐᕐᓂᖅᐹᖑᖃᑦᑕᖅᑐᑦ ᑕᑯᔪᓐᓇᐅᑎᓂᑦ ᐱᖁᔭᕐᔪᐊᒥ.  

 

ᐱᔾᔪᑎᖃᓗᐊᓲᖑᔪᐃᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ, 

ᐃᓂᖅᑎᕆᐊᖅᑕᐅᑎᓪᓗᒋᓪᓘᓐᓃᑦ, ᐅᕝᕙᓘᓐᓃᑦ 

ᑭᓇᑐᐃᓐᓇᖅ ᐃᓱᒫᓘᑎᖃᓕᕐᓂᖅᑲᑦ 

ᐅᖃᐅᓯᐅᑲᒻᒪᖃᑦᑕᖅᑐᒋᓗᓂ ᐊᓯᒥᓅᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᖃᑎᖏᓐᓄᑦ.  
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The next action on this is on the part of the 

city to initiate next steps on it. That’s where 

the file currently sits, but of course we did 

follow up with them to make sure they were 

following through on their resolution. Thank 

you.  

 

Chairman: Thank you for that, Mr. Seeley. 

The next name I have on my list: Mr. 

Savikataaq.  

 

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

I just have few here. I would like to ask Mr. 

Steele there, a Member asked about the 

capacity issues on the Access to Information 

and Protection of Privacy Act, and he said 

that the Act should be changed to relax the 

deadlines, but he clarified that’s not ideal; at 

least it would be honest.  

 

I would like to get the commissioner’s 

position on, wouldn’t it be the same as if 

there are too many speeders, too many 

people driving vehicles that are not registered 

and not enough bylaw enforcement traffic 

officers, so we should change the law to 

accommodate the law breakers? Isn’t that 

very close to what is being suggested? Thank 

you. 

  

Chairman: Interesting analogy, but Mr. 

Steele.  

 

Mr. Steele: Thank you, Mr. Chairman. You 

know, I probably should have written that 

sentence differently than I did. I was being, 

the English word is, facetious when I said 

that, which doesn’t translate very well in an 

annual report.  

 

Here’s what I’m getting at, Member, and that 

is that right now, the law sets deadlines and 

there are too many units of the Government 

of Nunavut that are not meeting the 

ᑖᓐᓇ ᐊᒥᓲᓛᖑᐃᓐᓇᖃᑦᑕᖅᑐᐃᑦ ᑖᒃᑯᐊ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᑐᔅᓯᕋᖅᑐᐃᑦ. ᐊᒥᓲᓂᖅᓴᐅᖃᑦᑕᖅᓯᒪᔪᐃᑦ ᐃᓚᖏᑦ 

ᐱᓕᕆᕖᑦ ᑐᔅᓯᕋᖅᑐᑦ.  

 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᕐᓂ ᑕᑯᔪᓐᓇᖅᑐᓯ, 

ᓇᓕᐊᒃ ᐱᓕᕆᕕᒃ ᐊᒥᓲᓂᖅᓴᓄᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ ᑕᑯᔪᒪᕕᐅᓐᓂᕐᒪᖔᑕ, 

ᑕᑯᔪᒪᔪᖃᕐᓂᕐᒪᖔᖅ. (ᑐᓵᔨᑎᒎᓐᖏᑦᑐᖅ) ᓇᑯᕐᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐊᐱᕆᒋᐊᒃᑲᓂᕐᓗᖓᐃ. ᖃᐅᔨᒪᒐᒪ ᓄᓇᓕᓐᓂ 

ᒐᕙᒪᒃᑯᓐᓂ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᑦ, ᐱᕙᓪᓕᐊᔪᓕᕆᔨᒃᑯᓪᓗ 

ᑐᔅᓯᕋᖃᑦᑕᖅᓯᒪᒻᒪᑕ ᑕᑯᔪᓐᓇᐅᑎᓂᑦ, ᑕᑯᔪᒪᓪᓗᑎᒃ 

ᓂᕈᐊᖅᑕᐅᓂᖏᑦᑐᓂᑦ ᑳᓐᑐᕌᓂᑦ 

ᐱᒐᓱᐊᖅᑐᖃᖅᑎᓪᓗᒍ.  

 

ᑕᖅᑲᒃᑯᐊᑦᑕᐅᖅ ᑕᑯᓐᓈᖅᑐᐃᑦ, ᑐᑭᓯᑎᑕᐅᒍᓐᓇᖅᑳᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᕆᑎᓪᓗᑖ, ᐊᒻᒪᓗᑦᑕᐅᖅ ᑳᓐᑐᕌᓂᑦ 

ᐱᒐᓱᐊᕋᔅᓴᓂᑦ ᐃᓱᒪᒋᔭᖃᖅᑎᓪᓗᑕ, ᑳᓐᑐᕌᒥᑦ 

ᑐᓂᔭᐅᓲᓂᓪᓘ. 

 

ᒥᔅᑕ ᕕᑦᓴᐃᓂ, ᑕᖅᑲᒃᑯᓂᖓ ᐅᖃᐅᔾᔨᒍᒪᕚ? ᖃᓄᑐᒋ 

ᐊᑑᑎᖃᕐᒪᖔᑕ ᐊᒻᒪ ᖃᓄᐃᑦᑐᓂᑦ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ 

ᑐᔅᓯᕋᖅᑐᖃᖃᑦᑕᕆᐊᖃᕐᒪᖔᖅ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᑐᔅᓯᕋᕈᒪᒍᓐᓃᑎᑦᑎᒍᒪᓐᖏᒃᑲᓗᐊᖅᑐᖓ 

ᑕᑯᔪᓐᓇᐅᑎᓂᑦ, ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᐱᖁᔭᕐᓂᑦ. 

 

ᐊᖅᑯᑎᔅᓴᖅᑕᖃᖅᑐᖅ ᐊᑕᐅᓯᐅᖏᒻᒪᕆᑦᑐᒥᑦ ᓄᓇᕘ 

ᒐᕙᒪᖓᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ ᐃᓱᒫᓘᑎᖃᖅᐸᑕ, 

ᑲᒪᒋᔭᐅᑦᑎᐊᖏᑦᑐᒋᓗᑎᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᓕᕆᔨᒃᑯᓐᓄᑦ. 

ᐋᖅᑭᔅᓯᒪᔪᖃᖅᑐᖅ ᐊᖅᑯᑎᔅᓴᓂᑦ 

ᐊᔪᐃᓐᓇᕆᐊᕈᑎᔅᓴᓂᓪᓗ, ᐊᒻᒪ ᑐᔅᓯᕋᐅᑎᓕᐅᕈᑎᔅᓴᓂᑦ. 

 

ᑖᒃᑯᐊ, ᐱᖁᔭᕐᔪᐊᖏᓛᒃ ᐊᑑᑎᖃᓪᓚᕆᑦᑑᒐᓗᐊᖅ, 

ᑭᓯᐊᓂ ᑭᒃᑯᓕᒫᑦ ᐱᔪᓐᓇᐅᑎᖃᕐᖓᑕ ᑐᔅᓯᕋᕈᓐᓇᓂᕐᒥᑦ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ ᐃᒻᒥᓂᑦ ᐱᔾᔪᑎᖃᖅᑐᒥᑦ. ᐊᒻᒪ 

ᑕᐃᒫᒃ ᐊᑐᐃᓐᓇᐅᕙᑦᑐᒍᑦ ᑕᐃᒪᐃᒍᒪᔪᖃᕋᐃᒻᒪᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒫᓐᓇ 

ᐊᐱᕆᐊᒃᑲᓐᓂᑲᐃᓐᓇᕈᒪᔪᖓ, ᓯᕿᕐᖑᔭᕐᒥᑦ 

ᐅᖃᐅᓯᖃᓚᐅᓐᖏᓂᕐᓂ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ ᐅᖃᕋᑖᕐᖓᑦ, 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᕆᔨᒃᑯᓄᑯᐊ ᑐᔅᓯᕋᕐᔮᓲᖑᒻᒪᑕᒎᖅ 

ᑕᑯᔪᓐᓇᐅᑎᓂᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑐᕌᖓᔪᓂᑦ. 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ, ᑖᒃᑯᐊᓪᓕ ᐃᓱᒪᒋᖏᓪᓗᒋᑦ.  
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deadlines, and then they just shrug and say, 

“Well, we’re doing the best we can with the 

resources that we have.” The real answer is, 

of course, Member, to make sure that the 

people doing this work are properly trained, 

properly resourced, and are able to develop 

the experience to be really good at their jobs. 

Some departments are good at it; too many 

are not. That’s what we really want. We want 

to raise the level.  

 

What I’m saying in that sentence in my 

annual report is we’re in the worst situation 

now where we are setting a law and the 

departments don’t follow it, and there are no 

consequences for not following it, so they 

just say, “We’re doing the best we can.” 

What I mean there is that it would be better 

to stop pretending. Let’s stop pretending that 

departments are meeting deadlines because 

they’re not.  

 

 To use your analogy about speeders, if you 

have a law saying the speed limit is whatever 

it is and if there’s no bylaw on the road and 

everybody knows that you’re not enforcing 

it, why pretend that we have a speed limit at 

all? The best situation, of course, is to have 

people following the speed limit and, if they 

don’t, bylaw will catch them. Really, at the 

end of the day, I probably should not have 

written it quite the way I did. The real 

answer, the only answer, and the one that I 

hope that we’re all aiming at is to make sure 

that the law is followed in every case. Thank 

you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Savikataaq. 

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

I’ll switch almost the same question to the 

government side.  

 

When the legislation was drawn up, they 

deemed it reasonable that 25 working days, 

or one month, was a reasonable amount of 

 

ᑐᔅᓯᕋᖃᑦᑕᖅᑐᐃᑦ ᐃᖃᓗᐃᑦ ᐃᓗᐊᓂᑦ ᐊᒻᒪ ᓄᓇᓖᑦ 

ᐊᓯᖏᓐᓂᑦ ᑐᔅᓯᕋᖃᑦᑕᖅᑐᐃᑦ ᖃᓄᖅ 

ᐊᔾᔨᒌᖏᓐᓂᖃᖅᑲᑦ ᖃᑦᑎᐅᓂᖏᑦ? ᖁᔭᓐᓇᒦ. ᒥᔅᑕ 

ᕕᑦᓴᐃᓂ.  

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᐱᓯᒪᓐᖏᓇᒃᑭᑦ ᐅᕙᖓ ᓵᖓᓂ. ᒪᓕᑦᓱᐊᖃᑦᑕᖏᓐᓇᒃᑯ 

ᑖᓐᓇ. ᑐᔅᓯᕋᖅᑐᖃᕋᐃᒻᒪᑦ, ᓇᑭᑦ ᑐᔅᓯᕋᖅᐸᒻᒪᖔᑕ 

ᖃᐅᔨᒪᒐᓱᐊᖅᐸᖏᓐᓇᑦᑕ. ᐃᖃᓗᓐᓃᖔᔾᔮᖃᑦᑕᖅᑐᐃᑦ 

ᑐᔅᓯᕋᖅᑐᐃᑦ, ᐊᒥᓲᓂᖅᓴᐅᒻᒪᑕᐃᓛᒃ ᐃᖃᓗᓐᓂ. 

ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᐊᒥᓲᓂᖅᓴᐅᒻᒪᑕ 

ᐃᖃᓗᓐᓂ. ᐊᒻᒪ ᐃᓗᒃᑲᓐᓂᖓᓄᑦ ᑕᑯᒋᐊᓚᐅᕐᓗᖓ, 

ᑭᓯᐊᓂ ᑖᓐᓇ ᑭᐅᑦᑎᐊᕈᓐᓇᕋᔭᖅᑕᕋ ᓇᑭᖔᐸᒻᒪᖔᑕ 

ᓄᓇᓕᓐᓂ ᑐᔅᓯᕋᐅᑏᑦ. (ᑐᓵᔨᑎᒎᓐᖏᑦᑐᖅ) ᓴᑯᕐᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐃᓚᒋᐊᖅᓯᒍᒪᖅᑰᒥᒻᒪᑦ, ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᓕᑕᕆᒐᕕᖓ 

ᐃᑦᓯᕙᐅᑖᖅ. ᒥᔅᑕ ᕼᐅᓰᓂᐅᑉ ᐅᖃᐅᓯᖓᓄᑦ 

ᓂᒡᓕᒋᐊᓪᓚᕈᒪᑐᐃᓐᓇᖅᑐᖓ.  

 

ᓇᕝᕚᐸᕐᓂᖏᑦ ᑳᓐᑐᕌᖅᑎᓂᑦ ᒐᕙᒪᒃᑯᑦ, 

ᐊᐱᖅᑯᑎᐅᖅᑲᐅᔪᒧᓪᓗ. ᐊᒥᓱᓂᑦ ᐊᐱᖅᓱᕐᕕᐅᓲᖑᔪᒍᑦ, 

ᑕᒪᒃᑯᐊ ᑳᓐᑐᕌᕈᑎᐅᑦᑐᑦ ᐱᑉᓗᒋᑦ. ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᐊᖏᖅᓯᒪᑦᓯᐊᖅᑐᑦ ᑖᒃᑯᐊ ᑲᒪᒋᔭᐅᑦᓯᐊᖃᑦᑕᖁᓗᒋᑦ 

ᐅᓂᒃᑳᓕᐅᖅᑕᐅᑦᓯᐊᖃᑦᑕᖁᓪᓗᒋᑦ ᑳᓐᑐᕌᖅᑕᐅᕙᑦᑐᑦ, 

ᐊᑐᖅᑐᐊᖅᑕᐅᕙᑦᑐᑦ ᐱᓪᓗᒋᑦ. 

 

ᐃᓪᓗᒧᑦ ᓴᖅᑭᐸᑦᑕᕗᑦ, ᖄᒃᑲᓐᓂᐊᒍᑦ 

ᐅᓂᒃᑳᓕᐅᒃᑲᓐᓂᐸᒻᒥᔪᒍᑦ ᓴᖅᑭᑕᑦᑎᓐᓂᑦ, ᐅᑭᐅᓂᖃᐃ 

ᒪᕐᕉᓕᖅᑑᒃ. ᐱᓗᐊᖅᑐᒥᒃ ᐅᖃᖃᑎᒌᓯᒪᓪᓗᑕ ᒥᓂᔅᑕᒥᑦ. 

ᐅᖃᐅᓯᕆᓚᕿᕙᕋ, ᑖᒃᑯᐊ ᐱᐅᓛᖑᓲᖑᒻᒪ ᑭᒃᑯᓕᒫᓂᑦ, 

ᑕᒪᒃᑯᐊᓗ ᓇᒻᒥᓂᖁᑎᖃᖅᑐᑦ.  

 

ᑖᒃᑯᐊ ᑐᑭᓯᒋᐊᕐᕕᐅᓗᑎᒃ ᒐᕙᒪᒃᑯᑦ, 

ᐊᑐᐃᓐᓇᐅᕌᓂᕐᒪᑕᓗ ᑭᒃᑯᓕᒫᓄᑦ ᑐᓴᕋᒃᓴᑦ. 

ᒪᑐᐃᖓᑦᓯᐊᖅᑐᖅ ᐅᓐᓂᖅᓯᐅᕈᓐᓇᕐᓂᕆᔭᕗᑦ.  

 

ᐊᒻᒪᑦᑕᐅᖅ ᑕᒪᒃᑯᐊ ᑐᓴᕋᑦᓴᑦ ᓇᓕᐊᓐᓄᕋᖅᑕᐅᑎᓪᓗᒋᑦ, 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᑦ ᐱᒋᐊᒃᑲᓐᓂᓲᖑᒻᒪᑕ, 

ᐱᓕᕆᐊᕆᕙᑦᑕᕗᑦ ᒪᓂᒪᑎᓂᐊᕌᖓᑉᑎᒍᑦ ᑐᓴᕋᑦᓴᐃᑦ, 

ᓇᒻᒥᓂᖁᑎᖃᖅᑐᓂᑦ, ᑭᓇᑐᐃᓐᓇᒥᓪᓘᓐᓃᑦ 

ᒪᑐᐃᖓᑦᓯᐊᖅᑐᑦ, ᑐᓐᖓᓱᑦᑎᑕᐅᑦᓯᐊᖅᓱᑎᓪᓗ 

ᐱᓕᕆᕝᕕᑎᓯᓐᓂ, ᐃᑲᔪᕈᓐᓇᑦᓯᐊᖅᓱᑕᓗ. ᑕᒪᒃᑯᐊ 

ᐊᓪᓚᑕᐅᕙᑦᑐᑦ ᐱᓕᕆᕝᕕᑎᓐᓂ, ᒪᑯᐊᓗ 
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time for the government to respond to, yet 

we hear that in most instances, they’re not 

meeting that deadline. Capacity issues can’t 

always be an excuse all the time. I would like 

to get the government’s position on why they 

can’t meet the 25-working-day deadline. 

When the legislation was drafted, the 

government obviously thought that 25 days 

was a reasonable amount of time. Thank you. 

  

Chairman: Thank you. Mr. Suvega.  

 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

to the Member for that question. I think that 

the practices that have been used are fairly 

consistent with most jurisdictions. I’ll start 

off with that.  

 

On the capacity side of it, yes, there are a 

variety of examples of some departments that 

might not have capacity and those that have 

excellent capacity. I have also alluded to 

some of the work that we’re trying to do as a 

central agency is to try to help to build that 

capacity and set some of those standards, but 

I think that what we have tried to do is 

adhere as best as we can to national 

standards, help each other out, and ensure 

that departments are meeting their 

obligations. (interpretation) Thank you, Mr. 

Chairman.  

  

Chairman: Thank you. Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you Mr. Chairman. 

Sticking with the government side, we heard 

earlier that there is only one of the five 

positions for access to information that is 

filled. Is Executive and Intergovernmental 

Affairs fulfilling their obligations and 

capacity with only one permanent position 

out of five in that category? Thank you.  

 

Chairman: Thank you. Mr. Suvega. 

ᑳᓐᑐᕌᖅᑕᐅᕙᑦᑐᑦ ᐱᖃᓯᐅᖦᖢᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐅᓂᒃᑳᕆᒋᐊᑐᐃᓐᓇᕐᓗᒍ ᐅᖃᖅᑲᐅᔭᕋ, ᑕᒪᒃᑯᐊ 

ᑳᓐᑐᕌᖅᑏᑦ ᐋᒡᒑᖅᑕᕕᓂᐅᔪᑦ. ᑕᒪᒃᑯᐊ ᐊᑐᕈᓐᓇᕐᓂᖏᑦ 

ᑐᓴᕋᑦᓴᓂᑦ, ᐱᓗᐊᖅᑐᒥᑦ ᐊᑭᑦᑐᕋᐅᑎᖃᑎᒋᔭᒥᓂᖏᑕ 

ᑎᑎᕋᖅᑕᕕᓂᖏᓐᓂᑦ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ 

ᑐᑭᓯᓇᖅᓯᒋᐊᕋᕕᐅᒃ. ᐃᓗᓕᖃᐅᖅᐳᖅ ᐱᖁᔭᕐᒥ. ᐃᒻᒪᖃ, 

ᑖᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᖃᑎᒐ, ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᑦ 

ᐅᓂᒃᑳᕆᒃᑲᓐᓂᕈᓐᓇᕈᓂᐅᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓰᓕ. ᒥᔅᑕ 

ᒪᑲᓚᐃᓐ.  

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᑐᓐᖓᕕᒋᔭᐅᓪᓗᐊᑕᖅᑐᖅ, ᑕᒪᒃᑯᐊ ᓇᒻᒥᓂᖁᑎᖃᖅᑐᓄᑦ 

ᑐᓴᕋᑦᓴᐃᑦ, ᓈᓴᐅᑦ 24ᒦᑦᑐᑦ ᑕᒪᒃᑯᐊ 

ᑐᓴᒍᓐᓇᐅᑎᑖᕈᓐᓇᓂᕐᒧᑦ, ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑕᒪᒃᑯᐊ ᓴᖅᑭᑕᐅᔭᕆᐊᖃᓲᖑᓂᖏᑦ ᐱᖁᔭᐃᑦ ᐊᑖᒍᑦ. 

 

ᑕᒪᒃᑯᐊ ᑐᓴᕋᓱᕌᖓᑕ, ᐊᑭᑦᑐᕋᐅᑎᖃᖅᑐᕕᓃᑦ, ᑖᒃᑯᐊ 

ᐊᑭᑦᑐᕋᐅᑎᖃᑎᖏᑦ, ᐄᒪᒻ ᑭᖑᓪᓚᕆᑦᑐᒥᑦ 

ᐱᓗᐊᕋᔭᖏᒥᒻᒪᑕ, ᓲᕐᓗ ᓱᒻᒪᑦ ᐊᖏᖅᑕᐅᓚᐅᕐᒪᖔᑦ 

ᐊᓯᖔᖏᑦ. 

 

ᑕᒪᒃᑯᐊ ᑐᓴᕋᑦᓴᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᑐᓂᔭᐅᔪᑦ, ᓱᕐᓗ 

ᐆᑦᑑᑎᒋᓗᒍ ᑖᒃᓯᔭᓲᖑᒐᑉᑕ ᐅᕝᕙᓗ ᓱᕐᕋᓇᖅᑐᓂᑦ 

ᑲᒪᔨᐅᕙᑦᑐᑦ ᐊᑐᕋᔭᕐᒪᔾᔪᒃ ᑕᒪᒃᑯᐊ 

ᐊᑭᑦᑐᕋᐅᑎᖃᕋᓱᑦᑕᓐᓂᑦ ᖁᑦᓯᓂᑦᓴᐅᖁᑉᓗᑎᑦ.  

 

ᐄ, ᐃᑲᔪᕈᓐᓇᖅᓱᒍ ᒥᔅᑕ ᓰᓕ ᐅᖃᐅᓯᕆᔮ, 

ᑭᒃᑯᑐᐃᓐᓇᑦᓯᐊᓂᑦ ᐅᖃᖃᑎᕋᕈᓐᓇᑦᓯᐊᖅᓱᒍᑦ 

ᐊᑭᑦᑐᕋᐅᑎᖃᖅᑐᕕᓂᕐᒥᑦ, ᑐᓴᕈᒪᔭᒥᓂᑦ 

ᐃᑲᔪᕈᓐᓇᑦᓯᐊᖅᐳᒍᑦ. (ᑐᓵᔨᑎᒎᓐᖏᑦᑐᖅ) ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒎᖏᑦᑐᖅ): ᖁᔭᓐᓇᒦᒃ, 

ᑭᐅᔾᔪᑕᐅᔪᓄᑦ. (ᑐᓵᔨᑎᒍᑦ) ᑕᑯᑉᓗᒍ ᓯᕿᕐᖑᔭᖅ, ᒥᔅᑕ 

ᓴᒻᒧᖅᑐᒨᓚᐅᓐᖏᓂᓐᓂᑦ. ᐅᓪᓗᕈᒻᒥᑕᕆᐊᕐᓂᐊᓕᕋᑦᑕ, 

1−ᒦᖔᖅ ᐅᑎᕐᓂᐊᖅᐳᒍᑦ. ᖁᔭᓐᓇᒦᒃ. 

 

>>ᑲᑎᒪᔨᕋᓛᑦ ᓄᖅᑲᖓᑲᐃᓐᓇᖅᑐᑦ 11:56ᒥ ᐊᒻᒪᓗ 

ᐱᒋᐊᒃᑲᓐᓂᖅᑐᑎᒃ 13:29ᒧᐊᖅᑎᓪᓗᒍ 
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Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) 

Qujannamiik, Member, for that question. As 

stated today, I think those competitions are 

closing today. We’re hopeful for a good 

number of applicants. The vacancies specific 

to EIA, are we fulfilling that? For the most 

part, we’re beginning to build capacity and 

we also help each other out as departments 

from time to time. There is that capability 

that we draw upon. I’m hopeful that with 

filling these positions, the additional capacity 

doesn’t just help EIA; it also helps other 

departments across the board. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Savikataaq. 

  

Mr. Savikataaq: Thank you, Mr. Chairman. 

I hope they’re successful in getting good 

candidates.  

 

I’ll switch gears now and go back to the 

privacy commissioner, just to get his position 

on how… . As Mr. Steele stated earlier, the 

Members of Legislative Assembly here were 

sort of exempt from privacy laws. I would 

like to get his position on, from time to time 

MLAs are handed or told information and 

say, “Do as you wish or want with this 

information.” Is it public information even 

though it was private or it may have been 

private information before it was handed to 

the MLA? Thank you. 

  

Chairman: Just to clarify, that would be 

information provided to us by constituents to 

address a concern that they have raised. Mr. 

Steele.  

 

Mr. Steele: Mr. Chairman, the access and 

privacy law does not apply to the Members 

of the Legislative Assembly because, 

remember, the basic idea is that on the access 

side, it’s a way of holding the Government of 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᑎᒪᓂᖅ 

ᑲᔪᓯᒋᐊᖁᓕᖅᓱᒍ. ᐊᐱᖅᓱᕐᓂᐊᖅᑲᐅᔪᓂᒃ, ᓴᒻᒧᖅᑐᖅ 

ᐱᒋᐊᕐᓂᐊᓕᕆᕗᖅ. ᑲᔪᓯᒋᑦ. 

 

ᓴᒻᒧᖅᑐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐊᐱᖅᑯᑎᒋᓂᐊᖅᑕᒃᑲ ᑲᒥᓯᓇᒧᑦ. ᓄᓇᕗᒻᒥ 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᑲᔪᓯᑎᑕᐅᔪᒻᒪᑦ ᓯᕗᓂᐊᓂ 

ᒪᓕᒐᓕᐅᖅᑎᐅᓚᐅᖅᑐᓄᑦ ᐊᖏᖅᑕᐅᑉᓗᓂ ᔫᓂ 8, 

2021-ᖑᑎᓪᓗᒍ. ᐅᖃᖅᓯᒪᒐᕕᑦ ᒪᑉᐱᒐᖓᓂᒃ 9 2022-

2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᒋᔭᓐᓂ ᐊᓪᓚᕝᕕᓯᒎᖅ ᓱᓕ 

ᐅᖃᖃᑎᒋᔭᐅᓯᒪᓐᖏᒻᒪᑕ ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓄᑦ. 

ᓲᕐᓗᒃ ᐊᖏᕈᑎᓕᐅᖁᔭᐅᓯᒪᒥᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐊᒻᒪ ᐃᒻᒥᒎᖅᑐᓂᑦ ᖃᐅᔨᓴᖅᐸᑦᑐᓂᒃ ᐊᓯᖏᓐᓂᓪᓗ 

ᑎᒥᐅᔪᓂᑦ. 

 

ᒫᓐᓇᒧᑦ ᑎᑭᑦᑐᒍ ᑕᒪᓐᓇ ᐊᓯᔾᔨᖅᓯᒪᓕᖅᐹ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᒋᐊᕈᑎᖃᕐᓗᖓ ᑭᐅᓗᖓ ᓇᐃᓈᖅᑐᒥᒃ 

ᐅᓂᒃᑳᖅᑳᕐᓗᖓ ᖃᐅᔨᒪᓐᖏᑦᑐᖃᕐᓂᖅᐸᑦ ᑭᓱᑦ 

ᐅᖃᐅᓯᐅᓵᕐᒪᖔᑦ ᐊᐱᖅᑯᑎᒋᓵᖅᑕᖓᓄᑦ 

ᒪᓕᒐᓕᐅᖅᑎᐅᑉ. ᔫᓂ 2021-ᖑᑎᓪᓗᒍ, ᑖᓐᓇ ᐃᒡᓗ 

ᐃᓱᒪᔅᓴᖅᓯᐅᔪᒻᒪᑕ ᐱᖁᔭᒃᓴᒥᒃ ᓄᑖᒥᒃ ᐸᓖᓯᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᕐᒥᒃ ᑭᖑᕝᕖᓂᐊᖅᑐᒥᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐊᒻᒪᓗ 

ᐸᓖᓯᒃᑯᑦ ᐱᓕᕆᕙᓐᓂᖏᖕᓂᒃ.  

 

ᐋᔩᕈᑕᐅᑎᓪᓗᒍ ᑖᓐᓇ ᐱᖁᔭᒃᓴᖅ ᒐᕙᒪᒃᑯᑦ 

ᐊᖏᓚᐅᖅᓯᒪᒻᒪᑕ ᐃᒡᓗᒧᑦ ᒪᓕᒐᓕᐅᖅᑎᑐᐃᓐᓇᕐᓄᑦ 

ᐃᓚᖏᑦ ᐱᓕᕆᐊᖑᓇᔭᕐᓂᖏᓐᓂᒃ. ᑕᒪᒻᓇ 

ᐃᓇᒍᑕᐅᖅᑰᓚᐅᖅᓯᒪᔪᖅ ᒪᓕᒐᓕᐅᖅᑎᓄᑦ 

ᐊᖏᓕᖅᓱᓂᔾᔪᒃ ᐱᖁᔭᒃᓴᖅ. ᑕᕝᕙ ᒪᓕᒐᖅ 

ᑲᔪᓯᑎᑕᐅᓕᓚᐅᖅᓯᒪᕗᖅ ᑭᖑᓂᑦᑎᐊᖓᓂᒃ 

ᐋᔩᕈᑕᐅᓚᐅᖅᑎᓪᓗᒍ.  

 

ᐊᖏᕈᑕᐅᓚᐅᖅᓯᒪᔪᖅ ᐃᓚᖓᑦ 

ᐅᖃᖃᑎᖃᕆᐊᖃᖅᐸᓐᓂᖏᓐᓂᒃ ᐊᓪᓚᕝᕕᖏᓐᓂ. ᑭᑐᑦ 

ᐱᓪᓗᒋᑦ ᒪᓕᒐᕐᒦᑦᑐᑦ ᑐᕌᖓᓗᐊᖅ ᐃᓛᒃ, 

ᑐᕌᖓᓗᐊᖅᑐᖅᑲᐃ ᐃᖃᓗᐃᑦ ᒪᓂᕋᔭᐅᑉ 

ᐅᖃᐅᓯᕆᖅᑲᐅᔮᓂ ᐅᑉᓛᖅ. ᑖᑉᑯᐊ ᖃᐅᔨᓴᖅᑕᕕᓂᕐᓄᑦ 

ᐅᓂᒃᑳᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᐊᑐᐃᓐᓇᐅᔭᖅᐹᑦ? ᒫᓐᓇ 

ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᐊᑐᐃᓐᓇᐅᔪᓐᓇᓐᖏᒻᒪᑕ. ᑖᒃᑯᐊ 

ᐸᓖᓯᒃᑯᑦ ᐃᒪᐃᑦᑐᒥᓂᐅᑎᓪᓗᒋᑦ ᑭᒃᑯᓕᒫᕐᔫᒍᓐᓇᓐᖏᒻᒪᑦ 

ᑖᓐᓇ ᐊᖏᕈᑕᐅᓚᐅᖅᓯᒪᑎᓪᓗᒍ. 
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Nunavut to account. On the privacy side, it is 

a way of ensuring that the Government of 

Nunavut holds tightly onto the information 

that is the personal information of citizens.  

 

Now, as all Members know, Members of this 

Legislative Assembly are not the 

Government of Nunavut, not individually or 

collectively. You are a separate body of the 

Legislative Assembly, and the privacy and 

access law does not apply to you. The 

technical answer to your question, Member, 

is yes, you really can do whatever you want 

with information that comes to your 

attention. Is it a good idea? No. The 

difference is that you are not governed by the 

same set of rules.  

 

What I would encourage Members to do is to 

be aware in a general way of how the access 

and privacy law works because they are good 

rules and they are carefully thought out about 

what information can be released under what 

circumstances. If you follow those rules, 

you’re going to stay out of trouble, but are 

you breaking the law if you don’t follow it? 

No, because it does not apply to you.  

 

Can you get into political trouble for 

releasing information that somebody 

considers to be their personal information? 

Absolutely, you can, but then that’s a matter 

for this House to deal with and certainly not 

for me or anybody else outside the House if a 

Member has done something that is thought 

to be inappropriate. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Savikataaq. 

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

Switching back to the government side with 

Health there to get their position, there’s a 

right to privacy, but is there also a right to 

know?  

 

ᑖᓐᓇ ᐅᑉᐱᕆᔭᕋ ᑖᓐᓇ ᐃᓕᑦᓯᖕᓄᑦ ᑭᐅᕙᑦᑐᖅ 

ᐸᓖᓯᒃᑯᓐᓂ. ᐅᕙᒻᓂᒃ ᐊᑦᑐᐊᓂᖃᖅᐸᑦ 

ᖃᐅᔨᓴᑎᑦᓯᒋᐊᖃᕋᒪ ᖃᓄᖅ ᑖᓐᓇ ᐊᖏᕈᑎᐅᓯᒪᔪᖅ 

ᖃᓄᐃᓕᕐᓂᖓᓂᒃ. ᒫᓐᓇᒧᑦ ᑎᑭᑦᑐᒍ, ᓱᓕ 

ᐅᖃᖃᑎᖃᖅᓯᒪᓂᖃᓐᖏᓚᖅ ᐊᖏᕈᑎᐅᓚᐅᖅᓯᒪᔪᒧᑦ 

ᔫᓂ 7, 2021-ᒥ. 

 

ᐃᓚᒋᐊᕐᓗᒋᑦ ᐃᑦᓯᕙᐅᑖᖅ, ᑖᓐᓇ ᓄᑖᖅ ᐱᖁᔭᖅ 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᓱᓕ ᐊᑐᓕᖅᓯᒪᓐᖏᑦᑐᖅ 

ᒪᓕᒐᓕᐅᓐᖏᑦᑐᖅ ᓱᓕ ᓄᓇᕗᒻᒥ. ᐃᒃᓯᕙᑐᐃᓐᓇᖅᑐᖅ 

ᒐᕙᒪᒃᑯᑦ ᐱᓗᐊᖅᑐᒥᖅᑲᐃ ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᑦ 

ᐱᓕᕆᖅᑳᕋᔭᕐᓂᕋᔭᕐᒪᑕ ᐊᑐᓕᓚᐅᓐᖏᓐᓂᖓᓂᒃ. 

 

ᐅᖃᖃᑎᒌᓐᓂᖃᖅᓯᒪᓐᖏᑦᑑᒐᓚᓂᖓ 

ᐊᑭᕋᖅᑐᖅᑐᕆᔭᐅᑦᑕᐃᓕᓚᖓ, ᑭᓯᐊᓂ 

ᐱᓕᕆᐊᖑᔭᕆᐊᖃᓪᓚᑦᑖᖅᑐᖅ ᑲᒪᒋᔭᐅᓯᒪᓐᖏᒻᒪᑦ. ᐄ, 

ᐊᖏᕈᑎᐅᓯᒪᔪᖅ ᑲᔪᓯᓛᖅᑐᑦᓴᐅᔫᒐᓗᐊᖅ ᑭᓯᐊᓂ ᒫᓐᓇ 

ᑭᐅᒍᓐᓇᖅᐳᖓ ᓱᓕ ᐊᖏᕈᑎᐅᓯᒪᔪᖅ 

ᐊᑐᓕᖅᓯᒪᓐᖏᒻᒪᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᒻᒧᖅᑐᖅ. 

 

ᓴᒻᒧᖅᑐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᐅᑎᕐᕕᒋᓗᒍ ᓱᓕ ᑲᒥᓯᓇᒧᑦ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᔾᔪᑎᒋᓚᐅᖅᓯᒪᔭᖏᑦ ᓄᕖᕝᕙ 2022 ᐅᓂᒃᑳᖏᑕ 

ᑲᑎᒪᔨᑐᐃᓐᓇᐃᑦ. ᐅᖃᖅᓯᒪᒻᒪᑕ 

ᐃᖅᑲᖅᑐᐃᔨᓕᕆᔨᒃᑯᒡᒎᖅ ᐅᖃᖃᑎᖃᖅᓯᒪᒻᒪᑕ 

ᑐᓴᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐄᐳᕈᓪᑎᓪᓗᒍ. 

ᓯᑏᕝᕙᒥᓗ 2022 ᒪᓕᒐᓕᐅᖅᐸᓪᓕᐊᕈᓯᐅᔪᒥᒃ 

ᑕᒪᑐᒪᓐᖓᑦ. 

 

ᐅᓂᒃᑳᕈᓐᓇᖅᐲᑦ ᖃᓄᖅ ᐃᑲᔪᕐᓂᖃᓚᐅᕐᒪᖔᖅᐲᑦ 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓄᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᑐᐃᓐᓇᕐᓗᒍ ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᕐᒥᒃ 

ᐅᖃᐅᓯᖃᖅᑐᑎᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐄ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᓚᐅᖅᓯᒪᔪᑦ ᒪᐃ 2023-ᒥ ᑲᑎᒪᔨᑐᐃᓐᓇᕐᓄᑦ 

ᐊᑐᓕᖁᔭᐅᔪᒧᑦ ᓈᓴᐅᑎᓕᒃ 7. ᒐᕙᒪ ᑭᐅᓚᐅᖅᓯᒪᕗᑦ 

ᑐᓴᕋᒃᓴᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐊᑐᓕᖁᔭᖏᓐᓄᑦ ᐱᖁᔭᒃᓴᒥᒃ ᒪᕐᕈᐃᖅᓱᓂ 

ᐅᖃᖃᑎᖃᖅᓯᒪᕗᑦ ᑲᒥᓯᓇᒥᒃ ᐄᐳᕈᓪ 2022-ᒥ 

ᓯᑏᕝᕙᒥᓗ ᒪᓕᒐᓕᐅᖅᐸᓪᓕᐊᕈᓯᐅᔪᒧᑦ. ᒥᔅᑕ ᓯᑎᐅᓪ. 
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I’ll take TB for example. Tuberculosis seems 

to be quite rampant right now within the 

territory. Some communities have outbreaks 

and some have tuberculosis, but it’s not an 

outbreak. If someone has tuberculosis and 

they got tested and they know that they have 

tuberculosis and they go to regular functions 

where it’s the same people, for example, a 

local housing association meeting or a hamlet 

meeting or the Legislative Assembly here, 

are they obligated to let the same people that 

are normally there to know that they have a 

communicable disease that may be 

transmittable? Thank you. 

  

Chairman: Mr. Steele. My apologies; I 

thought you were directing the question to 

the commissioner. Ms. Hunt.  

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

to the Member. It’s an interesting question 

because I think that you’re talking about a 

couple of things around access to information 

and the privacy of personal health 

information. Also, there are components 

under the Act that are powers, for lack of a 

better term, of the CPHO or DCPHO or the 

public health officer of Nunavut.  

 

There are some important things to consider; 

one, if an individual has been diagnosed with 

tuberculosis and they are being followed 

through the health care system and offered 

treatment and they refuse treatment, and are 

placing a community or others at risk, there 

is the ability for the chief public health 

officer to do an order that would then go 

through the court for approval to ensure that 

an individual was then compliant with taking 

the medication for their tuberculosis.  

 

When it comes to sharing the information 

with the community about an individual who 

has tuberculosis, for example, and it could be 

any other communicable diseases, we don’t 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ ᑐᑭᓯᓇᖅᓯᑎᒋᐊᕋᕕᐅᒃ 

ᐃᑦᓯᕙᐅᑖᖅ. ᑖᑉᑯᐊ ᐄ, ᐅᖃᖃᑎᖃᖅᓯᒪᓂᑰᕗᖓ 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓂ. ᑭᓯᐊᓂ ᐅᑭᐅᒃ ᒪᕐᕉᓕᕐᒪᑎᒃ 

ᐊᐃᑉᐹ ᐅᑭᐅᓕᒫᖅ ᓇᑉᐹᓄᓪᓗ. ᑭᓱᓪᓚᑦᑖᕐᒥᒃ 

ᐅᖃᐅᓯᖃᓚᐅᖅᓯᒪᒻᒪᖔᑦᑕ ᐃᖅᑲᐅᒪᓐᖏᒃᑲᓗᐊᖅᑐᖓ, 

ᑭᓱᑦ ᐅᖃᐅᓯᕆᐸᓗᓚᐅᖅᓯᒪᔭᕋᓗᐊᕗᑦ 

ᖃᐅᔨᒪᒐᓗᐊᖅᓱᒍ. 

 

ᐅᖃᕈᓐᓇᖅᐳᖓ ᐄ, ᐃᖅᑲᖅᑐᐃᔨᓕᕆᔨᒃᑯᑦ 

ᐅᖃᖃᑎᒋᖃᑦᑕᖅᓯᒪᔭᒃᑲ. ᑭᓯᐊᓂ, ᐅᖃᐅᓯᓚᐅᖅᓯᒪᔪᓂᑦ 

ᐊᖏᕈᑕᐅᓚᐅᖅᓯᒪᔪᒥᐅᓐᖏᑦᑐᖅ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ. 

ᐃᓛᓐᓂᒃᑯᑦ ᐃᓱᒪᖃᑦᑕᕋᒪ ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᑦ 

ᐅᖃᐅᓯᖃᖅᐸᒋᐊᖏᑦ ᐅᕙᒻᓄᑦ. ᐊᖏᖅᓯᒪᔪᕆᓪᓗᒋᑦ 

ᐊᖏᕈᑎᒋᓚᐅᖅᓯᒪᔭᒥᓂᖏᑦ ᐃᒡᓗᒧᑦ ᑭᓯᐊᓂ 

ᑲᔪᓯᓯᒫᓂᓐᖏᒻᒪᑦ ᐊᖏᕈᑎᒋᓚᐅᖅᓯᒪᔭᖓ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᕋᕕᐅᒃ. ᒥᔅᑕ ᓴᒻᒧᖅᑐᖅ. 

 

ᓴᒻᒧᖅᑐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᑲᒥᓴᒃᑯᑦ ᑭᓱᓪᓚᑦᑖᑦ ᐊᑐᓕᖁᔭᐅᓯᒪᔪᑦ ᐱᖃᖅᐱᓪᓕ 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᐅᔪᒥᒃ? ᐃᒃᓯᕙᐅᑖᖅ, ᖁᔭᓐᓇᒦᒃ,  

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᐋᖅᑭᑦᑕᐅᕙᓪᓕᐊᓕᕐᒪᑦ. 

ᐃᓪᓗᒨᖅᑕᐅᓚᐅᖅᑎᓪᓗᒍᖃᐃ ᒥᓂᔅᑕᒧᑦ 

ᑎᑎᕋᓚᐅᖅᓯᒪᔪᖓ ᐃᖅᑲᖅᑐᐃᔨᓕᕆᔨᒃᑯᓐᓂ. 

ᐃᓱᒻᒥᕈᑎᑦᓴᓂᒃ ᖃᓄᖅ ᑖᓐᓇ ᓄᑖᖅ ᐸᓖᓯᓕᕆᓂᖅ 

ᐱᖁᔭᖅ ᐊᑦᑐᐊᒻᒪᖔᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᐅᔪᒥᒃ. ᐱᓪᓗᐊᑕᖅᑐᒍ ᐊᑐᓕᖁᓚᐅᖅᓯᒪᔭᕋ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᑐᑭᓯᓇᑦᓯᐊᖅᑐᒥᓛᒃ ᐋᖅᑭᑦᓰᖁᓪᓗᒋᑦ.  

 

ᒪᓕᒐᓕᐅᕐᓂᐊᕈᑎᑦ ᓄᑖᓂᓪᓗ ᑲᑎᒪᔨᖃᓕᕐᓂᐊᖅᐸᑦ 

ᐱᐅᓯᐅᓂᐊᖅᑐᒥᓪᓗ ᓄᑖᒥᒃ ᖃᓄᖅ ᐸᓖᓯᒃᑯᑦ 

ᖃᓄᐃᕈᑎᒥᓃᑦ ᖃᐅᔨᓴᖅᑕᐅᕙᒋᐊᖃᕐᓂᖏᓐᓂᒃ 

ᑐᑭᓯᓇᑦᑎᐊᕆᐊᖃᖅᑐᖅ ᑖᒃᑯᐊ ᐅᓂᒃᑳᓕᐊᖑᓯᒪᔪᑦ 

ᑭᒃᑯᓕᒫᓄᑦ ᐊᑐᐃᓐᓇᐅᒍᓐᓇᓂᐊᕐᒪᖔᑕ.  

 

ᐊᑐᓕᖁᔨᓚᐅᖅᓯᒪᕗᖓ ᐅᖃᓪᓚᑦᑖᕋᔭᕈᑎᑦ ᒪᓕᒐᕐᒥᒃ, 

ᐄ, ᐅᓂᒃᑳᑦ ᑭᒃᑯᓕᒫᓄᑦ ᐊᑐᐃᓐᓇᐅᔪᓐᓇᖅᑐᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᐊᑐᐃᓐᓇᐅᔪᓐᓇᓐᖏᑦᑐᑦ. 

ᑕᐃᒪᐃᓐᖐᓐᓇᔪᒻᒪᑦ. ᑕᕝᕙ ᒫᓐᓇ 

ᐃᓱᒪᓕᐅᖅᑕᐅᔭᕆᐊᖃᖅᐳᑦ ᓱᓕ ᓄᑖᖅ ᐱᖁᔭᐅᑉ ᐊᑖᓂ 

ᑭᒃᑯᓕᒫᓄᑦ ᐊᑐᐃᓐᓇᐅᓂᐊᖅᐸᑦ ᐋᒡᒐᓘᓐᓃᑦ ᐸᓖᓯᒃᑯᑦ 

ᐱᓪᓗᒋᑦ. 



 

 64 

have the ability to share that information 

because it is protected or private under the 

Act. What we really do focus on is ensuring 

that there’s good education, promotion, 

communication, and prevention so that 

individuals and communities are making 

good decisions around how they can protect 

themselves and how they can promote good 

health behaviours. An individual, though, 

could ask for access to their own personal 

health information around their health status 

and that would be appropriate.  

 

We have the rule of five. Especially in small 

communities where the potential of exposing 

individuals’ information by sharing certain 

data, if it’s under five, could risk that to an 

individual and so we wouldn’t share that 

information, but often communities are very 

small and there is the trail of discussion and 

there is information and assumptions out 

there. Thank you, Iksivautaaq.  

 

Chairman: Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

My understanding is that the person who has 

a communicable disease that no one else 

would know because it’s private information, 

and I don’t have an issue with that; it’s 

private, but that person is not obligated to 

inform the people around them that they meet 

regularly that they could potentially be 

spreading a communicable disease? For 

example, if one of us here had tuberculosis, 

we’re not obligated to tell anyone here that 

we have it then, eh? Thank you. 

  

Chairman: Ms. Hunt.  

 

Ms. Hunt: Thank you, Iksivautaaq. Thank 

you to the Member for further clarification. 

An individual does not have to tell the public 

about their health status. However, when 

they are receiving diagnosis and treatment, 

they are asked information and there’s a 

 

ᐋᓐᓂᖅᑐᖃᕐᓂᕈᓂ ᐃᓅᒍᓐᓃᖅᑐᖃᕐᓂᕈᓂᓪᓘᓐᓃᑦ 

ᐸᓖᓯᒃᑯᓐᓄᑦ, ᖃᐅᔨᓴᖅᑐᑦ ᑕᒪᑐᒪᓐᖓᑦ ᖃᐅᔨᓴᕐᓂᖓᑕ 

ᐅᓂᒃᑳᖏᑦ ᑭᓇᑐᐃᓐᓇᕐᒧᑦ 

ᐊᑐᐃᓐᓇᕈᖅᑎᑕᐅᔪᓐᓇᕋᔭᖅᑐᑦ ᑐᑦᓯᕋᐅᑕᐅᒍᓂ. ᓲᕐᓗᒃ 

ᐊᔾᔨᖓᓂᒃ ᑕᑯᔪᒪᖃᕈᓂ ᐊᔪᕐᓇᕋᔭᓐᖏᓛᖅ? ᓇᓗᓇᕐᒪᑦ 

ᓱᓕ. ᓇᓗᓇᐃᖅᓯᒪᑦᑎᐊᕆᐊᖃᖅᑐᖅ.  

 

ᑖᓐᓇ ᐱᔾᔪᑎᐅᓗᐊᓚᐅᖅᓯᒪᒻᒪᑦ ᐅᖃᖃᑎᒌᓐᓂᐅᓯᒪᔪᒥᒃ. 

ᑕᐃᒪ ᒐᕙᒪᒃᑯᑦ ᐊᖏᕈᑎᓕᐅᕋᒥᒃ ᐊᓯᐊᓂᒃ ᑎᒥᐅᔪᒥᒃ 

ᖃᐅᔨᓴᖅᐸᓐᓂᐊᖅᑐᓂᒃ ᓲᕐᓗᒃ ᒥᔅᑕ ᒥᑭᓚᐃᓐ 

ᐅᓂᒃᑳᕆᒋᐊᒃᑲᓐᓂᕈᓐᓇᖅᐸᐅᒃ. ᐊᖏᕈᑎᖃᖅᑰᓐᖏᒻᒪᑦ 

ᓱᓕ ᓯᓚᑖᓂ ᑎᒥᐅᔪᒥᒃ ᖃᐅᔨᓴᖃᑦᑕᕋᔭᖅᑐᓂᑦ. 

ᐃᓇᓐᓇᔭᖅᐸᒃᑲ ᒐᕙᒪᒃᑯᑦ ᐊᖏᕈᑎᓕᐅᓕᕈᑎᑦ ᐊᖏᕈᑦ 

ᐃᓗᐊᓂ ᓇᓗᓇᐃᖅᓯᒪᑦᑎᐊᖁᑉᓗᒍ ᖃᐅᔨᓴᕈᑎᐅᓯᒪᔪᖅ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐱᒋᒻᒪᔾᔪᒃ. ᐊᒻᒪ ᐱᒋᔭᐅᓐᖏᑦᑐᖅ 

ᐸᓖᓯᒃᑯᓐᓄᑦ ᐊᒻᒪ ᐱᒋᔭᐅᓐᖏᑦᓱᓂᓗ ᓯᓚᑖᓂ 

ᑎᒥᐅᔪᒧᑦ ᖃᐅᔨᓴᖅᑕᕕᓂᕐᓄᑦ. 

 

ᑖᒃᑯᐊ ᑎᑎᕋᖅᓯᒪᔪᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐱᒋᒻᒪᔾᔪᒃ 

ᑐᑭᓯᓇᑦᓯᐊᓕᖅᐸᑦ ᑖᓐᓇ ᒪᓕᒐᖅ ᐊᑐᐃᓐᓇᖃᕈᓐᓇᓂᕐᒥᒃ 

ᑐᓴᕋᑦᓴᓂᒃ ᐊᑑᑎᖃᓕᕈᓐᓇᕋᔭᖅᐳᖅ ᖃᖓᓗ 

ᒪᓂᒪᑎᑕᐅᒍᓐᓇᕋᔭᕐᒪᖔᑖ ᑭᒃᑯᓐᓄᓪᓗ 

ᐋᖅᑭᑦᓯᒪᑦᓯᐊᓕᕐᓗᓂ. ᑖᓐᓇ ᐅᖃᐅᓯᕆᓯᒪᔭᕋ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐅᖃᐅᓯᕇᓐᓇᕐᓂᐊᖅᓱᒍᓪᓗ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᒻᒧᖅᑐᖅ. 

 

ᓴᒻᒧᖅᑐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓄᑦ ᐊᐱᖅᑯᑎᒋᓕᕐᒥᓗᒍ. 

ᓄᓇᕗᒻᒥ ᓄᑖᖅ ᐸᓖᓯᒧᑦ ᐱᖁᔭᖅ ᑲᔪᓯᑎᑕᐅᓯᒪᔪᒻᒪᑦ 

ᒪᓕᒐᓕᐅᕐᕕᐅᑉ ᓯᕗᓂᐊᓂ ᐊᖏᖅᑕᐅᓪᓗᓂ ᔫᓂ 8, 

2021. ᑐᓴᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇ 

ᐅᖃᖅᓯᒪᖕᒪᑦ 2022-2023 ᐅᓂᒃᑳᖏᖕᓂᒃ 

ᐊᓪᓚᕝᕕᖓᒎᖅ ᓱᓕ ᐅᖃᖃᑎᒋᔭᐅᓯᒪᓐᖏᒻᒪᑦ 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓄᑦ. ᑕᒪᒃᑯᐊ ᐅᖃᐅᓯᐅᔪᑦ 

ᐆᑦᑑᑎᒋᓗᒋᑦ ᐊᖏᕈᑎᓕᐅᕐᓂᕆᖁᔭᐅᔪᒥᒃ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᐃᒻᒥᒎᖅᑐᓂᓪᓗ ᖃᐅᔨᓴᖅᑎᐅᔪᓂᑦ 

ᐊᓯᖏᓐᓂᓪᓗ ᑎᒥᐅᔪᓂᑦ.  

 

ᑕᒪᓐᓇ ᐅᖃᖃᑎᒌᓐᓂᐅᓛᖅᑐᖅ ᐱᔭᐅᓕᓛᕋᓗᐊᖅᐸ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᒪᓕᒐᓕᐅᖅᑏ. ᐅᓪᓗᖏᓐᓂᒃ ᐱᓯᒪᓐᖏᑦᑐᖓ 
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process of what’s called contact tracing. The 

public health team would be asking the 

individual about their contacts and then 

following up with those contacts to inform 

them that they may have been exposed and 

offering them diagnosis, and then potentially 

treatment if they have ended up with that 

communicable disease. Thank you, 

Iksivautaaq.  

  

Chairman: Mr. Savikataaq. 

  

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

For clarity, then, because I didn’t hear it, let’s 

say one of us had tuberculosis here, we’re not 

obligated to tell anyone in this room that we 

have it. Thank you. 

  

Chairman: Thank you. I’ll say that’s correct. 

Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

I’ll pose almost the same question to the 

commissioner now. Does the right to privacy 

overrule the right for a person to know what 

harm they may be getting into in terms of 

being informed or the right to know what 

situation you’re in? Thank you.  

 

Chairman: Thank you. Mr. Steele.  

 

Mr. Steele: Under the existing law, yes. 

Thank you, Mr. Chairman.  

 

Chairman: Mr. Savikataaq. 

 

Mr. Savikataaq: Thank you. I’ll go on to a 

different matter. I will go back to the 

government side, but this time with 

Community and Government Services.  

 

Mr. Steele, you stated earlier that when the 

hamlets want to start enforcing or using the 

Access to Information and Privacy 

Protection Act, that’s when the initiation will 

ᐅᓪᓗᒥ ᖃᖓᒃᑯᑦ ᑕᒪᓐᓇ ᑐᓴᕆᐊᕐᕕᖃᕐᓂᐊᕐᒪᖔᑕ, 

ᑭᓯᐊᓂᓕ ᐱᓕᕆᕕᐅᔪᖅ ᒪᓕᓐᓂᐊᖅᑐᖅ 

ᐊᖏᖅᓯᒪᔭᖏᓐᓂᒃ ᑲᒥᓯᓇᒧᑦ ᐃᓚᒋᓗᓂᐅᒃ 

ᐱᓕᕆᐊᖑᓂᐊᖅᑐᒧᑦ ᑕᒪᓐᓇ ᐸᓖᓯᒃᑯᑦ ᒪᓕᒐᖓ 

ᐊᑐᓕᖅᑎᑕᐅᖁᓪᓗᒍ. ᑕᒪᓐᓇ ᐱᔭᕆᐊᑐᔪᕈᓘᒻᒪᑦ 

ᐅᐱᓐᓇᕋᓂ ᓄᓇᕗᒻᒥ ᐸᓖᓯᕗᑦ ᒐᕙᒪᑐᖃᒃᑯᓐᓄᑦ 

ᑎᒥᐅᒻᒪᑦ, ᐊᒻᒪᓗ ᒐᕙᒪᑐᖃᒃᑯᑦ ᒪᓕᒐᖁᑎᒋᒻᒪᒋᑦ 

ᖃᐅᔨᒪᑦᑎᐊᕆᐊᖃᕋᑦᑕ ᒪᓕᒐᕗᑦ ᓇᓕᒧᓕᕋᓗᐊᕐᒪᖔᑕ, 

ᐊᒻᒪᓗ ᖃᐅᔨᒪᔪᖓ ᑕᒪᓐᓇ ᐊᑐᖅᑕᐅᕙᒻᒪᑦ ᐊᓯᖏᓐᓂ 

ᑲᓇᑕᒥ ᐊᕕᑦᑐᖅᓯᒪᔪᓂ ᐃᒻᒥᒃᑰᖅᑐᓂᒃ ᐸᓖᓯᓂᒃ 

ᖃᐅᔨᓴᖅᑎᖃᕐᓗᑎᒃ ᑎᒥᐅᔪᓂᒃ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᑐᓴᖅᑎᑦᑎᖃᑦᑕᕐᓗᑎᒃ ᖃᐅᔨᓴᖅᑕᒥᓂᒃ. ᑕᒪᓐᓇ 

ᐱᓕᕆᕕᑦᑕ ᕿᒥᕐᕈᕙᐅᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᒻᒧᖅᑐᖅ. 

 

ᓴᒻᒧᖅᑐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᓄᓇᕗᑦ ᒐᕙᒪᖓ −− ᑖᓐᓇ ᐅᑎᕐᓂᐊᖅᑐᖅ 

ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓄᑦ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ ᑭᐅᔾᔪᑎᖏᑦ 

ᓄᕕᐱᕆ 2022-ᒥ ᐅᓂᒃᑳᓕᐊᖏᓐᓄᑦ ᑲᑎᒪᔨᕋᓛᑦ 

ᐅᖃᖅᓯᒪᓚᐅᖅᑐᑦ ᐱᓕᕆᕕᖓᑦ ᒪᓕᒐᓕᕆᔨᒃᑯᑦ 

"ᑲᔪᓯᖁᓪᓗᒋᑦ ᐱᓕᕆᐊᖃᕐᓂᕐᒥᒃ ᒪᓕᒐᕐᓂᒃ 

ᐱᓕᕆᔭᕆᐊᓕᖕᓂᒃ ᐸᓖᓯᒃᑯᑦ ᐱᖁᔭᕐᔪᐊᖓᑦ 

ᐊᑐᓕᖅᑎᑕᐅᖁᓪᓗᒍ ᐊᒻᒪᓗ 

ᐋᔩᖃᑎᒌᒍᑕᐅᔭᕆᐊᖃᖅᑐᓂᒃ ᓇᓗᓇᐃᖅᓯᖁᓪᓗᒋᑦ 

ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᖃᐅᔨᓴᖅᑕᐅᖃᑦᑕᕐᓂᖏᑦ 

ᕿᒥᕐᕈᓇᖁᓪᓗᒋᑦ ᐱᕐᔪᐊᓂᒃ ᖃᓄᐃᑦᑐᖃᖅᑎᓪᓗᒍ 

ᓄᓇᕗᒥ." 

 

ᓇᓪᓕᐊᑦ ᐃᒻᒥᒃᑰᖅᑐᑦ ᖃᐅᔨᓴᖅᑏᑦ ᑎᒥᖏᑦ 

ᐋᔩᖃᑎᒌᒃᓯᒪᕕᓯᐅᒃ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᑲᓚᐃᓐ? 

 

ᒪᑲᓚᐃᓐ: ᖁᔭᓐᓇᒦᒃ. ᐅᖃᐅᓯᖃᓪᓚᑦᑖᕈᓐᓇᖏᑦᑐᖓ 

ᐋᔩᖃᑎᒌᒍᑎᓪᓚᑦᑖᓂᒃ. ᑕᒪᓐᓇ ᖃᐅᔨᒪᓐᖏᑕᕋ, ᑭᓯᐊᓂ 

ᓇᓗᓇᐃᖅᓯᕗᖓ ᐱᓕᕆᖃᑎᖃᕈᒪᒐᑦᑕ ᐊᓯᖏᓐᓂᑦ 

ᑲᓇᑕᒥ ᐊᕕᑦᑐᖅᓯᒪᔪᓂᑦ, ᐊᑦᑕᑎᖃᓐᖏᑦᑐᓂᒃ. ᐊᐃᓪᐴᑕ 

ᐱᓕᕆᖃᑎᒋᑐᐃᓐᓇᕆᐊᖃᖅᑕᖓ ᑕᐃᑲᓂ, 

ᓲᖃᐃᒻᒪᑦᑕᐅᖅ ᐊᑐᖃᑦᑕᕐᒪᑕ ᐸᓖᓯᒃᑯᓐᓂ ᑲᓇᑕᒥ 

ᐊᕕᒃᑐᖅᓯᒪᔪᓂ ᐸᓖᓯᐅᑎᓪᓗᒋᑦ, ᑕᐃᒪᓐᓇᑦᑕᐃᓐᓇᖅ 

ᑕᑯᒃᓴᐅᑎᑦᑎᖃᑦᑕᖅᓯᒪᕗᑦ ᖃᓄᖅ 

ᐱᓕᕆᖃᑎᖃᕈᓐᓇᕐᒪᖔᑕ ᒐᕙᒪᑐᖃᒃᑯᑦ ᑎᒥᖁᑎᖓᓂ. 

ᑕᐃᒪᐃᒻᒪᑦ ᑲᑐᔾᔨᖃᑎᒌᑦ ᓲᕐᓗ ᑕᒪᒃᑯᐊ ᐱᓕᕆᐊᕆᔭᕗᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᒻᒧᖅᑐᖅ. 
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start. If a hamlet never wants to be part of it, 

are they exempt from it forever or is there an 

end date where they will say, “Okay, it has 

been 20 years; you’ve got to get with the 

program now”? Thank you. 

  

Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. 

Currently it’s at the discretion of the 

municipal council to take the initiative. At 

some point, a decision will need to be made 

to make it a mandatory requirement. I think 

that that point in time would be identified in 

consultation with the Nunavut Association of 

Municipalities based on a timeline for 

implementation that we projected ahead of 

time, but currently it’s at the discretion of 

each respective municipal council. Thank 

you, Mr. Chairman. 

  

Chairman: Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

What is that timeline? Thank you. 

  

Chairman: Mr. Seeley.  

 

Mr. Seeley: Thank you, Mr. Chairman. I 

thank the Member for the question. Currently 

there is no definitive timeline for it being 

brought into force. Thank you, Mr. 

Chairman.  

 

Chairman: Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you. I brought this 

issue up before in the past and I’ll bring it up 

again. The sunshine list for government 

employees that make over a certain amount, 

other provinces have it, and we have never 

really agreed on what the amount should be,  

but I would like to get the government’s 

position on whether they’re still looking at 

maybe putting, for lack of a better word, it is 

called a sunshine list down south, but over a 

ᓴᒻᒧᖅᑐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᒪᓕᒐᓕᕆᔨᒃᑯᑦ. ᐱᓕᕆᕕᓯ ᑐᑭᓯᒋᐊᕈᑎᓂᑦ−ᐊᒥᖅᑳᓂᕐᒥᒃ 

ᐊᖏᖃᑎᒌᒍᑎᓕᐅᖅᓯᒪᕚᑦ ᐃᒻᒥᒃᑰᖅᑐᓂᒃ 

ᖃᐅᔨᓴᖅᑎᐅᔪᓂᒃ ᐊᒻᒪᓗ ᐊᓯᖏᓐᓂᒃ ᑎᒥᐅᔪᓂᒃ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᒪᑲᓚᐃᓐ? 

 

ᒪᑲᓚᐃᓐ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᒫᓐᓇ ᐋᒡᒐ. 

ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓴᒻᒧᖅᑐᖅ. 

 

ᓴᒻᒧᖅᑐᖅ (ᑐᓵᔨᑎᒍᑦ): ᒪᓕᒐᓕᕆᔨᒃᑯᑦ. ᐅᓪᓗᒥᒧᑦ 

ᑎᑭᖦᖢᒍ ᒐᕙᒪᒃᑯᑦ ᖃᖓᒃᑯᑦ ᐊᑐᓕᖅᑎᑦᑎᓂᐊᖅᑲᑦ 

ᓄᑖᓂᒃ ᒪᓕᒐᕐᓂᒃ ᐱᖁᔭᕐᔪᐊᑉ ᐊᑖᒍᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ ᒪᓕᒐᓕᐅᖅᑏ 

ᐊᐱᕆᒐᕕᑦ. ᐊᖅᑯᑎᒋᓗᑎᑦ ᐃᒃᓯᕙᐅᑖᖅ, ᐊᐱᕆᓗᒍ 

ᒥᔅᑕ ᕕᑦᓴᐃᓂ ᑭᐅᖁᓪᓗᒍ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐊᑏ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᑐᑭᓯᐅᒪᔭᒃᑯᓪᓕ ᑖᒃᑯᐊ ᒪᓕᒐᓕᕆᔨᒃᑯᑦ ᒫᓐᓇ 

ᐱᓕᕆᐊᖃᕐᒪᑕ ᒪᓕᒐᕋᓛᓂᒃ ᐊᒻᒪᓗ 

ᐱᓕᕆᖃᑎᖃᖅᑐᑎᒃ ᐊᓯᖏᓐᓂᒃ ᑎᒥᐅᔪᓂᒃ, ᐊᒻᒪᓗ 

ᑕᒪᓐᓇ ᐊᔪᕐᓇᕈᔪᒻᒪᑦ ᖃᖓᒃᑯᑦ 

ᐱᔭᕇᕐᕕᒃᓴᖃᕋᓱᐊᕆᐊᒃᓴᖅ ᑕᒪᒃᑯᐊ 

ᐊᐅᓚᑦᑐᓐᓇᖏᑕᕗᑦ ᐱᖃᓯᐅᑎᑎᓪᓗᒋᑦ. ᒪᓕᒃᑲᔭᖅᐳᖅ 

ᖃᓄᑎᒋ ᐊᑯᓂᐅᑎᒋᓂᐊᕐᒪᖔᖅ ᐊᖏᕈᑎᓄᑦ, ᖃᓄᑎᒋ 

ᐱᒡᒐᓇᖅᑎᒋᒻᒪᖔᖅ ᐋᔩᕐᓂᒃᑯᑦ, ᐊᒻᒪ 

ᐱᓕᕆᔾᔪᓯᐅᓪᓗᐊᑕᖅᐳᖅ ᑲᔪᓯᑎᑕᐅᖁᓪᓗᒋᑦ ᒪᓕᒐᐃᑦ. 

ᑕᐃᒪᐃᒻᒪᑦ ᐊᒥᓱᒻᒪᕆᐅᕗᑦ ᐱᓕᕆᐊᖑᓯᒪᓐᖏᑦᑐᑦ 

ᑐᑭᓯᐅᒪᔭᒃᑯᑦ, ᐊᒻᒪᓗ ᐱᒡᒐᓇᕐᓂᐊᖅᑐᖅ 

ᖃᖓᒃᑰᒐᔭᕐᒪᖔᖅ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᓇᑯᕐᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐊᑎᖁᑎᓐᓄᐊᓚᐅᓐᖏᓂᓐᓂ, 

ᓇᓗᓇᐃᖅᓯᕕᐅᔪᓐᓇᖅᐳᖔ ᖃᓄᖅ 

ᐱᕙᓪᓕᐊᔾᔪᓯᖃᕐᒪᖔᖅ? ᑕᐃᒪᐃᒻᒪᑦ ᒪᓕᒐᐃᑦ 

ᐊᖏᕈᑕᐅᒌᖅᓯᒪᓐᖏᑦᑐᑦ ᒫᓐᓇᐅᔪᖅ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦ ᓂᕆᐅᑉᐹᑦ ᐅᑕᖅᑭᓂᐊᕆᐊᒃᓴᖅ ᑕᐃᒃᑯᐊ 



 

 67 

certain amount of salary that a GN worker 

gets that is published so that Nunavummiut 

know who gets over a certain amount, 

whatever that amount would be deemed to 

be. Thank you. 

 

Chairman: As an example, it was just 

recently covered in media that Ontario has 

what is called a sunshine list of civil servants 

that make over $100,000 a year, for the 

listening public so they know what we are 

talking about. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) There 

were discussions that happened after the 

legislation amendment was passed in 2017 

between the Department of Human 

Resources, the Department of Finance, and 

our own department here. At the time, there 

were some serious concerns raised about 

what impact that list being public, especially 

at, let’s say, a lower level like in Ontario of 

$100,000, could have on individuals who 

may have more money than their family 

members and who, if their name was 

published, would then have pressure put on 

them to provide more money to their family 

or to take on different roles that they weren’t 

prepared for.  

 

That discussion didn’t go anywhere past that. 

I think the decision was made at that time not 

to pursue it because of the concerns about 

privacy and about the effect that it could 

have on individuals in especially smaller 

communities, but to the best of my 

knowledge, there are no current 

conversations happening to bring that into 

force or to publish that list. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Savikataaq. 

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

I’m curious as to why they thought that 

ᒪᓕᒐᐃᑦ ᐱᔭᕇᖅᑕᐅᒐᓱᓐᓂᖏᓐᓂ 

ᓯᕗᒧᐊᒋᐊᓚᐅᓐᖏᓐᓂᖏᓐᓂᑦ ᐊᖏᖃᑎᒌᒍᑎᓪᓚᑦᑖᓂᑦ 

ᓯᓚᑖᓃᑦᑐᓄᑦ ᑎᒥᐅᔪᓄᑦ? ᐃᒻᒪᖃ ᑭᓇᑐᐃᓐᓇᖅ 

ᐅᖃᕈᓐᓇᖅᐹ ᑭᓇ ᑭᐅᑦᑎᐊᕈᓐᓇᓂᖅᓴᐅᒐᔭᕐᒪᖔᖅ. ᒥᔅᑕ 

ᕕᑦᓴᐃᓂ.  

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᒪᒥᐊᓇᖅ. ᐊᑐᐊᒐᓂᒃ 

ᐱᓕᕆᔨᐅᒐᒪ ᐸᓖᓯᒃᑯᑦ ᐱᖁᔭᕐᔪᐊᖓ ᐱᔾᔪᑎᒋᓪᓗᒍ 

ᑐᑭᓯᐅᒪᓂᕋ ᒪᓕᒃᖢᒍ ᑕᐃᒃᑯᐊ ᒪᓕᒐᐃᑦ 

ᓇᓗᓇᐃᔭᐃᓲᖑᕗᑦ. ᓇᐅᑦᑎᓱᖅᑏᓪᓗ ᑕᒪᓐᓇ ᖃᓄᖅ 

ᐋᖅᑭᓯᒪᓂᖏᑦ ᒪᓕᓪᓗᒋᑦ ᐊᓯᖏᓪᓗ 

ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᑦ, ᖃᓄᕐᓗ ᐸᓖᓯᒃᑯᓐᓄᑦ 

ᐊᑐᖅᑕᐅᓂᐊᕐᒪᖔᖅ. ᒪᓕᒐᐃᑦ ᑭᓯᐊᓂ ᑕᐃᒃᑯᐊ 

ᑎᑎᕋᖅᑕᐅᓯᒪᓕᖅᐸᑕ ᐊᖏᕈᑎᓅᓕᑕᐃᓐᓇᕋᔭᖅᑐᒍᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑐᑭᓯᓇᖅᓯᑎᒃᑲᕕᐅᒃ. ᒥᔅ ᖁᐊᓴ.  

 

ᖁᐊᓴ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐅᑯᐊ ᑲᒥᓯᓇᒧᑦ ᐊᐱᖅᑯᑎᒋᓂᐊᖅᑕᒃᑲ 

ᖃᕋᓴᐅᔭᓕᕆᓂᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ. ᒪᒃᐱᖅᑐᒐᖅ 9 

ᑖᒃᑯᓇᓂ 2022-2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᖏᓐᓂ 

ᐃᒪᐃᓕᓚᐅᕋᕕᑦ, ᖃᐅᔨᓴᐃᒃᑲᓂᖅᑐᒍᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖏᓐᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᓄᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᑐᖅᑯᖅᕕᐅᔪᓐᓇᖅᑐᖅ ᐊᒻᒪᓗ ᐸᕐᓇᐅᓯᐅᖅᓯᒪᓪᓗᑎ. 

ᑖᒃᑯᐊ ᐅᓂᒃᑳᑎᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ ᓴᖅᑭᓂᐊᖅᑕᑎ 

ᑕᒪᓐᓇ ᐊᕐᕌᒍ ᓄᑖᖅ ᐊᑐᓕᖅᐸᑦ. ᓇᓗᓇᐃᖅᓯᔪᓐᓇᖅᐲᑦ 

ᑭᓱᒥᒃ ᐱᔾᔪᑎᖃᕐᒪᖔᖅ ᑖᓐᓇ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᒃ ᐊᒻᒪᓗ 

ᑭᓱᓂᒃ ᐃᓱᒫᓘᑎᖃᕐᒪᖔᖅ ᑖᔅᓱᒪ ᐊᑐᖅᑕᐅᖃᑦᑕᕐᓂᖓ 

ᒪᓕᓪᓗᒍ? (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐃᒃᓯᕙᐅᑖᖅ, ᓯᕗᓪᓕᖅᐹᒥ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᒃᑲᓐᓂᖁᓪᓗᒍ ᐊᑕᐅᓯᖅ ᑖᓐᓇ 

ᐅᖃᓕᒫᓵᖅᑕᖓ. ᑖᓐᓇ ᓯᕗᓪᓕᖅᐹᑦᑎᐊᖑᓪᓗᓂ 

ᒪᐅᓇᑐᐃᓐᓇᖅ ᐅᓂᒃᑳᓕᐊᕆᓚᐅᖅᓯᒪᔭᕋ. ᐅᑯᐊ 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᑦ ᑎᑎᕋᓕᕋᒃᑭᑦ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ ᓴᖅᑭᓂᐊᕋᓱᒋᓚᐅᖅᑕᒃᑲ, ᑭᓯᐊᓂ 

ᑕᐃᒪᓕᖓᓚᐅᕋᓗᐊᖅᖢᖓ ᐊᓯᔾᔨᓕᓚᐅᖅᓯᒪᔪᖓ 

ᐅᓂᒃᑳᒃᑲ ᑕᐃᒪᓐᖓᓕᒫᖅ ᓴᖅᑭᖃᑦᑕᕋᒃᑭᑦ ᑕᐃᒪᓐᓇ 

ᐱᐅᓯᖃᑐᐃᓐᓇᕈᒪᓚᐅᖅᑐᖓ.  

 

ᐄ, ᑖᒃᑯᐊ ᐅᓂᒃᑳᑦ ᓴᖅᑭᓚᐅᖅᑐᑦ ᐊᕐᕌᒍ ᓄᑖᖅ 

ᑎᑭᑉᐸᑦ, ᑕᐃᒪᐃᑦᑐᒻᒪᑦ ᐅᑯᓇᓂ ᐅᖃᐅᓯᕆᓯᒪᓐᖏᑕᒃᑲ. 
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privacy issues, if they are making too much 

money, they would have to support families, 

would be part of it. For example, you could 

look up my salary to the penny how much I 

make. It’s tabled. It’s published. Everyone in 

Nunavut knows how much each MLA, 

Minister, and the Premier make. It’s public 

information.  

 

I would like to get the government’s position 

on what’s the difference if they can publish 

all the MLAs’, Ministers’, and the Premier’s 

salary, why can’t they publish civil servants’ 

salaries that are over a certain amount, 

whatever the amount, either it would be 

$100,000 or $150,000, whatever that amount 

is? Thank you.  

 

Chairman: Thank you. To supplement the 

Member’s question, who would make that 

decision? Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) As to 

who would make that decision, it would be a 

policy decision on the part of the Department 

of Human Resources and possibly the 

Department of Finance, who is responsible 

for pay and compensation.  

 

There are additional considerations when it 

comes to the volume of staff that we would 

be doing this with. It would be based on sort 

of some of our privacy-protective parts of the 

legislation. As well, the privacy section does 

outline harms when it comes to privacy 

breaches. We would look at that when 

making that determination to see which 

harms could apply, but further to that point, 

the discussion also is different when it comes 

to public servants and the volume of public 

servants because each person has sort of a 

different home life, they have different 

pressures and different situations than the 

Members of the Legislative Assembly. There 

ᑕᖅᑲᐅᖓᖅᑕᐅᓯᒪᓕᖅᑐᖅ ᐊᒻᒪᓗ 

ᑐᓴᐅᒪᔭᐅᕈᓘᔭᓕᖅᖢᓂ ᑭᐅᔭᐅᓚᐅᖅᖢᓂᓗ 

ᒐᕙᒪᒃᑯᓐᓄᑦ. ᓯᕗᓕᖅᑎ ᑕᐃᓐᓇ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓄᑦ 

ᒥᓂᔅᑕᕆᔭᐅᓪᓗᓂ ᑭᐅᓚᐅᖅᑐᖅ ᒐᕙᒪᒃᑯᓕᒫᑦ 

ᑭᒡᒐᑐᖅᖢᓂᒋᑦ. ᐊᔾᔨᒌᓐᖏᑕᖓᒍᑦ ᑭᓯᐊᓂ ᑖᓐᓇ 

ᓴᖅᑭᓚᐅᖅᑕᕋ. ᑖᓐᓇᐅᒻᒪᑦ.  

 

ᑖᒃᑯᐊ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐅᓄᖅᑐᕐᔪᐊᒻᒪᕆᐊᓗᓐᓂᒃ 

ᐸᐃᑉᐹᓂᒃ ᐱᓯᒪᒻᒪᑕ. ᑕᐸᐃᕐᓇᖅᑐᕐᓘᓐᓃᑦ ᑭᓱᕈᓘᔮᓐᓂᒃ 

ᐸᐸᑦᑎᒻᒪᑕ ᐸᐃᑉᐹᓂᒃ ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ ᐸᐃᑉᐹᑦ 

ᐅᖃᐅᓯᕆᔭᒃᑲ ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓕᐅᖅᑲᖅᑕᐅᓯᒪᔪᑦ 

ᑐᖅᑯᖅᑕᐅᓯᒪᔪᑦ ᓲᕐᓗ ᓯᕐᓗᐊᕌᓗᒃ ᑕᑖᖅᑐᖅ ᐸᐃᑉᐹᓂᒃ 

ᑐᓴᒐᒃᓴᓂᓪᓗ ᑕᕝᕗᖔᖅᑎᖅᑕᐅᕋᑦᑕᖅᖢᑎᑦ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᑕᕝᕙᓐᖔᖅᑐᒥᒃ ᐱᔭᕆᐊᖃᕈᑎ 

ᖃᕋᓴᐅᔭᒧᐊᖦᖤᖅᐳᑦ ᑕᐃᑯᖓ ᖃᕋᓴᐅᔭᕐᔪᐊᕋᒥ ᑕᐃᓐᓇ 

ᕿᓂᓚᐅᖅᖢᓂᐅᒃ ᐊᒧᓪᓗᓂᐅᒃ ᐋᖅᑭᒋᐊᖅᖢᓂᐅᒃ 

ᐅᑎᖅᑎᖦᖤᖅᐸᐅᒃ. ᖃᐅᑕᒫᑦᑎᐊᖅ ᒐᕙᒪᒃᑯᑦ ᐃᓗᐊᓂ 

ᑕᐃᒪᐃᓕᐅᖅᑐᖃᖃᑦᑕᖅᑐᖅ.  

 

ᑕᐃᓐᓇ ᐅᕙᓂ ᓇᓗᓇᐃᖅᑕᕋ ᑕᐃᓐᓇ 

ᓯᕐᓗᐊᖑᓂᕋᓵᖅᑕᕋ Y−Drive−ᖑᓂᕋᖅᑕᐅᓪᓗᓂ ᑖᓐᓇ 

ᓯᕐᓗᐊᖅ ᓲᕐᓗ. ᑖᓐᓇ ᐄ, ᐲ, ᑏ, ᑮ−ᖏᑦ ᒪᓕᓪᓗᒍ 

ᑕᐃᒪᓐᓇ Y-ᓚᓯᒪᔪᖅ ᐊᒻᒪᓗ ᐸᐸᑕᓂ ᑕᕝᕗᖓ 

ᐃᓕᐅᖅᑲᖅᑕᐅᓪᓗᑎ, ᓲᕐᓗᒃ ᓯᕐᓗᐊᖅ. ᓄᓇᓕᖕᓂ 

ᒐᕙᒪᒃᑯᓂᓪᓗ ᐱᔨᑦᑎᖅᑏᑦ ᑖᔅᓱᒥᖓ ᓯᕐᓗᐊᕐᒥ 

ᐸᐸᑦᑎᔨᐅᔪᑦ ᓴᖅᑭᔮᕐᓂᐊᕐᒪ ᐃᖏᕐᕋᑦᑎᐊᕆᐊᖃᕐᓗᓂ 

ᒪᓕᓪᓗᒍ ᐃᖏᕐᕋᒐᓗᐊᕐᒪᖔᖅ. ᑭᓯᐊᓂ, ᑭᖑᕐᖓᓂ 

ᓯᕐᓗᐊᖅ ᐃᓗᐊᓂ ᐃᓱᒪᖅᓱᖅᑯᑎᑦ. ᑕᐃᒪᓕᖓᒻᒪᑕ 

ᓯᕐᓗᐊᖃᖅᑎᑦᑎᖦᖤᖅᐳᖅ, ᑭᓯᐊᓂ ᓯᕐᓗᐊ ᐃᓗᐊᓂ 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕕᖏᑦ ᐃᓪᓗᕈᓯᐅᖅᑯᖅᑐᑦ ᓲᕐᓗᒃ ᐊᒻᒪᓗ 

ᑕᕝᕙᓂ ᐃᓱᒪᖅᓱᓕᕆᓪᓗᑎ. ᓲᕐᓗᖃᐃ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕝᕕᖏᑦ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᑦ ᐃᒃᑯᐊ ᐱᐅᓯᖃᕐᒪᑕ. 

ᐃᓚᖏᑦ ᓴᓗᒪᑦᑎᐊᖅᖢᑎᑦ ᐋᖅᑭᓱᐃᓯᒪᑦᑎᐊᖅᖢᑎᑦ 

ᐃᒻᒥᒨᖓᔪᓪᓗ ᐅᔾᔨᖅᓱᖅᖠᐊᖅᖢᓂᖏᑦ. ᐃᓚᖏᑦ 

ᑕᐃᒪᐃᓐᖏᒻᒥᔪᑦ. ᑕᒪᓐᓇ ᐱᖅᔪᐊᖑᕗᖅ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐱᓕᕆᕕᒻᒥᓅᕈᓐᓇᖦᖤᖅᐳᑦ ᑕᕝᕙᓂ ᓯᕐᓗᐊᕐᒥ ᐊᒻᒪ 

ᐅᓄᖅᑐᐊᓗᓐᓂᒃ ᑕᑯᔭᕆᐊᖃᓐᖏᑕᒥᓂᒃ 

ᑕᑯᔪᓐᓇᖅᖢᑎᑦ.  

 

ᐅᔾᔨᖅᓱᑦᑎᐊᕈᕕᑦ ᑭᓯᐊᓂ ᑎᑎᖅᑲᓕᒫᑦ ᑭᒃᑯᓕᒫᓄᑦ 

ᒪᑐᐃᖓᔪᑦ. ᓄᓇᕐᔪᐊᓕᒫᖑᓐᖏᑦᑑᒐᓗᐊᖅ, ᑭᓯᐊᓂ 

ᑕᕝᕙᓂᑯᓗᒃ ᐱᓕᕆᕕᒻᒥ. ᐃᒻᒥᒨᖓᔪᓂᓪᓗ 

ᖃᖓᑐᐃᓐᓇᑦᑎᐊᖅ ᑕᑯᔪᓐᓇᖅᑐᑦ ᐃᓚᖏᑦ 

ᓯᓚᖅᑲᑎᖏᑦ ᐃᖅᑲᓇᐃᔮᓂ ᐱᔾᔪᑎᒋᓪᓗᒍ 

ᓱᖁᑎᒋᔭᕆᐊᖃᓐᖏᑕᕋᓗᐊᕐᒥᓂᒃ ᑕᑯᔪᓐᓇᕐᒪᑕ. ᑖᓐᓇ 

ᐊᑲᐅᓐᖏᓕᐅᕈᑕᐅᕗᖅ. ᖃᓄᐃᒻᒪᑦ ᐃᒻᒥᒧᑦ 

ᐅᓗᕆᐊᓇᕈᑎᒋᔭᐅᕙ? ᐃᒻᒥᒨᖓᔪᑦ ᒪᓕᒐᖓᑦ ᓲᕐᓗ 



 

 69 

are certain factors that we have to take into 

account.  

 

At the time, it was decided by the 

departments responsible that they didn’t want 

to continue on that approach. (interpretation) 

Thank you, Mr. Chairman.  

  

Chairman: Mr. Savikataaq. 

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

It’s interesting about the volume of workers. 

Would the government official be able to say 

whether the volume of workers in Nunavut is 

less, equal, or more to Ontario, who does 

have a sunshine list? Thank you.  

 

Chairman: Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) Volume 

is more speaking to the comparison between 

Members of the Legislative Assembly and 

members of the public service, not 

necessarily comparing our public service to 

the Government of Ontario. Wages are much 

higher here than in Ontario, so there would 

be more people who would meet that higher 

level. It would have to be a fairly extensive 

discussion and analysis piece by the 

departments responsible. I can’t commit for 

them to look into this, but I’m sure they’re 

watching and hearing that this is a concern to 

bring forward to their departments. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you. Staying on that 

same information that I note, is there any 

rights for Nunavummiut to know, for 

example, if they put a request to ATIPP for a 

person’s salary, would that ATIPP request be 

obligated to, like if someone put an ATIPP 

for someone’s certain salary? Thank you.  

 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐃᓗᐊᓂ ᑕᑯᔪᓐᓇᕆᐊᖃᖅᑕᑎᑦ 

ᑭᓯᐊᓂ ᑕᑯᔭᕆᐊᖃᖅᑕᑎᑦ ᐃᖅᑲᓇᐃᔮᑦ ᐱᓪᓗᒍ. 

ᑕᐃᒃᑯᐊ ᑕᑯᔭᕆᐊᖃᖅᑕᑎᑦ ᑖᓐᓇᑐᐊᖅ ᑕᑯᓗᒍ.  

 

ᑖᓐᓇ ᐊᑲᐅᓐᖏᓕᐅᕈᑎᒋᔭᕋᓕ ᑭᓇᒃᑯᓕᒫᑦᑎᐊᓄᑦ 

ᑭᓱᕈᓘᔮᓗᓐᓂᒃ ᑕᑯᓇᓱᒍᓐᓇᕐᒪᑕ. ᑖᓐᓇ ᑕᕝᕙ 

ᐊᑲᐅᓐᖏᓕᐅᕈᑕᐅᔪᖅ. ᐃᒻᒪᖄ ᖃᓄᖅᑑᕈᑎᒃᓴᓂᑦ 

ᐅᖃᐅᓯᖃᕈᓐᓇᓂᐊᖅᑐᖅ ᖃᐅᔨᒪᒐᒥ ᑖᒃᑯᐊ ᓄᓇᓕᖕᓂ 

ᒐᕙᒪᒃᑯᓂᓪᓗ ᐱᔨᑦᑎᖅᑏᑦ ᐅᖃᐅᓯᖃᕐᕕᖃᕈᒪᔪᔅᓴᐅᒻᒪᑕ 

ᑖᔅᓱᒧᖓ. ᑕᕝᕙᐅᓇ ᐊᑲᐅᓐᖏᓕᐅᕈᑖ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑎᑎᕋᖅᑕᐅᓯᒪᓂᐊᕐᒪᑦ, ᑲᑎᒪᔨᕋᓛᑦ ᐊᔾᔨᖏᓐᓂᒃ 

ᐱᓯᒪᒻᒪᑕ ᐊᔾᔨᐅᓐᖏᑦᑐᒥᒃ ᐅᓂᒃᑳᒥᒃ ᐊᒻᒪᓗ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᔾᔪᑎᖏᓐᓂᒃ, ᖃᐅᔨᒪᓂᐊᕐᕋᑦᑕ ᐃᓗᓕᖏᓐᓂᒃ. ᒥᔅ 

ᖁᐊᓴ. 

 

ᖁᐊᓴ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ ᑭᐅᒐᕕᑦ, ᑲᒥᓯᓇ. ᓇᓗᓇᐃᔭᐃᔪᓐᓇᖅᐲᑦ 

ᖃᓄᐃᓪᓕᐅᖅᓯᒪᓕᕐᒪᖔᑕ ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᑖᓐᓇ 

ᐃᓱᒫᓘᑎᒋᔭᐃᑦ ᐱᔾᔪᑎᒋᓪᓗᒍ? (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓯᑎᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐃᒃᓯᕙᐅᑖᖅ, ᒪᐅᓇᑐᐃᓐᓇᖅ 

ᐅᓂᒃᑳᓕᐅᕋᒪ ᐊᑐᓕᖁᔭᓕᐅᓚᐅᖅᑐᖓ ᒐᕙᒪᒃᑯᓐᓄᑦ. 

ᐊᑐᓕᖁᔭᖅ ᑖᓐᓇ ᐱᓪᓗᒍ ᑕᐃᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ 

ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᑐᖅᑯᖅᑕᕐᕕᐅᔪᓐᓇᖅᑐᖅ 

ᐊᓯᔾᔨᖅᑕᐅᔭᕆᐊᓕᒃ. ᑕᐃᓐᓇ ᓯᕐᓗᐊᖑᓂᕋᖅᑕᖓ 

ᐋᖅᑭᑦᑕᐅᔪᓐᓇᖏᒻᒪᑦ ᐋᖅᑭᓯᒪᔭᕆᐊᖃᖅᑕᖓᓐᓄᑦ.  

 

ᑕᐃᒪᐃᒃᑲᓗᐊᖅᑎᓪᓗᒍ, ᖃᕋᓴᐅᔭᓕᕆᔨᐅᓐᖏᑦᑐᖓ. 

ᖃᐅᔨᒪᓪᓗᖓᓗ ᑕᐃᒪᐃᑦᑐᓕᕆᔨᐅᓐᖏᒃᖢᖓᓗ ᐊᒻᒪᓗ 

ᐊᑐᓕᖁᔭᓕᐅᕈᒪᓪᓗᖓ, ᐅᑯᓄᖓ 

ᑕᐃᒪᐃᑦᑐᓕᕆᔨᓪᓚᕆᓐᓄᑦ ᓄᓇᖕᓂ ᒐᕙᒪᒃᑯᓐᓂ 

ᐱᔨᑦᑎᖅᑏᑦ ᖃᓄᖅ ᐊᓯᔾᔨᖅᑕᐅᓂᐊᕐᒪᖔᖅ, ᑭᓱᒥᖔᖅ 

ᐊᑐᕐᓂᐊᕐᒪᖔᑕ ᐊᒻᒪᓗ ᖃᓄᖅ ᓱᑲᑦᑎᒋᔪᒥᒃ 

ᐱᓕᕆᐊᖑᓂᐊᕐᒪᖔᖅ. ᐊᑐᓕᖁᔭᕋ ᑭᓱᓕᒫᓄᑦ 

ᑐᕌᖓᖅᖢᒍ, ᐱᐅᓂᖅᓴᒥᒃ ᐱᑖᕆᐊᖃᖅᑐᓯ. ᐱᐅᓂᖅᓴᒥᑦ 

ᓯᕐᓗᐊᖃᕆᐊᖃᖅᑐᑎᑦ ᑐᑭᓯᒋᐊᕐᓂᕐᒧᑦ ᓴᐳᔾᔨᓂᕐᒥᑦ 

ᑐᓴᖅᑕᐅᔭᕆᐊᖃᖏᑦᑐᓂᑦ. ᖃᓄᖅ ᖃᖓᒃᑯᓪᓗ ᐊᒻᒪᓗ 

ᖃᓄᐃᓕᐅᖃᑦᑕᕐᒪᖔᑕ, ᐃᓱᒪᑦᑎᐊᕋᓱᖃᑦᑕᖅᓯᒪᕗᖓ, 

ᑐᓂᔭᐅᓪᓗᖓ ᑮᓇᐅᔭᑎᒍᑦ ᐸᕐᓇᐅᑎᓂᒃ 

ᓯᕗᓪᓕᐅᔾᔭᐅᒋᐊᓕᓐᓂᒃ ᐊᒻᒪᓗ ᓂᐅᕕᖃᑦᑕᕐᓂᕐᒧᑦ 

ᐊᒻᒪᓗ ᑕᒪᒃᑯᐊᕈᓘᔭᐃᑦ. 
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Chairman: To clarify, for an individual or 

for a position? Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you. For a position.  

 

Chairman: Thank you. Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) We’ve 

actually had this happen before, not for one 

specific person but for any people making 

above a certain salary range. I think it was 

shortly after we passed the 2017 

amendments. One of the news organizations 

in town made a request for that information. 

We did provide it to them with some 

information redacted, I believe, just for some 

of the lower ranges.  

 

I would have to go back and double-check 

that, but it is possible for someone to ATIPP 

or to make a request for information and to 

get some information. It would have to be on 

a case-by-case basis and we would have to 

balance the applicant’s right to information 

with the right of the individual in that 

position based on section 23 of the Access to 

Information and Protection of Privacy Act, 

which deals with personal information and 

the exemption from disclosure. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. If I recall correctly, 

the specific income wasn’t provided, but the 

salary range of that position was provided. 

Mr. Savikataaq.  

 

Mr. Savikataaq: Thank you, Mr. Chairman. 

Staying on sort of the same theme here, I 

remember in the past where ATIPP was used 

quite a bit for people appealing a position 

that they didn’t get through human resources, 

just to find out exactly what was said about 

the unsuccessful applicant. Is that still a good 

portion of work that is being done by the 

ᐊᕐᕌᒍᒐᓴᓐᓄᑦ ᐱᓕᕆᐊᕆᔭᐅᓂᐊᖅᑐᔅᓴᐅᔪᖅ, ᑭᓯᐊᓂ, 

ᐃᒃᓯᕙᐅᑖᖅ, ᐃᒪᐃᓕᖓᔭᕆᐊᖃᖅᑐᑏᓚᒍᓐᓇᓐᖏᑦᑐᖓ 

ᓇᓗᓇᐃᖅᓯᓇᓱᑐᐃᓐᓇᖅᑐᖓ ᐊᑲᐅᓐᖏᓕᐅᕈᑕᐅᒻᒪᑦ 

ᐊᑐᓕᖁᔭᓕᐅᕐᕕᒋᓪᓗᒍ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᖁᐊᓴ.  

 

ᖁᐊᓴ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᑦ. 

ᓇᓗᓇᐃᖅᓯᖅᑲᐅᒐᕕᑦ ᒪᒃᐱᖅᑐᒐᐃᑦ 9 ᐊᒻᒪᓗ 10 

ᑖᒃᑯᓇᓂ 2022-2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᑦ 

ᐃᒪᐃᓕᓪᓗᑎ “ᑖᒃᑯᐊ ᖁᓪᓕᒃᑯᑦ ᑭᒡᒍᑎᒋᓚᐅᖅᑕᖏᑦ 

ᔮᓐᓄᐊᕆ 2023 ᖃᕋᓴᐅᔭᐃᑦ ᖁᐱᕐᕆᔭᐅᓚᐅᖅᑎᓪᓗᒋᑦ 

ᐆᒃᑑᑎᒋᔭᐅᔪᓐᓇᖅᐳᖅ ᑐᓴᐅᒪᔾᔪᑏᑦ 

ᐊᑐᐃᓐᓇᕈᖅᑎᑕᐅᓂᖏᑦ ᐃᒻᒥᒨᖓᔪᓪᓗ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᔭᕆᐊᖃᕐᓂᖏᑦ.” 

ᓇᓗᓇᐃᖅᓯᔪᓐᓇᖅᐲᑦ, ᑎᑎᕋᕐᕕᓯ ᖃᓄᑎᒋ 

ᐃᓚᒋᔭᐅᖃᑕᐅᓚᐅᕐᒪᖔᑦ ᖁᐱᕐᕆᔭᐅᓚᐅᖅᑎᒡᓗᒋᑦ 

ᖃᕋᓴᐅᔭᐃᑦ? (ᑐᓵᔨᑎᒎᓐᖏᑦᑐᖅ) ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐃᒃᓯᕙᐅᑖᖅ, ᐊᒻᒪᓗ ᒪᓕᒐᓕᐅᖅᑏᑦ 

ᐃᖅᑲᐅᒪᔪᒃᓴᐅᕗᓯ ᐅᓪᓛᖅ, ᐅᖃᖅᑲᐅᒐᒪ ᐃᒻᒥᒧᑦ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᔪᖅ ᐱᖁᔭᕐᔪᖓ ᐱᓪᓗᒍ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᖃᐅᔨᒃᑲᐃᔭᕆᐊᖃᖅᐳᑦ ᐅᕙᓐᓂᒃ 

ᓯᖁᒥᑦᑎᔪᖃᖅᐸᑦ ᐃᒻᒥᒨᖓᔪᑦ ᐱᔾᔪᑎᒋᒡᓗᒋᑦ.  

 

ᖃᓄᐃᓐᓂᕆᔭᐅᓚᐅᖅᑐᖅ ᑕᐃᓐᓇ ᒪᓕᒡᓗᒍ ᐊᒻᒪᓗ 

ᐃᒻᒥᒨᖓᔪᑦ ᒪᓕᒐᖓᑦ ᓯᖁᒥᑦᑕᐅᖁᓇᖅᐸᑦ, ᑖᒃᑯᐊ 

ᖁᓪᓕᒃᑯᑦ ᒫᓐᓇᑦᓴᐅᑎᒋ ᐅᕙᓐᓂᒃ 

ᖃᐅᔨᒃᑲᐃᓚᐅᖅᓯᒪᔪᑦ, ᐊᖓᔪᖅᑳᖓᓐᓄᑦ 

ᐅᖄᓚᕕᐅᒡᓗᖓ ᐅᓪᓛᖓᓂᑦ. ᑎᑎᖅᑲᑎᒍᒡᓗ 

ᑎᑎᕋᕐᕕᒋᓪᓗᖓ, ᐃᒪᐃᓕᖅᑲᐅᒐᑦᑕ ᖃᐅᔨᒪᖁᔭᒋᑦ. ᐄ, 

ᑕᐃᒫᒃ ᖃᐅᔨᒃᑲᐃᑦᓴᐅᑎᒋᓚᐅᖅᑐᖅ ᐅᕙᓐᓂᒃ, ᐃᒻᒥᓂᒃ 

ᐱᓕᕆᐊᕆᓇᓱᖦᖢᓂ, ᑭᓯᐊᓂ ᒪᓕᒐᐃᑦ ᒪᓕᖦᖢᓂᒋᑦ, 

ᑲᒥᓯᓇ ᑖᓐᓇ ᖃᐅᔨᒃᑲᑦᑕᐅᔪᖅ ᓇᐅᑦᑎᖅᓱᖅᑎᒋᔭᐅᓂᕋ 

ᐱᓪᓗᒍ. 

 

ᐅᓪᓗᓂ, ᐱᓇᓱᐊᕈᓯᓂᒡᓗ ᑕᐃᒃᑯᐊ 

ᐅᖃᒡᓚᖃᑎᒌᓐᓇᖃᑦᑕᓚᐅᖅᑕᒃᑲ ᒪᑐᐃᖓᑦᑎᐊᖅᖢᑎᒃ, 

ᓇᐅᑦᓯᖅᑐᖅᖢᑎᒡᓗ ᖃᓄᐃᓕᐅᖅᐸᒡᓕᐊᓂᕐᒥᓐᓂᒃ. 

ᐅᕙᖓᓕ ᑲᒥᓯᓇᐅᒡᓗᖓ, ᐃᒻᒥᒨᖓᔪᑦ ᑐᓴᐅᒪᔾᔪᑏᑦ 

ᑎᒡᓕᑦᑕᐅᓂᖅᐹᑦ, ᑖᓐᓇᓕ ᐊᐱᖅᑯᑎᒋᓚᐅᖅᑕᕋ. 

 

ᒥᔅᑕ ᕗᐃᓪ ᓄᓇᓕᖕᓂ ᒐᕙᒪᒃᑯᓂᓪᓗ 

ᐱᔨᑦᑎᖅᑎᓃᖔᖅᑐᖅ. ᑕᐃᒃᑯᐊ 

ᖁᐱᕐᕆᔭᐅᓂᐊᓚᐅᖅᑐᖅ 2019ᒥᐅᕙᓪᓚᐃᔪᖅ, 
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ATIPP committee from each department? 

Thank you.  

 

Chairman: Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) 

Individuals who work for the Government of 

Nunavut are one of our bigger applicant 

categories, should I say, who use the Access 

to Information and Protection of Privacy Act. 

It’s mostly in regard to employee relations 

matters, where there’s some sort of 

disciplinary process or there’s a person who 

is concerned that someone has been saying 

something about them or doing something 

else inappropriate, but it does continue to be 

one of our larger files. It’s why the 

Department of Human Resources sort of 

consistently has some of the higher numbers 

of requests for a department. In previous 

years of our annual report, you can see 

they’re at the top end of number of requests 

and that continues to today. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. If I can follow up a 

little bit on that, I note that Community and 

Government Services, from what I 

understand from some media coverage, has 

also gone through access to information 

requests on non-successful bidders. I would 

like to get Mr. Witzaney’s position on how 

the public watching can take that into 

perspective of when we’re looking at HR 

matters, when we’re looking at tender bids 

and contract awards. Is there a message that 

Mr. Witzaney would like to provide to the 

public on the validity and the usefulness of 

what information could and should be 

requested? Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) I don’t 

want to dissuade anybody from applying 

under the Access to Information and 

ᐃᒻᒪᑲᓪᓚᐅᓕᕐᒥᔪᖅ. ᐊᒻᒪᓗ ᐱᐅᓂᖏᑦ ᐱᐅᖏᓐᓂᒡᓗ 

ᐃᓱᒪᒋᓗᓗᒋᑦ, ᑖᒃᑯᐊ ᓄᓇᓕᖕᓂ ᒐᕙᒪᒃᑯᓂᓪᓗ 

ᐱᔨᑦᑎᖅᑏᑦ ᑕᐃᒪᐃᑦᑐᓕᕆᔨᓪᓚᕆᐅᒻᒪᑕ, 

ᑕᐃᒪᐃᑦᑐᓂᒡᓗ ᑲᒪᒋᔭᖃᖅᖢᑎᒃ. 

 

ᖁᐱᕐᕆᔭᐅᑎᒡᓗᒋᑦ ᖃᕋᓴᐅᔭᐃᑦ, ᒥᔅᑕ ᕌᔅ ᐅᒡᓗᒐᓴᓐᓄᑦ 

ᑕᒪᑐᒥᖓ ᐅᖃᐅᓯᖃᕈᓐᓇᑐᒃᓴᐅᔪᖅ. ᑭᓯᐊᓂ 

ᐃᓱᒫᓘᑎᒋᓂᖅᐹᕗᑦ ᐃᒻᒥᒨᖓᔪᑦ ᑕᐃᒃᑯᐊ 

ᑎᒡᓕᑦᑕᐅᓂᕐᒪᖔᖏᑦ ᓄᓇᕗᒻᒥᐅᑦ ᐸᐃᑉᐹᖁᑎᖏᑦ.  

 

ᖃᕋᓴᐅᔭᓕᕆᓕᐅᓐᖏᑦᑐᖓ, ᖁᓪᓕᖅ 

ᐆᒻᒪᖅᑯᑎᓕᐅᕆᔨᐅᓐᖏᑦᑐᖓ, ᖃᐅᔨᒪᔨᑕᕆᔭᐅᔪᖓ. 

ᐅᖃᒡᓚᖃᑎᒋᖃᑦᑕᓕᓚᐅᖅᐸᕗᑦ, 

ᑎᒡᓕᒃᑕᐅᔪᖃᓚᐅᕐᒪᖔᑦ, ᖃᖓ ᖃᐅᔨᓂᐊᖅᐱᑦ, ᖃᖓ 

ᖃᐅᔨᓚᐅᖅᐱᓪᓘᓐᓃᑦ.  

 

ᓇᐃᒡᓕᑎᕐᓗᒍ, ᑖᓐᓇ ᑭᐅᓚᐅᖅᑕᕋ, ᐃᓛᒃ 

ᑭᐅᔭᐅᓚᐅᖅᑐᖓ ᐃᒻᒥᒨᖓᔪᓂᑦ ᑎᒡᓕᑦᑐᖃᓚᐅᓐᖏᑦᑐᖅ 

ᑕᐃᔅᓱᒪᓂ ᖁᐱᕐᕆᔭᐅᑎᒡᓗᒋᑦ ᖃᕋᓴᐅᔭᖏᑦ. 

 

ᐊᒻᒪᓗ ᑭᐅᒋᐊᕐᓗᒍ, ᐅᓪᓗᖅ ᓯᕗᓪᓕᖅᐹᑦᑎᐊᕐᒥ 

ᐅᖃᒡᓚᖃᑎᒋᓯᒋᐊᓚᐅᖅᑕᕗᑦ. ᐅᕙᓐᓄᑦ 

ᐅᓂᒃᑳᖅᑕᖅᖤᖅᐳᖅ,ᐊᐱᖅᓱᑲᑕᖃᑦᑕᖅᖤᐸᕗᑦ, 

ᐅᕝᕙᐅᕗᑦ ᖃᐅᔨᔪᒪᔭᒃᑲ. ᑕᐃᒫᑦᑎᐊᖅ 

ᐃᖏᕐᕋᔭᕆᐊᖃᕐᓂᖓ ᒪᓕᑦᑎᐊᖅᖢᒍ 

ᐱᓕᕆᓂᖃᓚᐅᖅᑐᕈᑦ, ᑲᑐᔾᔨᓗᑕ ᐃᒻᒥᒨᖓᔪᑦ 

ᑐᓴᐅᒪᔾᔪᑏᑦ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᑦᑎᐊᕋᓗᐊᕐᒪᖔᑦ.  

 

ᐃᒃᓯᕙᐅᑕᖅ, ᑭᖑᓪᓕᖅᐹᕆᓗᒍ. ᑕᐃᒪᓐᓇ 

ᖁᐱᕐᕆᓲᖑᕗᑦ ᖃᕋᓴᐅᔭᓂᑦ ᐊᒻᒪᓗ ᐃᓛᓐᓂ 

ᖃᐅᔨᒪᓪᓚᕆᒍᓐᓇᖏᑦᑐᒍᑦ ᑎᒡᓕᑦᑐᖃᓚᐅᕐᒪᖔᑦ. 

ᑭᓯᐊᓂ ᑐᑭᓯᓚᐅᖅᑐᒍᑦ ᑎᒡᓕᑦᑕᐅᔪᖃᓐᖏᒻᒪᑦ. 

ᒪᒥᐊᓇᓚᐅᖅᑑᒐᓗᐊᖅ ᑕᐃᒪᐃᑦᑐᖅ, ᑭᓯᐊᓂ 

ᑕᐃᒫᑦᑎᐊᖅ ᐱᓕᕆᐊᕆᔭᐅᓚᐅᖅᑐᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒎᖏᑦᑐᖅ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᖁᐊᓴ. 

 

ᖁᐊᓴ: ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒡᓗ ᑲᒥᓯᓇ, 

ᑕᒪᑐᒥᖓ ᓇᓗᓇᐃᓯᑦᑎᐊᑲᓐᓂᕋᕕᑦ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᓇᓗᓇᐃᖅᓯᒪᒐᕕᑦ ᐸᐃᑉᐹᖁᑎᖃᓗᐊᓐᖏᓐᓇᕕᑦ.  

 

ᖃᓄᖅ ᓇᓗᓇᐃᕈᓐᓇᖅᐲ, ᓇᒻᒥᓂᕐᓕ ᑖᒃᑯᐊ, ᒫᓐᓇ 

ᓴᐳᒻᒥᔭᐅᔭᕆᐊᖃᕐᓂᖏᓐᓂᑦ ᐃᒻᒥᒨᖓᔪᐃᑦ, ᑖᒃᑯᐊ 

ᑭᒃᑯᑐᐃᓐᓇᕐᓂᑦ ᐊᒻᒪᓗ ᑎᒥᖁᑎᒋᔭᐅᔪᓂᑦ 

ᓴᐳᒻᒥᔭᐅᓯᒪᓂᐊᕋᓗᐊᕐᒪᖔᑕ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ.  
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Protection of Privacy Act. I think that there 

are a lot of mechanisms available to 

individuals through the Government of 

Nunavut if there are concerns that they have 

not been treated fairly, mechanisms under the 

Employee Relations Division, mechanisms 

that are available for appeals of various 

decisions, let’s say, of a request for 

proposals.  

 

That’s not to say that there isn’t value in the 

access to information and protection of 

privacy system, and everybody out there 

does have a right to request information, 

particularly information about themselves. I 

would encourage you to make the request. I 

think that we’re here for that purpose. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. Before I recognize 

the clock, I’m going to follow up with 

another question on a response that Mr. 

Witzaney provided just moments ago, saying 

that human resources are quite a common 

topic of applications for access to 

information and privacy. Taking out the fact 

that it’s just HR, what is the ratio of 

applications for information from within 

Iqaluit itself to outlying communities in the 

rest of the territory? Mr. Witzaney.  

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) I don’t 

have that level of detail in front of me and 

it’s not a data point that we track is where the 

applicant is making the request from. They 

are mostly from Iqaluit, just knowing and 

working on the file for a long time. It’s 

where the majority of our workers are; it’s 

where the majority of people are. The 

majority does come from here, but I would 

have to do a pretty deep dive into the files to 

take a look at exactly where the requests are 

coming from. (interpretation) Thank you, Mr. 

Chairman.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒍᑦ) ᐄ, 

ᐊᐱᕆᔭᐅᓚᐅᖅᓯᒪᓐᖏᑦᓯᐊᖅᑐᖓ ᑕᒪᑐᒥᖓ. 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒋᑲᐃᓐᓇᕐᓚᒍᐊ, ᐅᐊᑦᑎᐊᕈᐊᐃ. 

 

ᐸᐃᑉᐹᖁᑎᖃᓐᖏᒻᒪᑦ, ᓲᕐᓗᒃ ᐃᓵᖅᑕᐅᓐᓂᕈᒪ 

ᐊᓪᓚᕝᕕᒐᐃᓛᒃ, ᑎᓪᓕᒐᑦᓴᖃᕋᔭᓐᖏᑦᑐᖅ, ᐃᓛᒃ 

ᑎᓪᓕᒐᔭᖅᑑᒐᓗᐊᖅ ᐃᑦᓯᕙᐅᑕᕐᒥᓪᓗ ᓵᒥᓪᓗ. ᑖᒃᑯᐊ 

ᑐᖅᑯᐃᕕᖃᓐᖏᓐᓇᑦᑕ ᐸᐃᑉᐹᓂᑦ ᐊᓂᒍᓐᓇᕋᔭᖏᑦᑐᖅ 

ᐊᓂᔾᔪᓪᓗᓂ ᐸᐃᑉᓂᑦ. 

 

ᑭᓯᐊᓂ ᑐᔪᖅᑕᐅᓐᓂᕈᒪ ᐸᐃᑉᐹᒥᑦ, ᑖᓐᓇ ᖃᕋᓴᐅᔭᕐᒧᑦ 

ᐊᔾᔨᓕᐅᕆᒐᔭᕋᒃᑯ. ᐸᐃᑉᐹᖅᑕᖃᖏᓚᖅ 

ᒫᓐᓂᖅᑭᔪᖃᖏᒻᒪᑦ ᐊᓪᓚᕕᒐᓂᑦ. ᓲᕐᓗᒃ, ᐅᕙᖓ 

ᐊᑐᖅᑑᔮᖅᐳᖓ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᓂᑦ, 

ᓴᐳᒻᒥᔭᐅᔭᕆᐊᖃᕐᓂᖏᓐᓂᑦ ᐊᒻᒪ ᑭᓇᒃᑯᓪᓕ, ᓲᕐᓗᒃ 

ᒪᓕᒐᓕᐅᕐᕕᖕᒥ ᐊᓪᓚᕝᕕᖓᓐᓂᑦ ᑖᒃᑯᐊᑦᑕᐅᖅ 

ᐃᓕᑦᓯᑎᑐᑦ ᒪᓕᒐᓕᐅᖅᑏᑦ ᑕᐱᖃᖃᑦᑕᕋᑦᓯ ᓈᒻᒪᑦᑐᒥᒃ 

ᐸᐸᑕᐅᑦᓯᐊᕈᓐᓇᖁᒡᓗᒋᑦ, ᐃᓕᑦᓯᑎᑐᑦ ᑕᐃᒪᓐᓇᑦᑕᐅᖅ.  

 

ᑖᓐᓇ ᖃᕋᓴᐅᔭᓕᕆᔨᐅᓐᖏᓐᓇᒪ, ᐊᐱᕆᔭᐅᕌᖓᒪ 

ᓱᓇᐅᖕᒪᑦ? ᑕᕝᕙᓂ ᐊᓪᓚᕕᒻᒥ ᓱᓕᕆᖃᑦᑕᕐᒪᖔᖅᐱᑦ, 

ᑖᓐᓇ ᑭᐅᔪᓐᓇᖏᑦᑕᕋ. 

 

ᑭᓯᐊᓂ ᑕᕝᕘᓇ ᕿᒪᐃᕕᒋᓚᒋᑦ, ᐅᕙᖓ 

ᓴᐳᒻᒥᔭᐅᓂᕆᔭᕋ ᐃᕝᕕᑎᑐᑦ ᓴᐳᒻᒥᔭᐅᕗᖓ 

ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖏᑦ ᐊᐅᓚᑦᓯᒻᒪᑕ ᐃᓕᑦᓯᑎᑐᑦ 

ᐊᐅᓚᑦᓯᔨᐅᔪᐃᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒥᔅ ᖁᐊᓴ. 

 

ᖁᐊᓴ: ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒡᓗ ᑭᐅᓵᕋᕕᑦ 

ᑖᔅᓱᒧᖓ. (ᑐᓵᔨᑎᒍᑦ) ᐊᐱᖅᑯᑎᒐ ᑖᓐᓇ 

ᒐᕙᒪᕋᓛᓕᕆᔨᒃᑯᑦ ᑖᒃᑯᐊ ᐃᖏᕐᕋᔪᓕᕆᔨᒃᑯᓪᓗ 

ᑐᕌᖓᔪᖅ. ᐃᒻᒥᒨᖓᔪᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓯᓇᖓ, ᒪᑉᐱᒐᖓᓂ 9, 2022-2023 ᐊᕐᕌᒍᑕᒫᑦ 

ᐅᓂᒃᑳᖏᓐᓂᑦ, ᑖᒃᑯᐊ ᓱᒋᐊᓚᐅᖅᓯᒪᒻᒪᑕ ᖃᐅᔨᓴᕐᓂᕐᒥᑦ 

ᒐᕙᒪᒃᑯᑦ ᓄᓇᕗᒃᑯᑦ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖓᓂᑦ 

ᐃᑭᐊᖅᑭᕝᕕᖓ ᑐᖅᑯᐃᕕᖓ Y, ᑖᓐᓇ ᓱᓇᒥᓪᓖ ᑖᒃᑯᐊ 

ᐱᓕᕆᕕᖓᓐᓂᓪᓕ ᖃᓄᕐᓕ ᐃᓱᒫᓘᑕᐅᔪᓂᑦ 

ᓱᒋᐊᖅᓯᒪᒻᒪᖔᑕ? ᑕᒪᑐᒥᖓ ᑐᑭᓯᒍᒪᒐᓗᐊᖅᑐᖓ. 

ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᒐᕙᒪᒃᑯᓐᓂᑦ, ᒥᔅᑕ 

ᓰᓕ. 
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Chairman: Thank you. I understand that Mr. 

Seeley wants to supplement the response as 

well. Mr. Seeley.  

 

Mr. Seeley: Thank you for recognizing me, 

Mr. Chairman. I want to jump off Mr. 

Witzaney’s comment regarding public 

procurement, I think, based on the Chair’s 

question earlier.  

 

We do receive a lot of questions and 

enquiries regarding public procurement. It is 

public procurement. The department and the 

government are committed to fair and 

transparent public procurement. Our tenders 

are posted online. We do publish reports on 

our contracting and leasing activities. We do 

table those reports and we have added 

additional reports to the tabling list over the 

last couple of years, many of them at the 

discretion of the Minister. The reason I raise 

this is that very often, the first and best step 

from the public or vendors is to reach out to 

the department and just ask for the 

information. Much of the information is 

publicly available already and our default is 

open; to share it.  

 

The more formal approach to circulating the 

information through ATIPP, of course, 

triggers the clock and the timing on it. Our 

exercise as far as releasing the information, 

whether it be from a vendor or from the 

public, is open and the first outreach directly 

to the department is certainly welcomed. 

We’re happy to share and help people 

navigate the existing documents and 

publications of the department, including 

procurement. Thank you, Mr. Chairman.  

 

Chairman: Thank you. Just to elaborate a 

little bit on earlier what I was talking about is 

unsuccessful bidders using the access to 

information legislation to potentially get 

access to detailed information within a 

proponent’s submission. Mr. Seeley.  

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐅᓂᒃᑳᖓᑦ, ᐊᑐᓕᖁᔨᒑᖓᒥᓪᓗ. 

ᖃᓄᖅᑑᖃᑦᑕᖅᑐᒍᑦ ᑕᕝᕙᑦᓴᐅᑎᒋ, ᖃᐅᔨᓴᖅᑕᐅᓗᑎᓪᓗ 

ᓱᓇᒥᑦ ᐱᔾᔪᑕᐅᓯᒪᔪᐃᑦ. ᑖᒃᑯᐊ ᓯᕗᓂᐊᒍᑦ ᐅᓂᒃᑳᑦ 

ᓴᖅᑭᓚᐅᖅᑎᓐᓇᒋᑦ ᑖᔅᓱᒧᖓ ᑐᖅᑯᐃᕕᖕᒥᑦ Y, ᑖᓐᓇ 

ᐱᔾᔪᑎᒋᓪᓗᒍ ᖃᓄᖅᑑᓂᐊᕌᖓᑦᑕᑦᑕᐅᖅ ᓄᓇᓕᖕᓂ 

ᒐᕙᒪᕋᓛᓕᕆᔨᒃᑯᑦ. 

 

ᑐᑭᓯᓇᖅᑎᒋᐊᕐᓗᒍ ᓇᐃᓈᖅᑐᒥᑦ ᐅᖃᐅᓯᐅᖅᑲᐅᔪᖅ 

ᓯᕗᓂᐊᒍᑦ. ᐄ, ᑕᖅᑳᓂ, ᑕᕝᕙᓂ ᑐᖅᑯᐃᕕᒻᒥᑦ 

ᑐᓴᕋᑦᓴᖁᑎᖃᖅᑐᐃᑦ, ᐸᐸᑕᐅᔪᐃᑦ, ᐃᖅᑲᓇᐃᖅᑏᓪᓗ 

ᑖᒃᑯᓄᖓ ᐃᓯᕈᓐᓇᖅᑐᑎᓪᓗ ᖃᐅᔨᒋᐊᕐᓗᑏᑦ. ᑭᓯᐊᓂ 

ᑐᕌᖓᓲᑦ ᓄᓇᓕᖕᓂᑦ ᑐᕌᖓᔫᓂᖏᓐᓄᑦ ᑭᓯᐊᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑏᓪᓗ ᐊᑕᐅᓰᑦ ᑕᐃᑲᖓᑦ. 

ᓄᓇᓕᖁᑎᖏᓐᓂᑦ ᑐᖅᑯᐃᕕᒻᒥᑦ ᐊᓯᐊᓂ ᓄᓇᓕᐅᔪᒥ 

ᑕᑯᒍᓐᓇᕋᔭᓐᖏᒻᒪᑕ, ᑖᓐᓇ ᐱᓕᕆᕕᒻᒥᑦᑕᐅᖅ ᑖᒃᑯᐊ 

ᐃᒻᒥᒃᑯᑦ ᑖᒃᑯᓄᖓᑦᓴᐃᓐᓇᑐᐊᑯᓗᒃ ᓄᓇᓕᖁᑎᑯᓗᐊᓄᑦ 

ᑭᓯᐊᓂ ᑐᕌᖓᔪᓂᑦ ᑕᑯᔪᒍᓐᓇᖃᑦᑕᕐᖓᑕ.  

 

ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᖃᐅᔨᓴᖅᑐᖃᓚᐅᖅᑐᐃᑦ, ᖃᓄᑎᒋ 

ᐱᔾᔪᑕᐅᓂᖓᓂᒃ. ᑭᖑᓂᐊᓂᓗ ᖃᐅᔨᓴᕇᕐᖓᑕ, 

ᐸᕐᓇᐅᑎᖃᓕᓚᐅᖅᑐᒍᑦ ᑕᒪᓐᓇ ᖃᓄᖅ 

ᐋᖅᑭᒋᐊᕈᓐᓇᕆᐊᖏᑦ ᑐᖅᑯᐃᕕᒃ Y, ᑖᓐᓇ 

ᐱᔾᔪᑎᒋᓪᓗᒍ. ᑭᓇᒃᑯᑦ ᐃᓯᕈᓐᓇᓲᖑᕙᑦ ᖃᐅᔨᒋᐊᕐᓗᑎᑦ 

ᐊᒻᒪᓗ ᑖᒃᑯᓂᖓ ᕿᒥᕐᕈᑕᐅᒍᓐᓇᕋᑦᑕᖅᑐᐃᑦ ᐊᑖᓂ 

ᐊᕕᑦᑐᖅᓯᒪᔪᑯᓘᓂᖏᑦ ᑐᖅᑯᐃᕕᐅᑉ ᐃᓗᐊᓃᑦᑐᑦ 

ᐊᒻᒪᓗ ᑭᓇᒃᑯᑦ ᐃᓯᕈᓐᓇᓲᖑᕙᑦ ᖃᕆᑕᐅᔭᓕᕆᔾᔪᑎᓄᑦ, 

ᑖᒃᑯᓄᖓ ᐊᑖᓃᖓᔪᐃᓪᓗ ᑭᓲᒻᒪᖔᑕ ᐊᑖᓃᖓᔪᐃᑦ 

ᑐᖅᑯᐃᕕᐅᑉ. 

 

ᐊᒻᒪᓗ ᐋᖅᑭᒋᐊᖅᑕᐅᓚᐅᖅᑐᐃᑦ ᓈᒻᒪᑦᓯᐊᓂᖅᓴᒥᑦ 

ᐊᐅᓚᑕᐅᒍᓐᓇᕐᓂᖏᓐᓂᑦ, ᑖᒃᑯᐊ 

ᑭᒡᓕᖃᖅᑎᒍᓐᓇᕐᓗᒋᑦ. ᓲᕐᓗᒃ ᐆᑦᑑᑎᒋᓗᒍ, ᑖᒃᑯᐊ 

ᓄᓇᓖᑦ ᑕᑯᓐᓈᖅᑐᒋᑦ ᐊᒻᒪ ᓇᓪᓕᐊᒃ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᑕᑯᓂᐊᕈᓐᓇᕐᒪᖔᑕ ᐅᕝᕙᓘᓐᓃᑦ ᑎᑎᕋᕈᓐᓇᕐᒪᖔᑕ 

ᐋᖅᑭᒋᐊᕆᔨᐅᓗᑎᓪᓘᓐᓃᑦ ᑎᑎᖅᑲᖅᑕᖏᓐᓂᑦ, ᑖᓐᓇ 

ᑐᓴᐅᒪᑎᑦᓯᔭᕆᐊᖃᓗᐊᖅᑐᐃᑦ ᐊᕕᖅᑐᖅᓯᒪᔪᑦ 

ᐱᓕᕆᕕᖏᓐᓂᑦ, ᑭᓇ ᑕᐃᓐᓇ ᑭᒡᒐᖅᑐᐃᔪᒃᓴᐅᒻᒪᖔᑦ 

ᑖᓐᓇ ᑕᑯᓂᐊᖅᑕᐅᖃᑦᑕᕈᓐᓇᕐᓗᓂ ᑐᖅᑯᐃᕕ 

Y−ᒦᑦᑐᐃᑦ.  

 

ᐊᒻᒪᓗ ᐱᖃᑖ, ᕿᒥᕐᕈᓚᐅᖅᑐᐃᑦᑕᐅᖅ ᑖᒃᑯᐊ 

ᐱᓕᕆᖃᑎᒌᑦᑐᐃᑦ, ᑖᒃᑯᐊ ᑎᑭᓚᐅᐱᓪᓚᖃᑦᑕᖅᑐᐃᑦ 

ᐃᖅᑲᓇᐃᔭᕆᐊᑐᐃᓐᓇᖅᑐᑎᑦ ᐊᒻᒪᓗ 

ᐃᖅᑲᓇᐃᔭᑲᐃᓐᓇᑐᐃᓐᓇᓲᑦ, ᓲᕐᓗᒃ ᐊᑖᓃᖓᔪᓂᑦ 

ᑭᒡᓕᖃᖅᑎᖁᒡᓗᑎᒍᑦ ᓈᒻᒪᑦᓯᐊᖅᑐᒥᑦ, ᑕᐃᒪᓐᓇ 

ᐃᓯᕌᖓᑕ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖏᓐᓄᑦ ᐱᓇᓱᐊᕈᓯᐅ 

ᐃᓚᖓᓂᑦ ᑕᐃᑲᖓᑦ ᕿᒥᕐᕈᒑᖓᑕ, ᓲᕐᓗᒃ 
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Mr. Seeley: Thank you, Mr. Chairman, for 

the clarification. There are some sections of 

the Act specific to that. If I could, perhaps, 

ask my colleague from the Department of 

Justice to elaborate on that. Thank you, Mr. 

Chairman.  

 

Chairman: Thank you, Mr. Seeley. Mr. 

MacLean.  

 

Mr. MacLean: Qujannamiik, Mr. Chairman. 

The principal section respecting commercial 

and commercially sensitive information is 

section 24 of the Access to Information and 

Protection of Privacy Act and it is 

mandatory; it’s a “shall” refuse to disclose 

exemption under the Act.  

 

An unsuccessful proponent trying to get 

some internal advantage about the successful 

proponent competition is unlikely to get 

anything they were really looking for, such 

as the secret sauce of the winning proponent, 

so to speak. There are also provisions in that 

section about information that is submitted to 

the government as part of lawful processes, 

such as submitting tax returns or returns to 

the Liquor and Cannabis Commission or 

something that you wouldn’t be able to use 

that information to gain sort of a competitive 

advantage on behalf of your corporation.  

 

I can support Mr. Seeley’s position that our 

procurement office is very happy to do a 

debriefing with any proponent who asks, and 

there is a right in our instructions to 

proponents and instructions to tenders for 

that process. Thank you, Mr. Chairman.  

 

Chairman: Thank you for those responses. 

I’m going to recognize the clock right now 

before I go to Mr. Sammurtok and we will 

break for lunch, returning at 1:30. Thank 

you.  

 

ᐊᔪᕋᔭᕐᖓᑕᓕ ᐊᓯᐊᓄᑦ ᐱᓇᓱᐊᕈᓯᐅᑉ ᐊᐃᑉᐸᖓᓂ 

ᐃᒪᓐᓇ, ᑕᐃᒪᓐᓇ ᑕᑯᓇᑦᑐᒍᑦ. ᐃᓚᐃᓐᓇᑯᓗᐊᓂ 

ᐅᓪᓗᐃᑦ ᑕᑯᒍᓐᓇᕋᔭᖅᑕᖓᓐᓂᑦ ᑕᐃᒪᓐᓇ, 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᐱᕕᖃᕈᓐᓇᖁᒡᓗᒋᑦ ᑕᐃᒪᓐᓇ 

ᐊᐅᓚᑕᐅᑦᓯᐊᕈᓐᓇᖁᒡᓗᒋᑦ, ᑖᒃᑯᐊ 

ᑭᒡᒐᖅᑐᖅᑕᐅᑦᓯᐊᕈᓐᓇᖁᓪᓗᒋᑦ.  

 

ᐊᒻᒪ ᓄᑖᖑᓛᖑᔪᓂᑦ ᑐᓴᖅᑎᑦᓯᖃᑦᑕᖅᓱᑕᓗ ᐊᒻᒪ 

ᐃᓯᕐᓂᐊᕌᖓᑕ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᓄᑦ, ᑖᒃᑯᐊ ᓄᑖᑦ 

ᖃᐅᔨᓴᕈᓐᓇᖁᒡᓗᑎᒍᑦ. 

 

ᐊᒻᒪᓗ ᐊᑐᓕᖁᔭᐅᔪᐃᑦ ᐱᓪᓗᒋᑦ, ᑖᓐᓇ ᑐᖅᑯᐃᕕᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᓄᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᑐᖅᑯᐃᕕᐅᒍᓐᓇᖅᑐᖅ ᐱᓪᓗᒍ ᐊᒻᒪᓗ ᐊᓯᖔᖏᑦᑕᐅᖅ 

ᐃᑯᐱᑦᑕᐅᓲᑦ ᑐᖅᑯᐃᕖᑦ ᐊᓯᖏᑦ ᐊᒥᓲᖃᑦᑕᕐᖓᑕ. 

ᑖᒃᑯᐊᓪᓕ ᐅᕙᒍᑦ ᓇᓂᐅᕋᖅᓯᒪᔭᕗᑦ ᐊᑯᓂᐅᔪᐃᑦ 

ᐊᕐᕌᒍᑦ ᓯᕕᑐᔪᓄᓪᓗ, ᓴᓐᖓᑎᑦᑎᒋᐊᕐᓗᑎᒍᑦ ᐊᑐᐊᒐᐃᑦ, 

ᐊᒻᒪ ᖃᓄᖅ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᒃᓴᐅᓂᖏᓐᓂᑦ ᐊᒻᒪᓗ 

ᖃᓄᖅ ᑐᖅᑯᐃᕕᖕᓂᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᕐᓂᐊᕐᓂᖏᓐᓂᑦ, 

ᖃᓄᕐᓗ ᐃᓯᖅᑕᐅᒋᐊᕐᖓᕌᖓᑕ, ᖃᓄᖅ 

ᐃᓯᖅᑕᐅᒋᐊᕐᖓᖅᑐᖅ ᒪᓕᒐᖃᑦᓯᐊᕈᓐᓇᖁᒡᓗᒋᑦ.  

 

ᐊᒻᒪᓗ ᐅᓪᓗᒥᐅᓕᖅᑐᖅ ᓱᓇᑐᐃᓐᓇᐃᑦ ᐊᓯᔾᔨᖃᑦᑕᕐᖓᑕ 

ᐱᕙᓪᓕᐊᓂᖅ ᐱᓪᓗᒍ, ᑕᒪᓐᓇᑦᑕᐅᖅ 

ᐱᓕᒻᒪᒃᓴᐃᔾᔪᑎᑕᖃᕆᐊᖃᓲᖑᒻᒪᑕ ᓄᑖᓂᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓂᑦ ᖃᓄᕐᓕ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᓂᑦ, 

ᑖᒃᑯᐊ ᑐᖅᑯᐃᕕᐅᖃᑦᑕᕐᖓᑕ ᐱᓗᐊᖅᑐᒥᒃ ᑖᓐᓇ 

ᐆᑦᑑᑎᒋᔭᕗᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᓄᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᑐᖅᑯᐃᕕᐅᒍᓐᓇᖅᑐᖅ. 

  

ᑭᓯᐊᓂ ᐃᖅᑲᓇᐃᔭᖅᑎᖁᑎᕗᑦ, ᑖᓐᓇ 

ᐲᕈᒫᕐᓂᖓᓂᑦᑕᐅᖅ ᐸᕐᓇᐸᓪᓕᐊᓪᓗᑎᒍᑦ. ᓲᕐᓗᒃ 

ᑕᐱᖃᑎᖃᑦᓯᐊᖅᓱᑕᓗ ᐊᕕᑦᑐᖅᓯᒪᕕᐅᔪᐃᑦ 

ᐱᓕᕆᕕᖏᓐᓂ ᐃᖅᑲᓇᐃᔭᖅᑎᖁᑎᖏᓐᓂᑦ, ᑖᒃᑯᓄᖓ 

ᑐᖅᑯᐃᕕᖏᓐᓂᑦ ᐊᒻᒪ ᑐᖅᑯᐃᔾᔪᑕᐅᒐᔭᖅᑐᓂᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᖁᐊᓴᒨᓚᐅᖏᓐᓂᕋᓂᑦ. 

ᑐᑭᓯᓇᑦᑎᑲᓐᓂᕈᓐᓇᖁᒍᕕᐅᒃ, ᐃᓛᒃ 

ᑐᑭᓯᓇᖅᑎᑲᓐᓂᖁᒐᒃᑯ, ᐊᐱᕆᒋᐊᒃᑲᓐᓂᖅᑲᒋᑦ. ᒐᕙᒪᐃᑦ 

ᑭᐅᓯᒪᓂᕆᔭᖓᑦ ᑲᒥᓯᓇᒥᑦ, ᑖᓐᓇ 

ᐊᓯᔾᔨᖅᑕᐅᒍᒫᕐᓂᐊᓂᖓᓂᑦ ᑐᖅᑯᐃᕕᒃ 

ᑐᖅᑯᐃᕕᐅᕙᑦᑐᖅ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ 

ᖃᕋᓴᐅᔭᓕᕆᔨᒃᑯᑦ. ᓯᕗᓂᐊᓂᓪᓗ ᓯᕗᕙᓯᓕᖅᑎᓪᓗᒋᑦ, 

ᓲᕐᓗᒃ ᒫᓐᓇ ᐋᖅᑭᑦᓱᐃᒐᔭᖅᑐᐃᑦ ᐊᑐᖅᑎᓪᓗᒋᑦ 

ᒪᐃᑯᕋᓵᕝᑯᑦ ᐱᓕᕆᔾᔪᑎᖏᓐᓂᑦ ᐊᐅᓚᔾᔨᔾᔪᓯᖏᓐᓂᓪᓗ. 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ ᐊᑕᖃᓯᐅᑎᑎᑦᓴᐅᑎᒋᖕᒪᑕ 

ᑕᒪᒃᓱᒥᖓ. ᑖᓐᓇᓕ ᓄᑖᖑᓛᖑᔪᒥᖃᐃ 
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>>Committee recessed at 11:56 and 

resumed at 13:29 

 

Chairman: Thank you. I would like to call 

the Committee meeting back to order. The 

next name I had on my list for line of 

questioning is Mr. Sammurtok. Go ahead, 

please. 

 

Mr. Sammurtok (interpretation): Thank 

you, Mr. Chairman. (interpretation ends) My 

line of questioning is for the commissioner. 

Nunavut’s new Police Act was passed by the 

previous Legislative Assembly and it 

received assent on June 8, 2021. You 

indicate on page 9 of your 2022-23 annual 

report that your office has not yet been 

consulted by the Department of Justice 

concerning such issues as proposed 

agreements between the Government of 

Nunavut and independent investigative 

bodies and other entities. As of today, has 

this situation changed? Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. I 

would like to begin my answer with a brief 

bit of background in case there’s anybody in 

the room who doesn’t know what the issue is 

that the Member has just raised. 

 

In June 2021 this House was considering a 

bill, a new Police Act, to replace the existing 

law dealing with the relations between the 

Government of Nunavut and the RCMP. In 

the course of the debate on that bill, the 

government made promises to the House, to 

the regular Members, about certain things 

that would be done. That, I believe, is part of 

what persuaded the regular Members at the 

time to vote in favour of the bill. The law 

was passed shortly after that debate in the 

House.  

 

ᓇᓗᓇᐃᓚᐅᕆᑦ, ᖃᓄᕐᓕ ᐱᓕᕆᐊᕆᓯᒪᔭᓯ ᑕᕝᕙᓂ 

ᖃᓄᐃᑦᑑᕐᒪᖔᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᐊᐱᖅᑯᑎᔅᓴᓯᐊᕙᐅᓪᓗ. ᑖᒃᑯᐊᑦᑕᐅᖅ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑏᑦ 

ᑐᖅᑯᐃᕕᖃᕋᑎᒃ, ᑭᓯᐊᓂ ᖃᕋᓴᐅᔭᕐᒥᑦ ᐊᑕᐃᓐᓇᖅᑐᓂᑦ 

ᑐᖅᑯᐃᕕᖃᓕᕐᖓᑕ, ᑖᒃᑯᐊ ᑲᓚᐅᑦ 

ᑐᕋᐃᕝᖑᓂᕋᖅᑕᐅᔪᑦ, ᖃᓪᓗᓇᐅᔭᕐᓗᓂ, ᑖᒃᑯᐊ 

ᐊᑐᖅᑕᐅᖔᖅᐸᓕᕐᖓᑕ ᐊᒻᒪ ᐱᕙᓪᓕᐊᒻᒪᑕ. ᓄᑖᓂᑦ 

ᒪᓕᒐᖅᑕᖃᕐᓂᐊᕐᓂᖓᓂᑦ ᑐᖅᑯᐃᕕᑦᓴᐃᑦ 

ᒪᑯᓄᖓᑦᑕᐅᖅ ᑲᓇᑕᓕᒫᒥ ᐋᖅᑭᑦᓰᐃᕙᓪᓕᐊᒻᒪᑕ.  

 

ᑖᓐᓇᓕ ᖃᓄᖅ, ᑭᒃᑯᑦ ᐊᖏᖅᑕᐅᔪᑦᓴᐅᒻᒪᖔᑖ 

ᑕᑯᓂᐊᕈᓐᓇᖃᑦᑕᕋᔭᕆᐊᖏᒡᓗ ᑐᖅᑯᐃᕕᓐᓄᑦ 

ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᓂᑦ, ᑖᓐᓇ ᐋᖅᑭᑉᐸᓪᓕᐊᓂᖓᓂᑦ, 

ᑲᒥᓯᓅ ᐆᑦᑑᑎᒋᖃᐅᔭᖓᓐᓂᑦ. 

 

ᓴᓇᕙᓪᓕᐊᓂᐊᕈᑦᑕ ᑐᖅᑯᐃᕕᒃᓴᒥᑦ ᑐᑭᓯᐊᒋᐊᖃᖅᑐᒍᑦ, 

ᑭᓇᒃᑯᑦ ᐸᕐᖓᐅᑎᖃᕐᒪᖔᑕ ᐃᓯᕈᓐᓇᐅᑎᖏᓐᓂᑦ ᓲᕐᓗᒃ. 

ᐊᒻᒪᓗ ᖃᖓᒃᑯᑦ ᐃᓯᕈᓐᓇᕋᑦᑕᕋᔭᕐᒪᖔᑕᓗ 

ᐊᑐᖅᑕᐅᓕᕐᓗᓂᓗ ᖃᖓᒃᑯᑦ ᖃᐅᔨᓴᕋᑦᑕᕆᐊᖃᕋᔭᕋᑦᑕ. 

 

ᐊᑐᐊᒐᓕᕆᔪᒍᑦ ᒫᓐᓇ. ᕿᒥᕐᕈᐊᖅᑐᒍᑦ, ᓲᕐᓗᒃ 

ᐊᑐᖅᑕᐅᒍᓐᓇᐃᓐᓇᕋᔭᖅᑐᒥᑦ ᐊᑕᐃᓐᓇᕐᓗᓂ. ᑭᓯᐊᓂ 

ᐊᐅᓚᑦᓯᔾᔪᓯᓄᑦ ᐊᑐᐊᒐᖏᓐᓄᑦ ᑐᕌᖓᒐᔭᕐᒪᑦ.  

 

ᐅᕙᖑᓪᓕ ᑭᐅᔾᔪᑎᒋᒐᓱᑦᑕᕗᑦ 

ᑭᒡᒐᖅᑐᐃᑦᓯᐊᕆᐊᖃᕐᓂᑎᓐᓂᑦ, ᓲᕐᓗᒃ ᓇᓗᓇᐃᖅᓯᓗᑕ 

ᐊᑐᐊᒐᐃᑦ ᐱᔭᕇᕐᓗᑎᓪᓗ. ᐊᒻᒪᓗᑦᑕᐅᖅ, 

ᓇᒃᓯᖅᓯᒪᒐᔭᕐᒥᔪᒍᓪᓗ ᐱᓕᒻᒪᒃᓴᐃᓂᕐᒥᑦ ᐊᒻᒪᓗ 

ᐃᓕᓐᓂᐊᖅᑎᑦᓯᕙᓪᓗᑕ ᐱᒋᐊᓕᓵᖅᑐᓂᑦ. 

ᐱᕙᓪᓕᐊᑦᓯᐊᖃᑦᑕᓗᑦᑕᐅᖅ, ᖃᕆᑕᐅᔭᑎᒍᑦ 

ᐱᓕᒻᒪᑦᓴᐃᔾᔪᑎᓂᑦ, ᐊᑐᖅᑕᐅᖏᓐᓇᐃᓇᕐᓗᓂᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᓄᑖᓄᑦ ᐊᒻᒪᓗ ᖃᓄᖅ 

ᐊᐅᓚᑦᓯᐊᒋᐊᖃᕐᓂᖏᓐᓂᑦ ᑕᒪᒃᑯᓂᖓ 

ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖏᓐᓂᑦ, ᓱᓇᓂᓪᓗ 

ᑭᒡᒐᖅᑐᐃᒋᐊᖃᕐᓂᖏᓐᓂᒡᓗ 

ᐊᐅᓚᑦᓯᑦᓯᐊᖃᑦᑕᕈᓐᓇᖁᓪᓗᒋᑦ ᑖᒃᑯᓂᖓ ᑐᖅᑯᐃᕕᓐᓂ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ. ᐊᒻᒪᓗ 

ᐅᑎᓚᐅᖏᓐᓂᕋᓂ ᒥᔅ ᖁᐊᓴᒧᑦ. ᐅᖃᐅᓯᖃᕋᑦᑕ 

ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᓂᑦ ᐅᓪᓗᒥ ᓄᑖᖑᓛᖑᔪᓂᑦ 

ᐊᑐᖅᑕᐅᓲᓂᑦ ᑐᖅᑯᐃᕕᓂᑦ ᖃᕋᓴᐅᔭᓃᖔᖅᑐᓂᑦ.  

 

ᐊᒻᒪᓗ ᐃᓛᓐᓂᒃᑯᑦ, ᐃᓛᓂᐅᖏᑦᑐᖅ ᒥᔅᑕ ᓰᓖ 

ᓄᓇᕗᒻᒦᖏᑦᑐᐃᑦ ᑭᓯᐊᓂ ᑲᓇᑕᒦᖅᑰᖏᑦᑐᐃᓘᓐᓃᑦ 

ᐊᓪᓛᑦ ᑐᖅᑯᐃᕖᑦ ᑲᒥᓯᓇᐅᑉ ᑖᑦᓱᒪᐅᑉ, ᖃᓄᕐᓕ 
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One of the promises, but only one of them, 

concerned consultations with my office about 

certain aspects of the new legislation 

specifically. The Member for Iqaluit-

Manirajak referred to this earlier this 

morning specifically about whether the 

investigation reports would be public 

documents or not because currently they are 

not public. An investigation into an incident 

involving police is not public. That’s what 

the promise was. Now, I believe, as an 

officer of this House who reports to you, that 

if a promise is made that involves me, I need 

to let you know what is happening with that 

promise. That’s the background. 

As of today, there has still been no 

consultation on the topic that was promised 

on June 7, 2021. Now, I would like to add, 

Mr. Chairman, that new Police Act is still not 

in force. It is still not the law of Nunavut. It’s 

sitting there waiting for the government, 

probably specifically the Department of 

Justice, to do certain things that need to be 

done before it’s ready. When I say that 

there’s been no consultation, I don’t want 

anybody to take that as blame or criticism. 

What it means is that underlying work has 

not been done yet. I’m confident that the 

promise will be kept, but I believe it’s my 

duty to inform you, the Members, that it has 

not yet been kept yet. Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Sammurtok. 

 

Mr. Sammurtok (interpretation): Thank 

you, Mr. Chairman. (interpretation ends) 

This is still going to the commissioner. The 

Government of Nunavut’s response to the 

November 2022 report of the Standing 

Committee indicated that the Department of 

Justice “had…discussions with the 

Information and Privacy Commissioner in 

April and September 2022 on the regulatory 

process.” Can you describe what input you 

ᐃᓱᒪᒋᒻᒪᖔᒍᑦ ᑕᒪᒃᑯᐊ ᐅᓗᕆᐊᓇᖅᑎᒋᒐᔭᕐᒪᖔᑕ 

ᑲᓇᑕᐅ ᓯᓚᑖᓃᑦᑎᓪᓗᒋᑦ ᑐᖅᑯᐃᕕᑦ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐃᒃᓯᕙᐅᑖᖅ, ᑖᓐᓇᑐᐊᑦᑎᐊᖅ 

ᐅᖃᕈᓐᓇᖅᑑᔮᕋᒪ ᖃᓄᖅ ᒪᓕᒐᖅ ᐊᑐᖅᑕᐅᓲᖑᒻᒪᖔᖅ. 

ᑕᐃᒪᐃᒃᑲᔪᒻᒪᑦ ᓄᓇᕗᒻᒥ ᑳᓐᑐᕌᖃᕋᑦᑕ ᐊᓯᐊᓂᑦ 

ᓄᓇᓕᓐᓂᑦ. ᑐᑭᓯᒋᐊᕈᑏᑦ ᓯᓚᑖᓃᑉᐸᑕ ᓄᓇᕗᑦ, 

ᓄᓇᕗᒻᒥ ᒪᓕᒐᖅ ᐊᑐᓐᖏᓚᖅ. ᓄᓇᕗᒻᒥ 

ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ ᐊᒻᒪ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᒪᓕᒐᖅ 

ᐊᑐᓐᖏᓚᖅ ᖃᕋᓴᐅᔭᒃᑯᑦ ᑎᑎᖅᑲᓂᒃ ᑐᔪᐃᔾᔪᑎᒃᑯᑦ 

ᓇᒥᑐᐃᓐᓇᖅ, ᓇᒥᑐᐃᓐᓇᖅ ᓯᓚᕐᔪᐊᕐᒥ.  

ᑕᐃᒪᓕ ᑕᑯᓐᓇᒐᕋ, ᐃᒃᓯᕙᐅᑖᖅ, ᑐᓐᖓᕕᖃᕆᐊᖃᕋᑦᑕ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓂᑦ ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᖃᓄᐃᑦᑐᖃᕐᓂᖅᐸᑦ, ᑕᒪᓐᓇ ᑲᒪᒋᒻᒪᔾᔪᒃ. 

ᑭᐅᑦᑕᖃᑦᑕᕈᓐᓇᕆᐊᓖᑦ. ᑕᒪᓐᓇ ᑲᓐᖑᓇᖅᑑᑎᒋᔭᑦ 

ᓄᓇᕗᒻᒥᐅᓄᑦ ᓯᖁᒥᑕᐅᒃᐸᑦ, ᐊᑖᒍᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᒪᓕᒐᐅᑉ, ᑖᓐᓇ ᐃᓄᒃ 

ᓄᓇᕐᔪᐊᕐᒥ, ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᐊᖃᑦᑕᖅᑐᒍᑦ 

ᐅᖃᕐᓗᑕ ᖃᓄᖅ ᑕᒪᓐᓇ ᑕᐃᒪᐃᓚᐅᕐᒪᖔᖅ, ᖃᓄᐃᒻᒪᑦ 

ᑕᐃᒪᐃᓚᐅᖅᐸ, ᖃᓄᐃᓕᐅᕐᓂᐊᖅᐱᓯ 

ᑕᐃᒪᐃᒃᑲᓐᓂᖁᓇᒍ.  

ᐊᓯᐊᑦᑕᐅᖅ ᐅᖃᐅᓯᕆᒍᓐᓇᖅᑕᕋ, ᐃᒃᓯᕙᐅᑖᖅ, 

ᑎᒥᐅᔪᖅ ᑳᓐᑐᕌᖃᑉᐸᑦ ᓇᒥᑭᐊᖅ ᑲᓇᑕᒥ, 

ᖃᐅᔨᒃᑲᐃᒐᔪᒃᑲᒪ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᒥᒃ 

ᐊᓯᐊᓂ ᐊᕕᑦᑐᖅᓯᒪᔪᓂ, ᒐᕙᒪᑐᖃᒃᑯᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᐅᑉᐸᑦ, ᒐᕙᒪᑐᖃᒃᑯᓐᓄᑦ 

ᐊᐅᓚᑕᐅᑉᐸᑦ, ᐅᕝᕙᓘᓐᓃᑦ ᑲᓇᑕᒥ ᐊᕕᑦᑐᖅᓯᒪᔪᓂ 

ᐅᕝᕙᓘᓐᓃᑦ ᐅᑭᐅᖅᑕᖅᑐᒥ ᐊᕕᑦᑐᖅᓯᒪᔪᓂ 

ᑳᑦᑐᓛᑦᑎᐅᔪᖅ ᓇᒦᒻᒪᖔᖅ. ᐃᒪᐃᓐᓂᖓᓄᑦ, 

ᑲᓐᖑᓇᖅᑑᑎᒋᔭᒥᒃ ᓱᕋᐃᔪᖃᖃᑦᑕᖅᑎᓪᓗᒍ 

ᐃᓚᐅᑎᑦᑎᔪᓂᒃ ᐃᓄᖕᒨᖓᔪᑦ ᑐᑭᓯᒋᐊᕈᑎᓂᒃ 

ᓄᓇᕗᒻᒥᐅᓄᑦ, ᐊᓯᖏᑦ ᐃᓄᐃᑦ ᑲᓇᑕᓕᒫᒥ 

ᐊᒃᑐᖅᑕᐅᖃᑕᐅᖕᒥᔪᑦ. ᐊᓱᐃᓛᒃ ᐅᕙᒍᑦ ᐊᒻᒪᓗ ᑕᐃᒪ 

ᓄᓇᓕᒻᒨᓯᑦᑕᖅᑯᒍᑦ ᑳᑦᑐᓛᑦᑎᐅᔪᖅ ᐃᓂᖃᕐᕕᒋᔭᖓᓄᑦ 

ᐱᑦᔪᑎᒋᓪᓗᒍ ᐱᔪᓐᓇᕐᓂᖃᕐᓂᖅᓴᐅᒻᒪᑕ ᑕᑯᓇᓪᓗᑎᒃ 

ᖃᓄᐃᓕᐅᖅᑐᖃᓕᕐᒪᖔᖅ.  

 

ᐅᖃᕐᓗᖓᓕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇ 

ᐋᓐᑎᐅᕆᐅᒥ ᖃᐅᔨᓴᕐᒪᑦ ᐅᕙᑦᑎᓐᓂᒃ ᑭᒡᒐᖅᑐᐃᓪᓗᓂ, 

ᐱᔾᔪᑎᒋᓪᓗᒍ ᐊᑲᐅᓐᖏᓕᐅᕈᑎᑕᖃᖅᐸᑦ ᐱᔨᑦᓯᖅᑎᒥᒃ 

ᐆᑦᑑᑎᒋᓗᒍ ᐊᑦᑐᐃᓂᖃᕐᒪᑦ ᐋᓐᑎᐅᕆᐅᒥᐅᓂᑦ 

ᐊᑦᑐᐃᓂᖃᕐᒪᑦ ᓄᓇᕗᒻᒥᐅᓂᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒪᒥᐊᓇᖅ, ᒥᔅ 

ᖁᐊᓴ. ᑕᒪᓐᓇ ᐊᐱᖅᑯᑎᑦᑎᐊᕙᐅᓱᒋᖅᑲᐅᒐᒃᑯ. ᒥᔅ 

ᖁᐊᓴ. 
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provided to the department? Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: I need clarification. Was that 

specifically about the Police Act? Thank you. 

 

Chairman: Thank you. Yes, in the 

Government of Nunavut’s response dated 

May 2023 and Standing Committee 

recommendation No. 7, in the government’s 

response, it states that “the Information and 

Privacy Commissioner made representations 

on the Bill and the Department has had two 

subsequent discussions with the 

Commissioner, in April and September 2022, 

on the regulatory process.” Mr. Steele. 

 

Mr. Steele: Thank you for the clarification, 

Mr. Chairman. Yes, I did have discussions 

with the Department of Justice, although they 

are now two years old and the other one is a 

year and a half old. To be honest, I don’t 

remember specifically what it was we talked 

about. I remember in a general way, but I 

don’t remember the details. 

 

What I can tell you, Member, is yes, I had 

discussions with the Department of Justice, 

but not about the topic that was promised in 

the House. Sometimes I worry that the 

Department of Justice believes that if they 

talked to me about something, it means they 

kept the promise, but a specific promise was 

made in the House and that specific promise 

had not yet been kept. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you for that clarification. 

Mr. Sammurtok. 

 

Mr. Sammurtok: Thank you, Mr. Chairman. 

This is for the commissioner again. What 

specific recommendations do you have 

ᖁᐊᓴ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑲᔪᓯᔪᖅ ᓄᓇᓕᓐᓂ 

ᒐᕙᒪᒃᑯᓂᓪᓗ ᐱᔨᑦᑎᖅᑎᒃᑯᓐᓄᑦ. ᑐᓴᒐᒃᓴᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓯᓇ ᐅᖃᖅᓯᒪᖕᒪᑦ ᒪᒃᐱᒐᖅ 

9 ᐊᒻᒪ 10-ᒥ, 2022-2023-ᒥ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᒻᒧᑦ 

ᐅᓂᒃᑳᓕᐊᖓᓂ ᑎᑎᕋᕐᕕᖓ ᐃᓚᐅᓚᐅᕐᓂᖓᓂᒃ 

ᑭᐅᑎᓪᓗᒍ ᔭᓄᐊᕆ 2023-ᒥ ᖃᕆᑕᐅᔭᒃᑯᑦ 

ᐃᓵᕐᕕᐅᓚᐅᓂᖓᓂ ᖁᓪᓕᒃᑯᑦ ᐆᒻᒪᖅᑯᑎᓕᕆᔨᖏᑦᑕ 

ᑎᒥᖁᑖᓂ. ᑭᓱᓂᒃ ᐃᓕᑦᑎᔪᖃᓚᐅᖅᐸ ᑕᕝᕙᓐᖓᑦ 

ᐊᑐᖅᑕᐅᔪᒥᑦ. ᐅᓇ ᑭᖑᓪᓕᖅᐹᕆᓕᖅᑕᕋ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᒃᑯᑦ) ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᒪᓕᒐᓕᐅᖅᑎ, ᐊᐱᕆᒐᕕᑦ. ᑲᒥᓯᓇ ᐅᖃᖅᑲᐅᒻᒪᑦ 

ᐅᐊᑦᑎᐊᕈ, ᓄᓇᓕᓐᓂ ᒐᕙᒪᒃᑯᓂᓪᓗ ᐱᔨᑦᓯᕋᖅᑎᒃᑯᑦ 

ᐃᓂᑦᑎᐊᕙᐅᒻᒪᑦ ᑐᓐᖓᕕᖃᑦᑐᑎᒃ ᖃᐅᔨᔭᐅᓯᒪᔪᓂᒃ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ ᑐᑭᓯᒋᐊᖅᕕᖓᒍᑦ 

ᐊᕐᕌᒍᕋᓴᐃᑦ ᐊᓂᒍᖅᓯᒪᓕᖅᑐᑦ. ᐃᓕᑕᐅᔪᑦ ᖁᓪᓕᒃᑯᑦ 

ᐆᒻᒪᖅᑯᑎᓕᕆᓂᕐᒥ, ᐃᓕᓯᒪᔪᒍᑦ ᐊᒻᒪᓗ 

ᐱᐅᓂᖅᐹᖑᓱᒋᕙᕋ ᐅᖃᐅᓯᕆᑦᑕᐅᑎᒋᓗᒍ 

ᖃᓄᐃᓐᓂᐅᓚᐅᖅᑐᖅ ᑲᓐᖑᓇᖅᑐᓄᑦ ᑲᒥᓴᓇᒧᑦ, ᐊᒻᒪᓗ 

ᑭᖑᓪᓕᕐᒥ ᐱᓕᕆᐊᖑᒋᐊᕐᓂᐊᖅᑐᓂ ᓴᓇᒃᑲᓐᓂᕐᓗᑎᒃ 

ᐆᒻᒪᕆᖕᓂᖅᓴᒥᑦ ᐊᑦᑕᖕᓇᓐᖏᑦᑐᒥᒡᓗ 

ᑐᓴᐅᒪᖃᑎᒌᖕᓂᖕᒥᑦ ᑭᒡᒐᖅᑐᐃᓗᑎᒃ ᑎᒥᐅᔪᒥᑦ. 

 

ᐃᓕᒃᑲᓐᓂᕈᑕᐅᓯᒪᔪᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ, ᓇᓗᓇᐃᖅᓯᖕᒪᑦ 

ᑕᑎᖃᕐᓂᖏᓐᓂᒃ ᐊᐅᓚᓂᓕᒫᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᑎᑎᖅᑲᖁᑎᖃᕐᓂᖏᓐᓂᒃ ᐊᒻᒪ 

ᐃᕐᓐᖐᓐᓈᖅᑕᐅᒃᑰᕈᑎᓂᒃ ᐊᑐᕈᓐᓇᕐᓂᖏᓐᓂᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ ᓯᐊᒻᒪᒃᑎᕐᕕᐅᓯᒪᔪᓂᒃ ᒐᕙᒪᒃᑯᓐᓂ. 

ᑎᑎᕋᖅᓯᒪᔪᑎᒍᑦ ᑐᑭᓯᐅᒪᖃᑦᑕᐅᑎᓂᖅ 

ᐋᖅᑭᒃᑕᐅᓚᐅᖅᑐᖅ ᓄᓇᓕᖕᓂ ᒐᕙᒪᒃᑯᓐᓂᓪᓗ 

ᐱᔨᑦᑎᕋᖅᑎᒃᑯᓐᓂ ᐊᒻᒪ ᖁᓪᓕᖅ ᐆᒻᒪᖅᑯᑎᓕᕆᔨᒃᑯᑦ 

ᑎᒥᖁᑖᓂ ᐃᑲᔪᖅᑐᐃᔪᒪᓪᓗᑎᒃ ᓴᓇᔭᐅᒃᑲᓐᓂᕐᓂᖓᓂᒃ 

ᐱᓕᕆᔨᓄᑦ ᑐᓴᐅᒪᖃᑦᑕᐅᑎᖃᑎᒌᒍᑎᓂᒃ ᐃᒻᒥᒃᑰᖅᑐᓄᑦ 

ᑯᐊᐳᕇᓴᓄᑦ ᑭᓯᐊᓂ ᓴᓇᔭᐅᒃᑲᓐᓂᕐᓂᖓ 

ᐱᓕᕆᐊᖑᑦᑎᐊᒃᑲᓐᓂᖅᐳᖅ ᐱᓕᕆᖃᑎᒌᑦᑎᐊᕐᓗᑎᒃ 

ᖁᓪᓕᖅ ᐆᒻᒪᖅᑯᑎᓕᕆᔨᒃᑯᑦ ᑎᒥᖁᑖᓂ 

ᐃᑲᔪᖅᑐᐃᓂᐊᕐᓗᑎᒃ ᐱᔭᕆᐊᖃᖅᑕᖏᓐᓂᑦ. ᐊᒥᐊᒃᑯᖏᑦ 

ᐱᓕᕆᔾᔪᑏᓪᓗ ᐃᓚᖃᖅᑐᑦ ᐱᐊᓂᒃᓯᓂᖅ ᐊᓕᒎᔭᓂᑦ 

ᑲᓱᖅᓯᒪᓂᖕᒥᑦ ᖁᓪᓕᖅ ᐆᒻᒪᖅᑯᑎᓕᕆᔨᒃᑯᑦ 

ᐱᖁᑎᖏᓐᓄᑦ ᒫᓐᓇ ᐋᖅᑭᓱᖅᑕᐅᓯᒪᓐᖏᑦᑐᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦᑕ ᖃᕆᑕᐅᔭᓕᕆᔪᓐᓇᐅᑎᓄᑦ ᓄᓇᓕᖕᓂᑦ. 

 

ᑐᓂᓂᐊᕋᒃᑯ ᒥᔅᑕ ᐅᐃᓪᔅᒧᑦ ᐅᖃᐅᓯᖃᕐᓂᐊᕐᓗᖓ 

ᐃᓚᖏᓐᓂᒃ ᐱᕙᓪᓕᐊᓂᐅᔪᓂᒃ ᐊᒻᒪᓗ ᐱᐅᓂᖅᐹᓂᒃ 
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regarding the Police Act? Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. When 

the Police Act was being developed or, I 

think, after it was tabled, I wrote a letter to 

the Minister of Justice at the time with some 

thoughts about how the new Police Act 

related to the existing access and privacy 

law.  

 

In essence, Member, I was recommending to 

the government that they be clear, that if 

they’re going to have a law that sets up new 

committees and a new method about how 

police incidents are going to be investigated, 

there should be clarity about whether those 

reports will be public or not. I was 

recommending to the government that they 

specifically say in the law, “Yes, these 

reports will be public” or “No, these reports 

will not be public.” Now, that did not happen 

and so it remains to be decided whether the 

reports under the new Police Act will be 

public or not.  

 

For example, let’s suppose that there’s an 

incident involving the police and somebody 

is injured or dies as a result of that incident, 

and there is an investigation of the incident. 

Will that investigation report be something 

that somebody can get under the access law? 

If they apply for the report and say, “I would 

like to see a copy of the report,” will they be 

able to get it? It’s still not clear. It should be 

clearer than it is.  

 

The whole point, Member, of the 

consultation taking that we’re talking about 

here is that when the Government of 

Nunavut enters into an agreement with 

another body that will do the investigation, I 

don’t think Mr. MacLean can clarify, if he 

wants to, but I don’t think there’s an 

ᐊᑐᖅᑕᐅᒍᓐᓇᖅᑐᓂᒃ ᐃᓕᒍᑕᐅᓯᒪᔪᓂᒃ ᑕᒪᑐᒧᖓ 

ᑕᐅᖅᓰᓂᕐᒧᑦ. ᐃᕝᕕᑦ ᐊᖅᑯᑎᒋᓗᒋᑦ, ᐃᒃᓯᕙᐅᑖᖅ, 

ᑕᒪᓐᓇ ᖃᓄᐃᓐᖏᑉᐸᑦ. ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᕕᐊᓪᔅ. 

 

ᕕᐊᓪᔅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐱᓕᕆᖃᑎᒌᑦᑐᑕᓕ ᐋᖅᑭᒍᑎᔅᓴᖅᓯᐅᖏᓐᓇᓲᖑᒐᑦᑕ. 

ᐃᓕᔅᓯᒪᓪᓚᕆᑦᑕᕗᑦ ᑕᕝᕙ ᖃᕋᓴᐅᔭᐃᑦ 

ᖁᐱᕐᕆᑦᑎᑕᐅᓚᐅᖅᓯᒪᑎᓪᓗᒋᑦ 2019-ᒥ. ᐱᒻᒪᕆᐅᒻᒪᑦ 

ᐃᓕᓐᓂᐊᑎᑦᑎᓂᖅ ᐱᓕᒻᒪᔅᓴᐃᓂᖅ ᖃᐅᔨᓚᐅᖅᓯᒪᔭᕗᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᕗᑦ ᐱᓕᒻᒪᓴᖅᑕᐅᒋᐊᖃᕐᒪᑕ. 

 

ᐊᒻᒪᓗᑦᑕᐅᖅ, ᓄᑖᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ 

ᐱᖃᑕᐅᓕᖅᑐᖃᕐᓂᐊᕋᐃᑉᐸᑦ ᑕᐃᒃᑯᐊᑦᑕᐅᖅ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖏᓐᓇᕐᓗᑎᑦ 

ᖃᕋᓴᐅᔭᓕᕆᔨᐅᖃᑦᑕᓂᐊᖅᑐᐃᑦ ᐱᓗᐊᖅᑐᒥᒃ 

ᐊᔾᔨᒌᓐᖏᑦᑐᓂᒃ ᐱᓕᕆᕕᐅᔪᓂᒃ. ᓄᑖᓂᑦᑕᐅᖅ 

ᐅᐊᑦᑎᒋᐊᖃᕐᓂᖏᓐᓂᒃ ᓇᓗᓇᐃᖅᑐᐃᔾᔪᑎᖃᓕᕐᒥᔪᒍᑦ 

ᖃᕋᓴᐅᔭᓄᑦ ᐃᓵᖅᑕᐅᔭᐃᒃᑯᑎᓂᒃ. ᓄᑖᓂᒃ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ ᐴᖅᑲᖅᑕᐅᔪᖃᓕᕋᐃᑉᐸᑦ ᑕᖅᑮᓐᓂᒃ 

ᒪᕐᕉᓐᓂᒃ ᑕᒪᓐᓇ ᓴᓐᖓᑦᑎᒋᐊᖅᓯᒪᔪᖅ. 

 

ᐊᒻᒪ ᐊᑐᕈᓐᓇᖃᑦᑕᓕᕋᑦᑕ ᐊᑦᑎᓈᕐᓂᖅᓴᐅᔪᓂᑦ 

ᖃᖓᑦᑕᖅᑎᑕᐅᓯᒪᔪᓂᑦ ᑕᐃᒃᑯᐊ 

ᐊᑐᖃᑦᑕᓕᕐᒥᒐᑦᑎᒍᐃᓛᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᕗᑦ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᑎᒐᓱᐊᖃᑦᑕᖅᑕᕗᑦ ᐅᓪᓗᒥᒧᑦ 

ᖃᐅᔨᒪᓂᐊᕐᖓᑕ ᓄᑖᖑᓕᖅᑐᓂᑦ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᓂᑦ. 

ᐊᒻᒪ ᑎᒍᓯᓯᒪᔪᒍᑦ ᑭᒃᑯᓕᒫᓂᒃ ᐅᑉᐱᕈᓱᓐᖏᓂᕐᒥᒃ 

ᑕᑎᒋᔭᖃᕈᓐᓇᓐᖏᓐᓂᕐᒥᒃ ᐱᓕᕆᖃᑎᒋᓲᕗᑦ 

ᑲᓱᖃᑎᒋᓲᕗᑦ ᐅᐊᑦᑏᓐᓇᕆᐊᖃᖅᑐᑎᒍᑦᑕᐅᖅ. ᑕᐃᒫᒃ 

ᐊᓯᖏᓐᓂᒃ ᑎᒥᐅᔪᓂᑦ ᐱᓕᕆᖃᑎᖃᕋᐃᒐᑦᑕ 

ᑲᒪᑦᑎᐊᕋᓱᔾᔪᑎᖃᓲᖑᔪᒍᑦ. 

 

ᐊᒻᒪᓗᑦᑕᐅᖅ, ᐃᓵᖅᑕᐅᓂᖅᑲᑕ ᖃᓄᖅ 

ᐊᑦᑐᖅᓯᒐᔭᕐᒪᖔᑕ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᐊᖏᓐᓂᒃ 

ᖃᐅᔨᒪᒐᓱᐊᖅᓯᒪᒻᒥᔪᒍᑦ ᑕᐃᒪᓐᖓᑦ 2018-ᒥᓂᑦ 

ᐃᓵᖅᑕᐅᔪᖃᓚᐅᖅᑎᓪᓗᒍ. ᖁᓪᓕᖅ 

ᐆᒻᒪᖅᑯᑎᓕᕆᔨᒃᑯᓪᓗ ᐃᓵᖅᑕᐅᒻᒪᑕ 

ᐃᓕᑉᐹᓪᓕᖅᑐᕕᔾᔪᐊᕌᓘᑎᑕᐅᔪᒻᒥᒻᒪᑕᑦᑕᐅᖅ.  

 

ᐊᕐᕌᒍ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᒥᒃ ᐃᓕᒐᓱᐊᔪᔭᕗᑦ ᑕᒪᓐᓇ 

ᖃᐅᔨᒪᒋᐊᓕᕗᑦ. ᑭᓯᐊᓂ ᑕᐃᒪᐃᓕᖓᓕᔪᔪᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᖃᐅᔨᒪᔪᖓ 

ᓇᐃᓈᖅᓯᒪᔪᓂᑦ ᐅᖃᖅᑕᐃᓕᒪᖃᑦᑕᕋᑦᑕ ᑖᒃᑯᐊ 
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agreement yet with a body from outside 

Nunavut that will do the investigations.  

 

I would encourage the government, when 

they enter into that agreement, to make sure 

the agreement itself is clear that the 

investigation report belongs to the 

Government of Nunavut and does not belong 

to the RCMP and does not belong to the 

external body that has done the investigation. 

Once we know that the document belongs to 

the Government of Nunavut, then the access 

law applies and we can decide according to 

that law what can be released and when. 

 

That is, in a nutshell, the advice that I have 

given to the government and will continue to 

give. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Sammurtok. 

 

Mr. Sammurtok: Thank you, Mr. Chairman. 

This is to the Department of Justice.  

 

Nunavut’s new Police Act was passed by the 

previous Legislative Assembly and received 

assent on June 8, 2021. The Information and 

Privacy Commissioner indicates in his 2022-

23 annual report that his office has not yet 

been consulted by the Department of Justice 

concerning such issues as proposed 

agreements between the Government of 

Nunavut and independent investigative 

bodies and other entities. When will this 

consultation occur? Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

Thank you, Member. I do not have a timeline 

before me today on when that consultation 

will occur, but the department intends to 

follow through on its promise to the 

commissioner as part of the upcoming work 

that needs to be done to bring the Police Act 

IT−ᓚᖃᑦᑕᕋᑖᖅᑕᖏᑦ ᖃᕋᓴᐅᔭᓕᕆᓂᕐᒥᒃ 

ᐅᖃᐅᓯᖃᖃᑦᑕᕋᑖᖅᑐᖅ. ᑭᓇᓗ? ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᓯᕗᓪᓕᖅᐹᖅ ᐊᐱᖅᑯᑎᒋᓂᐊᖅᑕᕋ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓯᓇᐅᔪᒧᑦ. ᓴᐳᒻᒥᑦᑕᐅᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᐃᑦ. ᑕᐃᒃᑯᐊ ᐱᖁᔭᐅᑉ 

ᐃᓗᐊᓃᑦᑐᐃᑦ ᐃᓚᖏᑦ ᐅᖃᖅᓯᒪᒻᒪᑕ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᒐᓱᒋᐊᖃᕐᖓᑕ ᑭᒃᑯᑐᐃᓐᓇᐃᑦ 

ᑲᓐᖑᓇᖅᑐᖁᑎᖏᓐᓂᒃ ᑕᑯᔭᐅᖁᔨᓇᑎᑦ, 

ᑕᑯᔭᐅᑎᑦᑎᑦᑕᐃᓕᒪᓗᑎᑦ. ᒐᕙᒪᒃᑯᓪᓗ ᑲᒥᓯᓇᒥᒃ 

ᖃᐅᔨᒃᑲᐃᑦᑕᐅᑎᒋᔭᕆᐊᓖᑦ ᐃᓵᖅᑕᐅᓐᓂᕋᐃᑉᐸᑕ 

ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᐃᑦ.  

 

ᑭᓯᐊᓂᓕ, ᐅᖃᐅᓯᐅᖃᑦᑕᖃᐅᒻᒪᑦ ᒥᔅᑕ ᒪᑲᓚᐃᓐᒧᑦ 

ᓈᓴᐅᑎᓕᒎᖅ 48 ᓴᓂᕌᒎᕈᓐᓇᕐᕕᐅᓲᖑᒻᒥᒻᒪᑦ. 

ᒐᕙᒪᒃᑯᒡᒎᖅ ᐃᓄᓐᓂᑦ ᐱᔾᔪᑎᖃᖅᑐᓂ 

ᑐᓂᓯᖃᑦᑕᕈᓐᓇᒥᒻᒪᑕ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ 

ᐊᑦᑕᓇᖅᑐᓕᕆᓂᕐᒥᒃ ᐃᓱᒪᒋᔭᖃᕆᐊᕐᓗᑎᒃ. ᒐᕙᒪᒃᑯᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᖓ ᖃᐅᔨᒃᑲᐃᒋᐊᖃᖅᑳ ᑲᒥᓯᓇᐅᔪᒥᒃ 

ᐃᓕᓐᓂᒃ? ᓈᓴᐅᑎᓕᒻᒥᒃ 48-ᒥ ᐱᔾᔪᑎᖃᖅᑐᓂᑦ 

ᐃᓄᓐᓂᒃ ᐅᖃᐅᓯᖃᖅᑐᓂᑦ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᒃ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐃᔅᓯᕙᐅᑖᖅ, ᑭᐅᓗᒍ ᐊᐱᖅᑯᑎᖓ ᐋᒡᒑᖅᑕᕋ, 

ᐋᒡᒐᐅᒐᔭᖅᑐᖅ. ᖃᐅᔨᒃᑲᐃᔭᕆᐊᖃᓐᖏᑦᑐᐃᑦ ᐅᕙᓐᓂᒃ. 

ᖃᐅᔨᒃᑲᐃᒋᐊᖃᓐᖏᒻᒪᑕ. ᖃᐅᑕᒫᑦ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔮᕆᑐᐃᓐᓇᕐᖓᒍ. 

ᖃᐅᔨᒃᑲᐃᖏᓐᓇᕆᐊᓕᐊᓘᓐᓂᖅᑲᑕᓕ ᑕᐃᒪ ᐊᓯᖏᓐᓂᒃ 

ᑐᓂᓯᓂᐊᓕᕋᐃᒍᑎᑦ ᐱᓕᕆᕕᐅᔪᓄᑦ ᓴᐅᔭᐅᒐᔭᖅᑐᖓᓕ 

100,000−ᒐᓛᓗᓐᓄᑦ ᖃᐅᔨᒃᑲᐃᔾᔪᑎᐊᓗᓐᓄᑦ ᖃᐅᑕᒫᑦ. 

 

ᐊᑲᐅᒐᔭᓐᖏᑦᑑᖅ ᖃᐅᔨᒃᑲᖅᑕᐅᖏᓐᓇᕈᒪ. ᒪᓕᒐᕐᓕ 

ᐃᒪᐃᓕᖓᔪᖅ, ᖃᐅᔨᒃᑲᖅᑕᐅᒋᐊᖃᖅᑐᖓ 

ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᐃᑦ ᐃᓵᖅᑕᐅᓐᓂᕋᐃᑉᐸᑕ. 

ᐃᓵᕐᓂᓕᒫᖑᓐᖏᒻᒥᔪᓂᑦᑕᐅᖅ ᑲᓐᖑᓇᖅᑐᓄᑦ. ᐃᓚᖏᑦ 

ᒥᑭᔪᑯᓘᓲᑦ ᐋᖅᑭᒐᕐᓂᖅᑐᐃᑦ, ᐃᓚᖏᓪᓗ ᐊᔾᔨᒋᓇᒋᑦ. 

ᑕᕝᕙᓂ ᖃᓪᓗᓈᑎᑐᑦ ᐅᖃᕐᓗᒋᑦ 

ᑮᓇᐅᔭᐃᕈᑎᖃᕐᓂᐊᖅᑲᑦ ᑮᓇᐅᔭᒥᓪᓘᓐᓃᑦ ᐊᖏᔪᒥᒃ 

ᐱᔾᔪᑎᖃᕐᓂᐊᖅᑲᑦ ᐱᖁᑎᒥᓪᓘᓐᓃᑦ ᐱᔾᔪᑎᖃᕐᓂᐊᖅᑲᑦ. 

ᐱᒻᒪᕆᐊᓘᑉᐸᑦ ᐊᖏᔪᐊᓘᑉᐸᑦ ᐅᕙᓐᓄᑦ 

ᐅᖃᐅᓯᐅᔭᕆᐊᓕᒃ.  

 

ᐊᓯᒃᑲᓐᓂᕆᒻᒥᒻᒪᒍ ᑕᐃᒪᑦᑕᐅ ᒪᓕᑦᑕᐅᖃᑦᑕᓲᖅ, 

ᐊᑦᑕᓇᖅᑐᒦᑦᑐᖃᓪᓚᕆᑉᐸᑦ ᐋᓐᓂᖅᑕᐅᔪᖃᕈᓐᓇᕐᓗᓂ 
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into force. It is complicated in a sense 

because our territorial police service is a 

federal entity and there is federal legislation 

that we have to make sure that ours aligns 

with. I know it certainly is the practice in 

other jurisdictions to have independent police 

monitoring bodies to do some form of public 

disclosure of their investigations. It is 

something that our department is looking at. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Sammurtok. 

 

Mr. Sammurtok: Thank you, Mr. Chairman. 

This is going back to the Department of 

Justice. The Government of Nunavut’s 

response to the November 2022 report of the 

Standing Committee indicates that the 

Department of Justice “continues to 

undertake the regulatory work necessary 

work to bring the Police Act into force and 

the necessary negotiations to identify a 

civilian investigation partner to undertake the 

review of serious incidents in Nunavut.” 

With which independent investigative bodies 

has the department been negotiating? Thank 

you, Mr. Chairman.  

 

Chairman: Thank you. Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. I 

can’t speak to specific negotiations. It’s not a 

portfolio with which I am familiar, but I 

confirm that we are looking at working with 

other provinces with independent regimes. 

Alberta is a potential partner there and 

because they also use the RCMP as their 

provincial police service, so they have been 

to the same show before on how to interact 

with a federal agency. Organizations such as 

that are certainly on our radar. Thank you, 

Mr. Chairman. 

 

Chairman: Mr. Sammurtok. 

 

ᑕᐃᒪᐃᑦᑑᑉᐸᑦ ᑕᐃᓐᓇᓕ ᑕᐃᒪ ᐅᖃᐅᓯᐅᔪᖅ 

ᑲᓐᖑᓇᖅᑐᖁᑎᖏᑦ ᓴᖅᑭᖅᑕᐅᓯᒪᔪᑦ 

ᖃᐅᔨᒃᑲᖅᑕᐅᒋᐊᖃᕋᔭᖅᑐᑦ, 

ᖃᐅᔨᓴᖅᑲᖅᑕᐅᒋᐊᖃᓲᖑᔪᑦ ᒪᓕᒐᑦ ᑕᐃᒪᐃᓕᖓᔪᖅ. 

ᐅᕙᓐᓂᑦ ᐅᖃᐅᔾᔨᖃᖅᑳᕆᐊᖃᖅᑕᖅᑯᐃᑦ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᑕᐃᓐᓇ ᑲᓐᖑᓇᖅᑐᖁᑎᖏᑦ ᐃᓵᖅᑕᒥᓂᖅ 

ᐅᖃᐅᔾᔭᐅᔭᕆᐊᖃᖅᑕᖅᑯᖅ. ᖃᑦᑎᒻᒪᕆᐊᓗᐃᒃᑭᐊᖅ 

ᐃᓄᒋᐊᕌᓗᓐᓂᓪᓕ ᑕᐃᒪ ᐅᖃᐅᔾᔨᔭᕆᐊᖃᕈᒪ, 

ᐅᖃᐅᔾᔨᒋᐊᖃᕐᓂᕈᔅᓯᓘᓐᓃᑦ ᑕᖅᑲᒃᑯᐊ 

ᖃᐅᔨᒃᑲᖅᑕᐅᒋᐊᖃᕋᔭᖅᑐᑦ. ᐊᑕᐅᓯᑐᐊᕐᒥᑦ ᒥᑭᔪᕈᓗᒻᒥᑦ 

ᐱᔾᔪᑎᖃᖅᑐᒥᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ 

ᐃᖅᑲᓇᐃᔭᕋᓱᑐᐃᓐᓇᖅᑐᑎᑦ ᐱᓕᕆᐊᕆᓲᖏᓐᓂ 

ᖃᐅᔨᒃᑲᐃᖏᓐᓇᕆᐊᖃᓐᖏᑦᑐᐃᑦ ᐅᕙᓐᓂᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. ᒥᔅᑕ 

ᒪᑲᓚᐃᓐᒧᑦ ᐊᖏᕆᖔᓕᕐᒥᔪᒍᖓ. ᓈᓴᐅᑎᓕᒃ 48 

ᐱᓪᓗᒍ. ᐅᖃᖃᑦᑕᖅᑲᐅᒻᒪᓂᓛᒃ ᐄ ᑐᑭᓯᔭᒃᑯᓪᓗ 

ᐊᑐᖅᑕᐅᓐᖏᓗᐊᖅᐸᓚᐃᒻᒪᑦ. ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ 

ᖃᐃᑦᑎᒍᓐᓇᖅᑭᑦ ᐆᑦᑑᑎᖃᕐᓗᑎᓪᓗ? ᖃᖓ ᑖᓐᓇ 

ᒪᓕᒐᐃᑦ ᓴᓂᕌᒎᕈᓐᓇᐅᑎᖓ ᐊᑐᖅᑕᐅᒐᔭᕐᒪᖔᖅ? 

ᐱᔾᔪᑎᖃᖅᑐᓂ ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᓂᒃ ᐃᓄᓐᓄᑦ. ᐄ, 

ᑖᓐᓇ ᓯᕗᓕᖅᐹᕆᓕᕐᓗᒍ ᐊᐱᖅᑯᑎᒋᓗᒍ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑲᑎᒪᔨ ᐊᐱᕆᒻᒪᑦ. ᓈᓴᐅᑎᓕᒃ 48 

ᐊᑐᖅᑕᐅᔾᔮᓲᖑᔪᖅ ᓴᖅᑭᖅᓰᒐᓱᑦᑐᑎᒃ 

ᐱᓕᕆᐊᖑᔭᕆᐊᓕᓂᒃ ᓴᖅᑭᔅᓰᒐᓱᑦᑐᑎᒃ ᐸᓖᓯᒃᑯᓐᓄᑦ. 

ᒪᓕᒐᕐᓂᑦ ᒪᓕᑦᑕᐅᑎᑦᑎᔨᓄᑦ ᐊᒻᒪᓗᑦᑕᐅ ᒪᓕᒐᕐᓂᑦ 

ᒪᓕᑦᑎᑦᑎᔨᖏᓐᓄᑦ ᐋᓐᓂᐊᓲᖅᑏᑦ ᐋᓐᓂᐊᓲᖅᑎ 

ᖃᐅᔨᓴᖅᑕᑉᐸᑦ ᐱᑯᑦᑐᑦᑐᒥᓂᐅᓂᕋᖅᑕᐅᓗᓂ 

ᐃᖅᑲᓇᐃᔮᖓᓂ, ᑖᒃᑯᐊ ᐋᓐᓂᐊᓲᖅᑏᑦ ᖃᐅᔨᓴᖅᑎᖏᑦ 

ᑲᒪᔨᒋᑦ ᖃᓄᓕᒫᖅ ᖃᐅᔨᒃᑲᖅᑕᐅᒋᐊᖃᕋᔭᕐᖓᑕ 

ᒪᓕᒐᐃᑦ ᒪᓕᓪᓗᒋᑦ. ᓈᓴᐅᑎᓕᒃ 48−ᒥᑦ 

ᒪᓕᓪᓚᕆᓐᖏᑦᑑᒐᓗᐊᖅ, 48E ᐅᓪᓛᖅ 

ᑭᐅᖅᑲᐅᒐᒪᐃᓛᒃ, ᐱᔾᔪᑎᖃᖅᑐᑦ ᓴᖅᑭᖅᓰᔪᑦ 

ᐸᓖᓯᒃᑯᓐᓄᑦ ᑐᕌᖓᔪᓂᒃ.  

 

ᑕᐃᒪᓕ ᑕᑯᔪᓐᓇᐅᑎᒥᑦ ᑭᓯᐊᓂ ᐸᐃᑉᐹᒥ 

ᐃᖅᑲᖅᑐᐃᔨᒦᓐᖔᖅᑐᒥᑦ ᓴᖅᑭᖅᓯᒋᐊᖃᕋᔭᖅᑐᑦ 

ᐸᓖᓯᒃᑯᑦ ᑕᑯᑎᑕᐅᓂᐊᖅᑲᑕ ᒪᓕᒐᕐᓂᑦ 

ᒪᓕᑎᑦᑎᑎᒐᓱᓪᓗᑎᑦ ᖃᐅᔨᓴᕐᓂᐊᖅᑲᑕ 

ᐱᖃᔭᑦᑐᒥᓂᐅᓱᒋᔭᒥᓂᒃ ᐃᖅᑲᖅᑐᕋᔅᓴᕈᖅᑎᓛᕐᓗᒍ. 
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Mr. Sammurtok: Thank you, Mr. Chairman. 

Department of Justice, has the department 

entered into any information-sharing 

agreements with the independent 

investigative bodies and other entities? 

Thank you, Mr. Chairman. 

 

Chairman: Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

Not at this time. Thank you. 

 

Chairman: Thank you. Mr. Sammurtok. 

 

Mr. Sammurtok: Department of Justice, as 

of today, what is the government’s timetable 

to bring the new Police Act into force and 

publishing new regulations under the Act? 

Thank you, Mr. Chairman. 

 

Chairman: Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Thank you, 

Member, for that question. I was wondering 

if I could, through you, Mr. Chairman, ask 

Mr. Witzaney to respond to that. Thank you, 

Mr. Chairman. 

 

Chairman: Please go ahead, Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) My 

understanding of where the Department of 

Justice is, is that they are currently working 

on the regulations and also engaging with 

various third party entities. That’s hard to 

come to a timetable when there are factors 

outside of our control. It will depend how 

long it takes to enter into those agreements, 

how complicated it becomes with the 

negotiations, and then the basic sort of 

process to pass regulations. There’s quite a 

lot outstanding from my understanding and 

so it would be difficult to provide a firm 

ᑲᓇᑕᐅᑉ ᐃᖅᑲᖅᑐᐃᔨᕐᔪᐊᖏᓐᓂ ᐋᑎᔅ ᑰ 

ᑲᒪᒋᔭᐅᑎᓪᓗᒍ ᐊᑐᓕᖁᔭᓕᐅᓚᐅᖅᓯᒪᒻᒪᑕ ᑎᒥᐅᔪᐃᑦ 

ᒪᓕᒋᐊᓖᑦ ᑲᓇᑕᐅᑉ ᐃᓱᒪᖅᓱᓂᕐᒧᑦ ᐱᖁᔭᕐᔪᐊᖏᓐᓂ. 

ᐃᖅᑲᖅᑐᐃᕕᒻᒥ ᑭᓯᐊᓂ ᐸᐃᑉᐹᖅᑖᓚᐅᕐᓗᑎᒃ 

ᓴᖅᑭᖅᓯᒍᓐᓇᕐᖓᑕ ᑭᓇᑐᐃᓐᓇᕐᒥᒃ 

ᐸᓯᔭᐅᓚᕿᑎᑦᑎᔪᓐᓇᖅᑐᒥᒃ. ᑕᐃᒫᒃ ᐃᓯᑐᐃᓐᓇᕐᓗᑎᑦ 

ᑎᒍᓯᒍᓯᓂᖃᕈᓐᓇᓲᖑᓐᖏᒻᒪᑕ ᐸᓖᓯᒃᑯᑦ.  

 

ᑕᐃᒪᐃᑦᑐᒧᑦ ᑭᓯᐊᓂ ᐃᖅᑲᖅᑐᐃᕕᒻᒦᓐᖔᖅᑐᒧᑦ 

ᑎᒍᓯᒍᓐᓇᐅᑎᒥᑦ ᐱᓗᑎᑦ ᐱᑎᑕᐅᒋᐊᖃᓲᑦ ᐸᓖᓯᒃᑯᑦ. 

ᐊᒻᒪ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓪᓗᑦᑕᐅ ᑐᑭᓯᒋᑲᓐᓂᕈᑎᔅᓴᓂᒃ 

ᕿᓂᕋᐃᒻᒪᑕ ᐅᖃᐅᔾᔭᐅᒋᐊᓲᑦ ᐃᖅᑲᖅᑐᐃᔨᒥᑦ 

ᐸᐃᑉᐹᖅᑖᖁᔭᐅᓪᓗᑎᑦ ᑕᑯᔪᓐᓇᕈᑎᒥᑦ ᐃᓯᕈᓐᓇᕈᑎᒥᑦ. 

ᐅᕝᕙᓘᓐᓃᑦ ᐊᔾᔨᓕᐅᖅᓯᒪᔪᓂᒃ ᐅᐊᑦᑎᔾᔪᑎᖏᓐᓂ 

ᓂᐱᓕᐅᖅᓯᒪᔪᖅᑕᖃᕐᓂᖅᑲᑦ ᐊᓪᓚᕕᖓᓗ ᐃᓵᖅᑕᐅᓗᓂ 

ᑐᓂᒐᔭᖅᑕᕗᑦ ᐊᔾᔨᓕᐅᖅᑕᒦᑦ ᐸᓖᓯᒃᑯᓐᓄᑦ. ᐊᒻᒪᑦᑕᐅ 

ᐃᓛᓐᓂᒃᑯᑦ ᖃᐅᔨᖃᑦᑕᖅᓯᒪᒻᒥᔪᒍᑦ ᖃᕋᓴᐅᔭᒦᑦᑐᓂᒃ 

ᐸᓯᔭᔅᓴᐅᔾᔪᑎᔅᓴᓪᓚᕆᐅᔪᓂᒃ ᖃᕋᓴᐅᔭᖁᑎᑦᑎᓐᓂ 

ᐴᖅᑲᖅᑕᐅᓯᒪᔪᓂᒃ ᐸᓖᓯᒃᑯᓐᓄᓪᓗ 

ᑕᑯᔭᐅᒍᓇᖅᑎᑕᐅᖃᑦᑕᖅᓯᒪᔪᑦ ᐃᖅᑲᖅᑐᐃᔨᒥᑦ 

ᐸᐃᑉᐹᖅᑖᖅᓯᒪᑎᓪᓗᒋᑦ. ᓈᓴᐅᑎᓕᒃ 48S−ᖓᓂ 

ᓴᖅᑭᖅᓯᓂᕐᒥᑦ ᑐᕌᖓᔪᐃᑦ ᑕᖅᑲᒃᑯᓄᖓ ᑭᒃᑯᐃᓐᓇᕐᓄᑦ. 

ᐱᒻᒪᕆᐅᔪᕐᔪᐊᕌᓘᑉᐸᑦ ᑭᒃᑯᓕᒫᓄᑦ ᑐᓴᖅᑕᐅᒋᐊᖃᕐᓗᓂ, 

ᐊᑕᐅᓯᑐᐊᕐᒥᑦ ᓴᐳᒻᒥᑦᑎᒍᑕᐅᒐᓱᒃᑲᔭᓐᖏᑦᑐᖅ.  

 

ᑐᐊᕕᕐᓇᖅᑐᖃᖅᑎᓪᓗᒍᓘᓐᓃᑦ ᓴᖅᑭᖅᓯᓴᕋᐃᕆᐊᖃᖅᑲᑕ 

ᐊᒻᒪ ᓈᒻᒪᓂᐊᖅᑑᔮᖅᑲᑦ ᓴᖅᑭᑕᐅᑦᑕᐅᑎᒋᑉᐸᑦ, 

ᑕᐃᒪᐃᓲᖑᔪᑦ. ᐃᓛᓐᓂᒃᑯᓪᓗ ᕿᔅᓵᑦᑐᓄᑦ ᐃᓚᒌᓐᓄᑦ 

ᑐᑭᓯᑎᑦᑎᓲᖑᒻᒥᔪᑦ ᓱᒻᒪᑦ ᐃᓛᒃ ᖃᓄᐃᓕᕐᓂᕐᒪᖔᖅ 

ᑕᐃᓐᓇ ᓇᓪᓕᒋᔭᒥᓂᖓ ᐃᓅᒍᓐᓃᖅᑐᒥᓂᖅ. 

ᑕᐃᒪᐃᑦᑐᓂᑦ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ ᐃᓚᒌᓐᓄᑦ ᑐᓂᓯᓲᑦ 

ᐃᒫᒃ ᐃᓱᓕᓐᓂᖃᑦᑎᐊᕐᓂᐊᕐᖓᑕ ᐃᓅᒍᓐᓃᕐᓂᒥᓂᖓ. 

ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖓᓂ ᐊᓯᐊᓄᑦ ᑎᒥᖁᑎᖓᓄᑦ 

ᑐᓂᓯᖃᑦᑕᖅᑐᖃᕈᓐᓇᕐᒥᔪᖅ 

ᐃᒻᒥᓃᖅᑕᐃᓕᒪᑎᑦᑎᒐᓱᓪᓗᑎᒃ ᐊᒻᒪᓗᑦᑕᐅ ᑕᒪᐅᓇ 

ᓇᓪᓕᒍᓱᓐᓂᒃᑯᑦ ᒪᓕᓪᓗᑎᑦ ᓴᖅᑭᖅᓴᖃᑦᑕᕈᓐᓇᕐᒥᔪᑦ 

ᐃᓚᖏᓐᓄᑦ. ᒪᒥᐊᒃᑲᓗᐊᖅᑐᖓ ᓱᒃᑲᓕᔪᒥᑦ 

ᐅᖃᖅᑲᐅᒐᒪ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᑭᖑᓪᓕᖅ ᐊᐱᖅᑯᑎᒐ ᑲᒥᓴᓇᒧᑦ ᑐᕌᖅᑎᒍᒪᔭᕋ. 

ᐱᔾᔪᑎᖃᖅᑐᖅ ᖃᐅᔨᒃᑲᖅᓯᓂᕐᒥᑦ 

ᐃᓵᖅᑕᐅᔪᖃᕐᓂᕋᐃᑉᐸᑦ ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᓂᒃ. 

ᐅᖃᖅᑲᐅᒐᕕᑦ ᑕᐃᒪ, ᐅᖃᖅᓯᒪᒍᕕᑦ ᐅᓂᒃᑳᓂᑦ 

ᐊᑕᐅᓯᕐᒥᒡᒎᖅ ᖃᐅᔨᓐᓂᕋᕕᑦ ᐃᓵᖅᑕᐅᔪᒥᓂᕐᒥᑦ 
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timeline on that. (interpretation) Thank you, 

Mr. Chairman.  

 

Chairman: Thank you. Before I go to my 

next name, can I get a clarification on the 

process? The regulations are in draft form 

right now. Is the Government of Nunavut 

anticipating waiting until those regulations 

are complete before they move forward with 

actual agreements with outside entities? 

Maybe if somebody could nod their head on 

who would be best to respond to that. Mr. 

Witzaney. 

 

Mr. Witzaney: Sorry. (interpretation) Thank 

you, Mr. Chairman. (interpretation ends) My 

apologies.  

 

 

I actually worked as a policy analyst on the 

Police Act, so I have some former knowledge 

on this one. My understanding is that because 

the regulations outline how the civilian 

oversight mechanism works, and I think 

there’s one other cultural advisor, I believe, 

how they interact with the police force, it’s 

required to have those regulations before we 

can enter into an agreement because it’s 

central to the powers that they will have and 

how they have to interact with the public. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you for clarifying that. 

The next name on my list: Ms. Quassa. 

 

Ms. Quassa (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) My questions 

are for the commissioner in regard to 

information technology. You indicated on 

page 9 of your 2022-23 annual report that 

you have been “investigating another GN 

network drive, known as the Y-drive” and 

that you “plan to table my report in the 

Legislative Assembly sometime in the new 

[fiscal] year.” Can you describe the purpose 

of the network Y-drive and can you clarify 

ᑲᓐᖑᓇᖅᑐᖁᑎᖏᓐᓂ. ᐱᕙᓪᓕᐊᔪᓕᕆᔨᒃᑯᑎᒍᑦ. 

ᑭᖑᓪᓕᕐᓕ ᐊᐱᖅᑯᑎᒋᓕᖅᑲᕋ. ᓈᒻᒪᒋᕕᐅᒃ ᑕᒪᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᖁᑏᑦ ᐃᓵᖅᑕᒥᓂᓕᒫᖑᔪᐃᑦ ᒫᓐᓇ 

ᖃᐅᔨᒃᑲᐃᔾᔪᑕᐅᑦᑎᐊᖃᑦᑕᓕᕐᖓᑕ, 

ᐃᓵᖅᑕᐅᔪᖃᕐᓂᕋᐃᒻᒪᑦ. ᓈᒻᒪᓕᖅᑐᖅ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᐃᖅᑲᐃᑎᒋᐊᑐᐃᓐᓇᕐᓗᒋᖅᑲᐃ ᑲᑎᒪᔩᑦ, ᑲᑎᒪᔩᑦ 

ᐅᖃᐅᓯᕆᔭᖓ ᐅᖃᐅᓯᕆᒋᐊᕐᓗᒍ. ᑕᐃᓐᓇ 

ᐃᖅᑲᓇᐃᔭᕆᐊᓕᕋᑖᒥᓂᐅᑎᓪᓗᖓ ᓴᖅᑭᓚᐅᖅᓯᒪᒻᒪᑦ, 

ᐊᕐᕌᒍᐸᓗᒻᒥ ᐃᖅᑲᓇᐃᔭᓕᖅᑎᓪᓗᖓ ᓄᓇᑦᓯᐊᕐᓄᑦ 

ᐱᕙᓪᓕᐊᔪᓂᑦ ᐅᖃᓕᒫᖅᑎᓪᓗᖓ ᖃᐅᔨᓚᐅᖅᓯᒪᒐᒪ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓵᖅᓯᒐᓱᑦᑐᖃᕐᓂᕐᖓᑦ 

ᑳᓐᑐᕌᒃᑦ−ᖃᖅᑎᐅᔪᒥᑦ. ᐃᓕᓐᓂᐊᖅᑎᓂᑦ 

ᐅᖃᐅᓯᖃᖅᑐᓂ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᑦ 

ᐴᖅᑲᐃᕕᒋᓯᒪᔭᒥᓂᖏᓐᓂ ᐃᓕᓐᓂᐊᖅᑎᓄᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓂᒃ ᓄᐊᑦᑎᕕᖃᕐᖓᑕ. 

ᐃᓕᓐᓂᐊᖅᑎᓕᒫᕌᓗᓐᓂᑦ ᐱᔾᔪᑎᖃᖅᑐᓂ ᓄᓇᕗᒻᒥ. 

ᐊᒻᒪᓗ ᐃᔅᓯᕙᐅᑕᖅ ᐊᐱᖅᑯᑎᒋᖅᑲᐃᔭᐃᑦ ᐃᓱᒪᒋᓪᓗᒍ. 

ᓇᒦᑎᑕᐅᖃᑦᑕᖅᑲᓂᒃᑯᐊ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᐃᑦ?  

 

ᑕᐃᒃᑯᐊᓕ ᖃᕋᓴᐅᔭᒦᑎᑕᐅᓐᓂᓚᐅᖅᓯᒪᔪᑦ ᐊᓐᑎᐅᕆᔪᒥ. 

ᒫᓂ ᐱᔨᑦᑎᕋᐅᑎᑕᖃᓐᖏᒻᒪᑦ ᓄᓇᕘᒥ ᑕᐃᒃᑯᐊᓕ 

ᐃᓵᖅᑕᒥᓃᑦ ᐊᓐᑎᐅᕆᔪᒥᓃᑦ ᐊᓐᑎᐅᕆᔪᒦᑦᑐᐃᑦ, 

ᓇᒻᒥᓂᖃᐅᑎᓕᒻᒦᑦᑐᐃᑦ ᐊᓐᑎᐅᕆᔪᒥ. ᑕᐃᒪᓕ 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ ᖃᕋᓴᐅᔭᖓ 

ᖃᒥᑦᑕᐅᓯᒪᒋᐊᖃᓚᐅᖅᑐᖅ 

ᐱᓇᓱᐊᕈᓯᓕᒫᖑᕙᓪᓚᐃᔪᒥᑦ, ᑕᐃᒃᑯᐊ 

ᐃᑭᒃᑲᓐᓂᖅᑎᑦᑎᖁᔨᓚᐅᖅᓯᒪᒐᓗᐊᕐᖓᑕ ᐃᓕᓐᓂᐊᖅᑏᑦ 

ᐱᔭᕇᓕᖅᑎᓪᓗᒋᑦ ᖃᐅᔨᓴᕈᑎᒥᓂᖏᓐᓂ, 

ᖃᐅᔨᓴᖅᑕᐅᒍᑎᒥᓂᖏᓐᓂ ᓴᖅᑭᖅᓯᒍᒪᓪᓗᑎᑦ.  

 

ᑭᓯᐊᓂᓕ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ 

ᐃᓵᖅᑕᐅᓯᒪᔫᔮᓚᐅᖅᓯᒪᓐᖏᒻᒪᑕ ᐊᓯᖔᖓᓂᒃ 

ᐃᓱᒫᓗᓇᖅᑐᖃᖅᑐᓂ. ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᓪᓕᑦᑕᐅ 

ᑎᓪᓕᑦᑐᖃᕐᓂᖅᑲᑦ ᐅᖃᐅᓯᖃᖅᑐᓂᑦ 

ᐃᓕᓐᓂᐊᖅᑐᓕᒫᕌᓗᓐᓂᒃ ᓄᓇᕗᒻᒥ 

ᑕᐃᒪᐃᑦᑐᒥᓂᐅᓱᒋᑲᐃᓐᓇᓚᐅᖅᓯᒪᒐᑦᑎᒍ ᑭᓯᐊᓂ 

ᑕᐃᒪᐃᑦᑐᒥᓂᐅᔪᓐᖏᑦᑐᖅ. ᐅᖃᓕᒫᖅᑐᒋᑦ ᖃᐅᔨᔪᔭᒃᑲ 

ᑐᓴᕆᐅᔪᔭᒃᑲ ᐱᕙᓪᓕᐊᔪᓂᑦ ᐅᖃᓕᒫᖅᑐᖓ. ᐊᒻᒪ 

ᐊᐱᕆᓪᓗᒋᑦ ᒐᕙᒪᒃᑯᑦ ᓱᒻᒪᑦ ᑕᒪᒃᑯᐊ ᐅᕙᓐᓄᑦ 

ᐅᓂᒃᑳᕆᔭᐅᓯᒪᓐᖏᓚᑦ. ᑕᐃᒃᑯᐊᒎᖅ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᖏᑦ ᐅᕙᓐᓄᑦ ᐅᓂᒃᑳᕆᐊᖃᕐᖓᑕ 

ᖃᐅᔨᒪᓐᓂᖏᑦᑐᐃᒡᒎ.  
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what specific concerns you have regarding its 

use? (interpretation) Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, the first thing I 

would like to do is clarify one thing from the 

sentence that the Member just read. This was 

the first special report that I did and so when 

I wrote this annual report, I anticipated that I 

would be tabling it in the Legislative 

Assembly. Later I changed my mind about 

that and then I issued my report in the same 

way that I issue all of my reports, rather than 

tabling it here in the legislature, and so this 

report did come out. It did come out in the 

following fiscal year, if you know what I 

mean, which is why it’s not specifically 

covered in this report. It is a public document 

and received lots of publicity. In fact, we 

received a response. As I recall, it was from 

the Premier as Minister of Executive and 

Intergovernmental Affairs on behalf of the 

entire GN. I just wanted to clarify that. My 

report says that I would be tabling it in the 

Legislative Assembly; I published it in a 

different manner. 

 

With that detail out of the way, the 

Government of Nunavut holds an enormous 

amount of information. The amount of 

information that the Government of Nunavut 

holds is just astonishing, and a lot of that 

information is kept in places that are called, 

using the technical English word, a drive. It 

is a network drive, but it’s like a giant 

warehouse, a warehouse where all the 

information is stored, and then when an 

employee of the Government of Nunavut 

needs to retrieve that information, they go 

onto their computer, they go to the place in 

the warehouse where that document is held, 

and then they can look at it, change it, save it 

again, and all that kind of thing. That kind of 

thing is happening thousands and thousands 

ᓈᒻᒪᒋᕙᕘᑦ ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᐃᑦ 

ᐃᓵᖅᑕᐅᓐᓂᕋᐃᒻᒪᑕ ᐅᓂᒃᑳᕆᔭᐅᖃᑦᑕᕐᒪᖔᑕ 

ᐅᕙᓐᓄᑦ? ᐋᒡᒐᓪᓚᕆᒃ. ᓈᒻᒪᒋᓐᖏᓪᓚᕆᑦᑕᒃᑲ 

ᐅᖃᐅᓰᓐᓇᐅᕙᓐᖏᑦᑐᑦ. ᖃᑦᑎᓂᒃᑭᐊᖓᐃ 

ᐱᓐᖐᓇᖅᐸᑉᐳᖓ? ᖃᐅᔨᒪᔾᔪᑎᔅᓴᖅᑕᖃᓐᖏᑦᑐᖅ. 

ᐃᓱᒪᒐᓗᐊᖅᑐᖓ ᐱᑕᖃᒃᑯᓂᖅᑐᒋᓪᓗᒍ ᑭᓯᐊᓂ 

ᑐᑭᓯᒍᓐᓇᐸᓐᖏᑦᑐᖓ ᖃᑦᑏᓐᓇᑯᓗᓐᓂᑦ 

ᖃᐃᑦᑎᔭᐅᕙᒻᒪᖔᕐᒪ. ᐊᓯᖏᓐᓂ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᓪᓕ 

ᐊᒥᓲᓂᖅᓵᓗᓐᓂᑦ ᐱᕙᒻᒪᑕ. 

ᑎᒃᑯᐊᕋᔅᓴᖃᓐᖏᑦᑎᐊᕆᓪᓗᖓᓗ ᑕᐃᒪᐃᑎᑦᑎᔪᒥᑦ. 

ᐅᓂᒃᑳᕐᕕᐅᕙᓐᖏᓐᓇᒪ ᑭᓯᐊᓂ. ᐊᒻᒪ ᐅᖃᕈᒪᔪᖓ 

ᐅᑉᐱᕆᓱᒃᑲᒪ ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᑦ 

ᐅᓂᒃᑳᖃᖃᑦᑕᖅᑐᒋᓪᓗᒋᑦ ᑲᓐᖑᓇᖅᑐᑦ 

ᐃᓵᖅᑕᐅᒐᐃᑉᐸᑕ ᐃᓘᓐᓇᖏᓐᓂ, ᓱᒻᒪᑦ ᐅᑉᐱᕆᕕᒃᑲ?  

 

ᖃᐅᔨᒪᔫᔮᕐᖓᑕ ᐱᓕᕆᐊᒥᓂᒃ ᐊᔅᓱᐊᓗᓪᓗ 

ᐱᓕᕆᓚᐅᖅᓯᒪᓪᓗᑎᒃ −ᓂᕋᖅᑐᑎᒃ. 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᓗ ᑲᒪᒋᔭᐅᑦᑎᐊᓪᓚᕆᒐᓱᓲᖑᒻᒪᑦ 

ᐃᖅᑲᓇᐃᔮᕆᒻᒪᒍ. ᐃᖅᑲᓇᐃᔭᖅᑎᖃᖅᑐᑎᓪᓗ 

ᐱᑐᐊᕋᐃᒻᒪᑕ ᐅᓂᒃᑳᓕᐊᒥᓂᕐᓂᑦ ᓇᒧᓐᖓᕆᐊᖏᑕ 

ᖃᐅᔨᒪᑦᑕᐅᑎᒋᓲᖑᒻᒪᑕ. 

ᖃᐅᔨᓴᖅᑕᐅᒋᐊᖃᕐᒪᖔᕐᓘᓐᓃᑦ 

ᐅᓂᒃᑳᖑᒃᑲᓐᓂᕆᐊᖃᕐᒪᖔᕐᓘᓐᓃᑦ 

ᖃᓄᐃᑦᑐᖃᕐᓂᕐᒪᖔᖅ. ᑖᓐᓇ ᐅᖃᐅᓯᕆᔪᒪᔭᕋ ᐊᕐᕌᓂ 

ᐅᕙᓃᑦᑐᖓ ᑲᒪᒋᖃᑦᑕᕋᒃᑯ ᐊᒥᓲᓂᖅᓴᓂᑦ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᓐᓂ ᐅᓂᒃᑳᕐᕕᐅᕙᑦᑐᖓ 

ᑲᓐᖑᓇᖅᑐᓂᒃ ᐃᓵᖅᑕᒥᓂᐅᔪᓂᒃ ᐊᓯᖏᓐᓂ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᖏᓐᓂ. ᐃᒃᑯᐊᖅᑲᐃ ᑲᒪᑦᑎᐊᓐᖏᓛᖑᒻᒪᑕ? 

ᐋᒡᒐᐅᕙᓪᓚᐃᔪᖅ ᑲᒪᑦᑎᐊᓛᖑᕙᓪᓚᐃᔪᐃᑦ.  

 

ᑲᓐᖑᓇᖅᑐᑦ ᐃᓵᖅᑕᐅᒐᐃᒻᒪᑕ 

ᖃᐅᔨᒃᑲᐃᑦᑕᐅᑎᒋᓲᖑᒻᒪᑕ ᐅᕙᓐᓂᑦ. ᑕᒪᓐᓇ 

ᐅᖃᐅᓯᕆᖅᑲᐅᔭᒪ ᐃᓚᒋᑦᑎᐊᕐᖓᒍ. ᐊᓯᖏᓪᓕ 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕕᖏᑦ ᑕᐃᒪᐃᑉᐸᓚᐅᓐᖏᒻᒥᔪᑦ. ᐊᓯᖏᑦ 

ᑎᒥᐅᔪᑦ ᑎᒍᒥᐊᓪᓚᕆᑉᐸᑦᑐᑦ ᑐᓴᕋᔅᓴᕆᔭᐅᔪᓂᑦ 

ᓇᒻᒥᓅᖅᓯᒪᔪᓂᒃ. ᑲᓐᖑᓇᖅᑐᓂᑦ 

ᓯᖁᒥᑦᓯᔪᖃᖅᐸᖏᓐᓂᖓᓄᑦ ᐅᕝᕙᓗ 

ᖃᐅᔨᒪᓐᖏᓐᓂᖏᓐᓄᑦ ᑐᓴᑐᐊᕌᖓᒥ ᑲᓐᖑᓇᖅᑐᓄᑦ 

ᓯᖁᒥᑦᓯᒍᑎᐅᔪᓂᒃ. ᑭᐅᓪᓗᒍ ᐊᐱᖅᑯᑏᑦ. 

ᖃᐅᔨᒃᑲᐃᓪᓚᕆᒍᓐᓇᖅᐳᖓ ᓯᖁᒥᑦᓯᔪᖃᖅᐸᒋᐊᖓ 

ᑲᓐᖑᓇᖅᑐᓅᓕᖓᔪᑦ. ᐋᒡᒐ, ᑭᓯᐊᓂ ᐅᑉᐱᕆᓪᓗᒍ 

ᑕᑯᖃᑦᑕᖅᑕᒃᑲ ᓄᓇᕗᒻᒥ ᑲᓇᑕᒥᓪᓗ 

ᑕᐃᒪᐃᑦᑐᒨᓕᖓᔪᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᔅᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᐊᐱᖅᑯᑎᒋᓂᐊᓕᕐᒥᒃᖢᒍ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᑖᒃᑯᐊ 
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of times every day across the Government of 

Nunavut. 

 

Okay, so the fundamental issue that I 

identified with this warehouse, again using 

the technical name, the Y-drive, and when I 

say “Y” that is, for our television audience, 

the English letter “Y” drive. It’s the Y-drive. 

That’s the big one where people put most of 

their information, but it’s like a warehouse 

and Community and Government Services is 

responsible for the warehouse, for making 

sure that the warehouse exists, that it 

functions the way that it’s supposed to 

function. Really, after that, they say to the 

departments, “What you do inside of 

warehouse is up to you.” They supply the 

warehouse, but then within the warehouse, 

every department has got its own room and 

what happens inside that room is up to the 

department. 

 

Let’s just say that different departments 

approach the task differently. Some of them 

were very tidy, orderly, and careful about 

privacy; most were not. Why does that 

matter? Well, it matters because a typical 

Government of Nunavut employee could go 

into their department’s Y-drive, they could 

go into that room in the warehouse and see a 

whole lot of information that they should not 

have been able to see because, unless you’re 

very careful, every document is open to 

everybody. I don’t mean everybody out in 

the world; I mean everybody inside the 

department. 

 

There are lots of people who could see very 

private information that they didn’t need to 

see to do their job. It might be about their 

family, their neighbours, their friends, or 

their co-workers and they didn’t need to see 

it for their job, but because of the way the Y-

drive was put together, everybody could see 

that information. That’s a privacy problem. 

Why is it a privacy problem? Because one of 

ᓯᖁᒥᑦᑎᔪᑦ ᑲᓐᖑᓇᖅᑐᒃᑰᓕᖓᔪᓂᒃ 2019 

ᑐᓴᖅᑎᑦᑎᔪᓐᓇᖅᐲᑦ ᓈᐃᓈᕐᓗᒍᖃᐃ ᐃᓗᓕᖏᑦ 

ᐊᑐᐊᒐᐅᑉ? ᐅᓂᒃᑳᕆᓗᒍ ᐱᐅᓯᐅᒋᐊᖃᖅᐸᑦᑐᑦ 

ᐱᖅᑯᓯᐅᒋᐊᓖᑦ ᓯᖁᒥᑦᓯᔪᖃᖅᑐᒥᓂᐅᓂᖓ 

ᑲᓐᖑᓇᖅᑐᒃᑰᓕᖓᔪᒥᑦ ᓇᓗᓇᐃᖅᓯᔪᖃᕌᖓᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓇᒦᒃ. ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᐊᑲᐅᓈᖅᓯᒪᕗᖅ ᓯᕗᓕᐅᖅᓯᒪᖃᑕᐅᒐᒪ 2019−ᒥ 

ᕿᒥᕐᕈᓚᐅᖅᓯᒪᓪᓗᒍ ᐊᑐᐊᒐᖅ. ᑕᑯᑎᑦᓯᔪᖅ ᖃᓄᖅ 

ᐅᓂᒃᑳᕆᔭᐅᕙᓐᓂᖏᑕ ᓯᖁᒥᑦᓯᒍᑎᐅᔪᑦ 

ᑲᓐᖑᓇᖅᑐᒃᑰᓕᖓᔪᓂᑦ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓂ. ᑖᒃᑯᐊ 

ᒪᓕᒋᐊᖃᖅᑐᑦ ᐅᕝᕙᓘ ᓇᓗᓇᐃᖅᓯᒍᑎᐅᒋᐊᖃᖅᑐᑦ 

ᑐᓴᖅᑎᑕᐅᓗᓂᒋᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᐅᔪᖅ. 

ᓇᓗᓇᐃᖅᓯᒐᓱᓲᖑᔪᑦ ᑖᒃᑯᐊ ᓇᐅᒃᑯᑦ 

ᑎᑎᕋᖅᓯᒪᔪᒃᑰᕐᒪᖔᑕ ᑲᓐᖑᓇᖅᑐᒃᑰᖓᔪᒥᓃᑦ. 

ᓱᖅᑯᐃᑦᓴᐅᑦᓴᕆᐊᖃᖔᑕᓗ ᑕᒪᒃᑯᐊ ᑖᓐᓇ 

ᐱᐅᓯᐅᔭᕆᐊᖅ ᑎᑎᕋᖅᓯᒪᔪᖅ ᑭᒃᑯᑦ ᑐᓴᖅᑎᑦᓯᔪᔅᓴᐅᕙᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᔪᒥᑦ, ᑭᓇᓗ ᑲᒪᔨᐅᕙ 

ᓇᐅᑦᓯᖅᑐᒋᐊᖃᓲᖑᕙ ᑲᓐᖑᓇᖅᑐᒨᓕᖓᕈᔪᑦᑐᓂᒃ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. ᑕᕝᕙ 

ᐊᐱᖅᑯᑎᒋᓂᐊᓕᕆᕙᕋ ᐃᓛᒃ ᓱᓕ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓄᑦ 

ᓈᒻᒪᒃᓵᓂᑉᐱᑦ ᐃᓕᓐᓂᐊᖅᓯᒪᑎᕙᓐᓂᖏᑕ ᒥᓂᔅᑕᐅᑉ 

ᑐᖏᓕᖏᑦ ᐱᓕᕆᔨᖏᓪᓗ ᐃᓗᓕᖏᓐᓂ 

ᐱᒻᒪᕆᐅᑎᒋᓂᖏᓪᓗ ᓯᖁᒥᑦᓯᓂᐅᕙᑦᑐᑦ 

ᑲᓐᖑᓇᖅᑐᒃᑰᓕᖓᔪᓂᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᓯᕗᓪᓕᖅᐹᒥᖅᑲᐃ ᐃᓱᒫᓘᑕᐅᔪᒧᑦ 

ᓯᖁᒥᑦᑎᒍᑎᐅᕙᑦᑐᓂᒃ ᐃᓱᒫᓘᑕᐅᖏᓐᓇᖅᑐᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐃᓇᑦᓯᒐᓱᑉᐸᑉᐳᒍᑦ 

ᐃᓕᓐᓂᐊᕐᔫᒥᖃᑦᑕᖁᓪᓗᒋᑦ ᐱᕙᓪᓕᐊᒍᑎᒃᓴᓂᑦ 

ᐱᑕᖃᑦᓯᐊᕋᑦᑕ ᑖᒃᑯᐊᓗ CBS−ᑯᑦ ᐃᓚᐅᔪᑦ. 

ᐱᓗᐊᖅᑐᒥᓪᓗ ᒥᓂᔅᑕᐃᑦ ᑐᖏᓕᖏᓐᓄᑦ ᐅᕙᑉᑎᓐᓄᑦ 

ᑖᓐᓇ ᑲᒪᒋᓇᓵᕆᔪᒻᒥᔭᕗᑦ ᐊᕐᕌᒍᒋᔭᑦᑎᓐᓂ, 

ᐊᕐᕌᓂᐅᓚᐅᕐᒥᔪᖅᑕᐅ. ᑖᒃᑯᐊ ᐱᔨᑦᓯᓕᕆᔨᒃᑯᑦ 

ᐋᖅᑭᑦᓱᐃᓕᖅᑎᓪᓗᒋᑦ ᑕᒪᑐᒧᖓ ᐋᖅᑭᒃᓯᒪᔪᒥᒃ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 
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the fundamental rules about privacy when 

you’re in the Government of Nunavut is you 

should only be able to see the information 

you need to do your job. You should only be 

able to see the information you need to do 

your job. The problem that I identified on the 

Y-drive was that far too many people could 

see far too much information that had 

nothing to do with their job. 

 

Maybe I’ll stop there, Mr. Chairman. That’s 

the problem. Perhaps we will have an 

opportunity to talk about possible solutions 

as well because I know that Community and 

Government Services, no doubt, will have 

something they would like to say, but that is 

my explanation, Member, of what the 

problem was that I identified. Thank you, 

Mr. Chairman. 

Chairman: Thank you. Just for the record, 

the Committee Members do have copies of 

the special report as well as the government’s 

response, so we are aware of the content. Ms. 

Quassa. 

 

Ms. Quassa (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Thank you 

for your response, commissioner. Can you 

describe the extent to which the government 

has been acting on your concerns? 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Mr. Steele. 

 

Mr. Steele: Mr. Chairman, in my special 

report, I made a number of recommendations 

to the government. The most fundamental 

recommendation was that the Y-drive needs 

to be replaced. Because of its design, it is not 

possible to fix the Y-drive to protect privacy 

the way it needs to be protected. However, I 

am not a technical computer expert. I 

recognize that. It is not my role to be making 

technical recommendations to the real 

experts who are in Community and 

Government Services about how to replace 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᐊᐱᕆᒃᑲᓂᕐᓗᒋᑦ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ. ᓯᖁᒥᑦᓯᓂᐅᔪᒧᑦ 

ᑲᓐᖑᓇᖅᑐᒃᑰᖅᑐᓂᒃ ᐊᑐᐊᒐᖅ. 2024−ᒥᖅᑲᐃ ᑭᓱᑦ 

ᐊᓯᔾᔨᓪᓚᑦᑖᖅᓯᒪᕙᑦ ᐊᑐᐊᒐᕐᒧᑦ ᑐᓐᖓᔪᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᐅᖃᐅᓯᕆᓗᐊᕈᓐᓇᓐᖏᒃᑲᓗᐊᖅᑕᒃᑲ ᐊᓯᔾᔨᕈᑎᐅᔪᑦ 

ᑲᓐᖑᓇᖅᑐᒃᑯᑦ ᓯᐊᕐᒪᕆᐊᖃᓐᖏᑦᑐᑦ ᓯᕗᓕᖅᑎᓂᒃ 

ᐱᓪᓗᒋᑦ ᑭᓯᐊᓂ ᐊᓯᔾᔨᖅᓯᒪᓂᖏᓐᓄᑦ ᐊᓪᓚᕝᕕᑎᓐᓂ 

ᐱᔨᑦᑎᕋᐅᑎᖃᕐᓂᖅᓴᐅᓂᑦᑎᓐᓄᑦ 

ᐊᓯᔾᔨᖅᑐᖃᓛᖅᑐᔅᓴᐅᕗᖅ ᐊᑐᐊᑦ ᑖᒃᑯᐊ ᖃᓄᖅ 

ᐅᓂᑳᖅᑕᐅᔪᔅᓴᐅᓂᖏᑦ ᑲᓐᖑᓇᖅᑐᒥᑦ 

ᓯᖁᒥᑦᓯᒍᑎᐅᓯᒪᔪᑦ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖏᓐᓂ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᕕᑦᓴᐃᓂ. ᑲᔪᓯᒋᐊᕈᒪᓕᕐᒥᔪᖓ 

ᐊᐱᖅᑯᑎᒋᓂᐊᖅᑲᐅᔭᓐᓄᑦ. ᐅᖃᖅᑲᐅᒐᒪ ᒪᑐᐃᕈᑎᓐᓂ, 

ᑕᓚᕖᓴᒃᑯᑦ ᓈᓚᓐᓂᖃᖅᑎᓪᓗᑕ ᐅᖃᐅᓯᖃᖃᑦᑕᓚᐅᕋᑦᑕ 

ᐱᓕᕆᖃᑎᒌᓐᓂᖏᓐᓂᒃ ᒐᕙᒪᒃᑯᑦ ᐊᑎᓕᐅᖅᑎᓪᓗᒋᑦ 

ᑐᓴᖅᑎᑦᑎᒋᐊᖃᓐᖏᓐᓂᕐᒧᑦ ᐊᖏᖃᑎᒌᒍᑎᓂᒃ ᐊᒻᒪᓗ 

ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ ᓴᐳᒻᒥᔭᐅᓂᖏᑦ 

ᑲᓐᖑᓇᖅᑐᑦ ᐱᖁᔭᕐᔪᐊᑦ. ᐊᒻᒪᓗ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ 

ᑐᑭᓯᒋᐊᕈᑎᓄᑦ ᒪᓕᒐᖅ ᐋᖅᑭᒃᑕᐅᓯᒪᒻᒪᑦ 

ᓴᖅᑭᔮᖅᑎᑦᑎᓂᕐᒧᑦ ᓴᖅᑭᔮᑦᑎᐊᕐᓂᕐᒥᑦ ᐊᒻᒪᓗ 

ᑭᐅᑦᑕᖃᑦᑕᕈᓐᓇᓂᕐᒥᑦ ᒐᕙᒪᒃᑯᓐᓂᑦ, 

ᑐᓴᖅᑎᑦᑎᓂᒃᑰᖏᑦᑐᖅ ᐊᖏᕈᑎᐅᔪᑦ, ᐃᓱᒫᓘᑎᑕᖃᖅᑯ 

ᓴᖅᑮᓂᕐᒧᑦ ᐊᖏᕈᑎᐅᔪᓂᑦ ᐊᖏᔫᓗᐊᖅᑲᑦ ᐊᒻᒪᓗ 

ᓴᖅᑮᑦᑕᐃᓕᓂᖅ ᑐᑭᓯᒋᐊᕈᑎᓂᒃ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᑐᕌᖓᒋᐊᖃᖅᑐᓂᒃ, ᓱᓕ, ᐃᓱᒫᓘᑎᐅᕙ. 

 

ᑭᓯᐊᓂ ᓯᕗᓪᓕᖅ ᐊᐱᖅᑯᑎᒐ ᒐᕙᒪᒃᑯᓐᓄᑦ, 

ᐅᖃᐅᓯᐅᓗᐊᖅᓯᒪᓐᖏᒻᒪᑦ ᖃᓄᖅ ᐊᐅᓚᓂᖃᕐᒪᖔᖅ 

ᐅᕝᕙᓘᓐᓃᑦ ᖃᑦᑎᓪᓚᑦᑖᖑᒻᒪᖔᑕ 

ᑐᓴᖅᑎᑦᑎᒋᐊᖃᓐᖏᑦᑐᑦ ᐊᖏᕈᑦ ᓄᓇᕗᒻᒥ ᒐᕙᒪᒃᑯᑦ 

ᐊᑎᓕᐅᖅᐸᑦ, ᑕᐃᒪᐃᒻᒪᑦ ᖃᐅᔨᔪᒪᕗᖓ 

ᑐᑭᓯᒋᐊᒃᑲᓐᓂᕈᓐᓇᕐᒪᖔᖅᑕ ᖃᓄᖅ ᐊᐅᓚᓂᖃᕐᒪᖔᖅ 

ᐊᑎᓕᐅᕆᐊᖓ ᓴᖅᑮᒋᐊᖃᓐᖏᓂᕐᒧᑦ ᐊᖏᕈᒻᒥᑦ, ᑭᒃᑯᑦ 

ᐱᔪᓐᓇᕐᓂᖃᖅᐸᑦ, ᒥᓂᔅᑕᒨᖅᐸᑉᐹ, ᒥᓂᔅᑕᐅᑉ 

ᑐᖏᓕᖓ? ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑎᒎᖅᑐᐃᓐᓇᐅᕚᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᒥᓂᔅᑕᐅᕝᕕᐅᔪᑦ ᓇᒻᒥᓂᖅ ᐱᔪᓐᓇᖅᐹᑦ?  
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the system, what to replace it with, and how 

quickly they need to move.  

 

I have told them that “My overall 

recommendation is you need a better system. 

You need a better warehouse for the 

information that protects privacy.” How, 

when, and with what they do it, I have left up 

to their best judgment, given budget 

priorities and procurement and all those 

things. I know this is a multi-year task, but I 

think that they are probably, at the end of the 

day, better placed than I am to give the 

Member specific information about what is 

happening as a result of the recommendation 

that I made. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Quassa. 

 

Ms. Quassa (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Thank you 

for your response. You indicated on pages 9 

and 10 of your 2022-23 annual report that the 

“QEC’s response to the January 2023 [cyber] 

attack was a model of ATIPP compliance.” 

Can you describe how your office was 

involved in the response to the cyberattack? 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, the Members will 

recall that this morning I said that under the 

privacy law, there’s an obligation on the 

Government of Nunavut to notify me right 

away when there’s a serious privacy breach 

or where there’s an incident which makes it 

look like there’s a real danger of a privacy 

breach. 

 

What the Qulliq Energy Corporation did was 

they notified me right away. I can’t 

remember if it was the same day. It was a 

phone call from the president. I remember 

that. They didn’t send me a letter in the mail; 

he didn’t send me an email. He called me and 

ᐊᒻᒪᓗ ᐱᒻᒪᕆᐅᓂᖅᓴᐅᓪᓗᓂ, ᖃᓄᑎᒋ ᑕᒪᒃᑯᐊ 

ᑐᓴᖅᑎᑦᑎᖃᑦᑕᖏᓐᓂᕐᒧᑦ ᐊᖏᕈᑎᐅᔪᑦ 

ᐊᑎᓕᐅᖅᑕᐅᕙᑉᐸᑦ ᖃᖓᑐᐃᓐᓇᒃᑯᑦ ᐊᕐᕌᒍᒥ? 

ᑕᑯᔪᒪᒐᓗᐊᖅᑐᖓ ᑐᓴᒐᒃᓴᑐᐃᓐᓇᕐᓂᒃ 

ᑐᓴᖅᑎᑦᑎᔭᕆᐊᖃᓐᖏᓐᓂᕐᒧᑦ ᐊᖏᖃᑎᒌᒍᑎᓂᒃ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒪᑲᓚᐃᓐ.  

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᓴᖅᑎᑦᑎᓐᖏᓪᓗᓂ ᐊᖏᖃᑎᒌᖕᓂᖅ ᐊᑐᒐᔪᓐᖏᑦᑐᑦ 

ᓄᓇᕗᒻᒥ ᒐᕙᒪᒃᑯᓐᓂ. ᐅᕙᑦᑎᓐᓄᑦ 

ᐊᑐᖅᑕᐅᒐᔪᓐᓂᖅᐹᖑᔪᖅ ᑮᓇᐅᔭᓕᐅᕋᓱᐊᖅᑐᓄᑦ 

ᐋᔩᖃᑎᒌᑦᑎᓪᓗᑕ ᒐᕙᒪᒃᑯᑦ ᐃᓚᐅᑎᓪᓗᒋᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ ᐱᓕᕆᓂᕐᒧᑦ ᐋᔩᖃᑎᒌᓐᓂᒃᑯᑦ 

ᐋᔩᖃᑎᒌᓐᓂᒃᑯᑦ ᐋᔩᖃᑎᒌᓐᓂᒃᑯᑦ ᑳᑦᑐᓛᓄᑦ, ᐊᒻᒪᓗ 

ᐱᑦᔪᑎᒋᔭᖓ ᑕᒪᒃᑯᐊ ᑐᓴᖅᑎᑦᑎᒍᑕᐅᖏᑦᑐᑦ 

ᐊᖏᖃᑎᒌᒍᑎᐅᔪᑦ ᐅᖃᐅᓯᖃᐃᓐᓇᖃᑦᑕᖅᑐᑦ ᑲᑎᒪᕕᒻᒥ 

ᐊᒻᒪᓗ ᓴᖅᑭᑕᐅᖃᑦᑕᖏᓪᓗᑎᒃ ᐱᕙᓪᓕᐊᔪᓕᕆᔨᓄᑦ 

ᐊᒻᒪᓗ ᓴᖅᑭᑕᐅᓗᑎᒃ ᓴᖅᑭᑕᐅᒍᓐᓇᖅᓯᓚᐅᖏᓐᓂᖓᓂ. 

 

ᑭᐅᓗᒍ ᐊᐱᖅᑯᑏᑦ ᑕᒪᒃᑯᐊ ᑐᓴᖅᑎᑦᑎᖃᑦᑕᖏᓐᓂᐅᔪᑦ 

ᐊᖏᖃᑎᒌᒍᑕᐅᔪᑦ ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᑎᒎᖅᐸᒻᒪᑕ, 

ᐄ. ᐱᑕᖃᕆᕗᖅᑕᐅᖅ ᑎᑎᕋᖅᓯᒪᓂᕆᕙᒃᑕᑦᑎᓐᓂ 

ᑐᓴᖅᑎᑦᑎᓐᖏᓐᓂᕐᒧᑦ ᐊᖏᖃᑎᒌᒍᑕᐅᓯᒪᔪᓂ, 

ᐅᖃᖅᓯᒪᔪᒥᒃ ᖃᓄᑐᐃᓐᓇᖅ ᑐᓴᖅᑎᑦᑎᓐᖏᓪᓗᓂ 

ᐊᑐᖅᑕᐅᔭᕆᐊᖃᖅᐸᒃᑐᓂᒃ ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᐊᕆᓪᓚᕆᒋᐊᖃᖅᑕᖏᑦ ᓇᓗᓇᓐᖏᑦᑎᐊᖅᖢᓂ 

ᒪᓕᖕᓂᑦᑎᓐᓂᒃ ᐊᑐᕈᓐᓇᕐᓂᕐᒧᑦ ᑐᓴᖅᑕᐅᔪᒃᓴᓂᒃ 

ᓴᐳᔾᔨᓯᒪᓂᕐᓗ ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ ᐱᖁᔭᕐᒥᒃ, 

ᑭᓯᐊᓂᓕ ᓴᖅᑭᑕᐅᔭᕆᐊᖃᓪᓚᕆᑦᑐᓂᒃ ᑕᕝᕙᓂ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒥ ᐅᐱᓐᓇᕋᓂ ᒪᓕᒐᓕᐅᖅᑎᐅᔪᑦ 

ᖁᕕᐊᒋᔭᖃᕐᒪᑕ ᒪᓕᒐᓕᐅᖅᑎᐅᓂᕐᒧᑦ ᐱᔪᓐᓇᕐᓂᐅᔪᓂᒃ, 

ᐊᒻᒪᓗ ᐊᐱᕆᔭᕆᐊᖃᕐᒥᒐᑦᓯ ᒥᓂᔅᑕᐅᔪᓂᒃ ᐊᒻᒪᓗ 

ᑭᐅᔪᓐᓇᕆᐊᖃᖅᑐᑎᒃ, ᐊᒻᒪᓗ ᓴᖅᑭᑕᐅᓗᑎᒃ ᑮᓇᐅᔭᓂᒃ 

ᖃᐅᔨᓴᖅᑎᐅᔪᒧᑦ ᑮᓇᐅᔭᓅᖓᔪᓄᑦ. ᑕᒪᓐᓇ 

ᐊᑐᖅᑕᐅᒐᔪᓐᓂᖅᐹᖑᕗᖅ ᐅᖃᐅᓯᐅᓐᖏᓂᕐᒧᑦ ᓄᓇᕗᒻᒥ 

ᒐᕙᒪᒃᑯᓐᓄᑦ. ᐊᑎᓕᐅᖅᑕᐅᒃᑲᔪᑉᐳᑦ ᒥᓂᔅᑕᐅᑉ 

ᑐᖏᓕᐊᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᓇᓗᓇᐃᑦᑎᐊᕋᕕᐅᒃ. 

ᐅᖃᕋᑖᕋᕕᑦ ᐊᔾᔨᒌᑉᐸᖏᒻᒪᑕ, ᑐᕌᖓᓪᓗᐊᑕᕐᒪᑕ, 

ᐊᒥᓱᐊᖅᑎᖅᑐᑎᒃ, ᑮᓇᐅᔭᓕᐅᕋᓱᐊᖅᑐᓄᑦ ᐋᔩᕐᓂᕐᒧᑦ. 

ᓇᓗᓇᐃᖅᓯᔪᓐᓇᖅᐲᑦ ᖃᑦᑎᐅᒻᒪᖔᑕ ᐊᕐᕌᒍᒥ? 

ᐅᕝᕙᓘᓐᓃᑦ ᐱᑕᖃᑉᐸᑦ, ᐅᕝᕙᓘᓐᓃᑦ ᐊᑕᐅᓯᐅᖏᑦᑐᒥᒃ 

ᐊᕐᕌᒍᒥ? ᐊᒻᒪᓗ ᐱᕕᖃᑦᑎᑕᐅᑦᑎᐊᖏᓪᓗᑎᒃ, ᓄᓇᕗᑦ 
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said, “This has happened and we want you to 

know.” First of all, that was great. It was like 

right away. They’re not trying to keep it to 

themselves. They’re not trying to hide 

anything. They’re following the law which 

says that you’ve got to tell the commissioner 

because I’m an independent pair of eyes 

watching what they’re doing. Over the next 

few days and weeks, I stayed in touch with 

them. They were very forthcoming, they 

were very open, monitoring what they were 

doing, because my main concern as the 

privacy commissioner is, “Has personal 

information been stolen?” 

 

Now, Mr. Wells from Community and 

Government Services went through the 

government-wide ransomware attack 

in…gosh, is it already 2019? Is it that long 

ago now? For better or worse, the people at 

Community and Government Services are 

experts at how to respond to this kind of 

attack because they had to deal with it 

themselves.  

 

When there’s a ransomware attack, there are 

much larger issues to deal with, and Mr. 

Wells can talk to you for days about that, I’m 

sure. My concern, though, and I think our 

concern here today is the privacy aspect. Has 

personal information belonging to the people 

of Nunavut been stolen? I wanted to 

emphasize that because I’m not their 

technical advisor. I’m not the Qulliq Energy 

Corporation’s technical advisor on this. It 

was simply we were going back and forth on 

“Has any information been stolen? How will 

you know? When will you know? What are 

you doing to try to find out?”  

 

To cut a long story short, the answer at the 

end of the day was that they have satisfied 

themselves that no personal information was 

stolen in the cyberattack, but what I want to 

emphasize in answer to your question, 

Member, is that right from the first day, there 

ᒐᕙᒪᒃᑯᖏᑦ ᐃᖅᑲᖅᑐᐃᕕᒻᒨᕋᐃᒻᒪᑕ ᐊᒻᒪᓗ ᐊᖏᕐᓗᑎᒃ 

ᐃᖅᑲᑦᑐᐃᕕᐅᑉ ᓯᓚᑖᓂ, ᑕᒪᓐᓇ ᑕᐃᒪᐃᓪᓚᕆᑉᐹ? 

ᑕᒪᓐᓇ ᐱᖃᓯᐅᔾᔨᒐᔭᕆᕚ ᑐᓴᖅᑎᑦᑎᒍᑕᐅᒍᓐᓇᖏᑦᑐᒥᒃ 

ᐊᖏᖃᑎᒌᒍᑎᒥᒃ ᐊᑎᓕᐅᖅᑕᐅᓯᒪᔪᒥᒃ ᒐᕙᒪᒃᑯᓐᓂᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ ᓯᕗᓪᓕᖅᐹᖅ 

ᐊᐱᖅᑯᑎᒋᓵᖅᑕᐃᑦ, ᐊᑕᐅᓯᕐᒥᒃ ᒪᕐᕉᖕᓂᒡᓘᓐᓃᑦ 

ᐊᖏᕈᑎᓂᒃ ᐊᕐᕌᒍᒧᑦ ᐊᑕᐅᓯᕐᒧᑦ. ᒪᓕᑉᐳᖅ 

ᖃᑦᑎᐅᒻᒪᖔᑕ ᐋᔩᕈᑕᐅᓯᒪᔪᑦ ᑳᓐᑐᕌᓄᑦ ᒥᓂᔅᑕᐃᑦ 

ᑎᓕᓯᓯᒪᒻᒪᑕ ᐅᕙᑦᑎᓐᓂᒃ. ᐊᒻᒪᓗ ᑕᒪᒃᑯᐊ 

ᓇᐃᑦᑐᑯᓘᒐᔪᒻᒪᑕ, ᐊᑯᓂᐅᓂᖏᓐᓄᑦ ᐋᔩᖃᑎᒌᓐᓂᐅᔪᑦ. 

ᐊᐃᑉᐸᖓᓅᕋᓱᒃᓗᓂ ᐃᖅᑲᖅᑐᐃᕕᐅᑉ ᓯᓚᑖᓂ, 

ᐃᓛᓐᓂᒃᑯᑦ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄᑦ ᐊᖏᕈᑎᑦ 

ᐃᓚᒋᔭᐅᕗᑦ ᑖᒃᑯᓄᖓ ᓄᓇᓕᖕᓄᑦ. ᓴᐳᔾᔨᓂᐅᒃᑲᔪᑉᐳᖅ 

ᐃᓄᒻᒨᖓᔪᓂᑦ ᑐᑭᓯᒋᐊᕈᑎᐅᔪᓂᑦ ᐃᓄᓐᓄᑦ ᐊᒻᒪᓗ 

ᐃᓛᓐᓂᒃᑯᑦ ᓴᐳᔾᔨᓂᕐᒥᑦ ᓇᓗᓇᐃᖅᓱᖅᓯᒪᔪᓂᑦ 

ᑮᓇᐅᔭᓕᕆᓂᕐᒧᑦ ᐊᖏᖃᑎᒌᒍᒻᒥᑦ. ᑭᓯᐊᓂᓕ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᐅᔪᖅ ᐅᖃᖅᑲᐅᒻᒪᑦ, 

ᐊᒻᒪᓗ ᐊᖏᖃᑎᒋᓪᓚᕆᑦᑕᕗᑦ, ᑮᓇᐅᔭᐃᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑕ ᐊᑐᖅᑕᖏᑦ ᐱᓕᕆᕕᒋᒐᔅᓯᐅᒃ ᐊᒻᒪᓗ 

ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᐱᓕᕆᐊᖑᓪᓗᓂ, ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᓴᖅᑭᕋᔭᖅᑕᕗᑦ. ᑕᒪᓐᓇ ᑕᐃᒪᐃᒐᔪᒃᑲᔭᓐᖏᑦᑐᖅ ᑕᒪᓐᓇ 

ᐅᖃᐅᓯᐅᓗᐊᕋᔭᓐᖏᑦᑐᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓗᓂ, ᑭᓯᐊᓂ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑦ ᐊᔾᔨᒋᓐᖏᑕᖓᓂᒃ ᑎᓕᓯᓯᒪᒃᐸᑕ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᖁᔭᓐᓇᒦᒃᑲᓐᓂᖅ, ᒥᔅᑕ ᒪᒃᓕᐊᓐ. ᐊᐱᖅᑯᑎᒐ ᓱᓕ 

ᑐᕌᖓᒃᑲᓂᖅᑐᖅ ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᓐᓄᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᐃᖅᑲᖅᑐᐃᕕᒃᑰᕈᑕᐅᖃᑦᑕᖅᑐᑦ. 

ᖁᔭᒋᕙᒋᑦ ᐊᖏᖃᑎᖃᕐᓂᓯ ᑲᒥᓯᓇᐅᑉ 

ᐅᖃᐅᓯᕆᖃᑦᑕᓚᐅᖅᑕᖏᑦ ᑖᒃᑯᐊ ᑮᓇᐅᔭᑦ 

ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᓴᖅᑭᑕᐅᖃᑦᑕᓪᓗᐊᖕᓂᖏᓐᓂᑦ 

ᓈᒻᒪᒃᑳᖓᑦ ᓈᒻᒪᒃᑳᖓᓪᓗ.  

ᑕᐃᒪᓕ ᑭᖑᓪᓕᕐᒥ ᐊᐱᖅᓱᕐᓂᐊᓕᕐᒥᒐᒪ ᑕᒪᒃᑯᐊ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑎᒎᖅᑎᑕᐅᖃᑦᑕᖅᑐᑦ ᖃᓄᑎᒋ 

ᐊᑭᓖᖃᑦᑕᕐᓂᐊᕐᒪᖔᑕ ᐃᖅᑲᖅᑐᐃᕕᐅᑉ ᓯᓚᑖᓂ? 

ᐱᑕᖃᖄ ᖃᓄᐃᑑᓂᖏᓄ ᖃᑦᓯᐅᓂᖏᓄ ᐃᓗᐊᓂ 

ᖃᖓᑐᐃᓐᓇᖅ ᐊᖅᕌᒍᒥ ᐱᓕᑦᓯᒍᓐᓇᕐᓱᑎ ᐅᕙᑎᖕᓂ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 



 

 88 

was a conversation between us. They were 

reporting to me, I was checking on them, 

asking questions, saying, “Here’s what I 

would like to know,” this, this, this, and this. 

The whole process worked, I would say, 

exactly the way it’s supposed to so that 

together we could make sure that the 

personal information of Nunavummiut was 

properly protected. 

 

The last thing I’ll say, Mr. Chairman, is it is 

the nature of these cyberattacks that you can 

never be 100 percent sure that no personal 

information was stolen, but we believe based 

on all the information that we have received 

so far, in fact, no personal information was 

stolen. Although the cyberattack was 

unfortunate, that part of it turned out 

satisfactorily. Thank you, Mr. Chairman. 

Chairman: Thank you. Ms. Quassa. 

 

Ms. Quassa (interpretation): Thank you, Mr. 

Chairman. I also thank you, commissioner, 

for that clarification once again. 

(interpretation ends) You have indicated that 

your office is largely “paperless.” Can you 

describe how your own office approaches the 

protection of personal information that you 

receive from individuals and organizations? 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. 

Nobody has ever asked me that question 

before. I’ll have to think about that for a 

second.  

 

Let’s start with the word “paperless.” That 

means if somebody broke into my office, 

there’s nothing to steal. Well, I mean they 

could steal my chair and my computer, but I 

have no filing cabinets. I have no files. 

There’s no paper. There’s nothing that 

somebody could walk away with because 

everything that I do is online. If somebody 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᓇᓗᓇᐃᖅᓯᒪᓪᓚᕆᑦᑐᒥᒃ ᐱᓯᒪᓐᖏᑦᑐᖓ, 

ᓇᓚᐅᑦᑕᖅᓯᒪᒐᓗᐊᕐᓗᖓᓘᓐᓃᑦ. ᖃᐅᔨᒪᔭᐅᑦᑎᐊᖅᑐᖅ 

ᑕᒪᒃᑯᐊ ᐃᖅᑲᖅᑐᐃᕕᒃᑰᕈᑕᐅᖃᑦᑕᖅᑐᑦ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒦᒍᓐᓃᖃᑦᑕᕐᒪᑕ ᐊᒻᒪᓗ ᓄᓇᖏᑦ 

ᐊᔾᔨᒌᑉᐸᑦᑐᑎᒃ, ᐊᒻᒪᓗ ᐃᓛᓐᓂᒃᑯᑦ 

ᑮᓇᐅᔭᓕᕆᔪᖃᕋᔪᑦᑐᓂ ᐃᓛᓐᓂᒃᑯᑦ ᐃᑲᔪᖅᑐᐃᓪᓗᑎᒃ 

ᒐᕙᒪᒃᑯᓐᓂᑦ ᐊᒻᒪᓗ ᐃᓛᓐᓂᒃᑯᑦ ᑕᐃᒪᐃᖃᑦᑕᕋᑎᒃ. 

ᐊᒻᒪᓗ ᐊᑕᐅᓯᐊᕐᓗᓂ ᒪᕐᕈᐊᖅᑎᕐᓗᓂᓘᓐᓃᑦ ᐊᕐᕌᒍᒥ. 

ᑭᓯᐊᓂᓕ ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᓗᐊᖃᑦᑕᖏᓐᓇᑦᑕ 

ᐊᓯᖏᑎᑐᑦ ᒐᕙᒪᐅᔪᓂᒃ, ᑕᒪᓐᓇ ᐱᐅᓪᓗᓂ, ᑭᓯᐊᓂᓕ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑎᒎᖅᑎᑦᑎᓇᓱᐊᖅᐸᒃᑐᒍᑦ ᑕᒪᒃᑯᐊ 

ᑲᒪᒋᔭᐅᑦᑎᐊᖁᓪᓗᒋᑦ, ᐋᖅᑭᑦᑎᐊᖅᓯᒪᔪᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᒪᑲᓚᐃᓐ. ᑕᒪᓐᓇ ᐱᐅᔪᒻᒪᕆᐅᕗᖅ, 

ᐃᒃᓯᕙᐅᑕᖅ. ᑕᐃᒪ ᐊᓯᐊᓄᑦ ᓅᑦᑐᒪᓕᕐᒥᒐᒪ ᑖᒃᑯᐊ 

ᒐᕙᒪᐅᖃᑎᒌᑦᑐᓕᕆᔨᒃᑯᓐᓄᑦ ᑐᕌᖅᑎᓐᓂᐊᕋᒃᑭᒃ. 

ᐅᖃᖅᑲᐅᒐᒪ ᒪᑐᐃᕈᑎᓐᓂ, ᐅᑉᐱᕈᓱᓪᓚᕆᒃᑲᒪ ᑖᓐᓇ 

ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ ᓴᐳᒻᒥᔭᐅᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᑦ ᐱᖁᔭᕐᔪᐊᖓᑦ ᐋᖅᑭᒋᐊᖅᑕᐅᔭᕆᐊᖃᕐᒪᑦ 

ᑎᓕᓯᔾᔪᑎᓕᐅᕈᓐᓇᕐᓂᐊᕐᒪᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓯᓇᒧᑦ. ᐃᓱᒪᔪᖓᓕ ᒫᓐᓇᐅᔪᖅ ᒪᓕᒐᖅ 

ᑎᑎᕋᖅᓯᒪᒻᒪᑦ, ᑕᖅᑲᒃᑯᐊ ᐃᓄᐃᑦ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒨᕈᔾᔭᐅᖁᓪᓗᒋᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑎᒎᖅᑎᑦᑎᔪᒪᑉᐸᑕ 

ᑐᑭᓯᒋᐊᕈᒪᓪᓚᑦᑖᖅᐸᑕ ᒐᕙᒪᒃᑯᑦ ᑐᓂᓯᔪᒪᓐᖏᑉᐸᑕ 

ᑕᖅᑲᒃᑯᓄᖓ ᑐᑭᓯᒋᐊᕈᑎᔅᓴᓂᒃ ᑕᖅᑲᒃᑯᓄᖓ 

ᕿᓂᕋᓱᐊᖅᑐᓄᑦ. 

 

ᐅᖃᖅᑲᐅᒐᒪᐃ, ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᐊᑐᐃᓐᓇᖃᕐᓂᖅ 

ᒐᕙᒪᒃᑯᑦ ᑐᑭᓯᒋᐊᕈᑎᖏᓐᓂᒃ ᐱᒻᒪᕆᐅᒻᒪᑦ 

ᓴᖅᑭᔮᖅᑎᑦᑎᓂᕐᒧᑦ ᐊᐅᓚᑦᑎᑎᐊᕐᓂᕐᒥᒃ, ᐊᒻᒪᓗ 

ᐱᒻᒪᕆᐅᓂᖅᓴᐅᓪᓗᓂ, ᓴᐳᔾᔨᓂᖅ ᒐᕙᒪᓕᕆᓂᕐᒥᒃ 

ᐊᒻᒪᓗ ᒐᕙᒪᒃᑯᑦ ᑭᐅᑦᑕᖃᑦᑕᕈᓐᓇᕐᓗᑎᒃ. ᒐᕙᒪᓕᕆᔨᒃᑯᑦ 

ᐱᓕᕆᐊᕆᓂᐊᖅᑕᖏᑦᑕ ᐸᕐᓇᐅᑎᖏᑦ ᐅᖃᖅᓯᒪᔪᑦ 

2025-2026 ᑮᓇᐅᔭᓕᕆᓐᓇᐅᑉ ᐊᕐᕌᒍᐊᓂ 

ᕿᒥᕐᕈᓇᖁᓪᓗᒋᑦ ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐱᖁᔭᕐᔪᐊᓂᒃ. 

 

ᐊᐱᕆᔪᒪᔪᖓ ᖃᓄᐃᑦᑐᓪᓚᑦᑖᓂᒃ ᐋᖅᑭᒋᐊᕈᑎᓂᒃ 

ᐱᖁᔭᕐᔪᐊᓄᑦ ᐃᓱᒪᒃᓴᖅᓯᐅᕈᑕᐅᖕᒪᖔᑕ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓱᕕᒐᖅ. 
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sends me a piece of paper, I will scan it so 

that it is in the computer system and then I 

will shred it. There is no paper lying around 

my office.  

 

That means, of course, that I am reliant on 

the people who run my computer system for 

the basic protection. And who is it that runs 

my computer system? It is the Office of the 

Legislative Assembly. I am reliant on the 

same people that you MLAs rely on to keep 

your information safe and secure. I will say 

again, Mr. Chairman, I am not a technical 

person. If you said to me or asked me what 

exactly is it that we do here at the Office of 

the Legislative Assembly, I’m not the right 

person to ask that question to, but I will leave 

it at this: my protection is the same as your 

protection because our computer security is 

run by the same people. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Ms. Quassa. 

 

Ms. Quassa (interpretation): Thank you, Mr. 

Chairman. I also thank you for that response. 

(interpretation ends) My next questions are 

for the Department of Community and 

Government Services.  

 

The Information and Privacy Commissioner 

indicates on page 9 of his 2022-23 annual 

report that he has been undertaking an 

investigation into the Government of 

Nunavut’s network Y-drive. What specific 

actions has the department taken to respond 

to the Information and Privacy 

Commissioner’s concerns? (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. The 

privacy commissioner’s report was some 

time ago, along with these recommendations, 

and the actions the department took were 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᑦᑕᐅᖅ 

ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᕆᒻᒪᑦ. ᑕᒪᓐᓇ ᐱᒋᐊᓕᑕᐃᓐᓇᕐᒪᑦ 

ᑕᒪᓐᓇ ᐃᓱᒪᒃᓴᕐᓴᖅᓯᐅᑎᒋᓗᒍ. ᒫᓐᓇᓵᑯᓗᒃ 

ᓇᓗᓇᐃᖅᓯᓇᓱᓕᑕᐃᓐᓇᖅᑐᒍᑦ ᑭᓱᑦ ᐊᓯᔾᔨᕐᒪᖔᑕ. 

ᐃᓱᒪᓕᐅᕈᓐᓇᖏᑦᑐᒍᑦ. ᐆᑦᑑᑎᒋᓗᒍ, ᐋᖅᑭᒋᐊᕈᑎᐅᔪᑦ, 

ᐋᖅᑮᓯᒪᖏᑦᑐᒍᑦ ᐋᖅᑭᒋᐊᕈᑎᐅᔪᓂᑦ ᐊᒻᒪᓗ 

ᐱᖃᑕᐅᑎᑦᑎᓪᓚᕆᓐᓂᐊᖅᑯᒍᑦ ᑲᒥᓴᓇᒥᑦ 

ᐅᖃᖃᑎᖃᕐᓂᕐᒥᑦ ᓯᕗᓂᑦᑎᓐᓂ ᐋᖅᑭᒋᐊᕈᑎᐅᔪᓂᑦ 

ᐊᒻᒪᓗ ᐃᓚᒋᔭᐅᓗᓂ ᕿᒥᕐᕈᓂᐅᔪᒧᑦ. 

ᐊᒥᓱᑲᓪᓚᐅᒐᓗᐊᖅᑎᓪᓗᒋᑦ ᓇᓗᓇᐃᖅᑕᐅᓯᒪᔪᑦ 

ᑲᒥᓴᓇᒧᑦ ᐊᒻᒪᓗ ᑲᑎᒪᔨᕋᓛᓄᑦ, 

ᖃᐅᔨᒪᑦᑎᐊᕋᓱᐊᕐᒥᔪᒍᑦ ᒪᓕᒐᕗᑦ ᒪᓕᒃᑲᓗᐊᕐᒪᖔᑦᑕ 

ᐃᓕᖅᑯᓯᑦᑎᐊᕙᐅᓂᖅᐸᐅᔪᓂᒃ ᐊᓯᖏᓐᓂ ᑲᓇᑕᒥ. ᒥᔅᑕ 

ᕕᑦᓴᐃᓂ ᐃᓚᒋᐊᖅᓯᔪᒪᒻᒪᖔᖅ, ᐃᕝᕕᑎᒍᑦ, 

ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᑎᓕᓯᓂᖅ ᐱᔪᓐᓇᕐᓂᖅ ᓇᓗᓇᖅᑑᕗᖅ, ᓇᓗᓇᖅᑑᕗᖅ 

ᐊᑐᐊᒐᐅᓪᓗᓂ. ᐃᖅᑲᐃᑎᑕᐅᒐᒪ ᐱᕙᓪᓕᐊᔪᑎᒍᑦ 

ᓂᐅᕙᐅᓐᓛᓐᒥ ᓛᐸᑐᐊᒥᓗ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒨᕆᐊᖃᖅᑎᑦᑎᓚᐅᖅᑎᓪᓗᒋᑦ 

ᐊᖏᖃᑎᖃᕈᒪᓐᖏᒃᑯᑎᑦ ᐊᑐᓕᖁᔭᐅᓯᒪᔪᓂᑦ 

ᑐᓴᒐᒃᓴᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓴᓇᒧᑦ, 

ᐊᒻᒪᓗ ᖃᐅᔨᓚᐅᖅᑐᑦ ᐊᒥᓱᑦ ᐊᑐᐃᓐᓇᖃᕐᓂᖅ 

ᑐᑭᓯᒋᐊᕈᑎᒃᓴᓄᑦ ᐊᒻᒪᓗ ᓴᐳᒻᒥᔭᐅᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐊᐅᓚᑦᑎᔩᑦ ᑕᖃᓪᓚᕆᓚᐅᖅᑐᑦ. 

ᑕᐃᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎᒃᑲᓐᓂᐅᔪᑦ ᐅᓐᓄᐊᖏᓐᓇᖅ 

ᐃᖅᑲᓇᐃᔭᕆᐊᖃᓕᓚᐅᕐᒪᑕ, ᐊᒻᒪᓗ ᔭᒐᐃᓪᓗᑎᒃ 

ᐃᓚᒥᓐᓂᒃ.  

 

ᖃᐅᔨᒪᒋᐊᕈᒪᕗᒍᑦ ᐊᓯᔾᔩᒍᑦᑕ ᒪᓕᒐᕐᓂᒃ 

ᐃᓱᒪᒋᔭᖃᕐᓗᑕ ᐱᔪᓐᓇᕐᓂᐅᔪᓂᒃ, ᐊᒻᒪ 

ᑲᓐᖑᓇᕋᔭᖅᑐᓂ ᑕᒪᒃᑯᓂᖓ ᐱᓕᕆᐊᖃᕆᐊᖓ 

ᐱᓕᕆᐊᖃᕋᓱᐊᕐᓗᑕ ᐱᔪᓐᓇᕐᓂᐅᔪᓂᒃ ᐊᒻᒪ 

ᐊᖏᓪᓕᒋᐊᕐᓗᒍ, ᐊᔅᓱᕈᕐᓂᖅᓴᐅᖁᓪᓗᒋᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᕗᑦ. ᐄ, ᑕᒪᓐᓇ ᓱᓕ 

ᐊᖏᖅᓯᒪᓪᓚᕆᑦᑕᕗᑦ ᕿᒥᕐᕈᓂᕗᑦ ᐊᒻᒪᓗ 

ᕿᒥᕐᕈᑦᑎᐊᕈᒪᓪᓗᑕ ᒪᓕᒐᕐᒥᒃ, ᑭᓯᐊᓂ ᐃᓚᖓ 

ᖃᐅᔨᓴᕐᓂᐅᑉ ᖃᐅᔨᒪᑦᑎᐊᕋᓱᐊᕐᓂᐊᖅᑐᒍᑦ 

ᐱᔪᓐᓇᕐᓂᖃᕋᓗᐊᕐᒪᖔᑦᑕ ᐊᑐᓕᖅᑎᑦᑎᓗᑕ 

ᐊᓯᔾᔨᕈᑎᓂᒃ ᓇᓗᓇᐃᖅᑕᑦᑎᓐᓂᒃ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓱᕕᒐᖅ ᐊᒻᒪᓗ ᒥᔅᑕ ᐅᐃᑦᓴᓂ, 

ᐅᖃᐅᓯᕆᔭᓐᓄᑦ. ᑲᒥᓯᓇᐅᑉ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑦ 
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immediate as far as investigating what the 

issues were that were identified in the 

preliminary report with the Y-drive. 

 

As far as the actions that CGS has taken, it 

included and I would like to give a minor 

clarification on the discussion earlier that 

while there is an immense amount of 

information on the Y-drive and Government 

of Nunavut employees do have access to it, 

they are specific to each respective 

community. There isn’t lateral access to the 

Y-drives among communities. Staff in one 

community can see their Y-drive, but they 

wouldn’t be able to see Y-drive content, even 

if it was the same department in another 

community. It’s localized to each 

community.  

 

As far as the actions that we took, past tense, 

it was an investigation of just the scope of 

the issue and immediately following that, the 

action plan included taking a look at the 

permissions for the Y-drive, and what that 

means is who has access to different folders 

or sections of the Y-drive for viewing 

purposes, as well as who has access and 

permissions for creating new folders or 

sections within that drive. Those permissions 

were reviewed and adjusted more 

appropriately so that viewing limits could be 

put in place depending on departmental 

folders in a particular community, in addition 

to which staff needed to have viewing and 

editing rights within each respective folder, a 

big undertaking to be sure and that 

undertaking needed to be informed by each 

of the client departments, letting our team 

know who it is that needed access to a 

particular folder within their respective 

community drive.  

 

The second piece to that is the team reviewed 

permissions based on transient workers or 

staff who worked for multiple departments, 

perhaps as casuals or as relief workers, to 

ᐅᓂᒃᑳᖏᓐᓂ ᓇᓗᓇᐃᖅᓯᓚᐅᕐᒪᑦ ᖁᑦᑎᖕᓂᖏᑦ 

ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᒃᓯᕋᖅᑕᑦ ᑭᐳᖓᓄᐊᖃᑦᑕᖅᑐᑦ 

ᑕᐃᒪᐃᖏᓐᓇᐅᔭᖅᑐᑦ ᐊᕐᕌᒍᒐᓴᐅᓕᖅᑐᓄᑦ, 

ᖃᔅᓰᖅᓱᑲᓪᓚᒃᖢᑎᒃᓗ ᓄᓇᕗᒻᒥ ᒐᕙᒪᒃᑯᑦ 

ᐊᖏᖃᑎᖃᓐᖏᖦᖢᑎᒃ ᐱᖁᔭᐅᔪᓂᒃ ᑭᓱᑦ 

ᐊᒥᖅᑳᖅᑕᐅᔭᕆᐊᖃᕐᒪᖔᑕ ᐊᑦᑎᒃᑐᒦᖦᖢᑎᒃ, ᑕᐃᒪᓕ 

ᐃᓱᒪᓐᖏᓚᖓ ᑕᒪᓐᓇ ᐱᒻᒪᕆᐅᒋᐊᖓᓂᒃ 

ᑕᖃᔾᔪᑕᐅᖃᑦᑕᕆᐊᖓᓂᒃ ᒫᓐᓇᐅᔪᖅ 

ᐱᓕᕆᐊᖑᔭᕆᐊᓕᓐᓂᒃ ᑐᑭᓯᒋᐊᕈᓐᓇᓂᕐᒧᑦ ᐊᒻᒪᓗ 

ᑲᓐᖑᓇᖅᑐᒦᒋᐊᖃᓐᖏᑦᑐᓄᑦ ᓴᐳᔾᔭᐅᓂᖏᓐᓄᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ. ᖁᔭᓕᔪᖓ ᒥᔅᑕ ᓱᕕᒐᖅ 

ᐅᖃᕋᑖᕐᖓᑦ ᑖᓐᓇ ᑐᑭᓯᒋᐊᕈᓐᓇᓂᕐᒧᑦ ᐊᒻᒪᓗ 

ᑲᓐᖑᓇᖅᑐᓂᑦ, ᑖᓐᓇ ᒪᓕᒐᖅ ᒪᓕᒃᑲᔭᕐᖓᑦ 

ᐱᐅᓂᖅᐹᓂᑦ. 

 

ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᓂᐊᓕᕐᒥᔭᕋ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓴᓇᒧᑦ. ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᖏᓐᓂ 

ᐊᑐᓕᖁᔭᓕᐅᓚᐅᖅᓯᒪᒐᕕᑦ ᑖᒃᑯᐊ ᑎᒍᓯᓂᕐᒧᑦ 

ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ ᓴᐳᒻᒥᒡᓯᕐᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓂᒃ 

ᐱᖁᔭᕐᔪᐊᖅ ᐋᖅᑭᒋᐊᖅᑕᐅᖁᓪᓗᒍ ᐃᓕᔅᓯᓐᓄᑦ, 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇ, 

ᑎᓕᓯᔾᔪᑎᓕᐅᕈᓐᓇᕐᓂᕐᒧᑦ, ᐊᒻᒪᓗ ᐅᖃᓚᐅᕐᒥᒐᕕᑦ 

ᓇᑉᐸᓪᓗᐊᖏᑦ ᑲᓇᑕᐅᑉ ᐊᒡᒍᖅᑐᖅᓯᒪᓂᖓᓂ 

ᐱᔪᓐᓇᕐᓂᖃᕇᕐᒪᑕ ᓇᖕᒥᓂᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓴᓇᖁᑎᖏᓐᓄᑦ. ᐅᓪᓗᒥ ᑐᓴᖅᑎᑦᑎᔪᓐᓇᖅᐲᑦ 

ᖃᓄᐃᓕᖓᓕᕐᒪᖔᑕ ᓇᓪᓕᐊᑦ ᐳᕌᕕᓐᓯᓂ 

ᐅᑭᐅᖅᑕᖅᑐᒥᓗ ᐊᕕᑦᑐᖅᓯᒪᔪᑦ ᑕᐃᒪᓐᓇ 

ᑎᑭᓴᐃᔪᓐᓇᖅᑎᑦᑎᒻᒪᖔᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐃᒃᓯᕙᐅᑖᖅ, ᑭᖑᓪᓕᖅᐹᒥ 

ᑕᕝᕙᓃᑎᓪᓗᖓ ᑭᓱᒧᒃᑭᐊᖅ ᐱᔾᔪᑎᖃᖅᑐᖓ 

ᐃᓱᒪᓚᐅᕋᒪ ᓇᓕᐊᓐᓂᑦ ᐱᔪᓐᓇᕐᓂᖃᕐᒪᖔᖅ, ᐊᒻᒪ 

ᐅᓪᓗᒥ ᐃᓱᒪᒋᔪᓐᓇᓐᖏᑐᐃᓐᓇᖅᑕᒃᑲ ᑎᑎᕋᖅᓯᒪᔪᑦ 

ᐅᕙᖓ ᐃᓱᒪᖓᓂᑦ. ᒪᓕᒐᓕᐅᖅᑎ ᑕᑯᒋᐊᕐᓂᖅᐸᑦ 

ᑎᑎᕋᖅᓯᒪᔪᓂᒃ ᐅᕝᕙᓘᓐᓃᑦ ᐅᕙᖓ 

ᑎᑎᖅᑲᖁᑎᖏᓐᓂᑦ ᐱᓯᒪᓐᓂᕈᒪ ᐅᕙᖓ 

ᖃᕋᓴᐅᔭᖓᓐᓂᑦ, ᓇᓂᑦᑕᐅᑎᒋᔪᓐᓇᖅᐸᕗᑦ. ᑕᒪᓐᓇ 

ᐱᔪᓐᓇᖅᑕᕋ.  

 

ᐅᖃᕐᓂᐊᖅᑯᖓᓕ, ᒪᓕᒐᓕᐅᖅᑎ, ᐊᕝᕙᕆᓗᐊᖅᑕᖏᑦ 

ᑲᓇᑕᒥ ᐊᕕᑦᑐᖅᓯᒪᔪᑦ. ᑕᒪᓐᓇ ᑕᑯᓐᓇᖅᑕᕗᑦ ᑕᒫᓂ 

ᓄᓇᕗᒻᒥ ᓄᓇᑦᓯᐊᕐᒥ, ᐃᓱᒪᒋᒐᑦᑎᒍ 

ᐊᔾᔨᒌᐸᓗᐊᕆᐊᖏᓐᓂᒃ ᐊᖏᓂᖏᓐᓂᒃ ᐊᒻᒪᓗ 

ᐱᓕᕆᐊᖃᖅᑐᑕ ᐅᑭᐅᖅᑕᖅᑐᒥ ᐱᓪᓚᕆᐅᔪᓂᒃ. 2021-
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make sure that access to each respective 

section of the drive was limited appropriately 

to ensure that staff logging in from one 

department in one week could access that 

department’s files appropriately, but they 

wouldn’t be able to access them the 

following week if they switched to a new 

position. That audit was a very time-

consuming and intensive process to make 

sure that the accessibility of the files and the 

controls and the editing responsibilities were 

up to date and would continue to be updated 

with new users coming online or old users 

leaving the organization.  

 

As far as the longer term recommendations 

for the Y-drive and any other shared drive 

access, a multiple access drive, our solution 

is in the longer term stronger policy 

development to inform how these shared 

drives or warehouses are built and how the 

initial access is actually issued in the first 

place. That policy development is underway 

in the changing landscape that it is 

information management and technology, as 

well as additional training resources for new 

staff and existing staff on how they’re 

managing these files stored electronically 

within, in this case, the Y-drive. 

 

Those are some of the steps that the team has 

taken toward the eventual decommissioning 

of this Y-drive, which has been done, I 

should point out, with a very engaged 

partnership from each respective department 

because it is their files that are stored within 

sections of the respective Y-drives. Thank 

you, Mr. Chairman. 

 

Chairman: Before I go back to Ms. Quassa, 

I would like to get clarification. Mr. Seeley, 

you mentioned that there has been a lot of 

work done. In the government’s response to 

the commissioner on the decommissioning of 

the Y-drive, it states that Community and 

Government Services Information 

ᒥ ᑕᐃᒪᐃᓕᐅᓚᐅᖅᑐᑦ, ᑕᐃᒪᐃᖃᑦᑕᖅᓯᒪᕗᑦ 

ᐊᑲᐅᓐᖏᓕᐅᕈᑎᖃᓐᖏᖦᖢᑎᒃ ᖃᐅᔨᒪᔭᓐᓂᒃ.  

ᑕᐃᒪ ᑭᖑᓪᓕᖅᐹᒥ ᑕᕝᕙᓃᓕᖅᑎᓪᓗᖓ ᒐᕙᒪᑐᖃᒃᑯᑦ 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᖓ, ᑖᓐᓇ 

ᐱᓕᕆᐊᖃᖃᑦᑕᖅᑐᖅ ᑖᒃᑯᓂᖓᔅᓴᐃᓐᓇᖅ ᑲᓇᑕᐅᑉ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ, ᑎᑭᓴᐃᔪᓐᓇᖅᑎᑕᐅᕋᑖᓚᐅᕐᒪᑦ. 

ᐊᐃᕙᓂᖅᑕᖃᑦᑐᖅ ᑕᒪᒃᑯᐊ ᐱᔪᓐᓇᕐᓂᐅᔪᑦ 

ᑐᓂᔭᐅᓚᐅᖅᑐᑦ ᓴᓐᖏᔫᒻᒪᖔᑕ ᐅᕝᕙᓘᓐᓃᑦ 

ᓴᓐᖐᓗᐊᕐᒪᖔᑕ ᐊᓯᔾᔩᒋᐊᒃᓴᖅ, ᑭᓯᐊᓂᓕ 

ᒐᕙᒪᑐᖃᒃᑯᑦ ᑐᑭᓯᒋᐊᕈᑎᓄᑦ ᑲᒥᓯᓇᖓ 

ᐱᔪᓐᓇᕐᓂᖃᓕᖅᑐᖅ, ᐊᒻᒪᓗ ᐊᒥᓲᓂᖅᓴᐃᑦ ᑲᓇᑕᒥ 

ᐊᕕᑦᑐᖅᓯᒪᔪᑦ ᐊᒻᒪᓗ ᐅᑭᐅᖅᑕᖅᑐᒥ ᐊᕕᑦᑐᖅᓯᒪᔪᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᐊᐱᖅᑯᑎᒋᓂᐊᓕᕐᒥᔭᒃᑲ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ, 

ᐊᒻᒪᓗ ᐱᕕᖃᑦᑎᐊᕈᒪᓪᓗᖓ, ᑖᒃᑯᐊ ᒪᕐᕉᒃ ᐊᐱᖅᑯᑏᒃ 

ᐊᑕᐅᓯᕈᖅᑎᒍᒪᒐᒃᑭᑦ. ᖃᓄᑎᒋ ᑐᑭᓯᒋᐊᕐᓂᕐᒥᒃ 

ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄᓪᓗ ᑭᒡᒐᖅᑐᐃᔨ 

ᐅᖃᖃᑎᒋᔭᐅᓂᐊᖅᐸ ᕿᒥᕐᕈᓂᖃᖅᑎᓪᓗᒋᑦ ᑎᒍᓯᓂᕐᒧᑦ 

ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ ᓴᐳᒻᒥᔭᐅᓂᖏᓐᓄᑦ ᑲᓐᖑᓇᖅᑐᑦ 

ᐱᖁᔭᕐᔪᐊᖓᓐᓂᒃ? ᐊᒻᒪᓗ ᑭᖑᓪᓕᕐᒥ ᑕᓚᕖᓴᒃᑯᑦ 

ᓈᓚᓐᓂᖃᖅᑎᓪᓗᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᒥᒃ, 

ᐅᖃᓚᐅᖅᓯᒪᒻᒪᑦ ᐋᖅᑭᒋᐊᖅᑕᐅᖁᓪᓗᒍ ᑲᒥᓯᓇ 

ᑎᓕᓯᔪᓐᓇᖁᓪᓗᒍ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᓕᒫᖏᓐᓂᒃ 

ᐊᔪᐃᓐᓇᕆᐊᒃᑲᓐᓂᖁᔨᓗᓂ ᑎᓕᓯᔾᔪᑎᒥᓂᒃ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒧᑦ. ᐊᐱᕆᔪᒪᕙᕋ ᓄᓇᕗᒻᒥ ᒐᕙᒪᒃᑯᑦ 

ᖃᓄᐃᓕᖓᓂᖓ ᐱᔾᔪᑎᒋᓪᓗᒍ ᐅᖃᐅᔾᔨᒋᐊᕈᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

(ᑐᓵᔨᑎᒍᑦ) ᖁᔭᓐᓇᒦᑦᑕᐅᖅ ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᕆᒻᒪᑦ. 

ᐄ, ᑖᓐᓇ ᐊᖏᖅᓯᒪᑦᑎᐊᖅᑐᖅ 

ᐅᖃᖃᑎᖃᐃᓐᓇᕈᒪᓪᓗᓂ ᑲᒥᓴᓇᒥᒃ ᐊᒻᒪᓗ 

ᐊᓪᓚᕝᕕᖓᓂᒃ, ᓈᓚᓐᓂᖅᑕᖃᓚᐅᖅᑎᓐᓇᒍᓘᓐᓃᑦ. 

ᐅᖃᐅᓯᖃᕈᒪᔪᖓ ᑲᑎᒪᓂᑦᑎᐊᕙᐅᓚᐅᖅᑐᒥᒃ ᑲᒥᓴᓇᒧᑦ 

ᐊᒻᒪᓗ ᐊᓪᓚᕝᕕᑦᑎᓐᓄᑦ. ᑖᒃᑯᐊ ᐋᖅᑭᒋᐊᕈᑎᒃᑲᓐᓂᐅᔪᑦ 

ᐅᖃᐅᓯᕆᔭᑎᑦ, ᐃᓱᒪᕗᖓᓕ, ᐊᖅᑯᑎᒋᓗᑎᑦ, 

ᐃᒃᓯᕙᐅᑖᖅ, ᒥᔅᑕ ᐅᐃᑦᓴᓂᒧᑦ ᐅᖃᖅᑎᓪᓗᒍ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᒪᒥᐊᓇᖅᑑᒐᓗᐊᖅ ᐅᖃᕈᓐᓇᖏᓐᓇᑦᑕ 
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Management and Technology Division is in 

the advanced stages of considering a cloud-

based solution that integrates with the 

existing Microsoft 365 framework, and that 

the government will ensure that the next 

information management system 

incorporates privacy by design, and can adapt 

to evolving digital landscapes. Maybe if Mr. 

Seeley could give an update to the 

Committee on the progress of that work. Mr. 

Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. Very 

good question. The transition to cloud-based 

technologies, for clarification, that is storing 

things in servers that aren’t located 

specifically within a community, this is the 

piece I mentioned about policy development 

to make sure that the new build and the new 

file storage plan in cloud-based technologies 

has a more robust structure in its construction 

and that access permissions on who can 

create folders and who can designate access 

to folders is considered in the development 

of it. To use the commissioner’s example or 

comparison earlier, if we’re building a new 

warehouse, we want to make sure we 

understand who’s got the keys and who has 

how much space allocated to them within the 

warehouse and when and how they can 

access it.  

 

Our progress on that is focused right now on 

the policy development level. Right now, 

we’re looking at six associated standards that 

will be incorporated within our records 

information management policy. Our 

responsibilities and the responsibilities of the 

departments will be identified within that 

policy when it is complete. That will, of 

course, be accompanied with new training 

initiatives and orientation materials for new 

staff. We are in the final stages of developing 

an online training resource that will be 

mandatory for oncoming staff and how 

they’re going to manage those files in the 

ᖃᓄᐃᓕᖓᓂᐊᕐᓂᑎᓐᓄᑦ ᑖᒃᑯᓄᖓ ᐋᖅᑭᒋᐊᕈᑎᓄᑦ. 

ᑕᒪᓐᓇ ᐱᔪᓐᓇᐅᑎᑦᑕ ᐃᓗᐊᓃᖏᒻᒪᑦ. ᑕᒪᓐᓇ 

ᐊᑯᓂᒻᒪᕆᒃ ᐅᖃᐅᓯᐅᒋᐊᖃᕐᓂᐊᖅᐳᖅ, ᐊᒻᒪ 

ᐊᖏᕈᑕᐅᒌᖅᓯᒪᔪᒃᑯᑦ ᑕᒪᓐᓇ ᐱᓕᕆᐊᕆᓂᐊᖅᐸᕗᑦ. 

ᑭᓯᐊᓂ ᐋᖅᑮᓯᒪᓐᖏᓚᒍᑦ ᕿᒥᕐᕈᑎᓪᓗᑕ ᒪᓕᒐᕐᒥᑦ. 

ᖃᐅᔨᒪᒍᒪᒐᑦᑕ ᐱᐅᓂᖅᐹᒥᒃ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ 

ᑐᑭᓯᒋᐊᕈᑎᖃᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪᓗ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᑦ 

ᑕᑯᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄᑦ ᒪᓕᒐᖅ ᐱᔪᓐᓇᖅᑕᕗᑦ. 

ᑕᒪᓐᓇ ᑐᕌᒐᕆᓇᓱᐊᖅᑕᕗᑦ ᐊᒻᒪᓗ 

ᐅᖃᖃᑎᖃᑦᑎᐊᕐᓂᐊᖅᑐᒍᑦ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄᑦ 

ᑲᒥᓯᓇᒥᒃ ᐊᒻᒪᓗ ᐊᓯᖏᓐᓂᒃ ᐃᓚᐅᔪᒪᔪᓂᒃ 

ᐱᖃᖃᑕᐅᔪᓂᒃ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᓇᑯᕐᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᐊᑎᖁᑎᓐᓃᓕᕐᒥᔪᖅ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᒫᓐᓇᐅᔪᖅ 

ᐊᐱᖅᑯᑎᒐ ᑐᕌᖅᑎᒍᒪᕙᕋ ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᓐᓄᑦ. 

ᐅᓪᓛᖅ ᐊᐱᕆᔪᖃᖅᑲᐅᒻᒪᑦ ᐅᐊᑦᑎᐊᕈ 

ᑭᐅᔭᐅᖅᑲᐅᓪᓗᓂᓗ ᒐᕙᒪᒃᑯᓐᓄᑦ. 

ᓇᓗᓇᐃᖅᓯᕕᐅᒃᑲᓐᓂᕈᒪᕗᖓ 

ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᓐᓂᑦ. ᐅᓪᓛᖅ 

ᒪᓕᒐᓕᐅᖅᑎᐅᖃᑎᒐ ᐊᐱᕆᖅᑲᐅᒻᒪᑦ 

ᐃᓄᐊᖅᑕᐅᓯᒪᔪᓄᑦ ᐊᒻᒪᓗ ᐊᓯᐅᓯᒪᔪᓄᑦ 

ᓄᓇᖃᖅᑳᖅᓯᒪᔪᓄᑦ ᐊᕐᓇᓄᑦ, ᐊᒻᒪᓗ ᐃᓚᖏᓐᓂ 

ᓄᓇᓕᓐᓂ ᐊᕕᑦᑐᖅᓯᒪᔪᑦ ᐊᑐᓕᖅᑎᑦᑎᒻᒪᑕ 

ᐊᓯᐅᓯᒪᔪᓂᒃ ᒪᓕᒐᕐᒥᒃ. ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᐃᓱᒪᖅᓱᖅᑐᑦ 

ᒪᓕᒐᒃᓴᓕᐅᕐᓗᑎᒃ ᑕᒪᑐᒪ ᒥᒃᓵᓄᑦ. ᐊᐱᕆᔪᒪᔭᒃᑲ 

ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᑦ ᐱᒋᐊᖅᑎᑦᑎᓚᐅᕐᒪᖔᑕ 

ᐸᕐᓇᒍᑎᓂᒃ ᐱᒋᐊᖅᑕᐅᓂᐊᕐᓂᖓᓄᑦ ᐱᓕᕆᐊᖑᔪᖅ. 

ᒥᔅᑕ ᒪᒃᓕᐊᓐ ᐅᖃᖅᑲᐅᒻᒪᑦ, ᖃᓪᓗᓈᑎᑐᑦ (ᑐᓵᔨᑎᒍᑦ) 

ᐱᕕᒃᓴᖃᓐᖏᓗᐊᕐᓂᐊᓕᕐᒪᑦ ᒐᕙᒪᐅᓂᑦᑎᓐᓂ. 

(ᑐᓵᔨᒃᑯᑦ) ᑕᐃᒪᓕ ᐊᐱᕆᔪᒪᔪᖓ 

ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᓐᓄᑦ ᑕᒪᒃᓱᒥᖓ 

ᐱᒋᐊᖅᑎᑦᑎᓂᕐᒧᑦ ᐊᒻᒪᓗ ᐅᖃᖃᑎᖃᖅᐸᓪᓕᐊᓗᑎᒃ 

ᓄᓇᓕᐅᔪᓂᒃ ᑕᑯᔪᒪᒻᒪᖔᑕ ᑕᐃᒪᐃᑦᑐᒥᒃ 

ᒪᓕᒐᒃᓴᐅᔪᒥᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᐃᒃᓯᕙᐅᑖᖅ, ᒪᓕᒐᓕᕆᔨᒃᑯᑦ 

ᓇᐅᑦᑎᖅᓱᐃᕙᓪᓕᐊᕗᑦ ᐱᕙᓪᓕᐊᑎᑕᐅᔪᓂᒃ 

ᐊᓯᐅᓯᒪᔪᓄᑦ ᐃᓄᖕᓄᑦ ᒪᓕᒐᕐᓄᑦ ᐊᓯᖏᓐᓂ 

ᐊᕕᒃᑐᖅᓯᒪᓂᐅᔪᓂ ᐃᓚᒋᔭᐅᓪᓗᓂ ᓴᖅᑭᑕᐅᓵᓚᐅᖅᑐᖅ 

ᓄᓇᑦᓯᐊᒥ ᐊᓯᐅᓯᒪᔪᑦ ᐃᓄᐃᑦ ᐱᖁᔭᒃᓴᖓ ᒫᓐᓇ, 

ᐱᖁᔭᒃᓴᖅ 02-20. ᑐᑭᓯᔪᖓ ᑐᓵᒻᒪᑕ ᑕᒪᑐᒥᖓ 

ᒫᓐᓇᐅᔪᖅ. 
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cloud-based solutions and what their 

responsibilities are as staff for managing files 

within that new storage mechanism. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Again, before I go 

back to Ms. Quassa, when we’re talking 

about cloud-based solutions, I would like to 

direct a question to the commissioner. When 

we’re looking at cloud-based storage 

solutions, they’re not always, as Mr. Seeley 

mentioned, they’re not in Nunavut, but they 

may not even be in Canada. I would just like 

to get the commissioner’s perspective on the 

viability of using cloud-based storage 

potentially outside of the country. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, really, the only 

aspect of that that I feel qualified to speak on 

is how the law applies. It’s very common in 

Nunavut that we have a contract with 

somebody in a different jurisdiction. Once 

the information is outside the jurisdiction, 

Nunavut law does not apply. The Nunavut 

access and privacy law does not apply to a 

cloud-based server that is somewhere else, 

somewhere in the world.  

 

My focus is and has to remain on the 

Government of Nunavut, and that is that if 

something goes wrong, it is their 

responsibility. They are accountable. If the 

privacy of Nunavummiut is breached, under 

the privacy law, we don’t chase the person 

around the world; we go to the Government 

of Nunavut saying, “How did this happen? 

Why did it happen? What are you going to 

do to make sure that it doesn’t happen 

again?”  

 

The only other thing I can mention, Mr. 

Chairman, is that if the entity with which we 

have a contract is somewhere else in Canada, 

I will often alert the privacy commissioner in 

that other jurisdiction, whether it’s the 

federal privacy commissioner, if it’s a federal 

 

ᐱᓕᕆᕝᕕᒃ ᒫᓐᓇᑦᑕᐅᑎᒋ ᐸᕐᓇᐅᑎᖃᓐᖏᑦᑐᑦ 

ᑕᐃᒪᐃᑦᑐᒐᓚᓐᓂᑦ ᐸᕐᓇᐅᑎᓕᐅᕈᒪᓂᕐᒥᑦ ᓄᓇᕗᒻᒧᑦ; 

ᑭᓯᐊᓂᓕ, ᖃᐅᔨᓴᐃᓐᓇᖅᑕᕗᑦ ᑕᒪᓐᓇ, ᐃᓱᒪᒋᓪᓗᑎᒍᑦ 

ᐊᔾᔨᐅᓐᖏᑦᑐᖅ ᓄᓇᕗᒻᒥᑦ, ᖃᓄᐃᑦᑑᓂᖏᑦ ᐃᓄᐃᑦ 

ᐊᓯᐅᓯᒪᔪᑦ ᓄᓇᕗᒻᒥᑦ, ᓄᓇᕗᒻᒥᐅᓪᓘᓐᓃᑦ ᐊᓯᐅᓯᒪᔪᑦ 

ᐊᓯᖏᓐᓂᑦ ᐊᕕᒃᑐᖅᓯᒪᔪᓂᑦ ᐅᑭᐅᖅᑕᖅᑐᒥᓪᓗ; 

ᓇᓕᒧᒌᒃᑎᑦᑎᔭᕆᐊᖃᕐᓂᖅ ᐸᓖᓯᒃᑯᑦ 

ᖃᐅᔨᓴᕈᓐᓇᕐᓂᕐᒧᑦ ᐱᔪᓐᓇᐅᑎᖏᓐᓂᒃ 

ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ ᐊᒻᒪ ᓴᐳᔾᔨᓂᖅ 

ᐃᓄᖕᒨᖓᔪᑦ ᑐᑭᓯᒋᐊᕈᑎᓂᒃ, ᐊᓯᖏᓐᓂᒃᓗ 

ᐃᓱᒪᒃᓴᖅᓯᐅᕈᑕᐅᔭᕆᐊᓕᖕᓂᒃ. ᐅᓪᓛᖑᖅᑲᐅᒻᒪᓂᑦ 

ᐅᖃᖃᑎᒋᔪᓐᓇᖅᑲᐅᒐᒃᑭᑦ ᒪᓕᒐᓕᐅᖅᑎᐅᖃᑎᒃᑲ 

ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᓐᓂ ᐊᒻᒪᓗ ᐅᖃᕈᓐᓇᖅᑐᖓ 

ᓴᖅᑮᔪᓐᓇᖏᓐᓇᑦᑕ ᒪᓕᒐᕐᒥᒃ ᐊᒥᐊᒃᑯᖏᓐᓂ ᒐᕙᒪᒃᑯᑦ, 

ᑭᓯᐊᓂᓕ ᑕᒪᓐᓇ ᑲᔪᓯᓐᓇᖅᑕᕗᑦ ᐊᒻᒪᓗ 

ᖃᐅᔨᓴᕐᓂᐊᕐᓂᕋᕐᓂᐊᖅᑐᑕ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᒪ’ᓇ, ᐃᒃᓯᕙᐅᑖᖅ. ᒪ’ᓇᓗ ᒥᔅᑕ 

ᒪᑲᓚᐃᓐ. ᑕᒪᑐᒪ ᑭᐅᔫᓪᓗᐊᓚᐅᕋᕕᑦ. ᖁᔭᓐᓇᒫᖅᖢᓂᓗ 

ᖃᐅᔨᓴᖅᑐᐃᓐᓇᐅᓂᐊᕋᑉᓯ. ᑖᒻᓇ 

ᐱᓕᕆᔭᐅᒋᐊᖃᖅᑑᒐᓗᐊᖅ ᖃᕋᑕᐅᔭᖃᓛᒃᑯᑦ 

ᐅᖃᓘᑎᕋᓛᒃᑯᑦ ᑐᓴᕐᓂᖅ ᐱᔮᔫᔭᓕᕐᒪᑦ. ᓄᓇᕗᒻᒥᐅᑕᖅ 

ᑕᒻᒪᖅᓯᒪᔪᖅ ᖃᓪᓗᓈᑦ ᓄᓈᓃᑦᑐᖅ, ᐋᑐᕚᒥ, 

ᐃᐊᑦᒪᓐᑕᓐ, ᕕᓂᐱᒡᒥᕋᓗᒃ ᐃᓚᖏᑦ ᑕᒻᒪᖅᓯᒪᔪᒥᒃ 

ᑕᒻᒪᖅᓯᒥᑦᑕᕐᒪᑕ ᓄᓇᕗᒻᒥᐅᑕᕕᓃᑦ. 

ᑐᓴᕋᔪᓐᓇᖅᑑᔭᓕᕐᒪᑦ ᖃᕋᑕᐅᔭᕋᓛᒃᑯᑦ. ᑖᓐᓇ 

ᓂᓪᓕᕈᑎᐊᓪᓚᒍᐊᖅᓯᓚᐅᖅᐸᕋ.  

 

ᐊᓯᐊᓄᓇᐃ ᐊᐱᖅᓱᓚᐅᕐᓚᖓᐃ, ᐃᒃᓯᕙᐅᑖᖅ. 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑭᖑᓪᓕᖅ ᐊᐱᖅᑯᑎᒐ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᒧᑦ, ᐊᒻᒪᓗ 

ᐱᔾᔪᑎᖃᖅᑐᖅ ᐃᖅᑲᖅᑐᕋᒃᓴᕈᖅᑎᑦᑎᓂᕐᒧᑦ ᒪᓕᓪᓗᒍ 

ᑎᑎᕋᖅᓯᒪᓂᖓᓂ 59 ᑕᕝᕙᓂ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ 

ᑐᑭᓯᒋᐊᕈᑎᒃᓴᐅᔪᓂᒃ ᐊᒻᒪᓗ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᑦ 

ᑕᑯᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓄᑦ ᒪᓕᒐᕐᒧᑦ. 

ᓇᓗᓇᐃᖅᓯᖅᑲᐅᒐᕕᑦ ᒪᑉᐱᒐᐃᑦ 10 ᐊᒻᒪᓗ 11, 2022-

2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᒻᒥᑦ ᐅᓂᒃᑳᓕᐊᕐᓂᑦ 

ᐃᓱᒫᓘᑎᖃᕐᓂᕋᖅᑐᑎᑦ ᑎᑎᕋᖅᓯᒪᓂᖓᓂ 59 ᒥᔅᓵᓄᑦ 

ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ ᐊᒻᒪ ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᒪᓕᒐᖅ, 

ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᔪᓐᓇᖅᑐᑎᒃ ᐱᔮᕆᓪᓗᑎᒃ ᓱᕋᐃᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓂᒃ ᐊᒻᒪ ᐊᓯᖏᓐᓂᑦ ᒪᓕᒐᕐᓂᒃ. 

ᐅᓂᒃᑳᕈᓐᓇᖅᐲᑦ ᖃᓄᐃᓕᖓᓚᐅᕐᒪᖔᖅᐱᑦ 

ᖃᐅᔨᓴᓚᐅᖅᑕᕐᓂᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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entity, or in the province or territory where 

the contractor is located. Often, if there’s a 

privacy breach involving the personal 

information of Nunavummiut, other people 

across the country are affected as well, and 

so then we will go to the jurisdiction where 

the contractor is located because then they 

have much more authority to go in and see 

what’s going on.  

 

Essentially, let’s say that the privacy 

commissioner of Ontario is investigating on 

our behalf because, if there’s a problem with 

that server, for example, it affects the people 

of Ontario just as much as it affects the 

people of Nunavut. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. My apologies, Ms. 

Quassa; I thought that was a line of 

questioning worth exploring. Ms. Quassa. 

 

Ms. Quassa (interpretation): Thank you, Mr. 

Chairman. That’s okay. (interpretation ends) 

My question continues to CGS.  

 

The Information and Privacy Commissioner 

indicates on pages 9 and 10 of his 2022-23 

annual report that his office was involved in 

the response to the January 2023 cyberattack 

on the Qulliq Energy Corporation. What 

lessons were learned from this experience? 

This is my last one. (interpretation) Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. 

Thank you, Member, for that question. As 

the commissioner alluded to earlier, 

Community and Government Services is in a 

good position based on the experiences 

learned on the GN-wide cyberattack a few 

years back.  

 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ, ᑖᒃᑯᐊ 

ᐅᖃᐅᓯᕆᔭᖏᑦ ᓇᐃᓈᖅᓯᒪᓪᓗᑎᒃ ᒪᒃᐱᒐᖅ 13-ᒥ 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᖏᓐᓂ 2022-2023-ᒧᑦ. 

ᒪᓕᒐᓕᐅᖅᑏ, ᖃᐅᔨᒪᔪᐃᓐᓇᐅᕙᓪᓚᐃᔪᒍᑦ ᑖᒃᑯᐊ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᑲᒪᖃᑦᑕᕐᒪᑕ 

ᐋᓐᓂᐊᕕᓕᐊᖃᑦᑕᖅᑐᑦ ᑐᑭᓯᒋᐊᕈᑎᖏᓐᓂᒃ 

ᑭᓇᑐᐃᓐᓇᖅ ᐋᓐᓂᐊᕕᓕᐊᖃᑦᑕᕈᓂ, ᑐᑭᓯᒋᐊᕈᑎᐅᔪᑦ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᑎᑎᕋᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ. 

ᐊᑎᖓ ᖃᕋᓴᐅᔭᒃᑯᑦ ᑐᖅᑯᐃᕕᐅᑉ ᒥᐊᑎᑕᒃ. ᑕᐃᒪᓕ, 

ᑕᒪᓐᓇ ᓇᒻᒥᓂᕆᔭᐅᒻᒪᑦ, ᑕᒪᓐᓇ ᐊᑎᖓ. ᑕᒪᕐᒥᒃ 

ᒐᕙᒪᖃᕐᕖᑦ ᐱᓕᕆᔾᔪᓯᖃᖅᑐᐃᓐᓇᐅᕗᑦ. ᐃᓚᖏᑦ 

ᐊᑐᖅᐸᒃᑐᑦ ᐋᓐᓂᐊᕕᓕᐊᖅᑕᑦᑐᑦ ᑐᑭᓯᒋᐊᕈᑎᖏᑦ 

ᑐᖅᑯᖅᕕᖓᓂ; ᐊᑐᕐᓂᖅᓴᐅᕙᒻᒥᔪᑦ ᐊᓯᖏᓐᓂᒃ, 

ᑭᓯᐊᓂᓕ ᑖᓐᓇ ᐅᖃᐅᓯᖅ ᐊᑐᕐᓂᐊᕋᒃᑯ ᐊᒻᒪᓗ 

ᖃᐅᔨᒪᖁᕙᒋᑦ, ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᓕᕆᔾᔪᑎᑦ. 

ᒥᐊᑎᑕᒃ. ᑖᓐᓇ ᐊᑎᖓ ᓴᓇᔭᕆᐅᖅᓴᓂᕐᒧᑦ ᐊᑎᖃᕐᒪᑦ, 

ᑕᐃᒫᒃ ᐅᖃᕐᓂᐊᖅᑯᖓ. 

 

ᐃᒪᐃᓚᐅᖅᐱᓪᓕ ᒪᕐᕉᓚᐅᖅᑑᒃ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔩᑦ, ᖃᓄᐃᑦᑐᖃᓚᐅᕐᓯᒪᒻᒪ 

ᐃᖅᑲᓇᐃᔭᖅᕕᖕᒥ. ᐅᖃᐅᓯᕆᑐᐃᓐᓇᕐᓂᐊᖅᐸᕋ 

ᖃᓄᐃᑦᑐᒥᓂᐅᒋᐊᖓ. ᒪᓕᒃᖢᒍ ᖃᓄᐃᓐᓂᕆᔭᐅᔪᖅ 

ᐃᓚᖓᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᒧᑦ ᐅᓂᒃᑳᕆᔭᓐᓂ. ᑖᓐᓇ 

ᑭᒃᑯᑐᐃᓐᓇᓄᑦ ᐅᓂᒃᑲᐅᓯᐅᕗᖅ, ᑕᐃᒪᐃᓐᓂᖓᓄᓪᓗ 

ᐅᖃᕈᓐᓇᖅᐳᖓ ᐃᒪᓐᓇ, ᓘᒃᑖᖅ 

ᖃᐅᔨᒋᐊᓕᓚᐅᖅᓯᒪᕗᖅ ᑐᖅᑯᖅᑕᕐᕕᐅᔪᒥᒃ 

ᐋᓐᓂᐊᕕᓕᐊᖅᑐᓄᑦ ᑐᑭᓯᒋᐊᕈᑎᐅᔪᒥᒃ ᐃᓄᖕᒧᑦ 

ᐊᑕᐅᓯᕐᒧᑦ ᐃᓗᐊᖅᓴᐃᓂᕐᒧᑦ ᑐᓴᖅᑕᐅᔪᒃᓴᓂᒃ ᐃᓄᖕᒧᑦ 

ᐊᑲᐅᓐᖏᓕᐅᕈᑎᖃᓚᐅᕐᓂᕐᒥᓂᒃ ᐃᖅᑲᓇᐃᔭᕐᓂᕆᔭᒥᓂ, 

ᐊᓯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎᒋᔭᐅᔪᖅ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᐊᑐᖅᑕᐅᕙᑦᑐᒥ. 

 

ᑕᐃᒪᓕ, ᑖᓐᓇ ᓘᒃᑖᖅ ᕿᒥᕐᕈᒍᒋᐊᑐᓚᐅᓐᖏᑦᑐᖅ ᐃᓅᑉ 

ᑐᑭᓯᒋᐊᕈᑎᖓᓂᒃ. ᓘᒃᑖᕆᔭᐅᓚᐅᓐᖏᓚᖅ. 

ᐱᖃᑕᐅᓚᐅᓐᖏᓚᖅ ᖃᓄᑐᐃᓐᓇᖅ ᐃᓅᑉ 

ᑲᒪᒋᔭᐅᓂᖓᓄᑦ. ᑭᓯᐊᓂ ᖃᐅᔨᒋᐊᖅᐸᓪᓕᐊᓕᓚᐅᖅᐳᑦ 

ᑐᑭᓯᒋᐊᕈᑎᔅᓴᓂᒃ ᑖᔅᓱᒧᖓ ᐃᓄᒻᒧᑦ 

ᐊᑲᐅᓐᖏᓕᐅᕈᑎᖃᕐᓂᖓᓂ.  

 

ᒫᓐᓇᓕ, ᐱᔾᔪᑎᒋᓪᓗᒍ ᐱᓂᕐᓗᒡᕕᐅᓯᒪᔪᖅ ᑖᔅᓱᒧᖓ 

ᐊᑐᖅᑐᒧᑦ ᐋᓐᓂᐊᕕᖕᒥ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓚᐅᕐᓂᖓᓄᑦ, 

ᖃᐅᔨᒪᑦᑎᐊᓚᐅᖅᑐᖅ ᖃᓄᖅ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᓄᑦ 

ᑐᑭᓯᒋᐊᕈᑎᐅᔪᑦ ᑐᖅᑯᖅᑕᐅᕕᖓᓂ ᐱᓕᕆᓚᐅᕐᒪᖔᑕ 

ᖃᐅᔨᒪᓪᓗᓂᓗ ᑭᓱᓂᒃ ᐊᐱᕆᔪᓐᓇᕐᒪᖔᑕ, 

ᐱᓇᔪᓚᐅᖅᑐᖅ ᓇᓗᓇᐃᔭᐅᑎᓂᒃ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᓄᑦ 
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As far as lessons learned on the Qulliq 

Energy incident, we have learned and I think 

the best case scenario as far as reporting the 

incident immediately to the privacy 

commissioner as well as, I guess, the next 

steps on initiating the rebuild of a more 

robust and secure network on behalf of the 

corporation. As far as additional lessons 

learned, it does point out the dependency that 

all operations do have on electronic files and 

access through emails to communicate with 

staff in a decentralized government.  

 

The memorandum of understanding 

developed between Community and 

Government Services and Qulliq Energy to 

support the rebuild of the network for an 

arm’s-length corporation took some doing, 

but the rebuild is well underway with a far 

more robust network over at Qulliq Energy 

to support their corporate needs. The 

remaining measures and steps include 

finishing up fibre connectivity to Qulliq 

Energy assets not currently built into the 

GN’s overall fibre network within 

communities. 

 

I’m going to turn it over to Mr. Wells to talk 

a little bit about some of the other 

developments, best practices, and lessons 

learned in that transition, through you, Mr. 

Chairman, if that’s alright. Thank you. 

 

Chairman: Thank you, Mr. Seeley. Mr. 

Wells. 

 

Mr. Wells: Thank you, Mr. Chairman. On 

my team we always focus on the technical 

solutions first. Some of the biggest rules or 

things that we learned from the cyberattack 

that we encountered in 2019 were about the 

importance of training not only within the 

IMIT staff but training for all staff and that 

starts with onboarding and the onboarding of 

new staff or people who are taking on new 

roles within their department. We have a 

ᑐᑭᓯᒋᐊᕈᑎᐅᔪᒃᑯᑦ ᑐᖅᑯᖅᑕᐅᕕᖓᓂ ᐅᖃᕋᔭᖅᑐᒥᒃ 

ᐅᖃᐅᔾᔨᓇᔭᖅᑐᖅ ᑭᓇ ᕿᒥᕐᕈᓚᐅᕐᒪᖔᖅ 

ᓇᓗᓇᐃᔭᐅᑎᖏᓐᓂᒃ. ᐊᒻᒪᓗ 

ᓇᓗᓇᐃᖅᓯᔪᓐᓇᖅᓯᓚᐅᖅᑐᑦ ᑐᖅᑯᖅᑕᐅᕕᒃᑯᑦ 

ᖃᐅᔨᓴᕐᓂᖓᓂᒃ ᑖᓐᓇ ᓘᒃᑖᖅ ᕿᒥᕐᕈᔪᒥᓂᐅᒋᐊᖓ 

ᑐᑭᓯᒋᐊᕈᑎᒥᓂᒃ, ᕿᒥᕐᕈᒐᒥᐅᒃ, ᖃᓄᑎᒋ 

ᕿᒥᕐᕈᖃᑦᑕᕐᒪᖔᑕ, ᖃᓄᐃᓕᐅᖃᑦᑕᓚᐅᕐᒪᖔᑕ 

ᕿᒥᕐᕈᑎᓪᓗᒋᑦ. ᑕᒪᒃᑯᐊᓕᒫᑦ ᓴᖅᑭᕈᓐᓇᖅᑕᓯ 

ᐊᐱᕆᓕᕈᕕᒋᑦ. ᑭᓯᐊᓂᓕ ᑕᐃᓐᓇ ᐱᓂᕐᓗᒃᑕᒥᓂᖅ 

ᐋᓐᓂᐊᖅᑐᓕᕆᔨᐅᓚᐅᕐᒪᑦ ᖃᐅᔨᒪᓚᐅᕐᒪᑕ, 

ᖃᐅᔨᒪᓪᓗᑎᒃ ᑭᓱᒥᒃ ᑐᒃᓯᕋᕆᐊᒃᓴᖅ, ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ 

ᐅᓂᒃᑳᖅ ᐅᑎᖅᑎᑕᐅᒻᒪᑕ, ᑐᑭᓯᓪᓗᑎᒃ ᖃᓄᖅ 

ᐅᖃᕐᒪᖔᑕ.  

 

ᑕᐃᒪᓕ, ᑕᒪᓐᓇ ᐅᖃᐅᓯᕆᓪᓗᒍ, ᓘᒃᑖᖅ ᐅᖃᓚᐅᕐᖓᑦ 

ᑕᐃᒪᐃᔅᓯᒪᓂᕋᖅᑐᓂ, ᑕᒪᓐᓇ 

ᐃᓱᒫᓘᑎᐅᓚᐅᖅᓯᒪᓐᖏᓚᖅ. ᐄ, ᑕᐃᒪᐃᓚᐅᖅᑐᑦ. 

ᑕᐃᒪᓕ, ᐃᒻᒥᓂᒃ ᐱᓐᖏᑲᐃᓐᓇᕋᓱᓚᐅᕋᓗᐊᕐᒪᑕ, 

ᑭᓯᐊᓂᓕ ᐅᖃᖅᑲᐅᔪᖓ ᑕᒪᓐᓇ ᐅᒃᐱᕐᓇᖏᓐᓂᕋᖅᑐᒍ. 

ᑕᐃᒪᐃᓕᖓᑎᑐᐃᓐᓇᓕᕐᓚᕗᑦ.  

 

ᑕᐃᒪᐃᒻᒪᑦ ᑭᓇᑐᐃᓐᓇᕐᒥᑦ ᐸᕝᕕᓴᔅᓯᒪᔪᒥᑦ ᐊᓯᑦᑕ ᐃᓅᑉ 

ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᑦ ᐱᒻᒪᕆᐅᓂᖅᐹᒃᑯᑦ. 

ᐱᔾᔪᑎᑕᖃᓐᖏᓚᖅ, ᐱᔾᔪᑎᑕᖃᓐᖏᓚᖅ. 

ᐊᑐᕐᓂᕐᓗᓚᐅᖅᑐᑦ ᐊᑐᕈᓐᓇᕐᓂᕐᒥᓂᒃ 

ᐋᓐᓂᐊᕕᓕᐊᖅᐸᑦᑐᑦ ᑐᑭᓯᒋᐊᕈᑎᖏᑦ 

ᑐᖅᑯᖅᑕᐅᕕᖓᓂ ᐊᑐᖅᑕᐅᕙᒃᑐᒧᑦ.  

 

ᐃᖅᑲᓇᐃᔭᕐᓂᕐᒧᑦ ᖃᓄᐃᓕᔪᖃᕈᓐᓇᖅᑐᖅ, ᐅᕙᖓ 

ᓇᒻᒥᓂᕆᖏᑕᖓ. ᑖᒃᑯᐊ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ. 

ᑕᒪᓐᓇ ᐅᖃᐅᓯᕆᒋᐊᑐᓐᖏᑕᕗᑦ. ᑕᒪᓐᓇ 

ᓈᒻᒪᖅᑰᖏᒻᒪᑦ. ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᓂᕐᒧᐊᖓᔪᑦ, 

ᓇᓗᓇᓐᖏᑦᑐᖅ.  

 

ᑭᓯᐊᓂ ᐊᐱᖅᑯᑎᐅᔪᖅ ᓴᖅᑭᖅᑐᖅ ᑕᒪᑐᒧᖓ, 

ᒪᓕᒐᓕᐅᖅᑎ, ᐊᒻᒪᓗ ᑕᐃᓐᓇ ᐊᐱᖅᑯᑎᒋᔭᐃᑦ, 

ᖃᓄᐃᑉᐸᓚᐃᖏᑦᑐᖅ, ᐱᓕᕆᒃᑲᓐᓂᕈᓐᓇᖅᑭᑖ? 

ᑭᓇᑐᐃᓐᓇᖅ ᐱᔮᕆᓪᓗᓂ ᓱᕋᐃᓯᒪᒍᓂ 

ᓯᖁᒥᑦᑎᔪᖃᖅᑐᒥᓂᐅᑎᓪᓗᒍ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ, 

ᓯᖁᒥᑦᑎᕚᑦ ᒪᓕᒐᕐᒥᒃ? ᐊᑭᓖᑎᑦᑎᒍᓐᓇᓐᖏᓚᑏᑦ? 

ᐊᓄᓪᓚᔅᓯᑎᑦᑎᒍᓐᓇᓐᖏᓚᑏᑦ ᐊᓯᐊᒍᑦ? ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᓄᓇᕗᒻᒥ ᐱᔭᕐᓂᖏᓛᖑᓚᐅᖅᑐᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᓯᖁᒥᑦᑎᓂᖅ ᑕᑯᓯᒪᔭᓐᓂᒃ, ᑕᐃᒪᐃᒻᒪᑦ 

ᖃᐅᔨᒋᐊᓕᓚᐅᖅᐸᕋ ᑕᐃᓐᓇ ᐃᓄᒃ 

ᐃᖅᑲᖅᑐᖅᑕᐅᔪᓐᓇᕐᒪᖔᖅ ᑲᓐᖑᓇᖅᑐᓄᑦ ᒪᓕᒐᖅ 

ᒪᓕᓪᓗᒍ.  
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brand-new onboarding program for IMIT 

that’s being used across different 

departments.  

 

We also have released a new security 

awareness program that has new modules 

come out every couple of months, 

maintaining all the security that is current 

with the new information that we have. We 

roll out a new module every couple of 

months as well. Now with the access to low 

Earth orbit satellite bandwidth, we’ve got 

access to new, better and more improved 

tools. Even though I just mentioned about 

training for all staff, we do keep our IMIT 

staff really up to date on new tools that we 

are deploying ahead of time as well. 

 

We have adopted what they call a zero-trust 

policy, which means we don’t trust any 

individuals or organizations that we deal with 

or we connect our network to. We always 

have to evaluate very clearly if we’re dealing 

with another organization out there, that we 

do a really in-depth review of what their 

network looks like and what kind of impact it 

would have on the Government of Nunavut’s 

network as well. 

 

We have learned a lot from our experience in 

2019 and I think that, because of that 

learning with the Qulliq Energy Corporation, 

we brought a lot of the new lessons learned 

knowledge to them as soon as they started to 

rebuild. It took us a few years to learn that, 

but we brought that knowledge with us to 

that organization. Thank you, Mr. Chairman. 

 

Chairman: Thank you. I know we have been 

doing a pretty good job of avoiding 

acronyms, but Information Management and 

Information Technology is IMIT. No 

problem, Mr. Wells. Mr. Lightstone.  

 

Mr. Lightstone: Thank you, Mr. Chairman. 

My first question is going to be for the 

ᐅᖃᐅᓯᕆᑲᐃᓐᓇᕋᕕᐅᒃ, ᒪᓕᒐᓕᐅᖅᑏ, ᑎᑎᕋᖅᓯᒪᓂᖓ 

59. ᑖᓐᓇ ᑎᑎᕋᖅᓯᒪᔪᖅ ᐅᖃᖅᓯᒪᔪᖅ ᓯᖁᒥᑦᑎᒍᕕᑦ 

ᑭᓇᑐᐃᓐᓇᐅᑉ ᑲᓐᖑᓇᖅᑐᖁᑎᖓᓂᒃ, 

ᐊᑭᓖᑎᑕᐅᒍᓐᓇᖅᑐᑎᑦ $5,000-ᓂᒃ. ᑕᐃᒫᒃ 

ᐅᖃᖅᓯᒪᒻᒪᑦ. ᑭᓯᐊᓂ ᖃᐅᔨᓚᐅᖅᑐᖓ ᐊᔪᕐᓇᕐᓂᖓᓂᒃ 

ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᔭᕆᐊᒃᓴᖅ ᑭᓇᑐᐃᓐᓇᕐᒥᒃ ᑕᒫᓂ 

ᓄᓇᕗᒻᒥ, ᐊᒻᒪᓗ ᒪᕐᕉᓐᓂᒃ ᐱᔾᔪᑎᖃᐅᖅᑐᓂ ᑕᒪᑐᒧᖓ. 

ᓯᕗᓪᓕᖅᐹᒥ, ᖃᐅᔨᓴᖅᑐᖃᕈᓐᓇᖏᒻᒪᑦ. ᑕᐃᒪᓕ, 

ᑭᓇᑐᐃᓐᓇᖅ ᓯᖁᒥᑦᑎᒃᐸᑦ ᒪᓕᒐᕐᒥᒃ ᐱᕋᔭᒃᑐᓄᑦ 

ᒪᓕᒐᕐᒥ, ᐸᓖᓯᒃᑯᑦ ᖃᐅᔨᓴᖃᑦᑕᖅᑐᑦ. ᐋᖅᑭᒃᓯᓲᑦ 

ᐸᓯᔭᒃᓴᓐᖑᖅᑎᑦᑎᔾᔪᑎᓂᒃ ᐊᒻᒪ ᐃᓄᖕᓄᑦ 

ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᔪᓂᒃ. ᑕᒪᓐᓇ ᐱᔭᕆᐊᑭᑦᑐᖅ. 

ᑭᓯᐊᓂ ᑭᓇᑐᐃᓐᓇᖅ ᓱᕋᐃᑉᐸᑦ ᓄᓇᕗᒻᒥ ᒪᓕᒐᕐᒥᒃ, 

ᐱᕋᔭᓐᓂᕐᒧᑦ ᒪᓕᒐᐅᓐᖏᑦᑐᒥᒃ ᑭᓯᐊᓂ ᒪᓕᒐᖅ 

ᑲᔪᓯᑎᑕᐅᓯᒪᔪᖅ ᑕᕝᕙᓂ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ, 

ᓇᓗᓇᐃᓐᓇᓲᖑᒻᒥᒻᒪᑦ ᑭᓇ ᖃᐅᔨᓴᕐᓂᐊᕐᒪᖔᖅ.  

 

ᑕᐃᒪᓕ, ᐊᖏᖃᑎᒌᒍᑕᐅᓯᒪᔪᖅ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᐊᒻᒪᓗ ᐸᓖᓯᒃᑯᓐᓄᑦ, ᒥᔅᑕ ᒪᒃᓕᐊᓐ 

ᐅᖃᕈᓐᓇᖅᑐᖅ ᖃᓄᐃᑦᑐᓪᓚᕆᒻᒥᒃ ᐃᖅᑲᓇᐃᔮᖃᕐᒪᖔᑕ 

ᑕᒫᓂ ᓄᓇᕗᒻᒥ, ᖃᓄᓪᓚᕆᓪᓕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑦᑎᓯᒪᕕᑕ. ᓇᓗᓇᕐᒪᑦ ᐸᓖᓯᒃᑯᓐᓄᑦ 

ᑕᐃᒪᓐᓇ ᓯᖁᒥᑦᑎᓂᖅ ᐊᑐᕆᐊᖃᖅᑕᒥᓂᒃ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᒐᔭᕐᓂᖓᓂᒃ ᖃᐅᔨᓴᐃᓂᐊᕐᓗᓂ, ᐊᓱᐃᓛᒃ. 

ᐊᑕᐅᓯᑐᐃᓐᓇᐅᕗᖅ ᐸᓖᓯᒃᑯᑦ ᓄᓇᕗᒻᒥ. 

ᖃᐅᔨᓴᕐᓂᐊᖏᑉᐸᑕ, ᑭᓇ ᖃᐅᔨᓴᕐᓂᐊᖅᐸ?  

 

ᓇᓂᓯᔪᓐᓇᕋᓗᐊᕈᑦᑕ ᑭᓇᑐᐃᓐᓇᕐᒥᒃ ᖃᐅᔨᓴᕐᓂᐊᖅᑐᒥᒃ, 

ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᔩᑦ -- ᑕᐃᒪᓐᓇ 

ᑎᒃᑯᐊᖅᑐᖅᑐᖓ ᖃᐅᔨᒪᒐᒪ ᑎᑎᕋᕐᕕᖓᑦ 

ᑕᐅᕙᓃᑐᐃᓐᓇᕐᒪᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᔩᑦ ᑲᓇᑕᒥ ᐅᖃᖅᑐᑦ, ᒫᓐᓇ, ᑕᒪᓐᓇ 

ᐱᓕᕆᐊᕆᓐᖏᓇᑦᑎᒍ ᑕᒪᒃᑯᓂᖓ ᐱᕋᔭᒍᑕᐅᔪᓂᒃ. 

 

ᓄᓇᕗᒻᒥ ᐱᕋᔭᒍᑕᐅᓯᒪᔪᑦ ᐊᒥᓲᕗᑦ ᐱᕋᔭᒍᑕᐅᔪᑦ 

ᑖᒃᑯᓄᖓ, ᑭᓯᐊᓂ ᐸᓯᔭᔅᓴᕈᖅᑎᑕᐅᒐᔪᓲᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ. ᑭᓯᐊᓂᓕ ᒫᓐᓇᑦᑕᐅᑎᒋ 

ᐊᑲᐅᓐᖏᓕᐅᕈᑎᑕᖃᓕᕋᕕᑦ: ᑲᓐᖑᓇᖅᑐᓄᑦ ᒪᓕᒐᖅ 

ᑐᕌᖓᒻᒪᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑐᐊᖅ. ᑕᐃᒪᐃᒻᒪᑦ, 

ᑕᒪᓐᓇ ᐊᒃᑐᐊᓂᖃᐃᓐᓇᐸᓗᓐᓂᐊᖅᑐᖅ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᓱᕋᐃᓯᒪᔪᖅ ᒪᓕᒐᕐᒥᒃ. ᑕᐃᒪᐃᒻᒪᑦ ᒐᕙᒪᒃᑯᑦ 

ᐸᓯᑦᑎᔪᓐᓇᓐᖏᓚᑦ ᒐᕙᒪᒃᑯᓐᓂᑦ. ᐱᔪᓐᓇᖏᒻᒪᑦ. 

 

ᑕᒪᒃᑯᐊᓕᒫᑦ ᑲᑎᑎᕈᕕᒋᑦ, ᐱᒻᒪᕆᐊᓗᒻᒥᒃ ᐊᒻᒪᓗ 

ᐱᔮᕆᓪᓗᑎᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ 

ᓱᕋᐃᔪᖃᖅᑐᒥᓂᐅᑎᓪᓗᒍ ᐅᖃᖅᓯᒪᓪᓗᓂᓗ, ᑕᐃᒪᐃᒻᒪᑦ 

ᐱᒡᒐᓇᕋᔭᓚᐅᓐᖏᓚᖅ ᓇᓗᓇᐃᖅᓯᒋᐊᖓ, ᑭᓯᐊᓂ 

ᖃᐅᔨᓴᖅᑐᖃᕈᓐᓇᕋᓂ, ᐃᖅᑲᖅᑐᐃᔨᖃᕈᓐᓇᕋᓂ, ᐊᒻᒪᓗ 
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privacy commissioner in respect to the 

protection of privacy aspect of the ATIPP 

Act. That portion does set out that 

government must do what it can to protect 

the personal information that it contains, and 

also that the government must notify the 

commissioner upon any serious breaches, as 

you previously indicated.  

 

However, as was previously indicated by Mr. 

MacLean, section 48 does allow for 

exceptions where the government can share 

personal information under certain 

circumstances, public interest or safety of 

individuals. My first question for the 

commissioner: is the Government of 

Nunavut required to notify you, the 

commissioner, when it utilizes section 48 to 

share personal information? Thank you, Mr. 

Chairman. 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, the answer to the 

question is no, they are not required to notify 

me nor should they be because this is the 

daily work of the Government of Nunavut, 

and if they had to notify me every time that 

they shared a piece of information with 

another department in order to do their work, 

I would be snowed under with hundreds of 

thousands of notifications daily. Don’t get 

me wrong; it would not be something that 

would be necessary or appropriate that I be 

notified.  

 

What the law says is that I need to be notified 

of a privacy breach, and it’s not every 

privacy breach because some privacy 

breaches are really minor and unimportant 

and are quickly fixed. There’s a standard in 

the law. The English word is “material.” I’ll 

say it means something that is more than 

minor significance. If it’s something that’s 

reasonably important, then it has to be 

reported to me. Then there’s another standard 

and the words in the law are “real risk of 

ᖃᓄᐃᓕᔪᖃᓲᖑᒻᒪᖔᖅ, ᒪᓕᒐᓕᐅᖅᑏ, ᑭᓇᑐᐃᓐᓇᖅ 

ᖃᓄᐃᓕᐅᓪᓚᕆᑦᑎᓪᓗᒍ, 

ᑕᐃᒪᐃᓪᓚᕆᑦᑕᕆᐊᖃᓐᖏᓪᓚᖅ? ᓄᓇᕗᒻᒥ 

ᐊᐅᓪᓚᖃᑦᑕᖅᑐᑦ, ᐃᓛᒃ. ᑕᐃᒪᐃᒻᒪᑦ ᓱᓕ, 

ᓄᓇᕗᒻᒦᒍᓐᓃᖅᑐᖅ.  

 

ᑕᒪᒃᑯᐊ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ, ᐊᒻᒪᓗ ᑕᒪᒃᑯᐊᓕᒫᑦ 

ᑲᒪᒋᔭᐃᓐᓇᕆᒍᔅᓯᐅᒃ ᐊᒻᒪᓗ ᐊᐅᓚᑦᑎᓗᑎᑦ 

ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᓗᑎᑦ ᑭᓇᑐᐃᓐᓇᕐᒥᑦ, ᐊᑭᑐᓂᖅᐹᖓ 

ᐊᑭᓖᑎᑕᐅᓂᖅ $5,000-ᖑᕗᖅ. $100,000-ᓂᒃ 

ᐊᑭᓖᑕᐅᑎᒋᔪᓐᓇᖅᑐᑎ, $200,000-ᓄᑦ 

ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᓗᑎᑦ, ᑕᒪᕐᒥᒃ ᐊᑭᑐᓛᒥᒃ 

ᐊᑭᓕᒐᒃᓴᖅᑖᖅᑎᑕᐅᓗᓂ $5,000-ᓂᒃ. 

 

ᐅᓪᓘᑉ ᓄᓐᖑᐊᓂ, ᑎᑎᕋᖅᓯᒪᓂᖓ 59 ᑕᐃᒐᔭᖅᑕᕋ 

ᐃᓗᓕᖃᓐᖏᑦᑐᒥᒃ ᑲᑉᐱᐊᓵᕆᓂᕐᒥᒃ. 

ᐊᓄᓪᓚᓯᖅᑕᐅᔪᖃᖅᑑᔮᖅᑑᒐᓗᐊᖅ, ᑭᓯᐊᓂᓕ ᓱᓕᔪᒃᑯᑦ 

ᐱᑕᖃᓐᖏᒻᒪᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᑲᒥᓴᓇ. ᑲᒥᓯᓇᒦᖏᓐᓇᕐᓗᖓ, ᑲᒥᓯᓇ 

ᐅᖃᓚᐅᕋᕕᑦ ᒪᒃᐱᖅᑐᒐᖅ 11−ᒥᑦ 2022-2023−ᒥᑦ 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᒥᑦ ᐅᓂᒃᑳᒥᑦ ᓴᖅᑭᓚᐅᖅᑕᓐᓂ ᑖᓐᓇ 

"ᒪᓕᒐᓕᐅᕐᕕᖕᒥ ᐅᖃᐅᓯᐅᓗᓂ ᓲᖃᐃᒻᒪ 

ᒪᓕᒐᓕᐅᕆᐊᖃᑐᐃᓐᓇᕆᐊᖃᖕᒪᑕ." ᖃᓄᐃᑦᑐᓪᓚᑦᑖᓂᒃ 

ᐋᖅᑭᒋᐊᕈᑎᓂᒃ ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ 

ᓴᐳᒻᒥᔭᐅᓂᖏᑦ ᑲᓐᖑᓇᖅᑐᑦ ᐱᖁᔭᕐᔪᐊᑦ 

ᐊᑐᓕᖁᔭᓕᐅᖅᐱᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐱᓪᓗᐊᑕᐅᔪᖅ 

ᖃᓄᐃᓕᒋᐊᖃᕐᓂᐅᔪᖅ, ᒪᓕᒐᓕᐅᖅᑏ, 

ᓇᓗᓇᖏᑎᐊᕆᐊᓕᒃ ᑭᒃᑯᑦ ᖃᐅᔨᓴᕐᓂᐊᕐᒪᖔᑕ ᐊᒻᒪᓗ 

ᑭᒃᑯᑦ ᐃᖅᑲᑦᑐᐃᕐᓂᐊᕐᒪᖔᑕ. ᑕᐃᒪᓕ, ᑕᒪᓐᓇ 

ᐋᖅᑭᒃᓯᒪᑐᐃᓐᓇᕆᐊᖃᖅᑐᖅ ᒪᓕᒐᕐᒥ. ᑭᓯᐊᓂ 

ᐆᑦᑑᑎᒋᓗᒍ, ᐊᖏᕈᑎᐅᓯᒪᔪᖅ ᓄᓇᕗᒻᒥ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐊᒻᒪ ᐸᓖᓯᒃᑯᓐᓂ, ᓇᓗᓇᐃᖅᑕᐅᒃᑲᓐᓂᕆᐊᖃᖅᑐᒋᕙᕋ 

ᒫᓐᓇᐅᔪᖅ ᑭᒃᑯᑦ ᖃᐅᔨᓴᕐᓂᐊᕐᒪᖔᑕ ᓄᓇᕗᒻᒥ 

ᐱᕋᔭᔅᓯᒪᔪᓂᒃ. ᐸᓖᓯᒃᑰᖏᑉᐸᑕ, ᑭᓇᐅᕙᓕ? ᐊᒻᒪᓗ 

ᐊᔾᔨᐸᓗᐊᓂᒃ ᓇᓗᓇᐃᖅᑕᐅᔭᕆᐊᖃᑦᑐᖅ 

ᐃᖅᑲᖅᑐᐃᓂᕐᒧᑦ. ᒫᓐᓇ, ᓱᓕ, ᑕᒪᒃᑯᐊ 

ᑎᑎᕋᖃᓯᐅᑎᑐᐃᓐᓇᕆᐊᖃᖅᑕᑎᑦ ᒪᓕᒐᕐᒥ. ᒥᔅᑕ 

ᒪᑲᓚᐃᓐ ᐱᐅᓂᖅᓴᒦᑉᐸᓪᓚᐃᔪᖅ ᐅᖃᐅᓯᖃᕐᓂᐊᕐᓗᓂ 

ᖃᓄᐃᓕᐅᓪᓚᕆᒋᐊᖃᕋᔭᕐᒪᖔᑕ.  
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significant harm,” and if that standard is met, 

then the person involved, the person whose 

personal information has been released, has 

to be notified. That’s the way the legislation 

works.  

 

If you meet the first standard, you have to tell 

me; if you meet the second standard, you 

have to notify the person whose privacy was 

breached. If that was a lot of people, like if a 

lot of people’s information came out, like 

thousands or tens of thousands of people all 

at the same time, it would require public 

notification. That’s the way the legislation 

works. Other than that, departments do not 

have to notify me of their routine sharing of 

information in order to do the business of the 

Government of Nunavut. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

My next question will be for Mr. MacLean 

with regard to section 48. As I previously 

commented, it’s my perception that this is 

maybe underutilized. I’m just wondering if 

you would be able to provide some 

information and provide examples of when 

this exemption would be utilized to share 

personal information. That will be my first 

question. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

Thank you, Member, for the question. The 

most common use of section 48 and the kinds 

of disclosure is disclosure for compliance 

with warrants and production orders from 

law enforcement agencies and also from 

regulatory bodies, such as the college of 

nurses. If they are investigating a nurse for 

professional misconduct, they have the 

Nursing Professions Act that gives the 

college all of the powers of a court to compel 

ᐊᐃᑉᐸᖓ ᐃᓱᒫᓘᑎᐅᔪᖅ ᒪᓕᒐᓕᐅᕐᓂᕐᒧᑦ ᒥᑭᔫᒻᒪᑦ 

ᐊᑭᓖᑎᑕᐅᒍᑎᐅᔪᖅ. ᓱᖁᑕᐅᓐᖏᑦᑐᖅ ᖃᓄᑎᒋ 

ᐱᐅᓐᖏᑎᒋᒻᒪᖔᖅ ᑭᓇᑐᐃᓐᓇᖅ, ᐊᑭᑐᓂᖅᐹᖓ 

ᐊᑭᓕᒐᔅᓴᖅ $5,000-ᓂᒃ. ᑖᓐᓇ ᓈᓴᐅᑎ 

ᐊᓯᔾᔨᓚᐅᖅᓯᒪᖅᑰᖏᒻᒪᑦ ᑕᐃᒪᓐᖓᑦ ᑖᓐᓇ ᒪᓕᒐᖅ 

ᐊᑐᓕᖅᑎᑕᐅᓚᐅᖅᓯᒪᒻᒪᑦ ᓄᓇᑦᓯᐊᕐᒥ 30-ᑲᓴᐅᓕᖅᑐᑦ 

ᐊᕐᕌᒍᐃᑦ. ᑖᓐᓇ ᓈᓴᐅᑎ ᐊᓯᔾᔨᖅᓯᒪᖅᑰᖏᒻᒪᑦ. ᑖᓐᓇ 

ᐅᓄᓐᖏᓗᐊᓕᕐᒪᑦ ᒫᓐᓇ ᑕᒪᓐᓇ 

ᓄᖅᑲᖓᔾᔪᑕᐅᓗᐊᓐᖏᒻᒪᑦ ᑭᓇᑐᐃᓐᓇᕐᒧᑦ. ᑕᒪᓐᓇ 

ᒪᓕᒐᓃᒍᓐᓇᖅᑐᖅ.  

 

ᑭᓯᐊᓂ ᑕᒪᒃᑯᐊ ᐅᖃᐅᓯᕆᒋᐊᖃᖅᑕᕗᑦ: ᐊᖏᓂᕆᔭᖓ 

ᐊᑭᓕᕆᐊᓕᐅᑉ, ᑭᓇ ᖃᐅᔨᓴᕐᓂᐊᖅᐸ, ᑭᒃᑯᑦ 

ᐃᖅᑲᖅᑐᐃᓂᐊᕐᒪᖔᑕ. ᑕᒪᒃᑯᐊᓕᒫᑦ 

ᐊᓯᔾᔨᕆᐊᖃᓐᖏᒻᒪᑕ ᒪᓕᒐᕐᒧᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐅᑎᓚᐅᓐᖏᓂᓐᓂ ᒥᔅᑕ 

ᓯᒪᐃᓚᒧᑦ, ᓯᕿᓐᖑᔭᖅ ᐃᓕᑕᕆᓂᐊᕋᒃᑯ. 15 ᒥᓂᔅᓯᒥᒃ 

ᓄᖅᑲᖓᓚᐅᑲᓐᓂᐊᖅᑐᒍᑦ. 

 

>>ᑲᑎᒪᔨᕋᓛᑦ ᓄᖅᑲᖓᑲᐃᓐᓇᖅᑐᑦ 15:07ᒥ ᐊᒻᒪᓗ 

ᐱᒋᐊᒃᑲᓐᓂᖅᑐᑎᒃ 15:27ᒥ 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒫᓐᓇ ᐱᒋᐊᒃᑲᓂᖁᓕᕋᒃᑭ 

ᐊᒻᒪᓗ ᒥᔅᑕ ᓯᒪᐃᓚᒃ ᐊᐱᖅᓱᕋᑖᕐᖓᑦ. 

ᑲᔪᓯᒋᐊᑐᐃᓐᓇᕆᑦ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᓐᖓᓱᒃᑲᓐᓂᓕᕐᒥᒋᔅᓯ. ᑭᖑᓪᓕᖅ ᐊᐱᖅᑯᑎᒐ 

ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓄᑦ. ᐃᒃᓯᕙᐅᑖᖅ, ᑕᕝᕙᓂ ᑭᐅᔾᔪᑎᖓᓂ 

ᐱᓕᕆᕕᖓᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᐅᑉ 

ᐅᓂᒃᑳᖏᓂ, ᒐᕙᒪᒃᑯᑦ ᓇᓗᓇᐃᖅᓯᓯᒪᕗᑦ 

“ᑐᓂᓯᓐᓂᖏᒻᒪᑕᒎᖅ ᑖᔅᓱᒥᖓ ᐃᖅᑲᑐᖅᑕᐅᖁᔨᓚᐅᓗᑎ 

ᐃᓱᓕᔅᓯᒪᓕᕐᓂᕐᖓᑦ 6-ᓂᑦ ᑕᖅᑭᓂᑦ 

ᐱᓕᕆᐊᖑᒋᐊᖃᕐᕕᖓ ᓄᓇᕗᒻᒥ ᐱᕋᔭᕐᓂᐅᓯᒪᔪᓄᑦ 

ᓇᓗᓇᐃᖅᓯᒪᒻᒪᑦ ᓈᓴᐅᑎᓕᒃ 3-ᒥ ᐊᑦᑎᓂᖅᓴᒃᑯᑦ 

ᐃᖅᑲᑐᖅᑕᐅᓂᕐᒥᒃ ᐱᖁᔭᖓᓂ.  

 

ᑕᐃᒪᓕ ᐊᒃᓱᕈᕈᑎᒋᕙᑦᑕᖏᑦ ᑕᖅᑭᓄᑦ 6-ᓄᑦ, ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦ ᒪᑐᐃᖓᓂᐊᖅᑐᑦ ᐅᖃᖃᑎᖃᕐᓗᑎᒃ 

ᑲᒥᓯᓇᒥᒃ ᐃᓱᓕᕝᕕᖃᑐᐃᓐᓇᕆᐊᖃᕐᓂᖏᓐᓂᒃ 

ᐅᕝᕙᓘᓐᓃᑦ ᐊᐅᓚᑕᐅᓂᖏᓐᓄᑦ ᐊᑭᓖᑎᑕᐅᖃᑦᑕᕐᓗᑎᒃ 

ᐱᕋᔭᒍᑕᐅᔪᓄᑦ ᐊᑖᒍᑦ ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ 

ᓴᐳᒻᒥᒻᔭᐅᓂᖏᑦ ᑲᓐᖑᓇᖅᑐᑦ ᐱᖁᔭᕐᔪᐊᖅ." ᐅᓗᒥᒧᑦ, 

ᑕᐃᒪ ᖃᓄᐃᓕᖓᓕᖅᑲᑦ 

ᐅᖃᖃᑎᒌᓐᓂᐊᕐᓂᕋᓚᐅᖅᓯᒪᔭᓯ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  
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information. That is a disclosure that’s 

authorized by law, so that is an authorized 

disclosure under section 48.  

 

Section 48(e), which I answered a question 

for you this morning, relates to disclosure for 

law enforcement for law enforcement 

purposes, and that allows a warrantless 

disclosure, so a disclosure without a warrant 

authorized by the court, for a law 

enforcement purpose which is an 

investigation that could lead to a criminal 

penalty or sanction. We follow a decision 

from the Supreme Court of Canada called R. 

v. Cole that recommended quite strongly to 

bodies that are subject to the Canadian 

Charter of Rights and Freedoms, such as the 

Government of Nunavut, that we require 

warrants before we disclose information that 

would be potentially incriminating, 

potentially because to preserve somebody’s 

rights against unreasonable search and 

seizure. 

 

We generally require a warrant or production 

order if a member of law enforcement comes 

and it is most commonly to a health centre, 

let’s be honest, but it does come to the GN in 

general, looking for information about 

individuals. In those situations, we will 

typically advise to go get a warrant. 

However, if our office is broken into or if we 

have security camera footage of a 

Government of Nunavut office building 

being broken into, we will hand over that 

footage to the RCMP. We have occasionally 

found incriminating hard drives full of 

incriminating information that we have 

stored in our vault and the RCMP have 

gotten a warrant to seize because there might 

have been criminal charges against a very 

specific person.  

 

Finally, to talk about disclosures under 

section 48(s), now this is where the public 

interest in disclosure outweighs any potential 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

ᒥᔅᑕ ᒪᑲᓚᐃᓐ.  

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ, ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᕆᒻᒪᑦ ᑕᐃᒫᒃ. ᑖᓐᓇ 

ᐃᖅᑲᑐᖅᑕᐅᕕᔅᓴᖓ ᐱᕕᖓᐃᓛᒃ 

ᐊᐳᖅᑕᕈᑕᐅᖃᑦᑕᖅᑐᖅ 

ᐃᖅᑲᑐᖅᑕᐅᔪᖃᕆᐊᖃᕋᓗᐊᖅᑎᓪᓗᒍ ᐊᑐᕈᓐᓇᕐᓂᖅ 

ᑐᓴᖅᑕᐅᔪᒃᓴᓂᒃ ᓴᐳᔾᔨᓯᒪᓂᕐᓗ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᖅ, ᐊᒻᒪ ᑭᒡᓕᒋᑎᑕᐅᔪᑦ ᐃᖅᑲᖅᑐᖅᑕᐅᔪᓄᑦ, 

ᖃᓄᑐᐃᓐᓇᖅ ᐸᓯᔭᒃᓴᓐᖑᖅᑎᑕᐅᔪᑦ ᓄᓇᕘᒥ ᐱᖁᔭᕐᒥ, 

ᑕᖅᑭᓄᑦ 6-ᓄᑦ, ᑭᓯᐊᓂ ᐊᓯᐊᓂ ᐱᖁᔭᒃᑯᑦ 

ᐅᖓᕙᕆᐊᖅᑕᐅᒃᐸᑦ ᑭᒡᓕᒋᑎᑕᐅᔪᒧᑦ.  

 

ᐋᖅᑭᒋᐊᕈᑎᐅᔪᖅ ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ 

ᓴᐳᒻᒥᒻᔭᐅᓂᖏᓐᓄᑦ ᑲᓐᖑᓇᖅᑐᑦ ᐱᖁᔭᕐᔪᐊᖓ 

ᐅᖓᕙᕆᐊᖅᑕᐅᓗᓂ. ᐋᖅᑭᒋᐊᕆᓂᖅ ᐊᑐᕈᓐᓇᕐᓂᖅ 

ᑐᑭᓯᒋᐊᕈᑎᓂᑦ ᐊᒻᒪᓗ ᓴᐳᔾᔨᓂᖅ ᑲᓐᖑᓇᖅᑐᓂᑦ 

ᐱᖁᔭᕐᒥᒃ ᐅᖓᕙᕆᐊᖅᑕᐅᓗᓂ ᐅᕝᕙᓘᓐᓃᑦ 

ᑎᒃᑯᐊᖅᓯᓗᓂ ᑭᒡᓕᒋᓂᐊᖅᑕᖓᓂᒃ ᑕᖅᑭᑦ 6 ᐅᖓᑖᓂ 

ᐃᑲᔪᕋᔭᖅᑐᖅ ᐃᖅᑲᖅᑐᖅᑕᐅᑎᑦᑎᔪᓐᓇᕐᓂᕐᒥᒃ ᓄᓇᕗᑦ 

ᐱᕋᔭᒍᑎᖓᓂᒃ. ᐆᑦᑑᑎᒋᓗᒍ, ᐃᓚᖏᑦ ᑲᓇᑕᒥ 

ᐊᕕᑦᑐᖅᓯᒪᔪᓂ ᐊᒻᒪ ᐅᑭᐅᖅᑕᖅᑐᒥᑦ ᐊᕕᑦᑐᖅᓯᒪᔪᓂ, 

ᐃᓱᓕᕝᕕᖃᕐᖓᑦ ᒪᕐᕉᓐᓂᒃ ᐊᕐᕌᒎᓐᓂᒃ. ᑕᒪᓐᓇ 

ᒪᓕᑦᑎᐊᖅᑐᖅ ᐊᕙᑎᑦᑎᓐᓂᒃ ᓴᐳᔾᔨᓯᒪᓂᕐᒧᑦ ᐱᖁᔭᕐᒥᒃ 

ᓲᖃᐃᒻᒪ ᐃᓛᓐᓂᒃᑯᑦ ᖃᐅᔨᕙᓐᖏᑦᑐᒍᑦ ᓱᕈᖅᑎᕆᓂᕐᒥᒃ 

ᑯᕕᔪᓂᒡᓗ ᑭᓯᐊᓂ ᖃᐅᔨᑲᐅᑎᒋᕙᓐᖏᑕᕗᑦ. 

ᐊᔾᔨᑐᐃᓐᓇᖓ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᑦ ᓯᖁᒥᑦᑎᓃᑦ. 

ᖃᐅᔨᔭᐅᑲᐅᑎᒋᕙᓐᖏᒻᒪᑕ ᐊᒻᒪᓗ 

ᖃᐅᔨᓚᐅᓐᖏᓂᑦᑎᓐᓂ 7 ᑕᖅᑮᑦ ᖄᖏᖅᓯᒪᓕᖅᑯᑦ 

ᐊᒻᒪᓗ ᐱᕕᖃᕈᓐᓃᖅᑐᑕ.  

 

ᐊᑯᓂᐅᓂᕐᓴᖅ ᑭᓪᓕᖃᖅᑎᑕᐅᓂᖓ ᒪᓕᒐᓕᕆᔨᒃᑯᑦ 

ᐊᑐᓕᖁᔨᓂᐊᖅᑐᑦ ᐊᐅᓚᑦᓯᔨᒃᑯᓐᓄᑦ 

ᒐᕙᒪᐅᖃᑎᒌᑦᑐᓕᕆᔨᒃᑯᓄᓪᓗ 

ᐋᖅᑭᒋᐊᖅᑕᐅᑐᐃᓐᓇᕆᐊᖃᕐᓂᖓᓄᑦ ᑎᒍᓯᓂᕐᒧᑦ 

ᑐᓴᕋᔅᓴᓂᒃ ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ ᑲᓐᖑᓇᖅᑐᓂ ᒪᓕᒐᕐᒥ. 

 

ᑖᒃᑯᐊ ᐊᓪᓚᕝᕕᖕᒥ ᓱᕋᐃᔪᒥᓂᕐᓄᑦ ᐊᑭᓖᑎᑦᑎᓂᖅ, 

ᑕᒪᓐᓇ ᐱᓕᕆᐊᖑᒃᑲᓐᓂᕆᐊᖃᕐᓂᐊᖅᑐᖅ ᐊᒻᒪᓗ 

ᐅᖃᐅᓯᐅᒃᑲᓐᓂᕆᐊᖃᖅᖢᓂ, ᐊᒻᒪᓗ ᑭᒃᑯᓕᒫᑦ 

ᑐᑭᓯᐅᒪᓂᐊᕐᒪᑕ ᖃᓄᖅ ᑕᒪᒃᑯᐊ ᐊᐅᓚᑕᐅᓂᖏᒍᑦ 

ᐊᑭᓕᖅᓱᖅᑕᐅᔭᕆᐊᖃᕐᓂᖏᑦ, ᖃᐅᔨᒪᔪᖓ 

ᓇᐃᓕᒋᐊᖅᓯᒪᓐᖏᑦᑐᓂᒃ ᐱᐅᒋᓐᖏᓇᑦᑎᒍᑦ, ᑭᓯᐊᓂ 

ᐊᑕᐅᓯᖅ ᐃᓄᐃᑦ ᐅᖃᖃᑦᑕᕐᒪᑕ ᑕᖅᑲᒃᑯᐊ ᑐᓵᑎᓪᓗᒋᑦ, 

AMPS-ᖑᓂᕋᖅᑕᖏᓐᓄᑦ, ᑭᓯᐊᓂ ᐅᖃᕐᓂᐊᖅᐳᖓ 
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breach of privacy, this is what every 

information and privacy commissioner in 

Canada would describe as the “break glass in 

case of emergency” disclosure provision. It’s 

the “It’s the right thing to do” section and 

sometimes that is used to provide 

information to a grieving family who just 

wants some basic information about what 

happened to the person that they loved. 

Departments will provide that information to 

the family to give them some; I hate the 

word, but closure.  

 

Also, sometimes we will disclose 

information from one public body to another 

to help somebody to potentially prevent a 

suicide or to intervene on somebody who 

needs assistance. That’s sort of an example 

of where compassionate disclosure would be 

used. Qujannamiik, Mr. Chairman, and I 

apologize for speaking quickly; I’m from the 

Maritimes. 

 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you, Mr. MacLean. I would like to 

pose my next question to the commissioner 

with regard to notification of privacy 

breaches. In your annual report, you had 

indicated that there was one instance that you 

found out of a privacy breach through the 

media. My next question is: are you satisfied 

that you are now being notified when a 

privacy breach occurs? Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, I will just refresh 

the Member’s recollection of that incident 

that the Member referred to. That was fairly 

early on in my time here. I had been here for 

about a year or so, as I recall, and I was 

reading the Nunatsiaq News and I learned 

ᐊᐅᓚᑦᑎᓂᕐᒧᑦ ᓱᕋᐃᔪᒥᓂᕐᓄᑦ ᐊᑭᓖᑎᑕᐅᓂᖅ ᑕᒪᓐᓇ 

ᑐᑭᖃᕐᓂᖅᓴᐅᒻᒪᑦ. 

 

ᐊᐅᓚᑦᑎᓂᕐᒧᑦ ᓱᕋᐃᔪᒥᓂᕐᓄᑦ ᐊᑭᓖᑎᑦᑎᓂᖅ 

ᐊᒃᑐᐊᓂᖃᕋᔪᒃᐳᖅ ᓚᐃᓴᓐᓯᒧᑦ. ᐊᒃᑐᐊᓂᖃᒐᔪᒃᑐᖅ 

ᐊᑐᐊᒐᓅᖓᔪᓄᑦ, ᐱᕋᔭᓐᖏᖔᕐᓗᓂ ᐃᖅᑲᖅᑐᐃᕕᖕᒥ 

ᐅᕝᕙᓘᓐᓃᑦ ᓇᐃᓈᖅᓯᒪᔪᒥ ᐱᕋᔭᖕᓂᕐᒧᑦ ᓇᓕᖅᑲᒥᒃ, 

ᐊᐅᓚᑦᑎᔨ ᑕᐃᔅᓱᒧᖓ ᐊᑐᐊᒐᓕᕆᓂᕐᒥ ᐱᔾᔪᑎᓄᑦ 

ᐋᖅᑭᒃᓯᒪᔪᒥᒃ ᓱᒋᐊᖅᑕᐅᓂᕐᒥᒃ, 

ᐊᑭᓕᕋᒃᓴᖅᑖᖅᑎᑦᑎᓗᓂ. ᐊᑭᓖᓐᖏᒃᑯᕕᓪᓗ 

ᐊᑭᓕᕋᒃᓴᓂᑦ ᐊᑭᓕᕋᒃᓴᖅ −− ᐊᑭᓕᕋᒃᓴᖅ 

ᐊᑭᑦᑐᕆᐊᖏᓐᓇᓲᖅ ᐊᑭᓖᓚᐅᓐᖏᓐᓂᕐᓂ. ᐊᒻᒪᓗ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑎᒎᖏᑦᑐᖅ, ᐊᐅᓚᑦᑎᓂᐅᔪᖅ 

ᐊᑐᖅᑕᐅᒐᔭᖅᑐᖅ. 

 

ᐊᓯᖏᓐᓂᒃ ᑲᓇᑕᒥ ᐊᕕᒃᑐᕐᓯᒪᔪᓂᒃ ᐅᕝᕙᓘᓐᓃᑦ 

ᐅᑭᐅᖅᑕᖅᑐᒥ ᐊᕕᒃᑐᕐᓯᒪᔪᓂᒃ ᑕᐃᒪᐃᓕᐅᖅᐸᓐᖏᓚᑦ 

ᐊᑐᕈᓐᓇᕐᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪᓗ 

ᓴᐳᑎᔭᐅᓯᒪᓂᖏᓐᓄᑦ ᑲᓐᖑᓇᖅᑐᑦ, ᑕᐃᒪᓕ 

ᑕᐃᒪᐃᖅᑳᕈᑦᑕ, ᑕᒪᓐᓇ ᐱᐅᓗᐊᕋᔭᓐᖏᑦᑐᖅ, ᑭᓯᐊᓂᓕ 

ᑐᑭᖃᕐᒪᑦ ᐅᕙᑦᑎᓐᓂᒃ ᖃᓄᖅ ᐊᔾᔨᒌᓐᖏᓐᓂᖏᓐᓂᒃ 

ᐱᔪᓐᓇᓐᖏᓪᓗᑕ, ᑕᐃᒪᓕ ᑕᒪᓐᓇ 

ᕿᓂᖅᑕᐅᒃᑲᓐᓂᕆᐊᖃᕋᔭᖅᑐᖅ ᐊᒻᒪᓗ 

ᐃᓱᒪᒋᔭᐅᒃᑲᓐᓂᕆᐊᖃᕋᔭᖅᑐᓂ. ᐊᒻᒪᓗ 

ᖃᐃᖁᔨᓪᓚᕆᓚᖓᔪᒍᑦ ᑐᓴᕋᑦᓴᓕᕆᓂᕐᒧᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᑲᒥᓯᓇᒥᒃ ᐃᓱᒪᒋᔭᒥᓂᒃ 

ᐅᖃᐅᓯᖃᖁᓪᓗᒍ ᒪᓕᒐᓕᐅᖅᐸᓪᓕᐊᓂᕐᒧᑦ 

ᐊᑐᐊᒐᓕᐅᕐᓂᕐᒧᓪᓗ ᑲᔪᓯᑎᓪᓗᒍ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ.  

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᒪᑲᓚᐃᓐ. ᓇᓗᓇᐃᑦᑎᐊᕐᓗᒍ, 

ᐱᕋᔭᓐᓂᐅᔪᖅ, ᑕᖅᑮᑦ 6-ᖑᕙᑦ ᑕᐃᒪᐃᓚᐅᖅᑎᓪᓗᒍ 

ᐅᕝᕙᓘᓐᓃᑦ ᖃᐅᔨᔭᐅᒻᒪᑦ? ᓇᓗᓇᐃᒃᑲᓐᓂᑐᐃᓐᓇᕐᓗᒍ, 

ᓇᓕᐊᖑᕙ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑐᑭᓯᒍᒪ 

ᖃᓄᐃᑦᑐᖃᖅᑐᒥᓂᐅᑎᓪᓗᒍ ᐱᒋᐊᕐᓂᖃᕋᔭᖅᑐᖅ. ᒥᔅᑕ 

ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑭᖑᓪᓕᖅᐹᖅ ᐊᐱᖅᑯᑎᒐ ᓱᓕ 

ᐃᖅᑲᖅᑐᐃᕕᓕᕆᔨᒃᑯᓐᓄᑦ. ᒐᕙᒪᒃᑯᑦ ᖃᓄᖅ 

ᐊᑯᓂᐅᑎᒋᔪᖅ ᓴᖅᑭᑦᑎᓂᐊᖅᐱᓯ ᐱᖁᔭᒃᓴᒥᒃ ᑕᒪᓐᓇ 

ᐱᔾᔪᑎᒋᓪᓗᒍ? ᖃᐅᔨᒪᔪᖓ ᐅᖃᖅᑲᐅᒻᒪᑦ 

ᐅᖃᖃᑎᖃᕐᓂᐊᕐᓂᕋᖅᑐᓂ ᐊᐅᓚᑦᑎᔨᒃᑯᓐᓂᑦ 
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that there had been a cyberattack on a 

contractor that held student information.  

 

The Department of Education has a student 

information system where it keeps track of 

all the information about all students in 

Nunavut. Mr. Chairman, related to your 

earlier question, where is that information 

actually held? It was held in computer 

servers in Ontario because there’s nobody 

who offered that service here. The attack was 

not in Nunavut; the attack was on that private 

company in Ontario.  

 

The Department of Education system went 

offline for, I think, a week or so and their 

focus was on getting it back online so 

teachers could write report cards. It was that 

time of year, I remember. They were having 

trouble writing their report cards because the 

system was down, but it didn’t seem to have 

occurred to the Department of Education at 

the time that there was a bigger issue.  

 

What if information about every school-aged 

child in Nunavut had just been stolen? That 

was a possibility at the time. It turned out not 

to be true, which we should all be grateful 

for, but it could have been. I had to read 

about this in the newspaper and then call 

them and say, “Why are you not reporting 

this to me?” Again, to cut a long story short, 

they didn’t realize that they had an obligation 

to report that sort of thing to me. I think 

they’re aware of it now but they weren’t at 

the time.  

 

Am I satisfied that all privacy breaches are 

being reported to me? Absolutely, positively 

not. No, I am not satisfied. How many 

reports am I not getting? I have no way of 

knowing. It’s one of those things where I 

believe there’s more. I don’t understand why 

I receive so few. If I compare myself to other 

jurisdictions, there ought to be a lot more, but 

I’m not getting them. I can’t point the finger 

ᒐᕙᒪᐅᖃᑎᒋᑦᑐᓕᕆᔨᒃᑯᓐᓂᑦ, ᑭᓯᐊᓂᓕ ᖃᖓᒃᑯᑦ 

ᐱᕕᒃᓴᖃᕋᔭᖅᐸ? ᐅᕙᓂ ᒫᓐᓇᐅᔪᖅ 

ᒐᕙᒪᒃᑯᓃᓐᓂᐊᖅᐹ? ᑕᒪᓐᓇ ᐱᒋᐊᕐᓂᐊᖅᑳ? ᖃᓄᖅ 

ᐸᕐᓇᒃᓯᒪᕕᓯ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᓗᓇᐃᖅᓯᖁᑐᐃᓐᓇᖅᑐᑎᑦ, 

ᒥᔅᑕ ᓯᒪᐃᓚᒃ, ᑖᓐᓇ ᑐᕌᖓᑐᐃᓐᓇᖅᐹ ᐊᑯᓂᐅᓂᖓᓄᑦ 

ᐅᓂᒃᑳᖃᑦᑕᕐᓂᐅᑉ ᐅᕝᕙᓘᓐᓃᑦ ᐱᖃᓯᐅᔾᔨᕙ 

ᓱᒋᐊᖅᑕᐅᓂᕐᒧᑦ ᓱᕋᐃᓂᕐᒧᑦ ᕿᒥᕐᕈᓂᐅᔪᒥᒃ? ᒥᔅᑕ 

ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᕿᒥᕐᕈᓂᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒪᑲᓚᐃᓐ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. ᑖᒃᑯᐊ 

ᑎᒍᓯᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᒻᒪ ᓴᐳᒻᒥᔭᐅᓂᖏᓐᓄᑦ 

ᑲᓐᖑᓇᖅᑐᑦ ᐱᖁᔭᕐᔪᐊᖓᑦ, ᒥᓂᔅᑕ ᑲᒪᒋᔭᖃᖅᑐᖅ 

ᒥᓂᔅᑕᖓᓐᓂᒃ ᐊᐅᓚᑦᑎᔨᒃᑯᑦ 

ᒐᕙᒪᐅᖃᑎᒌᒃᑐᓕᕆᔨᒃᑯᓪᓗ. ᑖᓐᓇ ᐱᓕᕆᕕᒃ 

ᑲᔪᓯᑎᑦᑎᓂᐊᖅᑐᖅ ᒪᓕᒐᕐᓂᒃ ᐋᖅᑭᒋᐊᕈᑎᓂᒃ. ᑕᐃᒪᓕ 

ᐊᐱᕆᒍᒪᕗᖓ, ᐃᕝᕕᑎᒍᑦ ᐃᒃᓯᕙᐅᑕᖅ, ᑐᓂᔪᓐᓇᕈᒃᑯ 

ᒥᔅᑕ ᕕᑦᓴᐃᓂᒧᑦ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑕᒪᐅᓐᖓᓂᐊᖅᑐᒋᕋᑖᕋᒪ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ. 

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐊᖏᖅᓯᒪᔪᒍᑦ ᓱᓕ 2025−ᒥᑦ ᕿᒥᕐᕈᓂᖕᒥᑦ. ᐊᓯᖏᓐᓂᒃ 

ᐱᕕᒃᓴᖃᕈᑦᑕ, ᑕᒪᓐᓇ ᐅᖃᐅᓯᕆᔪᓐᓇᖏᑕᕗᑦ 

ᒫᓐᓇᐅᔪᖅ, ᑭᓯᐊᓂᓕ ᑕᒪᓐᓇ ᑲᒪᒋᔭᐅᓂᐊᖅᑐᖅ 

ᐅᖃᐅᔾᔨᒋᐊᕈᑕᐅᓗᓂ. ᐄ, ᑖᓐᓇ ᐱᐅᔪᒻᒪᕆᐅᕗᖅ 

ᐊᒻᒪᓗ ᕿᒥᕐᕈᒍᓐᓇᖅᑕᕗᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᑉᐸᑕ ᑲᑎᒪᔨᕋᓛᓄᑦ ᖃᖓᒃᑯᑦ 

ᐋᖅᑭᒋᐊᖅᑕᐅᒐᔭᕐᒪᖔᖅ. ᑖᓐᓇ ᐱᔭᕆᐊᑭᑦᑐᑯᓘᔮᕐᒪᑦ 

ᐋᖅᑭᒋᐊᕋᓱᓪᓗᒍ, ᐊᑐᓕᖁᔭᐅᔾᔪᑎᒋᑐᐃᓐᓇᓕᖅᑲᕋ. ᐄ, 

ᑖᓐᓇ ᑐᑭᓯᔭᔅᓴᕆᒐᒃᑯ, ᒥᔅᑕ ᓱᕕᒐᖅ 

ᑐᑭᓯᒋᐊᕈᑎᖃᖅᑲᐅᒻᒪᑦ ᐊᐱᖅᑯᑎᐅᖅᑲᐅᔪᒧᑦ. ᒥᔅᑕ 

ᓱᕕᒐᖅ. 

 

ᓱᕕᒐᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐅᐊᑦᑎᐊᕈ ᒪᓕᒐᓕᐅᖅᑎ ᐳᕉᔅᑐ ᐊᐱᕆᖅᑰᖅᑲᐅᒻᒪᑦ, 

ᐃᓐᓄᔅᓯᒪᓐᖏᑦᑐᒥ ᐃᖅᑲᓇᐃᔮᔅᓴᒥᑦ 

ᓴᖅᑭᔮᖅᑎᑕᐅᓚᐅᖅᑐᒥᑦ, ᐱᓕᕆᕝᕕᒃ ᑐᔅᓯᕋᓚᐅᖅᐹ 
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at anybody in particular because they’re not 

reporting them to me. 

 

Now, I want to say that I believe the 

Department of Health is reporting all of their 

privacy breaches to me. Why do I believe 

that? Because they know what they’re doing, 

they have a lot of experience, and they take 

privacy very seriously. It’s just the nature of 

their work that they take it very seriously and 

they have staff who, once they receive a 

report, know what to do with it. They know 

what the process is to investigate it, report on 

it, and say, “Okay, what happened here?”  

 

This is something that I mentioned the last 

time I was here, Mr. Chairman. It seems a bit 

strange. I get more reports from Health of 

privacy breaches than any other department. 

Does that mean they’re doing the worst? No. 

I think it means they’re doing the best 

because I believe that when they have a 

privacy breach, it comes to me, as long as it 

meets that standard that I talked about earlier, 

but I do not believe that’s the case of other 

departments. There are other departments 

handling a great deal of personal information 

that I hardly hear from and I’m thinking, “Is 

that because there really are no privacy 

breaches or is it just because they don’t know 

how to handle them when they hear about 

them?”  

 

That’s the answer to your question. Can I 

prove that there are privacy breach reports 

that I don’t get? No, I can’t prove it, but I 

absolutely believe it just based on what I see 

across the territory and across the country. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

My next question will be for EIA. The 

Privacy Breach Policy was last revised in 

2019. I was wondering if you would be able 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ ᐃᓪᓗᔅᓴᐅᔪᒥᒃ. ᑕᐃᒃᓱᒪᓂᐅᑎᓪᓗᒍ 

ᓇᓗᓇᐃᖅᓯᔪᓐᓇᖅᑐᖓ, ᐋᒡᒐ, ᑕᐃᒪᐃᓚᐅᓐᖏᑦᑐᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓱᕕᒐᖅ. 

ᐊᑎᖁᑎᓐᓂ ᒥᔅ ᐳᕉᔅᑐ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᒥᔅᑕ ᓱᕕᒐᖅ ᓇᓗᓇᐃᖅᓯᑦᑎᐊᕋᕕᑦ. 

ᐊᐱᖅᑯᑎᔅᓴᖃᒃᑲᓐᓂᕋᒪ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᓂᑦ 

ᑕᒪᔅᓱᒧᖓᔅᓴᐃᓐᓇᖅ ᑐᕌᖓᔪᓂᑦ. ᖃᐅᔨᒪᔭᕗᑦ 

ᐊᑦᑐᐊᓂᖃᖅᑐᖅ ᓇᓗᓇᐃᖅᑕᐅᓯᒪᔪᓂᑦ 

ᑐᓴᖅᑕᐅᔭᕆᐊᖃᖏᑦᑐᓂᑦ ᓱᕋᐃᓂᖅ ᐊᑐᕆᐊᖃᖅᑕᒥᓂᒃ 

ᐃᓚᒋᔭᐅᑦᓱᓂ ᐋᓐᓂᐊᖅᑐᓕᕆᔨᒻᒪᕆᒻᒥᑦ. ᐊᒻᒪᓗ 

ᕿᒥᕐᕈᓯᒪᕗᖓ ᖃᐅᔨᒋᐊᕋᓱᐊᖅᑐᖓ ᖃᓄᖅ 

ᐊᑐᐃᓐᓇᐅᑎᑦᑎᓂᖅ ᑐᑭᓯᒋᐊᕈᑎᐅᔪᓂᑦ ᐊᒻᒪᓗ 

ᓴᐳᔾᔨᓂᕐᒥᑦ ᑲᓐᖑᓇᖅᑐᓂᑦ ᒪᓕᒐᖅ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᐱᒻᒪᕆᐅᓐᖏᓂᖅᓴᒃᑯᑦ ᐃᖅᑲᖅᑐᕋᔅᓴᐅᔪᓂᑦ ᐱᓕᕆᔾᔪᓰᑦ 

ᒪᓕᒐᐅᔪᒥᑦ ᐱᔾᔪᑎᖃᕈᓐᓇᖅᑯᑦ ᐊᓯᐊᓄᑦ 

ᓚᐃᓴᑖᖅᑎᑦᑎᓂᕐᒧᑦ ᑎᒥᐅᔪᓂᑦ ᐅᕝᕙᓘᓐᓃᑦ ᐊᓯᐊᓂᑦ 

ᑎᒥᐅᔪᒥᑦ.  

 

ᖃᐅᔨᒪᔪᒍᓪᓕ ᐱᓗᐊᖅᑐᒥᒃ ᐋᓐᓂᐊᖅᑐᓕᕆᔩᑦ, 

ᓇᓗᓇᐃᖅᓯᒪᑦᑎᐊᖅᑐᓂᑦ ᓚᐃᓴᑖᖅᑎᑦᑎᔨᖃᕐᖓᑕ, 

ᑕᐃᒪᐃᒻᒪᑦ ᓯᕗᓪᓕᖅᐹᒥ ᑲᒥᓴᓇ ᑭᐅᒍᓐᓇᖅᐸ, 

ᐅᕝᕙᓘᓐᓃᑦ ᒥᔅᑕ ᓯᑎᐅᓪ ᑭᐅᔪᓐᓇᖅᑲᑦ ᖃᓄᖅ ᑕᒪᓐᓇ 

ᐊᑦᑐᐊᓂᖃᕈᓐᓇᕐᒪᖔᖅ, ᓇᓕᐊᓐᓂᑐᐃᓐᓇᐅᑉᐸᑦ 

ᒪᓕᒐᕐᒥᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ 

ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᕆᒻᒪᑦ. ᑕᐃᒪ ᐅᐊᑦᑎᐊᖅ ᑭᐅᖅᑲᐅᒐᒪ 

ᒪᕐᕉᓐᓂᒃ ᖃᓄᐃᒍᑕᐅᒍᓐᓇᖅᑑᓐᓂᒃ, ᑕᒪᓐᓇ ᕿᒥᕐᕈᓪᓗᒍ 

ᐃᓅᑉ ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᑭᓯᒋᐊᕈᑎᖏᑦ ᓇᒻᒥᓂᖅ 

ᕿᒥᕐᕈᓐᖏᑕᓯ. ᐅᖃᐅᓯᖃᖅᑲᐅᔪᖓ ᐃᖅᑲᓇᐃᔭᕐᓂᕐᒧᑦ 

ᖃᓄᐃᒍᑕᐅᔪᓂᒃ, ᑲᒪᒋᔭᐅᒻᒪᑦ ᐋᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓐᓄᑦ, 

ᐅᖃᐅᓯᖃᕈᑦᑕ ᐸᕝᕕᓵᖅᑕᐅᓂᕐᒥᒃ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᑦ 

ᑐᑭᓯᒋᐊᕈᑎᖏᓐᓂ ᑐᖅᑯᖅᑕᐅᕕᖓᓂ. 

ᐅᖃᖃᑎᖃᖃᑦᑕᖅᑐᑦ, ᓲᖃᐃᒻᒪ, 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓂᑦ. ᐱᑕᖃᖅᑐᓂᓗ 

ᐊᑭᓖᒋᐊᖃᓂᖏᓄ ᐊᑖᓂ ᒪᓕᒐᐅᑉ. 

 

ᑭᓯᐊᓂ ᐱᖓᔪᒋᓕᕐᒥᔭᖓ ᐅᖃᐅᓯᕆᕋᑖᖅᑕᐃᒃ, 

ᖁᔭᓐᓇᒦᒃ ᐅᖃᐅᓯᕆᒐᕕᐅᒃ, ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒻᒪᕆᓐᓄᑦ ᐃᓂᖅᑎᕆᓂᕐᒧᑦ 

ᐊᑲᖅᓴᖏᓐᓂᐅᔪᖅ. ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᑕᑯᓂᖅᓴᐅᒐᔭᖅᑐᑦ ᐅᕙᖓ ᓴᓂᐊᓂ, ᑭᓯᐊᓂ 
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to summarize the contents of that policy for 

us and, more importantly, describe the 

process and procedures that are triggered 

once a privacy breach is identified. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) We are 

in luck that I was actually the lead on the 

review of that policy back in 2019. It 

essentially sets out how a privacy breach is 

reported to our Department of Executive and 

Intergovernmental Affairs. It sets out the 

requirement or confirms the requirement to 

notify the Information and Privacy 

Commissioner.  

 

We help with the determination of whether or 

not a breach is material and help the ATIPP 

coordinator for the various departments make 

that determination. Really, it’s just a process 

document, so who’s responsible for notifying 

the Information and Privacy Commissioner, 

who’s responsible for tracking and managing 

privacy breaches, and those sorts of things. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Witzaney. 

Again, my question will be for EIA. Are you 

satisfied with the level of education amongst 

deputy heads and senior management teams 

on the contents and importance of this breach 

of privacy policy? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

to the Member for that question. I think, first 

to the concerns around breaches, it continues 

to be a concern for government generally. 

We encourage staff to continue taking 

ᐅᖃᕈᓐᓇᖅᑐᖓ ᑕᑯᓯᒪᔭᓕᒫᓐᓂ ᐸᕝᕕᓴᓐᓂᐅᔪᑦ 

ᐋᓐᓂᐊᕕᓕᐊᖅᑐᓄᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᐅᔪᓂᑦ 

ᑐᖅᑯᖅᑕᐅᕕᖓᓂ ᑭᓇᑐᐃᓐᓇᖅ ᐃᓂᖅᑎᕆᓂᕐᒧᑦ 

ᐅᕐᓂᓗᔅᓯᒪᔪᖅ ᐋᓐᓂᐊᕕᒻᒥ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᔪᒥᑦ. 

 

ᑭᓇᐅᕙᓕ ᐅᕐᓂᓗᑦᓯᒪᔪᖅ? ᐃᓛᓐᓂᒃᑯᑦ 

ᐱᕋᔭᒃᑕᐅᓯᒪᔪᖅ. ᐃᓛᓐᓂᒃᑯᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ. 

ᑭᓇᑐᐃᓐᓇᐅᔪᓐᓇᖅᑐᖅ. ᑕᐃᒪᓕ ᑕᐃᓐᓇ ᐃᓄᒃ 

ᐊᑲᖅᓴᖏᑦᑐᖅ ᐊᓯᔾᔨᖅᐸᑦ, ᑭᓯᐊᓂᓕ ᑭᓇᑐᐃᓐᓇᖅ 

ᐸᓯᔭᒃᓴᐅᔪᖅ ᖃᕋᓴᐅᔭᒃᑯᑦ ᓄᐊᑦᑎᓂᕐᒧᑦ 

ᑐᕚᖃᕈᓐᓇᐸᓪᓚᐃᔪᖅ ᖃᐅᔨᒪᑦᑎᐊᕐᓗᓂ ᑭᓇᑐᐃᓐᓇᖅ 

ᐊᑲᖅᓴᖏᔾᔪᑎᖃᕐᓂᐊᕐᒪᑦ ᖃᐅᔨᒪᔪᒻᒪᕆᐅᔪᓄᑦ 

ᑎᒥᐅᔪᓄᑦ, ᑕᒪᓐᓇ ᐃᓱᒪᒋᔭᐅᒻᒪᑦ ᐊᒃᓱᐊᓗᒃ 

ᓯᖁᒥᑦᑎᓂᐅᒻᒪᑦ ᖃᐅᔨᒪᔪᒻᒪᕆᐅᔪᓂᒃ. ᑕᐃᒪᐃᒻᒪᑦ 

ᐅᖃᕋᔭᖅᐳᖓ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᐅᒃᐱᕈᓱᖕᒪᑕ ᑲᒪᒋᔭᒃᓴᕆᒻᒪᔾᔪᒃ ᑖᒃᑯᓂᖓ 

ᓴᖅᑭᑦᑎᔭᕆᐊᖃᖅᖢᑎᒃ ᖃᓄᐃᑦᑑᓂᖓ 

ᐊᑐᕐᓂᕐᓗᖕᓂᐅᔪᖅ ᑲᒪᒋᔭᐅᔪᒧᑦ ᓈᒻᒪᒃᑐᒧᑦ ᑎᒥᐅᔪᒧᑦ.  

 

ᑕᐃᒪᐃᒻᒪᑦ ᒪᓕᒐᓕᐅᖅᑏ, 

ᐅᖃᐅᓯᐅᒃᑲᓐᓂᕆᐊᖃᕋᔭᖅᑰᓐᖏᓚᖅ ᒪᓕᒐᕐᒥᑦ ᐱᓪᓗᒍ, 

ᑕᐃᒪᐃᒌᕐᒪᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᑎᐅᓪ. ᖃᓄᐃᒃᑲᔭᓐᖏᓛᖅ ᐊᐱᕆᓗᒋᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᑕᐃᒪᓐᓇᐃᓕᒻᒪᖔᑕ? 

ᑕᒪᓐᓇ ᐊᒃᑐᐊᓂᖃᕐᓂᖓᓄᑦ ᓴᐳᔾᔨᓯᒪᓂᕐᒥᒃ 

ᖃᐅᔨᔭᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᒃ ᑐᓴᖅᑕᐅᔪᒃᓴᓂᒡᓗ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᑕᐃᒃᑯᐊ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᑎᑎᖅᑲᐅᔪᑦ ᐊᒻᒪᓗ ᖃᓄᐃᓕᐅᕐᓂᒥᓂᐅᔪᖅ, ᒥᔅ Hᐊᓐᑦ, 

ᓇᓗᓇᐃᖅᓯᓗᐊᕈᒪᓐᖏᑐᐃᓐᓇᕆᐊᖃᖅᑐᑎᑦ ᐊᒻᒪᓗ 

ᐃᒻᒪᖃ ᐅᖃᓗᐊᕈᒪᓐᖏᑐᐃᓐᓇᕆᐊᖃᖅᑯᑎᑦ 

ᐃᓂᖅᑎᕆᓂᕐᒧᑦ ᐃᓕᖅᑯᓯᐅᔪᒥᒃ ᑕᕝᕙᓂ, ᑭᓯᐊᓂ 

ᑕᒪᓐᓇ ᐃᓱᒪᖅᓲᑎᒋᓗᒍ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐊᒻᒪᓗ (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᒪᓕᒐᓕᐅᖅᑎᒧᑦ. ᐃᒻᒪᖃ 

ᑕᒪᐃᓐᓅᓕᖓᓂᖅᓴᒥ ᑭᓯᐊᓂ 

ᐱᓕᕆᐊᖑᕙᓪᓕᐊᓂᖓᓄᑦ. ᒪᓕᒐᖃᕈᑦᑕ 

ᐋᓐᓂᐊᓯᐅᖅᑎᓄᑦ ᓯᖁᒥᑦᑎᔪᒥᒃ ᑲᓐᖑᓇᖅᑐᖁᑎᖓᓂᒃ 

ᐃᓅᑉ, ᐋᓐᓂᐊᕕᓕᐊᖅᓯᒪᒐᓗᐊᕈᓂ, 

ᑕᐃᒪᐃᓪᓗᐊᖃᑎᕗᑦ, ᑲᒪᒋᔭᖃᕆᐊᖃᑦᑐᒍᑦ ᑕᒪᓐᓇ 
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training. There are some new tools that have 

recently been developed, some that I have 

taken personally with the assistance of our 

friends here at CGS online. Really great, by 

the way. More specifically, I think, for 

deputy heads, all of us, it is something that 

we recently covered within this calendar year 

and late last year as well, right as CGS was 

beginning to roll out these new tools.  

 

I hope that answers your question. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Again, a question to EIA. The Privacy 

Breach Policy is sunsetting in October 2024, 

later this year. What specific changes to the 

policy are actively being considered? Thank 

you, Mr. Chairman. 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) I can’t 

speak too much about specific changes 

because of cabinet confidence and the fact 

that those haven’t gone before the 

government yet. However, with the changes 

to our office to add more staff and to be 

taking on a more service-based approach, I 

can anticipate that there will be changes to 

the policy to authorize our staff to assist 

departments with privacy breach reporting 

and investigations. (interpretation) Thank 

you, Mr. Chairman.  

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you, Mr. Witzaney. I would like to 

move on to my next line of questioning. As I 

mentioned in my opening comments, in our 

previous televised hearings, there was some 

discussion regarding the relationship between 

government signing non-disclosure 

ᑐᑭᓯᒋᐊᕈᑎᐅᔪᖅ ᐅᕙᑦᑎᓐᓄᑦ ᓴᖅᑭᕋᐃᒻᒪᑦ 

ᐅᓂᒃᑳᑐᐃᓐᓇᖏᓪᓗᓂ ᐅᓂᒃᑳᓕᐅᕈᓯᑦᑎᓐᓄᑦ ᑲᒥᓴᓇᒧᑦ, 

ᑭᓯᐊᓂ ᐅᖃᐅᓯᐅᓯᒪᒻᒥᔪᖅ ᑕᐃᔅᓱᒧᖓ ᒪᓕᒐᖅᑎᒍᑦ 

ᑎᒥᐅᔪᒧᑦ ᑕᐃᓐᓇ ᐃᓄᒃ ᓚᐃᓴᖃᖅᑎᑕᐅᓂᖓᒍᑦ. 

ᑕᐃᒪᐃᒻᒪᑦ ᒪᕐᕉᒻᒪᑎᒃ ᐊᔾᔨᒌᓐᖏᑦᑑᒃ ᐊᑐᖅᑕᐅᔫᒃ. 

ᑕᑯᓪᓚᕆᑦᑕᒃᑲᓕ ᐊᑦᑕᓇᐃᖅᓯᒪᓂᕐᒧᑦ, 

ᖃᐅᔨᒪᑦᑎᐊᕋᓱᓐᓂᕐᒧᑦ ᑐᑭᓯᒋᐊᕈᑎᐅᔪᖅ, ᑕᐃᒫᒃ 

ᐅᐊᔾᔨᔾᔪᑎᖃᖅᑐᐃᑦ ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᐃᑦ ᐱᑎᑕᐅᔪᐃᑦ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᓂᑦ ᐱᑎᑕᐅᔪᐃᑦ ᖃᐅᔨᓴᖅᑕᐅᓂᐊᕐᓗᑎᒃ 

ᓱᒋᐊᖅᑕᐅᑐᐃᓐᓇᕆᐊᖃᕐᖓᑕᐃᓛᒃ ᖃᐅᔨᒪᑎᑕᐅᓲᑦ 

ᐃᖅᑲᓇᐃᔮᖏᑎᒍᑦ ᑳᓐᑐᕌᒃᑦ−ᖓᒍᓪᓘᓐᓂᑦ. 

ᐊᖓᔪᖅᑳᖏᓐᓄᓘᓐᓃᑦ ᓱᒋᐊᖅᑕᐅᒍᓐᓇᕐᖓᑦ 

ᐃᓂᖅᑎᒋᐊᖅᑕᐅᒍᓐᓇᕐᖓᑦ. ᑕᕝᕙᓐᖔᖅᑐᓂᑦ 

ᓚᐃᓴᖃᖅᑎᑦᑎᔨᐅᔪᓄᑦ ᓚᐃᓴᓂᒃ ᑲᒪᔨᐅᔪᓄᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᑭᐅᒐᕕᓐᖓ. ᐃᔅᓯᕙᐅᑖᖅ, ᐅᑎᕆᐊᕈᒪᔪᖓ 

ᐅᓂᒃᑳᖃᑦᑕᓂᕐᒥᒃ ᐅᓂᒃᑳᖃᖃᑦᑕᓂᕐᒥᒃ. ᑐᓴᖃᑦᑕᖅᑕᒃᑲ 

ᑲᒥᓯᓇ ᓯᑎᐅᓪᒥᒃ 

ᐅᓂᒃᑳᓕᐅᕐᕕᐅᑦᑎᐊᖃᑦᑕᓐᖏᓐᓂᕋᖃᑦᑕᕐᖓᑦ. 

ᐱᓕᕆᕕᐅᔪᓂᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᐊᓯᒋᔭᖏᓐᓂᒃ ᐱᑎᑕᐅᑦᑎᐊᖃᑦᑕᕐᓂᕋᓐᖏᒻᒪᑦ. 

ᐋᖅᑭᑦᑎᕆᓯᒪᔪᖅᑕᖃᖅᑐᔅᓴᐅᔫᒐᓗᐊᖅ 

ᐅᓂᒃᑳᓕᐅᖃᑦᑕᕆᐊᖃᕐᓂᕐᒥᒃ ᑲᓐᖑᓇᖅᑐᓂᑦ 

ᐃᓵᖅᑕᐅᔪᖃᕐᓂᕋᐃᑉᐸᑦ. 

 

ᖃᐅᔨᒍᒪᔪᖓᓕ ᐃᓱᒪᔅᓴᖅᓯᐅᕈᑎᖃᓲᖑᒻᒪᖔᑕ 

ᐋᖅᑭᒋᐊᕆᓂᕐᒥᒃ ᐱᖁᔭᕐᔪᐊᕐᒥᒃ. 

ᑕᑯᓚᐅᓐᖏᑦᑎᐊᕐᒥᒐᒪᑦᑕᐅᖅ ᑕᕝᕙᓂ ᐃᓗᐊᓃᑦᑐᓂᑦ 

ᐅᖃᖅᓯᒪᔪᓂᑦ ᑭᓇᑐᐃᓐᓇᕐᒥᒃ ᐅᖃᐅᓯᖃᖅᑐᓂᑦ 

ᑲᒥᓯᓇᐅᓪᓘᓐᓃᑦ ᐊᓯᐊᓂᒃ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᑦ 

ᐅᓂᒃᑳᓕᐅᕆᐊᖃᖅᑐᓂᑦ.  

 

ᐊᐱᖅᑯᑎᒐᓕ ᑕᕝᕙ, ᐱᑕᖃᓪᓚᑦᑖᕐᒪᖔᖅ 

ᒪᓕᔅᓱᐊᕈᑎᔅᓴᐅᔪᓂᑦ ᖃᐅᔨᒪᔾᔪᑎᔅᓴᐅᔪᓂᑦ? 

ᖃᐅᔨᒪᒐᓱᐊᕈᑎᖃᖅᐸᒻᒪᖔᑕ 

ᐃᓵᖅᑕᐅᖃᑦᑕᖅᑐᒥᓂᐅᔪᓂᑦ ᐊᕐᕌᒍᓕᒫᕐᒧᑦ ᓄᐊᑕᐅᓗᑎᒃ 

ᐅᓂᒃᑳᖑᔪᓐᓇᓛᕐᖓᑕ. 

ᐊᓯᔾᔨᖅᑕᐅᒋᐊᖃᑲᓪᓚᓂᖅᑲᑕᓘᓐᓃᑦ 

ᐃᓕᓐᓂᐊᑎᑦᑎᒃᑲᓐᓂᕆᐊᖃᕐᓂᖅᑲᑕᓘᓐᓃᑦ ᑕᒪᒃᑯᐊ 

ᐃᓱᒪᒋᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 
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agreements and the Access to Information 

and Protection of Privacy Act. As the Access 

to Information Act is designed to promote 

transparency and accountability of 

government, there’s some concern that if 

non-disclosure agreements are overly broad 

and prevent the disclosure of information that 

should be in the public domain, again, is a 

cause for concern. 

 

My first question to the government; there 

hasn’t been much discussion about the 

process or the actual amount of non-

disclosure agreements that the Government 

of Nunavut signs. I was wondering if we 

could get a little bit of information about the 

process itself for signing non-disclosure 

agreements, who has the authority, does it go 

up to the Minister? The Deputy Minister? Do 

they all go through the Department of Justice 

or are departments able to do it on their own? 

More importantly, how often are these non-

disclosure agreements being signed in any 

given year? I want to see some very general 

information about non-disclosure 

agreements. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

Non-disclosure agreements are not common 

in the Government of Nunavut. The most 

common use for us is during commercial 

negotiations when the government is 

engaged in confidential business negotiations 

for negotiated contracts, and the purpose of 

those non-disclosure agreements basically 

keeps the matters under discussion in the 

room and keeps it from being published in 

the media and disclosed before it’s ready to 

be disclosed.  

 

To answer your question about do non-

disclosure agreements come through the 

Department of Justice, the answer is yes. 

There is also a typical clause in our non-

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐅᖃᐅᓯᖃᕈᒪᔪᖓ ᐊᓯᐊᓂᒃ ᖃᓄᐃᓐᓂᐅᔪᔪᒥᒃ. 

ᐃᔅᓯᕙᐅᑖᖅ, ᐅᓇ ᖃᓄᐃᓐᓂᐅᓚᐅᖅᓯᒪᔪᖅ 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᑦ ᕿᒥᕐᕈᐊᑕᑦᑎᓐᓂ. 

ᑎᑎᕋᕇᖅᓯᒪᓕᖅᑎᓪᓗᑕ ᐅᓂᒃᑳᕆᓯᒪᓐᖏᒃᑲᓗᐊᕐᓗᒍ 

ᐅᖃᐅᓯᕆᒍᓐᓇᖅᑲᕋ ᐅᕙᓂ? ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐄ, ᐃᓘᓐᓈᓗᖏᑦ 

ᐅᖃᐅᓯᕆᓐᖏᓪᓗᒌᑦ ᑕᐃᒃᑯᐊ ᐅᓂᒃᑳᓕᐊᒥᓃᑦ 

ᑲᑎᒪᔨᓄᑦ ᓱᓕ ᐱᔭᐅᓯᒪᒐᔭᓐᖏᒻᒪᑕ. 

ᑕᐃᒪᐃᒍᓐᓇᖅᑐᑎᑦ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᑕᐃᓐᓇ 

ᐃᓱᒫᓗᒋᔭᕋ ᖃᓄᐃᓐᓂᐅᓚᐅᖅᓯᒪᔪᖅ ᒫᓐᓇᕈᓗᒃ 

ᐊᑐᖅᑕᐅᔪᒻᒪᑦ ᐃᓕᓴᕕᒻᒥ ᓄᓇᕗᑉ ᐃᓕᓴᕕᖁᑎᖏᑕ 

ᐃᓚᖓᓂ. ᑲᓐᖑᓇᖅᑐᓂᑦ ᐃᓵᖅᑕᐅᔪᖃᓚᐅᖅᓯᒪᒻᒪᑦ 

ᐊᒻᒪᓗ ᐃᓕᓴᕕᐅᑉ ᐊᖓᔪᖅᑳᖓ 

ᖃᐅᔨᒃᑲᖅᑕᒥᓂᐅᓪᓗᓂ. ᑭᓯᐊᓂ ᐃᓕᓴᕕᐅᑉ 

ᐊᖓᔪᖅᑳᖓ ᓱᒋᐊᒃᑲᓐᓂᕐᓂᓐᖏᑦᑐᖅ ᐱᔾᔪᑎᖃᖅᑐᓂ 

ᐅᕙᖓ ᑐᑭᓯᓯᒪᔭᖓᒍᑦ, ᐊᖓᔪᖅᑳᖑᔪᖅ 

ᖃᐅᔨᒪᓐᓂᓐᖏᒻᒪᑦ ᖃᐅᔾᔨᐊᓪᓚᓐᓂᓐᖏᒻᒪᑦ 

ᐅᓂᒃᑳᕆᒋᐊᖃᕐᖓᒍ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒥᒃ 

ᑐᑭᒧᐊᑦᑎᑦᑎᔨᐅᔪᒧᑦ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓐᓂ. 

 

ᑕᐃᒪᓕ ᑲᓐᖑᓇᖅᑐᓕᕆᔨ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒋᓗᓂᐅᒃ ᖃᐅᔨᓴᓵᕋᔭᖅᑐᖅ 

ᐱᒻᒪᕆᐊᓘᓂᖃᖅᑲᓪᓗ ᐅᕙᓐᓄᑦ 

ᐅᓂᒃᑳᕆᒋᐊᖃᕋᔭᖅᑕᖓ. 

ᑕᐃᒪᐃᓕᐅᖃᑦᑕᕆᐊᓕᐅᒐᓗᐊᓂᒃᑯᐊ. ᐅᕙᓂᓕ 

ᐃᒪᐃᖔᖑᔪᒻᒪᑦ, ᑎᑎᖅᑲᐅᓯᐊᔪᔪᖓ ᓇᒻᒥᖃᐅᑎᓕᒻᒥ 

ᖃᓪᓗᓈᓂ ᐅᖃᖅᓯᒪᔪᒥᒃ ᑲᓐᖑᓇᖅᑐᓂᑦ 

ᐃᓵᖅᑕᒥᓂᐅᓂᕋᐃᓪᓗᓂ ᐃᓕᓴᕕᒻᒥ ᓄᓇᕗᒻᒥ. 

 

ᐊᒻᒪᓗ ᑭᓯᐊᓂ ᐅᕙᓐᓄᑦ 

ᐅᓂᒃᑳᕆᐊᖃᕐᓂᖃᔪᓐᖏᑎᐊᕐᒥᔫᒐᓗᐊᑦ. 

ᐅᖃᐅᔾᔨᑐᐃᓐᓇᓚᐅᖅᓯᒪᔪᑦ ᓇᒻᒥᓂᖃᐅᑎᓖᑦ 

ᐊᐅᓚᒍᓐᓇᓐᖏᓐᓇᒃᑭᑦ. ᓇᒻᒥᓂᖃᐅᑎᓖᑦ ᑭᓯᐊᓂ 

ᐅᕙᓐᓄᑦ ᐅᓂᒃᑳᓚᐅᖅᓯᒪᒻᒪᑕ. ᑎᑎᕋᓚᐅᖅᓯᒪᔪᐃᑦ 

ᑲᒥᓯᓇᓕᒫᖑᔪᓄᑦ ᑲᓇᑕᒥ. ᑕᐃᒪᐃᓲᖑᒻᒪᑕ. ᑕᐃᒪᓕ 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ ᐊᐱᕆᓕᔪᔭᒃᑲ, 

ᖃᓄᐃᓕᐅᓕᖅᑭᓯ? ᓱᒻᒪᓄᓇ ᑐᓴᐅᒪᓐᖏᓚᒍᑦ? 

 

ᑕᐃᒪᓕ ᓇᐃᓈᕆᐊᕐᓗᒍ ᑕᕝᕙᓂ 

ᐊᑲᐅᓈᕈᑎᓐᖏᓚᐅᖅᓯᒪᔪᖅ ᐃᓕᓴᕕᐅᑉ ᐊᖓᔪᖅᑳᖓ 

ᖃᐅᔨᒪᓐᓂᔪᓐᖏᒻᒪᑦ ᐅᓂᒃᑳᖃᕆᐊᖃᕋᒥ ᐅᕙᓐᓄᑦ. 

ᑕᐃᒫᒃ ᑕᕝᕙ ᓄᖅᑲᑲᓪᓚᑦᑐᒥᓂᐅᓚᐅᖅᓯᒪᕗᖅ. ᒪᓕᒐᕐᒥᒃ 

ᐊᓯᔾᔩᔪᖃᕐᓂᐊᖅᑲᑦ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᑦ ᐅᓂᒃᑳᓃᑦᑐᓂᑦ 

ᐊᐅᓚᒍᓐᓇᔾᔮᓐᖏᑦᑐᐃᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓪᓚᕆᖏᑦ 
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disclosure agreements that specifically states 

any non-disclosure obligation that the 

government commits to is obviously subject 

to our compliance with the Access to 

Information and Protection of Privacy Act, 

but also with disclosures that are mandatory 

in this House because Members enjoy 

parliamentary privilege and you get to ask 

our Ministers questions and they have to be 

able to answer them, and also disclosure to 

the Auditor General for certain financial 

aspects.  

 

That’s the most common use of non-

disclosure agreements in the Government of 

Nunavut. They are typically signed at the 

Deputy Minister level. Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you very much for 

elaborating on that. You indicated that they 

are not common; they’re specific most often 

for commercial negotiations. Would you be 

able to indicate how many in a given year or 

if there’s any, if there is more than one in any 

given year?  

 

Just to save time, when the Government of 

Nunavut is before the courts and agrees to an 

out-of-court settlement, is that a specific 

instance? Would that also include a non-

disclosure agreement signed by the 

government? Thank you, Mr. Chairman. 

 

Chairman: Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

With respect to your first question, it’s about 

one or two agreements a year. It depends on 

how many negotiated contracts cabinet has 

directed us to do. Those are usually of a short 

duration, just for the length of the duration of 

the negotiations.  

 

ᑐᓴᐅᒪᖃᑦᑕᓐᖏᑉᐸᑖ ᑲᓐᖑᓇᖅᑐᓂᑦ 

ᐃᓵᖅᑐᖃᕐᓂᕋᐃᑉᐸᑦ ᓱᒃᑲᓐᓂᕆᐊᖃᕐᖓᑕ. ᐃᒻᒥᓄᑦ 

ᖃᐅᔨᒪᔪᑑᑎᒐᓱᒋᐊᖃᓐᖏᒻᒪᑕ.  

 

ᐊᒥᓱᐊᓗᐃᓪᓗᑦᑕᐅᖅ ᑕᐃᒃᑯᐊ ᐃᓵᖅᓯᑲᓪᓚᓂᖅᑲᑕ 

ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᐃᓵᕆᐊᖃᓐᖏᑕᒥᓂᒃ ᐅᓂᒃᑳᖃᕆᐊᔅᓴᖅ 

ᑯᔅᓴᓱᓕᓲᖑᒻᒪᑕ ᓱᒋᐊᖅᑕᐅᓂᐊᖅᑐᒋᓪᓗᑎᑦ. 

ᐃᓂᖅᑎᕆᐊᖅᑕᐅᓂᐊᖅᑐᒋᓪᓗᑎᑦ 

ᐊᕕᑕᐅᓂᐊᖅᑐᒋᓪᓗᑎᓪᓗ ᐃᓱᒫᓗᓕᓲᖑᒻᒪᑕ. 

ᐱᒻᒪᕆᐊᓘᕗᕐᓕ ᐃᓱᒪᒋᔭᒃᑯᑦ ᐋᖅᑭᔅᓯᔪᖃᖅᑲᑦ 

ᑭᒃᑯᓕᒫᓄᑦ ᒪᓕᑦᑕᐅᖃᑦᑕᕐᓂᐊᖅᑐᓂᑦ ᐱᒻᒪᕆ 

ᖃᓄᑎᒋᓗ ᐱᒻᒪᕆᐊᓘᒻᒪᖔᖅ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᖅ ᐊᒻᒪ 

ᐱᓕᕆᒐᓱᓪᓗᑎᑦ ᐋᖅᑭᒋᐊᕆᓗᑎᑦ 

ᐃᓵᖅᑕᐅᓐᖏᓐᓂᖅᓴᐅᖃᑦᑕᕐᓂᐊᕐᖓᑕ. 

 

ᐊᕐᕌᓂ ᐅᕙᓃᒃᑲᒪᑦᑕᐅᖅ ᐅᓂᒃᑳᓚᐅᖅᓯᒪᒻᒥᒐᒪ 

ᖃᖓᑕᓲᓕᕆᔨᒃᑯᑦᑕᐅᖅ ᑕᐃᒪᐃᔾᔮᓲᖑᒻᒪᑕ. ᑕᕝᕙᓂ 

ᐃᒻᒥᓂᒃ ᐅᓂᒃᑳᖃᕆᐊᖃᕐᓂᖏᓐᓂᒃ 

ᖃᐅᔨᒪᑦᑎᐊᓕᖅᓯᒪᒻᒪᑕ ᖃᓄᐃᑦᑐᖃᕐᓂᕋᐃᒻᒪᓪᓗ 

ᐅᓂᒃᑳᕆᒍᓐᓇᖅᑕᖓ ᓱᒋᐊᖅᑕᐅᔾᔮᓐᖏᑎᐊᕐᓗᓂ. ᑭᓱᒥ 

ᐃᓕᕝᕕᒋᔪᓐᓇᖅᑭᕗᑦ ᑕᒪᓐᓇ? 

ᑕᐃᒪᐃᑦᑐᖃᒃᑲᓐᓂᖃᑦᑕᕐᓂᐊᓐᖏᒻᒪᑦ ᒫᓂ. ᑕᐃᒪᓕ 

ᖃᖓᑕᓲᓕᕆᔨᒃᑯᑦ ᐊᑦᑕᓇᓐᖏᓂᖅᐹᖑᖃᑕᐅᓗᑎᑦ 

ᐃᖏᕐᕋᕕᐅᒍᓐᓇᖃᑦᑕᓕᖅᑯᑦ ᓯᓚᕐᔪᐊᓕᒫᕐᒥ. ᑖᒃᑯᐊ 

ᐱᔾᔪᑎᐅᓗᑎᑦ ᑕᒪᔾᔭ ᑐᕌᕋᓱᖃᑦᑕᖅᑕᕋᓗᐊᕗᑦ 

ᐅᓂᒃᑳᕆᐊᔅᓴᖅ ᑯᔅᓴᓱᑦᑐᖃᖃᑦᑕᕐᓂᐊᓐᖏᒻᒪᑦ. 

 

ᖁᕕᐊᓱᓲᖑᔪᑦ ᐅᓂᒃᑳᕆᐊᒥᒃ ᐃᓕᓐᓂᐊᕐᔫᒥᓂᐊᕋᒥᒃ 

ᑕᒻᒪᕈᑎᒋᓚᐅᖅᑕᒥᓂᒃ.  

 

ᑭᐅᓗᒍ, ᐊᓯᔾᔨᑐᐃᓐᓇᓐᖏᓪᓗᒍ ᒪᓕᒐᖅ, ᐃᓐᓇᓘᓐᓃᑦ 

ᒪᓕᒐᖅ. ᐱᐅᓯᕆᔭᐅᔪᖅ ᐊᓯᔾᔨᓂᖅᓴᐅᒐᔭᖅᐸᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑭᐅᒐᕕᓪᓗ 

ᖁᔭᓐᓇᒦᒃ. ᑖᒃᑯᐊ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᓲᖑᓂᖅᓴᓂᑦ 

ᐊᑐᐊᒐᓕᐅᕐᓂᕐᒨᖓᔪᒥᒃ ᐅᖃᐅᓯᐅᓯᒪᔪᒥᒃ, ᑖᓐᓇ 

ᓯᖁᒥᑦᓯᓂᖅ ᑲᓐᖑᓇᖅᑐᒃᑰᖅᑐᒥᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓪᓗᓂ 

ᐅᖃᐅᑎᒍᓐᓇᖅᐸᒋᑦ ᐅᖃᓗᕝᕕᐅᒍᑉᑕ 

ᑐᑭᓯᒧᐊᑦᑎᑦᓯᔨᐅᔪᓂᒃ ᐃᒫᒃ ᖃᕆᑕᐅᔭᕐᒥᒃ 

ᐃᒪᐃᓕᓚᐅᕐᓂᕐᒪᖔᖅᐱᑦ ᐃᖅᑲᐃᒍᑎᒋᑐᒋᓕᕐᓗᒍ 

ᐱᓕᕆᔨᓄᓪᓗ ᐱᐅᓕᐊᖑᖃᑦᑕᓐᖏᒃᑯᑎᑦ ᖃᕆᑕᐅᔭᕐᒥᒃ.  

 

ᐊᒥᓱᑦ ᑕᒪᒃᑯᐊ, ᐃᓛᒃ, ᑲᓐᖑᓇᖅᑑᒐᓗᐊᖃᐃ 

ᐅᓐᓂᖅᓯᐅᓐᓂᐊᕋᒃᑯ, ᐃᓕᓐᓂᐊᕈᑎᐅᓲᖑᒻᒪᑦ. 

ᑕᐃᒪᐃᒐᔭᖅᑐᑦᓴᐅᒻᒥᔪᖅᑲᐃ ᑎᑎᕋᖅᓯᒪᔪᑦ ᑕᒪᒃᑯᐊ. 
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To get to your second part about out-of-court 

settlements, sometimes confidentiality 

agreements are part of those settlements. It is 

usually protective of the personal 

information of individuals and sometimes to 

protect the specific details of a financial 

settlement. As the privacy commissioner has 

said before and we certainly agree, the dollar 

value that the Government of Nunavut 

spends is your business and it’s the public’s 

business, and that is something that we 

would disclose. It’s not something that would 

be generally under the cloak of a 

confidentiality undertaking in a settlement, 

unless the court ordered something different. 

Thank you, Mr. Chairman. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you again, Mr. MacLean. My question 

again will be for the Department of Justice 

with regard to the topic about court 

settlements. I appreciate your stance in 

agreeing with the commissioner’s previous 

statements that these amounts of public funds 

should be disclosed if and when appropriate.  

 

My next line of questioning with regard to 

out of court settlements is: how often is the 

GN agreeing to pay sums through out-of-

court settlements and is there some sort of 

ballpark figure in a given year that you can 

provide us with? Thank you, Mr. Chairman. 

 

Chairman: Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. I 

do not have a specific or even an estimate to 

hand. It is well known that most court 

matters settle out of court and their 

settlements are common, and there is quite 

often a financial component to settlements, 

sometimes in favour of the government and 

sometimes not, and it could be once or twice 

a year. We fortunately don’t get sued nearly 

ᐱᐅᓕᐊᖑᓐᖏᑐᐊᕋᒥᒃ ᐊᓪᓚᒋᐊᓕᒻᒧ ᐊᑐᐃᓐᓇ, ᐃᒫᒃ, 

ᐱᐅᓕᐊᖃᕐᓂᐊᕈᑎᑦ ᓴᓇᔭᐅᓂᐊᕈᑎᑦ 

ᐊᒥᓱᕈᖅᑎᑕᐅᓂᐊᕈᑎᓪᓘᓐᓃᑦ. ᐊᐱᖅᑯᑎᒋᔭᒃᑲᓪᓕ 

ᑕᒪᒃᑯᐊ ᑲᓐᖑᓇᖅᑐᒨᓕᖓᔪᑦ ᐊᑐᐊᒐᕐᒥᒃ ᓯᖁᒥᑦᓯᔪᑦ, 

ᖃᐅᑕᒫᑦ ᕿᒥᕐᕈᔭᐅᓲᖑᒻᒪᖔᑖ ᐱᓗᐊᖅᑐᒥᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒥᒃ ᖃᐅᔨᒋᐊᖅᑕᐅᒍᓐᓇᕐᓗᑎᑦ 

ᖃᕆᑕᐅᔭᒦᑦᑐᑦ. 

 

ᐃᒻᒪᖄ ᒥᑭᔪᑯᓘᖅᑰᔨᓚᐅᕋᓗᐊᕐᓗᑎᑦ ᐱᓂᐊᕐᓃᑦ 

ᐊᖏᔪᐊᓘᓯᒍᓐᓇᕐᒪᑕ ᑎᑎᕋᖅᓯᒪᔪᑦ ᓇᒻᒥᓂᖅ ᐃᓄᒻᒧᑦ 

ᓇᒻᒥᓂᕐᒥᓂᒃ ᐅᖃᐅᓯᖃᖅᑐᑦ. ᐊᑐᐊᒐᐃᑦ 

ᐱᖃᓯᐅᑎᕙᒻᒪᖔᑕ ᑕᒪᑐᒪᓐᖓᑦ? ᐃᒫᒃ ᖄᒃᑲᓐᓂᐊᒍᑦ 

ᐱᓂᐊᕐᓂᖃᖁᓪᓗᒍ ᑲᒪᒋᔭᐅᓂᖏᑦ 

ᓴᐳᔾᔭᐅᓯᒪᓂᖃᖁᓪᓗᒋᓪᓗ. 

 

ᑕᕝᕙ ᒫᓐᓇ ᐅᓂᒃᑳᓕᐅᖅᐸᓐᓂᖏᑕᒫᑦ ᑖᑉᑯᐊ 

ᐱᓕᕆᖃᑎᒌᑦᑐᑦ ᐃᓱᒪᔅᓴᖅᓯᐅᒍᓐᓇᕋᔭᕈᑎᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᔨᒧᑦ ᐅᓂᒃᑳᓕᐅᖅᐸᓪᓗᓂᔾᔪᒃ. ᓲᕐᓗᒃ 

ᖁᓕᕇᓐᓂᖏᑦ ᐊᔾᔨᒌᓐᖏᓐᓂᖏᑦ ᐃᓱᒫᓘᑏᑦ ᑕᑯᑉᓗᒋᑦ, 

ᓇᐅᑦᓯᖅᑑᑎᖃᖅᐹᑦ ᑖᒃᑯᐊ 

ᕿᒥᕐᕈᓂᖃᖃᑦᑕᕈᓐᓇᖁᓪᓗᒍ ᐊᐅᓚᑦᓯᔩᑦ ᑲᒪᔨᐅᔪᐃᓪᓗ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ? ᕿᒥᕐᕈᒍᓐᓇᕐᓗᓂᔾᔪᒃ 

ᖃᓄᐃᑦᑐᖃᓕᕐᒪᖔᑦ ᐱᓕᕆᔨᖁᑎᖏᓐᓂ. ᐃᒻᒪᖄ 

ᐃᓱᒫᓘᑎᑦᓴᖃᕋᔭᖅᐸᑦ ᐃᒻᒪᖄ ᐱᓕᒻᒪᒃᓴᐅᑎᒃᑲᓐᓂᕐᓂᒃ 

ᐱᑕᖃᕆᐊᖃᕋᔭᕈᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ.  

 

ᕕᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐊᑐᐊᒐᖅ ᐱᔭᕆᑐᓗᐊᔾᔭᓐᖏᑦᑐᖅ 

ᐅᖃᐅᓯᖃᓪᓗᐊᑐᐃᓐᓇᖅᑐᖅ ᑭᐅᒋᐊᖃᕐᓂᖅ ᑖᓐᓇ 

ᓄᓇᕗᒻᒥ ᑲᓐᖑᓇᖅᑐᓕᕆᔨᑉ ᐊᓪᓚᕝᕕᖓᖕᓄᑦ. 

ᐃᓚᖏᓪᓗ ᓈᓴᐅᑏᑦ ᓇᐅᑦᓯᖅᑐᖃᑦᑕᖅᑕᕗᑦ 

ᖃᓄᐃᒍᑎᐅᔪᓪᓗ. ᑕᒪᓐᓇ ᓯᖁᒥᑦᓯᓂᖅ ᖃᓄᐃᑦᑑᓂᖓ 

ᒪᓕᓪᓗᒍ. 

 

ᐃᓕᓴᐃᓂᖃᓲᖑᔪᖓᓕ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ ᑕᒪᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᓕᕆᔩᑦ ᑐᑭᒧᐊᑦᑎᑦᓯᔨᖏᖕᓂᒃ ᑕᒪᒃᑯᐊ 

ᖃᓄᐃᑦᑐᑐᐃᓐᓇᖅ ᒥᑭᔫᒍᑎᑦ ᐊᖏᔫᒍᑎᑦ ᑲᓐᖑᓇᖅᑐᒧᑦ 

ᓯᖁᒥᑦᓯᓃᑦ, ᐱᔭᕆᐊᖃᓲᕆᔭᕗᑦ. ᑕᒪᓐᓇ 

ᓯᖁᒥᑦᓯᒍᑎᐅᕙᑦᑐᓂᒃ ᐅᓇ ᑕᐅᑐᓪᓚᕆᑉᐸᑦᑕᕗᑦ ᑖᓐᓇ 

ᓯᖁᒥᑦᓯᒍᑎᐅᔪᑦ ᐱᐅᓯᐅᒡᒍᔪᒻᒪᖔᑦ. ᑐᑭᓯᔾᔮᓐᖏᓐᓇᑦᑕ 

ᓇᐅᑦᓯᖅᑑᑎᖃᑦᓯᐊᓐᖏᒃᑯᑦᑕ 

ᖃᐅᔨᓴᖅᑕᐅᑦᓴᐃᓐᓇᖅᐸᓐᖏᒃᑯᑎᓪᓗ. 

 

ᑕᒪᒃᑯᐊ ᐊᑐᐊᒐᕐᒥᒃ ᕿᒥᕐᕈᑎᓪᓗᑕ ᑕᒪᒃᑯᐊ ᓯᖁᒥᑦᓯᓃᑦ 

ᐱᓪᓗᒋᑦ ᐅᓂᒃᑳᓕᐅᕈᓐᓇᓂᖅᓴᐅᓗᑕᓗ 

ᑲᓐᖑᓇᖅᑐᒃᑰᓕᖓᔪᑦ ᖃᓄᖅ ᐱᓕᕆᓕᕐᒪᖔᑉᑎᒍᑦ 
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as much as other governments, which is a 

good thing, but we do try to settle litigation 

to keep matters resolved efficiently. Thank 

you, Mr. Chairman. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you, Mr. MacLean. That’s very 

positive to hear.  

 

I would like to move on to my next topic and 

it will be directed at EIA. As I mentioned in 

my opening comments, I strongly believe 

that the Access to Information and Protection 

of Privacy Act needs to be amended to give 

order-making powers to the privacy 

commissioner.  

 

I think the way that the current Act is written 

and forcing the public to take the GN to court 

if they truly wish to receive information that 

the government refuses to provide is 

unnecessarily withholding public information 

from the public that is trying to seek it. Like I 

also said, public access to government 

information is crucial to our promoting good 

governance and, more importantly, 

safeguarding democracy and holding the 

government accountable.  

 

The Department of EIA’s business plan 

indicates that one of its priorities in the 2025-

26 fiscal year is to conduct a review of the 

Access to Information Act. I would like to 

ask: what specific amendments to the 

legislation are currently being considered? 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Thank you to 

the Member for that question. We’re just in 

the initial stages of being able to think about 

that. It’s a little early to determine exactly 

ᑐᓴᕋᑦᓴᐃᓪᓗ ᐱᓪᓗᒋᑦ ᐋᖅᑭᒋᐊᒃᑲᓐᓂᕈᑎᑦᓴᑎᓐᓄᑦ 

ᑎᒥᖁᑎᑦᑎᓐᓂᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᐃᓚᒋᐊᑐᐃᓐᓇᕐᓗᒍᑦᑕᐅᖅ ᐊᓯᐊᑦᑕᐅᖅ 

ᐃᓱᒫᓘᑕᐅᕙᒻᒥᔪᒥᒃ. ᑐᓴᖅᓯᒪᒐᑉᑎᒍᑦ 

ᐊᖏᖅᑕᐅᒍᒪᓲᖑᔪᑦ ᓇᓪᓕᐊᓐᓄᑦ 

ᐊᓪᓚᑕᐅᓯᒪᔪᓅᑦᓴᕆᐊᖃᕐᒪᖔᑖ ᑭᒃᑯᓐᓄᓪᓗ 

ᐊᑐᐃᓐᓇᐅᔪᓐᓇᕆᐊᕐᓂᖏᓐᓂᒃ 

ᐊᑐᐃᓐᓇᐅᔪᓐᓇᕆᐊᖏᓐᓂᒃ. ᐃᓛᓐᓂᒃᑯᑦ ᐃᖅᑲᓇᐃᔮᒧᑦ 

ᐃᒻᒪᖄ ᐊᖏᕈᓐᓇᕈᑦᑎᒍᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐃᓚᖏᑦ 

ᓇᕝᕚᕈᓐᓇᕐᓗᑎᑦ ᐊᓪᓚᑕᐅᓯᒪᔪᓂᒃ ᐱᓕᕆᐊᒃᓴᓂᓪᓗ, 

ᐃᒻᒪᖄ ᐳᐃᒍᓕᕈᓐᓇᕐᒥᒐᑉᑕ ᑕᒪᒃᑯᐊ ᐊᖏᖅᓯᒪᒍᑎᑦ 

ᑲᔪᓰᓐᓇᕐᓂᐊᕈᑎᑦ ᖃᓄᕐᓘᓐᓃᑦ, ᐊᑐᐊᒐᕐᒦᖃᑕᐅᒻᒪᖔᑕ 

ᑕᒪᒃᑯᐊ ᐊᒻᒪᓗ ᓇᐅᒃᑯᑦ ᐃᓂᓪᓚᖓᐅᑎᖃᕐᒪᖔᖅ 

ᑕᐃᒪᐃᖃᑦᑕᒐᓗᐊᕆᐊᖏᓐᓂ? ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᐊᖅᑯᑎᒋᓗᑎᑦ, 

ᒥᔅᑕ ᕕᐊᓪᔅ ᑖᓐᓇ ᑭᐅᒍᓐᓇᕈᓂᔾᔪᒃ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᐊᓪᔅ. 

 

ᕕᐊᓪᔅ (ᑐᓵᔨᑎᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᐊᐱᕆᒐᕕᑦ. ᑕᐃᒪ ᐊᑕᐅᓯᐅᓐᖏᑦᑐᑦ 

ᐱᐅᓯᕆᓕᖅᓯᒪᔭᕗᑦ ᐋᖅᑭᒋᐊᕈᑎᑦᓴᐃᑦ 

ᐃᖅᑲᓇᐃᔭᑲᐃᓐᓇᖅᐸᑦᑐᓐᓄᓪᓗ ᑭᖑᕝᕖᕙᑦᑐᓄᓪᓗ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓂ ᖃᓄᖅ ᑭᓱᑦ 

ᐱᐊᓂᒃᑕᐅᓐᓂᓐᖏᒃᑯᑎᑦ. ᑕᒪᒃᑯᐊ ᐃᓕᓴᐃᑎᐅᕙᑦᑐᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ. ᓇᓗᓇᓐᖏᑦᓯᐊᖅᑐᖅ ᐃᓕᓴᐅᑎᓂᑦ 

ᓄᖅᑲᕌᖓᒥᒃ ᖃᓄᐃᓕᐅᖅᑐᑦᓴᐅᒻᒪᖔᑕ 

ᑐᓴᖅᑎᑦᓯᕙᓪᓗᑎᑦ ᐊᖓᔪᖅᑳᒥᓂᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓂᓪᓗ ᐅᓂᒃᑳᕐᓗᑎᑦ ᖃᓄᖅ 

ᑲᒪᒋᔭᖃᕆᐊᖃᕐᓂᖓ ᒐᕙᒪᒃᑯᑦ ᐱᔭᑐᐊᕆᓐᖏᒻᒪᒍ 

ᐃᓄᑐᐃᓐᓇᐅᑦᑕᐅᑉ. ᐃᖅᑲᓇᐃᔭᖃᑎᖃᑦᓯᐊᖅᐸᒻᒥᔪᐃᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓂ. 

 

ᐱᐅᓯᖃᕈᓐᓇᖅᓱᑕᓗ ᐅᓂᒃᑳᓕᐅᕆᐊᖃᕐᓗᑕ. ᐅᓪᓗᑦ 30, 

60, 90 ᐅᓪᓗᐃᑦ ᑐᖓᓂ ᓲᕐᓗᒃ ᐳᐃᒍᖅᑕᐅᓐᓂᕈᓂ 

ᓄᖅᑲᖅᑐᕕᓂᖅ ᒪᑐᔭᐅᔭᕆᐊᖃᕋᔭᓕᕐᓂᖓ ᐅᕝᕙᓗ 

ᐱᔪᓐᓇᐅᑎᖃᓚᐅᕋᓗᐊᕐᓗᓂ ᐱᓕᕆᐊᒥᒍᑦ 

ᐱᓕᕆᔪᓐᓇᐃᑎᓚᐅᓐᖏᓐᓂᑦᑎᓐᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ. ᑕᕝᕙ ᑖᒃᑯᐊ 

ᐊᖅᑯᑎᒋᓪᓗᐊᑕᖅᐸᑦᑕᕗᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 
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what changes. We’re not ruling anything out. 

For example, we’re not ruling out any 

amendments and we will definitely involve 

the commissioner in any consultations we 

have on the future amendments and as part of 

any review. I think, while there are several 

areas that have been identified by the 

commissioner and the Standing Committee, 

we’re trying to also ensure that our 

legislation is consistent with best practices 

across other jurisdictions.  

 

I don’t know if Mr. Witzaney had anything 

he wanted to add to this, through you, Mr. 

Chairman. (interpretation) Thank you.  

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) Order-

making power is a tricky piece of policy. I’m 

reminded of news stories that came out in 

Newfoundland and Labrador after they made 

it mandatory to go to court if they wanted to 

disagree with recommendations of the 

information and privacy commissioner. What 

they found is that a lot of access to 

information and protection of privacy 

coordinators were actually burning out. The 

additional capacity put on them was causing 

them to have to work late into the night and 

they lost a lot of the balance of their family 

life.  

 

We want to make sure any changes we make 

to legislation take into account capacity, and 

it would be a shame to take these steps to 

address capacity and increase it, to then put 

more pressures on our staff. We are 

definitely still committed to that review and 

to making a thorough analysis of the 

legislation, but part of that analysis will be to 

make sure that we have the capacity to 

implement whatever changes that we 

identify. (interpretation) Thank you, Mr. 

Chairman.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ 

ᑭᐅᑦᓯᐊᕋᕕᑦ. ᐅᖃᑦᑎᐊᕈᓐᓇᖅᑰᖅᐳᖓ 

ᐃᔅᓯᕙᓐᖏᓐᓂᖏᑦ ᒐᕙᒪᒃᑯᑦ ᑭᓱ ᖃᕆᑕᐅᔭᕐᓂᑦ 

ᓇᕝᕚᖃᑕᐅᒍᓐᓇᐃᓪᓕᓪᓗᓂ ᓴᐳᔾᔨᔭᕆᐊᖃᕐᓂᖅ 

ᐃᓱᒪᒋᓪᓗᒍ ᑲᓐᖑᓇᖅᑐᒃᑰᓕᖓᔪᖅ. ᐅᑎᕐᕕᒋᔪᒪᓪᓗᒍ 

ᐃᒃᓯᕙᐅᑕᖅ ᐅᖃᐅᓯᐅᖅᑲᐅᔪᖅ ᐅᐊᑦᑎᐊᖅ. 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᕐᒥᑦ ᐅᖃᐅᓯᖃᖅᑐᒥᒃ. 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᑦ ᓇᓗᓇᐃᖅᓯᒐᓱᓐᓂᖏᓐᓂ 

ᐸᓖᓯᐅᓐᖏᑦᑐᓂᑦ ᖃᐅᔨᓴᖅᐸᓐᓂᐅᔪᑦ 

ᐱᓂᕐᓗᑦᑐᖃᕌᖓᑦ ᓄᓇᕗᒻᒥ. ᑐᓴᓐᖏᑕᐃᓐᓇᖅᑲᐅᒐᒪ 

ᐃᖅᑲᐅᒪᔭᓐᓂᑦ ᐱᓇᓱᖃᑎᖃᖅᓱᓂ ᐊᐅᐴᑕᒥ 

ᐸᓖᓯᒃᑯᓂᑦᑕᐅ, ᐸᓖᓯᓪᓗᐊᑕᕆᒻᒥᒻᒪᒋᑦᑕᐅ ᐳᑭᖅᑕᓕᒃᑯᑦ 

ᑖᒃᑯᐊ ᐸᓖᓯᐅᓐᖏᑦᑐᓂᑦ ᕿᒥᕐᕈᓂᐅᕙᑦᑐᑦ 

ᐅᓐᓂᕐᓗᖅᑕᐅᔪᓄᑦ ᑕᖅᑳᓐᖓᑦ. ᑖᒃᑯᐊ ᕿᒥᕐᕈᕙᑦᑐᑦ 

ᐱᓪᓗᒋᑦ ᐅᓐᓂᕐᓘᑕᐅᔪᓂᒃ ᐱᐅᓯᕆᕙᑦᑕᖏᑕ ᐸᓖᓯᒃᑯᑦ 

ᓇᓪᓕᐊᖑᑉᐸᑦ. ᑕᒪᓐᓇᑦᑕᐅ 

ᐃᓱᒪᖏᔭᐅᖃᓯᐅᔾᔭᐅᕙᒻᒪᖔᑦ ᐃᖅᑲᓇᐃᔮᖑᕙᒻᒪᑦ 

ᑖᒃᑯᐊ ᐃᒻᒥᒃᑰᖅᑐᓂᑦ ᖃᐅᔨᓴᖅᐸᑦᑕᑦ 

ᐱᓇᓱᖃᑎᖃᖅᐸᓐᓂᖏᓐᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᕕᑦᓴᐃᓂ 

 

ᕕᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓄᑦ 

ᑭᐅᔭᐅᓂᐊᕋᓱᒋᕋᑖᕋᒃᑯ. ᐊᐱᕆᒃᑲᓐᓂᕋᔭᖅᐸᖅᑲᐃ?  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒪᒥᐊᓇᖅ ᒥᔅᑕ ᕕᑦᓴᐃᓂ, 

ᒥᔅᑕ ᒪᑲᓚᐃᓐ ᑭᐅᔪᓐᓇᑦᓯᐊᖅᑐᖅ. 

 

ᒪᑲᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᔅᓱᕈᕈᑎᒋᓯᔭᕗᑦ ᑖᓐᓇ ᐸᓖᓯᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒨᖅᑕᐅᒻᒪᑦ ᐃᒻᒥᒃᑰᖅᑐᑦ ᐸᓖᓯᒃᑯᓐᓂ 

ᖃᐅᔨᓴᖅᑏᑦ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᑦ ᓯᓚᑖᓂ 

ᐱᓕᕆᔭᕆᐊᖃᓲᖑᓐᖏᒻᒪᑕ ᐱᖁᔭᖅ ᒪᓕᑦᑐᒋᑦ. ᑕᐃᒫᒃ 

ᑕᒪᒃᑮᓐᓂᒃ ᐱᓇᓱᖃᑎᖃᕈᓐᓇᓲᖑᓐᖏᑦᑐᒍᑦ 

ᖃᐅᔨᓴᕈᓐᓇᖅᑐᓂᒃ. ᑭᐅᓪᓚᑦᑖᕈᓐᓇᖏᒃᑲᓗᐊᖅᑕᒋᑦ 

ᐅᓪᓗᒥ ᖃᓄᖅ ᐅᖃᐅᓯᖃᖅᐸᓐᓂᑎᑦ ᐸᓖᓯᒃᑯᓐᓄᑦ ᑖᓐᓇ 

ᐅᑎᕐᕕᒋᔪᓐᓇᕋᔭᖅᑕᕋ ᐱᓕᕆᕝᕕᓐᓄᑦ ᐊᑕᖏᕐᔫᒥᔪᒥᑦ 

ᑭᐅᑦᑎᐊᕆᔪᓐᓇᓂᖅᓴᕆᓛᕋᒃᑭᑦ.  

 

ᐄ, ᐅᖃᖃᑎᒌᓐᓂᕗᑦ ᑲᔪᓰᓐᓇᖅᑐᑦ 

ᐱᐅᓂᒃᓯᒪᓐᖏᔅᖢᑎᓪᓗ ᑭᒃᑰᓛᕐᒪᖔᑕ ᓯᓚᑎᑦᑎᓐᓂ 

ᖃᐅᔨᓴᖃᑦᑕᕋᔭᖅᑐᑦ. ᐃᓛᒃᑰᖅᑐᓂᒃ ᖃᐅᔨᓴᖅᑕᐅᒐᔪᒻᒪᑕ 

ᐸᓖᓯᐅᔪᓄᑦ ᐊᓯᖏᓐᓄᑦ. ᐊᒻᒪᓗ ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ 

ᐅᖃᖅᑲᐅᒻᒪᑦ ᐅᐊᑦᑎᐊᖅ, ᐃᒫᒃ ᐊᓚᒡᒐᐃᑦᓯᐊᖅᑐᑯᓗᒻᒥᑦ 
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Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

Thank you, Mr. Suvega and Mr. Witzaney, 

for those comments. In the commissioner’s 

annual reports, he has indicated that the level 

of ATIPP requests that goes to his desk has 

been relatively constant over the years, and 

the number of times that the GN disagrees 

with recommendations on what to share is 

relatively low, so I don’t foresee that being a 

major issue causing burnout beyond the 

current state of the workload that is before 

the ATIPP workers.  

 

I appreciate that Mr. Suvega said that the 

ATIPP Act would be consistent with best 

practices, and that leads me to my next 

question to the privacy commissioner. In 

your annual report, you recommended that 

the ATIPP Act should be amended to provide 

you, the privacy commissioner, with order-

making powers. You also indicated that 

about half of Canadian jurisdictions already 

have this power for their own privacy 

commissioners. Would you be able to 

provide an update today on the status of 

which provinces and territories actually offer 

this order-making power? Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: Mr. Chairman, the last time I 

was here, for some reason, I had in my head 

exactly which jurisdiction it was that had 

order-making power, and today I just can’t 

think of that list off the top of my head. If the 

Member were to look at the transcript or I 

have the transcript on my computer, we 

could find it very quickly. I can get that for 

him.  

 

What I will say, Member, is that it is more 

than half of the jurisdictions in Canada. The 

ᐱᑕᖃᓐᖏᒻᒪᑦ ᐃᓕᓴᕆᒐᓗᐊᖅᑐᒍ ᑭᓯᐊᓂ ᐱᖁᔭᑎᒍᑦ 

ᑭᒡᓕᖃᕐᒥᒐᑉᑕ ᖃᓄᒃᑲᓐᓂᖅ 

ᓴᖅᑭᔮᖅᑎᑲᓐᓂᕆᐊᕐᒪᖔᑦᑎᒍ ᐊᒻᒪ ᐸᓖᓯᐅᓐᖏᑦᑐᓄᑦ 

ᓯᕗᓕᐅᖅᑕᐅᑲᓐᓂᕈᓐᓇᕐᓂᖓᓂ. ᑕᕝᕙ ᐸᓖᓯᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᖅ ᓯᕗᒧᐊᔅᓯᒪᑲᐅᑎᒋᓐᖏᑦᑑᒐᓗᐊᖅ ᓱᓕ 

ᐱᓕᕆᐊᖑᕙᓪᓕᐊᑦᓴᐃᓐᓇᓐᖑᕐᒪᑦ, ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᒥᔅᑕ ᒪᑲᓚᐃᓐ. 

ᐅᑎᓚᐅᓐᖏᓂᓐᓂ ᒥᔅ ᐳᕉᔅᑐᒧ ᐊᐱᖅᑯᑎᐅᔪᒧᑦ 

ᐃᓕᓴᕆᔪᒪᓪᓗᒍ ᐅᐸᒃᓯᒪᔪᒥᑦ ᐳᓛᕆᐊᖅᓯᒪᔪᒥᑦ ᑕᕝᕗᖓ 

ᐊᑯᓂ, ᐅᖃᓘᑎᒃᑯᑦ ᐅᖃᖃᑎᒋᖃᑦᑕᓚᐅᖅᓯᒪᔭᕋ 

ᓄᕙᔾᔪᐊᓐᓇᖃᖅᑎᓪᓗᒍ ᒫᓐᓇ ᖁᔭᓐᓇᒦᕈᒪᓪᓗᒍ ᓘᑦᑖᖅ 

ᓵᓐ, ᐃᑲᔪᖅᓯᒪᓪᓚᕆᓚᐅᕐᖓᑦ ᓄᓇᕗᒻᒥᐅᓂᒃ 

ᓄᕙᔾᔪᐊᕐᓇᖅ ᐱᓪᓗᒍ ᐃᑲᔪᖅᓱᓂ ᓇᐅᒃᑯᕈᓘᔭᖅ. 

ᐱᓗᐊᖅᑐᒥᑦ ᑲᐴᑏᑦ ᓴᖅᑭᑕᐅᓕᕋᒥ ᐊᒻᒪᓗ 

ᐊᔾᔨᐅᖏᑦᑐᒥᑦ ᓄᓇᕗᒻᒥ ᐊᑦᓱᕉᑎᖃᖅᐸᒻᒥᒐᑦᑕ. 

ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᓗ ᐱᔨᑦᑎᕈᑎᖅ 

ᓄᓇᓕᓐᓅᖅᑕᐅᑲᓐᓂᕐᓂᖓᓂ, ᐊᓕᐊᓇᐃᓪᓚᕆᑦᑐᖅ 

ᐅᕙᓐᓄᑦ.  

 

ᑕᒫᓃᒻᒪᑦ ᑐᓴᕋᒃᑯ ᑕᒫᓂᑑᓐᖏᑦᑐᖅ ᐊᓯᑦᑎᓂᑦᑕᐅ 

ᓄᓇᓕᑦᑎᓐᓂ ᓄᓇᕗᒻᒥ. ᑖᓐᓇ ᐳᕙᓪᓗᓐᓇᖅ 

ᐅᖃᐅᓯᐅᕙᓪᓕᐊᑎᓪᓗᒍ. ᓘᑦᑖᖅ ᓵᑦ ᐅᖃᓘᑎᒃᑯᑦ 

ᐅᖃᖃᑎᒋᓯᒪᕈᓘᔭᕋᐊᖅᑐᒍ ᓄᕙᔾᔪᐊᓐᓇᖃᖅᑎᓪᓗᒍ. 

ᓄᕙᔾᔪᐊᓐᓇᖃᖅᑎᓪᓗᒍ ᐃᑲᔪᓚᐅᕐᓂᕐᓄᑦ 

ᖁᔭᓐᓇᒦᕈᒪᓪᓚᕆᒃᑲᑉᑭᑦ ᐃᑲᔪᓚᐅᕐᓂᕐᓄᑦ 

ᓄᓇᕗᒥᐅᓗᑦᑖᓂᑦ. ᒫᓐᓇ ᐱᕕᖃᑲᐃᓐᓇᕐᓗᖓ 

ᐃᓕᓴᕆᔪᒪᓪᓗᑎᑦ ᓘᑦᑖᖅ ᓵᑦ ᐊᒻᒪᓗ ᑕᒫᓂ ᓄᓇᕗᒻᒥ 

ᑕᒪᐅᓐᖓᖃᑕᐅᔪᓐᓇᕋᕕᑦ ᐃᓚᒋᓪᓗᒋᑦ ᑖᓐᓇ ᒥᓂᔅᑕ 

ᒪᐃᓐ ᐊᒻᒪ ᐃᓄᐃᑦ ᑕᐱᕇᒃᑯᓐᓂ 

ᐱᓇᓱᖃᑦᑎᖃᑦᓯᐊᓕᕋᕕᑦᑕᐅ. ᖁᔭᓐᓇᒦᒃ ᑐᓐᖓᓱᕕᑦ 

ᑕᕝᕗᖓ ᐃᒡᓗᒧᑦ. ᑖᓐᓇᐅᖅᑲᐅᑎᓪᓗᒍ ᒥᔅ ᐳᕉᔅᑐ 

ᐅᖃᓪᓚᕆᖃᒋᓂᐊᕋᒃᑯ, ᒥᔅ ᐳᕉᔅᑑᓂᐊᓯᔪᖅ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᑐᓐᖓᓱᒋᓪᓗ ᓘᑦᑖᖅ ᓵᓐ ᑕᕝᕗᖓ 

ᒪᓕᒐᓕᐅᕐᕕᑦᑎᓐᓄᑦ. ᐅᑎᕐᕕᒋᔪᒪᓪᓗᒍ ᑕᐃᒃᑯᐊ 

ᐅᖃᐅᓯᕆᔭᐅᖅᑲᐅᔪᑦ ᐅᐊᑦᑎᐊᖅ ᑕᐃᒃᑯᐊ 

ᐃᓄᐊᖅᑕᐅᔪᑦ ᑭᓐᖒᒪᔭᐅᔪᓪᓗ ᐊᕐᓇᐃᑦ ᒥᑦᓵᓄᑦ, ᒥᔅᑕ 

ᓯᐅᓪ ᐊᐱᕆᔪᒪᓪᓗᒍ, ᑲᓇᑕᐅᑉ ᒐᕙᒪᒃᑯᖏᑦ ᒫᓐᓇ 

ᐅᖃᓪᓚᖃᑎᒋᖅᑳᑉᐸᓪᓕᐊᓕᕐᒪᑕ ᑕᐃᔭᐅᓪᓗᓂ 

ᐊᑕᔪᖅᓯᒪᔪᑦ ᐊᐅᐸᖅᑐᒥᑦ. ᑕᐃᒪᓐᓇ 

ᑕᐃᒎᓯᖃᖅᑎᑕᐅᓪᓗᓂ ᖃᐅᔨᒪᖁᔨᓕᕌᖓᒥ 

ᑭᓐᖒᒪᔭᐅᔪᓂᒃ ᐃᓄᐊᖅᑕᐅᔪᓂᓪᓘᓐᓃᑦ ᓲᕐᓗᒃ 

ᐊᓯᐅᔨᔭᐅᓯᒪᔪᖃᕐᓂᖓ ᓄᑕᖅᑲᓂᑦ ᖃᐅᔨᒃᑲᐃᔾᔪᑎ 

ᑭᒃᑯᓕᒫᓄᑦ ᓱᕈᓯᕐᒥᑦ ᑭᓐᖒᒪᔭᐅᔪᖃᓕᕌᖓ ᑕᐃᒪᐃᑦᑐᒥᑦ 

ᓇᓗᓇᐃᒃᑯᑕᒥ ᓇᓗᓇᐃᖅᓯᓲᖑᒻᒪᑦ ᓄᓇᖃᖅᑳᖅᓯᒪᔪᑦ 
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jurisdiction that I think we look at the most 

here in Nunavut is the Northwest Territories 

because we consider them to be similar in 

size and also dealing with northern realities. 

They did this in 2021, so they have been 

doing it without any problems that I’m aware 

of.  

 

The only update that I have since the last 

time I was here is that the federal information 

commissioner, that is, the one who deals with 

the same access work for the federal 

government, has recently been given order-

making powers. There is some debate about 

whether the powers that she was given are 

strong enough or maybe they are too weak to 

make any difference, but nevertheless, the 

federal information commissioner now has 

the power, in addition to a majority of the 

provinces and territories. Thank you, Mr. 

Chairman. 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Chairman. 

My next questions are for the Government of 

Nunavut, and to save time, I would like to 

roll these two questions into one.  

 

To what extent will the Information and 

Privacy Commissioner be consulted during 

the review of the ATIPP Act? During our 

previous televised hearing with the privacy 

commissioner, he suggested that it be 

amended to provide the commissioner with 

order-making power and all public bodies to 

appeal his orders to the court of justice. I 

would like to ask: what is the Government of 

Nunavut’s position regarding that specific 

recommendation? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

to the Member for that question. It’s a full 

commitment to continue consulting with the 

ᐊᕐᓇᖅ ᑲᓇᑕᓕᒫᒥ ᑭᓐᖒᒪᔭᐅᓕᖅᐸᑦ ᐊᑕᔪᖅ 

ᐊᐅᐸᖅᑐᒥᑦ ᓲᕐᓗᒃ ᓇᓗᓇᐃᒃᑯᑕᖃᕐᒪᑦ. ᑕᐃᓐᓇ 

ᐊᓯᐅᖅᑲᔭᐅᔪᖅ ᑭᓐᖒᒪᔭᐅᔪᕐᓘᓐᓃᑦ ᑭᖑᓕᕐᒥᑦ 

ᑕᑯᔭᐅᓚᐅᖅᓯᒪᔪᑭᐊᖅ ᖃᓂᒋᔮᓂ ᐅᖄᓚᐅᑏᑦ 

ᓇᓗᓇᐃᖅᓯᓇᔭᖅᑐᑦ ᑭᓐᖒᒪᔭᐅᖃᕐᒪᑦ. ᑖᓐᓇᓕᑭᐊᖅ 

ᖃᓄᖅ ᐃᓱᒪᒋᕙᐅᒃ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ: ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᒐᓐᓂᒃ. ᐋᒃᑲ, 

ᐅᐸᑦᑐᖅᑕᐅᓯᒪᓐᖏᑦᑐᖓ ᓂᕆᐅᓗᐊᕐᓇᖓᓗ ᑲᓇᑕᐅᑉ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᐱᒋᐊᖅᑎᑕᐅᑉᐸᑦ ᑕᐃᒪᑐᐃᓐᓇᖅ 

ᐅᖃᐅᓯᕆᓂᐊᕋᒃᑯ. ᑕᐃᒪᐃᑦᑐᑦ ᐃᓱᒻᒥᐅᑎᔅᓴᐃᑦ 

ᐅᕙᓐᓃᓐᖔᖃᑦᑕᖅᓯᒪᓐᖏᒪᑕ. ᐱᒋᐊᖃᕐᒪᖔᖅ 

ᐱᒋᐊᖃᓐᖏᒻᒪᖔᓪᓘᓐᓃᑦ ᐃᖏᕐᕋᑦᑎᐊᕐᓂᐊᕐᒪᖔᖅ 

ᐃᖏᕐᕋᑦᑎᐊᔾᔮᖏᒻᒪᓪᓘᓐᓃᑦ. ᐃᒻᒥᒧᓪᓕ 

ᑐᕌᖓᓪᓗᐊᑕᖅᑐᓂᑦ ᐃᓱᒪᒋᔭᖃᕋᔭᖅᑐᖓ. ᒐᕙᒪᑦ 

ᐊᓯᕗᑦ ᐃᒪᐃᓘᕐᒪᑦ ᐊᓯᐊᓂ ᐱᓕᕆᒻᒪᑕ, ᐊᓯᐊᖏᑦ 

ᑕᐃᒪᐃᑦᑐᒥᑦ ᓇᓗᓇᐃᒃᑯᑕᒥᑦ ᑐᓴᖅᑎᑕᐅᖃᑦᑕᕐᓂᖅ. 

ᐱᓕᕆᐊᑐᐊᕆᓇᔭᖅᑕᕋᓕ ᐃᒻᒥᒧᑦ 

ᐊᑦᑐᐃᓂᖃᕐᓂᐊᕐᒪᖔᖅ ᐅᕝᕙᓘᓐᓃᑦ ᐋᒡᒐ. 

ᑐᑭᓯᓇᑦᑎᐊᕐᓗᒍ ᖃᓄᖅ ᐃᓚᒋᔭᐅᖃᑕᐅᒐᔭᕐᒪᑦ 

ᑲᓐᖑᓇᖅᓲᑎᑦᑎᓂᖅ ᒪᓕᒐᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ ᑕᒫᓂ 

ᓄᓇᕗᒻᒥ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑲᒥᓴᓇᐅᑉ 

ᐅᖃᐅᓯᕆᔭᖏᑦ. ᑕᐃᒃᑯᐊ ᓇᓗᓇᐃᒃᑯᑕᑦ 

ᐅᖄᓚᐅᑎᑎᒎᖅᑎᑕᐅᖃᑦᑕᖅᑐᑦ ᑐᐊᕕᕐᓇᖅᑐᓕᕆᔨᒃᑯᑦ 

ᑲᑎᒪᔨᖏᓐᓄᑦ ᐱᓕᕆᐊᕆᔭᐅᒻᒪᑦ ᖃᓄᕐᓗ 

ᐊᐅᓚᑕᐅᖃᑦᑕᕐᒪᖔᖅ ᑕᐃᒃᑯᐊᓗ ᓇᓗᓇᐃᖅᓯᔾᔪᑏᑦ 

ᓱᕈᓯᐅᒐᓗᖅᐸᑉ ᑐᐊᕕᕐᓇᖅᑑᒐᓗᐊᖅᐸᓪᓗ ᑖᓐᓇ 

ᐊᐅᓚᑕᐅᔪᖅ ᐊᖏᕈᑎᑎᒍᑦ ᑐᑭᓯᐅᒪᖃᑎᒌᓐᓂᕐᒧᑦ 

ᐊᖏᕈᑎᑎᒍᑦ ᐊᐅᓚᑕᐅᖃᑦᑕᕐᒪᖓᑕ ᒐᕙᒪᖃᕐᕕᓐᓂᑦ. 

ᓲᕐᓗᒃ ᐃᓛᓐᓂᒃᑯᑦ ᐅᖄᓚᐅᑎᕋᓛᕗᑦ ᓂᓪᓕᖃᑦᑕᕐᒪᑕ 

ᖃᓄᐃᑦᑐᖃᓕᕌᖓ ᖃᐅᔨᒪᔭᐅᖁᔭᐅᓕᕌᖓᑦᑕᓗ 

ᐊᓯᖏᓐᓂᓪᓗ ᑎᒥᐅᔪᓄᑦ ᑕᒪᒃᑯᐊ ᐊᐅᓚᑕᐅᕙᔅᖢᑎᒃ. 

ᐄ, ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒋᖃᑦᑕᕗᑦ, 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒋᓇᔭᖅᑕᕗᑦ ᐱᖁᔭᒃᓴᖅᑎᒍᑦ ᑭᓯᐊᓂ. 

ᑭᓯᐊᓂ ᐃᒻᒥᒨᖓᔪᑦ ᑖᒃᑯᐊ ᑕᐃᒪᓐᖓᓕᒫᖅ 

ᓇᓗᓇᐃᒃᑯᑕᒥᑦ ᑐᓴᖅᓴᐅᑎᑦᑎᓂᐊᕋᑦᑕ ᑖᒃᑯᐊ 

ᓯᕗᓪᓕᐅᑎᓯᒪᖃᑦᑕᖅᑕᕗᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 
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commissioner and his office, even before this 

hearing. I want to speak to the really great 

meeting relationship that we already have 

between Mr. Commissioner here and our 

office.  

 

For some of the further amendments that 

you’re speaking to, I wonder if I could, 

through you, Mr. Chairman, get Mr. 

Witzaney to speak to those. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) 

Unfortunately, we can’t commit to our 

position on those amendments. It’s not 

something that’s within our power to commit 

to. It’s something that will have to be a fairly 

lengthy discussion and we will get to our 

position on that through the drafting process, 

but we aren’t ruling out anything in our 

review of the legislation. We want to make 

sure that we have the best Access to 

Information and Protection of Privacy Act 

that we can. That is our goal and we will 

make sure that we fully consult with the 

Information and Privacy Commissioner and 

other interested stakeholders. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Thank you. Next name I have on 

my list: Mr. Simailak. 

 

Mr. Simailak (interpretation): Thank you, 

Mr. Chairman. I have a question at this time 

specifically to the official representing the 

Department of Justice. 

 

Earlier this morning, a question was raised 

and responded to by the official representing 

the government. I wish to request further 

details specific to that response from the 

department as it related to my colleague’s 

question on missing and murdered 

indigenous women and girls.  

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᓂᓪᓕᐅᑎᒋᔪᒪᖅᑲᐅᓪᓗᒍ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᐱᖁᔭᕐᔪᐊᓕᕆᓂᐊᕈᑦᑕ ᑕᒪᒃᑯᓄᖔᖅᑐᓂᒃ, ᑲᒥᓴᓇ 

ᓯᑎᐅᓪ 18, 2022-2023−ᒥ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ 

ᐊᑦᑐᐃᓂᖃᕐᓂᕐᒧᑦ ᐱᖁᔭᕐᔪᐊᖅ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᐃᑦ ᐱᓯᒪᒻᒪᑕ. 

ᐱᖁᔭᔅᓴᓂᒃ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᓪᓗ 

ᑐᕌᖓᑐᐃᓐᓇᖅᑐᓂᑦ ᐱᓯᒪᒻᒪᑕ ᐱᖁᔭᔅᓴᓂᒃ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᓪᓗ ᑐᕌᖓᑐᐃᓐᓇᖅᑐᓂᒃ 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᖃᕐᒪᑕ. ᑐᓴᐅᒪᖃᔾᔪᑎᓂᒃ 

ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ ᖃᓄᑎᒋ ᑖᓐᓇ ᐊᔾᔨᐅᖏᓐᓂᖃᕐᒪᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᑖᒃᑯᐊ 

ᐅᓄᖅᑐᕐᔪᐊᒻᒪᕆᐊᓗᓐᓂᒃ ᐸᐃᑉᐹᖁᑎᖃᕐᒪᑕ 

ᓄᓇᕗᒻᒥᐅᓕᒫᓄᑦ ᑐᕌᖓᔪᑦ. ᑲᓇᑕᒥ 

ᒪᕐᕈᐃᓐᓇᑯᓘᖏᒃᑯᐊ ᒐᕙᒪᖃᕐᕖᑦ ᒪᓕᒐᖃᓐᖏᑦᑐᑦ 

ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᓂᒃ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᐅᑉ 

ᐃᓗᐊᓂ. ᓄᓇᕗᑦ ᐊᒻᒪᓗ ᐳᕆᑎᔅ ᑲᓚᒻᐱᐊ. 

ᐊᓯᓕᒫᑦᑎᐊᕗᑦ ᒐᕙᒪᖃᕐᕖᑦ ᐃᓗᓕᖃᐅᑯᓘᔭᖅᑐᓂᒃ 

ᐃᒻᒥᒨᖓᔪᓂᑦ ᐱᖁᔭᕐᔪᐊᖃᖅᑐᑦ. ᓄᓇᕗᒻᒥ ᐃᒻᒥᒨᖓᔪᑦ 

ᐱᖁᔭᕐᔪᐊᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒥ 

ᐃᓗᓕᖃᖅᑑᒐᓗᐊᑦ ᑭᓯᐊᓂ ᑭᓱᓕᒫᕌᓗᓐᓂ 

ᐃᓗᓕᖃᖃᓯᔾᔨᐅᓪᓗᓂ. 

ᓇᓗᓇᐃᔭᖅᑕᐅᑦᑎᐊᖅᓯᒪᓐᖏᑦᑐᑦ ᑐᑭᒧᐊᕈᑎᔅᓴᓂᑦ 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒃᓴᓂᒡᓗ. 

ᐋᓐᓂᐊᖃᕐᓇᓂᖏᑦᑐᓕᕆᓂᒧᑐᐊᑦᑎᐊᖅ ᑐᕌᖓᓪᓗᑎᒃ.  

 

ᐃᒻᒥᒨᖓᔪᑦ ᑕᒪᒃᑯᐊ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᐅᑉ 

ᐃᓗᐊᓂ ᐱᓕᕆᐊᖑᔪᓐᓇᕐᒪᑦ. ᓇᓗᓇᐃᔭᖅᓯᒪᑦᑎᐊᕐᓗᑎᑦ 

ᐊᒻᒪᓗ ᐊᔾᔨᒋᓐᖏᖃᕐᒥᔭᖓ ᐅᕙᓂ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ, 

ᒐᕙᒪᓕᕆᑐᐃᓐᓇᖏᑦᑐᑦ ᐊᓯᖏᑦᑕᐅ ᑕᐃᒃᑯᐊ 

ᐃᓅᓕᓴᐃᔩᑦ ᑕᕝᕙᓃᖃᑕᐅᔪᑦ. ᓄᓇᕗᒻᒥ ᐃᒻᒥᓂᕿᔪᓂᑦ 

ᓇᒻᒥᓂᖅ ᐱᓯᓇᔅᓯᒋᔭᐅᔪᓂᒃ ᓘᑦᑖᓕᐊᕐᕕᓐᓂᑦ 

ᐱᖃᓐᖏᑦᑐᒍᑦ. ᑭᒍᑎᓕᕆᔩᑦ ᐅᓄᓐᖏᑦᑐᑯᓘᓪᓗᑎᑦ 

ᒪᑯᐊᓗ ᐄᔭᒐᖅᑖᕐᕖᑦ ᐅᓄᓐᖏᑦᑐᑯᓘᓪᓗᑎᑦ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᓐᓄ ᐃᓚᒋᔭᐅᖃᑕᐅᓐᖏᑦᑑᒐᓗᐊᑦ ᑭᓯᐊᓂ 

ᐃᓄᓕᕆᒐᒥ ᐃᓄᒻᒧᑦ ᑐᕌᖓᔪᓂᒃ ᐸᐃᑉᐹᖁᑎᓂᒃ 

ᐱᓯᒪᔪᑦ. ᑕᐃᒃᑯᐊ ᐃᓚᓕᐅᔾᔭᐅᖃᓯᐅᔾᔭᐅᒐᔭᖅᑐᑦ. 

ᑕᕝᕗᖓᖃᐃ ᐃᓱᓕᓪᓗᒍ. ᑕᒪᒃᑯᐊ ᒪᕐᕈᓪᓗᐊᖅ 

ᐊᔾᔨᒌᓐᖏᓐᓂᕆᔭᐅᒐᔭᕐᒪᑕ. ᐄ, ᓄᓇᕗᒻᒥᐅᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᑐᐃᓐᓇᑦᑎᐊᖅᑐᓂᑦ 

ᐱᖁᔭᕐᓂᑦ ᐱᖃᕆᐊᖃᓕᖅᑐᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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Some of the provinces have enacted 

legislation or even (interpretation ends) a 

Missing Persons Act and (interpretation) I 

believe the Northwest Territories has begun 

preliminary work on it. As my colleague, Mr. 

Lightstone, intoned, here in Nunavut, this 

government has to start reviewing the legal 

ramifications in order to start drafting a bill 

on this matter. Mr. MacLean indicated in 

English (interpretation ends) that there will 

not be enough time in the life of this 

government.  

 

(interpretation) I would like to understand by 

asking this follow-up query to the 

Department of Justice’s official, Mr. 

MacLean, if the department ought not to be 

starting immediately on this legislation by 

beginning the consultations with the 

communities about whether they would like 

to see such a piece of legislation drafted. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. MacLean. 

 

Mr. MacLean: Qujannamiik, Mr. Chairman. 

The Department of Justice is monitoring 

developments on missing persons laws in 

other jurisdictions, including the recent 

introduction of the Northwest Territories 

missing persons bill, currently Bill 2-20. I 

understand they are having hearings on that 

at the moment. 

 

The department does not have immediate 

plans to propose similar plans for Nunavut. 

However, we are continuing to examine this 

issue, taking into account the unique context 

of our territory; the nature of cases where 

persons go missing in Nunavut, or 

Nunavummiut who go missing in other 

provinces and territories; the need to balance 

police investigative powers with privacy and 

the protection of personal information, 

among other considerations.  

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᖃᖅᑲᐅᒐᕕᑦ ᓄᓇᕗᑦ ᐅᓄᖅᑐᐊᓗᓐᓂᑦ 

ᐃᓅᓕᓴᐃᕝᕕᖃᐅᓐᖏᑦᑐᑦ. ᐃᓄᓕᕆᔪᓂᓪᓘᓐᓃᑦ ᐊᓯᕗᑦ 

ᐱᑕᖃᐅᖅᑎᓪᓗᒋᑦ. ᐊᒻᒪᓗ ᓇᒻᒥᓂᖅ ᐱᓯᓇᔅᓯᔭᐅᔪᒥᑦ 

ᓘᑦᑖᓕᐊᕐᕕᑦᑕᖃᓐᖏᔅᖢᓂ ᑕᐃᓐᓇ ᓘᑦᑖᖅ ᓇᑦᓱ 

ᑕᐃᒪᐃᑦᑐᓕᕆᔨᐅᖃᑦᑕᓚᐅᖅᓯᒪᒻᒪᑦ. 

ᐅᖄᓚᓚᐅᖃᑦᑕᖅᑐᖅ ᓱᓕ ᐅᕙᓐᓄᑦ. ᑭᓯᐊᓂ 

ᖃᐅᔨᒪᔪᖓ ᒥᔅᑕ ᓯᑎᐅᓪ, ᑖᒃᑯᐊ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑐᑭᓯᐅᒪᖃᑎᒌᓐᓂᕐᒧᑦ ᐊᖏᕈᑎᓕᐅᖅᓯᒪᔪᑦ ᓄᓇᕗᑦ 

ᑐᓐᖓᕕᒃᑯᓐᓂ ᑕᐃᒪᓐᓇ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ 

ᑐᕌᖓᑐᐃᓐᓇᖅᑐᓂᑦ ᐱᑕᖃᓐᖏᑎᓪᓗᒍ ᖃᓄᕐᓕ ᑕᐃᒪ 

ᓄᓇᖅᑲᑎᕗᑦ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᕙᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔾᔪᑎᕕᓂᖏᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ 

ᐊᒻᒪᓗ ᐱᖁᔭᕐᔪᐊᖅᑕᖃᓐᖏᑦᑎᓪᓗᒍ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᒃᓯᕙᐅᑕᖅ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᖅᑲᐃ 

ᑭᐅᑦᑎᐊᓐᓂᖅᓴᐅᔪᓐᓇᖅᐳᑦ ᐅᕙᓐᓂᑦ ᑭᓱᓂᑦ 

ᑐᓂᓯᖃᑦᑕᕐᒪᖔᖅ ᐃᓛᒃ ᐊᒥᖅᑳᖃᑎᖃᖃᑦᑕᕐᒪᖔᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᐅᑉ ᐳᕙᓪᓗᒡᓂᐅᓪᓗ ᒥᒃᓵᓄᑦ 

ᐊᖏᕈᑎᓕᐅᖅᓯᒪᓂᖏᑦ. ᐃᒻᒥᒃᑰᕐᒪᑕ ᑖᒃᑯᐊ 

ᐃᓄᓕᕆᒻᒪᑕᓗ ᓄᓇᓕᓐᓄᑦ ᐃᒻᒪᖃ ᐊᐅᓚᑕᐅᓂᖅᓴᐅᔪᑦ 

ᐊᒻᒪᓘᓐᓃᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓄᓕ ᑕᒪᓐᓇ 

ᐅᖃᐅᓯᕆᕙᐅᔪᓐᓇᖅᑐᑦ. ᐊᒻᒪᓗ ᐊᖏᕈᑏᑦ ᑕᐃᒃᑯᐊ 

ᐊᒻᒪᓗ ᒪᓕᒐᓕᐅᖅᑎᓕᒫᑦ ᖃᐅᔨᒪᓪᓗᑎᑦ ᐊᕐᕌᒎᒃ 

ᒪᕐᕉᓕᖅᑑᖅᑲᐃ ᐅᖃᓚᐅᖅᓯᒪᒐᒪ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐳᕙᒡᓗᖕᓂᐅᑉ 

ᒥᒃᓵᓅᖓᔪᓂᑦ ᑎᑎᖅᑲᓂᒃ ᓴᖅᑭᒃᑲᓐᓂᕆᐊᓖᑦ. ᑭᓯᐊᓂ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᒥᓂᔅᑕᖓᑦ ᐋᒃᑳᓚᐅᕐᒪᑦ 

ᑖᓐᓇ ᐃᓱᒪᓕᐅᖅᑎᐅᒐᒦ. 

 

ᑭᓯᐊᓂ ᑐᓴᒐᒃᓴᑦ ᐸᐃᑉᐹᓂᒃ ᑕᐅᖅᓰᖃᑎᖃᕈᓐᓇᕈᒪᔪᑦ 

ᐊᖏᕈᑎᑎᒎᖅᖢᑎᑦ. ᓄᓇᕗᑦ ᑐᓐᖓᕕᒃᑯᑦ ᐊᓯᐊᓄᑦ 

ᑐᓂᓯᔾᔮᓐᖏᑦᑐᑦ. ᐅᖃᒃᑲᓐᓂᕐᓗᖓᖃᐃ, ᐄ, 

ᐱᐅᔪᐊᓘᒐᓗᐊᖅ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐊᒻᒪᓗ ᓄᓇᕗᑦ 

ᑐᓐᖓᕕᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖃᑎᒌᖕᒪᑏᒃ ᐳᕙᒡᓗᖕᓂᖅ 

ᐱᔾᔪᑎᒋᓪᓗᒍ. ᑖᓐᓇ ᐱᐅᔪᐊᓘᒐᓗᐊᖅ ᑭᓯᐊᓂ ᑎᒥ 

ᐊᑕᐅᓯᐅᓚᐅᖅᑑᒐᓗᐊᖅ ᒪᕐᕉᓕᖅᐴᒃ ᑕᐃᒃᑯᐊᒃ 

ᑲᓐᖑᓇᖅᑑᑎᓂᑦ ᑎᒍᒥᐊᖅᑑᒃ ᑕᖅᑲᐅᓐᖓᓐᖏᖦᖢᑎᑦ. 

ᑖᓐᓇ ᐱᐅᓯᕚᓪᓕᐅᑕᐅᓐᖏᓐᓂᖓ ᑕᕝᕙ. 

 

ᐅᖃᒃᑲᓐᓂᕈᒪᓪᓗᖓ ᐃᒃᓯᕙᐅᑖᖅ, ᐄ, ᐱᐅᔪᐊᓘᒐᓗᐊᖅ 

ᐳᕙᒡᓗᖕᓂᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ. ᑭᓯᐊᓂ ᑕᖅᑲᒃᑯᐊ 
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Since this morning, I was able to confer with 

my colleagues at the Department of Justice 

and I can confirm that we are not in a 

position to introduce legislation during the 

remaining life of this government, but it is 

something that we continue to take on and 

will commit to studying. Qujannamiik, Mr. 

Chairman. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak (interpretation): Thank you, 

Mr. Chairman. I also appreciate the response 

from Mr. MacLean for providing that level of 

details, and I am thankful the department will 

keep an eye on this issue, although I believe 

in its essential status, and we often hear 

either on the Internet or via our cellphones 

that Nunavut residents living in the south 

have gone missing, either in Ottawa, 

Edmonton, or Winnipeg, and they disappear 

in these gateway cities, these previous 

residents of Nunavut. It is becoming more 

apparent via the Internet and social media 

platforms that it is becoming an issue, which 

is why I brought it up, but I wish to turn to 

another subject with another question, Mr. 

Chairman.  

 

(interpretation ends) Thank you, Mr. 

Chairman. My next question is for the 

privacy commissioner and it’s regarding 

prosecutions under section 59 of the Access 

to Information and Protection of Privacy Act. 

You indicate on pages 10 and 11 of your 

2022-23 annual report that you have 

concerns regarding section 59 of the Access 

to Information and Protection of Privacy Act, 

which allows for prosecutions of deliberate 

breaches of privacy and other offences. Can 

you describe the circumstances of this 

incident that you have investigated? Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Steele. 

ᑐᓴᖅᑎᑕᐅᓂᖏᑦ ᒐᕙᒪᒃᑯᑦ ᓵᑕᒃᓴᐅᓗᑎᒡᓗ 

ᐳᕙᒡᓗᖕᓂᕐᒧᑦ ᑐᑭᒧᐊᕈᑎᖏᑦ ᐱᓪᓗᒋᑦ 

ᐃᑲᔫᑎᖃᓪᓗᐊᓐᖏᑦᑐᖅ ᑖᓐᓇ ᑕᐃᓐᓇ 

ᐊᖏᖃᑎᒋᓚᐅᖅᑕᖓ ᑲᓐᖑᓇᖅᑑᑎᑦᑎᒻᒥᖕᒪᑦ ᑖᒃᑯᓂᖓ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᑎᐅᓪ. ᑖᒃᑯᖃᐃ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐊᐱᕆᒍᒃᑭᑦ. ᓄᓇᕗᑦ 

ᑐᓐᖓᕕᒃᑯᓐᓂᒃ ᑕᐅᖅᓰᖃᑎᖃᖃᑦᑕᕐᒪᑕ 

ᐳᕙᒡᓗᖕᓂᕐᒧᓪᓗ ᑐᕌᖓᔪᑦ ᐸᐃᑉᐹᑦ 

ᓴᖅᑭᑕᐅᓚᐅᖅᓯᒪᓪᓗᑎᑦ ᕖᕝᕗᐊᕆ ᑕᒪᑐᒪᓂ 2024-ᒥ. 

ᐋᓐᓂᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓂ ᑐᓴᖅᑎᑕᐅᔪᒪᔪᖓ 

ᑖᒃᑯᐊ ᐊᖏᕈᑏᑦ ᖃᓄᐃᓕᖓᓕᕐᒪᖔᑦ ᑕᐃᒃᑯᐊ 

ᐊᖏᕈᑏᑦ ᐊᐅᓚᑕᐅᓂᖏᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐃᓚᒃᑲᓐᓂᕐᓗᒍ 

ᑖᓐᓇ ᐊᐱᖅᑯᑖ. ᓄᓇᕗᑦ ᑐᓐᖓᕕᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᕆᕚᑦ? 

ᐃᓅᓕᓴᐃᓂᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᐱᖅᑯᑏᓐᓂᒃ ᒪᕐᕉᓐᓂᒃ ᑐᓴᖅᑰᕋᒪ. ᑕᐃᒃᑯᐊ 

ᐊᖏᖃᑎᒋᓯᒪᔭᕗᑦ ᓄᓇᕗᑦ ᑐᓐᖓᕕᒃᑯᑦ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᒻᒪᖔᖏᑦ ᐃᒻᒥᒨᖓᔪᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ 

ᑖᓐᓇ ᑭᖑᓪᓕᖅᐹᖅ. ᑖᓐᓇ ᐊᐱᖅᑯᑎᖏᔭᐅᖅᑲᐅᔪᖅ. 

ᖃᓄᖅ ᑭᐅᓪᓚᕆᒋᐊᒃᓴᖅ ᓇᓗᔪᖓ ᐃᒻᒪᖄ ᓲᓴᓐ 

ᖃᐅᔨᒪᑐᐃᓐᓇᕆᐊᓕᒃ ᖃᓄᖅ 

ᐱᕙᓪᓕᐊᔾᔪᓯᖃᖃᑦᑕᕐᒪᖔᑦ ᖃᓄᐃᓕᐅᖃᑦᑕᕐᒪᖔᓪᓗ. 

ᐃᒃᓯᕙᐅᑖᖅ ᑖᓐᓇ ᐊᐱᕆᖅᑳᕐᓗᒍ ᑭᐅᔪᓐᓇᕐᓂᐊᖅᑐᑎᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐋᓐᑐᓴᓐ. 

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑕᐃᒃᑯᐊ 

ᐳᕙᒡᓗᖕᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ ᑭᒡᓕᓯᓂᐊᕐᓂᕕᓃᑦ 

ᐅᖁᒪᐃᓐᓂᓂᐊᖅᑎᒎᖃᑦᑕᖅᑕᕗᑦ, ᑕᐃᒃᑯᐊ ᑲᓇᑕᐅᑉ 

ᒐᕙᒪᒃᑯᖏᖕᓄᑦ ᑎᒥᖁᑎᖏᖕᓃᓐᖔᖅᑎᑕᐅᖕᒪᑦ. 

ᐳᕙᒡᓗᖕᓂᖅ ᑕᒪᒃᑯᓄᖓ ᐊᐃᑦᑐᕐᓗᒃᑕᐅᔪᓪᓗ ᑕᒪᒃᑯᐊ 

ᖁᐱᕐᕆᓃᑦ ᑕᒪᒃᑯᓄᖔᓕᒫᖅᑐᓂᑦ ᐱᓯᒪᖃᑦᑕᕐᒪᑕ. 

ᐊᖏᕈᑎᑎᒍᑦ ᐃᓕᓐᓂᐊᖅᑎᑦᑎᖃᑦᑕᖅᑐᒍᑦ. ᐊᒻᒪᓗ 

ᑕᐃᒃᑯᐊ ᑭᒡᓕᓯᓂᐊᖅᑕᕕᓃᑦ ᓴᖅᑭᖅᑕᐅᓇᔭᖅᖢᑎᑦ. 

ᑐᓐᖓᕕᒃᑯᑐᐃᓐᓇᐅᓐᖏᑦᑐᖅ.  
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Mr. Steele: Thank you, Mr. Chairman. I of 

course have the specific incidents to which 

the member referred is summarized on page 

13 of my annual report for 2022-2023. 

Member, I think we’re all aware that the 

Department of Health maintains a patient 

information system so that if anybody 

receives any kind of medical care, 

information is entered into this digital 

database. The name of that database is 

MEDITECH. Now, that’s a private company, 

so that’s their trade name. Every jurisdiction 

has a system. Some use MEDITECH; most 

use other systems, but I’m going use that 

word and I want you to know, MEDITECH, 

medical technology. MEDITECH. That is a 

trade name, so there’s no other way for me to 

say that.  

 

What happened was there were two health 

workers who had, there was an incident at 

work. I’ll just describe it as an incident. 

Following the incident one of those workers 

who in my report -- this is a public report, so 

I can say this -- a medical doctor started 

looking in MEDITECH at the personal 

medical information of the person that they 

had had the dispute with at work, another 

worker in the health care system.  

 

Now, this doctor had no reason to look at that 

person’s information. They were not that 

person’s doctor. They had no involvement of 

any kind in that person’s care. But they 

started looking into the information of this 

person that they had had an incident with.  

 

Now, it’s only because the victim of this 

situation was also a health care worker, knew 

very well how MEDITECH worked and 

knew what to ask for, so she applied for 

information from MEDITECH that would 

tell -- it would tell who looked at their 

information. And so they were able to verify 

with a MEDITECH audit that this doctor had 

ᖃᐅᔨᒍᓐᓇᖅᑕᕗᑦ ᐊᕕᑦᑐᖅᓯᒪᔪᓕᒫᑦ ᐆᑦᑑᑎᒋᓗᒍ ᓲᕐᓗᒃ 

ᓄᓇᖓᑦ ᐃᓛᒃ ᖁᑦᓯᕐᓂᖅᓴᐅᒋᐊᖏᑦ ᐳᕙᓪᓗᓂᐅᑉ 

ᒥᑦᓵᓄᑦ, ᐳᕙᒡᓗᖃᑦᑕᖅᑐᐃᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑭᐅᓪᓚᕆᓚᐅᖅᑰᓐᖏᓐᓇᕕᑦ. ᖃᓄᑭᐊᖅ. ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᓇᑯᕐᒦᒃ 

ᑭᓯᐊᓂ ᑭᐅᖕᒪᑦ ᐃᓚᖓᓂᒃ. ᑐᑭᓯᑦᓯᐊᓐᖏᓐᓇᒪ ᓱᓕ 

ᖃᓄᖅ ᐊᖏᖃᑎᒌᒍᑦ ᐊᐅᓚᑕᐅᖕᒪᖔᑦ ᐊᒻᒪ 

ᕿᒥᕐᕈᐊᕐᓗᑎᒍᑦ ᐊᖏᕈᑦ. ᑕᒪᒃᑯᐊ ᑐᓴᕈᑎᐅᔪᐃᑦ 

ᑎᑎᖅᑲᖅᑕᖏᖕᓂᒃ ᓲᕐᓗᒃ ᐅᕙᖓᓕ ᐊᓯᖏᓪᓗ 

ᑐᑦᓯᕋᕋᑕᖅᓯᒪᔪᐃᑦ ᑖᒃᑯᐊ ᓈᓴᐃᓂᖏᑦ ᓲᕐᓗᒃ 

ᓈᓴᐃᓂᖏᑦ ᓲᕐᓗᒃ ᓄᓇᓕᖕᓂ ᐊᕐᕌᒍᐃᓪᓗ ᐊᒻᒪᓗ 

ᖃᖓᓐᖒᓕᕐᓂᖏᓐᓂᒃ ᐅᑭᐅᖏᓪᓗ ᑕᒪᒃᑯᐊᒐᓚᐃᑦ 

ᑭᒡᓕᓯᓂᐊᖅᑕᐅᓯᒪᓂᖏᓐᓂᒃ.  

 

ᑭᓯᐊᓂ ᑖᓐᓇ ᐱᔾᔪᑎᒋᔭᖓᑦ, ᐃᓛᒃ ᐅᓄᖅᑑᒻᒪᑕ 

ᐱᔾᔪᑏᑦ ᐱᒻᒪᕆᐅᖕᒪᑦ ᐃᑯᐱᒃᑕᐅᒋᐊᖃᕐᓂᖏᓐᓂᒃ 

ᑐᓴᖅᑕᐅᕙᓪᓗᑎᑦ ᑕᖅᑲᐅᖓ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ. 

ᐱᒻᒪᕆᐅᖕᒪᑦ ᖃᐅᔨᒪᑎᑦᓯᒋᐊᖃᕋᑦᑕ ᑭᒃᑯᑐᐃᓐᓇᕐᓂᒃ. 

ᖃᐅᔨᒪᒐᑦᑕ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᑕᐃᒫᒃ 

ᑭᒡᓕᓯᓂᐊᖃᑦᑕᕐᓂᖏᓐᓂᒃ ᓈᓴᐃᖃᑦᑕᕐᓂᖏᖕᓂᒃ 

ᓄᐊᑦᓯᓲᖑᒻᒪᑕ ᖃᐅᔨᓴᖅᓱᑎᑦ ᑕᒪᓐᓇ 

ᑐᓴᐅᒪᓪᓚᕆᑦᓱᑎᒍᑦ.  

 

ᐊᒻᒪᓗᑦᑕᐅᖅ, ᖃᐅᔨᒪᓇᕐᖓᑦ ᖁᐱᕐᕆᓯᒪᔪᐃᑦ 

ᐊᐃᑦᓱᐃᒍᑕᐅᒍᓐᓇᖅᑐᒥᒃ ᑖᓐᓇ ᑕᕝᕙ ᐱᔾᔪᑕᐅᒻᒪᑦ 

ᐃᓚᖓᖕᓂᒃ ᒐᕙᒪᒃᑯᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᑕᒪᓐᓇ ᓴᖅᑭᐅᒪᑎᑦᓯᔪᒪᓚᐅᖅᓯᒪᖕᒪᑕ 

ᐅᔾᔨᕈᓱᖁᔨᓪᓚᑦᑖᖅᓱᑎᑦ ᑕᐃᒪᓐᓇ 

ᖃᓄᐃᓐᖏᓐᓂᕐᒦᖁᓪᓗᒋᑦ ᐊᑦᑕᓇᖅᑐᒦᖁᓇᒋᑦ 

ᐃᓄᖁᑎᒋᔭᖏᑦ. ᑕᐃᒫᒃ ᑕᒡᒐ ᑐᑭᓯᒐᓱᐊᕋᓱᑦᑐᖓ 

ᐊᑦᓱᕈᕈᑎᒋᓪᓗᒍ ᐃᓚᖓᓂᒃ. ᓲᕐᓗᒃ ᓴᓂᕐᕙᕐᓗᑎᒍᑦ 

ᑕᐅᑐᑦᑕᐅᓂᕆᔭᖏᑦ ᐃᒪᐃᑦᑑᓂᖓᓂᒃ ᐲᕆᐊᖃᕐᖓᑦ 

ᑭᓯᐊᓂ ᑕᒪᒃᑯᐊ ᖁᓄᔪᕐᓂᐊᕐᓂᒃᑯᑦ ᖁᐱᕐᕆᖃᑦᑕᕐᓂᐅᑉ 

ᐃᓗᐊᓂ ᑕᒪᓐᓇ ᓈᓴᐃᓯᒪᓂᖏᓐᓂᒃ 

ᑭᒡᓕᓯᓂᐊᖅᑕᐅᓯᒪᑎᓪᓗᒋᑦ. ᑖᓐᓇ ᕿᒥᕐᕈᒑᖓᑦᑎᒍᑦ 

ᑕᒪᓐᓇᓕ ᐳᕙᒡᓗᓐᓂᐅᑉ ᐃᓗᐊᓂ ᓈᓴᖅᑕᐅᓂᕆᔭᖏᑦ 

ᑐᑭᓯᒍᑕᐅᕙᑦᑐᐃᑦ ᑭᒃᑯᓕᒫᓄᑦ ᓯᐊᒻᒪᖅᑎᑕᐅᖃᑦᑕᖅᑐᐃᑦ 

ᐊᔭᐅᕆᒍᓐᓇᕐᖓᑕ ᐋᓐᓂᐊᕐᕕᖕᒧᑦ ᐃᓯᕈᓐᓇᖁᓪᓗᒋᑦ 

ᐃᑲᔪᕆᐊᖅᑕᐅᒋᐊᖃᕐᓂᕐᒥᓂᒃ 

ᓇᓗᓇᐃᒃᑯᑕᐅᒍᓐᓇᕐᓗᑎᑦ. 

 

ᐊᒻᒪᓗ ᐅᖃᓪᓚᖃᑎᒋᔭᐅᓗᑎᑦ ᓲᕐᓗᒃ ᐳᕙᒡᓗᖕᓂᖅ 

ᖃᓄᐃᑦᑑᓂᖓᓂᒃ. ᐃᒻᒪᖄ ᐳᕙᒡᓗᓪᓚᑦᑖᕆᐊᖏᓪᓘᓐᓃᑦ. 

ᑕᐃᒫᒃ ᖃᐅᔨᒋᐊᖃᑦᑕᕈᓐᓇᖁᓪᓗᒋᑦ ᐃᓯᕈᓐᓇᖁᓪᓗᒋᑦ 

ᐋᓐᓂᐊᕐᕕᖕᒧᑦ ᑕᒪᓐᓇ ᐅᓗᕆᐊᓇᕈᑕᐅᔪᓐᓇᕐᒥᖕᒪᑦᑕᐅᖅ 
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looked at their information, when they 

looked at it, how often they looked at it, what 

they did when they were looking at it. These 

are all the things that the system can show 

you when you ask it to. But it was only 

because the victim was a health care worker 

that they knew to go in, knew what to ask 

for, and when they received the reports back, 

understood what it was that they were telling 

them.  

 

Now, when confronted with this information, 

the doctor admitted that they had done this, 

so that was never an issue. It was yes, they 

did it. Now, they tried to excuse themselves 

of course, but I said that the excuse was not 

believable. We’ll leave it at that.  

 

So you’ve got somebody who has interfered 

with another person’s privacy in the most 

serious way. No excuse, no reason. They 

abused their access to the MEDITECH 

system.  

 

There are employment consequences, which 

are not my business. That’s the Department 

of Health. We don’t need to get into that. I 

don’t think that’s necessarily relevant. There 

are human resources issues flowing from 

that, obviously.  

 

But the question that comes up in this case, 

Member, and the one that you’re asking 

about, I think, is okay, can we do more? 

When somebody has so deliberately and 

offensively breached privacy, aren’t they 

breaking the law? Can’t you fine them? Can’t 

you punish them in some other way? And 

this was in my time in Nunavut easily the 

worst privacy breach that I had seen, so I 

looked into the question of whether that 

person could be prosecuted under the privacy 

law.  

 

You referred, Member, to section 59. That is 

the section that says if you breach 

ᑭᒃᑯᓕᒫᓄᑦ ᑕᒪᓐᓇ ᓯᐊᒻᒪᕈᓐᓇᕐᓂᖓᓄᑦ. ᖃᐅᔨᒪᔪᑦ 

ᓇᒻᒥᓂᖅ ᐃᓚᒌᖏᑦ ᑖᒃᑯᐊ ᐊᑦᑐᐃᔭᐅᓯᒪᓂᖃᕐᖓᑕ 

ᐳᕙᒡᓗᖕᓂᖅ ᑖᓐᓇ ᐱᓪᓗᒍ. 1950−ᖏᖕᓂ ᐊᕐᕌᒍᐃᑦ 

ᐊᒻᒪᓗ ᑐᓴᖅᑕᐅᒐᓱᐊᖅᑐᖅ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᓲᕐᓗᒃ 

ᖁᐊᖅᓴᐃᔪᒪᓐᖏᓐᓂᖏᓐᓂᒃ ᐃᑯᐱᑦᑕᐅᓂᐊᕈᑎᑦ ᑕᒪᓐᓇ 

ᑐᓴᕋᑦᓴᐅᔭᕆᐊᓖᑦ. ᑭᓯᐊᓂ ᐅᖃᐅᑎᒍᓐᓇᖅᑕᒋᑦ 

ᖃᐅᔨᓯᒪᔭᒃᑯᑦ ᑕᐃᒃᑯᐊ ᐃᓄᑐᖃᐃᑦ ᖃᐅᔨᓯᒪᔭᖏᑦ 

ᐃᓅᓯᖏᖕᓂᒃ ᐳᕙᒡᓗᒋᐊᖅᑐᖃᑦᑕᕐᓂᑯᐃᓪᓗ 

ᐳᕙᒡᓗᖃᑦᑕᕐᓂᑯᐃᑦ ᓴᓐᖏᔪᐊᓗᒻᒥᒃ 

ᐅᖃᐅᔾᔨᔨᐅᓂᖅᐹᖑᖕᒪᑕ. ᑕᒪᓐᓇ 

ᑐᓴᖅᑕᐅᖁᔭᐅᒋᐊᓕᓐᓂᒃ ᒪᑐᐃᖔᖁᔨᑦᓯᐊᖅᓱᑎᑦ. 

 

ᐊᒻᒪᓗᑦᑕᐅᖅ, 2030-ᒥ ᑭᒡᓕᖃᕐᒪᑦ 2024-ᒥᓪᓗ 

ᑭᒡᓕᖃᕐᒪᑦ ᐊᕐᕌᒍᖓᓂᒃ. ᑕᐃᒫᒃ ᑕᒡᒐ ᑕᒪᑐᒪᓂ 

ᑐᓴᕈᒪᓪᓗᖓ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓂᑦ 

ᑐᓴᕈᒪᒃᑲᓐᓂᖅᑐᖓ ᑖᓐᓇ ᖃᓄᕐᓕ ᐱᔾᔪᑎᒋᔭᖓᓂᒃ 

ᐃᑯᐱᑦᑐᒥᓂᐅᒑᖓᑕ ᑐᓴᕋᑦᓴᓂᒃ ᓄᓇᕗᑦ ᑐᓐᖓᕕᒃᑯᑦ 

ᑎᒥᖓᖕᓂᒃ ᐊᒻᒪᓗᑦᑕᐅᖅ ᓲᕐᓗᒃ ᑭᒃᑯᓐᓄᑦ ᑕᖅᑲᐅᖓ 

ᐊᑦᑐᐃᔭᐅᓯᒪᓂᖅᐹᓄᑦ ᑐᕌᖓᓐᖏᑦᑑᓗᓂ 

ᖃᓄᐃᑦᑑᒻᒪᖔᑦ? ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᑐᕌᒐᕆᔭᕗᑦ ᐊᑉᐸᓯᑦᑎᓪᓗᒍ ᓄᖑᑎᓪᓗᒍᓪᓘᓐᓃᑦ 

ᐳᕙᒡᓗᖕᓂᖅ ᑭᓯᐊᓂ ᐃᓛᒃ ᑐᑭᓯᔭᒃᑯᑦ 

ᐊᐱᖅᑯᑎᒋᔭᖓᓂᒃ ᐃᓱᒪᒋᔭᖓᓂᒃ ᒪᑯᐊᑦᑕᐅᖅ 

ᐋᓐᓂᐊᕐᕕᓕᐊᖅᐸᑦᑐᐃᑦ ᐃᒻᒥᑯᑦ ᓴᖅᑭᖃᑦᑕᓐᖏᑦᑕᕗᑦ. 

ᑕᐃᒫᒃ ᐃᒻᒥᒃᑰᖓᔪᓂᒃ ᐋᓐᓂᐊᕐᕕᓕᐊᖅᐸᑦᑐᓄᑦ 

ᑐᓴᕈᑎᖏᖕᓂᒃ ᓴᖅᑭᑎᑦᓯᖃᑦᑕᔾᔮᓐᖏᑦᑐᒍᑦ. 

ᓴᖅᑭᑎᑦᓯᖃᑦᑕᕐᓂᐅᓴᓇᑕᓗ. ᑖᓐᓇ ᑕᒡᕙ ᓄᓇᓖᑦ 

ᐊᒻᒪᓗ ᐊᕕᑦᑐᖅᓯᒪᔪᓂᒃ ᑐᓴᕋᑦᓴᐃᑦ 

ᖃᐅᔨᒪᑎᑦᓯᑦᓯᐊᓲᖑᓪᓗᑕᓗ ᑕᒫᓂ ᐊᕕᑦᑐᖅᓯᒪᔪᓂᓪᓗ 

ᓄᓇᕗᒻᒥᓪᓗ ᑕᐃᒫᒃ ᒪᑐᐃᖓᑦᓯᐊᖅᑐᒍᑦ. ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᓄᓇᕗᓕᒫᓂᒃ ᐳᕙᓪᓗᔪᖃᓐᖏᒃᑲᓗᐊᕐᒪᖔᑦ 

ᖃᐅᔨᓴᖅᑎᑦᓯᓚᐅᖅᓯᒪᒐᑦᑕ ᒪᑐᐃᖔᑦᓯᐊᖅᑐᓂᓗ 

ᑐᓴᖅᑕᐅᑦᓯᐊᓚᐅᖅᓯᒪᖕᒥᔪᖅ. 

 

ᑖᓐᓇ ᑕᒡᒐ ᐆᑦᑑᑎᒋᔪᓐᓇᖅᑕᕗᑦ ᒪᑐᐃᖔᕐᓂᑎᓐᓂᒃ 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᑐᓴᕋᑦᓴᓂᒃ ᓴᖅᑮᑎᑦᓯᓂᐊᕌᖓᑕ 

ᓴᒃᑯᑕᐅᑦᓴᐅᑎᒋᒋᐊᖃᕐᓂᐊᕈᑎᑦ ᓴᖅᑭᓯᒪᓐᖏᓇᑦᑎᒍᑦ 

ᑭᓯᐊᓂ ᑲᔪᓰᓐᓇᖅᑐᒍᑦ ᐅᖃᓪᓚᓐᓃᕐᒥᑦᓱᑕᓗ 

ᐅᖃᖃᑎᒋᔪᒪᖃᑦᑕᖅᑕᕗᑦ ᖃᓄᕐᓕ 

ᓴᖅᑭᑕᐅᔪᒃᓴᐅᒻᒪᖔᑕ ᓴᒃᑯᑕᐅᑦᓴᐅᑎᒋᓂᐊᖅᑎᓪᓗᒋᑦ. 

ᕼᐊᒻᓚᐅᔪᐃᓪᓗ ᑕᐱᕆᖃᑎᒋᒐᑦᑎᒍᑦ ᑖᒃᑯᐊ 

ᑐᑭᓯᐊᔪᒪᒐᑦᑕ ᓄᓇᓕᓐᓂ ᖃᓄᕐᓕ ᓇᓪᓕᐊᓐᓂᒃ 

ᐱᒻᒪᕆᒋᔭᖃᕐᒪᖔᑖ. 
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somebody’s privacy, you can be fined up to 

$5,000. That’s what it says. But I learned that 

really, it’s impossible to prosecute somebody 

here in Nunavut, and there are a couple of 

reasons for that. First of all, there is nobody 

to investigate. Now, when somebody breaks 

a law in the Criminal Code, the RCMP 

investigates. They lay the charges and Public 

Prosecution Service prosecutes. That’s easy. 

But when somebody has broken a territorial 

law, not a criminal law but a law passed by 

this legislature, it’s not always so obvious 

who it is who’s going to investigate it.  

 

Now, there’s an agreement between the 

Government of Nunavut and the RCMP that 

Mr. MacLean can speak to about what 

exactly their job is here in Nunavut, what 

exactly have we hired them to do. It’s not 

clear to the RCMP that this kind of breach 

would be something that they had been 

contracted to investigate, all right. There’s 

only one police force in Nunavut. If they’re 

not going to investigate it, who’s going to 

investigate?  

 

Even if we could find somebody to 

investigate it, the Public Prosecution Service 

-- I’m pointing that way because I know their 

office is just down the road over there -- the 

Public Prosecution Service of Canada says, 

now, that’s not really our role to prosecute 

those kinds of offences.  

 

Territorial offences are -- there are many 

nuances to this, but are generally prosecuted 

by the Government of Nunavut itself. But 

you run into an immediate problem: the 

privacy law applies only to the Government 

of Nunavut. It’s almost always going to be 

somebody associated with the government 

who has broken the law. You can’t have the 

government prosecuting the government. It 

just doesn’t work.  

 

 

ᑖᒃᑯᐊ ᑕᒡᒐ ᑕᑯᓐᓈᖅᑕᐅᓂᖓ ᐳᕙᒡᓗᖕᓂᖅ 

ᐊᑉᐸᓯᑎᔪᓐᓇᖁᓪᓗᒍ ᐃᓕᓐᓂᐊᕐᓂᑎᒍᓪᓗ ᑕᒪᓐᓇ 

ᖃᐅᔨᒪᔭᐅᓂᖅᓴᐅᒋᐊᖃᕐᖓᑦ ᖃᓄᐃᑦᑑᓂᖓᓂᒃ 

ᓴᓐᖓᑦᑎᑦᓯᒍᒪᓪᓗᑎᒍᓗ ᓄᓇᓕᐅᔪᐃᑦ 

ᑐᓴᕋᑦᓴᖁᑎᒋᒋᐊᖃᖅᑕᖏᓐᓂᒃ ᐃᑯᐱᒍᓐᓇᖁᓪᓗᒋᑦ. 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᕿᓂᕐᓗᑕ ᕿᒥᕐᕈᓗᑕᐃᓛᒃ ᓲᕐᓗᒃ 

ᐊᑐᕈᓐᓇᕈᑦᑕ ᐸᕐᓇᐅᑎᒋᓂᐊᖅᑕᑎᓐᓄᑦ ᐃᓚᐅᔪᑦᓴᐃᓪᓗ 

ᐸᕐᓇᐅᑕᐅᔭᕆᐊᓖᑦ ᓄᖑᑎᒍᓐᓇᖁᓪᓗᒋᑦ 

ᐸᕐᓇᐅᑎᓪᓚᕆᑦᑎᓐᓂᓪᓗ ᓯᕕᑐᓂᖅᓴᒥᒃ ᓇᓪᓕᐊᓐᓂᓪᓕ 

ᑭᒃᑯᓕᒫᓄᑦ ᐋᓐᓂᐊᖃᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ 

ᐊᑦᑐᐃᔭᐅᓂᖃᖅᑐᐃᑦ ᓄᓇᓕᖕᓂᓗ 

ᐋᖅᑭᒋᐊᕈᓐᓇᕐᓗᒋᓪᓗ ᓄᓇᓕᓐᓃᓪᓗ 

ᐋᖅᑭᑉᐹᓪᓕᕈᓐᓇᖁᓪᓗᒋᓪᓗ ᖃᓄᐃᓐᖏᑦᑐᒦᖁᓪᓗᒋᑦ. 

ᓄᖅᑲᑲᓚᐅᕐᓂᐊᓕᕋᒪ ᑕᒪᑐᒥᖓ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᓇᑯᕐᒦᒃ 

ᑭᐅᔭᐅᒐᒪ. ᑖᓐᓇ ᓴᓐᖓᑦᓯᒍᒪᒋᐊᑦᓴᑦᓯ 

ᐃᑯᐱᒍᓐᓇᕆᐊᖏᑦ ᑐᑭᓯᒃᑲᓐᓂᕈᒪᓪᓗᖓ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐳᕙᒡᓗᕐᓂᕐᒧᑦ ᑐᕌᖓᔪᐃᑦ 

ᓈᓴᖅᓯᒪᓂᕆᔭᖏᑦ ᓄᓇᓕᖕᓄᑦ ᑕᐃᒫᒃ ᑕᐃᒪᐃᑦᑑᑉᐸᑕ 

ᓲᕐᓗᒃ ᐃᒻᒥᒃᑰᖓᔪᓂᑦ ᐊᖏᕈᑎᖃᖃᑦᑕᑕᕐᒪᖔᑕ 

ᓄᓇᓕᖕᓂ ᑕᒪᑐᒥᖓᓕᕆᑎᓪᓗᒋᑦ ᓈᓴᖅᓯᒪᓂᕆᔭᖏᑦ. 

ᑕᒻᒪᕈᓐᓇᕐᒥᔪᖓᓘᓐᓃᑦ ᑖᒃᑯᐊ ᑐᓴᖅᑐᖓ ᐃᓕᖕᓂᑦ 

ᑖᓐᓇ ᓴᓐᖓᑦᑎᑦᓯᒍᒪᒋᐊᑦᓴᖅᓯᐅᒃ ᐃᑯᐱᒍᓐᓇᕆᐊᖏᑦ 

ᑐᓴᕋᑦᓴᖁᑎᒋᔭᐅᔭᕆᐊᓖᑦ ᑕᐃᒪᓐᓇ 

ᑐᓴᖅᓯᒪᕙᓪᓚᐃᒻᒥᒻᒪᑖᓚᕙᓪᓚᐃᑲᐃᓐᓇᕋᕕᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ Hᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐊᐱᖅᑯᑎᒋᒐᕕᐅᒃ ᖁᔭᓐᓇᒦᒃ. ᒫᓐᓇ ᑕᒡᒐ 

ᐱᓕᕆᐊᕆᔭᕗᑦ ᐊᐱᖅᑯᑎᒋᔭᖓᑦ ᒪᓕᒐᓕᐅᖅᑎᐅᑉ 

ᐱᓕᕆᖃᑎᒋᔪᓐᓇᕐᓗᑎᒍᑦ ᓄᓇᓕᐅᔪᐃᑦ. 

ᑕᐃᔭᐅᔪᖃᕌᖓᑦ ᓯᐊᒻᒪᖅᑐᒥᓂᐅᒋᐊᖓ ᐳᕙᒡᓗᖕᓂᖅ 

ᐊᒻᒪᓗ ᖃᐅᔨᓴᓲᖑᓪᓗᑕᓗ ᐅᖃᖃᑎᒋᓗᑎᒍᑦ 

ᓄᓇᓕᐅᔪᐃᑦ ᖃᐅᔨᓴᕆᐊᓖᓪᓗ ᖃᐅᔨᓴᖅᑕᐅᓪᓗᑎᑦ, 

ᑕᐃᒫᒃ ᓘᒃᑖᖅᑕᐅᒋᐊᓖᓪᓗ ᓘᒃᑕᖅᑕᐅᐸᒃᓱᑎᑦ. ᑖᒃᑯᐊ 

ᒪᑯᐊᑦᑕᐅᖅ ᐋᖅᑭᒃᓱᐃᕙᓪᓕᐊᒍᓐᓇᕐᒥᔭᕗᑦ ᓲᕐᓗᒃ 

ᑭᖑᓂᐊᓂ ᐅᖃᖅᑐᖃᓚᐅᖅᑎᓪᓗᒋᑦ ᓄᓇᓕᖕᓂ ᖃᓄᕐᓗ 

ᐱᓕᕆᔪᒃᓴᐅᑕᐅᒻᒪᖔᑕ ᐊᒻᒪᓗ ᓇᒡᓕᐊᖕᓂᒃ 

ᐋᖅᑭᑦᓱᐃᕙᓪᓕᐊᑐᐃᓐᓇᖅᑐᒍᑦᑕᐅᖅ ᓇᒡᓕᐊᖕᓂᒃ 

ᑐᓴᖅᑎᑦᓯᔪᒪᖃᑦᑕᕐᒪᖔᑕ ᑖᒃᑯᐊ ᓄᓇᓕᐅᔪᐃᑦ.  

 



 

 118 

When you put all these pieces together, you 

have a very serious and deliberate privacy 

breach which the perpetrator admitted, so it 

wasn’t going to be a difficult case to prove, 

but nobody to investigate, nobody to 

prosecute, plus the fact what else happens, 

Member, when somebody does something 

they really, really, really shouldn’t do? They 

leave Nunavut, right. Again, they’re not even 

in the jurisdiction anymore.  

 

For all of these reasons, plus if you go 

through all of the hoops and manage to 

prosecute somebody, the maximum fine is 

$5,000. You could easily spend a $100,000, 

$200,000 on a prosecution, all for a 

maximum fine of $5,000. 

 

At the end of the day, section 59 is what I 

would call an empty threat. It looks like 

there’s a punishment available, but in reality, 

there is not. Thank you, Mr. Chairman. 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, commissioner. Staying with the 

commissioner, commissioner, you indicate 

on page 11 of your 2022-23 annual report 

that you have brought this issue “to the 

attention of the Legislative Assembly 

because a legislative process may be 

required.” What specific amendments to the 

Access to Information and Protection of 

Privacy Act do you recommend? Thank you, 

Mr. Chairman. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: The main thing that has to 

happen, Member, is that it has to be clear 

who will investigate and who will prosecute. 

Now, that may or may not be something 

that’s set in legislation. But for example, in 

the agreement between the Government of 

Nunavut and the RCMP, I think there needs 

to be more clarity than there currently is 

ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᐱᖃᑎᒋᔭᕗᑦ ᐃᓚᐅᔪᑦᓴᐅᔪᐃᓪᓗ 

ᐱᓕᕆᖃᑎᒋᑦᓱᑎᒍᓪᓗ ᑐᑭᑖᖅᑎᑦᓯᔭᓪᓕᐊᔪᐃᑦ ᐅᕙᒍᑦ 

ᐋᔩᖃᑎᒌᓐᓂᒃᑯᑦ ᐋᖅᑭᑦᓯᕙᓪᓕᐊᒻᒪᑦ 

ᖃᓄᐃᑦᑑᒐᔭᕐᓂᖓᓂᒃ. ᖃᓄᕐᓕ ᓈᒻᒪᑦᓯᐊᖅᑐᒥᒃ 

ᓯᕗᒧᒍᓐᓇᕆᐊᑦᓴᖅᑕ ᑭᓯᐊᓂ ᐃᒻᒥᒃᑯᑦ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐃᒻᒥᒨᖓᔪᓂᑦ 

ᑐᓴᖅᑕᐅᒋᐊᖃᓐᖏᑦᑐᐃᑦ ᐊᒻᒪᓗ 

ᐸᕐᓇᖃᑕᐅᔪᓐᓇᖁᓪᓗᒋᑦ ᓄᓇᓕᐅᔪᐃᑦ ᑖᓐᓇ 

ᐳᕙᒡᓗᖕᓂᖅ ᑖᓐᓇ ᐃᓱᒫᓘᑕᐅᔪᐃᑦ 

ᐱᑕᖃᕋᓗᐊᖅᑎᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᓯᕗᒧᓚᐅᕐᓂᐊᕋᒪ. ᑖᒃᑯᐊ ᑭᐅᔭᐅᓂᕆᔭᖏᑕ 

ᐱᓕᕆᐊᖑᓂᖏᖕᓂᒃ 2020-2021 ᑕᕝᕙᓂ 

ᐊᕐᕌᒍᕆᔭᑦᑎᓐᓂ ᓄᓇᕗᑦ ᐃᓛᒃ, ᐃᓱᒪᓕᕆᓂᕐᒧᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐱᖁᔭᖓ 

ᐊᑖᓃᑦᑐᖅ 64, ᒪᓕᒐᕐᒥ ᐱᖁᔭᐅ2 ᐃᓗᐊᓂ 

ᓴᖅᑮᓚᐅᕐᒪᑕ ᓄᑖᒥᑦ ᐃᓱᒪᓕᕆᓂᕐᒧᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒥᑦ ᕿᒥᕐᕈᔨᐅᓂᐊᖅᑐᒥ4. 

 

ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᑭᐅᓂᖃᓚᐅᖅᑐᐃᑦ ᓄᕖᕝᕙ 2022−ᒥᑦ, 

ᑖᓐᓇ ᑲᑎᒪᔨᕋᓛᓂᑦ ᕿᒥᕐᕈᖃᑦᑕᕐᓂᐊᕐᓂᕆᔭᖏᓐᓂᑦ 

ᐃᓛᒃᑰᖓᔪᒥᑦ, ᓲᕐᓗ ᑲᑎᒪᔨᐅᓗᑎᒃ ᐃᓚᖓᓂ 

ᓴᓐᖏᓂᖃᕐᓗᑎᒃ, ᑭᒡᒐᖅᑐᐃᓗᑎᒃ 

ᐱᕙᓪᓕᐊᓂᕆᔭᖏᓐᓂᑦ, ᓇᒻᒥᓂᖅ ᐊᑐᐊᒐᖃᕐᓗᑎᓪᓗ, 

ᐃᓗᐊᒍᓪᓗ ᑖᒃᑯᐊ ᐊᐅᓚᑦᓯᔾᔪᑎᖃᑦᓯᐊᕐᓗᑎᓪᓗ. 

 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓪᓕ ᖃᓄᕐᓕ 

ᐱᖃᑕᐅᓯᒪᑦᑕᒻᒪᖔᑦᓯ, ᑖᒃᑯᓂᖓ ᐃᓚᐅᔪᒃᓴᐃᓪᓗ, 

ᑕᐱᖃᑎᒋᔭᐅᔪᒃᓴᐃᓪᓗ ᑕᒪᓐᓇ ᕿᒥᕐᕈᔭᐅᓂᐊᖅᑎᓪᓗᒍ 

ᑲᑎᒪᔨᒃᓴᐃᑦ ᑎᒥᐅᖑᒐᔭᖅᑐᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᓇᑯᕐᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᓯᕗᓂᓐᓃᓚᐅᖅᑐᖅ ᐃᓕᓯᒪᓚᐅᖅᑐᖅ, ᑖᓐᓇ 

ᖃᐅᔨᒪᔨᒋᔭᐅᓚᐅᖅᑐᖅ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᒃᓴᖅ ᐱᕙᓪᓕᐊᑎᓪᓗᒍ, ᐃᔾᔪᔪᑲᓪᓚᐅᓚᐅᕐᒪᑦ 

ᑎᑎᖅᑲᖁᑎᒋᔭᖏᓐᓂᑦ ᑖᔅᓱᒧᖓ 

ᐋᓐᓂᐊᖃᕐᓚᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᕿᒥᕐᕈᔭᐅᓂᖓᓂᑦ, ᒫᓐᓇ 

ᐊᑉᐳᕋᖅᑐᖃᖅᓯᒪᖏᑦᑐᖅ ᑕᒪᑐᒥᖓ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 
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about who will investigate territorial 

offences. If it’s not the RCMP, then who is 

it? And there needs to be similar clarity about 

prosecution. Now, again, these may or may 

not be things that you would write into the 

law. I think Mr. MacLean is in a better 

position than I am to talk about what exactly 

would have to happen.  

 

The other issue that is a legislative matter is 

the small size of the fine. It doesn’t matter 

how bad the thing is that somebody has done, 

the absolute maximum fine is $5,000. I don’t 

believe that that number has changed since 

this law first came into force in the 

Northwest Territories almost 30 years ago. I 

don’t believe that number has changed. The 

number is so small now that it’s not really a 

deterrent to anybody. So that is something 

else that could be in the law.  

 

 

Those are the things we need to talk about: 

the size of the fine, who is going to 

investigate, who’s going to prosecute. Not 

necessarily all of that requires a change to the 

law itself. (interpretation) Thank you, Mr. 

Chairman.  

 

Chairman: Before I go back to Mr. 

Simailak, I am going to recognize the clock 

and we will take a 15-minute break. 

 

>>Committee recessed at 15:07 and 

resumed at 15:27 

 

Chairman: I would like to call us back to 

work and call Mr. Simailak’s line of 

questioning. Please continue, Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Welcome back. My next question is for the 

Department of Justice.  

 

Mr. Chairman, the department in its former 

response to the Information and Privacy 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑲᒥᓯᓈ 

ᑕᐸᐃᖅᐲᑦ, ᐃᓱᒫᓘᑎᒋᕕᐅᒃ, ᐊᑉᐳᕋᖅᑐᖃᕆᐊᖃᖅᑳ 

ᐅᕝᕙᓘᓐᓃᑦ ᑕᐃᒪᐃᑦᑐᖃᕆᖃᓐᖏᓛᖅ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐃᑦᓯᕙᐅᑖᖅ, ᑎᑦᑎᒍᓱᒐᓚᑦᑐᖓ 

ᐃᓚᖓᓂᑦ, ᐃᓚᖓᓐᓂ ᑐᓴᕋᔪᓲᖑᒐᒪ ᑕᒪᐅᖓ 

ᑲᑎᒪᔪᓅᖔᕋᒪ ᒐᕙᒪᒃᑯᑦ ᖃᐅᔨᒪᔨᒋᔭᐅᓚᐅᕐᒪᖔᑦ, 

ᐅᕙᖓ ᐊᒥᓱᐊᖅᑎ ᐅᖃᕈᒪᓲᖑᔪᖓ 

ᑕᐃᒪᐃᑕᐅᒋᐊᖃᓐᖏᒃᑲᓗᐊᖅᑐᖓ, 

ᐊᐱᕆᔭᐅᒋᐊᖃᓐᖏᑦᑐᖓᐅᒐᓗᐊᖅ.  

 

ᓲᕐᓗ ᐃᓚᓕᐅᒍᒪᖃᑦᑕᓐᖏᒃᑲᓗᐊᕋᒪ 

ᐊᑐᐊᒐᓕᕆᑎᓪᓗᒋᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ, ᒐᕙᒪᓄᑦ, ᓄᓇᕘᑦ 

ᒐᕙᒪᒃᑯᒋᖏᒻᒫᖓ ᑖᓐᓇᐅᖏᓐᓇᒪᐃᓛᒃ, ᑭᓯᐊᓂ 

ᕿᓂᕈᕕᑦ ᐅᕙᖓ ᐃᓱᒪᒋᔭᖓᓂᑦ ᐱᓗᐊᖅᑐᒥᑦ. 

ᑭᐅᔪᓐᓇᑦᓯᐊᖅᑐᖓ ᑭᓯᐊᓂ ᐃᒪᐃᓕᖓᒍᓐᓇᖅᑐᖓ, 

ᐃᒻᒪᖄᑉ ᐅᓇ ᐃᓱᒪᒋᑐᐃᓐᓇᖅᑕᕋ ᐅᕙᓐᓄᑦ ᓵᖓᒍᓂ, 

ᐅᓐᓂᕐᓗᑦᑐᖃᕈᓂᓪᓘᓐᓃᑦ ᑖᓐᓇ ᒪᑐᐃᖔᕆᐊᖃᕐᒪᑦ 

ᐃᓱᒪᕗᑦ ᐊᒻᒪᓗ ᐅᕙᖓ ᕿᒥᕐᕈᐊᕆᐊᖃᖅᑑᔮᕋᒪ ᐅᕙᖓ 

ᐅᖃᐅᔾᔨᒋᐊᕈᑎᒋᕙᑦᑕᒃᑲᓂᑦ. 

 

ᐃᓛᒃ, ᐋᒡᒐ ᑕᐸᐃᕈᑎᒋᓐᖏᑕᕋ 

ᖃᐅᔨᒋᐊᖅᑕᐅᓚᐅᓐᖏᓐᓂᕆᔭᕋᓂᑦ ᑖᒃᑯᓄᖓ 

ᐊᐅᓚᓐᓂᕆᔭᖓᓂᑦ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 

ᑎᒥᖁᑎᒋᓂᐊᖅᑕᖓᓐᓄᑦ ᕿᒥᕐᕈᔨᐅᔪᐃᑦ. ᑖᓐᓇ ᑭᓯᐊᓂ 

ᓴᖅᑭᑕᐅᓂᐊᖅᐸᑦ, ᑖᓐᓇ ᐃᒻᒪᖄᑉ ᖃᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐃᒻᒥᒨᖓᔪᒥᑦ ᐊᑦᑐᐃᓂᖃᑦᑕᕐᒪᖔᕐᓘᓐᓃᑦ ᓇᓗᓇᖅᑐᖅ, 

ᓇᓗᓇᖏᑦᑑᖏᓛᒃ. 

 

ᐊᒻᒪᓗ, ᐃᓛᓐᓂᒃᑯᓪᓕ ᖃᓄᖅᑑᕆᐊᖃᕋᔭᖅᑐᖓ 

ᐅᓐᓂᕐᓗᑦᑐᖃᕐᓂᖅᑲᑦ, ᑐᓴᕋᑦᓴᓂᑦ ᑐᒃᓯᕋᖅᑐᖃᕐᓂᖅᑲᑦ 

ᖃᓄᖅᑑᕆᐊᖃᕋᔭᖅᑐᖓ, ᓲᕐᓗ ᑐᑭᒋᔭᖏᓐᓂᑦ, 

ᑕᐃᒎᓯᖅᑕᖏᓐᓂᑦ ᑎᒥᐅᔪᐃᑦ ᑭᒃᑯᓕᒫᓅᖓᔪᐃᑦ 

ᑎᒥᖁᑎᒋᔭᖏᓐᓂ ᐊᑖᓃᖔᕋᔭᖅᑕᒻᒪᖔᑖ, 

ᒪᑐᐃᖓᒋᐊᖃᓚᖓᔪᒍᑦ. ᑖᓐᓇ 

ᐊᔭᖅᑕᐅᓗᐊᕈᒪᒐᔭᓐᖏᓐᓇᒪ ᐊᕗᖓ ᐃᒻᒥᒃᑰᖓᔪᒥᑦ 

ᖃᓄᖅᑑᕆᐊᖃᕋᔭᕆᐊᑦᓴᒪ. ᖁᕕᐊᓱᑐᐃᓐᓇᖅᑐᖓ 

ᖃᐃᑉᐸᑕ. 

 

ᐊᒻᒪᓗ ᐊᑐᐊᒐᓂᑦ, ᓱᓇᓂᑦ ᐃᒪᐃᓕᖓᖁᒡᓗᒋᓪᓘᓐᓃᑦ 

ᐃᒪᓐᓈᖅᑐᕈᓐᓇᕋᔭᖅᑕᒃᑲ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 
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Commissioner’s report, the government 

indicated that it “did not refer this matter for 

prosecution as it was uncovered well after the 

expiry of the six-month limitation period for 

the prosecution of territorial offences as 

specified in section 3 of the Summary 

Conviction Procedures Act. In light of the 

challenges posed by the six-month limitation, 

the Government of Nunavut would be open 

to discussing with the Commissioner the 

possibility of a limitation period or an 

administrative penalty regime to offences 

under the Access to Information and 

Protection of Privacy Act.” As of today, what 

is the status of these discussions? Thank you, 

Mr. Chairman. 

 

Chairman: Thank you, Mr. Simailak. Mr. 

MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

Thank you to the Member for the question. 

The limitation period remain is a barrier to a 

prosecution under the Access to Information 

and Protection of Privacy Act, and the 

standard limitation period for summary 

convictions, which is any conviction under a 

territorial act, is six months, unless another 

act extends the limitation period. So an 

amendment to the Access to Information and 

Protection and Privacy Act extending or 

designating a limitation period as something 

other than six months would assist the ability 

to prosecute a territorial offence. For 

example, some of the other provinces and 

territories, the limitation period is two years. 

That is consistent with our Environmental 

Protection Act because sometimes we do not 

discover pollution and spills until -- we don’t 

discover it right away. Same thing with 

privacy breaches. They don’t get discovered 

right away and before you know it seven 

months have passed and we’re out of time.  

 

A longer limitation period is something that 

Justice will be recommending to Executive 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒥᓪᓗ ᑭᐅᔭᐅᒐᒪ. ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᒥᑦ 

ᑐᔅᓯᕋᑐᐃᓐᓇᕐᓗᖓ. ᐃᔅᓯᕙᐅᑕᕐᒧᑦ, ᐃᓱᒪᖅᓲᑎᒋᓕᕐᓚᒍ 

ᓈᒻᒪᒃᑲᓗᐊᕐᒪᖔᖅ ᐅᓪᓗᒥ ᐊᐱᖅᑯᑎᒋᒍᒃᑯ. 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᑲᑎᒪᔨᓄᑦ ᐃᓚᒋᔭᐅᒻᒪᑕ, 

ᐃᓱᒪᓕᕆᔨᓄᑦ ᑲᑎᒪᔨᓄᑦ.  

 

ᑖᒃᑯᐊᓗ, ᑕᕝᕙᓂᓗ ᐃᓄᓐᓂᑦ ᐱᖃᑕᐅᔪᖃᕐᒪᖔᑦ 

ᐃᓕᖅᑯᓯᕐᒧᑦ ᐅᖃᐅᔾᔨᒋᐊᖅᑎᐅᔪᓂᑦ ᑲᑎᒪᔨᐅᔪᓂᑦ, 

ᐃᓱᒪᓕᕆᓂᕐᒧᑦ ᑲᑎᒪᔨᐅᔪᓂᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐄ, 

ᐊᐱᖅᑯᑎᒋᔪᓐᓇᖅᑑᔮᖅᑕᐃᑦ ᑖᓐᓇ. ᑭᒃᑯᓪᓗ 

ᑲᑎᒪᔨᐅᒻᒪᖔᑕ ᐊᐱᖅᑯᑎᐅᖃᑦᑕᕐᖓᑦ. ᐊᒻᒪ 

ᐅᖃᐅᔾᔨᒋᐊᖅᑎᖏᑦ ᑭᒃᑰᒻᒪᖔᑕ 

ᐊᐱᖅᑯᑎᐅᖃᑦᑕᖅᓯᒪᒻᒪᑦ. ᒥᔅ ᕼᐊᓐᑦ. 

 

Hᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐃᓐᓇᑐᖃᐃᑦ ᐅᖃᐅᔾᔨᒋᐊᖅᑏᑦ 

ᑎᒃᑯᐊᖅᑕᐅᓚᐅᖅᓯᒪᖏᑦᑐᑦ ᓱᓕ, ᐅᕙᖓ 

ᑐᑭᓯᓯᒪᔭᖓᒍᑦ. ᖃᐅᔨᒪᓐᖏᑕᒃᑲ ᑎᒃᑯᐊᖅᑕᐅᓯᒪᔪᐃᑦ 

ᑎᒃᑯᐊᖅᑕᐅᓪᓚᕆᓚᐅᖏᒻᒪᑕ ᓱᓕ ᐃᓕᓴᕆᔭᐅᔪᒃᑯᑦ, 

ᐃᓛᒃ ᑭᓇᑐᐃᓐᓇᕐᒥᑦ ᑎᒃᑯᐊᖅᓯᔪᖃᓚᐅᖏᒻᒪᑦ ᓱᓕ 

ᐃᓕᓴᕆᔭᐅᔪᓂᑦ. ᕿᒥᕐᕈᔭᐅᑲᓚᐅᕐᖓᑕ ᒫᓐᓇ, 

ᕿᒥᕐᕈᔭᐅᑲᓚᐅᕐᖓᑦ ᒫᓐᓇ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᐅᑎᕆᐊᑲᐃᓐᓇᕈᒪᔪᖓ ᐅᖃᐅᓯᖃᖅᑲᐅᒐᑦᑕ, 

ᐅᖃᐅᓯᖃᕐᓂᕆᖅᑲᐅᔭᑦᑎᓐᓄᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᖃᖑᓇᖅᑐᓕᕆᓂᕐᒥᑦ 

ᒪᓕᒐᖏᓐᓂᑦ, ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓄᒡᒎᖅ 

ᐱᓕᕆᐊᖑᔪᒥ.  

 

ᐅᓪᓗᒥ ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ ᐱᓕᕆᐊᔅᓴᓄᑦ ᐸᕐᓇᐅᑎᖓ 

ᐅᖃᖅᓯᒪᒻᒪᑦ, ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓄᒡᒎᖅ 

ᒪᓕᒐᓕᐅᖅᐸᓕᐊᒻᒪᑕ. ᑭᒃᑯᑐᐃᓐᓇᓄᓪᓗ 

ᖃᐅᔨᒋᐊᖅᐸᓪᓕᐊᓪᓗᑎᒃ ᖃᓄᖅ ᐃᓱᒪᖃᕐᕕᐅᒻᒪᖔᑕ. 

2023−ᒥ ᐱᒋᐊᕐᓂᐊᖅᑐᒥᓂᐅᓪᓗᑏᒃ ᐊᒻᒪ 

ᐱᔭᕇᖅᑕᐅᓛᖅᑐᒋᔭᐅᓪᓗᑎᒃ ᑏᓴᕝᕙ 2024−ᒥ.  

 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓂᒥᐅᑕᐃᑦ ᐅᖃᕈᓐᓇᖅᑳᑦ, 

ᖃᓄᑎᒋ ᐋᓐᓂᐊᑦᑕᐃᓕᓕᕆᔨᒃᑯᑦ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᖅ 

ᑲᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᒥᑦ, ᖃᓄᖅ ᐃᓱᒪᖃᕐᒪᖔᑦ 

ᖃᐅᔨᒋᐊᕐᕕᖃᖅᐸᒻᒪᖔᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐋᓐᑐᓴᓐ. 
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and Intergovernmental Affairs for potential 

amendments to the Access to Information 

and Protection of Privacy Act.  

 

With respect to an administrative monetary 

penalties scheme, that will require additional 

work and additional discussion, and just so 

everyone understands what an administrative 

monetary penalty is, I know we don’t like 

acronyms, but the one people say publicly 

there, it’s AMPS, but I’ll say administrative 

monetary penalty because that makes more 

sense. 

 

The administrative monetary penalty regime 

is usually tied to a licence. It is usually tied 

to regulatory scheme, and rather than a 

criminal proceeding in court or a summary 

offence ticket, the administrator of that 

regulatory regime issues a fixed penalty, 

issues a fine. And if you don’t pay that 

penalty the fine keeps -- the penalty keeps 

going up until you pay it. And it’s not a 

judicial proceeding, it’s an administrative 

process.  

 

No other Canadian province or territory does 

this with access to information and protection 

of privacy, so if we did it we would be first, 

which is not necessarily a bad thing, but it 

means we have no one to compare ourselves 

to, so this would require additional search 

and additional thought. And we will certainly 

be inviting the Information and Privacy 

Commissioner to share his thoughts as 

legislation development and policy 

development works continue on that. 

Qujannamiik, Mr. Chairman. 

 

Chairman: Thank you. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, Mr. MacLean. For clarity when 

it’s uncovered, the offence, is that six months 

from when it occurred or from when it’s 

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᐃᔅᓯᕙᐅᑖᖅ, ᑖᓐᓇ ᑭᐅᔾᔪᑎᒋᓗᒍ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᓱᓕ ᐱᓕᕆᐊᖃᖅᑐᑦ 

ᑖᔅᓱᒥᖓ. ᖃᓄᖅ ᓄᐊᑦᑕᐅᑦᑎᐊᖃᑦᑕᓂᐊᕐᒪᖔᑕ 

ᐋᓐᓂᐊᕝᕕᓕᐊᖅᑐᔅᓯᐅᑏᑦ ᐃᓄᓐᓂᑦ ᐅᖃᐅᓯᖃᖅᑐᐃᑦ, 

ᑲᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᓕᐅᖅᑕᐅᒐᓱᑦᑐᑎᒃ. 

ᑭᒃᑯᕈᓘᔮᓗᓐᓂᑦ ᖃᐅᔨᒋᐊᕋᓱᓐᓂᐅᓴᔪᒍᑦ, ᑖᓐᓇ 

ᐱᖁᔭᔅᓴᖅ ᐱᔭᐅᔭᕆᐊᓕᓐᓂᑦ ᓴᖅᑭᑦᓯᔾᔪᑎᐅᖁᓪᓗᒍ.  

 

ᐸᕐᓇᖅᑑᑦ ᖃᐅᔨᒋᐊᕐᓂᖅ ᑕᒪᓐᓇ ᐱᔭᕇᖅᑕᐅᓛᕐᓗᓂ 

ᖃᓄᖅ ᐃᓱᒪᖃᕐᕕᐅᒻᒪᖔᑕ, ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᖃᐅᔨᒋᐊᕐᓂᐅᒐᔭᖅᑐᖅ ᑕᕝᕙᓂ ᐊᕐᕌᒍᑦᑎᓐᓂᑦ.  

 

ᐱᔭᕇᖁᔭᕗᑦ ᐊᒻᒪ ᓯᕗᓪᓕᐹᖅᓯᐅᑎᖏᓐᓂᑦ 

ᑎᑎᕋᕈᓐᓇᖅᓯᓗᑕ ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓄᑦ, ᑭᓯᐊᓂ ᐅᓪᓗᒥ 

ᓇᓗᓇᐃᖅᓯᓯᒪᓐᖏᑦᑐᒍᑦ ᓱᓕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᑭᐅᔭᐅᒐᓛᑐᐃᓐᓇᖅᑑᔮᕋᒪ, ᖃᐅᔨᑦᑎᐊᖏᓐᓇᒪ ᒥᔅ 

ᐋᓐᑐᓴᓐ ᐅᖃᕋᑖᕐᒪᖔᖅ. 

 

ᖃᓄᑎᒌ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ, ᑲᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓯᓇ ᖃᐅᔨᒋᐊᕐᕕᐅᓯᒪᒻᒪᖔᖅ ᐱᖁᔭᓕᐅᕋᓱᑦᑎᓪᓗᓯ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐋᓐᑐᓴᓐ. 

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐊᐱᕆᒐᕕᑦ. 

ᐃᔅᓯᕙᐅᑖᖅ, ᐅᓪᓗᒥ ᑲᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇ 

ᖃᐅᔨᒋᐊᕐᕕᐅᓚᐅᓐᖏᑦᑐᖅ ᖃᓄᖅ ᐃᓱᒪᖃᕐᒪᖔᖅ 

ᒪᓕᒐᓕᐊᖑᒐᓱᑦᑐᒧᑦ. ᑕᖅᑲᒃᑯᓄᖓ ᖃᐅᔨᒋᐊᕐᓂᕗᑦ, 

ᐊᔾᔨᒌᖏᑦᑐᕈᓘᔭᕐᓂᑦ ᖃᐅᔨᒋᐊᕐᕕᒋᔪᓐᓇᑕᑦᑎᓐᓂᑦ 

ᓇᓖᕌᕋᑦᓴᖃᕋᑦᑕ, ᐊᕙᑎᖓᓂᑦ ᖃᐅᔨᓴᕆᐊᖃᖅᑐᑕᓗ.  

 

ᒐᕙᒪᖃᕐᕕᐅᔪᓕᒫᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᐱᖁᔭᖃᖅᑐᐃᓐᓈᓘᖏᒻᒪᑕ, 

ᐊᔪᕆᑐᐃᓐᓇᕋᔅᓴᖅᑕᖃᖏᒻᒪᑦ. ᐊᔾᔨᒌᖏᑦᑐᕈᓘᔮᓘᒻᒪᑕ 

ᒐᕙᒪᖃᕐᕕᐅᔪᐃᑦ ᑲᓇᑕᐅᑉ ᐊᕕᑦᑐᖅᓯᒪᓂᖏᓐᓂ. 

 

ᑖᒃᑯᐊ ᖃᓄᖅ ᖃᐅᔨᒋᐊᕆᐊᖃᕐᓂᐊᕐᒪᖔᑦᑕ, ᑲᒪᔪᒍᑦ 

ᑭᓱᓂᑦ ᐃᓗᓪᓕᖅᓱᓛᕐᒪᖔᑦᑎᒍ ᐱᖁᔭᓕᐊᖑᒐᓱᑦᑐᖅ. 

ᒪᓕᒐᕋᒫᔅᓴᖏᓐᓂᓗᑦᑕᐅᖅ ᐃᓱᒪᔅᓴᖅᓯᐅᕈᑎᖃᕐᒥᔪᒍᑦ, 

ᐃᓗᓕᕆᕋᔭᖅᑕᖏᓐᓂᑦ ᑖᔅᓱᒪ ᐱᖁᔭᐅᑉ.  

 

ᓈᒻᒪᓈᓕᖅᑲᑦ ᑕᐃᒪ, ᑲᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇ 

ᖃᐅᔨᒋᐊᕐᕕᒋᔭᑦᑎᓐᓄᑦ ᐃᓚᒋᔭᐅᓪᓚᕆᓛᖅᑐᖅ, 
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found out? Just for clarity, which is it? Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. If I understand it’s 

from when the incident occurred. Mr. 

Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. I 

think my last question is again for the 

Department of Justice. What is the 

government’s timetable for introducing a bill 

to address the issue? I know he mentioned 

he’s looking at discussing with Executive 

and Intergovernmental Affairs, but what was 

the timetable? Is it going to be with this 

government? Is the work going to start? 

What’s the plan here? Thank you, Mr. 

Chairman. 

 

Chairman: I’ll ask you just to clarify, Mr. 

Simailak: is that just related to the length of 

the reporting time or does that also include 

the penalty review? Mr. Simailak. 

Mr. Simailak: The review. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chairman. 

The Access to Information and Protection of 

Privacy Act, the ministerial responsibility 

rests with the minister of Executive and 

Intergovernmental Affairs. That department 

will be driving the legislative amendment 

process. I would request, through you Mr. 

Chairman, if I could refer this question to 

Mr. Witzaney. 

 

Chairman: Thank you. I thought we would 

end up there anyway. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) We are 

still committed to that 2025 review. If there 

are other opportunities, we can’t necessarily 

speak to that at this point, but it will be taken 

ᓇᓖᕌᕋᔅᓴᓂᑦ ᕿᒥᕐᕈᓕᖅᑎᓪᓗᑕ, ᐱᖁᔭᔅᓴᓂᑦ 

ᑲᑎᑎᕆᕙᓪᓕᐊᑎᓪᓗᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᒥᔅ 

ᐋᓐᑐᓴᓐ ᐅᖃᐅᓯᖃᕋᑖᕐᖓᑦ ᐊᓯᖏᓐᓂ 

ᒐᕙᒪᖃᕐᕕᐅᔪᓂᑦ. ᐃᓱᒪᑐᐃᓐᓇᖅᑐᖓᓖ, ᐊᓯᖏᓐᓂᑦ 

ᒐᕙᒪᖃᕐᕕᐅᔪᖅᑕᖃᕐᒪᖔᖅ ᐊᔾᔨᖅᐸᓗᒋᔭᑦᑎᓐᓂᑦ, 

ᐃᓱᒫᓘᑎᖃᕐᒪᖔᑕ ᐃᓱᒫᓘᑎᖃᖅᑐᓂᑦ, ᖃᓄᖅ 

ᒪᓕᔅᓴᕋᔅᓴᑦᑎᐊᕙᐅᒐᔭᖅᑐᓂᑦ ᓄᓇᕘᒧᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐋᓐᑐᓴᓐ. 

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᐄ. 

ᐊᕙᑎᑦᑎᓐᓂᑦ ᕿᒥᕐᕈᓂᑦᑎᓐᓂ, ᑕᑯᓯᒪᔪᒍᑦ 

ᓄᓇᕗᒻᒥᑐᐊᖑᖏᑦᑐᖅ ᑲᓇᑕᐅᓪᓗ ᐊᕕᑦᑐᖅᓯᒪᓂᖏᑕ 

ᐃᓚᖏᓐᓂᑦ. 

 

ᐴᕆᑎᔅ ᑲᓚᒻᐱᐊ ᐅᖃᐅᓯᕆᓗᒍ, ᑕᐃᑲᓃ 

ᓄᓇᖃᖅᑳᖅᑐᒥᓃᖃᓪᓗᐊᖅᑐᐊᓘᒻᒪᑕ. ᑕᑯᖃᑦᑕᖅᑐᒍᑦ 

ᐃᓱᒪᒋᔭᐅᑦᑎᐊᕆᐊᖅᓯᒪᔪᓂᑦ ᖃᓄᖅ 

ᐊᐅᓚᑕᐅᒋᐊᖃᕐᒪᖔᑕ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᔅᓯᐅᑎᕈᓘᔭᐃᑦ 

ᑎᑎᕋᖅᓯᒪᔪᐃᑦ.  

 

ᐋᓐᓂᐊᕕᓕᐊᖅᑐᓂᑐᐃᓐᓇᐅᓐᖏᑦᑐᖅ, ᐃᓚᖏᓐᓂᓪᓗ, 

ᓄᓇᖅᑲᑎᖏᓐᓂᓗᑦᑕᐅᖅ ᐃᑲᔪᕈᑎᖃᕋᓱᑦᑐᑎᑦ. 

ᐃᓱᒪᖃᖅᐸᑦᑐᑎᒃ ᖃᓄᖅ ᐱᖃᑕᐅᑎᑦᑎᒋᐊᔅᓴᖅ 

ᑲᖑᓇᖅᑐᓕᕆᓂᖅ ᐱᓪᓗᒍ. 

 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᐅᓪᓗᒥ ᐅᖃᐅᓯᐅᓕᖅᑭᑖᒻᒪᑕ 

ᐃᓐᓇᑐᖃᐃᑦ ᓄᓇᓕᓐᓃᑦᑐᑦ. ᑕᐃᒪ ᐃᓕᖅᑯᓯᕐᒥᑦ 

ᑲᒪᑦᑎᐊᕆᐊᖃᕐᓂᖅᑕᐅᖅ ᑖᓐᓇ ᐃᓱᒪᒋᒋᐊᖃᕐᒥᒐᑦᑎᒍᑦ.  

 

ᓇᐃᓈᕐᓗᒍ ᐅᖃᕈᓐᓇᖅᑕᕋᖃᐃ, ᐱᔭᕇᕈᒪᔭᕗᑦ 

ᐊᐅᓚᑦᑎᔾᔪᑎᒥᑦ ᓴᖅᑭᔅᓯᓗᑕ ᑕᖅᑲᒃᑯᓄᖓ 

ᐅᑉᐱᕆᔭᐅᓂᖅᓴᐅᓕᕈᒪᓪᓗᑖ,  

ᐅᓪᓗᒥ ᓴᖅᑭᔮᖅᑐᐃᓐᓇᐅᖏᒻᒪᑕ ᑕᖅᑲᐅᖓ. 

ᑐᓴᖃᑦᑕᖅᑐᒍᑦ ᖃᕋᓴᐅᔭᓄᑦ ᐃᓵᖅᑕᒥᓂᕐᓂᑦ ᖃᐅᑕᒫᑦ. 

ᓇᒻᒥᓂᓪᓕᑦᑕᐅᖅ ᐃᐅᓪᐴᑕᒥ ᖃᐅᔨᓯᒪᒻᒥᔪᖓ, 

620.0000 ᐋᓐᓂᐊᕕᓕᐊᖅᑐᖅᓯᐅᑏᑦ 

ᐃᓵᖅᑕᐅᓚᐅᖅᓯᒪᒻᒥᒻᒪᑕ ᓇᒻᒥᓂᖅ 

ᐋᓐᓂᐊᕕᖁᑎᖃᖅᑐᓄᑦ, ᑲᖑᓇᖅᑐᓂᑦ ᒪᓕᒐᕐᓂᑦ 

ᓱᕋᐃᓪᓗᑎᒃ. ᖃᓄᖅ ᑕᐃᒪ ᐱᖁᔭᓕᐅᕈᓐᓇᓂᐊᖅᑭᑖ 

ᐅᑉᐱᕆᔭᐅᓕᒃᑲᓐᓂᕈᑎᒋᔪᓐᓇᑕᑦᑎᓐᓂᑦ, 

ᑕᑎᒋᔭᐅᓂᖅᓴᐅᓕᕈᑎᒋᔪᓐᓇᑕᑦᑎᓐᓂᑦ, ᑕᐃᒫᒃ 

ᐅᖃᐅᓯᕆᒍᓐᓇᖅᑕᕋ, ᐃᔅᓯᕙᐅᑖᖅ. 



 

 123 

under advisement. It’s a good suggestion and 

a possible avenue that we will explore. 

(interpretation) Thank you, Mr. Chairman.  

 

Chairman: Thank you it might be worth 

noting in the government’s response to the 

committee of a timeline for an amendment. It 

sounds like that’s quite an easy amendment 

to process through, so I’ll leave it as a 

recommendation. I do understand that, before 

I go to the next name on my list, Mr. Suvega 

had some information on an earlier question 

that he would like to address. Mr. Suvega. 

 

Mr. Suvega (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Earlier I 

believe Member Brewster asked a question 

about, was a vacant position that was 

advertised, did the department request staff 

housing with it. At the time I can confirm, 

no, they did not. Thank you, Mr. Chairman. 

 

Chairman: Thank you, Mr. Suvega. The 

next name on my list is Ms. Brewster. Ms. 

Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman, 

and thank you, Mr. Suvega, for that 

clarification. I have a number of follow-up 

questions, and I guess I’ll start with the 

current subject. What we know related to that 

specific privacy breach is that it involved a 

health care professional. I have been looking 

through to try to figure out how the Access to 

Information and Protection of Privacy Act as 

well as the Summary Conviction Procedures 

Act can refer to another licensing body or 

another body. What we know is that 

especially medical professionals, they have 

specific licencing bodies that hold them 

accountable, so if first, the commissioner 

could, or Mr. Steele could respond to how 

that could be connected, if it’s not actually 

within either one of the acts. Thank you, Mr. 

Chairman. 

 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᖓ ᑕᐃᒫᒃ. ᖃᐅᔨᒪᒐᑦᑕ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᖏᑦ ᖃᑦᑎᒻᒪᕆᐅᒻᒪᑕᑭᐊᖅ ᓄᓇᕘ ᒐᕙᒪᖓᓂ, 

ᓄᐊᑦᑎᖃᑦᑕᖅᑐᑦ ᐃᓄᓐᓂᑦ ᐅᖃᐅᓯᖃᖅᓯᒪᔪᓂᑦ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᐅᔪᓂᑦ 

ᐋᓐᓂᐊᕕᓕᐊᖅᑐᔅᓯᐅᑎᒥᓂᖏᓐᓂᑦ ᐊᓯᖏᓐᓂᓪᓗ 

ᓄᓇᕗᒻᒥᐅᑕᐃᑦ, ᐃᓄᓕᕆᔨᒃᑯᓘᓐᓃᑦ, 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓘᓐᓃᑦ, ᒪᓕᒐᓕᕆᔨᒃᑯᓘᓐᓃᑦ, 

ᐱᓗᐊᖅᑐᒥ ᑕᒪᒃᑯᓄᖓ 

ᐊᑦᑕᓇᖅᑐᒦᓐᓂᖅᐹᖑᖃᑦᑕᖅᑐᓄᑦ.  

 

ᑐᓴᖅᑕᐅᒐᐃᒻᒪᑕᓗ, ᐃᒻᒥᓃᕈᒪᓕᖅᑕᐃᓕᒪᓂᖅ ᑕᒪᓐᓇ 

ᐃᓱᒫᓗᒋᔭᐅᒋᐊᖃᓕᓲᖑᒻᒪᑦ, ᓱᕈᓯᕐᓂᓪᓗ ᓴᐳᒻᒥᑦᑎᒍᑏᑦ, 

ᐊᕐᓇᓂᓪᓗ ᐋᓐᓂᖅᑎᕆᖃᑦᑕᕐᓃᑦ. ᐃᓱᒪᑐᐃᓐᓇᖅᑐᖓ 

ᖃᓄᖅ ᑖᓐᓇ ᐱᖁᔭᓕᐊᖑᔪᒪᔪᖅ 

ᐃᓱᒪᖃᕆᐊᕐᓂᐊᕐᒪᖔᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ ᑲᖑᓇᖅᑐᓂ 

ᐅᖃᐅᓯᕆᕋᑖᖅᑕᓐᓂᑦ, ᓄᐊᑕᐅᖃᑦᑕᓲᓂᑦ ᐃᓄᓐᓂᑦ 

ᐱᔾᔪᑎᖃᖅᑐᓂᑦ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᖅᓯᐅᑎᒥᓂᖏᓐᓂᑦ. 

ᐊᓯᖏᓐᓄᑦ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕕᖏᓐᓄᑦ ᐃᓚᖃᖅᑐᓄᑦ 

ᐃᓄᓕᕆᔨᒃᑯᓐᓄᑦ ᓄᐊᑕᐅᖃᑦᑕᓲᓅᑦ, 

ᒪᓕᒐᓕᕆᔨᒃᑯᓄᓪᓗ, ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓄᓪᓗᑦᑕᐅᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐋᓐᑐᓴᓐ. 

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᐊᐱᕆᒻᒪᑦ ᑕᐃᒫᒃ. ᐄ, ᒫᓐᓇ 

ᑎᒍᔭᔅᓴᖅᑕᖃᑦᑎᐊᓪᓚᕆᑦᑐᖅ. 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓄᑐᐊᖅ 

ᓄᐊᑕᐅᕙᑦᑐᓂᑐᐊᖑᖏᑦᑑᖅ, ᐊᒻᒪᑦᑕᐅᖅ ᖃᓄᖅ 

ᑲᒪᒋᐊᖃᖅᑎᑕᐅᕙᒻᒪᖔᑕ ᐋᓐᓂᐊᕕᐅᑉ ᐃᓗᓕᖏᑦ.  

 

ᐊᒻᒪᓗ ᐃᓪᓗᓕᕆᓂᕐᒥᑦ ᐱᔾᔪᑎᖃᖅᑳ, 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᓂᕐᒥᓘᓐᓃᑦ, ᒪᓕᒐᓕᕆᓂᕐᒥᓘᓐᓃᑦ 

ᑖᒃᑯᐊ ᐃᓱᒪᒋᔭᐅᖅᑳᕆᐊᖃᓲᖑᒻᒪᑕ 

ᓇᓕᐊᓐᓅᖓᒻᒪᖔᖅ. ᐊᒻᒪ ᐃᓚᓕᐅᑎᔭᐅᓲᖑᓪᓗᑎᒃ 

ᓄᓇᕗᒻᒥᐅᑕᐃᑦ ᖃᓄᐃᑦᑐᒋᔭᐅᓕᕐᓂᖏᓐᓄᑦ 

ᑎᑎᕋᖅᑕᐅᓯᒪᔪᓄᑦ. ᑕᒪᒃᑯᐊᓗ ᑲᓇᑕᒥ 

ᑭᓪᓕᓯᓂᐊᖅᑎᒃᑯᑦ ᐃᓚᒋᔭᐅᓲᖑᒻᒥᔪᑦ 

ᖃᐅᔨᒋᐊᕐᕕᐅᔪᓄᑦ. ᑲᓇᑕᒥ 

ᐱᕙᓪᓕᐊᔪᖃᕈᓘᔭᕕᐅᑎᒻᒪᑦ, ᐆᑦᑑᑎᒋᓗᒌᑦ ᐃᓄᐃᑦ 

ᐋᓐᓂᐊᕕᓕᐊᖃᑦᑕᕐᓂᖏᓐᓂᑦ ᖃᐅᔨᓴᕐᓂᐅᔪᐃᑦ, 

ᓄᐊᑦᑎᓂᖅᓴᐅᓕᖅᓯᒪᒻᒪᑕ ᖃᐅᔨᓴᕈᑎᔅᓴᓂᑦ. ᐃᓛᒃᑯᓪᓗ, 

ᖃᐅᔨᓴᖅᑕᐅᖃᑦᑕᖅᑐᑎᒃ. 
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Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. 

Thank you, Member, for the question. In my 

earlier answer I talked about two 

consequences of this data intrusion, that is, 

looking at somebody’s health information 

that you have no business looking at. I talked 

about employment consequences, which is in 

the hands of the Department of Health, if 

we’re talking about intrusions into 

MEDITECH. They consult, of course, with 

the Department of Human Resources. 

There’s also the fine under the act. 

 

But then there’s the third one that you have 

raised, thank you for raising it, and that is a 

professional discipline complaint. The 

Department of Health would see more of this 

than I do, but I can say that in every single 

case that I’ve seen of intrusion into 

MEDITECH somebody has filed a 

professional disciplinary complaint with the 

appropriate medical body.  

 

Now, who exactly is it who complains? 

Sometimes it’s the victim. Sometimes it’s 

staff in the Department of Health. It really 

can be anybody. So the person who 

complains changes, but somebody who is 

guilty of data intrusion I think can rely on 

virtual certainty that somebody will file a 

complaint with a professional body, because 

this is considered to be a very serious 

violation of professional ethics. And so I 

would say the Department of Health believes 

it’s their responsibility to bring these kind of 

violations to the attention of the appropriate 

body.  

 

Member, I don’t think anything additional 

would need to be said in the law because 

frankly, it is already happening. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

ᑭᓪᓕᓯᓂᐊᖅᑎᒃᑯᑦ ᐊᐱᖅᓱᖅᑕᐃᓐᓈᓗᒋᔪᓐᓇᖏᒻᒪᒋᑦ 

ᐃᓄᓕᒫᕌᓗᐃᑦ. ᑕᒫᖓᑦ ᐃᓚᖓᑎᖅᑕᐅᕌᔾᔪᖃᑦᑕᕐᓗᑎᒃ 

ᐃᓚᖏᑦ ᐊᐱᖅᓱᖅᑕᐅᖃᑦᑕᓐᓇᕋᔭᖅᑑᒐᓗᐊᑦ. 

ᐊᐅᓚᑦᑎᔨᐅᓗᑕᓕ, ᑐᑭᓯᑐᐃᓐᓇᖅᑕᕗᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᐊᑐᐃᓐᓇᕈᖅᑐᖃᕋᐃᒻᒪᑦ ᑎᒍᓯᖃᑦᑕᕈᒪᓪᓗᑕ. 

ᒪᓕᒐᖅᑎᒍᑦ ᐋᖅᑭᑎᖅᑕᐅᓯᒪᔪᓂᑦ 

ᑕᐅᖅᓯᕋᐅᑎᖃᖃᑦᑕᕈᓐᓇᕐᓗᑕ ᑐᑭᓯᐅᒪᔾᔪᑎᐅᔪᓂᑦ, 

ᑕᑯᔭᐅᓂᐅᓴᖏᓪᓗᑏᒃ ᐊᓯᖏᓐᓅᑦ, ᑭᒃᑯᑐᐃᓐᓇᓄᓪᓗ 

ᑕᑯᔪᓐᓇᖅᑎᑕᐅᔪᓄᑦ ᑕᑯᔭᐅᔪᓐᓇᕐᓗᑎᒃ. ᑕᒪᓐᓇ 

ᐃᓚᒋᕚ ᑐᕌᒐᐅᑉ ᑕᑯᕙᑦᑕᑦᑕ ᑕᒪᑐᒥᖓ 

ᐱᓕᕆᐊᖃᖅᑎᓪᓗᑕ?  

 

ᐊᔪᕐᓇᕈᑎᑐᐃᓐᓇᐅᖏᒻᒪᑦ ᖃᖓᒃᑯᑦ ᐋᒡᒑᕆᐊᒃᓴᖅ, 

ᖃᓄᕐᓕ ᒪᑐᐃᓐᖔᓂᖅᓴᐅᔪᓐᓇᖅᐱᑕ, 

ᐊᒥᖅᑳᖃᑎᒌᒍᓐᓇᕐᓂᖅᓴᐅᓗᑕ ᑭᓯᐊᓂ ᓴᐳᔾᔭᐅᓯᒪᓗᓂ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᓂᕐᒧᑦ ᑎᑎᕋᖅᓯᒪᔪᑦ 

ᖃᐅᔨᓴᖅᑕᐅᓂᑯᐃᑦ ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᐊᒃᑐᐊᔪᑦ 

ᑎᑎᕋᖅᓯᒪᔪᑦ ᖃᐅᔨᓴᖅᑕᐅᓂᑯᐃᑦ ᐋᖅᑭᒃᓯᒪᓪᓗᑎᒃ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ, 

ᐊᒻᒪᓗ ᖁᔭᓐᓇᒦᒃ, ᒥᔅ ᐋᓐᑐᓴᓐ, ᑭᐅᔾᔪᑎᓐᓄᑦ. 

ᐅᖃᐅᓯᖃᖅᑲᐅᒐᕕᑦ ᐃᓚᖏᓐᓂᒃ ᐱᒋᐊᖅᑕᐅᓯᒪᔪᓂᒃ 

ᐱᔾᔪᑎᖃᖅᑐᓂᒃ ᓄᐊᑦᑎᓂᕐᒧᑦ ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑎᑎᕋᖅᓯᒪᔪᓂᒃ. ᖃᐅᔨᒪᔪᖓ ᑕᒪᒃᑯᐊ ᖃᐅᔨᓴᕐᓂᐅᔪᑦ 

ᐱᒻᒪᕆᐅᒻᒪᑕ. ᖃᓄᐃᓕᕙᓪᓕᐊᓂᕆᔭᐅᔪᑦ 

ᖃᐅᔨᓴᕐᓂᕆᔭᐅᔪᑦ ᐱᒻᒪᕆᐅᓂᖅᓴᐅᕗᑦ 

ᑲᑎᖅᓱᐃᓂᐊᕐᓗᓂ ᐃᓄᐃᑦ ᖃᓄᐃᓐᖏᑦᑐᓐᓇᕐᓂᖏᓐᓄᑦ 

ᑎᑎᕋᖅᓯᒪᔪᓂᒃ. ᖃᓄᕐᓕᑭᐊᖅ ᐊᓯᖏᑦ 

ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᒋᐊᖅᑎᑕᐅᓯᒪᔪᑦ ᐱᓕᕆᕕᐅᔪᑦ ᒫᓐᓇᐅᔪᖅ, 

ᖃᐅᔨᓴᕐᓂᕐᒨᒐᓗᐊᖅᐸᑦ, ᐅᖃᖅᑲᐅᒐᕕᑦ, ᐅᕝᕙᓘᓐᓃᑦ 

ᐊᓯᖏᓐᓂᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐋᓐᑐᓴᓐ.  

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᐋᖅᑭᒃᓯᒃᑲᓐᓂᓚᐅᖅᐳᑦ 

ᖃᐅᔨᓴᖅᑏᑦ ᑲᑎᒪᔨᕋᓛᖏᓐᓂᒃ. ᑕᒪᓐᓇ 

ᓴᖅᑭᕋᑖᑦᑎᐊᕋᑦᑎᒍ ᐱᓇᓱᐊᕈᓰᒃ ᒪᕐᕉᒃ ᐊᓂᒍᓕᖅᑑᒃ. 

ᑖᓐᓇ ᓄᑖᖑᖅᑎᑕᐅᔪᖅ ᑲᑎᒪᔨᕋᓛᖑᓂᖅᓴᐅᔪᓄᑦ 

ᐃᓚᐅᖃᑕᐅᖃᑦᑕᖅᓯᒪᔪᓄᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓕᒫᓂᑦ. ᐱᓕᕆᖃᑕᐅᒐᒪ 

ᐊᓯᒃᑲᓗ. ᐱᓕᕆᖃᑎᖃᕋᔪᒃᐳᒍᑦ ᖃᐅᔨᓴᖅᑎᓂᒃ 

ᓇᑭᓐᖔᕈᓘᔭᖅᑐᓂᒃ ᑲᓇᑕᒥ, ᑭᓯᐊᓂ ᑕᒪᓐᓇ 

ᐱᓕᕆᔾᔪᓯᐅᕗᖅ ᐱᕕᖃᕈᑎᒋᓪᓗᑎᒍᑦ 
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Ms. Brewster: Thank you, Mr. Chairman. 

Thank you, Mr. Steele. Would it be okay to 

ask the Department of Health for 

reassurances that that is actually occurring, as 

it does relate to protection of privacy and 

information? Thank you, Mr. Chairman. 

 

Chairman: That public document and public 

occurrence, Ms. Hunt, I’m sure you don’t 

want to get into too much specifics and 

maybe you would want to avoid any mention 

of any disciplinary process that might have 

been taken in this instance, but I’ll leave that 

up to your professional opinion. Ms. Hunt. 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Qujannamiik 

to the Member. Maybe I’ll maybe it more 

general but more around process. If we have 

a regulated health professional who breaches 

the privacy of an individual, whether that is a 

patient, whether that is a peer, we have a 

responsibility when that information comes 

to our attention to not only report it to our 

reporting processes with the commissioner, 

but it also then is reported to that regulatory 

body in which that individual is licensed 

through. There are a couple of different 

mechanisms. I really see them as safety 

mechanisms, to make sure that information is 

abided, that there are different levels of 

investigation, outcome, and then there may 

be consequences for that individual, whether 

it’s through their employment or their 

contract with their employer, or the entity in 

which they are contracted, or whether that 

potentially is actioned through the body in 

which they are regulated or licensed through. 

(interpretation) Thank you.  

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you for that response. 

Thank you, Mr. Chairman. I would like to go 

back to the issue of reporting. What I hear 

ᐃᓚᐅᑎᑦᑎᔪᓐᓇᖅᖢᑕ ᓄᓇᕗᒻᒥ 

ᖃᐅᔨᓴᖅᑐᓕᕆᔨᒃᑯᓐᓂ, ᐃᓚᐅᕙᒡᓗᑕ ᖃᐅᔨᓴᖅᑐᓂᒃ 

ᐱᑦᑎᐊᕆᐊᖃᕐᓂᕐᒧᑦ ᑲᑎᒪᔨᓄᑦ ᕿᒥᕐᕈᔭᐅᔪᓂᒃ, ᐊᒻᒪᓗ 

ᐱᒻᒪᕆᐅᔪᓂᒃ ᐅᖃᐅᓯᖃᕐᓗᑕ ᖃᓄᐃᑦᑐᓂᒃ 

ᖃᐅᔨᓴᖃᑦᑕᕐᒪᖔᑕ ᖃᐅᔨᓴᖅᑎᖃᖃᑦᑕᕐᒪᖔᑕᓗ 

ᓄᓇᕗᒻᒥ ᐊᒻᒪᓗ ᐃᓚᐅᖃᑎᕗᑦ 

ᑐᓐᖓᓱᑦᑎᑕᐅᑦᑎᐊᕐᒪᑕ.  

 

ᐊᒥᓱᑦ ᑕᒪᓐᓇ ᑭᓱᑐᐃᓐᓇᕐᓄᑦ ᓴᖑᕙᓪᓕᐊᒻᒪᑦ. 

ᐃᒪᓐᓇᑐᐃᓐᓇᐅᓐᖏᑦᑐᖅ ᐆᒃᑑᑎᖃᕐᓂᐊᖅᐳᖓ. ᓄᓇᕗᑦ 

ᐱᓇᔪᒃᓯᒪᕗᖅ SPOR−ᒧᑦ ᑐᓐᓂᖅᑯᑕᐅᑐᐃᓐᓇᖅᐸᒃᑐᒥᒃ. 

ᓇᐃᓪᓕᑎᖅᓯᒪᔪᖅ ᐋᓐᓂᐊᕕᓕᐊᖅᓯᒪᔪᒧᑦ 

ᖃᐅᔨᓴᖅᑕᐅᓪᓗᐊᑕᖅᑐᖅ. ᒪᒥᐊᓇᖅ ᓇᐃᓈᖅᓯᒪᒻᒪᑦ. 

ᑭᓯᐊᓂᓕ ᑲᓇᑕᒥ ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ 

ᖃᐅᔨᓴᕐᕕᐅᔪᖅ, ᑕᒪᓐᓇ ᑐᒃᓯᕋᐅᑎᐅᔪᖅ 

ᐊᑐᖅᑕᐅᓯᒪᓕᖅᑐᖅ ᐊᕐᕌᒍᓄᑦ ᖁᓕᓄᑦ ᐊᒻᒪᓗ ᑕᒫᓂ 

ᐊᕐᕌᒍᒥ ᓄᓇᕗᑦ ᐱᒋᐊᓕᑕᐃᓐᓇᕐᒪᑦ ᑕᓪᓕᒪᓄᑦ 

ᐊᕐᕌᒍᓄᑦ ᑐᓂᕐᕈᑎᓄᑦ ᐊᖏᖃᑎᒌᒍᑕᐅᔪᒧᑦ 

ᑕᐃᒪᓐᓇᐃᑦᑐᒧᑦ.  

 

ᐃᒪᓐᓇ ᑐᑭᖃᕐᒪᑦ ᐃᓕᑕᕆᔭᐅᓂᖅ 

ᖃᐅᔨᓴᕐᓂᖅᑕᖃᖅᑐᒻᒪᕆᐅᒻᒪᑦ ᑕᒫᓂ ᓄᓇᕗᒻᒥ. 

ᓯᓚᑖᓂᒥᐅᑕᑐᐃᓐᓇᐅᓐᖏᑦᑐᑦ, ᐊᒻᒪᓗ ᖃᑯᑎᒃᑯᑦ 

ᖃᐅᔨᒪᔪᒻᒪᕆᐅᒻᒪᑕ ᐊᒻᒪᓗ ᖃᐅᔨᒪᔪᒻᒪᕆᐅᓪᓗᑎᒃ 

ᑕᒪᒃᑯᓂᖓ ᐱᒻᒪᕆᐅᔪᓂᒃ ᐃᒻᒥᓃᖅᑕᐃᓕᒪᑎᑦᑎᓂᕐᒧᑦ, 

ᐋᓐᓂᐊᖑᔪᓄᑦ ᐊᐃᑦᑐᕐᓘᑎᐅᔪᓐᓇᖅᑐᑦ, 

ᐊᒃᑐᐃᓂᖃᕐᓂᖏᓐᓄᑦ ᐃᓪᓗᓕᕆᓂᕐᒥᒃ ᑐᕌᖓᒻᒪᑦ 

ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ, ᐊᓯᖏᓪᓗ. ᑕᒪᒃᑯᐊ 

ᖁᕕᐊᓇᖅᑐᒻᒪᕆᐅᕗᑦ ᐱᕕᒃᓴᐃᑦ ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᐱᓕᕆᐊᕆᕙᓪᓕᐊᓕᑕᐃᓐᓇᖅᑕᕗᑦ ᒫᓐᓇ ᑭᓯᐊᓂ 

ᐊᖏᓪᓕᒋᐊᖅᑎᑦᑎᓂᐊᖅᑐᖅ ᖃᐅᔨᓴᕐᓂᕐᒧᑦ ᑲᒪᓂᐅᔪᖅ. 

ᑕᒪᓐᓇ ᑕᑯᕙᕗᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ: ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᐅᓚᑦᑎᔨᐅᓚᐅᖅᓯᒪᓪᓗᖓ ᖃᐅᔨᓴᕐᓂᕐᒧᑦ 

ᐊᔾᔨᐅᓐᖏᑦᑐᓄᓪᓗ ᐱᓕᕆᐊᓄᑦ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᓐᓂ ᖁᕕᐊᓱᒃᐳᖓ ᑐᓴᕋᒪ 

ᑲᑎᒪᔨᕋᓛᑦ ᐅᑎᖅᑎᑕᐅᓯᒪᓕᕐᓂᖏᓐᓂᒃ. 

 

ᒥᔅ ᐋᓐᑐᓴᓐ ᐅᖃᐅᓯᖃᖅᑐᖅ ᓄᓇᕗᒻᒥ 

ᖃᐅᔨᓴᖅᑐᓕᕆᔨᒃᑯᓐᓂᑦ ᐱᓕᕆᕝᕕᒃ. ᐊᒻᒪᓗ 

ᐃᖅᑲᐃᔾᔪᑎᒋᒻᒥᔭᕋ ᐱᒻᒪᕆᐅᔪᓂᒃ 

ᐱᓕᕆᐊᖃᖃᑦᑕᕐᓂᐅᔪᑦ ᑕᒪᒃᑯᐊ ᓴᐳᑎᔭᐅᓯᒪᖁᓪᓗᒋᑦ 

ᐃᓄᐃᑦ ᑲᓐᖑᓇᖅᑐᖁᑎᖏᑦ, ᐊᒻᒪᓗ ᑕᒪᓐᓇ 

ᑐᓂᔭᐅᓪᓗᓂ ᖃᐅᔨᓴᕐᓂᕐᒧᑦ ᓚᐃᓴᓂᒃ ᖃᐅᔨᓴᖅᑎᓄᑦ. 
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from Commissioner Steele is that he doesn’t 

feel reassured that he’s receiving reports 

from departments other than Health, that they 

have their structure in place, that ensures that 

there is that kind of scrutiny and reporting on 

privacy breaches. And so I’m wondering 

whether or not there’s a consideration for 

revision of the act or whether or not -- and I 

did look through it, and I didn’t see anything 

in there that states for anybody other than the 

information and privacy commissioner to 

provide annual reports.  

 

So my question I guess is whether or not 

there is actual in fact a tracking system 

within the Government of Nunavut, so they 

are tracking all of their breaches annually so 

that they can obviously use that data to figure 

out where areas of change need to happen 

and additional training. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Steele. 

Mr. Steele: Thank you, Mr. Chairman. I 

would like to talk about another incident. 

Now, Mr. Chairman this is an incident that 

occurred after this annual report that we’re 

considering, so I hope it’s all right, with your 

permission, if I speak to an incident that not 

strictly speaking covered by this report. 

 

Chairman: I will allow it. I would ask that 

you keep to fairly general because it’s 

obviously the detailed information from the 

report wouldn’t be in front of the Committee 

yet. So Mr. Steele, please proceed. 

 

Mr. Steele: Thank you, Mr. Chairman. The 

typical incident that I worry about is like one 

that occurred recently in a school in a 

Nunavut community, where there was a 

privacy breach. The privacy breach was 

brought to the principal’s attention, but the 

principal didn’t take it any further because, 

from what I’m given to understand, the 

principal did not realize that they were 

ᐄ, ᑕᒪᓐᓇ ᐱᔭᕆᐊᑐᔪᕈᓘᒻᒪᑦ ᓚᐃᓴᑖᕋᓱᓪᓗᓂ, 

ᐱᒻᒪᕆᐊᓘᔪᖅ, ᐃᓄᖏᓐᓄᑦ ᐅᑎᕐᓗᑎᑦ. 

 

ᖃᐅᔨᒪᔪᖓ ᑲᒪᒋᔭᖃᖅᓯᒪᓕᕋᒪ ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒥᒃ 

ᐊᒻᒪᓗ ᐊᐱᕆᒃᑲᓐᓂᕈᒪᑐᐃᓐᓇᖅᑐᖓ ᐊᑕᐅᓯᒃᑲᓂᕐᒥᒃ 

ᐊᐱᖅᑯᑎᓐᓂᒃ ᓱᓕ ᑕᐃᒪᐃᑉᐸᓪᓕᐊᒻᒪᑦ, ᐊᒻᒪᓗ 

ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᖃᐅᔨᒪᓪᓗᑎᒃ 

ᐱᑕᖃᕆᐊᖃᕐᓂᖓᓂᒃ --ᐱᓗᐊᖅᑐᒥᒃ 

ᐊᐅᓪᓚᑎᑦᑎᖃᑦᑕᕋᑦᑕ ᐊᒥᓱᓂᒃ ᐃᓄᓐᓂᒃ ᓄᓇᕗᑦ 

ᓯᓚᑖᓄᑦ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᓂᒃ, ᖃᐅᔨᒪᔪᒍᓪᓕ 

ᖃᐅᔨᓴᖅᑐᖃᑦᑎᓪᓗᒍ ᓄᓇᕗᒻᒥ ᑐᒃᓯᕋᐅᑎᑕᖃᑦᑐᖅ 

ᓚᐃᓴᑖᕐᓂᕐᒧᑦ ᐊᒻᒪᓗ ᐃᓚᖏᑦ ᓇᓗᓇᐃᖅᓯᓪᓗᑎᒃ 

ᐃᓄᐃᑦ ᓇᒻᒥᓂᖅ ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᑭᓯᒋᐊᕈᑎᖏᑦ 

ᓴᐳᔾᔭᐅᓯᒪᓂᐊᕐᒪᑕ. 

 

ᑭᓯᐊᓂᓕ, ᐊᐅᓚᒍᓐᓇᖏᓐᓇᑦᑎᒍ ᐊᐅᓪᓚᑎᑦᑎᒐᐃᒐᑦᑕ 

ᓄᓇᕗᑦ ᓯᓚᑖᓄᑦ ᐊᒻᒪᓗ ᐅᐸᒐᓱᐊᕐᓂᖏᑦ 

ᐃᓚᐅᓂᐊᕐᓗᑎᒃ ᖃᐅᔨᓴᕐᓂᕐᒧᑦ ᐱᓕᕆᐊᕐᒧᑦ. 

ᐋᓐᓂᐊᕕᓕᐊᖅᐸᒃᑲᓗᐊᖅᑐᑎᒃ, ᐱᔪᓐᓇᕐᓂᖃᖅᐳᑦ ᐊᒻᒪ 

ᐱᓕᕆᐊᖃᖅᑐᑎᒃ ᐊᒻᒪ ᐱᓕᕆᖃᑕᐅᔪᓐᓇᖅᑐᑎᒃ 

ᖃᐅᔨᓴᖃᑕᐅᓗᑎᒃ ᑕᐃᒪᐃᒍᒪᑉᐸᑕ. ᑕᐃᒪᓕ 

ᖃᐅᔨᒍᒪᒐᓗᐊᖅᑐᖓ ᑕᒪᒃᑯᐊ ᐋᖅᑭᒃᓯᒪᒻᒪᖔᑕ ᑕᕝᕙᓂ 

ᐱᔨᑦᑎᓂᕐᒧᑦ ᐊᖏᖃᑎᒌᒍᑕᐅᔪᓂᒃ ᐊᔾᔨᒌᓐᖏᑦᑐᓄᑦ 

ᐋᓐᓂᐊᖅᑐᓕᕆᔨᐅᔪᓄᑦ ᐊᐅᓪᓚᖅᑎᖃᑦᑕᖅᑕᕗᑦ ᑕᒪᒃᑯᐊ 

ᑲᓐᖑᓇᖅᑐᖁᑎᖏᑦ ᓴᐳᑎᔭᐅᓯᒪᑦᑎᐊᖁᓪᓗᒋᑦ, ᐊᒻᒪᓗ 

ᐱᓗᐊᖅᑐᒥᒃ ᑕᒪᒃᑯᐊ ᖃᐅᔨᓴᕐᓂᐅᔪᑦ 

ᐊᑐᕐᓂᓗᒃᑕᐅᓂᐊᓐᖏᒻᒪᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐋᓐᑐᓴᓐ. 

 

ᐋᓐᑐᓴᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐄ, ᐊᑕᐅᓯᖅ 

ᐅᖃᐅᓯᕆᒐᔭᖅᑕᕋ, ᐅᖃᐅᓯᐅᕙᓪᓕᐊᔪᖅ ᑲᓇᑕᓕᒫᒥ 

ᒫᓐᓇᐅᔪᖅ, ᐃᒃᓯᕙᐅᑖᖅ, ᑲᑎᑕᐅᓂᖏᑦ ᐊᒻᒪᓗ 

ᐊᐅᓚᒍᓐᓇᕐᓂᖏᑦ ᐊᑐᖅᐸᒃᑕᕗᑦ ᐱᔪᓐᓇᑎᑦᑎᓂᐊᕐᒪᑦ 

ᐅᕙᑦᑎᓐᓂᒃ ᐋᓐᓂᐊᕕᓕᐊᖅᑐᑎᒃ ᐊᐅᓪᓚᖃᑦᑕᖅᑐᑦ 

ᖃᐅᔨᒍᓐᓇᕐᓂᐊᕐᒪᑕ ᐊᒻᒪᓗ ᐃᓚᓕᐅᔾᔨᓗᑎᒃ ᑎᑎᖅᑲᓂᒃ 

ᑲᒪᒋᔭᐅᓂᒃᑯᑦ, ᐋᑐᕚᒦᒃᑲᓗᐊᖅᐸᑕ ᐅᕝᕙᓘᓐᓃᑦ 

ᐅᐃᓂᐸᐃᒡᒥ ᐅᕝᕙᓘᓐᓃᑦ ᓯᑖᓐᑕᓐ ᐅᕝᕙᓘᓐᓃᑦ 

ᐃᐊᑦᒪᓐᑕᓐ, ᐊᒻᒪᓗ ᐅᑎᖅᑎᓪᓗᒋᑦ ᑎᑎᕋᖅᓯᒪᔪᑦ 

ᖃᐅᔨᓴᖅᑕᐅᓂᑯᐃᑦ, ᑕᐃᒪᓕ ᑕᒪᒃᑯᐊ ᑐᑭᓯᒋᐊᕈᑎᐅᔪᑦ 

ᐅᑎᖅᑎᒍᓐᓇᖅᑕᕗᑦ ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑐᑭᓯᒋᐊᕈᑎᓄᑦ ᑕᒫᓂ ᖃᐅᔨᓴᖅᑕᐅᔪᓐᓇᖅᑐᑦ.  

 

ᓱᓕ ᑕᒪᓐᓇ ᑲᒪᒋᔭᐅᒻᒪᑦ ᐊᓯᖏᓐᓂ ᑲᓇᑕᒥ 

ᖃᐅᔨᓴᕐᒪᑕ. ᐊᒥᓱᑦ ᖃᐅᔨᓴᖅᑏᑦ ᐱᑦᑎᐊᕆᐊᖃᕐᓂᕐᒧᑦ 

ᑲᑎᒪᔩᑦ ᐱᔭᕆᐊᖃᕐᓂᐊᖅᑐᑦ, ᐋᓐᓂᐊᕕᓕᐊᖅᓯᒪᔫᑉ-

ᓇᓗᓇᐃᖅᑕᐅᓯᒪᔪᑦ ᑐᑭᓯᒋᐊᕈᑏᑦ ᐊᖏᖅᑕᐅᓯᒪᑉᐸᑕ 

ᐃᓄᒻᒧᑦ. ᑕᐃᒪᐃᒻᒪᑦ ᑐᑭᖃᓐᖏᓚᖅ ᐱᓪᓗᒍ 
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supposed to report it to the privacy 

coordinator within the Department of 

Education, and then of course, the privacy 

person within the Department of Education, 

they do some quick analysis on it and if it 

was serious enough they would report it to 

me. That’s the way the system is supposed to 

work.  

 

What actually happened in this case is that I 

got a letter from a certain company down 

south saying oh, there’s been this privacy 

breach in a school in Nunavut. And the funny 

thing is that they didn’t have any obligation 

to report to me. They do in some provinces, 

but not in Nunavut. I have no jurisdiction 

over the private sector, so a private company 

has no obligation to report anything to me, 

but they did. What happens is, they send a 

letter out to basically all the commissioners 

across the country, whether they have to or 

not. That’s typically what happens. I said to 

the Department of Education, what’s going 

on here? Why do I not know about this 

already? Anyway, long story short, the 

fundamental issue there was simply the 

principal didn’t realize that there is an 

obligation to report, therefore it didn’t work 

its way through the system.  

 

Member, you talk about possible change to 

the law or annual reports. None of that works 

if the front-line people don’t realize that 

when they hear about a privacy breach 

there’s something they have to do with it. 

They can’t keep it to themselves. And that’s 

a bit of training, a bit of experience. You 

know, a lot of people, frankly, Member, if 

they’re the one who has accidentally 

breached somebody’s privacy, they are 

afraid. They are afraid to report it because 

they think there might be consequences. 

They might get disciplined. They might lose 

their job. 

 

ᑭᓇᑐᐃᓐᓇᖅ ᖃᓄᐃᓕᐅᖅᑕᐅᓚᐅᕐᖓᑦ ᐋᑐᕚᒥ 

ᐋᓐᓂᐊᕕᒻᒥ ᑎᑎᖅᑲᖏᑦ ᐊᑦᑕᕐᓇᖅᑑᒻᒪᑕ ᑭᓇᑐᐃᓐᓇᖅ 

ᖃᐅᔨᓴᕈᒪᔪᖅ ᖃᐅᔨᒋᐊᖅᑳᓚᐅᕋᓂ ᐃᓚᒥᓄᑦ ᐊᒻᒪᓗ 

ᐊᖏᖅᑕᐅᔪᒪᓗᓂ ᑲᔪᓯᒍᒪᓗᓂ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑖᓐᓇ ᒥᔅ ᐳᕉᔅᑐ 

ᐱᔭᕇᖅᑰᕐᒪᒍ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ ᒥᒃᓵᓄᑦ. 

ᐊᓯᐊᓂᒃ ᒪᑐᐃᖅᓯᖏᖔᕐᓗᖓ ᐊᒻᒪᓗ ᕿᒪᑐᐃᓐᓇᕐᓗᒍ 

ᐱᔭᕇᖅᓯᒪᖏᑦᑐᑦ ᐅᓪᓗᖅ ᐃᓱᓕᓚᐅᖅᑎᓐᓇᒍ, 

ᐃᓱᒪᓕᐅᕐᓂᐊᕐᕋᒪ ᓯᕗᓕᖅᑏᑦ ᐃᓱᒪᓕᐅᕈᑎᖓᓂᒃ 

ᐊᒻᒪᓗ ᓄᖅᑲᕐᓂᐊᓕᕋᑦᑕ ᑲᑎᒪᓂᕗᑦ ᒫᓐᓇᐅᔪᖅ. 

ᑕᑰᑎᖃᑦᑕᐅᑎᓛᖅᑯᒍᑦ ᖃᐅᑉᐸᑦ 10:00-ᒧᐊᖅᐸᑦ 

ᐅᓪᓛᒃᑯᑦ. ᖁᔭᓐᓇᒦᒃ.  

 

>>ᑲᑎᒪᔨᕋᓛᑦ ᓄᖅᑲᖅᑐᑦ 16:48ᒥ 
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The important thing, in my opinion, is to 

develop a culture where everybody 

understands how important privacy is, and 

that everybody’s objective is to improve the 

system to reduce the number of privacy 

breaches.  

 

I’ll use the same analogy I used the last time 

I was here. One of the best safety systems 

that we know of is in the airline industry, and 

that is because there’s a culture of self-

reporting, because they know that if 

something happens and they report it, there is 

going to be no consequences. Everybody 

says thank you very much; what can we learn 

from this so that that kind of incident doesn’t 

happen again? It makes the airline industry 

one of the safest modes of transportation in 

the world, because of that culture.  

 

That is, I think, what we’re aiming for in 

privacy where people are not afraid to report, 

they’re glad to report so that everybody can 

learn from whatever mistake they had made.  

That really is the answer, I think, Member 

rather than changing this law or that law. It’s 

creating that culture that is the answer. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that response. This is to I 

suppose the Executive and Intergovernmental 

Affairs. I have here stronger policy 

development is one of things somebody said 

in a response, and that Privacy Breach 

Policy, I can tell you as an employee 

receiving a phone call from our Health 

ATIPP coordinator saying, Janet, did you 

mean to save this on the Y-drive at the end of 

a day, would really remind me to remind my 

team of the importance of not saving 

documents on the Y-drive if you don’t have 

to. A lot of that, and I would be embarrassed, 

but I would share it because it’s a learning.  
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That would often happen with I guess orphan 

documents that aren’t saved into a specific 

folder, where an employee might not have 

access to specific folders so they choose to 

share or save something really quickly so 

that they can print it off or for whatever 

reason. And so the questions I have are 

around you know whether or not that Privacy 

Breach Policy includes things as important as 

doing daily audits on, having employees who 

specifically go in and check the Y-drive 

every day for those, you know, small actions 

that could turn out to be really huge if the 

document contains a significant amount of 

personal information.  

 

Do those policies include that, so that there’s 

that extra level of daily action and 

protection? Does that policy include the issue 

that I raised just now about reporting 

regularly, whether or not a team might 

consider something reportable to the privacy 

commissioner? and we talked about sort of 

the levels of concern. Is there a tracking 

mechanism so that internal audits can happen 

where managers and directors and up to DMs 

can look at what’s going on in their teams 

that might be a cause for concern and an 

impetus for additional training? Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chairman. (interpretation ends) The 

Privacy Breach Policy is pretty simple. It 

talks more about reporting to the territorial 

access to information and protection of 

privacy office, and we do keep some 

statistics and we keep track of all of the 

breaches that are occurring, regardless of 

whether or not they meet that standard for 

material breach. In trainings that I do with 

the employee orientation program and with 

ATIPP coordinators -- sorry, access to 
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information and protection of privacy 

coordinators, I really stress that all privacy 

breaches, no matter how big or small, should 

be reported to my office. 

 

One of the big reasons for that is when we 

are looking at whether or not a breach is 

material, one big criteria that we are looking 

for is whether or not the breach is a symptom 

of a systemic issue, and you can’t really 

know that unless you had adequate tracking, 

and you’re looking at breaches more 

regularly. 

 

These are great suggestions that you have, 

and when we are looking at the policy, things 

that I keep in mind to better look at privacy 

and reporting publicly on how we’re doing 

with privacy, and how we’re doing with 

access and information, there are things I 

want to look at improving for our 

department. So those are all good 

suggestions. (interpretation) Thank you, Mr. 

Chairman.  

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. I 

would like to add another issue of concern 

and that is the issue, we heard about 

permissions for certain folders and certain 

access, and what we know is that often, 

especially if there are casual employees, that 

sometimes closing the loop on their 

employment doesn’t always happen when it 

comes to permissions. We might grant an 

employee permission to access certain files 

and programs, and when they leave, we 

might forget to take those permissions away. 

Can I just have some reassurance that that is 

part of the policy, and that there is some 

mechanism to ensure that that’s occurring? 

Thank you, Mr. Chairman. 

 

Chairman: Mr. Seeley. 
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Mr. Seeley: Thank you, Mr. Chairman. If I 

could through you have Mr. Wells, our CIO, 

respond to that. 

 

Chairman: Thank you. Mr. Wells. 

 

Mr. Wells: Thank you, Mr. Chairman. 

Thank you, Member, for the question. There 

are a few things that we have been doing to 

improve and reduce the risk of casual 

employees and relief workers being able to 

exit from the GN or change jobs and leave 

those, I guess, unclosed, or things that are not 

closed off for them. One of the things is the 

onboarding program, the training, the new 

onboarding program that we talked about. 

It’s really clear in training them about how 

when they exit what they need to do to 

inform their manager to inform HR, to start 

with them and I guess explain how the 

responsibility is not only on government but 

also on the individual itself, that when they 

leave, to do it properly. 

 

We also work really closely with HR, and 

we’ve got a process set up now with HR that 

we provide them reports of people that have 

not logged into our network in 30 days, 60 

days, 90 days, and we go into the 

departments and the departments work with 

us and say, sorry, we did actually miss this 

person, could you please close the account.  

 

In the event we do not get responses back -- 

people could be on holidays, sick, that kind 

of thing -- we will temporarily move the 

account to inactive status until we are 

notified and until we get clarity from the 

departments that those accounts are actually 

active. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that response. I can say 

wholeheartedly that the annoyance and 
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discomfort that comes from being locked out 

from your GN system for a day or half a day 

is worth it when it comes to protecting 

people’s privacy.  

 

Mr. Chairman, I would like to go back to the 

discussion earlier about the Police Act and 

specifically about the Department of Justice 

working to identify a civilian investigation 

partner to undertake the review of serious 

incidents in Nunavut, and what I didn’t hear 

from the response is, from what I recall, is 

that they’re working with Alberta, perhaps 

because they also work with the RCMP or 

they also have the RCMP as their main 

policing force. What we know is that is there 

is a civilian review and complaints 

commission for the RCMP that is an 

independent agency that reviews complaints 

made by the public about the on-duty 

conduct of RCMP members. And so I 

wonder if that’s also being taken into account 

as the department does that work to establish 

that independent review committee. Thank 

you, Mr. Chairman. 

Chairman: Mr. Witzaney. 

 

Mr. Witzaney: Sorry; I thought that was 

someone else.  

 

(interpretation) Thank you, Mr. Chairman. 

(interpretation ends) I’m drawing a blank. 

The Police Act, my apologies I was 

anticipating that going to Justice and not 

myself. Would the Member mind repeating 

the question? 

 

Chairman: My apologies for putting you on 

the spot, Mr. Witzaney. Mr. MacLean is 

prepared to respond, I believe. 

 

Mr. MacLean: Qujannamiik, Mr. Chairman. 

A challenge that we identified at the time the 

Police Act was being presented to the 

Assembly was that some of the independent 

police bodies in the provinces are not 
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allowed to do work outside of their own 

jurisdiction, due to statutory restrictions 

there, so it limits the number of organizations 

that we can work with. But I do not have a 

specific answer for you today about whether 

we are discussing with the RCMP I can take 

that back to our department and commit to 

providing a more fulsome answer.  

 

I know the conversations are ongoing, or at 

least have not been finalized on who our 

external body will be because right now, 

independent investigations are typically 

coordinated through a police service and it’s 

the RCMP that engages them. And as 

Member Lightstone mentioned earlier today, 

there’s a lack of transparency there that we as 

a government acknowledge and understand, 

but there was a legislative limitation in how 

we can make it more transparent and more 

civilian-led and that prompted the 

amendments to the act, to create the Police 

Act. The legislation development has not 

moved quickly, I acknowledge, but it is still 

ongoing. Thank you, Mr. Chairman. 

Chairman: Thank you, Mr. MacLean. Just 

before I go back to Ms. Brewster on her line 

of questioning, I would like to recognize a 

delegate that just walked into the room, 

someone who I spent a great deal of time 

with on the phone a few years ago during the 

COVID pandemic.  

 

I would like to take this opportunity to 

personally thank Dr. Tam for a lot of the 

recognition in helping Nunavut combat the 

COVID-19 pandemic and assist us in many 

different avenues when it came to vaccine 

rollout, when it came to recognizing the 

nuances of Nunavut’s individuality and 

unique challenges we have with bringing 

health care to remote communities. I’m very 

pleased to hear that she is here not just in 

Iqaluit but in other communities in the 

territory to discuss tuberculosis, which will 
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probably be a topic of some of the ongoing 

discussions that we’re having here today.  

 

Dr. Tam I know we spoke on the phone 

many, many times over the pandemic. I 

personally wanted to thank you for your 

support that you provided to Nunavut and to 

all Nunavummiut. I would really like this 

house to join me in recognizing Dr. Tam and 

the great work that she’s contributing to 

proceed with here in Nunavut, and obviously 

with Minister Main’s support as well, too, 

along with Nunavut Tunngavik Incorporated 

and Inuit Tapiriit Kanatami. So welcome 

very much to this House. 

 

>>Applause 

 

Chairman: Thank you. With that I will go 

back to Ms. Brewster for her line of 

questioning. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you and welcome, Dr. Tam, to our 

House.  

 

I would like to go back to the discussion 

earlier about the missing persons act and ask 

Commissioner Steele whether or not he is 

aware that the federal government is 

currently engaging in consultations on the 

creation of what they are calling now a red 

dress alert. This red address alert would be 

developed, or is under consideration to be 

developed similar to the -- and it’s not 

coming to me, the name of the alert that goes 

out when there’s a child missing -- an amber 

alert. It’s similar to that idea where if an 

Indigenous woman goes missing anywhere in 

Canada, that there would be a red dress alert 

that would go off on telephones in the area 

where the person is missing. And I wonder if 

the commissioner has been approached for 

consultation on that red dress alert yet. Thank 

you, Mr. Chairman. 
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Chairman: Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. 

Thank you, Member, for the question. No, I 

have not been approached or consulted, nor 

would I necessarily expect that I would be by 

the federal government, if it’s a federal 

initiative.  

 

But I’ll say the same thing that I say about 

most of these ideas, and that is that it’s not 

for me to say whether this legislature should 

do it or not do it, whether it’s a good idea or 

not, whether it would work or not. What I 

can do is I can say, “How does this fit with 

Nunavut’s existing privacy law?” At the end 

of the day, the main thing that I want is 

clarity, just so that there’s never any question 

that if one government does this and the 

other government does something different, 

let’s at least make clear about whether such 

an alert would be in keeping with the 

Nunavut’s privacy law or not.  

 

So that would be my suggestion to the 

government if some initiative like this is 

moved forward, is let’s at least please have 

clarity about how it meshes with the existing 

privacy law in Nunavut. (interpretation) 

Thank you, Mr. Chairman.  

 

Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chairman. Just 

to build off the commissioner’s comments, 

the public alerting system, the national 

wireless public alerting system is a topic 

around the emergency management table 

nationally, and how that contract is managed 

to administrator different types of alerts, 

whether it be an amber alert or a public 

emergency, is administered through a series 

of MOUs with agencies in each jurisdiction. 

We do quarterly public alerting tests of the 

public alert system, and any consideration of 

additional access to that public alerting 
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system via other agencies for other purposes. 

We would include consideration of the 

relevant legislation before signing an MOU 

with another agency for access to the system 

for a different purpose, and certainly, give 

full consideration to the privacy 

considerations for any number of types of 

alerts that might try to access the system. So 

that would be built into that review through 

that table and through that mechanism. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. I 

thought that important to bring that issue up, 

because of the discussion about the potential 

of creating a missing persons act, and I 

appreciate those responses.  

 

Commissioner Steele, you indicate on page 

18 of your 2022-23 annual report that  

the Access to Information and Protection of 

Privacy Act is adequate to deal with 

information and privacy in the health system. 

Almost every other Canadian jurisdiction has 

health-specific legislation. There is no reason 

that Nunavut should be so far behind.” 

 

How do specialized statutes of this type 

differ from general access to information and 

protection of privacy legislation? Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, our health system 

holds a tremendous amount of personal 

medical information about each and every 

one of us. There are now only two 

jurisdictions in Canada that do not have a law 

specifically addressing privacy in health care. 

There’s Nunavut and British Columbia. 

Every other jurisdiction in Canada has a 

detailed law about privacy.  
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Nunavut’s existing privacy law applies to the 

health system. It does apply to the health 

system, but it applies to everything else at the 

same time. And so there’s a lack of detail, a 

lack of clarity, a lack of guidance that could 

be provided by a law that was strictly about 

the health system and could get into detail 

about how the different parts of the health 

system can play their part in protecting 

privacy in health care. That’s the main 

difference. It’s the level of detail and being 

specific.  

 

Another difference, Member, is that health-

specific privacy legislation doesn’t deal just 

with the government; it deals also with other 

health care providers. Now, the reality in 

Nunavut is that we don’t have a very large 

private health care sector. We don’t have 

private physiotherapy clinics, we don’t have 

a lot of dental offices. We don’t have very 

many pharmacies, and so on, and so on. But 

all of those entities, they are not Government 

of Nunavut, but they are all handling medical 

information in one way or another. So the 

law would, the umbrella of the law would 

expand to include them as well. That would 

be another major difference.  

 

I’ll stop there, Mr. Chairman. Those would 

be the two main differences and why I 

believe that it’s long past time that Nunavut 

had a health-specific privacy law. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you, Mr. Steele. Ms. 

Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Mr. Steele, you just stated that Nunavut 

doesn’t have a lot of these other health care 

providers that the different jurisdictions do 

have, where there isn’t, there aren’t a lot of 

or any private clinics anymore. My home 

phone number is Dr. Netcher’s old clinic 

number, so I still get calls for Dr. Netcher 
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from time to time. However, what we do 

know, Commissioner Steele, is that the 

Government of Nunavut has engaged in a 

Memorandum of Understanding to share data 

specifically on tuberculosis with Nunavut 

Tunngavik Incorporated, and so I am a little, 

I’m interested to know in the absence of that 

specific health information legislation what 

is protecting our citizens and their health 

information in the absence of that legislation. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Mr. Chairman, probably the 

Department of Health is better placed than I 

am to answer specifically what exactly is 

shared with Nunavut Tunngavik Incorporated 

under the tuberculosis information sharing 

agreement. I am doubtful that it includes any 

personal medical information. I believe it is 

more community-level, perhaps statistical, 

but the Department of Health can speak to 

that.  

 

The only other comment I have about that 

agreement, as the Member knows, I think as 

all members know, about two years ago I 

issued a decision saying that the Department 

of Health should release more information 

about tuberculosis than it actually does 

release. That recommendation was rejected 

by the Minister of Health. That’s fine. That’s 

it’s way the law is written. The Minister of 

Health has the last word.  

 

What they have done is they have agreed to 

share information but only with Nunavut 

Tunngavik Incorporated, but part of that 

agreement is that Nunavut Tunngavik 

Incorporated will not share it with anybody 

else. So that’s not exactly being more open. 

Let me emphasize: It is a great thing that the 

Government of Nunavut and Nunavut 

Tunngavik Incorporated are working closely 
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together in the fight against tuberculosis. 

That is a fantastic thing.  

 

Now, instead of having one entity that’s 

holding information secret, you have two 

entities holding information secret. That’s 

not, from a public-information point of view, 

that’s not in my view a huge improvement -- 

strictly from an information point of view. I 

want to emphasize that, Mr. Chair. I am sure 

you understand. It is great in terms of the 

fight against tuberculosis, but in terms of 

informing the public and holding the 

government to account for its anti-

tuberculosis strategy, it’s not helpful when it 

is shared with another organization which 

also has to keep the information secret. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you, Mr. Steele. I guess I’ll ask then 

the Department of Health. We know that that 

information-sharing agreement with Nunavut 

Tunngavik Incorporated on tuberculosis data 

was tabled in February of this year, 2024, 

and I would like to hear from the Department 

of Health what is the status of administering 

the agreement. An open-ended question, to 

begin with. Thank you, Mr. Chairman. 

 

Chairman: Thank you, and if I may add on 

to the member’s question, does Nunavut 

Tunngavik employees get privacy training 

associated dealing with medical information. 

Ms. Hunt? 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Thank you. I 

think I heard a couple of questions. One of 

the questions was do our partners in Nunavut 

Tunngavik have training in privacy, was the 

first question? The last question, sorry. I’m 

going backwards. I don’t know the exact day 

answer to that and I will check into it. I think, 
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Susan, you may know whether through the 

FAC (ph) process that that occurs. Just one 

minute. I have to ask our Chair first to allow 

you the opportunity to respond. 

 

Chairman: Thank you. Ms. Patterson. 

 

Ms. Patterson: We share the tuberculosis 

data statistics with the Public Health Agency 

who is recognized as the agency of the 

federal government to aggregate outbreak 

information, including TB, syphilis and all 

the STDs, etcetera. Our reporting goes 

through that mechanism. We have direct 

engagement through an MOU between 

Nunavut and Public Health Agency around 

publishing those statistics. It’s not just NTI 

that we share information. 

 

At the federal level, then, you can see across 

all the jurisdictions in terms of rates of 

outbreak or rates of infection, and it’s that 

basis, for example, the discussion about 

Nunavut as being significantly higher on TB 

outbreaks than the other jurisdictions from 

that standpoint. 

 

Chairman: Thank you. I’m not sure if the 

full response was provided. Ms. Brewster, go 

ahead. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you for that response. However, I’m 

still not clear on how this MOU is being -- 

this agreement is being administered. What I 

do see in looking at the agreement that 

specific information that I and others have 

requested in this house is being shared, and 

that’s numbers, or it says numbers only, no 

rates by community, current year and time 

trend, the numbers and rates by age and sex.  

 

There are many reasons why I think it’s 

important to share that information publicly, 

and of utmost importance is to engage people 

in helping us to eradicate those rates. We 
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know that the Department of Health does 

release rates and numbers data related to 

numbers of different communicable diseases. 

We know that recently there was an 

information item about the rates of syphilis 

in a particular community and the reason we 

know that the Department of Health decided 

to release those rates is in order to encourage 

people to take action if they feel that they 

might have symptoms or may have been 

exposed.  

 

I struggle to understand why, stigmatism 

aside, I don’t know if there’s any greater 

stigma related to somebody’s health than a 

sexually transmitted infection or disease and 

we’re seeing those numbers. When it comes 

to tuberculosis, what we know is that public-

facing information can help to encourage 

people to access health care and to learn and 

talk to each other, importantly, about 

tuberculosis. Whether it’s latent tuberculosis 

or active tuberculosis, we know that we want 

people to seek medical treatment for both 

active and latent tuberculosis because it’s a 

public health risk.  

 

I know in my own family that I have family 

members who were impacted by tuberculosis 

in the ‘50s, ‘60s, and that there is this 

message that the Department of Health is 

putting forward that we don’t want to 

stigmatize or traumatize anybody related to 

sharing this information. What I can tell you 

is, in my experience those people, especially 

those elders who have personal experience, 

lived experience with tuberculosis in their 

youth, are amongst the strongest advocates to 

providing as much information as possible in 

order to eradicate tuberculosis. The target is 

2030, and it’s 2024.  

 

I would just like to hear more from the 

Department of Health about the rationale to 

sharing information and data sets with 

Nunavut Tunngavik Incorporated and not the 
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general public, who are most impacted by 

tuberculosis. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Hunt. 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Thank you to 

the Member. I think this is a really important 

conversation and I know we’re all committed 

to the elimination of TB. One of the 

questions, and I’ll just walk through each of 

yours and I think I’ve tried to capture each of 

the --members’ questions, was do we provide 

individual, patient-specific information to 

Nunavut Tunngavik Incorporated, and the 

answer is no. We would not provide an 

individual’s specific health information to 

our partner.  

 

We do provide, as you noted, community, 

territorial, and regional-level information. 

We are quite public about regional and 

territorial statistics, and I think recently as we 

had the community-wide screening and kick-

off and Dr. Tam here, that was also part of 

the media campaign sharing that information.  

 

We have committed to continuing to look at 

information that would be released from a 

statistical standpoint by gender and age. That 

hasn’t yet happened, but we are continuing to 

have those conversations and look at how 

that could be released in a good and wise 

way.  

 

A lot of our work has been with the hamlets 

and our partners to really understand from 

communities directly what is important to 

them in terms of information, not just as you 

noted, to destigmatizing TB, to also reducing 

and improving education on that, but about 

the level of information-sharing and 

empowering communities to be able to share 

their information. And so that’s part of our 

work as well.  
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And also looking at how we can use 

information to help inform our planning and 

our work with communities and our partners 

as part of the TB elimination plan, as part of 

looking at the broader areas of public health 

and the protection of a community in 

improving the health status of community 

members.  

 

So I’ll stop there, Iksivautaaq. I hope I have 

answered the member’s questions. I am 

definitely happy to answer more as they may 

come. (interpretation) Thank you.  

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you, Ms. Hunt, for that response. I just 

heard you say you’re working to empower 

communities to share their information. So 

just for clarity, does the Department of 

Health release the tuberculosis rates and 

numbers to each community, and if so, are 

there individual memorandums of 

understanding about those rates? Because 

what I hear -- I might be wrong, but what I 

hear from that statement of empowering 

communities to share their information, it 

tells me that they have the information. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Hunt. 

 

Ms. Hunt: Thank you, Iksivautaaq. Thank 

you for the question, to the member. That’s 

part of our current work, just so answer the 

member’s question. So for example, when 

we’re working with communities when an 

outbreak has been declared, we are sharing 

that information through public engagement, 

consultation, and meeting with the hamlets. 

And then as testing, treatment, screening, 

follow-up is being done, that’s the 

information that we’re continuing to engage 

on community on, creating a formal process 

around after-action reporting, for example, 
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and the community’s process around what 

information they would want to share. That’s 

still part of the working journey that we’re 

doing.  

 

I think these last two community-wide 

screenings and our most recent on and 

working with our partners, communities are 

really engaged and starting to provide that 

information, give direction, and helping us 

work together to land on what could that 

process look like and how do we do that in a 

good way, and also maintain individual-level 

privacy and still be able to share information 

that helps community plan with us to address 

their TB or other public health areas of 

concern. Thank you. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

I’ll move on from that for now, while I 

process those responses. Commissioner 

Steele, in 2021 the Fifth Assembly of 

Nunavut passed a new mental health act. 

Section 64 of the legislation establishes a 

new mental health review board. The 

government’s response to the November 

2022 report of the standing committee 

indicates that “the mental health review 

board is an independent, quasi-judicial board, 

will be responsible to develop its own 

policies and internal protocols.” 

 

Sorry, this is really long. “Health will advise 

the board on the importance to consult with 

external partners as needed, including the 

Information and Privacy Commissioner.” 

 

I wonder to what extent has your office been 

consulted in respect to access and privacy 

matters relating to the new mental health act 

and the Mental Health Review Board. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Steele. 
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Mr. Steele: Mr. Chairman, my predecessor, 

the commissioner before me was ostensibly 

consulted about the mental health act when it 

was being developed. I know because I saw a 

very thick file that she had on it. But on that 

specific point, Member, specifically on the 

Mental Health Review Board, there has been 

no consultation with me so far. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

And to the commissioner: does that surprise 

you? Does it concern you? Is there a need to 

consult or not? Thank you, Mr. Chairman. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: Mr. Chairman, I laugh a little bit 

because I know that one of the things when I 

hear often when I come to this forum is 

members asking whether they have consulted 

with me. There are a lot of times when I want 

to say that’s not something that I should be 

consulted about, right. I don’t want to 

become part of the policy process of the 

government. I’m not the Government of 

Nunavut. I have to stay outside it. If they’re 

looking for my opinion on something in 

particular, I’m happy to provide it, although I 

usually say to them, look, these are just my 

thoughts.  

 

If a matter comes before me as a result of a 

complaint, for example, I have to be able to 

approach it with an open mind, and I should 

not ever be in a position where I am 

reviewing the correctness of my own advice.  

 

Member, really honestly, no, it doesn’t 

surprise me that I haven’t been consulted 

about any aspect on the operations of the 

Mental Health Review Board. The first 

question that is going come up is whether 
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this board is even subject to the access and 

privacy law at all. And if they’re not added to 

the regulation, then at some point I’m going 

to have to make a decision.  

 

If somebody complains or somebody asks for 

information, I’m going to have to decide 

whether they even come within the definition 

of “public body” in the law. So that’s 

something that I will probably have to leave 

there, keep an open mind about. I wouldn’t 

want to be pulled too far into the 

government’s policy-making process. If they 

contact me I’m happy to talk to them, but 

there is a limit to the policy advice that I can 

give. Thank you, Mr. Chairman. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Thank you, commissioner, for that response. 

This is more for information and I’ll leave it 

up to you, Mr. Chairman, as to whether or 

not it’s appropriate to ask today of the 

Department of Health who are the members 

of the board and whether or not there are 

Inuit cultural advisors who have been 

appointed to the board under that subsection 

64 of the legislation. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. I do think it’s a fair 

question, that the Act itself has been a topic 

for discussion, to see who the members of 

the board are and whether those Inuit cultural 

advisors have been appointed is fair. I’m not 

sure if Ms. Hunt will have that information 

with her, but Ms. Hunt. 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) The elder 

advisors have not been appointed as of yet, to 

my understanding, and I don’t know the 

names of those who have been appointed. I 

would say they have not been formally 

appointed. No one has been formally 
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appointment as of yet, but we have received 

submissions that are under review. Thank 

you. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. I 

would like to go back to the discussion about 

the health privacy legislation that the 

Department of Health is working on. The 

Government of Nunavut’s current business 

plan indicates that the department is working 

on that legislation with public consultations 

beginning in late 2023, and the business plan 

also indicates that the consultations are 

expected to conclude by December of 2024.  

 

I wonder if the Department of Health could 

tell us to what extent the department is 

consulting with the Office of the Information 

and Privacy Commissioner in the 

development of that new health privacy 

legislation. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Sanderson.  

 

 

Ms. Anderson: Thank you, Mr. Chairman. 

In terms of the response, Health is continuing 

to work towards the development of modern 

legislation for the proper collection, use, 

disclosure of personal health information, 

what we are referring to as health-specific 

privacy legislation. We’re undertaking a 

comprehensive consultation process to 

ensure the legislation addresses the needs and 

expectations of Nunavummiut.  

 

It is planned to have the consultation process 

complete, in terms of our public consultation, 

later this year. We are targeting to have drafts 

of the documents to return to Justice but no 

firm date yet. Thank you. 

 

Chairman: Thank you. Ms. Brewster. 
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Ms. Brewster: Thank you, Mr. Chairman. I 

did hear a little bit of a response; I’m not sure 

whether or not Ms. Anderson indicated to 

what extent the Information and Privacy 

Commissioner is being consulted on the 

development of that legislation. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Ms. Anderson.  

 

Ms. Anderson: Thank you for the question, 

Mr. Chair. To date, the privacy 

commissioner has not been consulted on this 

legislation. Part of our public consultation 

process is the extension of options of what is 

included in them because there has been 

significant environmental scan. Not every 

jurisdiction that has health-specific privacy 

legislation, they are not cookie-cutters so 

there’s a lot of variability in terms of the 

landscape across the jurisdictions, the 

provinces, the territories, and the federal. So 

we are looking through this consultation 

process to get some feedback in terms of 

shaping what will go into the legislative act.  

 

We’re also contemplating options around 

regulations that would fit under the health-

specific legislation. At the appropriate time, 

then, absolutely, the privacy commissioner 

would be one of our sure stops to consult 

with in terms of as these options get firmed 

up, as we see the legislation coming together. 

Thank you, Mr. Chairman. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

Ms. Anderson mentioned other jurisdictions 

in that response, and I’m wondering if there 

are other jurisdictions that have comparative 

issues that might be considered as a good 

role model for Nunavut. Thank you, Mr. 

Chairman. 

 

Chairman: Ms. Anderson.  
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Ms. Anderson: Thank you, Mr. Chairman. 

Yes, through our environmental scan, we 

have seen some not just within the territories 

but some of the provinces, and if I could pick 

on BC, for example, where you have a 

significant Indigenous First Nations 

population, we see some very thoughtful 

approaches around the handling of health 

information in that context. You know, the 

OCAP approach to dealing not just with 

patients and families but communities, and 

then how do we reflect that through in terms 

of our thinking about our engagement in 

terms of the confidentiality and privacy, but 

also as the conversations come up today, 

often with elders and communities, and the 

cultural sensitivity around these things.  

 

At the end of the day, the way I would 

summarize it, what we want to accomplish is 

a mechanism to expand the public trust, 

because there’s so much anxiety on the 

public domain today as relates to we hear 

about data breaches every day. I have 

personally seen this up close in Alberta, 

where we had 620,000 patients’ data 

breached by a private clinic group that lead 

to us developing a privacy breach regulation.  

 

I’m saying there’s all these upset issues. How 

can we create the legislation that’s going to 

expand the trust and balance the 

conversation? That would be my comment. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman, 

and thank you for that response. We know 

that there are a number of departments, other 

departments within the Government of 

Nunavut that collect personal health 

information and other private information of 

our citizens, whether it’s Family Services, 

Education, or Justice, and especially related 
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to vulnerable individuals, and that data or 

that information touches on suicide 

prevention, suicide child protection, violence 

against women. I’m wondering how the 

proposed legislation will take into 

consideration those privacy issues collected 

related to personal health information 

collected by other departments such as 

Family Services, again, Justice and 

Education. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Anderson. 

 

Ms. Anderson: Thank you, Mr. Chairman, 

for this question. Yes, there is an incredible 

opportunity in terms of looking at not just the 

health data collected within Department of 

Health for the purposes of clinical delivery, 

but we look at some of the meaningful data 

around social determinants and context, 

whether it’s around housing, Education 

Justice Family Services et cetera. These 

create significant linkable opportunities in 

what we call population health data. 

 

We’re doing that to some extent now, but 

we’re doing it at a macro level through 

organizations like Stats Canada, et cetera. 

But there’s some changing steps that are 

happening across Canada and, in particular, I 

point to for example the Inuit Health Data 

Survey and the emphasis there around 

expanded collection of data. That’s direct 

individual surveys that Stats Canada cannot 

pursue across all the Inuit populations across 

Canada, but we’re getting opportunity for 

granular data that will touch on many of 

those. Those kinds of questions that we can 

then link in, link back into the health data.  

 

From a government standpoint this 

absolutely makes sense that we take 

advantage of those opportunities and create a 

legal, government structure that allows us to 

have meaningful sharing within a trusted 

environment, what I call a data haven, that 
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people need access to that data can use it and 

review it, without having to go through a 

number of legal hurdles to get there. That is 

kind of part of the objective that we see 

going through this process.  

 

It’s not just the constraints of when to say no; 

it is how we get to a more open, more 

shareable but yet a secure context for health 

data plus these linked data sets. Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you. Thank you, Mr. 

Chairman, and thank you, Ms. Anderson, for 

that response. You mentioned some 

initiatives related to collecting health data. I 

know that those baseline studies are really 

important. The trend studies are even more 

important in terms of collecting population 

health data. I wonder what other health 

privacy initiatives the department is currently 

undertaking, whether it’s the research, as you 

mentioned, or anything else. Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Ms. Anderson. 

 

Ms. Anderson: Thank you, Mr. Chairman. 

Health has reconstituted our research 

committee. We just struck that two weeks 

ago. This is a renewal of an older committee 

that has participation across our entire health 

department. I’m involved and others. We 

routinely interact with researchers from all 

parts of Canada, but this is a formal process 

of giving us opportunity to do an engagement 

with NRI, to engage in doing some of the 

research ethics boards reviews, and to have a 

critical discussion about what kinds of 

research and researchers that Nunavut and 

our co-participants are welcoming in.  

 

A lot of this is as shifting sand. I’ll give a 

simple example. Nunavut has applied for a 
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SPOR grant. What’s the acronym -- it is 

specific patient oriented research. Sorry 

about the acronym, but Canadian Institute of 

Health Research, the application has been 

going on for like ten years and it’s just this 

year that Nunavut finally has stepped into a 

five-year grant agreement in this area.  

 

What it means is recognition that there’s a lot 

of research that can happen here in Nunavut. 

It’s not just by parties outside, and that we 

have over time have some significant 

expertise and subject matter experts in a 

number of these areas that are very important 

around suicide prevention, around outbreak 

diseases, around impact of housing as it 

applies to health, et cetera. So these are very 

exciting opportunities and we’re just 

stepping into this realm in a significant way 

now but it’s going to expand the research 

envelope. We see that. Thank you, Mr. 

Chairman. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chairman. 

As former management of research and 

special projects at the Department of Health I 

am happy to hear that that committee has 

been brought back together. 

 

Ms. Anderson referred to NRI, which is 

Nunavut Research Institute, right, institute. 

And that reminded me of some very 

important work that is done to ensure that 

there is protection of people’s privacy, and 

that is through the granting of research 

licences to researchers. There’s a pretty 

stringent process in applying for a research 

licence that includes, very importantly, 

referring back to the community members. 

 

I realize that I’ve been focusing on health 

and I want to just ask one more question now 

for reassurance that it’s still occurring, and 

that Health is aware that there is a need to -- 
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especially because we send so many people 

out of territory for medical travel, what we 

know is that when there is research being 

done in Nunavut there is an application 

process for licensing and some assurance that 

people’s personal private health information 

will be protected.  

 

However, we don’t have any control over 

when we send somebody out of territory and 

their approach to take part in a research 

project. Even though they are our medical 

travellers, they have the right and 

responsibility and opportunity to take part in 

research if they choose to do so. I wonder 

whether or not there is a mechanism in place 

in those service provision agreements with 

the different health care providers that we 

send our medical travellers to, to ensure that 

their privacy is protected, and also 

specifically related to any research projects 

so that they’re not taken advantage of. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Anderson. 

 

 

Ms. Anderson: Thank you. Yes, the one 

point that I would say, a discussion is going 

nationally at this time as around, Mr. 

Chairman, the integration and 

interoperability of our system so that it will 

enable us as we have medical travel to be 

able to capture and integrate data that comes 

through the episodes of care, whether they be 

in Ottawa or Winnipeg or Stanton or 

Edmonton, and recover that data back, so we 

have the security of that data back in our 

clinical information system that then the 

research can happen here.  

 

There’s still the issue of in other jurisdictions 

as they’re doing research. A lot of the 

research ethics boards will require, if there is 

patient-identified information that there’s 

consent by the individual. It doesn’t mean 
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just because somebody had a procedure in an 

Ottawa hospital that their data is vulnerable 

to somebody wanting to do a research project 

without first contacting the family and asking 

for permission to proceed on that. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. I believe Ms. 

Brewster has completed her line of 

questioning on the Department of Health. 

Instead of opening up another topic and 

leaving it unfinished before the end of the 

day, I’m going to make an executive decision 

and I’m going to adjourn the meeting now. 

We’ll see everyone here tomorrow at 10 a.m. 

Thank you. 

 

>>Committee adjourned at 16:48 

 
 


