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Department of Executive and 

Intergovernmental Affairs 

 

>>Committee commenced at 9:00 

 

Chairman (Mr. Hickes): Good morning, 

everyone. I would like to call the committee 

meeting back to order. Before us we have the 

Commissioner of Access to Information and 

Protection of Privacy. I would like to ask Ms. 

Quassa to lead us in prayer, please. 

 

>>Prayer 

 

Chairman: Thank you, Ms. Quassa. Just 

before I go to the first name on my list, Ms. 

Hunt had a response to add to from one of the 

questions from Ms. Killiktee from yesterday. 

Ms. Hunt. 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Ullaakkut, 

everyone. 

 

Yesterday one of the members asked a question 

around privacy training and staffing. It was in 

relation to mental health, and my apologies that 

I misunderstood the question. I have the 

opportunity to provide that response this 

morning. 

 

It would be helpful to share that privacy 

training is provided to all staff in Health, and I 

think what the member was drawing our 

attention to is that part of our reality is that in 

the health care system and in many of our other 

parts of the system that interpretation can be 

required to support patients when they’re 

engaging in health and wellness services, and 

ᑏᓐ ᕕᐅᓪᔅ, ᑐᓴᐅᒪᔪᓕᕆᔨᒻᒪᕆᒃ, ᐃᖏᕐᕋᔪᓕᕆᔨᒃᑯᑦ 

ᐊᐅᓚᔪᓐᓇᐅᑎᓕᕆᔨᒃᑯᓪᓗ ᓄᓇᕗᒻᒥ 

ᒫᒃ ᐅᐃᑦᔮᓂ, ᑐᑭᒧᐊᒃᑎᑦᑎᔨ, ᑐᑭᓯᒋᐊᕈᓐᓇᕐᓂᕐᒧᑦ 

ᓴᐳᔾᔨᓯᒪᓂᕐᒧᓪᓗ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᙱᑦᑐᓂᒃ, 

ᒐᕙᒪᓕᕆᔨᒃᑯᑦ 

 

 

 

 

 
>>ᑲᑎᒪᓯᒋᐊᖅᑐᑦ 9:00 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐅᓪᓛᒃᑯᑦ ᑲᑎᒪᓂᖅ 

ᐱᒋᐊᒃᑲᓐᓂᖁᓕᖅᑕᕋ. ᒥᔅ ᖁᐊᓴ ᑐᔅᓯᐊᕈᔾᔨᑲᐃᓐᓇᕆᑦ.  

 

>>ᑐᒃᓯᐊᖅᑐᖅ 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅ ᖁᐊᓴ. 

ᓯᕗᓪᓕᖅᐹᖅ ᐊᐱᖅᓱᓚᐅᙱᓐᓂᖓᓂ, ᒥᔅ ᕼᐊᓐᑦᒎᖅ 

ᑭᐅᔾᔪᑎᒋᓚᐅᖅᑕᖏᓐᓂ ᐃᓚᒋᐊᖅᓯᒍᑎᔅᓴᖃᕐᖓᑦ. ᒥᔅ 

ᕼᐊᓐᑦ. 

 

ᕼᐊᓐᑦ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᓪᓛᒃᑯᑦ.  

 

ᐃᑉᐸᔅᓴᖅ ᐃᓚᖓ ᑲᑎᒪᔨ ᐊᐱᕆᓚᐅᕐᖓ, 

ᐊᐱᖅᑯᑎᖃᓚᐅᕐᖓᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒥᑦ 

ᐃᓕᓐᓂᐊᑎᑦᑎᓂᕐᒥᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᑦ ᐃᓱᒪᓕᕆᓂᕐᒧᑦ 

ᑐᕌᖓᓚᐅᖅᑐᖅ ᑐᑭᓯᑦᑎᐊᕈᓐᓇᓚᐅᙱᓇᒃᑯᑦ 

ᐊᐱᖅᑯᑎᖓ. ᒫᓐᓇ ᑭᐅᔪᓐᓇᖅᓯᒐᒃᑯᑦ ᐅᓪᓛᖅ.  

 

ᐃᑲᔪᕐᓂᖃᕈᓐᓇᖅᑐᖏᓛᖅ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖅᑲᑕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᖏᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒥᑦ ᑖᓐᓇ 

ᑕᑯᑎᑕᐅᓚᐅᕋᑦᑕ ᑖᔅᓱᒥᖓᐃᓛᒃ. ᑕᐃᒪᐃᓪᓚᕆᒻᒪᑦ ᒫᓐᓇ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᓂᕐᒥᑦ ᐊᓯᖏᓐᓂᓪᓗ 

ᐊᐅᓚᑦᑎᔾᔪᑎᖏᓐᓂ. ᑐᓵᔨᖃᕆᐊᖃᓲᖑᒻᒪᑕ 

ᐋᓐᓂᐊᕕᓕᐊᖅᓯᒪᔪᐃᑦ ᐃᑲᔪᖅᑕᐅᔭᖅᑐᑎᓪᓗᒋᑦ, 

ᐃᑲᔪᖅᑕᐅᒐᓱᑦᑎᓪᓗᒋᑦ ᐱᔨᑦᑎᕋᖅᑕᐅᒐᓱᑦᑎᓪᓗᒋᑦ, ᑕᐃᒪ 

ᐊᒥᓲᓂᖅᓴᐃᑦ ᑐᓴᖃᑦᑕᖅᑯᐃᑦ ᑖᔅᓱᒪ ᐅᖃᐅᓯᕆᔭᖏᓐᓂ 

ᐋᓐᓂᐊᕕᓕᐊᖅᓯᒪᔫᑉ ᑕᐃᒫᓪᓗ 

ᖃᐅᔨᒪᑦᑎᐊᓂᖅᓴᐅᖃᑦᑕᕆᐊᓕᒃ ᑲᙳᓇᖅᑐᖁᑎᖏᑦ 

ᐃᑉᐱᒋᔭᐅᑦᑎᐊᕋᓗᐊᕐᒪᖔᑕ. ᐊᒥᓲᓂᖅᓴᓄᑦ 

ᑐᓴᖅᑕᐅᖃᑦᑕᕐᖓᑕ ᑐᓵᔨᖃᖅᑎᓪᓗᒋᑦ ᑕᐃᒫ ᑕᕝᕙ 

ᖃᐅᔨᒪᑦᑎᐊᕋᓱᖃᑦᑕᖅᑲᕗᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᓄᑦ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒥᑦ ᐃᓕᓐᓂᐊᖅᑎᖃᑦᑕᖅᑕᕗᑦ. ᐊᒻᒪ 

ᐅᖃᐅᓯᖃᖃᑦᑕᖅᑐᑕ ᐅᖃᓕᒫᒐᔅᓴᖏᓐᓂᓪᓗ 

ᐱᑎᑕᐅᕙᑦᑐᑎᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ.  
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so that may mean more people are hearing what 

the individual is sharing or talking about. And 

so that may create more need to ensure the 

safety and privacy of people’s information, 

because more people are hearing about it to 

support the interaction with interpretation. And 

so that’s why we make sure that all of our staff 

take the privacy training. We have ongoing 

discussions and materials that are provided to 

staff. 

 

The second part to the question that I 

understood it as, how are we making sure that 

we’re increasing Inuit in important health care 

roles, and I think specifically, it was in mental 

health. And so, you know, for example, we do a 

lot of training, and we have a very high rate of 

Inuit as part of our paraprofessionals who are 

really embedded and involved in mental health 

and wellness work. The on-the-land programs, 

the collaboration that we have the Nunavut 

Arctic College around nurses, social work, 

personal care assistants, our work with Nunavut 

Tunngavik, around exposing students to 

different areas of the health care field, and 

identifying through our partnership table 

different strategies and opportunities to 

increase training and employment for Inuit in 

health care. 

 

I would note that your point is probably also 

very relevant and important to other disciplines 

that would be sort of considered first 

responders in mental health or wellness, 

whether that’s through the RCMP or social 

workers, you know, teachers, roles like that. So 

thank you so much for that question. Thank 

you. 

Chairman: Thank you, Ms. Hunt. Next name I 

have on my list, Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. Good 

morning. Happy Friday to all. I have a few 

different topics that I would like to touch upon 

today, but first I’d like to begin with the issue 

 

ᐊᒻᒪᓗ ᑐᑭᓯᓚᐅᕐᒥᒐᒃᑯ ᐊᐱᖅᑯᑎᖓ ᖃᓄᕐᓕ 

ᖃᐅᔨᒪᒐᓱᐊᖅᑭᑕ ᐃᓄᐃᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᓂᕐᒥᑦ ᐱᒻᒪᕆᐅᔪᓂᑦ 

ᐊᒥᓱᕈᖅᐸᓪᓕᐊᒐᓗᐊᕐᒪᖔᑦᑕ. ᖃᓄᖅ 

ᐊᒥᓱᕈᖅᐸᓪᓕᐊᒻᒪᖔᑦᑎᒍ ᐃᓱᒪᓕᕆᓂᕐᒥᑦ ᐱᓗᐊᖅᑐᒥᑦ. 

ᐃᓕᓐᓂᐊᑎᑦᑎᕈᓘᔭᕕᐅᑎᑉᐸᑲᑦᑕ ᐊᒥᓱᓂᓪᓗ ᐃᓄᓐᓂᑦ 

ᐊᔪᕈᓐᓃᓴᖅᑕᑎᓐᓂ ᐱᖃᑕᐅᑎᑦᑎᔪᒍᑦ ᐃᓱᒪᓕᕆᓂᕐᒥᑦ 

ᖃᓄᐃᙱᑎᐊᖅᑎᑦᑎᒐᓱᐊᕐᓂᒥᓪᓗ ᐊᒻᒪ 

ᐊᐅᓪᓚᐅᔾᔨᖃᑦᑕᓂᕐᒥᑦ ᑲᑐᔾᔨᖃᑎᖃᖅᑐᑕ ᓄᓇᕗᒻᒥ 

ᓯᓚᑦᑐᖅᓴᕐᕕᒃᑯᓐᓂ. ᐋᓐᓂᐊᓲᖅᑏᑦ, ᐃᓄᓕᕆᔩᑦ, 

ᐸᐸᑦᑎᔩᓪᓗ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᕐᖓᑕ ᐊᒻᒪᓗ ᓄᓇᕗᑦ 

ᑐᙵᕕᒃᑯᓐᓄᓗᑦᑕᐅ ᐃᑲᔪᖅᓯᖅᑕᐅᕙᑦᑐᑎᑦ. 

ᐊᔾᔨᒌᓐᖏᑦᑐᕈᓘᔭᕐᓂᑦ ᐋᓐᓂᐊᖃᕐᓇᙱᑦᑐᓕᕆᓂᕐᒥᑦ 

ᐃᖅᑲᓇᐃᔮᖅᑖᕋᓱᑦᑐᓕᕆᓪᓗᑎᑦ ᐊᔾᔨᒌᓐᖏᑦᑐᓂᒃ 

ᐸᕐᓇᐅᑎᖃᐅᕈᓘᔭᖅᐸᑭᓪᓗᑕᑦᑕᐅᖅ ᐱᕕᖃᖅᑎᑦᑎᓪᓗᑕ 

ᐃᓄᓐᓂᑦ, ᐃᓄᐃᑦ ᐃᓕᓐᓂᐊᕕᔅᓴᖏᓐᓂ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᓂᕐᒥᑦ.  

 

ᑕᒪᓐᓇ ᐊᓯᖏᑦᑕᐅ ᐃᖅᑲᓇᐃᔮᓖᑦ ᐅᐸᔅᓯᖅᑳᕆᐊᖃᓲᑦ 

ᐋᓐᓂᐊᖅᓯᒪᔪᓂᒃ ᐸᓖᓯᒃᑯᓗᑦᑕᐅ, ᐃᓄᓕᕆᔨᒃᑯᓪᓗ 

ᐅᐸᒍᑎᖅᑳᕆᐊᖃᓲᑦ ᐃᓕᓴᐃᔩᓪᓗ. ᑕᒪᒃᑯᐊ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖅᑐᐃᑦ. ᖁᔭᓐᓇᒦᒃ, ᑕᐃᒫᒃ 

ᐊᐱᕆᕋᑖᕋᕕᑦ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑭᖑᓪᓕᐅᓕᕐᒥᔪᖅ 

ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᓪᓛᒃᑯᑦ. ᐅᓪᓗᑐᐃᓐᓇᖃᑦᑎᐊᕆᔅᓯ. ᐊᑕᐅᓯᐅᙱᑦᑐᒥᑦ 

ᐊᐱᖅᑯᑎᖃᕈᒪᓂᐊᕋᒪ ᒫᓐᓇ ᐱᒋᐊᖅᑳᕐᓗᖓ 

ᖃᕋᓴᐅᔭᓕᕆᓂᕐᒥᑦ ᐃᒻᒥᓂᒃ ᐊᐅᓚᐸᓗᓲᓂᒃ.  

 

ᐊᕐᕌᓂ ᑕᐃᒪ ᐅᓂᒃᑳᖃᔪᒐᕕᑦ ᖃᓄᖅ ᓴᙱᔫᓂᖓᓂ 

ᐊᑑᑎᖃᕈᓐᓇᕐᓂᖓᓂ 

ᐱᓕᕆᒃᑲᓐᓂᖅᑎᑦᑎᒍᓐᓇᕐᓂᕆᔭᖏᓐᓂᓪᓗ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓂ ᓱᒃᑲᓕᖅᓴᐅᓪᓗᑎᑦ. 

ᐅᓗᕆᐊᓇᕐᓂᖏᓐᓂᑦᑕᐅ ᐅᖃᐅᓯᖃᔪᒻᒥᒐᕕᑦ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᑭᓯᐅᒪᔾᔪᑏᑦ ᐱᓪᓗᒋᑦ. 

ᐊᐱᕆᒍᒪᔪᖓ, ᑕᕝᕙᓂ ᐱᒋᐊᓕᕋᑖᖅᑐᔅᓯᐅᑎᖏᓐᓂ 

ᐅᖃᐅᓯᓐᓂ ᖃᕋᓴᐅᔭᐃᑦ ᑕᐃᒪᐃᑦᑐᐃᒡᒎᖅ 

ᓴᖅᑭᑲᓪᓚᔅᓯᒪᔪᐊᓘᓕᕐᖓᑕ ᑕᕐᕆᔮᒥᑎᑑᕐᔫᔮᖅᑐᖅ. 

ᐊᕐᕌᓂᑦᑕᐅ ᐅᖃᔪᒻᒥᒐᕕᑦ ᑲᑎᒪᔭᖅᑐᕋᐃᒐᕕᒡᒎ 

ᓇᒧᑐᐃᓐᓇᖅ ᑲᑎᒪᕐᔪᐊᕆᐊᖅᑐᕋᐃᒐᕕᑦ ᑖᔅᓱᒥᖓᑐᐊ 

ᐅᖃᐅᓯᖃᖃᑦᑕᓕᕐᓂᕐᖓᑕ.  
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or topic of artificial intelligence, and my first 

question will be for the commissioner. 

 

Last year, you had described the power and 

benefit of an increased productivity AI can 

contribute to the public sector, but you also 

described some of the risks associated when it 

comes to privacy and information. So I’d like 

to ask: In the introductory message in your 

annual report, you state that artificial 

intelligence has burst onto the scene in ways 

that seem like science fiction, and last year you 

stated that when you go to conferences or meet 

with colleagues, it seems to be what everybody 

is discussing. 

 

I was wondering if you would be able to 

highlight some of the risks associated with AI, 

utilization of artificial intelligence in the public 

sector, and more specifically what 

developments in this area you have observed 

over the last year. Thank you, Chair. 

 

Chairman: Thank you. Commissioner Steele. 

 

Mr. Steele: Thank you, Mr. Chair. Artificial 

intelligence is a very big and important topic. 

I’m just going to restrict my comments to my 

area that I work in, which is access to 

information and protection of privacy. Now, 

when I arrived in Nunavut in 2021, nobody was 

talking about artificial intelligence. Now, in 

2025, when I go to a conference or I look at 

material online, it’s all anybody is talking 

about. It’s everywhere. 

 

And that’s really the first risk that I’ll idea in 

response to the member’s question is that so 

much is happening so fast that it’s hard for 

people to keep up with it. 

 

 

So we can be certain that employees of the 

Government of Nunavut are using artificial 

intelligence tools, right now, today. The 

problem is I’m not sure that we actually know 

ᐅᖃᐅᓯᖃᕆᐊᕈᓐᓇᖅᑭᑦ ᐊᑦᑕᓇᕈᓐᓇᕐᓂᖏᓐᓂᒃ. 

ᖃᕋᓴᐅᔭᓂᑦ ᑕᐃᒫᒃ ᐃᒻᒥᓂᒃ ᐊᐅᓚᓲᓂᒃ ᐊᑐᖃᑦᑕᕐᓂᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑲᑦ ᖃᓄᖅ 

ᐅᓗᕆᐊᓇᕈᑎᖃᕐᒪᖔᑕ. ᐃᕝᕕᑦ ᑕᑯᓯᒪᔭᑎᑦ ᒪᓕᓪᓗᒋᑦ 

ᐊᕐᕌᒎᓯᒪᔪᒥᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖃᕋᓴᐅᔭᐃᑦ ᐃᒻᒥᓂᒃ ᐊᐅᓚᓲᑦ ᐱᒻᒪᕆᐊᓘᓪᓗᓂ 

ᐅᖃᐅᓯᐅᖃᑦᑕᖅᑐᖅ. ᐅᖃᐅᓯᑲ ᐅᕙᖓ 

ᐱᓕᕆᐊᖏᓐᓄᑐᐊᖅ ᐊᑦᑐᖃᓂᖃᕐᓂᖓ 

ᐅᖃᐅᓯᕆᓂᐊᕋᒃᑯ. ᓴᐳᒻᒥᑦᑎᒐᓱᓐᓂᕐᒥᑦ 

ᑲᙳᓇᖅᑐᖁᑎᐅᔪᓂᑦ. ᓄᓇᕗᒻᒧ ᑎᑭᒃᑲᒪ 2021−ᒥ 

ᐅᖃᐅᓯᖃᖃᑦᑕᓚᐅᙱᑦᑐᑦ ᖃᕋᓴᐅᔭᓂᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ. 

ᒫᓐᓇᓕ 2025−ᒥ ᑲᑎᒪᔾᔪᐊᕆᐊᖅᑐᕋᐃᒐᒪ ᐅᕝᕙᓘᓐᓃᑦ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᐅᖃᓕᒫᕋᐃᒐᒪ ᐅᖃᓰᑦ ᑭᒃᑯᓕᒫᕌᓘᔭᖅᑐᓄᑦ 

ᐅᖃᐅᓯᖃᑦᑕᓕᕐᖓᑦ.  

 

ᑕᕝᕙ ᑖᓐᓇ ᐅᓗᕆᐊᓇᕈᑎᒋᑦᑕᐅᑎᒋᕚ 

ᐱᕙᓪᓕᐊᔪᕕᔾᔪᐊᕌᓘᒻᒪᑕ ᓱᑲᑦᑐᐊᓗᒻᒥᑦ ᑭᒃᑯᑐᐃᓐᓇᐃᓪᓗ 

ᐊᖑᒻᒪᑎᒍᓐᓇᐃᓕᓯᒪᒻᒪᑕ ᑭᓯᐊᓂ ᖃᐅᔨᒪᓪᓚᕆᑦᑐᒍᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᖓᓂ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ 

ᐊᑐᖃᑦᑕᓕᕆᕐᖓᑕ. ᒫᓐᓇ ᖃᕋᓴᐅᔭᓂᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ. 

ᐅᓪᓗᒥ ᑭᓯᐊᓂᓕ ᑭᒃᑯᓪᓗ ᖃᓄᕐᓗ ᐊᑐᖅᑕᐅᕙᒻᒪᖔᑕ 

ᖃᐅᔨᒪᔭᐅᕙᓪᓚᐃᖏᑦᑐᑦ.  

 

ᐊᒻᒪᑦᑕᐅ ᖃᐅᔨᒪᒍᒪᓲᖑᒻᒥᒐᒪ ᖃᓄᐃᓕᐅᖃᑦᑕᓕᖅᑲᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᖏᑕ ᐃᓗᐊᓂ ᐊᑐᐊᒐᓕᐅᖅᑐᖃᖅᑲᓘᓐᓃᑦ 

ᐆᑦᑑᑎᒋᓗᒍ ᐋᓐᑎᐅᕆᔪ ᒐᕙᒪᖓ, ᐊᑐᐊᒐᓕᐅᖁᔨᓯᒪᔪᖅ 

ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᖅᑎᓕᒫᖏᓐᓄᑦ ᐋᓐᑎᐅᕆᔪᒥ. 

ᐱᑦᑎᐊᓂᒃᑯᑦ ᐊᑐᖃᑦᑕᖁᔭᐅᓗᑎᑦ ᖃᕋᓴᐅᔭᓂᑦ 

ᐃᒻᒥᒃᑰᖅᑐᓂᑦ ᖃᖓᒃᑯᑦ ᐊᑐᖅᑕᐅᒋᐊᖃᕐᒪᖔᑕ 

ᐊᑐᖅᑕᐅᒋᐊᖃᙱᒪᖔᑕᓗ ᖃᓄᕐᓗ 

ᐊᑐᖅᑕᐅᒋᐊᖃᕐᒪᖔᑕ ᑐᓴᐅᒪᙱᓐᓇᒪᓕ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᒪᓕᑦᑕᐅᒋᐊᓕᓐᓂᑦ ᓴᖅᑭᖅᓯᔪᖃᖅᓯᒪᒋᐊᖓ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓂ. ᖃᐅᔨᒪᔪᖓ ᐊᑐᖅᑕᐅᖃᑦᑕᓕᕇᕐᖓᑦ 

ᑐᑭᒧᐊᒍᑎᔅᓴᖃᕋᑎᑦ. ᑐᑭᒧᐊᒍᑎᔅᓴᓕᐅᖅᑕᐅᔭᕆᐊᓖᑦ.  

 

ᐊᒻᒪᑦᑕᐅ ᐅᓗᕆᐊᓇᕈᓐᓇᕐᒥᔪᖅ ᖃᐅᔨᒪᔭᕋ 

ᓄᑖᕕᔾᔪᐊᕌᓘᒻᒪᑦ ᐱᕙᓪᓕᐊᓴᕋᐃᔅᓯᒪᓪᓗᓂ. ᐊᒥᓱᐊᓗᐃᑦ 

ᐊᑐᖃᑦᑕᖅᑐᐃᑦ ᑐᑭᓯᑦᑎᐊᕐᓇᑎᑦ ᖃᓄᖅ 

ᐊᐅᓚᓲᖑᒻᒪᖔᑕ ᑕᕝᕘᓇ ᐅᓗᕆᐊᓇᕈᑎᖃᖅᑯᖅ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᓈᒻᒪᖏᑦᑐᒃᑯᑦ 

ᐊᑐᖃᑦᑕᕐᓂᐊᕐᖓᑕ ᐱᑦᑎᐊᖏᓐᓂᒃᑯᑦ 

ᐊᑐᖃᑦᑕᓂᐊᕐᖓᑕ. ᖃᐅᔾᔨᐊᓚᓚᐅᕋᑎᒃ ᑕᐃᒫᑦᑕᐅ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓇᖏᓐᓂ ᑲᙳᓇᖅᑑᒋᐊᓕᓐᓂᑦ 
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how: Who is using them, how they’re using 

them. 

 

So one of the things that I’m interested in, 

Member, is what’s happening inside the 

Government of Nunavut in terms of, like, 

policy development. To give an example, the 

Government of Ontario has issued policy 

guidance to the entire public service of Ontario 

about the ethical use of artificial intelligence, 

when it should be used, when it should not be 

used, how it should be used, and so on and so 

on. And I’m not aware of any public guidance 

having been issued by the Government of 

Nunavut, and I would say that because we can 

know for sure that it’s already being used 

without guidance, that we need to get that 

guidance out there. 

 

So another risk that I’ll identify is that because 

this is so new and has developed so fast, a lot of 

people are just using it without really 

understanding how it works. And so there’s a 

risk that employees of the Government of 

Nunavut will use it in wrong ways, that they’ll 

use it in unethical ways, that they won’t realize, 

for example, that when they are using it, they’re 

also giving up access to all of their information 

which should be confidential, but some of these 

artificial intelligence tools use an enormous 

amount of information in order to do their 

work, and so part of the deal is if you use our 

system, you agree that we get access to all of 

your information. 

 

I could go on for a long time about this, but I 

want to emphasize, Mr. Chair, just as I did last 

year that I’m not saying that artificial 

intelligence is a bad thing. It’s a wonderful 

thing. It’s happening. We all have to learn how 

to work with it. Especially in a government like 

this one, which is often short staffed, where 

there is a lot of turnover, there’s a real 

opportunity, I think, to use artificial intelligence 

to get better decisions faster by using artificial 

intelligence, but we desperately need some 

ᓴᖅᑭᔅᓯᓚᕿᖃᑦᑕᕐᓂᐊᕐᖓᑕ ᐊᒻᒪᑦᑕᐅ ᐊᒥᓱᕐᔪᐊᕌᓗᓐᓂᑦ 

ᖃᐅᔨᒪᔭᕆᐊᖃᓲᖑᒻᒪᑕ ᐃᖅᑲᓇᐃᔭᖅᑐᑎᑦ. ᐊᒻᒪ 

ᐃᖅᑲᓇᐃᔭᓕᕋᐃᒻᒪᑕ ᑕᑯᔪᓐᓇᖅᑐᐅᓲᖑᒻᒪᑕ 

ᑭᓱᓕᕈᓘᔮᓗᑐᐃᓐᓇᕐᓂᑦ ᑲᙳᓇᖅᑐᖁᑎᐅᔪᓂᑦ.  

 

ᐅᖃᓪᓚᕆᒍᒪᔪᖓᓕ ᐃᒃᓯᕙᐅᑖᖅ, ᐊᕐᕌᓂ 

ᑕᐃᒪᐃᓕᔪᒻᒥᒐᒪ ᐅᖃᙱᑦᑐᖓ ᖃᕋᓴᐅᔭᐃᑦ ᑕᐃᒪᐃᑦᑐᑦ 

ᐱᐅᙱᑦᑑᓂᕋᕐᓗᒋᑦ, ᐱᐅᔪᐊᓗᐃᑦ ᑭᓯᐊᓂ 

ᐃᓕᒋᐊᖃᖅᑐᒍᑦ ᖃᓄᖅ ᐊᑐᑦᑎᐊᕈᓐᓇᕐᒪᖔᑦᑎᒍ 

ᐱᓗᐊᖅᑐᒥᑦ ᐆᒧᖓ ᒐᕙᒪᐅᑉ ᐊᔾᔨᖏᓐᓄᑦ. 

ᐃᖅᑲᓇᐃᔭᖅᑎᖓ ᐊᓯᔾᔨᖅᑕᕈᓘᔭᖃᑦᑕᑎᓪᓗᒋᑦ ᑕᕝᕘᓇ 

ᐊᑐᖅᑕᐅᒍᓐᓇᐸᓪᓚᐃᒻᒪᑕ 

ᐃᓱᒪᑖᖅᓴᕋᐃᓐᓂᖅᓴᐅᒍᑕᐅᖃᑦᑕᕐᓗᑎᑦ ᖃᕋᓴᐅᔭᐃᑦ 

ᑕᐃᒪᐃᑦᑐᐃᑦ. ᑭᓯᐊᓂ ᑐᑭᒧᐊᒍᑎᔅᓴᖃᓪᓚᕆᑦᑐᐃᑦ 

ᐊᑐᐊᒐᖃᕆᐊᖃᓪᓚᕆᑦᑐᑦ ᖃᓄᖅ 

ᐊᑐᖅᑕᐅᑦᑎᐊᕆᐊᖃᕐᒪᖔᑕ ᐱᑦᑎᐊᓂᒃᑯᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᑭᐅᒐᕕᙵ ᑕᐃᒫᒃ 

ᑲᒥᓴᓈ. ᐊᐱᕆᒍᒪᔪᖓ ᑕᐃᒪ ᖃᓄᑎᒋᓪᓕ ᐃᕝᕕᑦ 

ᓇᒻᒥᓂᖅ ᐊᑐᖃᑦᑕᖅᑭᑦ ᖃᕋᓴᐅᔭᓂᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᐃᖅᑲᓇᐃᔮᓐᓂᑦ? ᐊᒻᒪᓗ ᑲᑎᒪᕐᔪᐊᕆᐊᕋᐃᒐᔅᓯ. 

ᐊᓯᖏᑦᑕᐅ ᑲᙳᓇᖅᑐᓕᕆᔩᑦ ᑲᒥᓴᓇᐃᑦ 

ᐅᖃᐅᓯᖃᖃᑦᑕᕆᕙᑦ ᖃᓄᖅ ᖃᕋᓴᐅᔭᐃᑦ ᐃᒻᒥᒃᑰᖅᑐᐃᑦ 

ᑕᑯᔪᒪᔾᔪᑎᐅᔪᓂᒃ ᑲᙳᓇᖅᑐᓂᑦ 

ᓱᒃᑲᓕᖅᓴᐅᑎᑦᑎᒍᓐᓇᕐᒪᖔᑕ.  

 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᕆᓂᕐᒥᑦ ᐅᖃᐅᓯᖃᓚᐅᕐᒥᒐᕕᑦ, 

ᑐᔅᓯᕋᖃᑦᑕᕐᓂᕋᐃᓚᐅᕋᕕᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᑎᑎᕋᕈᑎᐅᓯᒪᓂᓕᒫᖏᓐᓂᒃ 500-ᓂᑦ 

ᒪᑉᐱᒐᖃᕈᓐᓇᖅᑐᑎᑦ. ᐊᐃᑉᐸᖓᓕ ᐊᐱᖅᑯᑎᒪ, 

ᐊᓯᖏᓪᓕ ᒐᕙᒪᖃᕐᕕᐅᔪᑦ ᐊᑐᖃᑦᑕᕆᕙᑦ ᖃᕋᓴᐅᔭᓂᑦ 

ᐃᒻᒥᒃᑰᖅᑐᓂᑦ? ᓱᒃᑲᓕᓂᖅᓴᐅᑎᑦᑎᒐᓱᐊᖅᑐᑎᑦ 

ᕿᒥᕐᕈᓂᖏᓐᓂ ᑲᙳᓇᖅᑐᕈᓘᔭᕐᓂᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᒥᓴᓇ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᓯᕗᓪᓕᖅᐹᖅ ᐊᐱᖅᑯᑎᒋᕋᑖᖅᑕᖓ ᖃᓄᖅ 

ᐊᑐᖅᐸᒻᒪᖔᒃᑯ. ᑭᐅᔾᔪᑎᒐ, ᐊᑐᖅᐸᖏᑦᑐᖓ 

ᑕᐃᒪᐃᑦᑐᓂᑦ ᖃᕋᓴᐅᔭᓂᑦ ᐃᖅᑲᓇᐃᔮᓐᓂᑦ, ᒪᕐᕉᓐᓂᒃ 

ᐱᔾᔪᑎᖃᖅᑐᖓ. ᓯᕗᓪᓕᖅ, ᖃᐅᔨᒪᑦᑎᐊᕆᐊᖃᓲᖑᒐᒪ 

ᑐᑭᓯᒐᓗᐊᕐᒪᖔᕐᒪ ᐊᑐᓚᐅᙱᓂᕐᓂ, ᑐᑭᓯᖅᑳᕈᒪᓲᖑᒐᒪ 

ᖃᐅᔨᒪᑦᑎᐊᖅᑳᕋᓱᓕᓲᖑᒐᒪ ᖃᕋᓴᐅᔭᓂᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ 
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guidelines about how to use it properly and 

ethically. Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Lightstone. 

 

Mr. Lightstone: Thank you for that response, 

Commissioner. I would like to ask to what 

extent do you utilize artificial intelligence tools 

in your work; and secondly, during your 

conferences, have other privacy commissioners 

talked about how AI, artificial intelligence, can 

be used to expedite ATIPP requests. 

 

Yesterday when we were talking about labour 

relations issues and disgruntled individuals 

requesting emails, all emails that contain their 

name and that could lead to 500 pages of 

information to read through to redact, the 

second part of the question is can or do other 

jurisdictions utilize AI to expedite the process 

of reviewing sensitive information. Thank you, 

Chair. 

 

Chairman: Commissioner Steele. 

 

Mr. Steele: Mr. Chair, the first part of the 

question was how do I use it. The answer is no, 

I do not use artificial intelligence in my work, 

and there’s two reasons for that. One is that I 

need to be sure myself that I understand how it 

works before I use it. So, for example, I need to 

make sure that if I’m using an artificial 

intelligence tool that it’s not unknown to me 

sucking up all the confidential information that 

I hold in my computer system, in my 

information technology. I need to make sure 

that if I’m using it, I understand exactly what it 

is that the company is getting in return. And I 

don’t understand that yet, so I haven’t used it at 

all in any way in my work yet. 

The other reason, though, frankly, is that 

Nunavut is a very small jurisdiction. My office 

is a one-person office. It is me, and it is nobody 

else. Last year, I had 107 files, okay, and in the 

report we have in front of us, I had 61. So it’s a 

small jurisdiction, population-wise. The 

ᐊᑐᕐᓂᐊᕈᒪ. ᖃᐅᔨᒪᙱᑕᓐᓂᑦ ᑲᙳᓇᖅᑐᖁᑎᐊᓗᓐᓂᑦ 

ᓴᖅᑭᖅᓯᖃᓯᐅᔾᔨᓂᐊᙱᒃᑲᓗᐊᕐᒪᖔᑕ ᐅᕙᖓ 

ᖃᕋᓴᐅᔭᖏᑦᑕ ᐃᓗᓕᖏᓐᓂ 

ᐊᑐᕐᓂᓗᖃᑦᑕᕐᓂᐊᖏᒃᑲᓗᐊᕐᒪᖔᑦᑕ ᑕᐃᒫᓪᓗ 

ᑐᑭᓯᑦᑎᐊᓪᓚᕆᓚᐅᕐᓗᖓ ᑭᓯᐊᓂ ᖃᓄᖅ ᐊᐅᓚᕐᒪᖔᖅ 

ᐊᑐᕈᒪᒐᔭᖅᑕᕋ. ᐊᑐᖅᓯᒪᙱᑕᕋ ᓱᓕ ᐅᕙᖓ 

ᐃᖅᑲᓇᐃᔮᖓᓂ ᖃᓄᓕᒫᖅ.  

ᐊᐃᑉᐹᑦᑕᐅ ᐱᔾᔪᑎ, ᓄᓇᕗᓄᑯᐊ ᐃᓅᓴᒻᒪᑕ, 

ᒐᕙᒪᖃᕐᕕᐅᓪᓗᑎᑦ ᐊᓪᓚᕕᖓ ᐃᓄᑐᐊᕐᒥᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒃ ᐅᕙᓐᓂᑦ, ᐊᓯᖃᕐᓇᖓᓗ. ᐊᕐᕌᓂ 

107−ᓂᑦ ᐃᑲᔪᒐᖃᔪᔪᖓ ᐅᓂᒃᑳᓕᐊᒥᓂᕐᓂᑦ 

61−ᓚᔫᒐᓗᐊᑦ. ᑖᒃᑯᐊᖏᓛᒃ ᐃᓄᒋᐊᓗᐊᙱᑦᑎᐊᕐᖓᑕ 

ᓄᓇᕗᓕᒫᖅ ᑕᑯᓐᓈᖅᑐᒍ. ᒫᓐᓇ 

ᐊᑐᕆᐊᖃᕐᓂᖃᙱᑦᑐᖓ ᑕᐃᒪᐃᑦᑐᓂᑦ ᖃᕋᓴᐅᔭᓂᑦ 

ᐃᖅᑲᓇᐃᔭᕈᓐᓇᕋᒪ ᐊᑐᙱᑦᑎᐊᕐᓗᒋᑦ ᑕᐃᒃᑯᐊ.  

 

ᑭᐅᓗᒍᓕ ᐊᐱᖅᑯᑎᖓᑕ ᐊᐃᑉᐹ. ᐄ’, ᐃᓚᖏᑦ 

ᑲᒥᓴᓇᐅᖃᑎᒃᑲ ᑲᓇᑕᒥ ᐊᑐᓪᓚᕆᙱᑦᑑᒐᓗᐊᑦ ᓱᓕ 

ᑖᒃᑯᓂᖓ ᖃᕋᓴᐅᔭᕐᓂᑦ ᑭᓯᐊᓂ ᐊᑐᕆᐊᔅᓵᖅᑐᐃᑦ. 

ᐱᓗᐊᖅᑐᒥᑦ ᐃᓄᒋᐊᕌᓗᓐᓂᑦ ᑲᒪᖃᑦᑕᖅᑐᐃᑦ 

ᑐᔅᓯᕋᐅᑎᓂᑦ. ᐆᑦᑑᑎᒋᓗᒋ, ᒐᕙᒪᑐᖃᒃᑯᑦ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᖓ 10,000-

ᓴᒐᓚᒻᒪᕆᐊᓗᓐᓂᑦ ᑐᔅᓯᕋᐅᑎᓂᑦ ᑲᒪᖃᑦᑕᖅᑐᑦ 

ᐊᕐᕌᒍᑕᒫᑦ. ᐅᑕᖅᑯᔪᖁᑎᒐᓚᓕᐊᓘᓪᓗᑎᓪᓗ 

ᐃᑲᔪᖅᑕᐅᒋᐊᓕᓐᓂᑦ. ᐃᓚᖏᑦ ᐊᕐᕌᒍᒐᓚᒻᒪᕆᑉᐸᑦᑐᐃᑦ 

ᐅᑕᖅᑭᔭᖏᑦ. ᐊᒻᒪᓗ ᐃᓱᒪᖅᓴᖅᓯᐅᖅᑐᐃᑦ ᖃᓄᖅ 

ᐊᑐᕈᓐᓇᕐᓂᐊᕐᒪᖔᑕ ᖃᕋᓴᐅᔭᕐᓂᑦ ᐃᒻᒥᒃᑰᖅᑐᓂᑦ 

ᐃᖅᑲᓇᐃᔮᖏᓐᓂ ᐅᑕᖅᑭᔪᖁᑎᐊᓗᖏᓐᓂᓪᓗ 

ᐊᙳᑎᒐᓱᐊᕐᓗᑎᑦ.  

 

ᑕᐃᒪ ᓯᕗᓂᒃᓴᑎᓐᓂ ᓇᒧᙵᐸᓪᓕᐊᓂᐊᕐᓂᖓᓄᑦ 

ᒪᕐᕈᐃᓕᖓᒐᓗᐊᖅᑐᖅᑲᐃ ᐊᑑᑎᖃᕋᔭᕐᓂᖓ. ᓯᕗᓪᓕᖅ 

ᐃᓱᒻᒥᖅᑕᐅᖁᔭᐃᑦ ᐆᑦᑑᑎᒋᓗᒋᑦ ᑐᑦᓯᕋᖅᑐᖃᖅᐸᑦ 

ᑐᓴᕋᔅᓴᒥᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ ᖃᔨᐅᒪᔾᔪᑎᐅᔪᓐᓇᖅᑐᑦ 

ᑐᓴᕋᔅᓴᐅᔪᓐᓇᖅᑐᑦ ᕿᒥᕐᕈᔭᐅᓗᑎᑦ ᓇᕐᕚᖅᑕᐅᓗᑎᓪᓗ 

ᑭᑐᓪᓗ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᙱᑦᑐᑦ ᓯᐊᕐᒪᕆᐊᖃᙱᑦᑐᑦ 

ᐲᕐᓗᒋᑦ. ᑕᒪᒃᑯᐊ ᖃᕆᑕᐅᔭᐃᓐᓇᒃᑯᑦ 

ᑲᒪᒋᔭᐅᔪᓐᓇᖅᓯᒻᒪᕆᒡᓗᑎᒃ. ᐃᒫᒃ ᐅᓄᕐᓂᖅᓴᐃᑦ 

ᑲᒪᒋᔭᐅᔪᓐᓇᓕᕐᓗᑎᒃ ᐱᐅᓂᖅᓴᐅᓗᑎᒃ, 

ᓱᒃᑲᓕᓂᖅᓴᐅᓗᑎᓪᓗ ᖃᕆᑕᐅᔭᑎᒍᑦ.  

 

ᑭᖑᓪᓕᖅᐹᖓᓪᓗ ᐊᑐᖅᑕᐅᔪᓐᓇᕐᓂᖓ 

ᐃᓱᒪᓕᐅᖅᐸᒍᓯᓐᓄᑦ, ᑲᙳᓇᖅᑐᓕᕆᓂᖅ 

ᓇᒻᒥᓂᕈᑎᖃᖅᑐᓂᑦ ᐊᑐᖅᑕᐅᕙᓕᕇᖅᑐᖅ ᑎᒥᖁᑎᐅᔪᓂ 

ᓲᕐᓗ ᐃᓱᒪᓕᐅᕆᐊᖃᕌᖓᑕ ᐅᓄᖅᑐᓂᒃ ᑕᒪᒃᑯᐊ 

ᓂᐅᕕᖅᐸᑦᑐᑦ ᐅᓐᓂᕐᓗᕌᖓᑕᓘᓐᓃᑦ ᑭᑑᑉᐸᓘᓐᓃᑦ. ᐄ’, 
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numbers are low. There’s no need for me, at the 

moment, to use artificial intelligence because I 

can do my work perfectly well without it and 

have been. 

 

But in answer to the second part of your 

question, Member, yes, some of my 

counterparts across Canada, none of them are 

using it yet, but they’re thinking about it, 

especially the large jurisdictions that are 

dealing with very high volumes of requests. 

And so, for example, the federal information 

commissioner is dealing with tens of thousands 

of requests every year. They have a very large 

backlog of cases where they’re looking at cases 

that are years old because they’ve just been 

overwhelmed by the number of cases, and they 

are thinking about how they can use artificial 

intelligence to help them work their way 

through their backlog better than they have 

been able to do up until now. 

 

Where this is almost surely going in the future, 

Member, there’s two main ways that it would 

be useful in the work that I do. One is that 

exactly as you suggested is that when 

somebody puts in a request, it’s actually the 

artificial intelligence that finds the relevant 

documents and then sorts through them and 

then redacts them, to use the fancy word, for 

blacking out things that must remain 

confidential. It’s not hard to foresee that 

eventually that will all be done by a machine. 

And honestly, that’s probably a good thing. 

We’ll be able to do more, better and faster if we 

use a machine that way. 

 

The last way that I can foresee it being used is 

actually writing decisions. Now, in the private 

sector, it’s already being used for that purpose. 

For any organization that needs to make a very 

large number of decisions about oh, I don’t 

know, customer complaints or eligibility for 

some rebate or whatever it may be, it’s just 

natural that you use a machine to do that which 

ᖃᕆᑕᐅᔭᖅ ᐊᑐᕈᒥᓇᕋᔭᙳᐊᕐᒪᑦ ᓱᒃᑲᓕᓂᖅᓴᐅᔪᓐᓇᕐᒪᑦ 

ᐃᓅᑉ ᓴᓂᐊᓂ ᕋᕆᑕᐅᔭᖅ.  

 

ᒫᓐᓇᐅᔪᖅ ᒐᕙᒪᒃᑯᑦ ᕿᒥᕐᕈᕙᓪᓕᐊᓕᕐᒪᑕ 

ᐱᓇᔪᔾᔪᓯᐅᒍᓐᓇᖅᑐᓂᒃ ᐊᒥᓱᓂᒃ ᐱᔾᔪᑎᖃᐅᖅᓱᑎᒃ. 

ᐅᖃᐅᓯᖃᕈᑦᑕ ᓲᕐᓗ ᐃᓄᓪᓚᑦᑖᒧᑦ ᑲᒪᒋᔭᐅᙱᑦᑐᒥᒃ 

ᖃᕆᑕᐅᔭᒃᑯᑦ ᐃᓱᒪᓕᐅᕈᓯᐅᒍᓐᓇᖅᑐᖅ 

ᐃᓅᓯᓕᕆᓂᕐᒨᑉᐸᑦ ᑮᓇᐅᔾᔭᔅᓵᒧᓪᓘᓐᓃᑦ ᐃᒻᒪᖄ ᑖᓐᓇ 

ᖃᕆᑕᐅᔭᖅ ᐃᓱᒪᓕᐅᓕᕋᔭᕐᒪᑦ. 

 

ᖃᐅᔨᒪᙱᓚᖓ ᓱᓕ ᒐᕙᒪ ᐃᓱᒪᓕᐅᕈᑎᖃᖅᐸᑦᑐᒥᒃ 

ᖃᕆᑕᐅᔭᕐᒥᓂᒃ ᑭᓯᐊᓂ ᑕᐃᑲᑦᓯᐊᖑᔮᓕᖅᑑᒐᓗᐊᖅ 

ᐊᑐᖅᑕᐅᓪᓚᕆᓕᓛᕐᓂᖓ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᑲᒥᓴᓇ. 

ᐊᐱᖅᑯᑎᒋᓂᐊᓕᕐᒥᔭᕋ ᑖᒃᑯᓄᖓ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓄᑦ 

ᐊᕐᕌᓂ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐅᓂᒃᑳᕆᔭᑦᑎᓐᓄᑦ ᑭᐅᔪᒻᒪᑕ 

ᑖᒃᑯᐊ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐱᓇᓱᖃᑎᖃᖅᐸᒻᒪᑕ 

ᑐᓴᖅᑐᓕᕆᓂᒃᑯᓐᓂᒃ ᐊᑐᐊᒐᑦᓴᓄᑦ. ᑐᑭᓯᓇᖅᖢᓂ 

ᐊᑐᖅᐸᓪᓕᐊᒐᔭᕐᓂᖓᓂᒃ ᖃᕆᑕᐅᔭᕐᓂᒃ 

ᐱᓇᓱᔾᔪᓯᐅᒍᓐᓇᓕᖅᑐᓂᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓂ. ᒫᓐᓇᒧᑦ 

ᑎᑭᑦᑐᒍ ᖃᓄᐃᓕᖓᓕᖅᐸᓪᓕ ᑕᒪᓐᓇ 

ᐱᓕᕆᐊᖑᕙᓪᓕᐊᓯᒪᓂᖓ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᐅᑉᓛᒃᑯᑦ, ᖁᔭᓐᓇᒦᓪᓗ ᐊᐱᕆᒻᒪᑦ. 

ᐅᖃᖅᑕᐅᖅᑲᐅᒻᒪᑦ ᖃᕆᑕᐅᔭᒃᑯᑦ ᐱᓇᓱᔾᔪᓯᖅ 

ᐊᓯᔾᔩᕈᑎᐅᕙᓪᓕᐊᓕᕐᒪᑦ ᐊᑑᑎᖃᑦᓯᐊᕈᓐᓇᖅᖢᓂᓗ. 

ᐊᑐᖅᑕᐅᕙᓐᓂᖓ ᓄᓇᕗᒻᒥ ᐊᔾᔨᐅᙱᑦᑐᒥᒃ 

ᐱᓂᖃᕐᒥᒻᒪᑦ. ᐊᑐᓗᐊᕈᓐᓇᙱᒻᒥᒐᑦᑎᒍᑦ ᖃᓪᓗᓈᓃᑦᑐᖅ 

ᖃᓄᐃᓕᖓᔾᔪᓯᐅᓂᖏᑦ ᓄᓇᕗᒻᒥ ᑭᓯᐊᓂ ᐊᓪᓚᕝᕕᑎᓐᓂ 

ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐃᖅᑲᓇᐃᔮᕆᓯᒪᓕᕐᒪᔾᔪᒃ ᑐᓴᕋᔅᓴᕐᓂᒃ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᔪᓂᒃ, ᐱᓗᐊᖅᑐᒥᒃ ᑐᓴᕋᑦᓴᓂᒃ 

ᒐᕙᒪᒃᑯᓐᓂ. ᐃᑉᐸᑦᓴᖅ ᐅᖃᐅᓯᕆᓚᐅᕋᒃᑯ ᑖᒃᑯᐊ 

ᑲᑎᒪᔨᕋᓛᑦ ᐱᙳᖅᑎᕋᑖᔪᔭᕗᑦ ᑐᓴᕋᑦᓴᐃᑦ 

ᓇᕝᕚᖅᐸᓪᓕᐊᔭᕗᑦ ᖃᐅᔨᓴᖅᑕᑎᓐᓂ 

ᐃᓚᓕᐅᖅᓯᓇᔭᖅᑕᕗᑦ ᐱᐅᓯᐅᔭᕆᐊᓕᓐᓄᑦ ᐊᑐᐊᒐᕐᓂᒃ, 

ᑎᑎᕋᖅᐸᓪᓕᐊᓕᑕᐃᓐᓇᖅᑑᒐᓗᐊᖅ.  

 

ᐃᖅᑲᓇᐃᔮᕆᔭᕗᑦ ᓱᓕ, ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ 

ᐃᓕᓐᓂᐊᖅᑕᒥᖕᓂᒃ ᑕᒪᐃᓐᓄᐸᓗᒃ ᐅᖃᐅᔾᔨᒋᐊᕈᑎᑦᓴᒧᑦ 

ᐃᒫᒃ ᐊᑐᖅᑕᐅᒻᒪᕆᓕᕐᓗᓂ ᖃᕆᑕᐅᔭᒃᑰᓕᖓᔪᑦ ᑭᓯᐊᓂ 

ᐊᑐᕐᓂᕈᕕᐅᒃ ᐃᓱᒫᓘᑎᖃᓗᐊᙱᑦᓱᓂ ᑭᓱᑦ 

ᓴᖅᑭᑦᑐᓐᓇᖅᑐᑦ ᐃᓱᒪᒋᙳᐊᖅᖢᒋᑦ. ᑖᒃᑯᐊ 
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can do the work better and faster than a human 

being. 

 

In Canada right now, governments are looking 

at this for making decisions, but it obviously 

raises an issue or many issues when you’re 

talking about instead of a real person, you 

know, and you can look them in the eye, and 

they’ve made a decision on your social 

assistance or your worker’s compensation or 

whatever it may be, it’s actually a machine 

making the decision. 

 

I’m not aware of any government that is 

making decisions with artificial intelligence 

yet, but it will not be long until we get there. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Commissioner. 

My next one will be for the department of the 

executive. Last year the GN’s response to our 

committee report indicated that the Department 

of EIA is working with information 

management and information technology to 

develop clear and easy and understandable 

rules with regards to utilization of artificial 

intelligence by Government of Nunavut 

employees. As of today, what is the status of 

this work? Thank you, Chair. 

 

Chairman: Thank you. Mr. Mansell. 

 

Mr. Mansell: Thank you. Good morning, 

everyone. I thank the member for the question. 

So as has been pointed out, IA is a changing 

process, and it can be an important tool. With 

respect to its uses in Nunavut, there are some 

unique challenges. AI has very western bias. It 

doesn’t take into account the unique situations 

in Nunavut. But the ATIPP office, the Access 

to Information and Protection of Privacy Office 

has been working on this issue, particularly 

with the information governance committee, 

which I talked about yesterday, which is a 

ᐱᐅᓯᐅᔭᕆᐊᓕᓐᓄᑦ ᐊᑐᐊᒐᑦ 

ᐱᐊᓂᒃᑕᐅᓚᐅᙱᓐᓂᖏᓐᓂ ᑖᒃᑯᐊ ᑐᓴᕋᑦᓴᐃᑦ 

ᑐᖅᑯᖅᑕᐅᕙᙱᓪᓗᑎᒃ ᖃᕆᑕᐅᔭᕐᓄᑦ 

ᖃᐃᔨᒪᔾᔪᓯᐅᒍᓐᓇᖅᑐᓄᑦ. ᖃᕆᑕᐅᔭᕐᓂᒃ ᐱᓇᓱᔾᔪᓰᑦ 

ᑐᓴᕋᑦᓴᓂᓪᓗ ᓇᕝᕚᕈᓯᐅᓂᖏᑦ ᑐᑦᓯᕋᖅᑕᐅᕌᖓᑕ ᑲᒥᓯᓇ 

ᐅᖃᓵᕐᒪᑦ ᐅᖃᐅᓯᐅᕙᓪᓕᐊᓯᒪᓕᕐᒪᑦ. ᒫᓐᓇᒧᑦ ᑎᑭᑦᑐᒍ 

ᐊᓪᓚᕝᕕᑎᓐᓂ ᑲᙳᓇᖅᑐᓅᓕᖓᔪᓂ 

ᐊᑐᖅᐸᙱᑦᓯᐊᖅᑐᒍᑦ ᑕᐃᒪᐃᑦᑐᓂᒃ ᑐᑦᓯᕋᖅᑐᖃᕌᖓᑦ 

ᑐᓴᖅᑕᐅᔪᒪᔪᓂᒃ ᑭᑐᓂᒃ.  

 

ᑕᐃᒪ ᒥᔅᑕ ᓰᓕ ᐅᓂᒃᑳᕆᐊᒃᑲᓐᓂᖅᑑᒐᓗᐊᖅ 

ᐃᓗᓕᒃᑲᓐᓂᖏᓐᓂᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᑲᒥᓯᓇ ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᔾᔪᑎᖏᓐᓂᒃ ᖃᕆᑕᐅᔭᒃᑯᑦ ᐱᓇᓲᑏᑦ, ᐄ’, 

ᖃᕆᑕᐅᔭᖅᑎᓂᒃ ᐃᓚᒋᔭᐅᖃᑕᐅᒻᒥᔪᖅ 

ᐊᐅᓚᓂᕆᔭᑦᑎᓐᓄᑦ ᓴᐳᔾᔨᓯᒪᒋᐊᖃᕐᓂᑦᑎᓐᓄᑦ 

ᐱᓇᓲᑎᓪᓚᑦᑖᖑᔪᑦ.  

 

ᒥᔅᑕ ᒫᓐᓯᐅᓪ ᐅᖃᖅᑕᖓ ᐅᖃᕆᐊᑦᓯᐊᕈᒪᑐᐃᓐᓇᖅᑕᕋ 

ᑲᒥᓯᓇᐅᓪᓗ. ᐊᔾᔨᒌᙱᒻᒪᑕ ᖃᐅᔨᒪᔾᔪᓯᐅᒍᓐᓇᖅᑐᑦ 

ᖃᕆᑕᐅᔭᑎᒍᑦ. ᐅᓇᖃᐃ ᖃᕆᑕᐅᔭᓂ 

ᖃᐅᔨᒪᔾᔪᑎᐅᔪᓐᓇᖅᑐᖅ ᐱᕙᓪᓕᐊᓂᖓ ᒪᓕᓪᓗᒍ 

ᓄᑖᓪᓗ ᐊᔾᔨᐅᙱᑦᑐᑦ ᐱᓇᓱᔾᔪᓯᐅᕙᓪᓕᐊᒍᓐᓇᕐᓂᖏᑦ 

ᐊᑐᖅᑕᐅᙱᑦᑐᑦ ᓱᓕ ᒫᓐᓇ ᑕᒪᐃᓐᓅᓕᖓᐸᓗᑦᑐᒥᒃ 

ᐊᑐᖅᐸᒃᑲᓗᐊᖅᑐᒍᑦ ᒐᕙᒪᒃᑯᓐᓂ ᐊᓪᓛᑦ 

ᐊᑦᓱᕈᕈᑎᒋᓕᕇᖅᑕᕗᑦ. 

 

ᐃᓱᒪᓕᐅᕐᓂᒃᑯᓪᓕ ᐊᑐᖅᐸᙱᑕᕗᑦ ᖃᕆᑕᐅᔭᐃᑦ, 

ᓇᓗᐅᑦᓵᓂᕐᒧᓘᓐᓃᑦ ᓇᕝᕚᖅᐸᓐᓂᖅ ᑐᓴᕋᑦᓴᕐᓂᒃ 

ᑐᓴᕈᑎᒋᓗᒋᑦ ᐃᓱᒪᓕᐅᕈᑎᑦᓴᑦᑎᓐᓄᑦ ᐃᓄᑦᑎᒍᑦ.  

 

ᑕᒪᒃᑯᐊ ᖃᕆᑕᐅᔭᐃᑦ ᐱᓇᓱᔾᔪᓰᑦ 

ᐊᑐᖅᑕᐅᕙᓪᓕᐊᓕᕐᓂᖏᑦ ᒫᓐᓇ ᐊᒥᓲᒻᒪᑕ ᖃᓄᖅ 

ᐊᔾᔨᒌᙱᑦᑐᑦ ᐱᓇᓱᕈᓯᐅᒍᓐᓇᕐᓂᖏᑦ ᐱᓕᕆᕝᕕᑎᓐᓂ 

ᐃᓚᒋᔭᖏᓐᓂᒃ ᐊᓯᑦᑕᓗ ᐊᑐᕈᓐᓇᖅᖢᓂᔾᔪᒃ ᑕᖅᑳᙵᑦ 

ᓇᒻᒥᓂᖁᑎᖃᖅᑐᑦ ᓇᒥᑐᐃᓐᓇᕐᓗᓂ 

ᐃᑭᐊᖅᑭᕕᐅᔪᓐᓇᖅᑐᓂᒃ. 

 

ᑖᒃᑯᐊ ᖃᕆᑕᐅᔭᓄᑦ ᖃᐅᔨᒪᔾᔪᑏᑦ ᐃᓱᒪᓕᐅᖅᑎᑦᓴᓄᑦ 

ᐊᑑᑎᖃᕌᖓᑕ ᒐᕙᒪᒃᑯᓐᓂᑦ, ᐄ, ᑕᒪᓐᓇ ᓲᕐᓗ 

ᓇᕝᕚᖅᐸᓪᓕᐊᕈᑎᐅᓕᑕᐃᓐᓇᕐᓂᖓ 

ᑐᓴᕋᑦᓴᐅᔪᓐᓇᖅᑐᓂᒃ. ᑕᐃᒪᐃᒻᒪᑦ ᐱᒻᒪᕆᐅᓚᕿᕗᖅ 

ᓇᓗᓇᐃᖅᑕᐅᒻᒪᑦᓯᐊᕆᐊᖃᖅᑐᖅ 

ᐊᑐᐃᓐᓇᐅᑐᐃᓐᓇᙱᓪᓗᓂ ᐊᓯᖏᓐᓄᑦ 
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newly established committee. Information that 

we’re gathering with our research is going to be 

incorporated into the new procedures manual 

that is in early draft. 

 

But while we’re working on that, Mr. Witzaney 

in the training that he is doing is providing 

general advice, which is do not put confidential 

information into artificial intelligence, and that 

if for some reason you are using it, there’s 

many concerns with respect to the results that 

you might get. And until the procedures manual 

comes out with more thorough advice, the 

general advice is do not put this information 

into artificial intelligence. 

With respect to the issue of using artificial 

intelligence to process information and 

protection of privacy applications, as the 

commissioner said, it’s something that’s being 

discussed, but as of now, our information 

privacy office does not use artificial 

intelligence, and we are not using it to process 

these types of applications. 

 

Mr. Chair, through you, Mr. Seeley might be 

able to talk a little bit more about the technical 

side of things. 

 

Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. I guess 

from the technical perspective, artificial 

intelligence is hard-wired into many of the 

systems that we do make use of. It’s integral to 

our search functions, to our security functions. 

It’s a real live tool. 

 

I do just want to clarify. Mr. Mansell touched 

on this a little bit, as did the Commissioner. 

There are multiple different types or categories 

of artificial intelligence. As I guess the field of 

IA, sorry, artificial intelligence expands and 

evolves, I expect that we’ll see new and new 

innovation in the way that it can be used. 

However, right now our use of generative IA 

within the GN is our primary struggle. 

ᐊᑐᖅᑕᐅᒐᔭᕐᓂᖓ. ᐊᒻᒪ ᑐᓴᕈᑎᐅᑦᓯᐊᕐᓗᓂ ᒐᕙᒪᒃᑯᑦ 

ᖃᓄᖅ ᐊᑐᖅᐸᒻᒪᖔᔾᔪᒃ ᑐᓴᕋᑦᓴᐃᑦ 

ᓇᕝᕚᖅᐸᓐᓂᖏᓐᓂᓗ ᑐᖅᑯᖅᑕᐃᕙᓐᓂᖏᑦ ᑐᓴᕋᑦᓴᓂᒃ 

ᐊᓪᓚᑕᐅᓯᒪᔪᓪᓗ ᖃᓄᕐᓗ ᖃᕆᑕᐅᔭᒃᑯᑦ ᖃᐅᔨᒪᔾᔪᑏᑦ 

ᐊᑐᖅᑕᐅᒍᓐᓇᒐᔭᓕᕐᓂᖏᓐᓂᒃ. ᑕᐃᒪᐃᒻᒪᑦ ᐃᓕᓴᐃᓃᑦ 

ᐃᓕᓴᐃᔾᔪᑎᐅᕙᑦᑐᓪᓗ ᑲᑎᖔᖅᐸᓐᓂᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ ᐊᑐᖅᐸᓂᑦᓴᖏᑕ ᖃᕆᑕᐅᔭᕐᓂᒃ 

ᐱᒻᒪᕆᐊᓘᓚᕿᕗᖅ. 

 

ᐊᔾᔨᒌᙱᑦᑐᓪᓗ ᖃᕆᑕᐅᔭᒃᑯᑦ ᐃᓕᓴᐃᔾᔪᓯᐅᒍᓐᓇᖅᑐᑦ 

ᐊᑐᐃᓐᓇᐅᓪᓗᑎᒃ ᑕᖅᑭᑕᒫᓪᓗ ᓇᐅᑦᓯᖅᑐᒋᐊᖅᐸᑦᑐᑎᒍᑦ. 

ᑭᒃᑯᑦ ᐱᔭᕇᖅᓯᔭᕌᖓᑕᓗ ᐊᑐᓂ ᒐᕙᓚᒃᑯᑦ 

ᐱᓕᕆᕝᕕᖏᓐᓂ. ᐃᕕᖅᑎᑕᐅᓪᓚᑦᑖᕐᓂᖓᓕ 

ᖃᕆᑕᐅᔭᒃᑯᑦ ᖃᐅᔨᒪᔾᔪᓯᓂᒃ ᐊᑐᐃᓐᓇᐅᓕᕇᖅᑑᒐᓗᐊᖅ, 

ᓇᕝᕚᕈᑎᐅᕙᓪᓕᐊᔪᖅ ᑐᓴᕋᒃᓴᓂᒃ. 

 

ᐃᑲᔫᑎᖃᕈᓐᓇᖅᓱᓂ ᐊᑦᑕᓇᕈᓐᓇᖅᓱᓂᓗ ᒐᕙᒪᒃᑯᑦ ᒥᔅᑕ 

ᒪᓐᓴᓪ ᐅᖃᓵᕐᒪᑦ. ᖃᓄᕐᓕ ᐊᑐᖅᑕᐅᓪᓚᑦᑖᒋᐊᕋᔭᕐᓂᖓ 

ᐊᐅᓚᒐᔭᕐᒪᖔᑎᒍᓪᓗ ᐊᕐᕌᒍᒐᓴᓐᓂᒃ ᐃᓱᒪᓇᖅᑑᒐᓗᐊᖅ 

ᑭᓯᐊᓂ ᕿᓚᒥᑯᓘᓯᔪᓐᓇᕐᒪᑦ ᐱᕙᓪᓕᐊᓂᐊᓗᐊ 

ᐅᓱᒪᒋᓪᓗᒍ. ᒪᓕᑦᓯᐊᕈᒥᓇᓚᖓᒻᒥᒻᒪᓗ 

ᐱᐅᓯᑦᓯᐊᕙᐅᓛᖑᕈᓐᓇᖅᑐᓂᒃ ᐊᑐᖅᑕᐅᕙᓐᓂᖏᑕ 

ᑖᒃᑯᓇᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓰᓕ, 

ᐅᖃᓵᕋᕕᑦ ᐊᔾᔨᒌᙱᑦᑐᑦ ᖃᕆᑕᐅᔭᒃᑯᑦ 

ᐊᑐᖅᑕᐅᔪᓐᓇᖅᑐᑦ. ᓇᐅᑦᓯᖅᑐᖅᐸᓪᓕᐊᕕᓯ ᑯᑎᑦ, 

ᓇᓪᓕᐊᒃ ᖃᕆᑕᐅᔭᕐᒧᑦ ᐱᓇᓱᔾᔪᓰᑦ 

ᐊᑐᖅᑕᐅᒍᓐᓇᕆᐊᖏᓐᓂᒃ, ᐊᑐᖅᑕᐅᒍᓐᓇᒋᐊᖏᓐᓂᓪᓗ 

ᓱᖅᑯᐃᖅᓯᒐᓱᑦᑎᓪᓗᓯ ᑕᒪᑐᒪᙵᑦ ᐃᓱᒪᒋᓪᓗᒍ 

ᐊᔾᔨᒌᙱᑦᑐᑦ ᑐᓴᕋᒃᓴᐃᑦ ᑭᒃᑯᓐᓄᑦ ᓯᐊᒻᒪᒃᑕᐅᕙᑦᑐᑦ, 

ᑭᑑᕙᑦ ᑐᓴᕋᒃᓴᐅᔪᑦ. 

ᐊᔾᔨᒌᔾᔮᙱᒻᒪᑕ ᖃᕆᑕᐅᔭᒃᑯᑦ ᐱᓇᓱᔾᔪᓰᑦ ᑕᒪᑐᒧᖓ. 

ᑭᓱᓪᓚᑦᑖᒧᑦ ᐱᓕᕆᐊᖑᔪᒪᔪᑦ ᐃᓱᒪᒋᓗᒍ. ᒥᔅᑕ ᓰᓕ. 

 

ᒥᔅᑕ ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑭᐅᓗᒍ 

ᕿᓚᒥᒃᑯᑦ ᓚᐅᓴᓐᓯᕗᑦ ᐱᓯᒪᕙᑦᑕᕗᑦ ᐊᑐᖅᐸᑦᑕᑎᓐᓂ 

ᖃᕆᑕᐅᔭᑦᑎᓐᓂ ᑕᐃᒪ ᐊᔾᔨᒌᙱᑦᑐᑦ 

ᐊᑐᖅᑕᐅᔪᓐᓇᕆᓪᓗᑎᒃ ᐊᑐᖅᑕᕗᑦ ᒪᓕᓪᓗᒋᑦ 

ᖃᐅᔨᓴᕆᐊᓲᖑᒐᑦᑕ ᖃᓄᖅ ᑐᖅᑯᑉᐸᒻᒪᖔᑎᒍᑦ 

ᑐᓴᕋᑦᓴᐃᑦ ᖃᓄᕐᓗ ᓇᕝᕚᖅᑕᐅᔪᓐᓇᕆᐊᖏᑦ ᐊᓯᑦᑎᓐᓄᑦ 

ᐊᐱᖅᑯᑎᓄᑦ ᐊᐃᑉᐹᓄᑦ. 

 

ᑲᙳᓇᖅᑐᒧᑦ ᐱᓕᐅᑦ ᐃᒻᒥᒃᑰᖓᔪᑦ ᐱᓇᓱᔾᔪᓰᑦ ᖃᓄᖅ 

ᐊᐅᓚᓂᕆᕙᑦᑕᑎᓐᓂᒃ. ᒫᓐᓇ ᐋᖅᑭᑦᓯᒪᙱᓚᒍᑦ, 

ᐋᖅᑭᑦᓯᒪᒍᒥᓇᒐᔭᖅᑑᕋᓗᐊᖅ ᐊᓯᖏᓐᓂᒃ 

ᐊᑐᐃᓐᓇᙳᖅᐸᓪᓕᐊᔪᓂᑦᑕᐅᖅ ᐊᐅᓚᓂᕆᕙᑦᑕᒃᑯᑦ 
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I think that the use of decision-making IA is not 

something that we’re doing, but we are able to 

make use of forecasts and assimilation and 

accumulation of data to inform decision making 

by our team, by our staff, by the humans. 

 

I think the really key piece of how artificial 

intelligence is being implemented within the 

workplace right now is that there’s many, many 

tools that are coming out, and many of them are 

not on our home domain. Many of them are not 

part of our home network. There are other 

applications that users could use off-domain to 

gather data from the public sector from 

anywhere on the internet. 

 

This discussion is fair game for artificial 

intelligence to inform positions on where public 

governments are going with the use of artificial 

intelligence in the workplace. So it is just 

combing the internet and combing any data 

sources it can for information, which is why 

partitioning information is critical to make sure 

it is sectioned off and not accessible by an 

algorithm or by a random user, and 

importantly, informing how GN users are 

utilizing information, how they’re storing 

records, and having an understanding how 

those records could be and how that 

information could be used within artificial 

intelligence is one of our key priorities. 

 

That’s why training, that’s why our online 

training platform, face-to-face training, and 

regular updates to our staff, educating our staff 

on the use of artificial intelligence in the public 

sector is absolutely critical. We do have a 

variety of online platform training available to 

all GN staff. We do track that on a monthly 

basis, as far as the uptake, and who has 

completed that training within each department. 

 

And as far as the overall rollout of artificial 

intelligence in the workplace, it is here. It is 

accumulating data, and I think, importantly, it’s 

ᒫᓐᓇ ᖃᕆᑕᐅᔭᒥᒃ ᐱᓕᕆᑦᓯᐊᕈᓐᓇᕐᓂᑦᑎᓐᓄᑦ 

ᐊᑐᐃᓐᓇᖃᕋᓗᐊᖅᖢᑎᒃ. ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓰᓕ. ᒥᔅᑕ 

ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᖁᔭᓐᓇᒦᒃ ᒥᔅᑕ ᓰᓕ 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓰᓕ, ᑕᕝᕙ ᐅᓪᓗᖅᓯᐅᑎᓕᐅᖅᓯᒪᕕᓯ 

ᑕᒪᓐᓇ ᐊᑐᐊᒐᐅᒍᓇᔭᖅᑐᖅ ᖃᕆᑕᐅᔭᕐᓄᑦ 

ᐱᐊᓂᒃᑕᐅᓇᔭᕐᒪᖔᑦ. ᐅᖃᕋᕕᑦ ᓲᖑᔫᒍᓐᓇᕐᒪᑦ 

ᐊᑐᖅᑕᐅᕙᓐᓂᖓ ᖃᕆᑕᐅᔭᕐᓄᑦ ᐱᓇᓱᔾᔪᓰᑦ. ᐄ’, ᐊᒻᒪ 

ᐊᔾᔨᒌᙱᑦᑐᓪᓗ ᐱᓕᕆᔾᔪᓯᐅᔪᓐᓇᖅᑐᑦ ᖃᕆᑕᐅᔭᕐᒧᑦ 

ᐱᒻᒥᒻᒪᑕ ᐊᑑᑎᖃᕈᓐᓇᕐᓂᖏᓐᓂᓪᓗ ᐃᑭᐊᖅᑭᕕᓄᑦ 

ᑎᑎᕋᖅᐸᓐᓂᒃᑯᑦ ᓇᓚᐅᑦᓵᖑᒻᒥᓘᓐᓃᑦ ᐃᑯᖓᒃᑲᓐᓂᖅ. 

 

ᑕᒪᒃᑯᐊ ᓇᓚᐅᑦᑖᕈᓯᐅᒍᓐᓇᕐᒪᑕ ᖃᕆᑕᐅᔭᐃᑦ 

ᑕᕝᕙᑲᐅᑎᒋ ᐃᓄᑐᐃᓐᓇᐅᑉ ᓴᓂᐊᓂ. ᖄᒃᑲᓐᓂᐊᒍᑦ 

ᓴᓂᕌᒍᓪᓗ ᖃᕆᑕᐅᔭᒧᑦ ᖃᐅᔨᒪᔾᔪᓰᑦ ᑭᑐᒥᒃ 

ᐊᔪᙱᓐᓂᖃᖅᑐᓂᒃ ᓲᕐᓗ ᒪᓕᒐᕐᓂᒃ ᐱᑉᐸᑦ 

ᕿᒥᕐᕈᒍᑎᐅᒍᓐᓇᕐᓗᑎᒃ ᐃᓱᒪᓕᐅᕈᑎᑦᓴᒧᑦ. 

ᐋᓐᓂᐊᖅᑐᓕᕆᔨᓄᓘᓐᓃᑦ ᕿᒥᕐᕈᑦᓴᕆᐊᖃᕌᖓᑕ ᓲᕐᓗ 

ᑕᕐᕋᖅᑑᑎᕕᓂᕐᒥᒃ ᐃᓄᒻᒥᒃ ᐋᓐᓂᐊᕕᒻᒥ, ᑕᕝᕙ 

ᖃᖓᑭᐊᕐᖓᐃ ᐅᓪᓗᖅᓯᐅᑎᖃᕋᔭᙳᐊᖅᐱᓯ 

ᐱᐊᓂᒃᑕᐅᒐᔭᕐᓂᖓᓂᒃ.  

 

ᐊᒻᒪ ᒥᔅᑕ ᓰᓕ ᐅᖃᓵᕐᒥᒻᒪᑦ ᐃᓚᖏᓐᓂᒃ 

ᐊᒥᖅᑳᖃᑎᖃᒐᓚᒐᔭᕐᓗᑎᒃ ᐊᑐᐃᓐᓇᖃᕋᕈᑕᐅᒐᔭᕐᓂᖏᑦ 

ᖃᕆᑕᐅᔭᒃᑯᑦ ᖃᐅᔨᒪᔾᔪᓯᐅᒍᓐᓇᖅᑐᓄᑦ 

ᐅᖃᐅᓯᕆᒃᑲᓐᓂᐊᕐᔪᒍᓐᓇᖅᐱᐅᒃ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐊᑏᒎᖅ, ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᓪᓗᖅᓯᐅᑎᖏᑦ ᑖᒃᑯᐊ ᓄᑖᙳᕆᐊᖅᓯᒪᔪᑦ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐊᑐᐊᒐᑦ ᑎᑎᕋᖅᑕᐅᓯᒋᐊᖅᑑᒐᓗᐊᑦ 

ᑭᓯᐊᓂ ᖃᑦᑎᑲᓚᒍᓗᐃᑦ ᐊᒡᒋᖅᑐᑦ 

ᐊᑐᐃᓐᓇᐅᓕᕋᔭᕐᓂᖏᑦ ᖃᕆᑕᐅᔭᖏᑦ ᐱᓇᓱᔾᔪᓰᑦ 

ᐊᓯᔾᔨᖅᐸᓪᓕᐊᑦᓴᐃᓐᓇᕋᓗᐊᖅᓱᑎᒃ 

ᐱᕙᓪᓕᐊᓯᒪᓪᓚᑦᑖᖅᓯᒪᓕᖅᐳᒍᑦ. ᐊᒻᒪ ᑕᖅᑮᖅᑲᐃ 

ᒪᕐᕉᖅᑲᐃ ᐊᓂᒍᖅᐸᑕ ᐱᐊᓂᒃᓯᒪᓕᓛᖅᑐᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 
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both an asset and a risk to this public 

government. 

 

I think to Mr. Mansell’s point, getting to those, 

I think a principled approach to how it is that 

we will manage it in this evolving space in the 

coming – I would like to say years, but really 

minutes and hours. It is evolving just that 

quickly, developing a principled approach to 

that I think is our first priority to make sure 

we’re following best practices moving forward 

in how this is going to be used in the public 

sector. Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Seeley, you 

mentioned there are a number of different 

platforms that are available out there. Is the 

department tracking what platform they are 

allowed to be used, or is it kind of a wild, wild 

west out there until you guys get a distinct 

policy figured out? I’m thinking more, again, 

we talk about different information that’s going 

out to different networks and what is done with 

that information. So if there are a number of 

different platforms that are being used, would it 

be better for the government to consolidate that 

into Chat GPT or a specific type of platform. 

Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. The short 

answer is we maintain our licensing for 

approved applications on our network, and 

where there are artificial intelligence tools that 

can be used, it must be within our licence 

agreement. And the reason for that is because 

we do to the assessment on how that 

information is going to be stored, used, and 

how it might be accessed by the algorithm 

within the system. 

 

I think, to the second part of your question, as 

far as proprietary services, standalone 

applications and how those are being managed, 

we’re not in a position, nor do I expect that we 

will be, to manage other applications in the 

marketplace in such a fast-moving space. Our 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᑎᕐᕕᒋᑐᐃᓐᓇᕐᓗᒍ ᒥᔅᑕ ᒫᓐᓯᐅᓪ ᐅᖃᕋᕕᑦ 

ᐱᓕᕆᐊᖑᕙᓪᓕᐊᕗᖅ ᓄᑖᙳᕆᐊᖅᑕᐅᓪᓗᑎᒃ 

ᐊᑐᐃᓐᓇᖃᕈᓐᓇᕐᓂᖅ ᑲᙳᓇᖅᑐᒨᓕᖓᔪᑦ ᑐᓴᕋᒃᓴᓂᒃ 

ᐊᑐᕐᓗᑎᒃ ᖃᕆᑕᐅᔭᕐᓄᑦ ᐱᓇᔾᔪᓯᓂᒃ. ᐃᓱᒫᓘᑎᒋᓪᓗᒍ 

ᐅᓪᓗᖅᓯᐅᑎᖓ ᑕᒪᒃᑯᐊ ᐊᑐᐊᒐᐅᔪᓐᓇᖅᑐᑦ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ ᐱᐊᓂᒃᑕᐅᕙᓪᓕᐊᕙ ᐊᒻᒪ 

ᖃᖓᒃᑯᑦ ᐱᔭᕇᖅᑕᐅᓇᔭᙳᐊᖅᐸ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. ᒪᒥᐊᓇᖅ. ᒥᔅᑕ 

ᐅᐃᑦᓴᐃᓂ ᑭᐅᖅᑳᕐᓂᐊᕋᑖᖅᑐᖅ.  

 

ᐅᐃᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᖅᑲᓇᐃᔮᖑᕙᓪᓕᐊᔅᓴᐃᓐᓇᖅᑐᖅ ᐋᖅᑮᕙᓪᓕᐊᓪᓗᑕ 

ᑐᑭᒧᐊᕈᑎᑦᓴᐅᓂᐊᖅᑐᒧᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ ᓄᓇᕗᒻᒥ. 

ᐊᐅᓚᑦᓯᔾᔪᑎᓄᑦ ᑲᑎᒪᔨᕋᓛᖏᑦ 

ᐃᖅᑲᓇᐃᔮᖃᖅᐸᓪᓕᐊᓪᓗᑎᒃ ᐊᑐᐊᒐᖅ ᐃᓱᒪᒋᔭᐅᓪᓗᓂ 

ᑕᒻᒪᖅᓯᒪᙱᓪᓗᑕ ᐱᒍᒪᒐᑦᑕ ᐊᑦᑐᐊᖃᑎᒋᔭᑦᑎᓐᓄᓪᓗ 

ᐃᓱᒪᒋᓪᓗᑎᒍᑦ ᑐᙵᕕᒃᑯᑦ. 

 

ᑕᐃᒪᐃᑦᑐᒪᓂᐊᕋᑦᑕ ᐃᓱᒪᖃᑎᒌᑦᓯᐊᕐᓗᑕ ᒐᕙᒪᑎᒍᑦ, 

ᒐᕙᒪᑎᒍᓪᓗ ᖃᓄᖅ ᐱᓇᓱᐊᕐᓂᕗᑦ ᐃᓱᒪᒋᓗᒍ ᑖᒃᑯᐊ 

ᑲᑎᒪᔨᕋᓛᑦ ᐊᑐᐊᒐᐃᑦ ᐱᓪᓗᒋᑦ ᖃᕆᑕᐅᔭᕐᓄᑦ, 

ᐱᒋᐊᓕᓵᑕᐃᓐᓇᕐᒪᑦ. ᓯᑎᐱᕆᒥ ᐱᒋᐊᓕᑕᐃᓐᓇᔪᒻᒪᑕ 

ᑲᑎᒪᔨᕋᓛᑦ. ᐅᖃᖃᑎᒌᑉᐸᓪᓕᐊᓕᑕᐃᓐᓇᖅᐳᒍᑦ, 

ᐅᖃᖃᑎᒌᑉᐸᓪᓕᐊᑦᓯᐊᓪᓚᕆᑦᓱᑕᓗ ᖃᕆᑕᐅᔭᓄᑦ 

ᐱᓇᓱᔾᔪᓰᑦ ᐅᖃᐅᓯᕆᔭᓯ ᐱᕙᓪᓕᐊᔪᒻᒪᕆᐅᒻᒪᑦ. 

 

ᖃᐅᔨᒪᙱᑕᕗᓪᓗ ᐊᒥᓲᒻᒪᑕ 

ᐃᓚᓕᐅᑎᕙᓪᓕᐊᓇᔭᙳᐊᖅᑐᑦ. ᓄᓇᕗᒻᒥ ᒥᑭᔫᓪᓗᑎᓪᓗ 

ᓱᓕ ᑐᖅᑯᖅᑕᐅᓯᒪᔪᑦ ᖃᕆᑕᐅᔭᓄᓪᓗ 

ᐊᑐᖅᑕᐅᒍᓐᓇᕐᓂᖓ. ᐊᓯᑦᑎᓐᓂ ᒐᕙᒪᖃᕐᕕᐅᔪᓂ 

ᐱᔭᕆᑦᓱᕈᑕᐅᔪᓐᓇᕐᒥᒻᒪᑦ ᐊᓪᓛᓪᓘᓐᓃᑦ ᓈᓴᐅᓯᕆᔨᓂᑦ 

ᐃᖅᑲᓇᐃᔮᖃᖅᑐᓄᑦ ᑕᒪᒃᑯᓇᙵᑦ ᐃᓱᒫᓘᑎᒋᔭᖏᓐᓄᑦ 

ᐆᑦᑑᑎᒋᓗᒍ. ᑕᒪᒃᑯᐊ ᑐᓴᕋᑦᓴᓂᒃ ᖃᐅᔨᓴᕈᑎᐅᓯᒪᔪᑦ 

ᓄᓇᕗᒻᒥ ᐱᔭᖅᑭᕈᑎᐅᔪᓐᓇᕐᒥᒻᒪᑦ ᓴᖅᑭᒍᑎᐅᔪᓐᓇᕐᒪᑦ 

ᐃᓄᑭᑦᑐᑯᓘᑎᓪᓗᒍ ᓄᓇᕗᒻᒥ. ᓲᕐᓗ ᐊᖑᓇᓱᑦᑐᓂᒃ 

ᐃᒪᓐᓇᑎᒋ ᐊᒥᓲᓂᕋᐃᒍᑎᐅᒍᓐᓇᒥᒻᒪᑦ ᑕᒻᒪᖅᓯᒪᑎᓪᓗᒍ. 

ᐄ’, ᓈᓴᐅᓯᕆᓂᒃᑯᑦ ᑕᕝᕙ ᑐᓴᐅᒪᒋᐊᓖᑦ ᑭᓱᑦ 

ᐱᓐᖐᓚᙳᐊᕈᑎᐅᔪᑦ ᐊᒻᒪ ᐱᐅᓯᑦᓯᐊᕙᐅᙱᑦᑐᒃᑯᑦ 

ᐊᑐᖅᑕᐅᓯᒍᓐᓇᕐᓂᖏᑦ ᓇᕐᕚᖅᑕᐅᕙᓐᓂᖏᑦ 

ᖃᕋᓴᐅᔭᖏᑦ ᑕᒪᒃᑯᐊᓘᓐᓃᑦ ᓴᓇᙳᐊᖅᑏᑦ ᖃᓄᖅ 

ᐊᑐᖅᑕᐅᕙᓐᓂᖏᑕ ᓴᓇᙳᐊᖅᑕᒥᓂᖏᑦ 

ᓴᓇᔭᐅᓕᖅᑭᑐᐃᓐᓇᕆᐊ..  
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focus is on managing our systems within our 

existing platform, where the analysis has been 

done, and doing our jobs well in that area. 

Thank you. 

 

Chairman: Thank you, Mr. Seeley. Mr. 

Lightstone. 

 

Mr. Lightstone: Thank you, Chair. Thank you, 

Mr. Seeley. Is there any sort of timeline as to 

when this IA policy will be finalized? As 

you’ve mentioned, AI is a very powerful tool 

but also comes with risks, and you also 

mentioned the different types of AI programs. 

 

And last year we got into the benefits of AI and 

drafting emails and briefing notes, and even 

forecasts, as you mentioned. I’m sure AI can 

produce PPDs, forecasts, almost instantly 

compared to the manual process that I’m 

assuming is currently being utilized. But aside 

from that, IA is also utilized by, there are AI 

programs specifically for legal professionals to 

analyze legislation and produce opinions; and 

there are also AI programs specifically for 

health care professionals to review x-rays and 

scans, far more accurately than the human eye 

can. So I’d like to again just ask for a timeline 

as to when this policy will be finalized. 

 

And you also, Mr. Seeley, mentioned the intent 

of partitioning information in the system to 

ensure that AI will not have access to that 

information. Would you be able to speak to that 

as well. Thank you, Chair. 

 

Chairman: Thank you. Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. With 

respect to a timeline, the updated privacy use 

manual is in an early draft, but it should be just 

a few months away from a draft. We’re looking 

at it right now. I understand there is on AI a bit 

of urgency, because these things are changing, 

but we’ve made significant progress. And I’m 

ᐊᕙᑎᓕᕆᓂᕐᒥᓘᓐᓃᑦ, ᖃᐅᔨᒪᔾᔪᑎᐅᒍᓐᓇᖅᑐᓄᑦ 

ᐊᑐᓪᓚᕆᒻᒥᒻᒪᑕ ᐃᑯᒻᒪᖅᑯᑎᓂᑦ ᐊᒻᒪᓗ ᑭᓱᒥᒃᑭᐊᖅ 

ᐊᑐᓪᓚᕆᒻᒥᒻᒪᑕ ᐳᐃᒍᕋᒃᑯ.  

 

ᐄ’, ᐅᔾᔨᖅᓱᖅᓯᐊᕆᐊᖃᖅᑐᒍᑦ ᓄᓇᕗᒻᒧᑦ 

ᐃᓱᒪᓕᐅᖅᐸᓪᓕᐊᒍᓐᓃᓇᖅᑐᓄᑦ ᐊᒥᓲᒻᒪᑕ 

ᖃᐅᔨᒪᔾᔪᑎᐅᔪᓐᓇᖅᑐᑦ ᖃᕋᑕᐅᔭᕐᓂᑦ. ᑖᒃᑯᓂᖓ 

ᖃᕋᓴᐅᔭᑦ ᐃᒻᒥᓂᒃ ᐊᐅᓚᔾᔪᑎᒋᔭᖏᓐᓂ ᐊᑐᖃᑦᑕᕐᓂᒻᒪᑦ 

ᑕᐃᒪᓐᓇ ᐊᒃᓱᐊᓗᒃ ᐊᒃᓱᐊᓗᒃ ᓱᒃᑲᔫᒻᒪᑦ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᑖᒃᑯᐊ ᐊᑐᖅᑕᐅᔪᐃᓐᓇᐅᖏᒃᖢᑎᓗ ᐃᖣᓐᓇᖓ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᐱᖅᑯᑎᒐ ᒥᔅᑕ ᐅᐃᔾᔮᓇᒧᑦ ᖃᐱᖅᑯᑎᒋᓂᐊᖅᑕᕋ. 

ᐊᕐᕌᓂ ᐅᖃᐅᓯᖃᓚᐅᕋᑦᑕ ᑕᒪᒃᑯᓂᖓ 

ᐃᖅᑲᓇᔭᐃᖅᑎᒃᑯᔅᓴᓂᕐᒧᑦ ᒐᕙᒪᒃᑯᑦ ᐃᓄᑭᒃᑐᕈᓘᒐᑦᑕ 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᐃᖅᑲᓇᐃᔭᙱᑦᑐᑦ ᐃᓂᖏᑦ ᐅᓄᖅᑑᕐᓗᑎᑦ. 

ᐊᒻᒪ ᖃᕋᓴᐅᔭᖅ ᐃᒻᒥᓂᒃ ᐊᐅᓚᑦᑐᓐᓇᕐᓂᕐᒧ 

ᐃᓱᒪᔪᕐᓇᓂᖓ ᑕᐃᓐᓇ ᐊᑐᖅᑕᐅᔪᓐᓇᑦᑎᐊᖅᑐᖅ 

ᑕᒪᒃᑯᓄᖓ.  

 

ᑲᒥᓴᓇ ᐅᖃᐅᓯᖃᖅᑲᐅᒻᒪᑦ ᐊᓯᖏᓐᓂ ᒐᕙᒪᐅᔪᓂᑦᑕᐅᖅ 

ᑲᓇᑕᒦᑦᑐᓂᒃ ᐊᑐᐊᒐᓕᐅᕐᒪᑕ 

ᐊᑐᖅᑕᐅᑦᑎᐊᕆᐊᖃᕐᓂᖏᑦ ᖃᕋᓴᐅᔭᐅᑉ ᐊᐅᓚᔾᔪᑎᖏᑦ 

ᑕᐃᒃᑯᐊ ᓇᒻᒥᓂᕆᔭᐅᔪᓄᑦ ᒐᕙᒪᒃᑯᓐᓄᓪᓗ. 

ᐊᐱᕆᒃᑲᓐᓂᕈᒪᓕᖅᖢᖓ ᑖᓐᓇ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ 

ᒫᓐᓇ ᓴᓇᕙᓪᓕᐊᓕᖅᐹᑦ ᐊᑐᐊᒐᕐᒥᑦ ᐱᑦᑎᐊᕐᓗᑎᑦ 

ᐊᑐᖅᑕᐅᑦᑎᐊᕆᐊᖃᕐᓂᖓᓐᓂ ᖃᕋᓴᐅᔭᐅᑉ ᐃᒻᒥᓂᒃ 

ᐊᐅᓚᔾᔪᑎᖓ ᑕᐃᒃᑯᐊ ᖃᖓᓗ ᓴᖅᑭᑕᐅᓂᐊᖅᐸ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᐅᐃᔾᔮᓂ. 

 

ᐅᐃᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐄ’, ᑖᒃᑯᓂᖓ ᐅᖃᐅᓯᖃᖅᐸᓪᓕᐊᓕᖅᑐᖓᑦᑕᐅ ᑕᕝᕙ 

ᑲᑎᒪᔨᕋᓛᓄᑦ ᐊᐅᓚᔾᔪᑎᒃᓴᖏᓐᓄᑦ 

ᒪᓕᒐᕆᓂᐊᖅᑕᖏᓐᓂ ᑎᑎᕋᖅᐸᓪᓕᐊᓕᖅᑐᖅ ᒫᓐᓇ 

ᐅᖃᐅᓯᕆᔭᐅᕙᓪᓕᐊᓪᓗᑎᓪᓗ, ᖃᖓᒃᑯᓪᓕ 

ᐃᖅᑲᓇᐃᖅᑕᐅᓂᐊᕐᒪᖔᖅ ᐅᖃᕈᓐᓇᖏᑦᑐᖓ 

ᐱᔭᕐᓂᖏᒻᒪᑦ ᐱᔭᕇᖅᑕᐅᓂᐊᕐᒪᖔᖅ ᑭᓯᐊᓂ ᑕᐃᒃᑯᐊ 

ᐱᓕᕆᖃᑎᒋᔭᕗᑦ ᐊᑐᐊᒐᖅ ᑎᑎᕋᖅᓯᒪᓂᖓ 32 ᑕᐃᓐᓇ 

ᐊᑐᖅᑕᐅᔭᕆᐊᖃᕐᖓᑦ ᓄᓇᑖᕈᑎᓐᓃᑦᑐᖅ. ᑕᐃᒪᓐᓇ 

ᑎᑎᕋᖅᑕᐅᓯᒪᔪᓪᓗ ᐸᐃᑉᐹᑦ ᑎᑎᖅᑲᑐᑏᓪᓗ ᑕᒪᒃᑯᐊ 

ᐊᓯᖏᑦ ᐃᓛᒃ ᕿᒥᕐᕈᓇᑦᑐᒍᑦ ᐊᕐᕌᒍᖃᐃ. ᑭᓯᐊᓂᓕ 
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told it’s a couple months away. Thank you, Mr. 

Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. Just to 

follow up on that, Mr. Mansell, you mentioned 

that work is being done to update the access to 

information manual with regards to utilization 

of artificial intelligence, but I was more 

specifically concerned with the timeline with 

regards to AI utilization policy for GN 

employees. Is that being developed, and if so, 

when will that be completed? Thank you, 

Chair. 

 

Chairman: Mr. Mansell. Sorry, I didn’t see 

your first nod. Mr. Witzaney will respond. Mr. 

Witzaney. 

 

Mr. Witzaney: Thank you, Mr. Chair. The 

work is ongoing to develop some sort of 

outward-facing direction to Government of 

Nunavut employees with the information 

governance committee. There’s been 

significant work done to look at this from a 

policy perspective, from a research perspective. 

We’re wanting to make sure we do it correctly 

and we engage the right stakeholders such as 

Nunavut Tunngavik incorporated. 

 

Before we can do that, we want to make sure 

we are all on the same side as a government, 

that we have a whole-of-government approach, 

and that’s why we have directed it to this new 

committee, which was created under the 

Records and Information Management Policy. 

That work is newly started because the 

committee started back in December. So we’re 

looking at some pretty early stages discussions, 

but the discussions are going well. 

 

The issue with AI, sorry artificial intelligence 

that everybody has been talking about is that it 

is evolving quickly, and there’s a lot we don’t 

know because it’s moving so quickly. And 

ᒫᓐᓇ ᓱᒃᑲᔪᒃᑯᑦ ᐱᓕᕆᔪᓐᓇᖏᓐᓇᑦᑎᒍ ᐃᕐᖐᕐᓈᖅ 

ᐃᓗᐃᑦᑑᓈᖅᓯᒪᔪᒃᑯᑦ ᑕᒻᒪᖅᓯᒪᓐᖏᓪᓗᒍ 

ᐱᖃᓯᐅᑎᓂᐊᕋᑦᑕ ᓄᓇᕗᒻᒥ ᐊᔾᔨᐅᓐᖏᑦᑑᓂᖓ 

ᐱᖃᓯᐅᑎᓪᓗᒍ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᑖᔅᓱᒧᖓ ᑭᐅᒐᕕᑦ ᐊᒻᒪᓗᑦᑕᐅ ᐊᓯᐊᓄᑦ 

ᐅᖃᐅᓯᖃᕈᒪᒐᒪ. ᖃᕋᓴᐅᔭᒃᑯᑦ ᐊᑦᑕᓇᐃᕐᔭᐃᖅᓯᒪᓂᖓ 

ᑕᐃᒃᑯᓄᖓ ᑲᒥᓴᓇᒧᑦ ᐊᐱᕆᔪᒪᓪᓗᖓ.  

 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᑖᒃᑯᓄᖓ ᐃᓵᖅᑕᐅᓯᒪᒻᒪᑕ 

ᖃᕋᓴᐅᔭᖏᑦ ᑭᖑᓂᑦᑎᓐᓄᑦ ᐃᓵᖅᑕᐅᓚᐅᖅᓯᒪᒻᒪᑕ 

2019−ᖑᑎᓪᓗᒍ ᐊᓯᖏᓪᓗ ᑕᒪᒃᑯᐊ 

ᑕᐃᒪᐃᓐᓇᐅᖃᑦᑕᖅᓯᒪᓪᓗᑎᑦ ᐅᖃᐅᓯᖄᕐᔪᒍᓐᓇᖅᐲᑦ? 

ᑐᓴᒐᔅᓴᓕᕆᓂᕐᒧᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᓪᓗ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᐃᓵᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᒥᓴᓇ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓵᖃᑦᑕᖅᑐᑦ ᐊᒃᓱᐊᓗᒃ ᑭᒡᒐᖅᑐᐃᕗᖅ 

ᐊᑦᑕᓐᓇᕐᓚᕆᒻᒪᑦ ᓇᒻᒥᓂᖅ ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᓂᒃ 

ᑐᓴᒐᒃᓴᓂᑦ ᑎᓪᓕᖃᑦᑕᕋᔭᕐᓂᖏᓐᓄᑦ. ᑖᒃᑯᐊ 

ᐱᓕᕆᐊᕆᔭᐅᔪᑦ ᓲᕐᓗ ᑲᙳᓇᖅᑐᓕᕆᓂᖅ ᐱᔾᔪᑎ 

ᐃᓱᒫᓘᑎᒋᔭᐅᔪᓄᑦ ᐊᑕᐅᓯᐅᑉᐸᑦ ᖁᓕᐅᑉᐸᑕ 

50−ᐅᑉᐸᑕᓘᓐᓃᑦ ᐊᑐᓂᐊᓗᒃ, ᐊᑐᓂ ᑖᒃᑯᐊ 

ᐱᒻᒪᕆᐅᓘᒻᒪᑕ ᑖᒃᑯᐊ ᐃᓱᒫᓗᓐᓇᖅᑐᑦ ᑭᓯᐊᓂ, ᑭᓯᐊᓂ 

ᐊᑦᑕᕐᓇᓐᓂᕆᓪᓚᕆᑦᑕᖓ ᑕᐃᒃᑯᐊ ᐃᓵᖃᑦᑕᕐᓂᖏᑦ 

ᖃᕋᓴᐅᔭᐃᑦ ᐊᒥᓱᐊᓗᐃᑦ ᐃᓄᓐᓄᑦ ᑐᕌᖓᔪᑦ ᐃᒻᒥᒧᑦ 

ᑐᕌᖓᔪᑦ ᑐᓴᕋᔅᓴᖁᑎᖓ ᐊᑕᐅᑦᑎᒃᑯᐊᓗᒃ 

ᑎᓪᓕᑦᑕᐅᔪᓐᓇᕐᒪᑕ. ᑕᐅᑐᙳᐊᕐᓗᒍ ᐱᔭᕐᓂᖅᑐᑯᓗᒃ 

ᑭᓱᑐᐃᓐᓇᕐᒥ ᓄᓇᕗᓕᒫᑦᑎᐊᕐᒥᑦ ᐃᓄᖁᑎᒋᔭᖏᓐᓄᑦ 

ᑐᕌᖓᔪᑦ ᑐᓴᒐᒃᓴᖁᑎᖏᑦ ᐊᑦᑕᕐᓇᕈᑎᒋᔭᖏᑦ ᑕᕝᕙ 

ᑖᒃᑯᐊ ᑖᒃᓰᔭᕈᑎᖏᓪᓗ.  

 

ᑭᒃᑯᓕᒫᓄᑦ ᐊᑦᑐᐃᔪᓐᓇᕐᒪᑦ. ᐆᑦᑑᑎᒋᓗᒍ ᓲᕐᓗ 

ᐊᐅᓪᓚᖅᑎᑦᑎᑉᐸᑦ ᑎᑎᕋᕐᓂᑦ ᖃᕋᓴᐅᔭᖅᐳᑦ ᑕᒻᒪᕐᓗᓂ 

ᑐᕌᕈᑎᖓᓂ ᐊᑐᕐᓗᓂ ᑲᙳᓇᖅᑐᓂᑦ ᐊᐅᓪᓚᖅᑎᑦᑎᑉᐸᑦ 

ᐃᓄᒻᒧᑦ ᐊᑕᐅᓯᕐᒧᑦ ᐱᐅᙱᑦᑑᒐᓗᐊᖅ ᑭᓯᐊᓂ ᑖᓐᓇᓕ 

ᐊᑕᐅᓯᐅᒻᒪᑦ ᑭᓯᐊᓂᓕ ᐃᓵᖅᑕᐅᑉᐸᑕ ᖃᔅᓯᑦᑕᐅᓵᓗᓐᓂᑦ 

ᑎᓪᓕᒃᑲᔭᕐᒪᖓᑕ ᐊᑦᑕᕐᓇᕈᑎᒋᔭᖓ ᑕᐃᒃᑯᐊ ᖃᕋᓴᐅᔭᐃᑦ 

ᐃᓵᖅᑕᐅᖃᑦᑕᕐᓂᕆᔭᖏᑦ ᑖᒃᑯᐊ ᐊᖏᓂᖅᐹᖑᔪᑦ 

ᖃᐅᔨᒪᔭᒃᑯᓪᓕ.  
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Nunavut is a unique context. I think we have 

very small datasets, so even some of the things 

that artificial intelligence can do well in other 

jurisdictions might be complicated here. 

 

So even talking to statisticians and other 

professionals in that regard, we’ve heard 

concerns that, for example, if you look at a 

dataset of survey results done in Nunavut, it 

could be complicated because it could clean 

certain data because it looks like an outlier, 

whereas that’s just the population Nunavut has. 

 

For example, it could see a high number of 

hunters in the demographic data and say, oh, 

that’s probably a mistake, and clear that out, 

and then we’re not getting the right statistical 

information. So we need to be careful with the 

bias inherent in these systems, with the ethical 

concerns, with how this information is gathered 

and pulled from the internet. I know there are a 

lot of artists that are concerned about their art 

being stolen, and then being duplicated. 

 

We want to make sure that we’re taking an 

environmental lens as well. The use of artificial 

intelligence has a rarely high carbon footprint, 

and it has a high use of water for the coolants 

used in – I can’t remember the name off the top 

of my head, but the circuits and the board and 

what have you. 

 

So we just need to be careful that we’re making 

the right decision for Nunavut. There’s a lot of 

excitement I think when it comes to generative 

artificial intelligence. We have heard that at the 

committee level today, but that excitement is 

both driven by industry, and we need to do 

what’s right for Nunavut. 

 

So we’re taking a look at all of these different 

factors and making sure we balance that with 

the possible benefits and we make an informed 

choice. (interpretation) Thank you, Mr. Chair. 

Chairman: Thank you. Mr. Lightstone. 

 

ᐱᕙᓪᓕᐊᔪᑎᒎᖅᑕᐅᖃᑦᑕᖅᓯᒪᓪᓗᑎᑦ ᐊᒻᒪᓗᑦᑕᐅ 

2019−ᖑᑎᓪᓗᒍ ᐃᓵᖅᑕᐅᓚᐅᕐᒪᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ 

ᖃᕋᓴᐅᔭᓕᒫᑦᑎᖏᑦ ᖃᐅᔨᒪᔭᐅᔪᐃᓐᓇᐅᓕᖅᑐᑦ, 

ᐅᖃᐅᓯᕆᔭᐅᖃᑦᑕᖅᖢᑎᒃ ᑎᑎᕋᐅᓯᐅᖃᑦᑕᖅᑐᑎᓪᓗ 

ᐃᖅᑯᓪᓕᐅᑎᒋᒃᑲᓂᙱᓪᓘᓐᓃᑦ.  

 

ᑭᓯᐊᓂ ᐊᕐᕌᒎᒃ ᒪᕐᕉᒃ ᐊᓂᒍᕐᒪᑎᒃ ᓄᓇᕗᒻᒥ 

ᐃᓕᓐᓂᐊᖅᑏᑦ ᑕᐃᒃᑯᐊ ᖃᕋᓴᐅᔭᖁᑎᒋᔭᖓ 

ᐃᓵᖅᑕᐅᓚᐅᕐᒥᒻᒪᑕ. ᑖᓐᓇ ᐊᐅᓚᑕᐅᙱᑦᑐᖅ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᑖᓐᓇ ᖃᕋᓴᐅᔭᖅ ᑕᐃᒪᐃᓐᓇᐃᒻᒪᑦ 

ᐊᑯᓚᐃᑦᑐᒃᑯᑦ ᐊᔾᔨᒌᓐᖏᑦᑐᑦ ᐱᓕᕆᕕᖏᑦ 

ᑳᓐᑐᓛᔅᓯᖃᑦᑕᖅᓯᒪᒻᒪᑕ ᐱᔨᑦᓯᖅᑕᐅᓂᐊᕋᒥ 

ᓇᒻᒥᓂᕆᔭᐅᔪᒧᑦ. ᑕᐃᒪᐃᓐᓇᐃᓕᖓᒐᔪᒻᒪᑦ ᓄᓇᕗᑦ 

ᓯᓚᑖᓂ. ᑕᐃᒃᑯᐊ ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᑦ ᑐᓴᒐᒃᓴᖁᑎᖏᑦ 

ᓄᓇᕗᒻᒥᐅᓄᑦ ᖃᕋᓴᐅᔭᑉ ᐃᓗᐊᓃᑦᑐᑦ ᐊᓯᐊᓃᑦᑐᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ. ᓄᓇᕗᑦ ᖃᕋᓴᐅᔭᖓ ᒐᕙᒪᒃᑯᖏᑕ 

ᐃᓵᖅᑕᐅᓐᖏᑎᓪᓗᒍ ᐊᓯᖔᖏᑦ ᐃᓵᖅᑕᐅᒻᒪᑕ 

ᐃᓕᓐᓂᐊᖅᑏᑦ ᑐᓴᒐᒃᓴᖁᑎᖏᑦ ᐃᓵᖅᑕᐅᓪᓗᑎᑦ 

ᐋᓐᑎᐅᕆᔪᒥᑦ. ᑖᒃᑯᐊ ᐃᓵᖅᑕᐅᒐᒥ ᐃᓘᓐᓇᖏᑦ ᑕᐃᑯᐊ 

ᑲᒻᐸᓂᐅᔪᑦ ᑳᓐᑐᓛᑦᑕᐅᓯᒪᔪᑦ ᓄᓇᕗᑦ ᐱᖃᓯᐅᑕᐅᓪᓗᑎᑦ 

ᐊᑦᑐᖅᑕᐅᓚᐅᕐᒪᑦ.  

 

ᑖᓐᓇ ᓇᐃᓈᕆᐊᕐᓗᒍ. ᐊᑯᓂᑲᓪᓚᕈᓗᒃ 

ᖃᐅᔨᓴᖅᑕᐅᓚᐅᖅᑎᓪᓗᒋᑦ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ 

ᓈᒻᒪᒃᓴᖅᖢᖓ ᐊᒻᒪ ᐅᕙᖓ ᓈᒻᒪᒃᓴᓚᐅᖅᖢᖓ 

ᑐᓴᒐᔅᓴᐃᑦ ᑕᐃᒃᑯᐊ ᓄᓇᕗᒻᒥ ᐃᓕᓐᓂᐊᖅᑎᓄᑦ 

ᑐᓴᒐᒃᓴᖁᑎᖏᑦ ᑎᓪᓕᑦᑕᐅᓚᐅᙱᑦᑐᑦ, 

ᑎᓪᓕᑦᑕᐅᓪᓚᐅᕋᓗᐊᖅᖢᑎᒃ.  

 

ᐃᓕᓐᓂᐊᕐᓂᕐᓗ ᑕᐃᔅᓱᒥᖓ ᓱᒃᑲᐃᑦᑐᕈᓘᓚᐅᕐᒪᑦ 

ᑖᔅᓱᒥᖓ ᑭᐅᔭᕆᐊᔅᓴᖅ ᑭᓯᐊᓂ ᐃᓱᒫᓘᑎᒋᓚᐅᖅᑕᖓ 

ᖃᕋᓴᐅᔭᖓ ᖃᓄᖅ ᐊᐅᓚᔾᔪᑕᐅᒃᑲᓐᓂᕈᓐᓇᕐᒪᖔᑦ 

ᐊᑯᓂᕈᓗᒃ ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑕᐅᓚᐅᖅᑐᖅ ᑖᒃᑯᐊ 

ᐃᓕᓐᓂᐊᖅᑏᖅᑲᐃ ᑐᓴᒐᒃᓴᖁᑎᖏᑦ ᑎᓪᓕᑦᑕᐅᓐᓂᖅᐸᑦ. 

ᑖᒃᑯᐊ ᐊᔭᐅᖅᑐᓚᐅᖅᑕᒃᑲ ᐊᐱᖅᓱᖁᓪᓗᒍ ᑲᒻᐸᓂᐅᔪᒥᑦ 

ᓇᒻᒥᓂᕆᔭᐅᔪᒧᑦ ᐊᔭᖅᑐᓚᐅᖅᑕᒃᑲ ᐊᐱᖅᓱᖁᓪᓗᒋᑦ.  

 

ᑕᐃᒪᐃᓕ ᐃᒻᒪᖃ ᐃᓵᖅᑕᐅᓚᐅᖅᓯᒪᒻᒪᑕ ᖁᓪᓕᒃᑯᑦ 

ᐆᒻᒪᖅᑯᑎᓕᕆᔨᒃᑯᑦ ᑯᐊᐳᕇᓴᖏᑕ ᐃᑯᒪᖅᑯᓯᓕᕆᔨᒃᑯᑦ 

ᑖᒃᑯᐊ ᐊᑦᑐᖅᑕᐅᓪᓚᕆᓚᐅᖅᓯᒪᒻᒥᒻᒪᑦ ᖃᕋᓴᐅᔭᖓ 

ᐱᔨᑦᑎᕈᑎᖏᓪᓗ. ᖁᔭᓐᓈᖅᑐᑦ ᑖᒃᑯᐊ 

ᖃᒥᔾᔪᑕᐅᖃᑦᑕᓚᐅᙱᑦᑐᑦ ᑭᓯᐊᓂ ᐊᔾᔨᒌᓐᖏᒻᒪᑕ 

ᐃᓵᖅᑕᐅᖃᑦᑕᖅᑐᖅ ᑐᕌᒐᔅᓴᖃᖅᓗᑎᑦ ᐊᔾᔨᒌᙱᑦᑐᓂᒃ 

ᑎᒍᓂᐊᖅᑕᖏᓐᓂ. ᓲᕐᓗ ᐃᓚᖏᑦ 

ᖃᒥᖃᑦᑕᑎᑦᑎᖃᑦᑕᖅᑐᑦ ᑕᐃᒪᐃᓐᓇ ᐱᔪᓐᓇᕐᒥᔫᒐᓗᐊᖅ 

ᐱᕐᔪᐊᕌᓘᒻᒪᑦ ᑕᒪᓐᓇ.  
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Mr. Lightstone: Thank you, Chair. My 

questions will begin for Mr. Witzaney. Last 

year we discussed a lot about capacity issues. 

Government of Nunavut is a very small 

government with very high vacancy rates, and 

we all know that artificial intelligence can be a 

very powerful tool for a public service. 

 

The commissioner had mentioned other 

jurisdictions developing policy with regard to 

ethical use of artificial intelligence in the public 

sector for governments, so I’d like to ask again 

specifically: Is the Government of Nunavut 

currently working on ethical use of artificial 

intelligence policy, and if so, when will that be 

finalized? Thank you, Chair. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, Mr. 

Chair. 

 

(interpretation ends) Yes, we are working on 

that. Those are the discussions that are 

happening at the information governance 

committee level. We’ve had some early drafts 

created that we are in the process of discussing. 

Timeline-wise, it’s difficult to say. We want to 

make sure we engage with specific partners 

under the article 32 policy, making sure that we 

do this correctly. And so having some sort of 

forward-facing document, we’re looking at 

either late this year or early next year, but it is 

something that we’re actively working on. It’s 

just not something that we can commit to a 

speedy approach on it. We want a 

comprehensive, correct approach that takes into 

consult Nunavut’s unique context. 

(interpretation) Thank you, Mr. Chairman. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you for that response. 

I’d like to switch over to another topic, cyber 

security. My first question will be for the 

commissioner. 

ᐊᒻᒪᓗᑦᑕᐅ ᑭᖑᓂᑦᑎᓐᓂ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑦ 

ᐅᓂᒃᑳᓕᐅᖃᑦᑕᓚᐅᖅᑕᒃᑲ ᖁᓪᓕᒃᑯᑦ ᐆᒻᒪᖅᑯᑎᓕᕆᔨᒃᑯᑦ 

ᖃᕋᓴᐅᔭᖏᓐᓄᑦ ᐃᓵᖅᑕᐅᒐᒥ ᑲᒪᒋᔭᐅᑦᑕᐅᓚᐅᖅᑐᑦ 

ᖃᐅᔨᒪᔭᒃᑯᓪᓕ ᐊᑲᐅᓂᖅᐹᒃᑯᑦ ᑭᓯᐊᓂ ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᑦ 

ᓄᓇᕗᒻᒥᐅᓄᑦ ᑐᕌᖓᔪᑦ ᑎᓪᓕᑦᑕᐅᓚᐅᙱᑦᑐᑦ. 

ᐅᓄᖅᑐᐊᓗᓐᓂᑦ ᐱᕐᔪᐊᓂᑦ ᐅᓐᓄᓴᒃᑯᑦ ᐃᓵᖅᓯᒍᑎᒃ 

ᑎᓪᓕᒍᓐᓇᓚᐅᖅᑑᒐᓗᐊᑦ. ᐱᐅᙱᓂᖅᓴᐅᑲᓐᓂᕈᓐᓇᕐᓗᓂ.  

 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᒥᑭᓐᓂᖅᓴᖅ ᐃᓵᖅᓯᓚᐅᕐᒥᒻᒪᑕ 

ᒥᑭᓐᓂᖅᓴᒥᑦ. ᑖᒃᑯᐊ ᖃᕋᓴᐅᔭᕐᒥᑦ ᐃᓵᖅᓯᔪᑦ 

ᒥᑭᑦᑑᔪᓐᓇᖅᑐᑦ ᐊᖏᔫᑕᐅᔪᓐᓇᕆᓪᓗᑎᓪᓗ. ᑕᐃᒪᐃᒻᒪᑦ 

ᐊᒥᐊᓕᒃᑲᒥᐅᑦ ᑲᒻᐸᓂᖁᑎᒋᔭᖏᑦ ᐃᓕᓐᓂᐊᕐᕕᖓᑕ 

ᑖᒃᑯᐊ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᒻᒥᑦ ᐅᖃᓕᒫᒐᕐᓂᑦ 

ᓴᖅᑭᑦᑎᖃᑦᑕᖅᑐᐃᑦ ᐃᓕᓐᓂᐊᖅᑐᑕ ᑕᐃᒪᓐᓇ 

ᓴᖅᑭᑦᑎᓕᖃᑦᑕᕐᒪᑕ ᑖᒃᑯᐊ ᑲᑉᐸᓂᐅᔪᑦ 

ᑕᐃᒪᐃᓐᓇᐃᑦᑐᓂᑦ ᓴᓇᖃᑦᑕᓚᐅᖅᑐᑦ ᓄᓇᕗᑦ ᐃᓚᖏᑦ 

ᐃᓕᓐᓂᐊᕐᕖᑦ ᑳᓐᑐᓛᑦᑎᑦᑎᓯᒪᒻᒪᑕ ᑕᐃᒃᑯᓂᖓ 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᑦ ᐅᓂᒃᑳᕐᓂᑦ ᓴᖅᑭᑦᑎᖃᑦᑕᖅᑐᑦ 

ᐃᓕᓐᓂᐊᖅᑏᑦ ᒥᒃᓵᓄᑦ ᐊᒥᐊᓕᒃᑲᑦ ᓄᓇᖓᓃᑦᑑᒐᓗᐊᖅ 

ᑕᐃᓐᓇ.  

 

ᐃᒪᓇ ᑐᑭᖃᓚᐅᖅᑐᖅ ᑕᐃᓐᓇ, ᐊᕐᕌᒍᑕᒫᖅᓯᐅᖅ 

ᐅᓂᒃᑳᖅ ᐃᓕᓐᓂᐊᖅᑎᓄᑦ ᐊᑎᖏᑦ ᐊᔾᔨᙳᐊᖏᓪᓗ 

ᐃᓗᐊᓃᖃᓯᐅᑎᓚᐅᕐᒪᑕ ᑕᕝᕙ ᑕᐃᒪᓐᓇ 

ᐃᓗᐊᓃᑎᑕᐅᖃᑦᑕᕐᒪᑕ ᐃᓕᓐᓂᐊᖅᑏᑦ ᐊᕐᕌᒍᑕᒫᑦ 

ᐅᓂᒃᑳᖏᓐᓂ ᑎᓪᓕᑦᑕᐅᑉᐸᑕ ᐊᑦᑕᕐᓇᕈᑎᖏᑦ ᑕᕝᕙ. 

ᑭᓯᐊᓂ ᐅᓄᖅᑐᐊᓘᓚᐅᕐᒪᑕ ᒥᐊᓕᒃᑲᒥ ᐃᓕᓐᓂᐊᖅᑏᑦ 

ᑕᐃᓐᓇ ᐊᑕᐅᓯᒥᑦ ᓄᓇᕗᒻᒥ ᐃᓕᓐᓂᐊᕐᕕᒃ 

ᑕᐃᒪᐃᓐᓇᐃᓕᓚᐅᖅᑐᖅ ᑭᓱᓂᑦ ᐃᖅᑲᒪᙱᑦᑐᖓ 

ᑭᕙᓪᓕᕐᒥ ᓄᓇᓕᓐᓂᑦ ᑕᐃᒃᑯᐊ ᓇᓕᐊᖑᒻᒪᖔᖅ ᓄᓇᓕᒃ 

ᐃᖅᑲᐅᒪᓐᖏᑐᐃᓐᓇᖅᑕᕋ. ᑭᓯᐊᓂᓕ ᐱᔭᕇᕐᒪᑦ ᑕᒪᓐᓇ 

ᐱᔭᕇᖅᓯᓚᐅᖅᑐᑦ ᑖᔅᓱᒥᖓ.  

ᖃᐅᔨᓕᓚᐅᖅᑐᑦ ᐅᓗᕆᐊᓇᖅᑐᓂᑦ ᑎᓪᓕᓚᐅᙱᑦᑐᑦ.  

 

ᑭᓯᐊᓂ ᑕᐅᑯᔅᓴᐅᑎᑦᑎᔪᓐᓇᖅᑐᑦ ᐃᒃᓯᕙᐅᑖᖅ, 

ᖃᖓᑐᐃᓐᓇᒃᑯᑦ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᖓᓐᓂ 

ᑳᓐᑐᓛᑦᑎᑦᑎᓯᒪᔭᖏᓐᓂ ᑕᖅᑲᒃᑯᓄᖓ ᐃᒻᒥᒧᑦ 

ᑐᕌᖓᔪᓂᒃ ᑐᓴᒐᒃᓴᓂᑦ ᐊᐅᓪᓚᑦᑎᑦᑎᒍᑎᒃ 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᖃᕆᐊᖃᕐᒪᑕ ᑕᐃᓐᓇ ᑲᒻᐸᓂᐅᔪᖅ 

ᑳᓐᑐᓛᑦᑕᐅᓯᒪᔪᖅ. ᐃᓵᖅᑕᐅᔾᔮᖏᒃᑲᓗᐊᕐᒪᖔᖅ 

ᖃᕋᓴᐅᔭᖁᑎᒋᔭᖓ ᑕᒪᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᑎᒥᖁᑎᒋᔭᖏᑦ 

ᓲᕐᓗ ᐃᓕᓐᓂᐊᕐᕖᑦ ᑎᒥᖁᑎᒋᔭᖏᑦ 

ᐃᓱᒪᖅᓴᖅᓯᐅᑦᑎᐊᖃᑦᑕᓐᓂᐊᖅᑐᑦ ᑳᓐᑐᓛᓂᑦ 

ᐊᑎᓕᐅᓚᐅᖅᑕᖏᓐᓂ ᑲᒻᐸᓂᓄᑦ ᑭᓱᓂᓪᓗ 

ᐱᔪᓐᓇᐅᑎᖃᕐᒪᖔᑕ ᑎᓪᓕᑦᑕᐅᓐᓂᖅᐸᑕ 

ᐃᓵᖅᑕᐅᓂᖅᐸᑕ ᑐᓴᒐᒃᓴᖁᑎᖏᑦ.  
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The GN has suffered from cyber attacks in the 

past, the ransomware event in 2019 and I’m 

sure many others. Can you talk a little bit about 

the information and privacy risks associated 

with cyber security and/or cyber attacks. Thank 

you, Chair. 

 

Chairman: Thank you. Commissioner Steele. 

 

Mr. Steele: Mr. Chair, cyber attacks represent 

an enormous privacy risk. A lot of the cases 

that I get are dealing with privacy issues 

involving one or two or ten or 50 people. Each 

one is serious for the people involved in those, 

but they’re relatively contained. The real risk of 

cyber attacks is that many thousands of 

people’s personal information can be stolen all 

at the same time. It’s easy to imagine that 

information affecting every single person in 

Nunavut could be stolen with certain kinds of 

cyber attacks. 

 

And that’s what the risk is, that the 

consequences are so far-reaching, compared to, 

for example, if somebody sends an email to the 

wrong person with confidential information. 

That’s bad, but it’s limited, as opposed to 

stealing information affecting 40,000 

Nunavummiut. 

 

I think the best way to illustrate the risk is to 

tell you about the cyber attacks or the biggest 

ones I’m aware of. Most of them have been in 

the news. Of course, we start with the one in 

2019 where there was an attack of the entire 

Government of Nunavut; everybody knows 

about that. It’s been written about, spoken 

about a lot, so I don’t need to say any more 

about that. 

 

A couple of years later, there was an attack on 

Nunavut’s student information system. Now, I 

want to emphasize that that is not a system run 

by the Government of Nunavut. As is the case 

frequently, various departments will contract 

ᐊᒻᒪᓗᑦᑕᐅ ᐅᐊᑦᑎᐊᖅ ᐊᕐᕌᒍᒋᔭᑦᑎᓐᓂ 

ᐃᓵᖅᓯᓪᓚᕆᓚᐅᕐᒪᑕ ᐊᖏᔫᑎᐊᓗᓐᓂᑦ ᐊᖏᓂᖅᐹᖑᔪᑦ 

ᐃᓕᓐᓂᐊᖅᑏᑦ ᑐᓴᒐᒃᓴᖁᑎᒋᔭᖏᓐᓂ ᑲᒻᐸᓂ 

ᓄᐊᑦᑎᔨᐅᔪᑦ North America−ᑯᓐᓂ Power 

School−ᓂᕋᖅᑕᐅᔪᖅ ᑕᐃᓐᓇ ᐃᓵᖅᑕᐅᓚᐅᕐᒪᑦ, 

ᑎᒡᓕᑦᑕᐅᓪᓗᑎᓪᓗ ᑐᓴᒐᔅᓴᑦ ᐅᓄᖅᑐᐊᓗᐃᑦ 

100,000−ᖏᓐᓃᑦᑐᑦ ᒥᓕᐊᖏᓐᓃᑦᑐᓪᓗ ᐃᓕᓴᐃᔩᑦ 

ᐃᓚᖏᓪᓗ ᑐᓴᒐᒃᓴᖁᑎᖏᑕ ᐃᓚᒌᖏᑕ ᑕᒪᒃᑯᐊ North 

America−ᒦᑦᑐᓄᑦ ᑲᓇᑕᒥᐅᑦ ᑕᐃᒃᑯᐊ 

ᖃᐅᔨᓴᓪᓚᕆᓕᖅᑕᖓ ᐊᑯᓂᕈᓗ. ᑭᓯᐊᓂ 

ᒪᒥᐊᓇᖅᑑᒐᓗᐊᖅ ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓵᖅᓯᓚᐅᖅᑐᑦ 

ᓄᓇᕗᒻᒥ ᐊᑦᑐᐃᓂᖃᓚᐅᓐᖏᑦᑐᖅ. ᓄᓇᕗᒻᒥ 

ᐃᓕᓐᓂᐊᕐᕕᖓ ᑳᓐᑐᓛᑦᑎᑦᑎᓯᒪᓕᕐᒪᑕ Power 

School−ᒥᑦ.  

 

ᑭᐅᒐᓗᐊᖅᐸᕋᖃᐃ ᐊᐱᖅᑯᑎᔭᕐᓄᑦ. ᑕᕝᕙ 

ᑕᐃᒪᐃᓐᓇᐃᓕᐅᖅᑐᑦ ᑕᑯᖃᑦᑕᖅᑕᒃᑲ ᖃᕋᓴᐅᔭᕐᒥᑦ 

ᐃᓵᖅᓯᔪᑦ. ᖃᕋᓴᐅᔭᕐᒥᑦ ᐃᓵᖅᓯᖃᑦᑕᕐᓂᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ 

ᐊᑦᑐᐃᓂᖃᕈᓐᓇᕐᒪᑦ ᐅᓄᖅᑐᐊᓗᓐᓂᑦ ᕿᓚᒥᑯᓗᒃ. 

ᐊᒻᒪᓗᑦᑕᐅ ᐊᒃᓱᐊᓗᓪᓕ ᑎᒡᓕᒍᓐᓇᖅᖢᑎᒃ ᐃᒻᒥᒧᑦ 

ᑐᕌᖓᓪᓚᕆᑦᑐᓂᒃ ᑲᙳᓇᖅᑐᓂᑦ ᑐᓴᒐᒃᓴᓂᑦ. 

ᓴᐳᒻᒥᐅᓯᖅᓯᒪᔭᕆᐊᖃᖅᑐᒍᑦ ᑕᐃᒪᙵᓕᒫᖅ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᓯᒃᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ 

ᓚᐃᑦᓯᑑᒨᓚᐅᙱᓂᓐᓂᑦ ᐃᓵᒍᒪᒑᖓᔅᓯ 

ᓇᓗᓇᐃᖅᓯᕕᐅᖃᑦᑕᕐᓚᖓ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᑦᑕᐅ ᒥᔅᑕ ᓯᑎᐅᓪ. ᑖᓐᓇᑦᑕᐅ 

ᐊᐱᖅᑯᑎᒋᔪᒪᓪᓗᒍ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ. 

ᖃᕋᓴᐅᔭᐃᑦ ᐃᓵᖅᑕᐅᖃᑦᑕᕐᓂᖏᑦ 

ᐊᑦᑕᓇᐃᖅᑕᓇᐃᔭᐅᖅᓯᒪᔭᕆᐊᖃᕐᒪᑕ ᐃᓵᖅᑕᐅᓚᐅᕋᑦᑕ 

ransomware−ᒥ ᐃᓕᓐᓂᐊᖅᑏᓪᓗ ᑐᓴᒐᒃᓴᖏᑦ 

ᐱᔭᐅᓪᓗᑎᑦ ᐊᒻᒪ ᖁᓪᓕᒃᑯᓐᓂ ᐃᓵᖅᑕᐅᓪᓗᑎᑦ 

ᖃᕋᓴᐅᔭᖓᑦ.  

 

ᒪᒥᐊᓇᖅ, ᐅᐊᑦᑎᐊᖅ ᐅᖃᐅᓯᖃᖅᑲᐅᒻᒪᑕ 

ᑭᒡᒍᓱᖃᖅᑐᖃᖅᑲᐅᒻᒪᑦ ᐃᓕᓐᓂᐊᑎᑦᑎᖃᑦᑕᕐᓂᖅ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᖃᕋᓴᐅᔭᒃᑯᓪᓗ ᑎᑎᕋᖃᑦᑕᕐᓗᒋᑦ 

ᐃᖅᑲᐃᑎᖃᑦᑕᕐᓗᒋᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐊᑦᑕᓇᕐᔭᐃᖅᓯᒪᔭᕆᐊᖃᕐᓂᖏᑦ ᖃᕋᓴᐅᔭᖏᑦ 

ᐃᓵᖅᑕᐅᖁᓇᒋᑦ. ᐅᖃᐅᓯᖃᕈᓐᓇᖅᐲᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦ ᖃᓄᖅ ᑐᓴᐅᒪᖃᑦᑎᑦᑎᒻᒪᖔᑕ 

ᐃᖅᑲᓇᔭᖅᑎᖏᓐᓂ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ ᖃᓄᕐᓗ 

ᖃᕋᓴᐅᔭᐃᑦ ᐊᑦᑐᓇᐃᕐᔭᐃᖅᓯᒪᔪᓐᓇᕐᒪᖔᑎᒍ? 

ᐅᖃᐅᓯᖄᕐᔪᕈᓐᓇᖅᐲᑦ ᑕᒪᒃᑯᓇᓐᖓᑦ ᒫᓐᓇᐅᔪᖅ 
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out certain services to the private sector, almost 

always based somewhere outside of Nunavut. 

But what that means is the personal information 

of Nunavummiut is on computer servers 

located somewhere else. So it’s not Nunavut 

that’s attacked; it’s those computer services, 

which in the case of the student information 

system was located in Ontario. So there was an 

attack on those computer servers, and 

everybody that that company had a contract 

with, including Nunavut, was affected. 

 

Now, to cut a long story short, after appropriate 

investigation, the Department of Education was 

satisfied and I was satisfied that no information 

of Nunavut students had been stolen, but it 

could have been. 

 

Education, as I said at the time, was quite slow 

to react to that situation. Their main concern 

was getting their system functioning again, and 

they didn’t think very, it took them a long time 

to think about the issue that maybe some 

student information had actually been stolen, 

and I had to push them to ask the questions of 

the private company. Anyway, that was the 

next one. 

 

Then the year after that, I think it was, there 

was an attack on the Qulliq Energy 

Corporation. I think you remember that. They 

went offline for a while. It affected their 

services. Thankfully, I don’t believe it actually 

resulted in any power outages, but the point is it 

could have. A different kind of attack from 

different people with different objectives might 

have resulted in widespread power outages. 

You know, that’s how serious this stuff can be. 

 

But as I reported in my previous annual report, 

in my opinion, the Qulliq Energy Corporation 

handled that attack very well, and to the best of 

my knowledge, no personal information of 

Nunavummiut was stolen in that attack. That’s 

another case that could have been a lot more 

serious than it was. It was bad enough; believe 

ᖃᓄᐃᓕᖓᓕᕐᒪᖔᑕ? ᐊᔾᔨᒌᙱᑦᑐᑦ ᑕᒪᒃᑯᐊ 

ᐃᓵᖅᑕᐅᖃᑦᑕᖅᑐᐃᑦ, ᐃᓵᖅᓯᖃᑦᑕᖅᑐᑦ ᖃᕋᓴᐅᔭᕐᒧᑦ 

ᖃᓄᐃᑦᑐᓂᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ 

ᐃᓵᖅᑕᐅᓇᓱᖃᑦᑕᖅᐸᑦ ᖃᓄᕐᓗ ᐊᑯᓚᐃᑦᑎᒋᔪᖅ? 

ᐱᖓᓲᓕᖅᑲᖓᓪᓗᓂ ᐊᐱᖅᑯᑎᒐ. ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᐃᓕᓐᓂᐊᖅᑎᑦᑎᓂᖅ ᐊᒻᒪ ᑐᓴᐅᒪᑎᑦᑎᖃᑦᑕᕐᓂᖅ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ, ᖃᓄᕐᓗ 

ᐊᑯᓚᐃᑎᒋᔪᓂᑦ ᐃᓵᖅᑕᐅᓇᓱᖅᐸᒻᒪᖔᑕ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑕ ᖃᕋᓴᐅᔭᖏᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᑦᑕᐅ 

ᐊᐱᕆᒐᕕᑦ ᑲᑎᒪᔩᑦ. ᐊᔾᔨᒌᓐᖏᑦᑐᒃᑯᑦ ᑭᐅᓂᐊᖅᐳᖓ.  

 

ᑖᒃᑯᐊ ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓕᓐᓂᐊᑎᑦᑎᖃᑦᑕᕐᓂᖅ ᑕᒪᒃᑯᐊ 

ᑐᓴᒐᒃᓴᓕᕆᓂᖅ ᖃᕋᓴᐅᔭᓕᕆᓂᒃᑯᑦ 

ᐱᓕᕆᕕᖓᑦᑎᒎᖃᑦᑕᕐᒪᑦ ᑖᓐᓇ ᐊᑐᐃᓐᓇᐅᑎᑕᐅᓪᓗᓂ 

ᐃᓕᓴᐃᔾᔪᑎᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ ᖃᕋᓴᐅᔭᑎᒍᑦ 

ᐱᑐᕝᕕᒃᑯᑦ ᐊᑐᐃᓐᓇᐅᑎᑕᐅᔪᖅ ᐊᒻᒪᓗᑦᑕᐅ ᒫᓐᓇ 

7−ᐸᑕ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᐊᑐᐃᓐᓇᐅᔪᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᑕᒪᒃᑯᓂᖓ ᑐᓴᒐᒃᓴᓂᖅ ᐊᑦᑕᓇᖅᑕᐃᕐᔭᐃᓯᒪᔾᔪᑎᒃᓴᖅ 

ᐱᒌᕈᑎᒃ ᐊᒻᒪᓗᑦᑕᐅ ᑲᙳᓇᖅᑐᖅ ᑕᐃᒃᑯᐊ 

ᐃᓵᖅᑕᐅᑦᑕᐃᓕᖓᑦ ᑎᓪᓕᑲᖅᑕᖅᑐᓪᓗ ᐊᒻᒪ 

ᑭᓇᐅᓂᖏᓐᓂ ᐃᓅᑉ ᑎᓪᓕᖃᑦᑕᖅᑐᑦ ᑖᓐᓇ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᖅᖢᓂ ᐊᒻᒪᓗᑦᑕᐅ ᐊᑦᑕᓇᕐᔭᐃᖅᓯᒪᓂᖓ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᑭᐊᕐᕆᕕᖏᑎᒍᑦ ᑕᒪᒃᑯᐊ ᑕᐃᒪᓐᓇ 

ᐋᖅᑭᒃᑕᐅᓯᒪᓪᓗᓂ ᐊᒻᒪᓗᑦᑕᐅ ᐱᓕᕆᕕᕗᑦ 

ᐊᔾᔨᒌᙱᑦᑐᓄᑦ ᐊᑐᖃᑦᑕᕐᒥᔪᑦ ᑖᒃᑯᓂᖓ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓂᑦ ᓯᓚᑖᓂ ᓄᓇᕗᑦ ᐊᒻᒪᓗᑦᑕᐅ 

ᒫᓐᓇᕈᓗᒃ ᑲᓐᖑᓇᖅᑐᑦ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᖁᓪᓗᒋᑦ 

ᑕᐃᒪᐃᓐᓇᐃᑦᑐᓂᑦ ᖃᕋᓴᐅᔭᓂᑦ ᐊᑐᖃᑦᑕᖅᑐᑦ.  

 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᑦ ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑎᕗ ᐅᖃᐅᑏᓐᓇᖃᑦᑕᖅᑕᕗᑦ 

ᐅᔾᔨᖅᓱᑎᐊᖁᓪᓗᒋᑦ ᑕᒪᒃᑯᐊ ᑐᕌᕈᑎᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ 

ᐊᒻᒪᓗ ᐃᓕᓐᓂᐊᕈᑎᒃᓴᖅᑕᖃᕐᒥᔪᖅ ᑭᓪᓕᓯᓂᐊᖅᑕᐅᓯᒪᔪᑦ 

ᐊᒻᒪᓗ ᒐᕙᒪᒃᑯᓐᓂ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐱᓕᕆᕕᓐᓂᑦ ᖃᔅᓯᑦ 

ᐃᓕᓐᓂᐊᕌᓂᒃᓯᒪᒻᒪᖔᖏᑦ ᑕᒪᒃᑯᐊᓕᒫᑦ ᐸᐸᖃᑦᑕᖅᑕᕗᑦ.  

 

ᐄ’, ᐃᓕᓐᓂᐊᑎᑦᑎᑦᑎᐊᕋᓱᖃᑦᑕᖅᑐᒍᑦ 

ᐅᔾᔨᖅᓱᖅᑎᐊᖅᑎᑦᑎᓇᓱᖃᑦᑕᖅᖢᑕᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑦᑎᓐᓂᑦ.  

 

ᖃᕋᓴᐅᔭᐃᑦ ᐃᓵᖅᑕᐅᖃᑦᑕᕐᓂᖏᑦ ᐱᓪᓗᒋᑦ 

ᖃᑦᓯᐊᖅᑕᕐᓗ ᑕᐃᒪᓐᓇ ᐅᓄᖅᑑᖃᑦᑕᕐᒪᑕ ᑕᐃᒃᑯᐊ 

ᐃᓯᕋᓱᑦᑐᑦ ᖃᕋᓴᐅᔭᖅᑎᓐᓄᑦ. ᐊᕐᕌᓂ ᓲᕐᓗ ᐆᑦᑑᑎᒋᓗᒍ 
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me, it was bad enough, but it could have been a 

lot worse. 

 

Then there was another smaller one. And this 

just shows you how these cyber attacks can be 

small or big, and they can come at you in ways 

that you don’t really expect. And that was that 

there is an American company that helps 

schools put together yearbooks, right. We all 

remember yearbooks from our high school days 

and our school days. Well, there are companies 

where that is their business. Some Nunavut 

schools have contracts with this yearbook 

company, and there was an attack on that 

company. That wasn’t even in Canada. That 

one was in the United States. 

 

But what that meant was that this yearbook 

information, which was names, photos, and that 

kind of thing that you find in a yearbook, was 

at risk of being stolen. It covered many, many 

schools, many. I don’t remember if it was 

millions of people, but it was a very large 

number of students, like all across North 

American. And it happened to also affect one 

school in Nunavut. Now, off the top of my 

head, I don’t remember which school it was. It 

was the community in the Kivalliq. I just don’t 

remember which community it was. But, again, 

at the end of the day, the conclusion was 

reached that perhaps no truly harmful 

information was stolen in that case. 

 

But it just goes to show, Mr. Chair, that 

whenever any government entity has a contract 

in which they are sending personal information 

to somebody, they have to think about the 

potential that that company that they have a 

contract with, it will be attacked. And I don’t 

think that many government entities, such as 

individual schools, think very hard about what 

contract, what they have signed with the 

company and what their rights are if the 

information they provided has been attacked. 

 

2.4−ᒥᓕᐊᖑᓚᐅᖅᓯᒪᔪᑦ ᑕᐃᒃᑯᐊ ᐃᓵᖅᑐᑦ ᖃᕋᓴᐅᔭᕐᓄᑦ. 

ᐄ’, ᑕᒪᒃᑯᐊ ᖃᐅᔨᒪᐃᓐᓇᕋᓱᖃᑦᑕᖅᑕᕗᑦ 

ᖃᑦᓯᐊᖅᑖᖃᑦᑕᕐᒪᖔᑦ, ᑭᓱᑦ ᐱᔭᐅᖃᑦᑕᕐᒪᖔᑦ ᐊᒻᒪᓗ 

ᐊᑐᐊᒐᕿᓪᓗᑕ ᐊᑐᖅᑎᑕᐅᖃᑦᑕᖅᑐᖅ ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ 

ᑐᑦᑕᕐᕕᓪᓗᐊᕆᖃᑦᑕᖅᑕᕗᑦ ᖃᕋᓴᐅᔭᕐᓄᑦ ᑕᐃᒃᑯᑎᒎᓇ 

ᑕᐃᒃᑯᐊ ᐊᖅᑯᑎᒋᖃᑦᑕᖅᑕᕗᑦ.  

 

ᐊᒻᒪᓗ ᑕᐃᒪᓐᖓᓕᒫᖅ ᑖᒃᑯᐊ 

ᐅᔾᔨᓱᖅᑎᐊᕋᓱᖃᑦᑕᖅᑕᕗᑦ ᐅᐸᓗᖓᐃᖅᓯᒪᖃᑦᑕᖅᖢᑕᓗ 

ᖃᑦᓯᐊᖅᑏᐊᓗᒃ ᐱᓪᓗᒍ ᓇᓗᓇᐃᖅᓯᓪᓚᕆᒍᓐᓇᖏᑦᑐᖓ 

ᑭᓯᐊᓂ ᐅᓄᖅᓯᕙᓪᓕᐊᑐᐃᓐᓇᖅᑐᑦ ᑕᐃᒃᑯᐊ 

ᖃᕋᓴᐅᔭᕐᓄᑦ ᐃᓵᖃᑦᑕᖅᑐᑦ.  

 

ᐊᒻᒪᓗ ᐱᑐᐃᓐᓇᐅᙱᓕᖅᐸᓪᓕᐊᑐᐃᓐᓇᖅᖢᑎᒃ 

ᐅᓄᖅᓯᕙᓪᓕᐊᔪᑦ ᒫᓐᓇᒧᑦ. ᐊᒻᒪᓗ ᐊᐅᓚᒋᐊᖃᖅᑕᕗᑦ 

ᖃᕋᓴᐅᔭᒃᑰᖅᑐᑦ ᑲᒪᒋᑦᑎᐊᑲᓐᓂᕋᓱᖃᑦᑕᖅᖢᑎᒃᑯᑦ.  

 

ᖃᕋᓴᐅᑎᑦ ᐱᓪᓗᒋᑦ ᒫᓐᓇ ᐃᓕᓐᓂᐊᑎᑦᑎᓂᖅ ᑕᒪᓐᓇ 

ᑭᓯᐊᓂ ᐊᑐᕐᓂᖅᐹᖑᔪᖅ ᖃᐅᔨᒪᑎᑦᑎᖃᑦᑕᕐᓂᕐᓗ 

ᐃᓗᓕᑯᓘᔭᖃᐅᖅᑐᕐᔪᐊᒻᒪᕆᐊᓘᒻᒪᑕ ᑕᒪᒃᑯᐊ 

ᖃᕋᓴᐅᔭᐃᑦ ᐱᓪᓗᒋᑦ. ᒪᑯᐊᓗ ᐸᐃᑉᐹᖁᑏᑦ 

ᑐᖅᑯᖅᑕᐅᓯᒪᔪᑦ ᑖᒃᑯᐊ ᐱᓗᐊᕐᓗᒋᑦ.  

 

ᑭᒃᑯᓪᓗ ᐃᓚᓕᐅᔾᔭᐅᔪᓐᓇᕐᒪᖔᖏᑦ 

ᖃᕋᓴᐅᔭᖁᑎᑦᑎᓐᓂᑦ, ᑕᕝᕗᖓᖃᐃ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑕᒪᓐᓇ 

ᖃᕋᓴᐅᔭᐃᑦ ᐃᓵᖅᑕᐅᖃᑦᑕᕐᓂᖏᑦ ᐱᓪᓗᒋᑦ ᑕᐃᒃᑯᐊ 

ᐅᓗᕆᐊᓇᕐᓂᖏᑦ ᑕᒪᓐᓇᐅᑎᓪᓗᒍ ᑭᒃᑯᓪᓗ 

ᖃᕋᓴᐅᔭᑦᑎᓐᓄᑦ ᐃᓕᖃᓯᐅᔾᔭᐅᔪᓐᓇᕐᒪᖔᑦ 

ᐅᔭᕋᕐᓂᐊᕐᓂᓕᕆᓐᓂᖅ ᑲᑎᒪᔾᔪᑎᒋᔭᐅᕐᔪᐊᖅᑎᓪᓗᒍ 

ᑕᒪᓐᓇ ᐅᖃᐅᓯᕆᔭᐅᓚᐅᖅᓯᒪᔪᖅ 

ᐊᑦᑕᓇᕐᔭᐃᖅᓯᒪᔭᕆᐊᖃᕐᓂᖅ ᐊᒻᒪ ᑕᒪᓐᓇ 

ᐅᑭᐅᖅᑕᖅᑐᖅ ᐅᓇᑕᖅᑐᖅᓴᓄᑦ 

ᐃᓵᖅᑕᐅᔾᔮᖅᑐᔅᓴᐅᖏᒃᑲᓗᐊᖅᑎᓪᓗᒍ ᑭᓯᐊᓂ 

ᐅᓗᕆᐊᓇᕐᓂᖅᐹᒦᑦᑐᒍᑦ ᖃᕋᓴᐅᔭᐃᑦ 

ᐃᓵᖅᑕᐅᖃᑦᑕᕐᓂᖏᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ.  

 

ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ ᐃᓵᖃᑦᑕᖅᑐᑦ ᐱᓪᓗᒋᑦ ᑕᒪᒃᑯᐊ 

ᐸᐃᑉᐹᖁᑏᑦ ᑐᖅᑯᖅᑕᐅᓯᒪᔪᑦ ᖃᕋᓴᐅᔭᕐᓄᑦ ᖃᓄᖅ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᒻᒪᖔᖏᑦ ᑐᑭᓯᒍᒪᓪᓗᖓ, ᐊᒻᒪᓗ ᐃᓛᒃ 

ᑕᒪᒃᑯᓄᖓ ᐃᓵᖃᑦᑕᖅᑐᓄᑦ ᖃᓄᐃᑦᑐᓂᑦ 

ᐋᖅᑭᒃᓯᓯᒪᕕᑕ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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The last thing I’ll say, Member, is that very 

recently earlier this year there was a very large 

attack on I think the largest student information 

system company in North America, a company 

by the name of Power School. That has resulted 

in it the stealing of the information of many, 

many hundreds of thousands and perhaps 

millions of students and teachers and families 

across North America. It is something that a lot 

of my counterparts across Canada are spending 

a lot of time on investigating, but fortunately, 

that particular cyber attack did not affect 

Nunavut because the Nunavut school system 

did not have a contract with Power School. 

 

So, Member, I hope that answers your question 

a little bit. That’s what’s going on. That’s what 

I see on the topic of cyber attacks. You can see 

that it can affect a lot of people in minutes, and 

it can result in some very sensitive information 

being stolen, which is why everybody has to be 

on their guard against it at all times. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you. Just before I go back to 

Mr. Lightstone, I just remind members to grab 

my attention if you want to be added to the 

question list. Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. Thank you 

to Mr. Steele. I’d like to pose the same line of 

questioning to the Government of Nunavut. 

We’re all aware that cyber security and cyber 

attacks is an issue in Nunavut with the 

ransomware as well as the student information 

system, and Qulliq Energy Corporation’s 

system. 

 

Earlier there was some discussion, and one of 

the responses was about providing online 

training and regular emails and updates to 

employees to remind them about the cyber 

safety. Would you be able to talk a little bit 

more about how the Government of Nunavut is 

informing our public servants on how to keep 

our systems safe. And would you also talk a 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ’, ᑕᐃᒪᓐᓇ 

ᖃᕋᓴᐅᔭᒃᑰᕈᑎᕗᑦ ᑕᒪᒃᑯᐊ ᐊᒡᒍᖅᑐᖅᑕᐅᓯᒪᒻᒪᑕ ᒪᑯᐊ 

ᐊᐅᓚᑕᐅᔪᑦ ᑖᒃᑯᐊᓕ ᐊᑐᐃᓐᓇᖅᑐᓂᑦ ᐊᑐᖅᑐᑦ. ᒫᓐᓇ 

ᖁᓪᓕᒃᑯᓂᒃᑯᐊ ᐆᒻᒪᖅᑯᑎᓕᕆᔨᖏᑦ ᑕᐃᒃᑯᐊ 

ᐃᓵᖅᑕᐅᓚᐅᖅᓯᒪᒻᒪᑕ ᐊᕐᕌᒎᒃ ᒪᕐᕉᖅᑰᓕᖅᑑᒃ.  

 

ᐅᓄᒃᑲᓂᖅᑐᓂᑦ ᐃᑭᐊᕐᕆᕕᒃᑰᖅᑐᓂᑦ 

ᐊᑐᖅᐸᓪᓕᐊᑐᐃᓐᓇᖅᑐᒍᑦ. ᒪᑯᓄᖓ ᐊᐅᓚᑕᐅᔪᓄᑦ 

ᐊᑐᖅᑐᓂᒃ ᖃᓄᑎᒋ ᐱᐅᑎᒋᒻᒪᖔᖏᑦ 

ᖃᐅᔨᓴᖅᑕᖅᖢᑎᒃᑯᓪᓗ ᐊᒻᒪᓗ ᐃᓛᒃ ᐃᓄᒻᒧᑦ 

ᐊᐅᓚᑕᐅᓐᖏᒃᑲᓗᐊᖅᖢᓂ ᐊᑯᓚᐃᑦᑐᒃᑯᑦ 

ᖃᐅᔨᓴᐃᔾᔪᑎᓐᓂ ᐃᒋᐅᖅᑲᐃᓯᒪᔪᒍᑦ. ᐄ’, 

ᖃᓄᖅᑑᕈᑎᒃᓴᓕᐅᖅᐸᒌᖅᓯᒪᖃᑦᑕᖅᑐᒍᑦ 

ᐊᑦᑕᓇᔾᔭᐃᖅᓯᒪᓂᖅ ᐱᓪᓗᒍ ᐃᓕᓐᓂᐊᕐᕕᖕᓂᓗ 

ᐊᓯᖏᓐᓂ. 

 

ᐊᒻᒪᓗ ᐊᑐᖃᑦᑕᕐᒥᔭᕗᑦ ᑕᒪᒃᑯᐊ ᖃᕆᓴᐅᔭᕐᓄᑦ 

ᐊᐅᓚᑦᑎᔾᔪᑏᑦ ᐊᒻᒪᓗ ᖃᓄᐃᑦᑐᖃᑲᓪᓚᖕᓂᖅᐸᑦ ᑭᓱᓂᒃ 

ᐊᑐᕐᓂᐊᕐᒪᖔᑦᑎᓐᓂᒃ. ᑖᒃᑯᐊᖑᖕᒥᑎᓪᓗᒋᑦ ᑕᒪᒃᑯᐊ 

ᐸᐃᑉᐹᑦ ᐊᓯᐊᓄᑦᑕᐅᖅ ᐱᑐᒃᓯᒪᖃᑕᐅᓯᒪᖕᒥᔪᑦ. 

ᖁᔭᓐᓇᒦᕐᔪᐊᒻᒪᕆᐊᓗᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᐆᒃᑑᑎᒋᓗᒋᖃᐃ ᐃᓵᖅᑕᐅᖃᑦᑕᕐᓂᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ 

ᐊᒻᒪᓗ ᑕᒪᒃᑭᑯᐊ ᖁᓪᓕᒃᑯᑦ ᓲᕐᓗᖃᐃ ᐆᒃᑑᑎᒋᓗᒍ. 

ᐊᓯᖏᑦᑕᐅᖅ ᐃᓵᖅᑕᐅᖃᑦᑕᖅᓯᒪᓂᑰᕙᑦ ᐱᓕᕆᕝᕕᖕᓂ 

ᑎᒥᙳᖅᑎᑕᐅᓯᒪᔪᓂᓘᓐᓃᑦ ᐃᒻᒪᓗ ᖃᓄᖅ 

ᓇᓗᓇᐃᖅᓯᔪᓐᓇᖅᐱᑕ ᐃᒻᒥᒨᖓᔪᑦ ᑕᐃᒃᑯᐊ 

ᐱᔭᐅᖕᒪᖔᖏᑦ? ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ’. 

ᐊᓯᖏᓐᓂᒃ ᐃᓵᖅᑕᐅᖃᑦᑕᖅᓯᒪᔪᖃᖅᑐᖅ ᑕᐃᒃᑯᐊ 

ᐅᔾᔨᖅᓱᖅᑎᕗᑦ ᑕᒪᒃᑯᓂᖓ ᑲᒪᒋᔭᖃᖅᑐᑦ ᐊᒻᒪᓗ 

ᐅᓗᕆᐊᓇᖅᑐᒦᔾᔪᑎᕗᑦ ᐊᖏᔫᔪᑦ. 

ᐊᓄᖅᓯᕙᓪᓕᐊᑐᐃᓐᓇᖅᑐᑦ, 

ᐅᓄᖅᓯᕙᓪᓕᐊᑐᐃᓐᓇᕐᓂᕋᖅᖢᑎᒡᓗ ᓯᕗᓂᑦᑎᓐᓂ. 

 

ᐃᓵᖅᑕᐅᔭᕌᖓᑕ ᐃᓵᖅᑕᐅᓕᒑᑎᓪᓗᑕᓘᓐᓃᑦ 

ᖃᓄᐃᓕᐅᖃᑦᑕᕐᓂᕗᑦ ᓇᓗᓇᕈᓐᓃᕌᖓᑦ 

ᐃᓯᖅᑐᖃᕋᓱᒃᑐᑦ ᐅᓗᕆᐊᓇᖅᑐᒦᔾᔪᑎᒋᓂᐊᕈᑦᑎᒃᑯᓪᓗ 

ᑕᐃᒃᑯᐊ ᐅᐊᑦᓯᔨᕗᑦ ᑕᒪᒃᑯᓂᖓ ᕿᒥᕐᕈᓇᓲᑦ, 
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little bit more about the current situation: What 

are the different types of cyber attacks that the 

GN has been facing and how frequent are they? 

So, again, a three-part question. Talk about the 

online training and the regular emails and 

updates to employees; the types of cyber 

attacks; and the frequency. Thank you, Chair. 

 

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. I thank the 

member for the question. I’ll do those in a 

different order, if that’s all right. 

 

The online training that’s provided through our 

information management and information 

technology branch is available to all GN 

employees. It’s provided think an online 

platform. There are currently seven different 

modules available within that training program, 

starting with An Introduction to Information 

Security; and then Privacy and Defending 

Against Phishing, phishing with a P, follow by 

Cyber Threats and Identity Theft, and after that, 

Information Security in the Workplace. 

 

In addition to that we have Staying Safe on the 

Internet, and Information Security: Web 

Working Remotely. With the advent of remote 

work, there were some new complications, so 

our department was able to pivot and develop 

some new resources for those workers working 

off site. 

 

Most recently, Protecting Information Assets is 

the newest module. 

 

Those are the seven or so that are currently out 

and available to all GN employees. There are 

very frequent reminders to all staff to complete 

the modules. 

 

To enhance our accountability on who is 

completing the training, there is a monthly 

report issued to every deputy on the statistics 

on how many folks within their respective 

ᖃᐅᔨᓴᖅᖢᓂᔾᔪᒡᓗ ᖃᓄᕐᓗ ᐃᓵᖅᑕᐅᒐᓱᖕᒪᖔᖏᑦ. 

ᑕᒪᒃᑯᐊᓕᒫᑦ ᐱᓕᕆᐊᕆᔭᐅᖃᑦᑕᖅᑐᑦ.  

 

ᐆᒃᑑᑎᒋᓗᒍᖃᐃ ᐃᖕᒥᒨᖓᔪᑦ ᑐᕌᖓᔪᑦ, ᖃᐅᔨᒪᒍᑦᑕ 

ᐃᓵᖅᑕᐅᓯᒪᓂᑦᑎᓐᓂᒃ ᑕᐃᒪ ᖃᓄᖅ 

ᐱᓕᕆᐊᕆᓇᓱᓕᕋᔭᖅᐸᕗᑦ ᓇᐅᒃᑯᑦ 

ᐋᖅᑭᒋᐊᕈᓐᓇᕐᓂᐊᒪᖔᑦ. ᑭᓱᒧᓪᓗ ᐊᑐᖅᑕᐅᓂᐊᕐᒪᖔᑦ 

ᑕᐃᒃᑯᐊ ᐃᓵᖅᑕᐅᔪᑦ ᐊᒻᒪᓗ ᑕᐃᒪᑐᖅ ᑭᐅᕗᖓ. 

ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐊᓯᐊᓅᓚᐅᙱᓐᓂᑦᑎᓐᓂᑦ 

ᒥᔅᑕ ᓰᓕᐅᑉ ᑭᐅᖅᑲᐅᔭᖓᓄᑦ ᓂᓪᓕᕈᒪᓪᓗᖓ. ᐊᒻᒪᓗ 

ᑕᐃᒃᑯᐊ ᐅᐊᑦᓯᔨᒋᔭᐅᖃᑦᑕᖅᑐᑦ ᖁᔭᓐᓇᒦᖅᖢᒋᑦ. 

ᐊᓯᖏᑦᑕᐅᖅ ᓲᕐᓗᖃᐃ ᐊᑐᓕᖅᑎᑕᖏᑦ ᑭᓇᒃᑯᑦ ᐃᒃᑯᐊ 

ᑕᒪᒃᑯᓂᖓ ᐃᓵᖅᑕᐅᙱᒃᑲᓗᐊᕐᒪᖔᑦ 

ᐅᐊᑦᓯᔨᐅᖃᑦᑕᖅᐸᑦ? ᑳᓐᑐᕌᒃᑕᐅᓯᒪᕙ ᐅᕝᕙᓘᓐᓃᑦ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᕙᑦ? ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᕙᒍᑦ 

ᑲᒪᒋᔭᒃᓴᒫᕆᒐᑦᑎᒃᑯᑦ ᐊᒻᒪᓗ ᑕᐃᒃᑯᐊ ᑐᓴᐅᒪᔾᔪᑏᑦ 

ᐊᓯᐊᓄᖔᖅ ᐃᓕᐅᖅᑲᖅᑕᐅᓯᒪᖃᑦᑕᕐᒥᔪᑦ ᐊᒻᒪᓗ ᖃᓄᖅ 

ᑐᖅᑯᖅᑕᐅᓯᒪᖕᒪᖔᖏᑦ ᐸᐃᑉᐹᖁᑎᒍᑦ.  

 

ᑳᓐᑐᕌᒃᑎᑦᑎᓚᐅᙱᓐᓂᑦᑎᓐᓂ ᑕᐃᒪᓐᓇ 

ᐱᕙᒌᖃᑦᑕᖅᑐᖅ ᐅᕙᑦᑎᒍᑦ ᑲᒪᒋᔭᐅᓗᑎᒃ ᐊᒻᒪᓗ 

ᐃᓵᖅᑕᐅᔪᖅᑕᖃᖅᐸᑦ ᑳᓐᑐᕌᖃᕐᒥᔪᒍᑦ ᑕᒪᒃᑯᓂᖓ 

ᑲᒪᒐᔭᖅᑐᓂᒃ ᐅᕙᑦᑎᓐᓄᓪᓗ ᐅᓂᒃᑳᖅᑕᖃᑦᑕᖅᖢᑎᒃ 

ᖃᓄᕐᓗ ᐊᐅᓚᑦᓯᓚᐅᕐᒪᖔᑦ ᐃᓵᖅᑕᐅᔪᖃᓚᐅᖅᑎᓪᓗᒍ.  

 

ᐃᒃᓯᕙᐅᑖᖅ, ᒥᔅᑕ ᐅᐊᓪᔅ ᓇᓗᓇᐃᖅᓯᒃᑲᓐᓂᕐᓂᐊᕐᒪᑦ. 

ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓰᓕ. ᒥᔅᑕ 

ᐅᐊᓪᔅ  

 

ᐅᐊᓪᔅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ’, 

ᑭᓱᑐᐃᓐᓇᑦᑎᐊᑦ ᒐᕙᒪᒃᑯᑦ ᐃᓗᐊᓃᑦᑐᑦ ᑐᓴᒐᒃᓴᑦ ᒪᑯᐊ 

ᑐᖅᑯᖅᑕᐅᓯᒪᔪᑦ ᖃᕆᓴᐅᔭᒃᑯᑦ ᑖᒃᑯᓄᖓ 

ᐅᐊᑦᓯᔨᒋᔭᑦᑎᓐᓄᑦ ᐊᐅᓚᑕᐅᖃᑦᑕᖅᑐᑦ. ᒥᔅᑕ ᓰᓕ 

ᐅᖃᖅᑲᐅᖕᒪᑦ ᑐᑭᓯᐅᒪᓂᐊᕋᑦᑕ ᖃᓄᐃᓕᖓᖕᒪᖔᖏᓐᓂᒃ 

ᐊᒻᒪᓗ ᖃᓄᖅ ᐅᕙᑦᑎᓐᓄᑦ ᐅᓂᒃᑳᖅᑕᖃᑦᑕᕐᒪᖔᖏᑦ.  

 

ᑕᒪᒃᑯᐊ ᑐᖏᓕᕇᒃᑐᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᓪᓗ ᑖᒃᑯᐊᖑᑎᓪᓗᒋᑦ ᐃᓕᓴᕆᔭᐅᓯᒪᓲᑦ. ᐄ’, 

ᑕᒪᒃᑯᐊᓕᒫᑦ ᑲᒪᒋᔭᐅᖃᑦᑕᖅᑐᑦ ᐊᒻᒪᓗ ᑲᑎᒪᔨᕌᓛᑦ 

ᐃᓚᒋᔭᐅᖃᑕᐅᖃᑦᑕᕆᓪᓗᑎᒃ ᐋᖅᑭᑦᑎᐊᖅᓯᒪᖁᓪᓗᒋᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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departments have successfully completed the 

training, and by omission, who has not, and that 

is done to ensure that we are promoting full 

awareness GN-wide. 

 

As far as the frequency of cyber attacks, I 

would like to I think manage the member’s 

expectation as far as just the sheer volume of 

attacks that our network, our core network, that 

is, is under. Last year, we had over 2.4 million 

cyber attacks on our network alone. Of those 

attacks, we do track those quarterly. There’s a 

lot of different types. That’s anything from, you 

know, threats to cloud-based storage that 

includes a very basic fire wall and policy 

blocks. 

 

We also track risks as far as any kind of traffic 

being processed through the core network. 

There are a lot of threats. There are a lot of 

attacks. We have invested and will continue to 

increase our investment in resources to ensure 

that our network is safe. 

 

As far as the frequency goes, I don’t know how 

I can comment on how close together they are, 

but I can tell you the volume is high. It is 

increasing both in volume and intensity. We are 

seeing more sophisticated attacks. I suspect that 

the criminal sector is growing, in addition to 

what used to be more random attacks. They are 

far more strategic at this point, requiring more 

sophisticated resources for us to manage our 

network and defend it appropriately. 

 

I do want to point out that our biggest 

vulnerability in our network is at the user end, 

and that’s why we are focusing so heavily on 

the education and the information of our users. 

That is why we do continue to use very detailed 

multifactor authentication to make sure if 

anybody is logging into our system, where our 

information is and the information we are 

responsible for is located is protected at that 

access point, which is at every laptop at every 

mobile device that has access to the network. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒫᓐᓯᐅᓪ, 

ᐃᓚᓯᒍᒪᕖᑦ? 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᑦ ᐅᖃᐅᓯᕆᒃᑲᓐᓂᕐᓗᒋᑦ ᑮᓇᐅᔭᑦ 

ᐊᐅᓚᑕᐅᓂᖏᓐᓄᑦ ᒪᑯᓂᖓ ᒪᓕᒋᐊᓂᖏᑦ 

ᐋᖅᑭᒃᓱᐃᓯᒪᖃᑦᑕᕐᒪᑕ ᑐᖅᑯᖅᑕᐅᓯᒪᔪᑦ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᓄᑦ ᑲᓇᑕᐅᑉ ᓯᓚᑖᓄᑦ 

ᐃᓕᔭᐅᔪᓐᓇᙱᑦᑐᑦ ᐊᒻᒪᓗ ᒐᕙᒪᒃᑯᑦ ᓯᓚᑖᓂ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᑦ ᐊᒻᒪᓗ ᐃᒻᒥᒨᖓᔪᑦ ᑕᒪᒃᑯᐊ 

ᑳᓐᑐᕌᒃᑎᒍᑦᑕᐅᖅ ᐊᐅᓚᑕᐅᖃᑦᑕᕐᒥᔪᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐊᐱᖅᑯᑎᒃᓴᖃᒃᑲᓐᓂᓕᖅᖢᖓ. 

Microsoftᑎᒍᑦ ᐆᒃᑑᑎᒋᓗᒍᖃᐃ ᑕᐃᒃᑯᐊ ᑲᒻᐸᓂᐅᔪᑦ 

ᓄᓇᕐᔪᐊᓕᒫᒧᑦ ᑕᐃᒃᑯᐊ ᑐᕌᖓᖕᒪᑕ. ᑕᐃᒃᑯᐊᑦᑕᐅᖅ 

ᑐᑦᑕᕐᕕᒋᔭᐅᔪᑦ ᑖᒃᑯᓄᖓ ᐃᓯᕈᓐᓇᖅᐸᑦ ᓲᕐᓗ 

ᑕᒃᓴᔅᒦᑉᐸᑕ. ᑕᐃᒃᑯᐊ ᐸᐃᑉᐹᖁᑎᕗᑦ ᑭᓇᑐᐃᓐᓇᖅ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒋᔭᐅᔪᖅ ᑕᐃᒃᑯᓇᙶᖅᑐᓂᒃ ᐱᔪᓐᓇᖅᐹ 

ᐅᕝᕙᓘᓐᓃᑦ ᑕᑯᔪᓐᓇᖅᐹ? ᑭᓇᒧᒃᑭᐊᖅ ᐊᐱᖅᑯᑎᒋᔭᕋ.  

ᒥᔅᑕ ᒪᒃᓚᐃᓐ. 

 

ᒪᒃᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑕᒪᒃᑯᐊ 

ᑎᓕᐅᕈᑏᑦ ᐊᑐᖃᑦᑕᖅᑕᕗᑦ ᐃᒻᒥᒨᖓᔪᓪᓗ 

ᓄᓇᕗᒻᒨᖅᓯᒪᔪᑦ ᑲᓇᑕᐅᑉ ᓯᓚᑖᓄᑦ ᐃᓕᔭᐅᔪᓐᓇᙱᑦᑐᑦ 

ᐅᕙᑦᑎᓐᓄᑦ ᐊᖏᖅᑕᐅᓚᐅᙱᓐᓂᖏᓐᓂ. ᒫᓐᓇ 

ᐊᓐᑎᐊᕈᐅᒦᑦᑐᑦ ᑕᐃᒃᑯᐊ ᐸᐃᑉᐹᖁᑎᕗᑦ ᐊᒻᒪᓗ ᒥᔅᑕ 

ᐅᐊᓪᔅ ᐃᓗᓕᑯᓘᔭᖏᓐᓂᒃ ᖃᐅᔨᒪᔪᒃᓴᐅᕗᖅ ᐊᒻᒪᓗ 

ᑕᐃᒃᑯᐊ ᐸᐃᑉᐹᖁᑎᕗᑦ ᐃᓯᖅᑕᐅᔪᓐᓇᖅᑐᑦ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᓄᑦ ᐊᖏᕈᑎᓂᒡᓗ 

ᐊᑎᓕᐅᖃᐅᒋᓯᒪᓪᓗᑎᒃᑯᑦ ᒐᕙᒪᒃᑯᓪᓗ 

ᐃᖅᑲᓇᐃᔭᖃᑎᒋᖃᑦᑕᖅᑕᖏᑦ. ᐆᒃᑑᑎᒋᓗᒍ ᒪᑯᓄᖓ 

ᐃᓕᓯᔪᖃᕈᒪᒃᐸᑦ ᑳᓐᑐᕌᒃᑎᒍᑦ ᑕᐃᒪᐃᑦᑐᓐᓇᙱᑦᑐᑦ 

ᒪᓕᒋᐊᖃᕋᑦᑎᒃᑯᑦ ᑐᓴᐅᒪᔾᔪᑎᓂᒃ ᐊᑐᐃᓐᓇᖃᕐᓂᕐᒧᑦ 

ᑐᕌᖓᔪᖁᑎᑦᑎᓐᓂᒃ. 

 

ᑲᓇᑕᒦᓪᓗᓂ, ᐃᓛᒃ ᑲᓇᑕᒦᑦᑐᑦ ᑕᐃᒃᑯᐊ 

ᑐᖅᑯᖅᑕᐅᕝᕕᐅᖃᑦᑕᖅᑐᑦ. ᒐᕙᒪᖃᕐᕕᒋᙱᑕᑦᑎᓐᓃᑉᐸᑕ 

ᓲᕐᓗ ᒥᐊᓕᒐᐃᑦ ᓄᓇᖏᓐᓂ ᐱᖁᔭᕐᔪᐊᖃᐅᕐᒥᖕᒪᑕ 

ᑕᐃᒃᑯᐊ ᓄᓇᖅᑲᑎᒋᙱᑕᕗᑦ ᐊᒻᒪᓗ ᓲᕐᓗ 

ᑮᓇᐅᔭᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ ᐃᒻᒥᒨᖓᔪᑦ ᓇᑐᓚᓐᒦᖦᖢᑎᒃ, 

ᑕᒪᓐᓇ ᐊᑲᐅᙱᓕᐅᕈᑕᐅᙱᑦᑐᖅ ᑭᓯᐊᓂ 

ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓂᑦ ᒥᔅᑕ ᐅᐊᓪᔅ ᐊᐅᓚᓪᓗᓂᒋᑦ ᐊᒻᒪᓗ 

ᒥᔅᑕ ᐊᐃᑦᓴᐃᓂ ᐊᒻᒪᓘᓐᓃᑦ ᐃᒻᒥᒨᖓᔪᑦ ᑕᒪᒃᑯᐊ 

ᐊᒃᑐᖅᑕᐅᓂᐊᕐᒪᖔᖏᓐᓂᒃ ᑕᒪᓐᓇ 

ᐃᓚᒋᔭᐅᖃᑕᐅᖕᒥᔪᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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I think that answers all three, but I’d be happy 

to take any follow-ups. Thank you very much, 

Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. Another 

follow-up question with regard to cyber 

security. Mr. Seeley, you mentioned much of 

the cyber attacks have been criminal in nature, 

hackers trying to gain access and utilize 

ransomware, phishing scams and so on. 

Recently at the mining symposium, there was a 

presentation on Arctic security, and during that 

presentation, there was talk about hostile 

foreign entities and the Arctic may not be in 

imminent threat of a military invasion, but we 

are more at risk of cyber attacks. 

 

So as you mentioned, there’s lots of protections 

in place to focus on those criminal activities, 

cyber attacks. Is there any specific emphasis 

placed on protecting our information as well as 

infrastructure, like the power systems and so 

on, from cyber attacks from hostile foreign 

entities? Thank you, Chair. 

 

Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. The short 

answer is yes. The segregating and/or 

partitioning our networks on the facility 

management side from our data storage side 

and operations side is a very basic step. Using 

the example the commissioner mentioned 

earlier, I can confirm that there wasn’t or were 

not any service interruptions related to the 

QEC, the Qulliq Energy Corporation’s incident 

a year or two ago, and that is because there are 

two distinct networks. So two parallel 

networks, no cross-over between the two. 

 

As we move into an era of using more and 

more online monitoring systems for anything 

from building heating and cooling systems to 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᓪᓛᒃᑯᑦ. 

ᑕᐃᒃᑯᐊ ᖃᕆᓴᐅᔭᒃᑰᖅᑐᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐊᐱᖅᑯᑎᒋᔪᒪᓪᓗᒋᑦ, ᐃᓚᖏᑦ ᐃᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᒪᑯᓂᖓ ᐅᖄᓚᐅᑎᕋᓛᓂᒃ ᐊᑐᖃᑦᑕᕐᒪᑕ.  

 

ᐊᒻᒪᓗ ᓲᕐᓗᖃᐃ ᑖᒃᑯᐊ ᐅᖄᓚᐅᑎᕋᓛᕗᑦ, ᐃᓛᒃ 

ᓇᖕᒥᓂᖅᐳᓪᓕ ᐅᖄᓚᐅᑎᕋᓛᕗᑦ ᐊᑐᖃᑦᑕᕋᑦᑎᒃᑯᑦ 

ᐊᑐᖅᑕᐅᑦᑎᐊᕋᓗᐊᕐᒪᖔᖏᑦ. ᐃᓚᖏᓪᓗ 

ᐊᑐᖃᑦᑕᖅᖢᑎᒃ ᐅᓗᕆᐊᓇᖅᑐᒦᔾᔪᑕᐅᑐᐃᓐᓇᕆᐊᓕᖕᓂᒃ 

ᓲᕐᓗ ᐃᓵᖅᑕᐅᓂᖅ, ᖃᕆᓴᐅᔭᐃᑦ ᐃᓵᖅᑕᐅᓂᖏᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ.  

 

ᑕᐃᒃᑯᐊ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᖃᕆᓴᐅᔭᕋᓛᖏᑦ ᐃᓵᖅᑕᐅᙱᔾᔪᑎᒃᓴᓂᖃᐃ 

ᐊᑐᓕᖅᑎᑦᑎᖃᑦᑕᖅᐳᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᓪᓗ 

ᐊᐱᕆᒻᒪᑦ ᑕᐃᒫᒃ. ᐱᓕᕆᕕᕗᑦ ᑐᕌᖓᖃᑦᑕᖅᑐᑦ 

ᐊᐅᓚᑦᑎᔨᐅᓪᓗᑎᒃ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓂᒃ. ᓇᒻᒥᓂᖅ 

ᖃᐅᔨᓴᖅᓯᒪᔭᑦᑎᓐᓂᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓂ 

ᐊᑐᖅᑕᐅᖃᑦᑕᕈᓐᓇᓂᐊᕐᖓᑕ ᐱᓕᕆᓗᑎᒃ. ᐊᒥᓱᐊᓘᒻᒪᑕ 

ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑏᑦ ᐃᓚᖏᑦ ᐊᑑᑎᖃᑦᑎᐊᖅᑑᒐᓗᐊᑦ 

ᑭᓯᐊᓂ ᐊᑐᖅᐸᙱᑕᕗᑦ, ᐅᐊᑦᑎᒋᐊᖃᕐᓂᑦᑎᓐᓂᒃ 

ᐊᓂᒍᐃᒍᓐᓇᖃᑦᑕᙱᒻᒪᑕ. ᐊᑐᖃᑦᑕᖅᑕᕗᓪᓕ 

ᐱᓕᕆᕕᐅᓪᓗᑕ ᐊᑐᑦᑎᐊᕖᙵᕋᓱᖃᑦᑕᖅᑕᕗᑦ 

ᐱᓕᕆᔾᔪᑎᑖᕆᒥᒪᔭᕗᑦ. ᐃᖅᑲᓇᐃᔭᖅᑏᓪᓕ 

ᐊᑐᖃᑦᑕᖅᑲᑕ ᐊᓯᖏᓐᓂᒃ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓂᒃ 

ᓇᒻᒥᓂᖅ ᐅᖄᓚᐅᑎᖏᑎᒍᑦ ᖃᕆᓴᐅᔭᕋᓛᖏᑎᒍᑦ 

ᐃᖅᑲᓇᐃᔭᕐᕕᒋᙱᑕᖏᓐᓂ ᐅᐊᑦᑎᖃᑦᑕᙱᑕᕗᑦ 

ᐅᐊᑦᑎᔾᔪᑎᖃᙱᓐᓇᑦᑕ ᑕᐃᒃᑯᓄᖓ 

ᓴᖅᑭᑉᐸᓪᓕᐊᖃᑦᑕᖅᑐᓄᑦ ᓄᑖᓄᑦ.  

 

ᐊᑐᖅᑕᐅᓕᖃᑦᑕᖅᑑᒐᓗᐊᓄᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓄᑦ 

ᐱᓕᕆᒐᓱᑦᑐᑎᒃ ᐊᑐᕈᒪᖃᑦᑕᕐᖓᑕ ᑭᓯᐊᓂ 

ᐊᐅᓚᒍᓐᓇᙱᑕᕗᑦ ᑕᐃᒃᑯᐊ ᓯᓚᑖᓃᑦᑐᐃᑦ. ᓇᒻᒥᓂᕐᓕ 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᔾᔪᑎᖏᓐᓂ ᐅᐊᑦᑎᔾᔪᑎᖃᑦᑎᐊᕐᒪᖔᑕ 

ᖃᐅᔨᒪᒐᓱᖃᑦᑕᖅᑐᒍᑦ ᐃᓵᖅᑕᐅᓂᐅᓴᙱᒃᑲᓗᐊᕐᒪᖔᑕᓗ 

ᐊᒻᒪᓗ ᖄᖓᒍᒃᑲᓐᓂᖅ ᐅᐊᑦᑎᔾᔪᑎᖃᖅᑐᑎᒃ.  

 

ᑕᕝᕙᓂ ᐱᓕᕆᕕᑦᑎᓐᓂ ᐋᖅᑭᒍᑎᔅᓴᓂᒃ ᐋᖅᑭᔅᓯᓯᒪᒐᑦᑕ 

ᖃᐅᔨᒪᑦᑎᐊᕋᓱᑉᐸᑦᑐᑕᓗ ᐃᖅᑲᓇᐃᔭᖅᑎᕗᑦ ᓚᐅᓴᓕᓐᓂᒃ 

ᐱᓕᕆᔾᔪᑎᖃᑦᑎᐊᕋᓗᐊᕐᒪᖔᑕ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓂᒃ 
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water treatment plant operations and water 

quality assessments and wastewater quality 

assessments, as we move to more and more 

systems that are automated to ensure that 

they’re operating within specifications, there is 

more risk because the systems are decidedly 

online. So, yes, we do take measures in having 

parallel networks. It’s just a very good and I 

think old-school way of dealing with that. 

 

But in addition to that, any of the proprietary 

software that is going to be utilized for facility 

management or systems management solutions, 

a very thorough analysis of how those systems 

will interact with the building or the asset 

systems is done. In addition to that, how the 

information is going to be stored and relayed 

back to our network and the connectivity 

between the two is absolutely critical to the 

implementation of those systems. I think that 

answers the question. Thank you very much, 

Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Seeley, that is 

very reassuring. Earlier, the commissioner had 

given three examples of recent breaches with 

regards to cyber attacks, the ransomware event, 

the student information system, and Qulliq 

Energy Corporation. Have there been any other 

significant cyber attacks? And secondly, how 

can you determine whether or not there has 

been a privacy breach during a cyber attack? 

Thank you, Chair. 

 

Chairman: Mr. Seeley. 

 

Mr. Seeley: Yes, thank you. Thank you, Mr. 

Chair. So yes, there have been other significant 

attacks. I would like to give a shout out to our 

security team, for managing them very 

effectively. Just the sheer volume of threats that 

we’re dealing with is very significant, and I just 

do want to confirm it is just going up, and it 

ᐊᒻᒪ ᐊᑐᕈᒪᑲᓪᓚᓂᖅᑲᑕᓘᓐᓃᑦ ᓯᓚᑖᓂᙶᖅᑐᓂᒃ 

ᖃᐅᔨᓴᕆᐊᖃᕋᔭᖅᑕᕗᑦ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᐱᔨᑦᑎᕋᐅᑎᖃᑦᑎᐊᖅᑐᓂᒃ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓄᑦ 

ᓵᙵᖔᕐᓂᖅᓴᐅᒐᑦᑕ ᐃᓛᒃᑰᑦᑕᖅᓯᒪᙱᑦᑐᓄᑦ ᐊᒻᒪ 

ᐊᑐᖅᑕᐅᒍᓐᓇᕆᐊᖃᖅᑐᑎᒃ ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᓕᒫᕌᓗᖏᓐᓄᑦ. ᑕᐃᔅᓱᒪᓗ ᐅᖃᐅᓯᕆᕋᑖᖅᑕᖏᑦ 

ᑕᐃᒪᐃᓕᖓᓪᓗᐊᕐᒥᔪᐃᑦ, ᐊᐱᕆᕋᑖᖅᑑᑉ. 

ᑭᐅᒐᓗᐊᖅᑲᕋᖃᐃ. ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᒥᔅᑕ ᓰᓕ, ᑭᐅᒐᕕᖓ. ᑕᐃᒪᖃᐃ 

ᐊᐱᖅᑯᑎᒋᒍᒪᖅᑲᐅᔭᓐᓂᒃ ᐊᐱᕆᑦᑎᐊᓐᓂᙱᓐᓇᒪ 

ᐃᒫᖓᖃᐃ. ᓄᓇᕗᑦ ᒐᕙᒪᖏᑕ ᖃᐅᔨᒪᑦᑎᐊᕈᓐᓇᖅᑲᑦ 

ᐅᕝᕙᐅᑯᐊ ᐅᖄᓚᐅᑏᑦ ᐃᖅᑲᓇᐃᔭᕐᓗᑎᑦ 

ᐊᑐᖃᑦᑕᓂᐊᖅᑕᐃᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᒥᓄᑦ ᐊᒻᒪ 

ᐴᖅᑲᕇᖅᓯᒪᔭᕗᑦ ᐊᑐᖃᑦᑕᕆᐊᖃᕐᓂᐊᖅᑕᑎᑦ 

ᐃᖅᑲᓇᐃᔭᕐᓗᑎᒃ. ᑖᒃᑯᐊᑐᐊᖅ ᐊᑐᖃᑦᑕᒃᑭᑦ 

ᐃᓚᒃᑲᓐᓂᖅᑕᐃᓕᒃᑭᑦ ᖃᕆᓴᐅᔭᒃᑯᑦ ᐃᑭᐊᖅᑭᕕᓐᓂᑦ 

ᐅᐊᑦᑎᔾᔪᑎᖃᕋᑦᑕ ᐊᒻᒪ ᐴᖅᑲᖅᑕᐅᓯᒪᔪᓕᒫᑦ 

ᐅᐊᑦᑎᔭᐅᔾᔪᑎᖃᖅᑐᑎᒃ.  

 

ᖃᐅᑕᒫᑦ ᐃᓵᖅᑕᐅᒐᓱᐊᖏᓐᓇᖃᑦᑕᕐᖓᑕ, ᑕᐃᒫᓪᓗ 

ᖃᐅᔨᓴᑦᑎᐊᖅᓯᒪᔭᕗᑦ ᐅᖄᓚᐅᑎᕋᓛᔅᓯᓐᓃᑦᑐᐃᑦ 

ᐅᓗᕆᐊᓇᖅᑐᒦᙱᒻᒪᑕ. ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ ᒐᕙᒪᖓ 

ᑕᐃᒪᐃᓕᖃᑦᑕᖅᑲ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ? 

ᐅᖄᓚᐅᑎᑖᖅᑎᑦᑎᒐᐃᒻᒪᑕ 

ᐴᖅᑲᐃᒃᑲᓐᓂᖃᑦᑕᖁᙱᓪᓗᑎᒃ?  

 

ᒫᓐᓇ ᖃᐅᔨᒪᖃᑦᑕᖅᑭᓯ ᐅᖄᓚᐅᑎᖃᕌᖏᑦ 

ᑕᐃᒪᐃᓕᖓᐃᓐᓇᕋᓗᐊᕐᒪᖔᑕ, 

ᐃᓚᐅᖅᓯᒪᙱᒃᑲᓗᐊᕐᒪᖔᑕ? ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᓪᓗ 

ᑲᑎᒪᔨ ᓇᓗᓇᐃᖅᓯᑦᑎᐊᕐᖓᑦ ᐊᐱᖅᑯᑎᖓᓂᒃ. 

ᑭᐅᔾᔪᑎᒐ, ᐋᒡᒐ. ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎᕗᑦ 

ᐴᖅᑲᐃᒍᓐᓇᖅᑐᑦ ᐅᖄᓚᐅᑎᕋᓛᖏᓐᓄᑦ ᐊᑐᕈᒪᔭᖏᓐᓂᒃ.  

 

ᑖᒃᑯᐊ ᐅᐊᑦᑎᒋᐊᕐᔫᒥᒐᓱᐊᖅᓯᒪᔭᕋᓗᐊᕗᑦ ᐊᒻᒪ 

ᐊᐳᖅᑕᕈᑎᖃᖅᑎᑦᑐᑎᒍᑦ ᑭᓱᑐᐃᓐᓇᕈᓘᔭᕐᓂᒃ 

ᐴᖅᑲᐃᖃᑦᑕᕈᓐᓇᓂᐊᙱᒻᒪᑕ ᐅᐊᑦᑎᔾᔪᑎᖃᙱᑦᑐᓂᒃ. 

ᐄ, ᑕᐃᒪᐃᓕᕋᑖᕐᖓᑦ ᐃᓛᒃ ᒥᔅᑕ ᐅᐊᓪᔅ, 

ᖄᖓᒍᒃᑲᓐᓂᖅᑕᐅᖅ ᐅᐊᑦᑎᔭᐅᒋᐊᕈᑎᓂᒃ 
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will continue to do so, in both volume and 

sophistication of those attacks. 

 

As far as how it is that we address those 

attacks, I guess to know if we were vulnerable 

and if that vulnerability was realized, when 

there is an indication that there has been a risk, 

a security risk, a full assessment of that risk is 

done by our security team to see exactly which 

files could have been accessed, how they were 

accessed, and if there was any data 

transmission. Those are just very basic steps 

that we need to take to identify whether or not 

there has in fact been a breach. 

 

To use an example I think we always use in 

privacy discussions, if this were a physical 

asset, if we think that somebody was in there, 

we need to do our due diligence to see what 

they did while in there. And we do have some 

fairly sophisticated mechanisms to see exactly 

which files or materials were accessed, for how 

long, and what was done with that information. 

That is how we would establish whether or not 

in fact a breach has occurred and if the attack 

was successful. I hope that answers the 

question. Thank you. 

 

Chairman: Thank you. Just before I go to the 

next name on my list, I’d like to follow up with 

the response that Mr. Seeley had, and you gave 

a shout out to the security team to the 

Government of Nunavut. 

 

When we look at other platforms such as the 

Oracle that is being implemented now, who is 

responsible for security of the information 

there? Is it the contractor or is it the 

government officials themselves? Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. The records 

that are under our care are our responsibility. 

When information is being stored off site in 

cloud-based services, a thorough assessment is 

done before we enter into that agreement with 

that vendor. The terms and conditions of how 

ᐋᖅᑭᑦᑎᕆᖃᑦᑕᓛᕐᒥᔪᖅ ᓯᕗᓂᑦᑎᓐᓂ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᐅᐊᓪᔅ, 

ᑲᔪᓯᒋᐊᕆᑦ. 

 

ᐅᐊᓪᔅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑲᑎᒪᔨ 

ᒫᓐᓇ ᒥᔅᑕ ᓰᓕ ᐅᖃᕋᑖᕐᖓᑦ ᐴᖅᑲᐃᒍᓐᓇᑎᖃᑦᑕᖅᑕᕗᑦ 

ᐅᖄᓚᐅᑎᕋᓛᖏᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᕗᑦ. ᓄᓇᕗᑦ 

ᒐᕙᒪᖓᑕ ᐃᓗᐊᓂᑦᑕᐅᖅ ᐊᑐᕋᔪᑉᐸᒻᒪᑕ ᐊᔾᔨᒌᙱᑦᑐᓂᒃ 

ᑕᐃᒪᐃᑦᑐᓂᒃ.  

 

ᐱᓕᕆᐊᖃᕋᓱᑦᑐᒍᑦ ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᐃᓯᕋᓱᑉᐸᑕ ᐃᖅᑲᓇᐃᔭᕐᕕᖓᑕ ᓯᓚᑖᓂ 

ᖃᕆᓴᐅᔭᕋᓛᒃᑯᓪᓘᓐᓃᑦ ᐅᖄᓚᐅᑎᒃᑯᓪᓘᓐᓃᑦ 

ᖃᕆᓴᐅᔭᓕᕆᔨᕗᑦ ᐅᐊᑦᑎᔾᔪᑎᖏᑦ 

ᐋᖅᑭᑦᑕᐅᓯᒪᓂᐊᖅᑐᐃᑦ ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ 

ᐅᖄᓚᐅᑎᖁᑎᒋᑉᐸᒍ ᐅᖄᓚᒍᓐᓇᕐᓗᓂ ᐅᕝᕙᓘᓐᓃᑦ 

ᖃᕆᓴᐅᔭᖁᑎᒋᑉᐸᕗᑦ ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ ᐊᒻᒪᓗ 

ᓄᓇᕗᑦ ᒐᕙᒪᖓ ᐅᖄᓚᐅᑎᕋᓛᖓᓄᑦ ᐅᐊᑦᑎᔾᔪᑎᒥᒃ 

ᐋᖅᑭᑦᑎᕆᓯᒪᓗᑎᒃ ᐃᖅᑲᓇᐃᔭᕐᓇᐅᑎᓐᓇᒍ 

ᐊᑐᖃᑦᑕᕈᓐᓇᓂᐊᖅᑕᖏᓐᓂᒃ. 

 

ᐄᐳᓪ 1ᖑᓕᖅᑲᑦ ᐊᑐᐃᓐᓇᐅᓛᖅᑐᒋᔭᕗᑦ 

ᐊᑐᖅᑕᐅᒍᓐᓇᖅᓯᓗᑎᒃ ᔫᓐᖑᓕᖅᑲᑦ. 

ᐱᔭᕇᖅᓯᒪᙱᓇᑦᑎᒍᑦ ᓱᓕ ᐱᔭᕇᓛᖅᑕᕗᑦ ᑖᒃᑯᐊ 

ᐅᖃᐅᓯᕆᕋᑖᖅᑕᑎᑦ. ᓄᓇᕗᑦ ᒐᕙᒪᖏᑕ 

ᐅᖄᓚᐅᑎᕋᓛᓕᒫᖏᑦ ᐊᓪᓚᕝᕕᐅᑉ ᓯᓚᑖᓂ 

ᐅᐊᑦᑎᔾᔪᑎᖃᑦᑎᐊᓂᐊᖅᑐᐃᑦ ᖃᐅᔨᒋᐊᕋᐃᑉᐸᑕ 

ᐃᖅᑲᓇᐃᔭᕐᕕᒋᙱᑕᖏᓐᓂᒃ ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ 

ᖃᕆᓴᐅᔭᖏᓐᓂᒃ. ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐃᓚᐃᓐᓇᖏᓐᓂᒃ 

ᐅᖃᖃᑦᑕᙱᒃᑯᔅᓯ ᐱᐅᓂᖅᓴᐅᔪᖅ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ, 

ᖁᔭᓐᓇᒦᒃ ᓇᓗᓇᐃᖅᓯᑦᑎᐊᕋᔅᓯ. ᑖᔅᓱᒥᖓᔅᓴᐃᓐᓇᐸᓗᒃ 

ᐊᐱᖅᑯᑎᖃᕐᓗᖓ ᖃᕆᓴᐅᔭᓪᓚᕆᖔᓂᓪᓕ 

ᐊᓪᓚᕕᓐᓃᑦᑐᓂ. ᐊᒥᓲᒻᒪᑕ ᕿᒥᕈᑏᑦ ᖃᕆᓴᐅᔭᓂ 

ᐃᑭᐊᖅᑭᕕᓐᓂ ᐲᔭᕋᔅᓴᐅᒋᓪᓗᑎᑦᑕᐅᖅ 

ᐊᑐᓕᕋᔅᓴᐅᓪᓗᑎᒃ. ᐊᓪᓚᕕᒻᒥᑦᑕᐅᖅ ᖃᕆᓴᐅᔭᖏᑦ 

ᐅᖃᐅᔾᔭᐅᓯᒪᔪᑦ Microsoftᒥᑐᐊᖅ ᕿᓂᕈᑎᓂᒃ 

ᐊᑐᖃᑦᑕᕐᓗᓯ, firefoxᖑᙱᑦᑐᓂᒃ ᐊᓯᖏᓐᓂᓪᓗ. 

ᑕᐃᒃᑯᐊ ᐅᐊᑦᑎᔾᔪᑎᖃᑦᑎᐊᙱᓐᓂᖅᓴᐅᒍᓐᓇᕐᖓᑕ.  

 

ᖃᕆᓴᐅᔭᓕᕆᔨᓂ ᐃᖅᑲᓇᐃᔭᓚᐅᖅᓯᒪᒻᒥᒐᒪ, Microsoft 

Edge-ᒥᒃ ᐊᑐᖃᑦᑕᖁᔭᐅᓚᐅᖅᓯᒪᒐᑦᑕ 
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that information will be stored is absolutely 

critical before we move into that contractual 

relationship with that vendor. So we do 

maintain ownership of the data; it is still our 

data to protect and manage. 

 

When there is a breach on the other side, there 

are also contract conditions for the vendor to 

report to us and report back as to how that 

breach is being managed, so that we can ensure 

that our information is being handled 

effectively. 

 

If you will, through you, Mr. Chair, if I could 

ask Mr. Wells to chime in on any additional 

details on that item. Thank you. 

 

Chairman: Thank you, Mr. Seeley. Mr. Wells. 

 

Mr. Wells: Thank you, Mr. Chair. Yes, any 

information that’s managed within the 

Government of Nunavut, for instance, our file 

shares, our Y drives, our email, are managed 

and secured by the internal GN IM/IT security 

operations team. For instance, you asked about 

Oracle. As Mr. Seeley had mentioned, there are 

conditions within the RFP that we ensure that 

are in there so that the vendor understands the 

level of security that we require and how they 

report back to us and how our information must 

be handled and managed. 

 

I and my team work closely with procurement 

for any RFPs that go out to ensure that if we are 

going to be using cloud solutions that I and my 

team and the Government of Nunavut’s 

security posture is still recognized, no matter if 

it’s within the GN or outside with vendors as 

well. So we do have an opportunity to be a part 

of the procurement process, to ensure that our 

security levels are met with our vendors as 

well. Thank you, Mr. Chair. 

 

Chairman: Thank you for that, Mr. Wells. Mr. 

Mansell, do you want to chime in? 

 

ᐅᐊᑦᑎᔾᔪᑎᖃᑦᑎᐊᓛᖑᒻᒪᑕᒎᖅ. ᓄᓇᕗᑦ 

ᒐᕙᒪᖏᑕᑦᑕᐅᖅ ᖃᕆᓴᐅᔭᖏᑦ ᖃᕆᓴᐅᔭᕋᓛᖏᓪᓗ 

ᐊᖏᕐᕋᒥ ᐊᑐᖅᑕᐅᖃᑦᑕᓂᐊᖅᑲᑕ ᕿᓂᕈᑎᖏᓐᓂᒃ 

ᓇᓗᓇᐃᖅᓯᓯᒪᓲᖑᕕᓯ, ᑕᐃᒃᑯᓂᖓᑐᐊᖅ 

ᐊᑐᖅᑕᐅᖃᑦᑕᖁᔨᓪᓗᓯ ᐅᐊᑦᑎᔾᔪᑎᖃᑦᑎᐊᓛᖑᒻᒪᑕ 

ᐊᓯᖔᖏᓐᓂᒃ ᕿᓂᕈᑎᓂᒃ ᐊᑐᑲᓪᓚᑕᑉᐱᐊᕐᖓᑕ 

ᐅᐊᑦᑎᔾᔪᑎᖃᙱᑦᑐᓂᑦ ᖃᕆᓴᐅᔭᕆᔭᖏᓐᓂ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᓄᓇᕗᑦ 

ᒐᕙᒪᖓᑕ ᖃᕆᓴᐅᔭᖏᑦ, ᖃᕆᓴᐅᔭᕋᓛᖏᓪᓗ ᐊᖏᕐᕋᒥ 

ᐊᑐᖅᑕᐅᓲᑦ ᕿᓂᕈᑎᖃᖅᑐᐃᑦ ᐊᖏᖅᑕᐅᓯᒪᔪᒥᒃ. 

ᐋᖅᑭᔅᓯᒪᑦᑕᐅᑎᒋᔪᓂᒃ ᐊᑐᕐᓂᐊᖅᑲᑕ ᐊᓯᖏᓐᓂᒃ 

ᕿᓂᕈᑎᓂᒃ ᐃᑭᐊᖅᑭᕕᓐᓂᒃ 

ᐊᖏᖅᑕᐅᖅᑳᕆᐊᖃᕋᔭᖅᑐᖅ ᖃᕆᓴᐅᔭᓕᕆᔨᒃᑯᓐᓄᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᑐᖅᑕᐅᒍᓐᓇᖅᓯᓂᐊᖅᑲᑕ. 

 

ᑭᐅᔾᔪᑎᒐ, ᐋᒡᒐ. ᓄᓇᕗᑦ ᒐᕙᒪᖏᑕ ᐊᑐᖃᑦᑕᖅᑐᐃᑦ 

ᐊᖏᖅᑕᐅᓯᒪᔪᓂᒃ ᕿᓂᕈᑎᓂᒃ ᖃᕆᓴᐅᔭᒃᑯᑦ 

ᐃᑭᐊᖅᑭᕕᓐᓂ. ᓯᓚᑖᓂᙶᖅᑐᓂᒃ ᐊᑐᖅᑕᐅᔪᖃᖅᑲᑦ 

ᐊᐅᓚᒍᓐᓇᙱᑕᕗᑦ ᑕᐃᒃᑯᐊ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᒥᓯᓇᒧᖔᕐᓕ ᖃᓄᖅ 

ᐃᓱᒪᒋᔭᖃᕐᒪᖔᑦ ᑭᐅᔭᐅᖃᑦᑕᕐᓂᕆᕋᑖᖅᑕᓐᓂᒃ ᖃᓄᖅ 

ᐃᓱᒪᒋᔭᖃᕐᒪᖔᑦ. ᐃᒫᖔᓚᔾᔪᑎᔅᓴᖃᖅᑭᓘᓐᓃᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᖃᓄᑐᐃᓐᓇᖅ ᐃᓱᒪᑖᖅᑭᑦ ᑐᓴᕋᑖᖅᑕᑎᑦ 

ᒪᓕᑦᑐᒋᑦ ᑖᒃᑯᐊ ᓈᒻᒪᑦᑑᔮᖅᑲᖅᑲᐃ? ᑲᒥᓴᓈ. ᖁᔭᓐᓇᒦᒃ 

ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᒥᓴᓇ ᓯᑎᐅᓪ. 

 

ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑲᑎᒪᔨ ᑖᔅᓱᒥᖓ ᐱᒻᒪᕆᐊᓗᒻᒥᑦ 

ᐊᐱᖅᑯᑎᖃᕐᖓᑦ. ᖃᕋᓴᐅᔭᓕᕆᔨᐅᓐᖏᑦᑎᐊᕋᒪ 

ᖃᐅᔨᒪᔨᑕᐅᓐᖏᑦᑎᐊᖅᑐᖓ ᑕᒪᒃᑯᐊᓕ 

ᑲᒪᒋᔭᐅᑎᓲᕆᒐᒃᑭᑦ ᖃᕋᓴᐅᔭᓕᕆᔨᓪᓚᕆᐅᔪᓄᑦ 

ᓈᒻᒪᑦᑐᓂᑦ ᓇᓖᕌᕈᑎᓕᐅᓐᓂᐊᖅᑲᑕ ᐃᖅᑲᓇᐃᔮᖏᓐᓂ 

ᐱᔭᕇᕈᓐᓇᑦᑕᑐᐊᖅᑲᑕ ᐊᒻᒪ ᐅᐊᑦᑎᔭᐅᑦᑎᐊᕐᓗᑎᑦ.  

 

ᐃᒪᐃᓕᒍᓐᓇᖅᑐᖓᓕ ᐱᓕᕆᐊᕆᓯᒪᔭᒃᑲ ᒪᓕᑦᑐᒋᑦ 

ᐊᕐᕌᒍᓂᑦ ᑎᓴᒪᓂᑦ ᐊᓂᒍᖅᑐᓂᑦ ᓄᓇᕗᑦ ᒐᕙᒪᖏᓐᓂ 

ᐃᖅᑲᓇᔭᐃᖅᑎᓕᒫᕌᓗᖏᑦ ᖃᐅᔨᒪᓂᓖᑦ, 
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Mr. Mansell: Thank you, Mr. Chair. Just from 

the legal, contractual side of things, just to 

build on what Mr. Wells had to say, so 

Financial Administration Manual 808 requires 

standard provisions with respect to privacy and 

security in all our contracts. Data cannot be 

stored outside of Canada under GN contracting 

rules. And before we would consent to any new 

third-party contract with respect to this data 

management, there’s a thorough legal review as 

well as a privacy review to ensure that we are 

contracting with the correct party. Thank you, 

Mr. Chair. 

 

Chairman: If you for that. That actually raises 

another question, then. So using Microsoft or 

Oracle as an example, there are companies that 

their headquarters may be based internationally. 

If information is not being stored 

internationally, do those headquarter operations 

have access to that type of data? Example, we 

use Oracle. It’s based out of Texas. Can they 

get any of our employee data information 

because they’re the headquarters of that 

company? I’m not sure who to direct this 

question to. Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chair. It is a 

requirement in the Financial Administration 

Manual directive that our data involving 

personal information of Nunavummiut not be 

stored or processed outside of Canada without 

our express consent. In the case of Oracle, their 

data cloud for Canada is in Ontario. For 

Microsoft, their data cloud is Ontario. I’m sure 

Mr. Wells can provide you with the details on 

that, but I’ll take the legal questions to start. 

 

In terms of access to our data, it is governed by 

contract, and the terms of a cloud services 

agreement, the Oracles of the world host data 

for many other governments, for other 

organizations. Their ability to access our data 

and, for example, mine it for information to put 

into a generative artificial intelligence server to 

sell us products, that is strictly prohibited in our 

ᖃᐅᔨᒪᓂᓖᓐᓈᓘᖏᒻᒪᑕ ᐅᐊᑦᑎᑦᑎᐊᕆᐊᖃᕐᓂᕐᒥᑦ 

ᐃᓵᖅᑕᐅᑦᑕᐃᓕᒪᒋᐊᖃᕐᓂᕐᒥᑦ.  

 

ᐃᓵᒐᓛᖃᑦᑕᕐᓂᐅᔪᑦ ᐱᑯᑦᑐᓐᓂᑐᐃᓐᓇᐅᖃᑦᑕᖅᑐᐃᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ, ᐱᑯᑦᑐᒐᓛᓐᓂᑐᐃᓐᓇᐅᖃᑦᑕᖅᑐᐃᑦ. 

ᑕᐃᒪᐃᓕᐅᕈᒪᔪᖃᕋᐃᑉᐸᑕ ᐃᓅᓯᕐᒥᓂᒃ ᐊᖏᕐᕋᒥᓂᒃ 

ᐃᓱᒪᖅᓱᖅᑐᐃᑦ ᓇᒻᒥᓂᖅ ᐊᑲᐅᓐᖏᓕᐅᕈᑎᒋᒐᔭᕐᖓᒍ. 

ᐃᖅᑲᓇᐃᔭᕐᕕᒻᒥᓕ ᓄᓇᕗᑦ ᒐᕙᒪᖓᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓪᓗᒋᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᖃᑦᑕᑎᓪᓗᒋᑦ 

ᑎᑎᕋᖅᓯᒪᔪᓂᒃ ᓂᕆᐅᕝᕕᒋᓂᖅᓴᕆᒋᐊᓕᕗᑦ 

ᐱᓕᕆᑦᑎᐊᓂᖅᓴᐅᓂᐊᖅᑐᒋᓗᑎᒍ ᑐᑭᓯᔪᖓ 

ᖃᕋᓴᐅᔭᓕᕆᔨᒃᑯᑦ ᖃᓄᐃᓘᕐᒪᖔᑕ ᑐᑭᓯᔭᕋᓗᐊᒃᑲ 

ᑭᓯᐊᓂᓕ ᑲᒪᖃᑕᐅᒋᐊᖃᕋᓗᐊᖅᑐᖓ 

ᑲᒪᖃᑕᐅᑦᑎᐊᐸᓐᖏᓐᓇᒪ. ᑕᑯᔪᒪᔪᖓᓕ 

ᐱᓕᕆᒃᑲᓂᕐᓂᖅᓴᐅᑎᓪᓗᒋᑦ ᖃᕋᓴᐅᔭᓕᕆᔩᑦ. ᓄᓇᕗᑦ 

ᒐᕙᒪᖏᑕ ᐃᖅᑲᓇᔭᐃᖅᑎᖏᑦ ᐃᓄᒋᐊᕌᓘᒻᒪᑕ. 

ᑕᒫᓐᖓᓪᓗ ᐃᓚᖏᑦ ᖃᐅᔨᒪᑦᑎᐊᓪᓚᕆᑦᑐᑎᑦ 

ᐅᐊᑦᑎᒋᐊᖃᕐᓂᕐᒥᑦ ᐃᓚᖏᓪᓗ 

ᖃᐅᔨᒪᓐᖏᓪᓚᕆᑦᑎᐊᒻᒪᕆᒃᑯᓪᓗᑎᑦ ᑕᒪᒃᑯᓂᖓ. 

ᐱᔮᖅᑯᑕᐅᓐᖏᑦᑐᒥᐅᒐᓗᐊᖅ ᐱᑯᑦᑐᒐᓱᓪᓗᑦᑎᐊᓐᖏᑦᑐᖅ. 

ᖃᐅᔨᒪᓐᖏᒻᒪᑕ ᖃᓄᐃᓕᐅᕆᐊᔅᓴᖅ ᐊᒻᒪᓗᑦᑕᐅᖅ 

ᑲᓐᖑᓇᖅᑐᖁᑎᒋᔭᐅᔪᓂᒃ 

ᓴᖅᑭᖅᓯᖃᑦᑕᑐᐃᓐᓇᕆᐊᖃᕐᖓᑕ ᖃᐅᔨᒪᓇᑎᑦ.  

 

ᐊᒻᒪ ᐅᖃᒃᑲᓐᓂᕐᓗᖓᒪ ᐃᓱᓕᓕᕐᓚᖓ. ᐃᑉᐸᔅᓴᖅ 

ᐆᑦᑑᑎᖃᓚᐅᕋᒪ WHATS APP−ᒥᑦ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᒥᑦ 

ᐊᑐᖃᑦᑕᕐᓂᕆᔭᖏᓐᓂ. WHATS APP−ᒥᑦ ᐊᑎᖃᖅᑐᒥ 

ᖃᕋᓴᐅᔭᒃᑯᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᐅᖃᖃᑎᒌᒍᑎᐅᓪᓗᓂ. 

ᐊᒥᓱᐊᓗᓐᓄᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᐃᑦ ᐃᓅᓯᕐᒥᓂᑦ 

ᖃᓄᐃᒍᑎᖃᕋᑎᓪᓗ ᑭᓯᐊᓂ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᐊᖏᓐᓄᑦ 

ᐊᑐᖅᑕᐅᒐᐃᒻᒪᑕ ᐃᓱᒫᓗᓇᖅᓯᖃᑦᑕᖅᑐᑦ ᐃᑉᐸᔅᓴᖅ 

ᐅᖃᐅᓯᕆᓚᐅᕋᒃᑭᑦ.  

 

ᖃᕋᓴᐅᔭᓕᕆᔩᓪᓗ ᐅᖃᖅᑐᐃᑦ ᐲᔭᐃᖃᑦᑕᕈᓐᓇᖅᑐᓯ 

ᐱᒍᒪᒍᕕᐅᒃ ᒐᕙᒪᒃᑯᑦ ᖃᕋᓴᐅᔭᖁᑎᖓᓂ ᐱᓯᒪᔭᕐᓂᑦ 

ᐊᑐᕈᓐᓇᖅᑕᐃᑦ ᐊᑐᕈᒪᒍᕕᐅᒃ ᑭᓯᐊᓂ 

ᐃᑲᔪᕈᓐᓇᔾᔮᖏᑦᑐᒍᑦ ᓴᓇᔭᐅᖏᐊᖃᓕᕐᓂᖅᑲᑦ. ᑖᒃᑯᐊᓕ 

ᖃᐅᔨᒪᑐᐃᓐᓇᓪᓗᐊᐸᓗᑦᑐᒋᔭᒃᑲᓕ ᑲᒥᓴᓇᐅᓪᓗᖓ 

ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑲᒥᓴᓇ ᑭᐅᒐᕕᙵ ᑕᐃᒫᒃ. ᓅᒋᐊᕈᒪᔪᖓ 

ᐊᖏᖃᑎᒌᒍᑎᐅᔪᓄᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᐊᕐᓗᑎᑦ 

ᐊᖏᖃᑎᒌᒍᑎᐅᔪᓄᑦ. ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ ᑭᐅᔾᔪᑎᖏᑦ 

ᕿᒥᕐᕈᓚᐅᖅᑐᑎᑦ 2020-2021, 2022-2023 
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contracts, or heavily restricted in our contracts, 

because we have to comply with our own 

Access to Information and Protection of 

Privacy Act. 

 

Among the reasons we don’t permit storage or 

processing outside of Canada is it’s very 

difficult for us to control what happens in 

another jurisdiction, particularly in the United 

States where there is the Patriot Act, and 

there’s other law enforcement mechanisms 

regarding access to data in third-party storage, 

as compared to someplace where we have 

consented, for example, to storage of financial 

or commercial information but not personal 

information in the Netherlands, because the 

European Union data protection directive is 

significantly stronger than Canadian law, so we 

wouldn’t have a problem with that. 

 

But those decisions are made with input from 

the Justice department, from Legal, but also 

through Mr. Wells and his team in information 

management, and Mr. Witzaney at the Access 

to Information and Protection of Privacy 

Office, and in certain cases may trigger a 

privacy impact assessment. Thank you, Mr. 

Chair. 

 

Chairman: Thank you for that information, 

gentlemen. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Good morning, all. I’d like to stay on artificial 

intelligence for now. 

 

To the Government of Nunavut, there’s a lot of 

work phones, as we know, for employees. 

Some of them have to use a work cell phone, 

and we all have our own little favorite 

applications to use, like we use on our own 

personal cell phone. Some people might want 

to use the preferred application that they’re 

used to because they want to make sure they’re 

doing the job correctly and on time and not 

delay it, but they may inadvertently use an 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂ 

ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓴᓇᐅᑉ 

ᓄᓇᕗᑦ. ᐃᓚᖃᓚᐅᕐᖓᑕ ᐊᑦᑐᖅᑕᐅᔪᖃᖅᑲᑦ 

ᐊᖏᖃᑎᒌᒍᑎᐅᒐᔭᖅᑐᓂᑦ ᐊᒻᒪᑦᑕᐅ ᒐᕙᒪᒃᑯᓐᓂ ᐊᒻᒪ 

ᓯᓚᑖᓂᒥᐅᑕᕐᓄᑦ ᐊᖏᖃᑎᒌᒍᑎᖏᓐᓂ ᑕᐃᒃᑯᐊ 2022-

2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᖏᑦ ᐅᖃᓕᒫᖅᑐᒋᑦ ᐅᖃᖅᓯᒪᒻᒪᑦ:  

 

“ᓄᓇᕗᑦ ᒐᕙᒪᖓ ᖃᐅᔨᓴᖅᓯᒪᒻᒪᑕ ᑖᔅᓱᒥᖓ ᐊᒻᒪᓗ 

ᓴᖅᑭᔅᓯᓂᐊᕐᓂᕋᓐᖏᓐᓂᒃᑯᑦ 

ᐊᖏᖃᑎᒌᒍᑎᓕᐅᖅᑎᑦᑎᖃᑦᑕᔾᔮᕈᓐᓃᕐᖓᑕᒎ,”  

 

ᑖᓐᓇ ᓈᒻᒪᒋᕕᐅᒃ ᑕᐃᒪᐃᓕᐅᖅᑕᐅᓯᒪᔪᖅ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᒥᓴᓇ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᒃᓯᕙᐅᑖᖅ. ᐋᒃᑲ, ᐃᓱᒪᒋᓐᖏᑕᕋᓗ ᓈᒻᒫᓂᒋᓐᖏᔅᓱᒍ 

ᐃᓱᒪᒋᔭᐅᔪᖅ. ᐅᓂᒃᑳᕐᓗᒍ, ᓯᕗᓪᓕᖅᐹᒥ ᖃᓄᑐᐃᓐᓇᖅ 

ᐅᖃᖃᑎᒌᓐᓂᐅᔪᖅ ᑕᒪᒃᑯᐊ ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᐃᑦ 

ᐊᖏᕈᑎᓂᑦ ᓇᓗᓕᕈᑕᐅᑲᐅᑎᒋᓕᓲᖑᒻᒪᑕ ᒪᕐᕉᒻᒪᑎᒃ 

ᐊᔾᔨᒌᓐᖏᑦᑑᒃ ᓴᖅᑭᑕᐅᔪᓐᓇᖏᑦᑐᑦ ᐊᖏᕈᑎᐅᔪᓐᓇᖅᑐᑦ. 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ  

ᑭᐅᔾᔪᑎᖏᓐᓂ ᐅᖃᐅᓯᖃᑐᐃᓐᓇᓂᖅᓴᐅᒻᒪᑕ ᐊᐃᑉᐹᓂ.  

 

ᑖᒃᑯᐊ ᐊᔾᔨᒌᓐᖏᑦᑑᒃ ᒪᕐᕉᒃ ᓴᖅᑭᑕᐅᒍᓐᓇᖏᑦᑐᓂᑦ 

ᐊᖏᕈᑎᓂᑦ ᐃᓚᖓ. ᑭᓇᑐᐃᓐᓇᖅ ᐱᓕᕆᔪᒪᔪᖅ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᓐᓂ ᐊᖏᕈᑎᖃᕋᔭᕐᒪᑕ ᑳᓐᑐᓛᔅᓴᒧᑦ ᑐᓴᕋᔅᓴᐃᑦ 

ᓇᓕᐊᓐᓄᕋᕈᓐᓇᕐᓗᑎᑦ ᑖᒃᑯᓅᖓ 

ᖃᐅᔨᒪᐅᑎᖃᑎᒌᑦᓯᐊᕐᓂᐊᕋᒥᒃ ᓇᓪᓕᖏᑦ. ᐊᖏᕈᑏᑦ 

ᑕᐃᒪᐃᑦᑐᖃᓱᐃᓐᓇᐅᒻᒪᑕ ᓴᖅᑭᑕᐅᒍᓐᓇᖏᑦᑐᓂᑦ 

ᑐᓴᕋᒃᓴᓂᑦ. ᑖᒃᑯᐊ ᑐᓴᕋᒃᓴᐃᑦ ᑳᓐᑐᓛᒍᑎᒋᓂᐊᕈᑦᑎᒍ 

ᑭᓯᐊᓂ ᑐᓴᕋᒃᓴᐃᑦ ᑖᒃᑯᐊ ᓯᐊᕐᒪᖅᑎᒋᐊᖃᓐᖏᑦᑎᐊᖅᑕᓯ 

ᐊᓯᐊᓄᑦ ᐅᑎᖅᑎᒐᔭᖅᑕᐃᑦ ᑕᐃᒪᐃᓐᖏᒃᑯᕕᑦ. ᑕᒪᒃᑯᐊ 

ᐊᖏᕈᑎᐅᔪᑦ ᓴᖅᑭᑕᐅᔭᕆᐊᖃᓐᖏᑦᑐᓂᑦ 

ᓇᒻᒥᓂᖁᑎᖃᖅᑐᓂ ᓯᐊᕐᒪᒍᓐᓇᖏᑦᑐᓂᑦ 

ᓴᖅᑭᑕᐅᒍᓐᓇᖏᑦᑐᓂᑦ ᐊᖏᕈᑎᓂᑦ. 

ᑕᐃᒪᐃᑦᓴᕆᐊᖃᓲᖑᔪᑦ ᐱᓕᕆᖃᑎᒌᑦᓱᑦᓇᖁᓪᓗᒋᑦ 

ᑕᕝᕙ.  

 

ᐄ’, ᑖᒃᑯᐊ ᓴᓂᕐᕙᑲᐃᓐᓇᕐᓗᑎᒍ. ᐄ, ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᓇᓗᓕᖅᓯᑦᑕᐃᓕᓕᑦ ᖃᓄᐃᑦᑑᕙᓐᓂᖏᓐᓂ 

ᓴᖅᑭᑕᐅᒍᓐᓇᖏᑦᑐᑦ ᓴᖏᕈᑎᑦ. ᐄ’, ᑕᒪᒃᑯᐊ 

ᓇᒻᒥᓂᖁᑎᖃᖅᑐᓄᑦ ᑳᓐᑐᓛᓄᑦ ᐄ, ᓈᒻᒪᑦᑐ.  

 

ᑭᓯᐊᓂ ᐅᓇ ᐊᑲᐅᓪᓕᐅᕈᑎᐅᕙᑦᑐᖅ 

ᐅᖃᐅᓯᕆᒐᔪᑦᓱᑎᒍᓪᓗ ᐊᐃᑉᐹ ᓴᖅᑭᑕᐅᒍᓐᓇᖏᑦᑐᓂᑦ 
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application that is not as secure, perhaps, 

because I believe Mr. Seeley said there was 2.4 

million attacks just in one year alone. 

 

Is the Government of Nunavut ensuring that 

any Government of Nunavut work cell phones 

are using all the same applications that they can 

only use? Like not stray from the Government 

of Nunavut-approved cell phone application 

program? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair, and I thank 

the member for the question. Our department’s 

focus is on managing the resources, platforms, 

the tools, the applications that we have 

commissioned and secured, and done our 

assessments on for the purposes of conducting 

Government of Nunavut business. There are 

multiple applications out there, some of them 

very, very effective, that we do not sponsor, we 

do not endorse. They do not pass our security 

protocols. They’re not systems or applications 

that we use. Our focus as a department is on 

making the best possible use of the resources 

that we have secured. 

 

As far as staff making use of other applications 

on their own devices or off-domain, we do not 

police that. We don’t have the capacity to 

police that, and frankly, the number of 

applications that do come up and are new 

favourites of people to do, new and innovative 

ways to do the things that they want to do, we 

are just not in a position to manage that. 

 

Instead, what is on domain, we do do our 

privacy assessments on those. We do do a very 

thorough security. We do provide management 

of the application to make sure that any patches 

and additional security measures are done, 

driving traffic toward on-domain solutions. 

 

I think that if we incentivize making sure that 

our employees have the tools they need to do in 

ᐊᖏᕈᑎᓂᑦ ᐃᒪᐃᑦᑑᒐᔪᑦᑐᑦ. ᑭᓇᒥᑦ ᒐᕙᒪᒃᑯᓐᓂ 

ᐱᑦᑎᐊᕐᓂᖏᒃᑯᓂ ᓲᕐᓗ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᓂᕐᒧᑦ ᑭᑐᒧᑦ 

ᑭᓱᑐᐃᓐᓇᑦᑎᐊᒧᑦ. ᑭᓇᒥᓪᓗ ᐃᓱᒪᒋᔭᐅᔪᒥᑦ 

ᐅᖃᐅᓯᐅᔪᒥᑦ ᓲᕐᓗ ᖁᓄᔪᓐᓂᐊᕐᓂᖃᕈᒪᑉᐸᑦ ᓲᕐᓗ 

ᐊᖏᔪᖅᑳᖑᔪᖅ ᐊᑦᑐᕐᓂ ᓄᓕᐊᕐᓂᕐᓗᒍᔭᖅᐸᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖁᑎᒥᓂᒃ ᑕᐃᒪᓕ ᑖᓐᓇ 

ᐱᓂᕐᓗᖅᑕᒥᓂᐅᔪᖅ ᐃᒫᒃ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᓐᓂ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒨᕈᓐᓇᑎᑦᓯᓕᕐᓗᓂ ᑕᐃᑦᓱᒪᓐᖓᑦ 

ᐃᓄᒻᒥᐅᖏᑉᐸᑦ. ᐃᒪᐃᑦᑐᑕᖃᓕᖅᑐᓛᓐᖏᑦᑐᖓ,  

 

ᑭᓯᐊᓂ ᒐᕙᒪᒃᑯᓪᓕ ᐅᖃᕋᔭᕐᒪᑕ ᐃᓄᒻᒧᑦ 

ᐊᑭᓕᕐᓂᐊᖅᐸᒋᑦ ᐅᓐᓂᕐᓘᑏᑦ ᐋᖅᑭᑦᑕᐅᖁᓪᓗᒍ. 

ᑭᓯᐊᓂᑦᑕᐅ ᑭᒃᑯᓕᒫᓄᑦ 

ᑐᓴᐅᒪᑎᑕᐅᔭᕆᐊᖃᓐᖏᓪᓚᕆᑦᑕᐃᓛᕐᓗᒍ. ᑕᕝᕙ 

ᐊᖏᕈᑎᐅᓕᕋᔭᖅᑐᖅ ᓴᖅᑭᑕᐅᒋᐊᖃᓐᖏᑦᑐᒥᑦ 

ᐊᖏᕐᓂᕈᕕᑦ ᑭᓇᑐᐃᓐᓇᑦᓯᐊᒧᑦ 

ᐅᖃᐅᓯᕆᓚᐅᖅᓯᒪᒍᓐᓃᕐᓗᒍ. ᐅᖃᐅᓯᕆᓚᐅᖅᓯᒪᓐᖏ 

ᑭᒃᑯᓕᒫᓄᑦ. ᐊᓪᓛᑦ ᐅᖃᖁᔭᐅᒐᔭᓐᖏᑦᑐᓂᑦ 

ᑮᓇᐅᔭᖅᑎᑖᖅᑎᑕᐅᓐᓂᕋᓗᐊᕈᕕᑦ ᐅᕙᑉᑎᓐᓂ.  

 

ᐃᒫᒃ ᓲᕐᓗ ᐃᓯᖅᓯᒪᒍᑎᐅᔮᖅᑐᖅ ᑕᐃᒪᐃᑦᑐᖅ ᑖᓐᓇ 

ᐊᓯᐊᓂ ᖃᓄᑐᐃᓐᓇᖅ ᐃᓱᒪᒋᔭᐅᓲᖑᒻᒪᑦ. ᑕᐃᒪ 

ᒪᓕᒐᕐᓂᑦ ᓴᖅᑭᖅᓯᒪᔪᖃᓲᖑᒻᒪᑦ ᑕᐃᒪᐃᑦᑐᓂᑦ 

ᐊᖏᕈᑎᖃᖃᑦᑕᖁᓇᒍ. ᑕᐃᒪᐃᑦᓴᕆᐊᖃᓐᖏᑦᑑᓛᖅᑐᓂᒃ.  

 

ᓲᕐᓗ ᐅᕙᒍᑦ ᓄᓇᖃᖅᑑᔪᒍᑦ ᒐᕙᒪᒃᑯᑦ 

ᖃᓄᐃᓘᖅᐸᓕᖅᐹᑦ? ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᐃᔨᖅᓯᒪᑎᑦᑎᖃᑦᑕᕆᐊᖃᓐᖏᑦᑐᑦ ᐊᑭᓖᓂᐊᕐᓂᕋᐃᓪᓗᑎᑦ 

ᑭᓇᒥᑦ ᐊᖏᖅᑎᑦᑐᑎᒍ ᓴᖅᑭᑦᑎᓚᐅᖅᓯᒪᒋᐊᖃᓐᖏᓪᓗᑎᑦ 

ᑭᐅᑦᓯᐊᕈᓐᓇᐃᓕᑐᐃᓐᓇᕋᔭᕐᒪᑕ ᒐᕙᒪᒃᑯᑦ. ᒐᕙᒪᒃᑯᑦ 

ᐅᖃᕋᓗᐊᕐᓗᑎᑦ ᑭᓯᐊᓃᓛᕋᓗᐊᕐᓗᑎᑦ 

ᐋᖅᑭᑦᓵᓕᖃᑦᑕᕈᒪᔪᒍᓪᓕ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑰᖅᑐᖃᓚᐅᓐᖏᓐᓂᖓᓂ 

ᐊᖏᖃᑎᒌᓐᓂᖃᕐᓗᑕ. ᐊᖏᖃᑎᒌᔾᔮᒐᓂᓗ 

ᓴᖅᑭᒋᐊᖃᓐᖏᑦᑐᒥᑦ ᐊᖏᕈᑎᖃᓕᓚᐅᓐᖏᓐᓂᖓᓂ.  

 

ᑕᐃᒪᐃᑦᑐᒥᑦ ᓴᖅᑭᑕᐅᒍᓐᓇᖏᑦᑐᓂᑦ ᐊᒥᓱᑦ 

ᐋᒡᒑᖅᓯᒪᓲᖓᒻᒪᑕ ᑕᐃᒪᐃᑦᑐᒥᑦ ᑕᑯᔪᒪᓐᖏᒃᓱᑎᒃ. 

ᒐᕙᒪᒃᑯᑦ ᐃᒪᐃᑦᑐᒥᑦ ᐃᓱᒪᖃᕈᑎᑦ ᐅᖃᐅᓯᖃᑉᐸᔾᔮᖏᑦᑐᑦ 

ᓴᖅᑭᑦᑕᐅᒋᐊᖃᓐᖏᑦᑐᓂᑦ ᐊᖏᕈᑎᓂᑦ. ᐊᓪᓛᓘᓐᓃᑦ 

ᓈᓴᐅᑎᖏᑎᒍᑦ ᓴᖅᑭᒋᐊᖃᓐᖏᑦᑐᑦ 

ᐊᖏᕈᑎᓕᐅᕈᑎᖃᕐᓂᕋᐃᓗᑎᑦ ᓈᒻᒫᓂᓐᖏᑦᑐᖅ ᑖᓐᓇ 

ᐃᓱᒪᒋᔭᐅᒐᔭᕈᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 
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licensed applications and applications that are 

on domain, we think we’ll reduce the number 

of off-the-grid solutions that employees will 

feel the need to use. 

 

That being said, with the change in focus on the 

Government of Nunavut’s online posture and 

moving toward software as service, away from 

standalone applications, we do expect that we’ll 

be able to take a more structured and strategic 

approach to make sure that functionality is 

aligned with the emerging needs of all client 

departments, and that will take away the 

emphasis and perhaps the need of one-off 

solutions like the member described. I hope that 

answers your question. Thank you. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, Mr. Seeley, for the response. I may 

have not asked my question correctly or it 

didn’t come out the way I wanted it. Does the 

Government of Nunavut ensure that they say, 

“here’s your work cell phone to do your work 

on; we already downloaded the applications 

you need to use for your work. Please use only 

these applications. Do not download another 

application that you are more used to, because 

we are have not secured it, we have not insured 

that it has all the protection and all the privacy, 

because there’s so many attacks every single 

day, and we did our best to ensure that these 

applications that are on the cell phone is as 

secure as we can get it”? 

 

Has the Government of Nunavut gone that far 

to say, “please use only these applications that 

are on the cell phone, do not download any 

other applications that you are more used to or 

you know them better because you think it’s 

better, but we know these applications that are 

on your cell phone now are as secure as can 

be”? Is that what the Government of Nunavut 

has done with Government of Nunavut cell 

phones? Thank you, Mr. Chairman. 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᐊᒻᒪᓗ 

ᑲᒥᓴᓇ. ᑐᑭᖃᕐᓂᖅᓴᐅᒐᔭᖅᑐᖃᐃ ᒪᕐᕉᐃᓐᓂᒃ 

ᐊᖏᕈᑎᖃᓲᖑᓗᓂ ᓲᕐᓗ ᓇᒻᒥᓂᕈᑎᖃᖅᑐᓂᒃ 

ᑐᕌᖓᔪᓂᑦ ᐊᒻᒪᓗ ᐊᐃᑉᐹ ᐅᖃᐅᓯᕆᕋᓵᖅᑕᕐᓄᑦ 

ᑲᒥᓴᓇᒧᑦ ᑖᓐᓇ ᖃᓄᖅ ᐃᓱᒪᒋᒻᒪᖔᒍ? 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᑲᒥᓴᓇ ᓯᑏᐅᓪ.  

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᐃᑲᔪᕐᓂᖃᕋᔭᕐᒥᔪᖅ ᖃᓄᐃᓐᖏᑦᑐᓪᓕ 

ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᖅ ᖃᓄᐃᒋᔭᐅᕙᓐᖏᑦᑐᑦ 

ᐱᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ ᑕᐃᒪᐃᒐᔪᒻᒪᑕ ᑕᐃᒪᐃᓪᓗᓂ 

ᑭᓯᐊᓂᐅᓲᖑᒻᒪᑦ ᐱᓕᕆᖃᑎᖃᕐᓂᐊᕐᓗᓂ. ᒐᕙᒪᒃᑯᓪᓗ 

ᐅᖃᔾᔮᖏᑦᑑᒐᓗᐊᑦ ᖃᑦᓯᐊᖅᓯᕙᓐᓂᖏᓐᓂ.  

 

ᑭᓯᐊᓂ ᐃᓱᐊᓐᖏᑦᑐᓪᓕ ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᓂᑦ 

ᐊᖏᕈᑏᑦ. ᑕᕝᕘᓇ ᐅᓗᕆᐊᓇᖅᑐᒦᒍᑕᐅᒍᓐᓇᕐᒪᑦ ᓲᕐᓗ 

ᑭᐅᑦᓯᐊᕈᓐᓇᐃᓕᓂᖃᕐᓗᓂ ᐱᒐᔭᕐᒪᑦ.  

 

ᓲᕐᓗ ᑖᓐᓇ ᑐᓴᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᓐᖑᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓴᓇᐅᔪᖅ ᑭᐅᑦᓴᕆᖃᖅᑐᓂ ᑭᒃᑯᓕᒫᓄᑦ ᑐᓴᕋᒃᓴᐃᑦ 

ᑭᓱᑦ ᒪᓂᒪᑎᑕᐅᔪᔅᓴᐅᒻᒪᖔᑕ  ᑖᒃᑯᐊ 

ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᐃᑦ ᐊᖏᕈᑏᑦ ᑕᐃᒪᐃᑦᑐᓅᓕᖓᔪᑦ 

ᑭᐅᑦᓯᐊᕆᐊᖃᕐᓂᕐᒧᑦ ᐊᑦᑐᐊᒻᒪᑦ ᓲᕐᓗ ᐊᖏᕈᑎᖃᖅᐸᑦ 

ᑭᓱᒥᑦ ᐅᖃᓚᐅᖅᓯᒪᖁᓇᒍ ᖃᑦᑎᓂᑦ 

ᐊᑭᓕᖅᑕᐅᓂᕐᒪᖔᕐᓘᓐᓃᑦ ᑭᑐᓪᓘᓐᓃᑦ ᐱᓪᓗᒍ. 

ᓯᖁᒥᑦᑎᓂᐅᓱᒋᒐᒃᑯ ᓇᕝᕚᕈᓐᓇᓂᕐᒧᑦ ᑐᑦᓯᕋᕈᓐᓇᓂᕐᒧᑦ 

ᑐᓴᕋᔅᓴᓂᑦ. ᐊᖏᕈᑎᐅᓂᖓᓗ ᑕᒪᓐᓇ 

ᑭᐅᑦᓯᐊᕆᐊᖃᕐᓂᖓ ᐱᓗᐊᕈᓐᓃᕐᒪᑦ 

ᐱᔾᔪᑎᑦᓴᖃᑦᑎᐊᖏᓐᓂᖃᒪᑦ.  

 

ᐊᐱᖅᑯᑎᓐᓄᑦ ᖃᑦᓯᐅᒐᓗᐊᕈᑎᓪᓕ ᐱᓕᕆᔪᓄᑦ 

ᐃᓱᒪᒋᔭᐅᓗᐊᙱ ᑭᓯᐊᓂ 

ᐊᑭᓕᖅᑕᐅᔪᖃᕐᓂᖏᒃᑲᓗᐊᕐᒪᖔᖅ ᑭᓇᒥᑦ ᒐᕙᒪᒃᑯᓄᓪᓗ 

ᐅᖃᐅᑎᔭᐅᓗᓂ ᓂᐱᖃᑦᑕᐃᓕᓂᐊᖅᐳᑏᓛᖅᑕᐅᓪᓗᓂ. 

ᐊᖏᕈᑎᖃᖅᑎᑕᐅᓪᓗᓂ ᑕᒪᓐᓇ ᑭᐅᑦᓯᐊᕆᐊᖃᕐᓂᕐᒥᑦ 

ᓯᖁᒥᑦᓯᓂᒐᓚᐅᒻᒪᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓄᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᔾᔪᑎᒋᔭᖓᑦ ᑲᑎᒪᔨᕋᓛᓄᑦ 2021-ᒧᑦ 2023 

ᐅᓂᒃᑳᕆᔭᖏᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᔪᖅ ᑲᒥᓴᓇᖓ 

ᐊᖏᕈᑎᐅᖃᑦᑕᖅᓯᒪᔪᖅ ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᓂ 

ᐊᖏᕈᑎᓕᐅᕈᑎᒋᓯᒪᔭᖏᓐᓂ ᓇᓪᓕᐊᓐᓂ 

ᐃᖅᑲᓇᔭᐃᖅᑎᒧᑦ ᑖᒃᑯᐊᓗ ᑲᑎᒪᔨᕋᓛᑦ ᐅᓂᒃᑳᖏᑦ 
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Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. I thank the 

member for the clarification on his question. 

The answer is no, we have not locked that 

down. People can, users can download 

applications that they would prefer to use. We 

are taking additional measures in that area to, 

I’ll say, restrict applications that have not had a 

rigorous security and/or privacy assessment. 

 

But if I may, through you, Mr. Chair, have Mr. 

Wells respond on some of the additional 

measures that we’ll be taking in that direction 

in the near future. Thank you. 

 

Chairman: Thank you. Please proceed, Mr. 

Wells. 

 

Mr. Wells: Thank you, Mr. Chair. Member, 

where we’re at right now is that no, as Mr. 

Seeley said, no, there are opportunities for 

users to be able to download additional 

software on their devices. It’s something called 

Bring Your Own Device is popular within the 

Government of Nunavut at this time. 

 

In order to further and better secure the 

Government of Nunavut’s network and data 

and information, we are proceeding with a 

model where individuals wanting to access the 

GN network remotely in any way, either 

through cell phones or with laptops, that kind 

of thing, we will be enforcing through IM/IT 

security operations team that they will have to 

be either a GN-owned and operated managed 

device within IM/IT or through a system called 

Cloud PC, or on smart phones, then we will 

install a tool that will allow the Government of 

Nunavut to manage the cell device, and which 

means we will be able to block the 

downloading of any other tools or applications 

onto that device. 

 

The policy is in process. We were hoping to 

have it ready for April 1st this year; it looks 

2022-2023 ᐅᓂᒃᑳᕆᔭᖏᑕ ᑲᓐᖑᓇᖅᑐᓕᕆᔨᐅᑉ 

ᐅᖃᖅᖢᓂ:  

 

“ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᕿᒥᕐᕈᓯᒪᓕᖅᐸᐅᒃ ᐃᓱᒪᓕᖅᐳᓪᓗ 

ᐊᖏᕈᑎᓕᖅᐸᓐᓂᖏᑦ ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᓂᑦ, 

ᓴᖅᑮᖃᑦᑕᔾᔮᕈᓐᓃᕐᒪᑕ.”  

 

ᖃᓄᖅ ᑕᒪᓐᓇ ᐃᓱᒪᓕᐅᕈᑕᐅᑦᓴᐃᓐᓇᕋᓗᐊᕐᒥᒻᒪᑲ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᒃᓚᐃᓐ. 

 

ᒪᒃᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᔾᔨᒌᓐᖏᓐᓂᖏᑦ ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᓂᑦ 

ᐊᖏᕈᑎᓕᐅᕈᑎᒋᕙᑦᑕᖏᑦ ᒐᕙᒪᒃᑯᑦ ᑲᒥᓴᓇ 

ᐅᖃᓵᖅᑕᖏᑦ ᐄ, ᓈᒻᒪᑦᑑᓂᖏᑦ ᑕᒪᒃᑯᐊ 

ᓇᒻᒥᓂᖁᑎᖃᖅᑐᓄᑦ ᐱᓕᕆᖁᔭᐅᔪᓄᑦ ᖃᐅᔨᒪᔭᒃᑯᑦ 

ᐊᖏᕈᑎᓕᐅᖅᐸᓐᖑᓚᒍᑦ ᓴᖅᑭᑕᐅᖁᔭᐅᓐᖏᑦᑐᓂᑦ. 

ᐱᑦᑎᐊᖏᑦᑐᖃᕐᓂᖅᐸᑦ ᑲᒥᓴᓇ ᐅᖃᖅᑖᒍᑦ. 

 

ᐄ’, ᐊᖏᖃᑎᒌᑦᑎᑦᓯᖃᖅᐸᒃᑲᓗᐊᖅᑐᒍᑦ 

ᐋᔩᖃᑎᒌᓐᓂᖃᖅᑎᑦᓯᓪᓗᑕ 

ᐃᖅᑲᓇᔭᐃᖅᑎᒋᓚᐅᖅᑕᑎᓐᓂ. ᐃᓛᓐᓂᒃᑯᑦ 

ᐊᑭᓖᓐᓂᖃᓲᖑᒻᒥᔪᑦ ᐊᖏᕈᑎᑎᒍᑦ ᑭᓯᐊᓂ 

ᐃᓱᒪᖅᓱᖅᓯᐊᕋᓗᐊᖅᓱᓂᓕ ᑖᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑎ 

ᑭᒃᑯᓐᓄ ᐅᖃᕈᓐᓇᕐᓂᖏᑦ. ᓴᒪᒃᑯᐊ ᐅᓐᓂᕐᓘᑏᑦ 

ᐋᔩᕈᑎᖃᕐᓃᑦ ᑭᒃᑯᓕᒫᓄᑦ ᑐᓴᖅᑕᐅᔪᓐᓇᓲᖑᒻᒪᑕ. 

ᑕᒪᒃᑯᐊᓕ ᑕᐃᒎᓯᖅᑕᖃᖅᑰᓐᖏᒻᒪᑦ ᐃᓄᑦᑎᑐᑦ ᑖᓐᓇ 

ᐱᐅᓯᐅᒡᒍᔪᓐᖏᑦᑐᖅ ᖃᐅᔨᒪᔭᒃᑯᓪᓕ 

ᑕᐃᒪᐃᓘᖅᐸᓐᖏᓚᒍᑦ.  

 

ᓱᒻᒪᑦ ᐊᓪᓚᐸᖏᒻᒪᖔᑦᑎᒍ ᐊᖏᕈᑎᓕᐊᕆᕙᑦᑕᕗᑦ 

ᐱᓪᓗᒋᑦ ᑳᓐᑐᓛᖑᔪᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᓇᐅᑦᓯᖅᑐᖅᑕᐅᕙᓐᖏᒻᒪᑕ ᐊᒻᒪᓗ ᐊᑕᐅᓯᕐᒥᑦ 

ᑐᑦᑕᕐᕕᖃᓐᖏᒃᖢᑎᒃ ᐊᓪᓚᑕᐅᓂᖏᑦ. ᐅᖃᕆᐊᒥ 

ᖃᑦᓯᓂᒃ ᑳᓐᑐᕌᓕᐅᖅᐸᒻᒪᖔᑕ ᒫᓐᓇᐅᔪᖅ ᐃᑲᓂ 

ᐊᑕᐅᓯᕐᒥᖃᐃ fusion cloud ᖃᕆᑕᐅᔭᕐᒧᑦ ᐊᑐᖅᑐᖅ 

ᓴᖅᑭᒍᑎᐅᖃᑦᑕᓕᖅᑐᑦᓴᐅᔫᒐᓗᐊᖅ. 

 

ᑖᒃᑯᐊᓕ ᐊᖏᖃᑎᒌᒍᑏᑦ 

ᐋᖅᑭᑦᑎᒍᔾᔨᕙᓐᓇᙱᑉᐸᒃᑲᓗᐊᖅᐳᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ 

ᖃᑦᓯᐅᒻᒪᖔᑕ ᐊᓯᒃᑲ 

ᐅᖃᕆᐊᒃᑲᓐᓂᕈᓐᓇᑐᑦᓴᐅᒐᔭᖅᑑᒐᓗᐊᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 
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more like it’s going to be June. By June we 

should be able to implement this. We’re not 

there, but we will be there within the next few 

months to do exactly what you’re asking, where 

all devices connecting remotely to the network 

will be managed by IM/IT to ensure that the 

proper levels of security and patching will be 

on those devices. Thank you, Mr. Chair. 

 

Chairman: Thank you. And for information, 

that is Information Management and 

Information Technology. Just try to refrain 

from acronyms. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman, and 

I thank you for the clarifications and the 

responses. Along the same lines of questioning 

with regard to computers in the offices, there 

are many different search engines out there that 

are available simply to download and apply. 

Same question: Is that done with the office 

computers to ensure that you must use only 

Microsoft Edge search engine; you cannot use 

Firefox or Opera, or whatever search engines 

are out there, because they may not be as 

secure? 

 

Now, I do remember speaking to an 

Information Technology employee before us 

saying, please use only Microsoft Edge because 

we know it’s as secure as can be. Regarding the 

Government of Nunavut computers, office 

computers and laptops that are used to work 

from home, is it mandatory to use specific 

search engines so that it’s as secure as can be 

and sensitive data is not leaked accidentally 

through these different search engines, maybe? 

So I’d like clarification on computers. Thank 

you, Mr. Chairman. 

 

Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. The GN 

devices, laptops, even if people are using them 

from home, do have the search engine, the 

approved search engine installed on them. To 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᑦ. ᑲᒥᓯᓇᒧᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑭᐅᔾᔪᑎᖏᑦ ᑲᑎᒪᔨᕋᓛᓄᑦ ᐅᓂᒃᑳᓂᒃ 2022-2023 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᖏᓐᓂ ᑲᙳᓇᖅᑐᓕᕆᔨᐅᑉ ᑲᒥᓯᓇᐅᑉ. 

ᐅᖃᖅᓯᒪᒻᒪᑕ ᑕᒫᓂ $1-ᒥᓕᐊᓐ ᐊᑭᓕᐅᑕᐅᓯᒪᒻᒪᑕ 

ᒐᕙᒪᒃᑯᓐᓄᑦ 2021-2022, 2022-2023 ᐊᕐᕌᒍᖏᓐᓂ. 

ᐃᖅᑲᖅᑐᐃᕕᒍᑎᐅᓇᓱᑦᑐᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᖃᓄᖅ 

ᐃᓱᒪᒋᕕᒋᑦ ᑕᒪᒃᑯᐊ ᐊᑭᓕᐅᑎᐅᕙᓐᓂᖏᑦ, ᑭᒃᑰᓂᖏᓪᓗ 

ᐊᖏᕈᑎᖃᕐᕕᒥᓃᑦ ᑭᒃᑯᓕᒫᓄᑦ ᑐᓴᐅᒪᔭᐅᔭᕆᐊᖃᖅᐸᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.   

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᑲᒥᓯᓇ ᓯᑏᐅᓪ. 

 

ᑲᒥᓯᓇ ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᑭᓯᑦᓯᐊᖅᑐᑦᓴᐅᙱᒃᑲᓗᐊᖅᑐᖓ ᐊᐱᖅᑯᒻᒧᑦ. 

ᐊᐱᖅᑯᑎᐅᖅᑳᕐᒪᑦ ᑕᒻᒪᕈᒪ ᒪᒥᐊᓇᖅ. 

ᐅᖃᑦᓯᐊᒃᑲᓐᓂᕆᐊᖃᕐᓂᐊᖅᑐᑎᑦ.  

 

ᒥᔅᑕ ᒪᒃᓚᐃᓐ ᐅᖃᕐᒪᑦ ᒐᕙᒪᒃᑯᑦ 

ᐊᖏᖃᑎᒌᒍᑎᓕᐅᓲᖑᕗᑦ ᐅᓐᓂᕐᓗᕐᓂᖃᕌᖓᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ ᐱᓗᐊᖅᑐᒥᒃ, ᓱᓕᑦᑕᑐᑦᓴᐅᓂᖓ 

ᐅᖃᕈᓐᓇᖅᐳᖓ. ᑕᒪᒃᑯᐊ ᐊᖏᕈᑏᑦ ᐱᖃᓲᑎᒐᔭᙱᑦᑐᑦ 

ᓲᕐᓗ ᑎᓕᓯᔾᔪᑎᐅᔪᒥᒃ ᐊᔾᔨᑐᐃᓐᓇᕆᒻᒪᒍ 

ᓴᖅᑭᑎᑦᓯᖁᔨᓂᐅᙱᑦᑐᒥᒃ, ᑭᒃᑯᓕᒫᑦ 

ᐅᖃᖁᔨᖏᓐᓂᐅᙱᑦᑐᒥᒃ. 

 

ᐊᐱᖅᑯᑎᒋᔭᓐᓄᑦ ᑕᐃᒪᐃᑦᑑᑉᐸᑦ ᖃᑦᓯᓂᒃ 

ᐅᓐᓂᕐᓗᕈᑎᐅᔪᖅ ᐋᖅᑭᒍᔾᔭᐅᓐᓂᕐᒪᖔᑦ, ᒐᕙᒪᒃᑯᑦ 

ᓴᖅᑭᑎᑦᓯᒐᔪᙱᓚᑦ ᖃᑦᓯᓂᒃ ᑮᓇᐅᔭᓂᒃ ᐅᓐᓂᕐᓗᕈᑎᒧᑦ 

ᐋᖅᑭᒍᔾᔨᕌᖓᑕ. ᐃᓱᒪᓕᐅᓵᓕᕈᒪᙱᔅᓱᖓ ᑭᓇᒥᒃ, 

ᖃᑦᓯᓂᒃ ᑮᓇᐅᔭᓂᒃ ᐋᖅᑭᑦᓯᒍᑎᐅᔪᕕᓂᖅ ᐱᓪᓗᒍ.  

 

ᖃᐅᔨᒪᒐᓗᐊᖅᑐᖓ ᓄᓇᕗᒻᒥ ᓴᖅᑭᖃᑦᑕᖅᓯᒪᓪᓗᓂᓗ 

ᑲᙳᓇᖅᑐᓕᕆᔨᐅᔪᓂ ᑲᓇᑕᒥ ᑕᒪᒃᑯᐊ ᑐᑦᓯᕋᕈᓐᓇᕐᓃᑦ 

ᑐᓴᕋᑦᓴᓂᒃ ᑐᑦᓯᕋᖅᑐᓂᒃ ᖃᑦᓯᓂᒃ 

ᖃᐅᔨᒪᒋᐊᑐᓲᖑᙱᑦᑐᓂᒃ ᐊᑭᓕᐅᑎᕕᓂᕐᓂᒃ. 

ᖃᐅᔨᓯᒪᙱᔅᓱᒍ ᓯᕗᓂᓐᓂᓗ ᑲᒥᓯᓇᐅᓚᐅᖅᑑᑉ 

ᖃᐅᔨᓚᐅᖅᑐᑦᓴᐅᒪᙱᔅᓱᓂ ᓄᓇᕗᒻᒥ. ᖁᔭᓐᓇᒦᒃ 

ᐃᑦᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑕᐃᒪ ᒐᕙᓚᒃᑯᑦ 

ᑭᐅᔾᔪᑎᖏᑦ ᒪᑉᐱᒐᖓᓂ 6, ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 5.2ᖃᕐᒪᑦ 

ᑮᓇᐅᔭᐃᑦ ᐊᑭᓕᐅᑎᕕᓃᑦ 2021-2022ᒥ $490,000, 

ᐊᒻᒪᓗ 2022-2023 $600,000-ᒦᖦᓗᓂ. ᑖᒃᑯᐊ 

ᐊᒡᒍᑐᖅᓯᒪᙱᑦᑐᑦ, ᑲᑎᖅᓯᒪᑐᐃᓐᓇᕐᖓᑕ. ᒥᔅᑕ 

ᓯᒪᐃᓚᐅᑉ ᐊᐱᖅᑯᑎᒋᓵᕋᓗᐊᕐᒪᒍ.  
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use any other search tool would require explicit 

approval of IM/IT to utilize it for GN functions. 

So the answer is no, the GN devices do utilize 

the approved search engine, for similar reasons 

that the member has described. If somebody is 

using an off-domain device, that’s not 

something that we have a line of sight on or 

control over. Thank you, Mr. Chair. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. To 

the commissioner, I’m just wondering if I can 

get his opinion on the responses I’m getting 

from my last questions. Any suggestions or 

thoughts? Are they heading in the right 

direction? Is the timeline sufficient in your 

opinion, Commissioner? Thank you, Mr. 

Chairman. 

 

Chairman: Commissioner Steele. 

 

Mr. Steele: Thank you, Mr. Chair, and thanks, 

Member, for raising this important topic. I’m 

not an information technology expert, and so 

largely I defer to the people who are 

information technology experts on striking the 

right balance between convenience for users so 

that they can get their work done but also 

security. 

 

What I can say, based on the work that I’ve 

done here over the last four years, is that not 

everybody in the GN workforce has a high 

level of knowledge about security, and some of 

the privacy breaches that I see are very basic 

human error. You know, if people want to do 

that sort of thing in their personal life at home, 

that’s up to them. That’s their problem. But 

when they’re at work for the Government of 

Nunavut, and especially when they’re dealing 

with sensitive information, we need to expect 

more and we need to expect better from them. 

 

I understand what the information technology 

people are doing. It’s a little more hands-off 

ᐅᑎᕐᕕᒋᑐᐃᓐᓇᕐᓗᒍ ᑲᒥᓯᓇ, ᑭᓇᒥᒃ 

ᐊᖏᕈᑎᓕᐅᖅᑐᖃᖅᐸ ᒐᕙᒪᒃᑯᓐᓂ, ᖃᑦᓯᓄᑦ ᑮᓇᐅᔭᓄᑦ? 

ᓲᕐᓗᖃᐃ ᖁᓄᔪᕐᓂᐊᕐᓂᕐᒨᖓᒐᓚᑦᑐᒥᖅᑲᐃ ᑖᓐᓇ 

ᑎᑎᖅᑲᐅᔭᕆᐊᖃᖅᐸ ᐱᓗᐊᖅᑐᖅ ᐅᓂᒃᑳᒥᒃ 

ᑲᑎᒪᔨᕋᓛᓄᓪᓘᓐᓃᑦ ᓲᕐᓗ ᑲᑎᑕᐅᓯᒪᔪᑦ 

ᐊᖏᕈᑎᓕᐅᖅᐸᑦᑐᑦ ᓴᓂᐊᓂ?  

 

ᑲᒥᓯᓇ ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐅᖃᒃᑲᓐᓂᑐᐃᓐᓇᕐᓂᐊᖅᑐᖓ ᐅᖃᐅᓯᕆᖅᑲᐅᔭᓐᓂᒃ 

ᑖᒃᑯᐊ ᓇᓗᓇᙱᑦᑐᖅ ᐅᖃᐅᓯᖃᖅᓯᒪᒐᒪ ᑭᖑᓂᑦᑎᓐᓂ. 

ᓇᓗᓇᐃᑦᑎᐊᒃᑲᓐᓂᕐᓗᒍ, ᒐᕙᒪᒃᑯᓐᓂ ᓴᖅᑭᑕᐅᔪᖅ 

ᑕᐃᓐᓇ ᑲᑎᙵᐅᖅᑐᖅ ᑲᑎᓯᒪᓪᓗᑎᒃ ᓈᓴᐅᑎ 

75ᖑᓐᓂᖅᐸᑕ ᑲᑎᓪᓗᒋᑦ ᑖᒃᑯᐊ ᑮᓇᐅᔭᑦ ᑐᓂᔭᐅᔪᑦ 

$1-ᒥᓕᐊᓐᖑᖕᒪᑕ ᑕᓪᓕᒪᓪᓗᑭᐊᖅ $200,000 

ᐅᕝᕙᓘᓐᓃᑦ ᐊᑕᐅᓯᖅ $900,000 ᐃᓚᖓ 

ᐊᒥᐊᒃᑯᖏᓐᓂᒃ ᐊᒥᖅᑳᖅᖢᑎᒃ ᐊᕕᒃᖢᑎᒃ. ᑖᒃᑯᐊ 

ᖃᐅᔨᒪᓐᓂᕋᒪ ᑕᐃᒪᓐᓇ ᖃᔅᓯᓚᑖᖅᑎᑕᐅᓐᓂᕐᒪᖔᑕ.  

 

ᑭᓯᐊᓂ ᑭᓇᑐᐃᓐᓇᕐᒧᑦ ᖃᐃᔪᖃᓚᐅᙱᒻᒪᓪᓘᓐᓃᑦ 

ᐅᕙᓐᓄᑦ. ᒫᓐᓇᓕ ᐊᐅᓚᓂᖃᕋᔭᖅᑐᖅ ᑕᒪᒃᑯᓂᖓ 

ᑎᒍᓯᓐᓂᕐᒪᑕ ᑎᑎᖅᑲᓂᒃ ᒪᓕᒐᖏᑦ ᒪᓕᒡᓗᒋᑦ 

ᑭᓇᑐᐃᓐᓇᖅ ᐱᕙᓪᓕᐊᔪᓕᕆᔨᒃᑯᓪᓗ ᐃᒪᓐᓇ 

ᐊᖏᖅᑐᖃᕐᓂᕐᒪᑦ ᐱᔭᕇᖅᓯᓐᓂᕐᒪᑕ ᑕᑯᔪᒪᔪᒍᑦ 

ᖃᔅᓯᑖᓚᑖᕐᓂᕐᒪᖔᑦ. ᑕᑯᔪᒪᔭᕗᑦ. ᐱᓕᕆᕕᒡᓕ 

ᐅᖃᓕᕐᒥᓗᓂ ᓴᖅᑭᑦᑎᓗᓂᓘᓐᓃᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᓴᖅᑭᑦᑎᙱᓪᓗᓂ. ᓴᖅᑭᑕᐅᙱᑉᐸᑕ ᑐᓴᒐᒃᓴᑦ ᑕᐃᓐᓇ 

ᐊᔪᐃᓐᓇᕆᐊᕈᓐᓇᖅᑐᖅ ᐃᓄᒃ ᐅᕙᓐᓄᑦ. 

ᕿᒥᕐᕈᓇᒍᓐᓇᖅᑕᕋ ᑕᐃᒃᑯᐊ ᐊᔪᐃᓐᓇᕆᐊᕈᑎᖏᓐᓂᒃ. 

ᐱᖁᔭᖅᑎᒍᑦ ᐱᔪᓐᓇᐅᑎᖃᖅᐱᑦ ᐅᕝᕙᓘᓐᓃᑦ ᐋᒃᑲ?  

 

ᐃᒪᓐᓇ ᐅᖃᕋᓱᖅᑲᐅᔪᖓ ᐃᒃᓯᕙᐅᑕᖅ, ᑮᐅᓇᓱᒃᖢᖓ 

ᐱᔾᔪᑎᒋᓪᓗᒍ ᑖᓐᓇ ᓵᓐᓄᐊᓚᐅᖅᓯᒪᙱᓐᓂᖓ 

ᐱᔾᔪᑎᒋᓪᓗᒍ. ᒫᓐᓇ ᓲᕐᓗ ᐃᖅᑲᖅᑐᑲᐅᑎᒋᓗᒍ 

ᐱᔪᒪᙱᓐᓇᒃᑯᑦ ᐃᓱᒪᓕᐅᕈᒋᑲᐅᑎᒋᓗᒍᓗ ᑭᓯᐊᓂ 

ᐊᐃᕙᐅᑎᒋᔭᐅᔪᑦ ᑐᓵᖅᑳᕆᐊᖃᕋᒃᑭᑦ ᐃᒡᓗᒃᑐᑦ ᑭᓯᐊᓂᓕ 

ᑖᒃᑯᐊ ᑲᓇᑕᒥᐅᑉ ᐅᖃᕐᓗᖓ ᑕᐃᒪᓐᓇ ᒪᓕᒐᖃᐅᕐᒪᑕ, 

ᐱᖁᔭᖃᐅᕐᒪᑕ ᐊᔾᔨᒌᑦᑎᐊᑲᓴᖕᓂᑦ. ᐊᔾᔨᑲᓴᑦᑎᐊᖏᓐᓂᒃ 

ᐱᖁᔭᕐᔪᐊᖃᕐᒪᑕ ᑲᓇᑕᒥᐅᑕᐅᖃᑎᑦᑕ ᒐᕙᒪᖏᓐᓂ, 

ᐅᓄᕐᓂᕆᔭᖏᑦ ᖃᔅᓯᓚᑖᕐᓂᕐᒪᖔᑕ ᐊᑭᓕᖅᑕᐅᔪᑦ 

ᓴᖅᑭᑕᐅᒋᐊᑐᙱᑦᑐᑦ ᐱᖁᔭᕐᔪᐊᖅ ᒪᓕᒡᓗᒋᑦ, ᑎᑎᖅᑲᓂᒃ 

ᑎᒍᓯᓂᕐᓄᑦ ᒪᓕᒐᖏᑦ. 

 

ᑕᐃᓐᓇ ᓄᓇᕗᒻᒥ ᑕᐃᒪᐃᑦᑐᖃᕐᓂᖅᐸᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᓄᓇᕗᓪᓗ ᒐᕙᒪᒃᑯᖏᑦ ᐊᖏᖅᑕᖏᑦ ᓈᒻᒪᒃᑐᖅ. 

ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ. 
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than maybe I would like, you know. I think that 

answers your question about where am I. I 

think I’d like to see them do a little bit more, 

because the GN workforce is so large that the 

level of knowledge and sophistication is from 

very knowledgeable and very sophisticated 

about privacy and security to knowing basically 

nothing, and it’s the people at the bottom end 

that we need to worry about. It’s not that 

they’re doing this on purpose or maliciously; 

it’s just they just don’t know what they’re 

doing, and they may be sacrificing the personal 

information of Nunavummiut without even 

realizing that they’re doing it. 

 

I’ll conclude. Just to repeat something I said 

yesterday, the example I gave yesterday was 

the use of WhatsApp, W-h-a-t-s-a-p-p, all one 

word. That’s a particular application that 

people use to have conversations back and 

forth. Lots of people use it in private life. No 

problem. That’s up to them. But when it gets 

used for government business, I worry for all 

the reasons we talked about yesterday. 

 

Now, the stance of the information technology 

people is you can download it if you want to, 

you can use it on your government device if 

you want to, we’re just not going to provide 

any technical support. And I just worry that 

that’s a little more hands-off than what I would 

like to see as the privacy commissioner. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman, and 

thank you, Commissioner, for the response. I’d 

like to move on to non-disclosure agreements 

and confidentiality agreements, for the 

commissioner. The Government of Nunavut’s 

response for the Standing Committee’s report 

on the review of the 2020-2021, 2022-2023 

annual reports of the Information and Privacy 

Commissioner of Nunavut included a list of 

non-disclosure agreements that the Government 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᖕᒧᑦ 

ᐅᑎᓚᐅᙱᓐᓂᑦᑎᓐᓂ ᒫᓐᓇ 15 ᒥᓂᑦ 

ᕿᑲᑲᐃᓐᓇᕐᓂᐊᖅᐳᒍᑦ. 

 

>>ᓄᖅᑲᑲᐃᓐᓇᖅᑐᑦ 10:32 ᐱᒋᐊᒃᑲᓂᖅᑐᑦ 10:54 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. 

ᑲᑎᒪᒋᐊᒃᑲᓐᓂᓚᐅᕐᒥᑕ. ᒥᔅᑕ ᓯᒪᐃᓚᒃ ᑖᓐᓇ 

ᐊᐱᖅᓱᖅᑲᐅᖕᒪᑦ, ᐊᑏ ᓯᕗᒧᐊᒃᑲᓐᓂᑐᐃᓐᓇᓕᕆᑦ ᒥᔅᑕ 

ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᓂᖓ 

ᓴᖅᑭᑦᑎᖃᑦᑎᐊᕆᐊᖃᙱᓐᓂᕐᒧᑦ ᑎᑎᖅᑲᓂᒃ 

ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓄᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ ᑭᒡᒍᓯᖓ 

ᑖᒃᑯᐊ ᑲᑎᒪᔨᕋᓛᑦ ᐅᓂᒃᑳᖓᓄᑦ ᕿᒥᕐᕈᓇᓚᐅᖅᑎᓪᓗᒋᑦ 

2022-2023 ᐊᕐᕌᒍᑕᒫᖅᓯᐅᒻᒧᑦ ᐅᓂᒃᑳᑦ ᑐᓴᒐᒃᓴᓄᑦ 

ᑲᙳᓇᖅᑐᓄᓪᓗ ᑲᒥᓯᓇᐅᑉ ᓄᓇᕗᒻᒥ ᐅᓂᒃᑳᖓ 

ᐅᖃᖅᓯᒪᖕᒪᑦ ᑕᒪᒃᑯᐊ ᓴᖅᑭᑦᑎᔾᔮᙱᓐᓂᕐᒧᑦ 

ᐊᖏᖃᑎᒌᒍᑏᑦ ᓇᓗᓇᙱᒻᒪᑕ ᑲᙳᓇᖅᑐᓄᑦ ᑖᒃᑯᐊ 

ᐊᖏᖃᑎᒌᒍᑕᐅᖃᑦᑕᖅᑐᑦ ᐃᖅᑯᓪᓕᐅᔾᔮᕈᓐᓃᕐᓗᓂ ᓲᕐᓗ 

ᑮᓇᐅᔭᓂᒃ ᑐᓂᓯᖃᑦᑕᕐᓗᑎᒃ. 

 

ᖃᔅᓯᓂᒃ ᑐᓂᓯᓚᐅᖅᐸ ᐊᖏᖃᑎᒌᒍᑎᓂᒃ 2023-2024, 

2024-2025 ᑮᓇᐅᔭᓕᕆᓐᓇᐅᑉ ᐊᕐᕌᒍᐊᓄᑦ 

ᓴᖅᑭᑦᑎᖁᓇᒋᑦ ᖃᓄᐃᑦᑐᖃᖅᑐᕕᓂᐅᓂᖓᓂᒃ 

ᐃᖅᑲᓇᐃᔭᕈᓐᓃᖅᑎᓪᓗᒋᑦ ᐊᖏᖃᑎᒌᒍᑎᓕᖅᓯᒪᕙ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑕᐃᒪᐃᑦᑐᓂᒃ ᑐᓴᒐᒃᓴᓂᒃ ᐱᓯᒪᙱᓐᓇᑦᑕ ᑭᓯᐊᓂ 

ᐅᑎᕐᕕᒋᔪᓐᓇᓛᖅᑕᕗᑦ ᑲᑎᒪᔨ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᑦᑕᐅᖅ ᒥᔅᑕ ᒫᓐᓯᐅᓪ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦᑕᐅᖅ 

ᖃᓄᑎᒋ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖓ 

ᓄᖅᑲᖅᑐᑦ ᐱᔾᔪᑎᖃᖅᖢᑎᒃ ᓄᖅᑲᖅᑎᑦᑎᔪᑦ 

ᐊᑭᓕᖅᓱᐃᔾᔪᑎᖃᖃᑦᑕᖅᐸᑦ ᓄᖅᑲᕐᓂᖏᓐᓄᑦ ᑳᓐᑐᕌᖏᑕ 

ᐃᓗᐊᓃᑦᑐᑦ ᒪᓕᒡᓗᒋᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. ᖁᔭᓐᓇᒦᒃ. 

ᒪᒥᐊᓇᖅ. ᒥᔅ ᐸᐅᕗ.  

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᔾᔪᑎᖃᖅᖢᑎᒃ ᓄᖅᑲᖅᑎᑕᐅᔪᑦ ᐃᖅᑲᓇᐃᔭᖅᑎ 
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of Nunavut had entered into with individuals 

and organizations. The Government of 

Nunavut’s response to the Standing 

Committee’s report on the review of the 2022-

2023 annual report of the Information and 

Privacy Commissioner of Nunavut indicates: 

 

“The Government of Nunavut has examined the 

situation and has decided to not continue to 

provide non-disclosure agreement data as this 

could constitute a breach of those same 

agreements.” 

 

Do you consider this to be a reasonable 

position? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Commissioner Steele. 

 

Mr. Steele: Mr. Chair, the answer is no, I do 

not consider that to be a reasonable position, 

and let me explain why. The first thing I want 

to say is any conversation about non-disclosure 

agreements very quickly gets confused because 

there are two very different kinds of non-

disclosure agreements. Often, when I hear the 

Government of Nunavut response, they’re 

really talking about the other kind, okay. 

 

Let me be clear about the two different kinds of 

non-disclosure agreements. The first one is that 

if somebody wants to do business with the 

Government of Nunavut, there will be, as part 

of the agreement about entering into a contract 

that information is shared between the parties 

so that they know exactly what they’re dealing 

with on the other side, and those kind of 

agreements always have what’s called a non-

disclosure agreement, which is we’re giving 

you this information because we think we may 

enter into a contract with you, but you are not 

allowed to do anything else with that 

information. If we don’t enter into a contract 

with you, you’ve got to give us the information 

back and promise to never use it for any other 

purpose. Those are what I will call commercial 

non-disclosure agreements, or if you want to 

ᒪᓕᒃᓯᒪᓂᐊᖅᑐᖅ ᖃᓄᐃᑦᑐᕕᓂᐅᓂᖓᓂᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑐᑦ ᑖᒃᑯᐊ ᐅᑎᖃᑦᑕᖅᑐᑦ ᑖᒃᑯᓂᖓ 

ᐋᔩᖃᑎᖃᕋᓱᒃᖢᑎᒃ ᐅᕙᑦᑎᓐᓄᑦ ᐃᓛᓐᓂᒃᑯᑦ 

ᐱᑕᖃᓲᖑᒐᑦᑕ, ᐃᓛᓐᓂᒃᑯᑦ ᐊᑭᓖᖃᑦᑕᖅᑐᑦ 

ᐃᖅᑯᓪᓕᐅᑎᖃᖁᓇᒍ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.   

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐆᒃᑑᑎᖃᕈᓐᓇᖅᐲᑦ ᐊᕐᕌᒎᒃ ᒪᕐᕉᒃ ᐊᓂᒍᖅᑑᒃ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦᑕ ᐃᖅᑲᓇᐃᔭᖅᑎ ᓄᖅᑲᖅᑎᑕᐅᖕᒪᑦ 

ᐱᔾᔪᑎᖃᙱᓪᓗᑎᒃ ᐊᑭᓕᖅᑕᐅᔪᖃᕐᓂᖅᐸ? ᖁᔭᓐᓇᒦᒃ 

ᐃᒃᓯᕙᐅᑕᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᓂᖓ 

ᐱᔾᔪᑎᒋᓪᓗᒋᓪᓕ ᑲᒥᓯᓇᒥᒃ ᐊᐱᕆᔪᒪᓪᓗᖓ, ᐃᓛᓐᓂᒃᑯᑦ 

ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᐃᓚᖏᑦ ᑕᐃᒃᑯᐊ 

ᓄᖅᑲᖅᑎᑕᐅᖃᑦᑕᖅᑐᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ 

ᐊᑭᓕᖅᑕᐅᖃᑦᑕᖅᓯᒪᑐᐃᓐᓇᕆᐊᖃᕐᒪᑕ ᓲᕐᓗ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᑦ ᒪᓕᒡᓗᒋᑦ. ᖃᓄᕐᓕ ᐃᓱᒪᕕᑦ ᖃᓄᑎᒋ 

ᑖᒃᑯᐊ ᐊᑭᓕᖅᑕᐅᔾᔪᑎᐅᖃᑦᑕᖅᑐᑦ ᓄᖅᑲᖅᑐᑦ 

ᑭᓇᒃᑰᖕᒪᖔᑕ ᓇᓗᓇᐃᖅᑕᐅᖃᑦᑕᕆᐊᖃᓕᖅᐸᑦ 

ᑕᖅᑲᒃᑯᓄᖓ ᑭᓇᒃᑰᓂᖏᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᑲᒥᓯᓇ ᓯᑏᐅᓪ. 

 

ᑲᒥᓯᓇ ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᒪᓐᓇ ᑭᓱᑐᐃᓐᓇᐃᑦ ᐅᖃᐅᓯᕆᓗᒋᑦ ᑖᒃᑯᐊ 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᑦ ᓴᖅᑭᑦᑎᔪᓐᓇᕐᓗᑎᒃ ᑖᓐᓇ 

ᑳᓐᑐᕌᕆᔭᐅᔪᖅ ᐃᓗᓕᖃᖅᐸᑦ ᐊᑭᓕᖅᑕᐅᔾᔪᑎᒃᓴᖏᓐᓂᒃ, 

ᑳᓐᑐᕌᒃ ᑖᓐᓇ ᓴᖅᑕᐅᔪᓐᓇᕐᓗᓂ. ᑭᓱᓂᓕ 

ᐊᖏᖃᑎᒌᖕᓂᖅᐸᑎᒃ ᐊᐅᕙᐅᑎᓗᑎᒃ ᐃᖅᑲᓇᐃᔭᖅᑏᓪᓗ 

ᒐᕙᒪᒃᑯᓪᓗ ᐃᒪᓐᓇ ᑖᒃᑯᐊ ᖃᐅᔨᒪᓪᓗᐊᕌᓗᙱᑦᑐᖓ 

ᑲᑎᒪᔨ ᑖᓐᓇ ᑭᓱᒥᒃ ᕿᒥᕐᒪᖔᒃ ᑭᓯᐊᓂ ᐃᓱᒪᒋᓗᒋᑦ 

ᑖᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑎᒥᒃ ᓄᖅᑲᖅᑎᑦᑎᓂᖅ 

ᐱᔾᔪᑎᖃᕐᓗᑎᒃ ᐊᒻᒪ ᐃᖅᑲᓇᐃᔭᖅᑎ ᓄᖅᑲᖅᑎᑕᐅᔪᖅ 

ᐱᔾᔪᑎᖃᙱᓪᓗᓂ, ᑖᒃᑯᐊ ᐊᑭᓖᓐᓂᕐᒪᖔᑕ 

ᓄᖅᑲᖅᑎᑦᑎᓐᓂᕐᒪᖔᑕ ᓄᖅᑲᕐᓂᖓᓄᑦ 

ᐊᑭᓖᓐᓃᕐᒪᖔᓄᑦ ᑕᐃᒃᑯᐊ ᐱᔾᔪᑎᖃᑦᑎᐊᕐᓗᑎᒃ 

ᓄᖅᑲᖅᑎᑦᑎᓐᓂᖅᐸᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᒥᒃ ᒐᕙᒪᒃᑯᑦ 

ᐱᔾᔪᑎᖃᖅᑐᖅ ᐊᑭᓖᙱᑦᑎᐊᕐᓗᑎᒃ ᐊᕕᑕᐅᔪᓐᓇᖅᑐᖅ 
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use even simpler word, business non-disclosure 

agreements. And those are perfectly fine. That 

is normal. They’re necessary in order to do 

business. 

 

In this conversation, let’s leave those aside, 

okay, and let’s not let the Government of 

Nunavut confuse us all by saying oh, no, there 

have to be non-disclosure agreements. Yes, that 

kind of business non-disclosure agreement, 

perfectly fine, perfectly normal. 

 

The issue, the problem, the reason that we talk 

about this issue at all is because of the other 

kind of non-disclosure agreement, which is, and 

a typical case would be somebody in the 

Government of Nunavut has done something 

bad, you know, it’s often a human resources 

issue, it might be a financial issue, it could be 

any number of things. They’ve done something 

bad, and somebody, the typical case inside or 

outside government, would be sexual 

harassment. So you might have a senior 

manager who has sexually harassed somebody 

in the organization. So now the person who has 

been harassed has the potential of suing not 

only the manager but the Government of 

Nunavut itself. I hasten to say I’m not dealing 

with a specific case; I’m describing a general 

situation. 

 

What happens is the government says to the 

person, we will pay you money to settle your 

claim, but we also are demanding that you 

never speak about this publicly, all right? So 

there’s the payment of money to settle a claim, 

and then the non-disclosure agreement is you 

get this money only if you agree never to tell 

anybody about this. And so you’ll never talk 

about it publicly. You won’t even, we don’t 

even allow you to tell anybody that you 

received money from us. It’s a way of taking a 

bad situation and making it go away. It’s a way 

in short, Member, of covering up bad 

behaviour. 

 

ᐃᖅᑲᓇᐃᔭᖅᑎ. ᐃᓚᖓ ᑭᓇᑐᐃᓐᓇᕐᓘᓐᓃᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎ ᐱᔾᔪᑎᖃᑦᑎᐊᙱᓪᓗᑎᒃ ᒐᕙᒪᒃᑯᑦ 

ᐊᕕᑦᑎᒃᐸᑕ ᒐᕙᒪᒃᑯᓪᓕ ᑕᐃᒪ ᐊᑭᓖᔭᕆᐊᖃᓕᕐᓗᑎᒃ. 

ᐱᖁᔭᖅᑎᒍᑦ ᐊᑭᓖᔭᕆᐊᖃᖅᑐᑦ.  

 

ᑭᓯᐊᓂ ᐅᓄᕐᓂᕆᔭᖏᑦ ᑖᒃᑯᐊ ᖃᔅᓯ 

ᑖᓚᐅᔭᕆᐊᖃᕐᓂᖓᓄᑦ ᑖᒃᑯᐊ ᐱᖁᔭᖃᖅᑐᑦ ᖃᔅᓯ 

ᑖᓚᒥᒃ ᑐᓂᓯᔭᕆᐊᖃᕐᒪᖔᑕ ᑕᐃᒃᑯᐊ ᑕᒪᕐᒥᒃ 

ᕿᒥᕐᕈᓇᒃᑕᐅᓗᑎᒃ ᐃᒡᓗᒌᒃ ᑖᒃᑯᐊ ᐱᖃᑖ ᐃᒪᓐᓇ ᖃᔅᓯ 

ᑖᓚᑖᕈᓐᓇᖅᑐᖅ ᐊᐃᑉᐸᖓᓗ ᐃᒪᓐᓇ, ᐃᒪᓐᓇ 

ᐊᔾᔨᒋᙱᑕᖓᓂᒃ ᑮᓇᐅᔭᓂᒃ ᒪᓂᒪᕕᒋᓗᒋᑦ 

ᐊᑯᓐᓂᐊᓃᑦᑐᒥᒃ ᐊᖏᕈᑎᖃᓕᕐᓗᑎᒃ. ᑕᐃᒪᓐᓇᐃᒐᔪᒃᑐᖅ 

ᑭᓯᐊᓂᓕ ᐊᖏᖃᑎᒌᒍᓐᓇᙱᑉᐸᑕ 

ᐃᖅᑲᖅᑐᐃᕕᖕᒧᐊᕐᓗᑎᒃ ᑭᓯᐊᓂ ᑕᐃᒪᐃᒐᔪᙱᑦᑐᓪᓛᓗᒃ. 

ᐃᖅᑲᖅᑐᐃᕕᖕᒧᐊᖅᑕᐅᒐᔪᐃᑦᑐᓪᓛᓗᐃᑦ ᑕᐃᒪᓐᓇ 

ᐊᖏᖃᑎᒌᙱᔾᔪᑕᐅᔪᑦ.  

 

ᑕᐃᒪᓕ ᐊᖏᖃᑎᒌᒍᑎᓕᐅᕐᓂᖅᐸᑦ ᑮᓇᐅᔭᖅᑖᕐᓂᐊᖅᑐᖅ 

ᑕᖅᑲᒃᑯᓄᖓ ᑐᓴᖅᑕᐅᔭᕆᐊᖃᖅᐸ, ᑕᕝᕙ 

ᑭᒡᒍᓯᕆᖅᑲᐅᔭᓐᓄᑦ ᐊᐱᖅᑯᑎᒋᔭᐅᖅᑲᐅᔪᒧᑦ ᐅᑎᕐᓗᖓ 

ᓴᖅᑭᑕᐅᓚᐅᖅᓯᒪᙱᒻᒪᑦ ᐅᕙᓐᓄᑦ ᑕᒪᓐᓇ. ᓯᕗᕐᖓᒍᓪᓗ 

ᐃᓱᒪᓕᐅᖅᑳᕈᑎᒋᔪᒪᙱᖦᖢᒍ ᐃᒪᓐᓇᐃᑦᑑᕙ, 

ᐃᒪᐃᑦᑑᕙᓚᔪᓐᓇᙱᔾᔪᑎᒋᔭᕋ. ᑭᓱᑐᐃᓐᓇᓕᒫᑦ ᒪᓕᒡᓗᒋᑦ 

ᑲᓇᑕᒥᓗ ᐱᐅᓯᐅᖃᑦᑕᖅᑐᖅ ᖃᔅᓯᑖᓚᒥᒃ ᑐᓴᕈᒪᒃᐸᑕ 

ᖃᑦᑎᓂᑦ ᑐᓂᓯᓐᓂᕐᒪᖔᑕ ᐊᑐᓂ ᐃᖅᑲᖅᑐᐃᕕᒃᑯᑦ 

ᐋᒃᑳᓚᐅᖅᓯᒪᖕᒪᑕ, ᑐᓴᕆᐊᑐᙱᑦᑐᑎᑦ 

ᑕᑯᒋᐊᑕᖃᙱᑦᑐᑎᑦ ᐱᖁᔭᕐᔪᐊᑦ ᒪᓕᒡᓗᒋᑦ ᑎᒍᓯᓂᕐᒧᑦ 

ᑎᑎᖅᑲᖁᑎᖏᓐᓂᒃ ᒐᕙᒪᒃᑯᑦ ᑭᓯᐊᓂ ᓄᓇᕗᒻᒥ 

ᐊᑐᖅᑕᐅᓚᐅᖅᓯᒪᙱᒻᒪᑦ ᓱᓕ ᒫᓐᓇ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑭᖑᓪᓕᖅᐹᒥᒃ ᐊᐱᖅᑯᑎᒋᓂᐊᖅᑕᕋ ᑖᓐᓇ ᑲᒥᓯᓇᒧᑦ 

ᐊᐱᖅᑯᑎᒋᖅᑲᐅᔭᖓᓄᑦ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ ᑖᒃᑯᐊ 

ᓴᖅᑭᑦᑎᑉᐸᑕ ᐱᔾᔪᑎᖃᕐᓗᑎᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᒥᑦ 

ᓄᖅᑲᖅᑐᒥᑦ ᖃᓄᕐᓕ ᐃᓱᒪᒋᕕᐅᒃ ᐃᓚᖏᓪᓕ ᑕᒪᒃᑯᐊ 

ᐱᔾᔪᑎᖃᓐᖏᑦᑎᐊᕐᓗᑎᑦ ᐊᕕᑦᑕᒧᑦ, ᐊᕕᑦᑎᒍᑎᑦ ᑖᒃᑯᐊ 

ᑕᖅᑲᒃᑯᓄᖓ ᑐᓴᒐᒃᓴᐃᑦ ᓴᖅᑭᖅᑕᐅᔭᕆᐊᖃᖅᐸᑦ? 

ᐱᔾᔪᑎᖃᓐᖏᓪᓗᑎᑦ ᐊᕕᑕᐅᓐᓂᖅᐸᑦ ᐃᖅᑲᓇᐃᔭᖅᑎ 

ᒐᕙᒪᒃᑯᓐᓄᑦ? ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᑲᒥᓯᓇ ᓯᑏᐅᓪ. 

 

ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐊᑐᖅᑕᐅᒐᔪᓐᓂᖅᓴᖅ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᕕᑦᑐᖃᑦᑕᕐᓂᖏᑦ 
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That is the kind of non-disclosure agreement 

that is controversial, and at least one Canadian 

jurisdiction, I believe I’m right in saying this, 

Prince Edward Island has passed a law 

forbidding that kind of non-disclosure 

agreement. Forbidding it, saying that is not 

allowed. 

 

And it’s not what you want. It’s not what any 

of us want. If we as citizens want to know what 

our government is doing, we should not allow 

them to keep things quiet by saying to people, 

“We’ll pay you, but only if you agree never to 

talk about it, because then the government is 

not accountable.” Then bad things can happen. 

Maybe the same behaviour will happen again, 

and so on and so on. 

 

Now, on the government side, they say, yeah, 

but it’s generally better to resolve litigation by 

agreement, to use the English word, settle, 

right, and that you often won’t get a settlement 

unless you have a non-disclosure agreement. 

That’s the debate that we should have, whether 

it’s ever a good idea to have that kind of a non-

disclosure agreement; a lot of people think the 

answer is no. 

 

To go back to your question, Member, if the 

government’s position is that they will not talk 

about non-disclosure agreements or they will 

not give statistics because even giving statistics 

might violate the non-disclosure agreements 

that they should have entered into in the first 

place, that is not a reasonable position. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman, and 

thank you, Commissioner. Would it be simpler 

if there were two types of non-disclosure 

agreements, the business side that you 

mentioned earlier where if they provide data for 

that, and then the other one where that you just 

talked about, maybe does not provide data? To 

ᓲᕐᓗ ᐱᔾᔪᑎᖃᓐᖏᓪᓗᒍ ᐅᖃᖅᓯᒪᖅᑰᒻᒪᑦ ᐱᔾᔪᑎᖃᖅᑐᑦ 

ᒐᕙᒪᒃᑯᑦ ᐱᔾᔪᑎᖃᖅᐸᑕ ᐊᑭᓖᒋᐊᑐᓐᖏᑦᑐᑦ. 

ᓄᖅᑲᕐᓂᖓᓄ ᐃᖅᑲᓇᐃᖅᑎᐅᑉ ᑭᓯᐊᓂ ᑖᒃᑯᐊ ᑕᐃᒪᓐᓇ 

ᐊᐃᕙᐅᑎᒋᔭᐅᒐᔪᑦᑐᖅ ᑕᒪᓐᓇ ᑖᓐᓇ ᓵᖅᑭᑦᑕᕆᐊᒃᓴᖅ 

ᖃᐅᔨᔾᔪᑎ ᓇᓗᓇᐃᕆᐊᒃᓴᖅ ᐱᔾᔪᑎᖓ ᒐᕙᒪᒃᑯᑦ 

ᐱᔾᔪᑎᖃᑦᑎᐊᕐᓂᕐᒪᖔᑕ ᐊᕕᑦᑎᓐᓂᖅᐸᑦ ᑕᐃᒪᓐᓇ ᑕᕝᕙ 

ᒐᕙᒪᒃᑯᑦ ᐊᑭᓖᖃᑦᑕᖅᑐᑦ ᑕᐃᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᐱᔾᔪᑎᖃᑦᑎᐊᕋᓱᒋᑉᐸᑕ. ᐊᑭᑐᔫᓗᓂ ᓲᕐᓗ 

ᐊᐃᕙᐅᑎᓗᑎᑦ ᐃᖅᑲᖅᑐᐃᕕᒃᑰᖅᑎᑕᐅᑉᐸᑦ 

ᐊᑭᑐᔫᓂᖅᓴᐅᒐᔭᕐᒪᑦ ᐊᖏᖃᑎᒌᑐᐃᓐᓇᓕᓲᖑᔪᑦ 

ᒐᕙᒪᒃᑯᑦ ᖃᐅᔨᒪᑦᑎᐊᕈᑎᒃ ᓵᓚᒃᓴᓐᓂᐊᖅᑐᑦ ᐋᒡᒑᕐᓗᑎᑦ 

ᐅᖃᐅᓯᖃᔭᐅᓐᖏᒻᒪᑕ ᑮᓇᐅᔭᑦ ᖃᔅᓯᑦᑖᓚᑦ.  

 

ᑭᓯᐊᓂ ᑲᑎᒪᔩᑦ ᑖᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎ 

ᐊᖏᖃᑎᒌᒍᑕᐅᑉᐸᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᖅ ᓄᖅᑲᖁᓪᓗᒍ 

ᓯᕗᕐᖓᒍᑦ ᑖᓐᓇ ᐃᖅᑲᖅᑐᒐᓱᒍᒪᓐᖏᓇᒃᑯ 

ᖃᓄᐃᒃᑲᔭᕐᒪᖔᖅ ᑭᓯᐊᓂᓗ ᐅᖃᐅᓯᖅ ᒪᓕᓪᓗᒍ ᑖᒃᑯᐊ 

ᐊᑐᖅᑕᐅᒐᔪᑦᑐᑦ ᐋᒃᑲ. ᐱᖁᔭᕐᔪᐊᖅ 

ᑕᐃᒪᐃᓐᓇᐃᒋᐊᑐᖅᑎᔅᓯᒪᓐᖏᑦᑐᖅ ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᑦ 

ᐃᓄᒻᒧᑦ ᐊᑕᐅᓯᕐᒧᑦ ᓴᖅᑭᑕᐅᖃᑦᑕᖏᓪᓗᑎᑦ ᐱᖁᔭᕐᔪᐊᖅ 

ᒪᓕᓪᓗᒍ ᑎᒍᓯᓂᕐᒧᑦ ᑎᑎᖅᑲᓂᑦ ᒪᓕᓪᓗᒍ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᓪᓛᒃᑯᑦ 

ᐃᓘᓐᓇᓯ. ᐊᐱᖅᓱᕈᒪᒐᒪ ᐊᐱᖅᑯᑕᐅᖅᑲᐅᔪᒧᑦ 

ᑭᒡᒍᓯᐅᖅᑲᐅᔪᒧᑦ ᑕᒪᒃᑯᓂᖓ ᐊᖏᖃᑎᒌᒍᑎᒃ 

ᓴᖅᑭᑦᑎᔾᔮᖏᓐᓂᐊᕐᓂᕋᕐᓗᑎᑦ ᐊᐃᕙᐅᑕᐅᔪᒥᑦ. ᓄᓇᕗᑦ 

ᒥᑭᑦᑐᕈᓘᒻᒪᑦ ᐃᓄᒋᐊᓐᖏᑦᑐᕈᓘᒻᒪᑦ, 

ᕿᑲᑲᐃᓐᓇᖅᑎᓪᓗᑕ ᐅᖃᐅᓯᕆᖅᑕᐅᒐᑦᑎᒍ 

ᖃᔅᓯᐅᒻᒪᖔᑕ, ᐃᖅᑲᓇᐃᔭᖅᑎᑦ ᖃᐅᔨᒪᔭᕗᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓚᐅᖅᓯᒪᔪᓪᓗ ᐊᖏᖃᑎᒌᒍᑎᖃᖅᑲᑕ 

ᐊᑎᓕᐅᕆᐊᖃᓚᐅᖅᑐᑦ ᓴᖅᑭᑦᑎᔾᔮᖏᓐᓂᐊᕐᓂᕋᖅᖢᑎᒃ 

ᐊᖏᕈᑎᓂᑦ ᑮᓇᐅᔭᖅᑖᕐᓂᐊᕋᒥ. ᐅᓪᓗᒥᓕ ᑐᓴᖅᑕᕗᑦ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ ᒫᓐᓇ ᐱᐅᓂᖃᓐᖏᒻᒪᑕ 

ᐊᑎᓕᐅᕐᓂᕐᒥᑦ ᑕᒪᒃᑯᓂᖓ ᐊᖏᖃᑎᒌᒍᑎᓂᒃ 

ᓴᖅᑭᑦᑎᔾᔮᖏᓐᓂᐊᕐᓂᕋᖅᑐᓂᒃ ᖃᓄᐃᑦᑐᖃᖅᐸᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎ ᑮᓇᐅᔭᖅᑖᖅᑎᑕᐅᒍᓐᓇᖅᐸᑕ. 

ᐊᐱᖅᑯᑎᒐᓕ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᓄᓇᕗᑦ ᐊᐱᖅᑯᑎᒋᔭᕋ 

ᑖᓐᓇ ᐅᓇ ᐊᓯᔾᔨᕐᓂᕐᒪᑦ ᐱᖅᑯᓯᐅᔪᖅ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᒥᔅᑕ 

ᒪᒃᓚᐃᓐ ᐅᖃᖅᑲᐅᒻᒪᓂᓛᒃ. ᐃᓗᓕᖃᐅᕐᒪᑕ 
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the commissioner, privacy commissioner. What 

do you think about that, Commissioner? Thank 

you, Mr. Chairman. 

 

Chairman: Commissioner Steele. 

 

Mr. Steele: Thank you, Member. That kind of 

thing wouldn’t really help, because to be 

perfectly honest, nobody really cares about the 

good kind of non-disclosure agreement, the 

business kind. It happens everywhere. It 

happens all the time. You have to do it in order 

to conduct business. Having statistics about 

how many times the government does that, it 

doesn’t help anybody. It doesn’t tell you 

anything. 

 

What you really want is the statistics on the bad 

kind of non-disclosure agreement, because if 

there’s even one, that’s where there’s a risk of a 

lack of accountability. 

 

And let’s pull back. I’m the Information and 

Privacy Commissioner. I help make sure the 

government follows the law on being 

accountable to the public by giving out 

information that they should give out. The bad 

thing about non-disclosure agreements, the bad 

kind of non-disclosure agreement, is that it 

prevents accountability. What it is is the 

government saying, by contract, we agree never 

to give out information about what we paid or 

we agree never to give out information. 

Personally, I think that’s a violation of the 

Access to Information Act. There’s no provision 

in there for hiding those kinds of settlements, 

and really, in terms of transparency and 

accountability of government, there’s no 

justification for entering into that kind of a non-

disclosure agreement. 

 

I hope that answers your question. The business 

side of stuff, having statistics, doesn’t matter. 

Nobody cares. But you, I think we all want to 

know if people have been paid off and the 

government says, but we demand that you keep 

ᐊᖏᖃᑎᒌᒍᑎᒋᔭᐅᔪᑦ ᑮᓇᐅᔭᕐᓂᑦ ᐅᖃᔾᔮᖏᓐᓂᕋᕐᓗᑎᑦ 

ᑮᓇᐅᔭᖅᑖᖅᑎᑦᑎᓂᕐᒧᑦ ᐃᖅᑯᓪᓕᐅᑕᐅᔭᕆᐊᖃᓐᖏᒻᒪᑦ 

ᑕᖅᑲᒃᑯᓄᖓ ᐊᒻᒪᓗᑕᐅ ᐃᓛᓐᓂᒃᑯᑦ 

ᓴᖅᑭᑦᑕᐅᓲᖑᓪᓗᑎᑦ, ᐃᓄᒃ ᑖᓐᓇ ᐊᑭᓕᖅᑕᐅᒍᓂ 

ᒐᕙᒪᒃᑯᓐᓂ ᓴᒃᑯᐃᓂᐊᕐᓗᓂ ᑮᓇᐅᔭᖅᑖᕈᑎᒋᓇᓱᑦᑕᒥᓄᑦ 

ᐅᓐᓂᕐᓘᑎᖃᕆᐊᖃᓂᖏᓐᓂᕐᒧᑦ 

ᓴᖅᑭᑦᑎᔭᕆᐊᖃᓐᖏᓐᓂᕐᒧᑦ ᐊᖏᕈᑎ ᐊᑐᖅᑕᐅᕙᑦᑐᖅ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦ ᑐᓂᓯᖃᑦᑕᖅᐹᑦ ᑐᓴᒐᒃᓴᓂᑦ, ᖃᔅᓯᐅᒻᒪᖔᑕ 

ᐊᖏᖃᑎᒌᒍᑎᓕᐅᖅᓯᒪᔪᑦ ᓴᖅᑭᑦᑎᔭᕆᐊᖃᓐᖏᓐᓂᕐᒧᑦ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒫᓐᓯᐅᓪᓗ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐋᒡᒐ, 

ᐃᒃᓯᕙᐅᑕᖅ −ᓚᐅᖅᓯᒪᓐᖏᑦᑐᒍᑦ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑲᒥᓴᓇᒧᑦ 

ᐊᐱᖅᓱᕈᒪᓪᓗᖓ. ᐃᖅᑯᓪᓕᐅᑎᖃᕈᓐᓇᕐᒪᖔᖅ ᑕᒪᑐᒪ 

ᒥᒃᓵᓄᑦ ᑐᓴᕋᑖᖅᑕᑦᑕ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑲᒥᓴᓇ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᑦᑕᕐᓇᖅᑐᖃᕐᒪᑦ ᑕᕝᕙᓂ ᐃᓗᓕᑯᓘᔭᖏᓐᓂ 

ᐅᐃᒻᒪᖁᓇᒋ. ᐅᑎᕐᕕᒋᓗᒍ ᑖᓐᓇ ᐱᔾᔪᑎᐅᔪᖅ ᑕᕝᕙᓂ 

ᓴᖅᑭᑦᑎᔭᕆᐊᖃᓐᖏᓐᓂᕐᒧᑦ ᑐᓴᒐᒃᓴᓂᑦ ᐊᖏᕈᑏᑦ 

ᐱᓪᓗᒋᑦ. ᑖᓐᓇ ᓴᖅᑭᑦᑎᖃᑦᑕᕐᓂᖅ ᒥᔅᑕ ᒫᓐᓯᐅᓪ 

ᐅᖃᐅᓯᕆᔭᖓ ᑖᓐᓇᓕ ᐃᓱᒫᓗᓐᓇᓐᖏᑦᑐᖅ 

ᐊᐃᕙᐅᑕᐅᓐᖏᑦᑐᕐᓕ. ᑕᐃᒃᑯᐊ ᓴᖅᑭᑦᑎᓂᖅ ᑖᒃᑯᐊ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ ᐊᖏᖃᑎᖃᖅᐸᑦ ᐊᑭᓖᓂᐊᕐᓗᑎᑦ 

ᐃᓄᒻᒥᑦ ᐊᒻᒪ ᑖᓐᓇ ᐊᑭᓕᖅᑕᐅᔪᖅ ᐃᓄᒃ ᑖᓐᓇ 

ᐊᖏᖃᑎᖃᖅᐳᖅ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓂ 

ᐃᖅᑲᖅᑐᐃᕕᒻᒧᐊᑲᓐᓂᓛᓐᖏᑦᑐᑦ, ᑕᕝᕙ ᑕᐃᒪᓐᓇ 

ᐊᖏᖃᑎᒌᒍᑎᓕᐅᖃᑦᑕᖅᑐᖅ, ᐊᑭᓖᕗᒍᑦ ᐃᓕᓐᓂᑦ 

ᐃᖅᑲᖅᑐᐃᕕᒃᑰᑎᑦᑎᔾᔮᖏᓐᓇᕕᑦ. ᑕᕝᕙ ᑖᒃᑯᐊ 

ᓴᖅᑭᑦᑎᔾᔪᑎᑦ ᑕᕝᕙᑐᐊᖅ ᑭᓯᐊᓂᓕ ᐊᖏᖃᑎᒌᒍᑎᒃ 

ᓴᖅᑭᑦᑎᓂᕐᒧᑦ ᑖᒃᑯᐊ ᐃᓗᓕᒋᒻᒪᒍ ᑕᒪᓐᓇ.  

 

ᑖᓐᓇ ᐅᑎᕐᕕᒋᐊᕐᔪᓪᓗᒍ ᐱᔾᔪᑎᐅᔪᖅ ᑖᔅᓱᒧᖓ. ᑕᐃᒪ 

ᐃᒪᐃᓐᓇᐃᓕᒐᔪᑦᑐᖅ ᐱᐅᓐᖏᑦᑐᒥᑦ ᐱᔪᖃᕐᓂᖅᐸᑦ 
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quiet about whatever it was that caused the 

conflict in the first place, because that is where 

you lack accountability. (interpretation) Thank 

you, Mr. Chair. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. To 

the Department of Justice, the Government of 

Nunavut’s response to the Standing 

Committee’s report on the review of the 2020-

2021 and 2022-2023 annual reports of the 

Information and Privacy Commissioner of 

Nunavut included a list of non-disclosure 

agreements that the Government of Nunavut 

had entered into with individuals and 

organizations. The Government of Nunavut’s 

response to the Standing Committee’s report on 

the review of the 2022-2023 annual report of 

the Privacy Commissioner of Nunavut 

indicates: 

 

“The Government of Nunavut has examined the 

situation and has decided not to continue to 

provide non-disclosure agreement data as this 

could constitute a breach of those same 

agreements.” 

 

How did the government arrive at this 

determination? Thank you, Mr. Chairman. 

 

Chairman: Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chair. The 

types of non-disclosure agreements that the 

Government of Nunavut enters into are what 

the Commissioner just described as the good 

kind. They are the commercial agreements, 

negotiation kind. To my knowledge, we do not 

use non-disclosure agreements for the bad kind, 

as the Commissioner just described. 

 

We do settle disputes through grievance 

arbitrations, through civil litigation with former 

employees. The settlement amount is usually 

governed by a confidentiality agreement, but 

ᐱᑦᑎᐊᖏᑦᑐᖃᕐᓂᖅᐸᓪᓗ ᒐᕙᒪᒃᑯᑦ ᐃᓗᐊᓂ 

ᑐᓂᓯᓐᓂᖅᐸᑕ ᐃᖅᑲᖅᑐᐃᕕᒃᑰᖅᑎᑦᑎᔪᓐᓇᕐᓗᓂ. ᐊᒻᒪᓗ 

ᒐᕙᒪᒃᑯᑦ ᓂᐸᐃᖅᑭᖏᑉᐸᑕ ᐊᑭᓖᓛᖅᐳᒍᑦ ᐃᓛᓐᓂᒃᑯᑦ 

ᐅᓄᖅᑐᐊᓗᓐᓂ ᑮᓇᐅᔭᓂᑦ ᐊᑭᓖᓲᑦ ᑭᓯᐊᓂ 

ᐊᖏᖃᑎᖃᕆᐊᖃᖅᑐᑎᑦ ᐅᖃᐅᓯᕆᓚᐅᖅᓯᒪᔾᔮᖏᓪᓗᒋᑦ 

ᑕᑯᓚᐅᖅᑕᑎᑦ ᖃᓄᐃᓕᓚᐅᕐᓇᕐᓗ ᐱᓂᐊᕐᓂᐅᓚᐅᖅᑐᖅ 

ᓲᕐᓗ ᐃᕐᕈᑎᓯᒪᓂᐊᕐᒪᑕ ᐊᖏᖃᑎᒌᔅᓯᒪᔪᑎᑦ. ᑕᒪᒃᑯᐊ 

ᐊᖏᕈᑎᑎᒎᑎᒋᔭᐅᖃᑦᑕᖅᐳᑦ ᐊᒻᒪᓗ ᑕᒪᒃᑯᐊ 

ᓵᓐᖓᖔᕆᐊᖃᖅᖢᑎᒃᑯ. ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᐆᑦᑑᑎᓕᐅᕈᕕᖅᑲᐃ ᖃᓄᐃᒻᒪᑦ 

ᓴᖅᑭᑕᐅᔭᕆᐊᖃᕐᒪᖔᖏᑦ ᑕᒪᒃᑯᐊ 

ᐊᕕᑕᐅᔪᖅᑕᖃᖅᑎᓪᓗᒍ ᖃᓄᐃᓘᖅᑐᖃᖅᑎᓪᓗᒍᓘᓐᓃᑦ 

ᐅᔾᔨᖅᑐᖅᑎᐊᕈᒪᓪᓗᖓᓗ ᖃᓄᖅ ᑕᒪᓐᓇ 

ᐅᖃᑦᑎᐊᕐᓂᐊᕐᒪᖔᕐᒪ.  

 

ᐃᖅᑲᓇᐃᔭᕐᕕᑦᑕᖃᖅᐸᑦ ᐊᒻᒪ ᐃᖅᑲᓇᐃᔭᖅᑎᑕᖃᖅᐸᑦ 

ᐃᒻᒪᖃ ᐸᕝᕕᓴᑦᑐᖅ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᖃᑎᒻᒥᓐᓂᒃ 

ᐊᕐᓇᕐᓂᐊᕋᓱᓪᓗᓂᓘᓐᓃᑦ ᐃᓄᒻᒥᑦ ᐊᑕᐅᓯᕐᒥᑦ 

ᐅᓄᒃᑲᓂᖅᑐᓂᓪᓘᓐᓃᑦ ᑕᒪᓐᓇ ᐱᕐᔪᐊᕌᓘᔪᖅ. 

ᐊᑦᑕᓇᓐᖏᑦᑐᒥᑦ ᐃᖅᑲᓇᐃᔭᕐᕕᖃᖁᓪᓗᒋᑦ ᑕᐃᒃᑯᐊ 

ᐃᖅᑲᓇᔭᐃᖅᑏᑦ. ᐊᒻᒪᓗ ᖃᐅᔨᒪᔭᒃᑯᑦ 

ᑕᐃᒪᐃᑦᑐᖃᓚᐅᖃᑦᑕᕐᒪᑦ ᐊᒻᒪᓗ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᐊᒻᒪᓗ ᑕᒪᒃᑯᐊ ᑎᒥᓐᖑᖅᑎᑕᐅᓯᒪᔪᖁᑎᖏᑦ 

ᖃᓄᖅᑑᕈᑎᒃᓴᓕᐅᖃᑦᑕᕐᒪᑕ ᑕᐃᒪᐃᓐᓇ 

ᐸᕝᕕᓴᐃᔪᖃᖃᑦᑕᑎᓪᓗᒍ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᖃᑎᒥᓐᓂᒃ, 

ᖃᐅᔨᓴᖅᑕᐅᓕᖅᖢᓂᓗ.  

 

ᑕᐃᒪ ᑕᖅᑲᒃᑯᐊ ᖃᐅᔨᒪᑦᑎᐊᕆᐊᓖᑦ 

ᑕᐃᒪᐃᑦᑐᖅᑕᖃᕌᖓᑦ ᑕᐃᒪᐃᑦᑐᖃᓚᐅᖃᑦᑕᕐᒪᑦ ᐊᒻᒪᓗ 

ᐅᓂᒃᑳᑦ ᑕᒪᒃᑯᐊ ᓴᖅᑭᑕᐅᖃᑦᑕᕐᓗᑎᒃ ᖃᓄᖅ ᑕᐃᓐᓇ 

ᑲᒪᒋᔭᐅᓚᐅᕐᒪᖔᖅ ᐸᕝᕕᓴᐃᖃᑦᑕᖅᑐᕕᓂᖅ 

ᐅᔾᔨᖅᓱᑦᑎᐊᖁᓪᓗᒋᑦ ᑕᐃᒃᑯᐊ ᐃᖅᑲᓇᐃᔭᖅᑎᓕᒫᑦ 

ᖃᐅᔨᒪᓗᑎᒡᓗ ᓇᓗᓇᐃᖅᓯᕕᐅᓗᑎᓪᓗ 

ᐱᑦᑎᐊᖅᑕᐅᖏᑦᑐᖃᖅᐸᑦ ᑲᒪᒋᔭᐅᓂᐊᖅᑐᖅ ᑕᐃᓐᓇ 

ᐸᕝᕕᓴᐃᔪᖅ ᑐᓴᖃᑦᑕᕐᓂᒃᑲ ᒪᓕᒃᖢᒋᑦ ᑖᓇ ᐆᑦᑑᑎᒋᔭᕋ 

ᐱᔾᔪᑎᒋᓪᓗᒍ ᓲᕐᓗ ᑖᓐᓇ ᐃᓄᒃ ᓯᖁᒥᑦᑎᓐᓂᖅᐸᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᑲᒪᒋᔭᐅᓐᖏᓐᓂᖅᐸᑦ ᑕᐃᓐᓇ ᐸᕝᕕᓴᐃᔪᖅ 

ᖃᓄᐃᓘᖅᑕᐅᖏᑉᐸᓪᓘᓐᓃᑦ ᐅᕝᕙᓘᓐᓃᑦ ᑕᐃᒃᑯᐊ 

ᐸᕝᕕᓴᖃᑦᑕᖅᑕᕕᓂᒋᑦ ᑕᐃᒃᑯᐊ ᐅᖃᓪᓚᖃᑎᒋᒻᒥᓗᒋᑦ 

ᐃᒻᒪᖄᓗ ᐊᖏᕈᑎᑎᒍᑦ ᑕᒪᓐᓇ 

ᖃᓄᐃᓕᐅᕐᓂᐅᓚᐅᖅᑐᖅ ᑲᒪᒋᔭᐅᓗᓂ ᑕᐃᓐᓇᓗ 

ᐸᕝᕕᓴᐃᔪᖅ. ᑕᖅᑲᒃᑯᐊ ᖃᐅᔨᒪᔭᕆᐊᓖᑦ 

ᑐᑭᓯᐅᒪᓂᐊᕐᒪᑕ ᐋᓐᓂᐊᖃᕐᓇᓐᖏᑦᑐᓕᕆᔨᒃᑯᑦ 
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the individual is free to tell whoever they want 

that they sued the government. The lawsuit is a 

public record. Arbitration is a matter of record. 

So there is no, the English term is gag order. I 

apologize to the interpreters if there isn’t an 

Inuktitut phrase for that. That is not a common 

practice, and to my knowledge, we don’t do 

that. 

 

As to why we did not produce a list, and to 

answer the member’s question as to why we 

didn’t produce a list, is for a simple reason: 

Contracts in the Government of Nunavut are 

not tracked, are not centrally stored. They’re 

not centrally managed, so to be able to tell you 

how many contracts that all of the public 

agencies enter into at this time, perhaps with 

Fusion Cloud, we’ll be able to run reports in 

future years, but it was an administrative 

burden that at the time we did not have the 

capacity to take on. 

 

On the settlement side, we settle disputes with 

employees all the time. The exact number is not 

exactly to hand at me. Perhaps Ms. Power will 

be able to provide more illumination there. 

Thank you, Mr. Chair. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you for the response. To the 

Commissioner, the Government of Nunavut’s 

response to the Standing Committee’s report on 

the review of the 2022-2023 annual report of 

the Information and Privacy Commissioner of 

Nunavut indicated that approximately $1 

million had been paid by the government 

during the 2021-2022 and 2022-2023 fiscal 

years in respect to litigation-related matters. 

What is your position concerning the extent to 

which the amounts of these payments and the 

identities of the recipients can and should be 

publicly disclosed? Thank you, Mr. Chairman. 

 

Chairman: Commissioner Steele. 

ᒥᓂᔅᑕᖓᑦᑕ ᑐᖏᓕᐊ ᐃᓛᒃ, ᒪᒥᐊᒋᐊᖃᓚᐅᖅᓯᒪᒻᒪᑦ 

ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ ᓇᓗᓇᐃᖅᓯᓇᓱᒃᖢᑎᒃ ᑕᖅᑲᒃᑯᓄᖓ 

ᑕᐃᒪᓐᓇ ᐸᕝᕕᓴᑦᑐᖃᖅᑎᓪᓗᒍ ᖃᓄᐃᓘᖅᑕᐅᖃᑦᑕᖅᐳᖅ 

ᑕᐃᓐᓇ ᑲᒪᑦᑎᐊᓐᖏᑦᑐᖅ.  

 

ᐊᒻᒪᓗ ᐊᑭᓕᖅᑕᐅᓂᐊᕐᒥᑉᐸᑕ ᑕᒪᓐᓇᑦᑕᐅ 

ᐱᕐᔪᐊᖑᒻᒥᔪᖅ ᖃᔨᒪᔭᐅᔭᕆᐊᓕᓪᓗ ᐃᒻᒪᖃ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᐊᐱᕆᔪᓐᓇᖅᐸᒃᑲ ᖃᓄᐃᒻᒪᑦ ᑕᒪᓐᓇ 

ᐅᓂᒃᑲᐅᓯᕆᖃᑦᑕᖏᒻᒪᖔᖅ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᒃᑯᐊ 

ᐅᓂᒃᑲᐅᓯᕆᒃᑲᓐᓂᑲᓐᓂᑲᐃᓐᓇᕐᓗᒋᑦ ᖄᒃᑲᓐᓂᐊᒍᓪᓗ 

ᐅᐃᒍᔭᐅᓂᐊᕐᓗᓂ. ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑕᐃᒃᑯᐊ 

ᑕᑯᓐᓇᖅᑐᕕᓃᑦ ᐊᒻᒪᓗ ᑕᐃᓐᓇ ᐅᓐᓂᕐᓗᑦᑐᕕᓂᖅ 

ᑖᒃᑯᐊ ᑲᓐᖑᓇᖅᑑᑎᑕᐅᖃᑦᑕᖅᑐᑦ ᑭᓇᒃᑰᒻᒪᖔᖅ 

ᐃᒻᒪᖄᓘᓐᓃᑦ ᑕᑯᓐᓇᖅᑐᕕᓂᖅ 

ᓇᓗᓇᐃᖅᓯᖏᑦᑑᔪᓐᓇᖅᑐᖅ ᐅᕝᕙᓘᓐᓃᑦ ᑕᐃᓐᓇ 

ᐸᕝᕕᓴᑦᑕᐅᔪᖅ. ᐃᓱᒫᓘᑎᒋᓪᓚᕆᒃᑲᑦᑎᒃᑯ ᑕᐃᒪᐃᑦᑐᑦ 

ᖃᐅᓯᕆᔭᐅᖃᑦᑕᖁᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᖅᖢᒍ ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᒻᒪᒍ. 

ᐃᓱᒫᓘᑎᒌᓐᓇᓪᓚᕆᑦᑐᖅ ᑕᒪᓐᓇ ᑖᒃᑯᐊ ᐆᑦᑑᑎᑎᑦ 

ᐊᑕᐅᓯᐅᓐᖏᑦᑐᑦ ᑐᓴᓵᕋᑦᑎᒃᑯᑦ. ᑕᐃᒃᑯᐊ ᐃᓚᐅᔪᑦ 

ᑕᑯᓐᓇᖅᑐᓪᓘᓐᓃᑦ ᐅᖃᐱᓗᑦᑐᓪᓘᓐᓃᑦ ᑕᒪᒃᑯᐊᓕᒫᑦ 

ᐅᖃᐅᔾᔭᐅᖃᑦᑕᖅᐳᑦ ᖃᐅᔨᓴᖅᑕᐅᓂᐊᖁᓪᓗᒋᑦ ᑭᓱᒥᓪᓗ 

ᐱᔾᔪᑎᖃᖅᖢᑕ ᑲᓐᖑᓇᖅᑑᑎᑕᐅᓗᓂᓗ. ᐄ, ᑕᒪᒃᑯᐊᓕᒫᑦ 

ᐊᑐᖃᑦᑕᑦᑕᕗᑦ ᑭᓇᓕᒫᖅ ᐅᖃᐱᓗᑦᑐᖃᕐᓂᖅᐸᑦ 

ᑭᓇᑐᐃᓐᓇᕐᒥᑦ. ᖃᐅᔨᒪᔭᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ 

ᑖᓐᓇ ᐊᖏᕈᑎᓕᐅᖃᑎᒋᖃᑦᑕᖅᑕᕗᑦ ᐸᕝᕕᓴᑦᑕᐅᓐᓂᕈᕕᑦ 

ᐅᖃᐅᓯᕆᔭᕆᐊᖃᓐᖏᑕᐃᑦ ᐃᒪᐃᓕᖃᑦᑕᖏᑦᑐᒍᑦ 

ᑕᐃᒪᓐᓇ ᐊᐅᓚᓂᖃᓐᖏᓐᓇᑦᑕ. ᑕᐃᒃᑯᐊ ᑎᑎᕋᕐᕕᒻᒦᑦᑐᑦ 

ᑕᐃᓐᓇ ᐸᕝᕕᓴᑦᑐᖅ ᓄᖅᑲᖅᑎᑕᐅᔪᓐᓇᖅᑐᖅ 

ᐊᓂᑕᐅᔪᓐᓇᖅᑐᖅ ᑕᒪᒃᑯᐊ ᒪᓕᖃᑦᑕᖅᑕᕗᑦ. ᑐᓴᒐᒃᓴᓂᑦ 

ᑕᖅᑲᐅᖓᐃᓂᖅ ᖃᐅᔨᓴᖅᑕᐅᓂᕐᒥᑦ ᒥᒃᓵᓅᖓᔪᓂᑦ 

ᐅᓂᒃᑳᓕᐅᖃᑦᑕᖅᑐᒍᑦ ᑕᐃᒃᑯᐊᓕ ᐅᖃᐱᓗᐅᖅᑐᑦ 

ᐸᕝᕕᓴᑦᑐᕕᓃᑦ ᑭᒃᑰᒻᒪᖔᖅ ᑕᒪᒃᑯᐊ 

ᓇᓗᓇᐃᖃᑦᑕᖏᑦᑕᕗᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑐᑭᓯᑦᑎᐊᖅᖢᖓ ᑕᐃᒃᑯᐊ ᖃᕋᓴᐅᔭᓄᑦ 
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Mr. Steele: Thank you, Mr. Chair. I’m not 

certain that I entirely understand the question, 

but I’m going to say what I think the question 

was and provide an answer, and if I’m 

mistaken, I apologize, and the member can 

perhaps rephrase. 

 

Mr. MacLean said that the government settles 

legal disputes all the time, and with employees 

in particular, and I’m certain that’s true. It’s 

reassuring to hear him say that to his 

knowledge none of those settlements would 

include, well, he called it, he used the phrase 

gag order, but that’s the same as a non-

disclosure agreement, which is we’re going to 

settle with you, but we both agree never to talk 

about it publicly. 

 

Now, Member, in your question you mentioned 

a particular figure. I’m not sure what that figure 

is. It may be that’s the amount that claims were 

settled for. Now, Mr. MacLean says the 

government generally does not reveal 

settlement amounts for specific disputes. 

Nobody has brought that before me, and I don’t 

want to pre-judge what would happen if 

anybody applied for the settlement amount of a 

particular case. 

 

I am aware that across Canada this issue has 

come up with my counterparts across Canada, 

and generally the answer is that access laws do 

not permit applicants to know specific 

settlement amounts. But that, to my knowledge, 

that issue, it certainly hasn’t come up with my 

time, and I don’t believe my predecessor dealt 

with it either. So we don’t have a decision on 

that specific point in Nunavut. (interpretation) 

Thank you, Mr. Chair. 

 

Chairman: Thank you. And just for the 

Commissioner, so on the government’s 

response on page 6, the GN response 5.2, it 

talks about the amounts that were paid out in 

2021-2022. It was just under 490,000, and 

2022-2023 it was just under 600,000. But it just 

ᑐᖅᑯᖅᑕᐅᖃᑦᑕᖅᑐᑦ. ᐄ, ᑕᒪᒃᑯᐊ ᐃᓱᒫᓘᑎᒋᒐᑦᑎᒃᑯᑦ 

ᑭᓇᑐᐃᓐᓇᕐᒧᑦ ᑕᑯᔭᐅᔪᓐᓇᕐᒪᑦ ᑭᓇ ᐅᖃᐱᓗᓚᐅᕐᒪᖔᖅ 

ᐸᕝᕕᓴᓚᐅᕐᒪᖔᕐᓗ.  

 

ᐅᑎᕐᕕᒋᒋᐊᒃᑲᓐᓂᕈᒪᓪᓗᒍ ᒥᔅᑕ ᒫᓐᓯᐅᓪ 

ᑭᒡᒍᑎᒋᖅᑲᐅᔭᖓ. ᑕᖅᑲᐅᓐᖓᐃᓂᖅ ᓴᖅᑭᑦᑎᓂᕐᓗ 

ᖃᓄᐃᓘᕐᓂᕐᓘᓐᓃᑦ ᑕᐃᒪᐃᑉᐸᑉᐳᒍᑦ ᐸᕝᕕᓴᑦᑕᐅᔪᖃᖅᐸᑦ 

ᖃᓄᖅᑑᕈᑎᒋᔭᐅᓂᐊᖅᑐᖅ. ᐃᓱᒫᓘᑎᒋᔭᐅᔪᕐᓗ ᑖᓐᓇ 

ᑲᒪᒋᔭᐅᓗᓂ ᐱᓗᐊᕐᓗᒍ ᐆᑦᑑᑎᒋᓗᖃᐃ 

ᐊᕐᓇᕐᓂᐊᖅᑕᐅᓇᓱᑦᑐᖃᕐᓂᖅᐸᑦ ᐅᕝᕙᓘᓐᓃᑦ ᐃᓕᓴᐃᔨ 

ᓱᕈᓯᕐᓂᐊᕋᓱᖕᓂᖅᐸᑦ ᐃᓱᒫᓘᑎᒃᓴᐃᑦ ᑕᒪᒃᑯᓄᖓ 

ᑐᕌᖓᔪᒃ ᓴᖅᑭᑕᐅᒃᐸᑕ ᓇᓗᓇᐃᖅᓯᕕᐅᔪᒪᔪᒍᑦ 

ᓱᓕᔪᕐᓇᐅᑎᓂᒡᓗ ᑕᒪᒃᑯᓂᖓ ᐱᑕᖃᕐᓗᓂ 

ᖃᓄᐃᓕᐅᖅᑕᐅᖃᑦᑕᕐᒪᖔᖏᑦ ᑕᒪᒃᑯᐊ ᐸᒡᕕᓴᐃᔪᖅ. 

ᑕᖅᑲᒃᑯᐊ ᖃᐅᔨᒪᓂᐊᕐᒪᑕ ᖃᓄᐃᓕᐅᕐᓂᕐᓗᒃᑕᐅᒍᓂ 

ᐃᖅᑲᓇᐃᔭᕐᕕᐅᑉ ᐃᓗᐊᓂ ᐅᖃᐅᓯᕆᔪᓐᓇᖅᑕᖓ 

ᑲᒪᒋᔭᐅᓂᐊᖅᑐᕐᓗ. 

 

ᒥᔅᑕ ᒫᓐᓯᐅᓪ ᑖᓐᓇ ᐅᑎᕐᕕᒋᓪᓗᒍ ᖃᓄᖅ 

ᐱᕐᔪᐊᖑᖕᒪᖔᖓᑦ ᑕᒪᒃᑯᓄᖓ ᑐᕌᖓᔪᑦ 

ᓴᖅᑭᑕᐅᙱᓪᓗᑎᒃ. ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᑎᖏᑦ 

ᑭᒃᑰᖕᒪᖔᖏᑦ ᓴᖅᑭᙱᓪᓗᒋᑦ ᓲᕐᓗ ᑕᐃᓐᓇ 

ᐅᖃᐱᓗᓚᐅᖅᑐᖅ, ᐄ, ᐊᒻᒪᓗ ᐊᖏᖃᑎᒋᓪᓗᒍ ᑕᐃᓐᓇ 

ᑲᒪᒋᔭᐅᓗᑎᒃ ᐊᒻᒪᓗ ᖃᓄᖅᑑᕈᑎᒋᔭᐅᓗᓂ ᑖᓐᓇ 

ᐱᓂᕐᓗᖕᓂᐅᓚᐅᖅᑐᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒪᒥᐊᕝᕕᒋᓪᓗᒍ ᒥᔅᑕ ᓯᑏᐅᓪ. 

ᐃᓕᓯᔪᒪᖅᑰᕐᒪᑦ ᒥᔅ ᐳᕉᔅᑑᑉ ᐊᐱᖅᑯᑎᒋᖅᑲᐅᔭᖓᓄᑦ. 

ᒥᔅᑕ ᓯᑏᐅᓪ. 

 

ᑲᒥᓯᓇ ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᒋᐊᕈᑎᒋᓗᒍᖃᐃ ᐳᐃᒍᔾᔭᐃᖅᓯᒪᔭᕆᐊᖃᖅᑐᒍᑦ 

ᒐᕙᒪᒃᑯᑦ ᑮᓇᐅᔭᖏᓐᓂᒃ ᐊᑐᕋᑦᑕ. ᑖᒃᑯᐊ ᒐᕙᒪᒃᑯᑦ 

ᑮᓇᐅᔭᖁᑎᖏᑦ ᐊᑐᖅᑕᐅᒃᐸᑕ ᑕᖅᑲᒃᑯᐊ 

ᑐᑭᓯᐅᒪᑎᑕᐅᔭᕆᐊᓖᑦ ᑭᓱᓄᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᕐᒪᖔᑦ 

ᐊᒻᒪᓗ ᓴᖅᑭᑦᑎᔭᕆᐊᖃᙱᓐᓂᖅ ᑖᓐᓇ ᐊᖏᕈᑎ 

ᐱᓪᓗᒍ, ᐃᒪᐃᓕᔪᖓ ᐊᑭᓖᓂᐊᖅᐸᒋᑦ ᐊᑭᓕᖅᑕᐅᒐᕕᑦ 

ᑕᐃᒪ ᓂᓪᓕᒃᑲᓐᓂᕈᓐᓇᐃᓪᓕᕗᑎᑦ. ᑳᓐᑐᕌᒃᑎᒍᑦ 

ᐊᖏᖅᐳᑎᑦ ᑕᑯᓚᐅᖅᑕᕐᓂᒃ ᐅᖃᐅᓯᖃᔾᔮᙱᑦᑐᖓ.  

 

ᐸᒡᕕᓴᐃᓐᓂᖅᐸᑦ ᐅᕝᕙᓘᓐᓃᑦ ᐊᓯᒥᖕᓂᒃ 

ᐅᖃᐅᓯᖃᕐᓂᖅᐸᑦ ᐅᕝᕙᓘᓐᓃᑦ ᖃᓄᖅ 

ᐊᑐᕆᐊᖃᙱᑦᑐᒥᒃ ᑕᑯᓐᓂᖅᐸᑦ ᑎᑎᕋᕐᕕᐅᑉ ᐃᓗᐊᓂ 
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lists it as an aggregate amount. There is no 

breakdown or anything like that. That’s where 

Mr. Simailak’s question is coming to. 

 

So, again, I’m just going to go back to the 

commissioner. If somebody settles with the 

Government of Nunavut for X amount of 

dollars, specifically for a sexual or harassment 

type situation, should that be listed specifically 

in a report or to the committee, versus an 

aggregate amount? I’d just like to get a 

clarification on that, Commissioner. 

 

Mr. Steele: Thank you, Mr. Chair. So I feel 

like I’m just going to repeat what I said before, 

but no doubt what I said before wasn’t clear. So 

what the government has provided is an 

aggregate figure. For example, let’s say they 

settled five cases, and the total amount of the 

settlements were a million dollars. That means 

you could have five for 200,000, or you could 

have one for 900,000, and the rest shared the 

remainder. So you don’t really know how much 

any particular settlement was for. 

 

I have not had anybody come to me, so the way 

it would work under the access to information 

system is somebody, an applicant, a citizen, a 

journalist, anybody would say, all right, we 

heard this claim was settled. We want to see all 

the records about the amount. And then the 

department would either release that 

information or not release that information. If 

they don’t release that information, the person 

can appeal to me, and then I would look at it. I 

would look at the law and say, do you have the 

legal right to this or do you not. 

 

And what I was trying to say in my previous 

answer, Mr. Chair, is because that has never 

come before me, I don’t want to pre-judge it, 

because it would depend on the facts of a 

particular case, and I’d have to hear the 

arguments on both sides, but what can I can say 

that in the rest of Canada, all of whom have 

laws similar to ours, not identical, but similar, 

ᑕᒪᒃᑯᐊ ᐊᖏᕈᑏᑦ ᐊᑎᓕᐅᖅᑕᐅᖃᑦᑕᖅᐳᑦ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᖁᓪᓗᒋᑦ ᑕᐃᓐᓇ ᐸᒡᕕᓴᒃᑕᐅᓚᐅᖅᑐᖅ. 

 

ᐅᓇ ᓂᓪᓕᐅᑎᒋᔪᒪᖅᑲᐅᔭᕋ, ᐃᒃᓯᕙᐅᑖᖅ, ᐅᓂᒃᑳᑦ 

ᑭᒡᓕᓯᓂᐊᖅᑕᓪᓗ ᑕᒪᒃᑯᓂᖓ ᐅᖃᐅᓯᖃᙱᑦᑐᒍᑦ. 

ᒐᕙᒪᒃᑯᑦ ᑭᓱᓂᒃ ᐃᓕᓯᔪᓐᓇᕐᒪᖔᑦ ᑖᒃᑯᓄᖓ 

ᐅᓂᒃᑳᓕᐊᒥᓄᑦ ᑭᒡᓕᓯᓂᐊᖅᑕᐅᓯᒪᔪᓪᓘᓐᓃᑦ 

ᐃᓚᐅᑎᑕᐅᓂᐊᕐᒪᖔᑦ ᐃᓚᐅᑎᑕᐅᔾᔮᙱᒻᒪᖔᖏᓪᓗ. 

ᑕᐃᒃᑯᐊ ᐱᓂᕐᓗᒃᑕᐅᔪᑦ 

ᐅᖃᖅᑕᐃᓕᒌᓚᕝᕕᒋᔪᓐᓇᙱᑕᕗᑦ. ᒥᔅᑕ ᒫᓐᓯᐅᓪ 

ᐅᖃᖅᑲᐅᖕᒪᑦ ᐃᓛᓐᓂᒃᑯᑦ ᑕᒪᓐᓇ ᑲᙳᓇᖅᑑᑎᑕᐅᓂᖅ 

ᐱᓪᓗᒍ ᐱᓂᕐᓗᒃᑕᐅᒃᐸᑦ.  

 

ᑖᓐᓇᓗ ᐱᓂᕐᓗᒃᑕᐅᓚᐅᖅᑐᖅ ᐅᖃᓪᓚᒍᒪᒃᐸᑦ 

ᒪᓕᒐᓕᐅᖅᑐᓄᑦ, ᐱᕙᓪᓕᐊᔪᓕᕆᔨᒃᑯᓐᓄᓪᓘᓐᓃᑦ 

ᑕᖅᑲᒃᑯᓄᖓᓘᓐᓃᑦ ᐅᖃᐅᓯᕆᔪᓐᓇᖅᑕᑦ ᒐᕙᒪᒃᑯᑦ 

ᑮᓇᐅᔭᖁᑎᖏᑦ ᐊᑐᖅᑕᐅᓚᐅᕐᓂᖏᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᑭᐅᒐᕕᑦ ᑲᒥᓯᓇ ᓯᑏᐅᓪ. 

ᐱᕐᔪᐊᒻᒪᕆᐊᓗᒃ ᑖᓐᓇ ᓂᓪᓕᐅᑎᒋᓵᖅᑕᐃᑦ. ᑕᐃᓐᓇ 

ᐱᓂᕐᓗᒃᑕᐅᓚᐅᖅᑐᖅ. ᑭᓯᐊᓂ ᐆᒃᑑᑎᖃᕐᓗᖓ ᑕᐃᓐᓇ 

ᐃᓄᒃ, ᐄ, ᑖᓐᓇ ᑐᑭᖃᖅᐳᖅ ᖃᐅᔨᒪᔨᐊᖃᖅᑐᖃᖅᐸᑦ 

ᑎᑎᕋᕐᕕᖕᒥ ᖃᓄᐃᓕᐅᕐᓂᐅᔪᓂᒃ, 

ᐱᓂᕐᓗᖕᓂᐅᔪᓄᓪᓘᓐᓃᑦ ᑕᒪᑐᒪ ᒥᒃᓵᓄᑦ 

ᐅᖃᐅᓯᖃᕈᓐᓇᕆᐊᓖᑦ ᑕᖅᑲᒃᑯᓄᖓᓘᓐᓃᑦ ᐅᖃᕐᓗᓂ. 

ᒥᔅᑕ ᓯᑏᐅᓪ ᐅᑕᖅᑭᑐᐃᓐᓇᖅᐸᓪᓚᐃᖕᒪᑦ.  

 

ᑖᓐᓇᖃᐃ ᑖᓐᓇ ᐅᕙᓐᓂᓪᓕ ᒪᑐᔾᔪᑎᒋᓕᕐᓗᒍ 

ᓇᓗᓇᐃᖅᓯᕕᐅᔪᒪᔪᖓ. ᐄ, ᐅᐱᓐᓇᕋᓂ ᑕᖅᑲᒃᑯᓄᖓ 

ᒪᑐᐃᖓᓗᑎᒃ ᓈᓚᖕᓂᖃᖃᑦᑕᕐᒪᑕ 

ᑮᓇᐅᔭᖅᑖᙱᑦᑐᖃᕈᓐᓇᕆᓪᓗᓂ ᑭᓯᐊᓂ 

ᓇᓗᓇᐃᖅᓯᕕᐅᔪᒪᔪᖓ ᑕᐃᒃᑯᐊ 

ᐅᓂᒃᑳᓕᐊᕆᔭᐅᖃᑦᑕᕐᓗᑎᒃ ᖃᐅᔨᒪᓂᐊᕋᑦᑕ 

ᐱᓂᕐᓗᒃᑐᖃᖅᐸᑦ ᒪᑯᐊ ᑐᖏᓕᕇᒃᑐᑦ ᒪᓕᒃᑕᐅᓪᓗᑎᒃ 

ᑲᒪᒋᔭᐅᖃᑦᑕᕐᒪᑕ ᐊᒻᒪᓗ ᐃᒪᐃᓕᐅᕐᓂᐅᓚᐅᖅᑐᑦ 

ᒥᒃᓵᓅᖓᔪᓂᒃ ᐱᑎᑕᐅᓗᑕ ᐊᔾᔨᖏᓐᓂᒃ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᖅᖢᒍᓗ ᑖᓐᓇ 

ᐊᐱᖅᑯᑎᒋᖕᒪᒍ ᐱᕐᔪᐊᖑᖕᒥᔪᖅ. 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᑦᑎᐊᖅᑐᑦ ᑖᒃᑯᐊ, ᑕᐃᒃᑯᐊ 

ᐅᖃᐱᓗᒃᑐᑦ.  
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the decisions have been that the amounts of 

individual settlements do not have to be 

released under access to information laws. 

 

In short, if that precedent holds in Nunavut, 

then what the government is currently doing is 

acceptable. Thank you, Mr. Chair. 

 

Chairman: Thank you for that. Just before I go 

back to Mr. Simailak, I’m going to recognize 

the clock, and we’ll take a 15-minute break. 

 

>>Committee recessed at 10:32 and resumed 

at 10:54 

 

Chairman: Thank you. I’d like to call the 

committee meeting back to order. And before 

we left, Mr. Simailak had the floor. Continue, 

please. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Staying on non-disclosure agreements, to the 

Department of Justice, the Government of 

Nunavut’s response to the Standing 

Committee’s report on the review of the 2022-

2023 annual report of the Information and 

Privacy Commissioner of Nunavut indicates 

that non-disclosure agreements are 

“distinguishable from confidentiality 

agreements which form part of almost all 

settlement agreements entered into by the 

Government of Nunavut.” 

 

How many settlement agreements did the 

Government of Nunavut enter into during the 

2023-2024 and 2024-2025 fiscal years? Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. We don’t 

have that information on hand, but we can 

commit to get back to the member. 

Chairman: Mr. Simailak. 

 

 

 

ᑕᐃᒃᑯᐊ ᐱᐅᙱᑦᑐᑦ ᑲᒥᓯᓇᐅᑉ ᐅᖃᐅᓯᕆᖅᑲᐅᔭᖏᑦ 

ᒥᔅᑕ ᒪᒃᓚᐃᓐᓗ ᑕᐃᒃᑯᐊ ᐅᖃᐅᓯᖃᔾᔮᙱᓐᓂᕐᒧᑦ 

ᐊᖏᕈᑏᑦ ᐱᔾᔪᑎᖃᑦᑎᐊᖅᖢᑎᒃ ᑖᒃᑯᐊ 

ᐋᖅᑭᒃᑕᐅᖃᑦᑕᖅᓯᒪᔪᑦ.  

 

ᓴᖅᑭᖅᓯᓂᖅ ᐱᓪᓗᒍ ᐊᒻᒪᓗ ᒪᓕᒐᓕᐅᖅᑏᑦ 

ᖃᐅᔨᒪᓂᐊᕐᒪᑕ ᑭᓱᒧᑦ ᐱᔾᔪᑎᖃᖅᑐᑎᒃ 

ᓴᖅᑭᖅᑕᐅᖃᑦᑕᕐᒪᖔᑕ ᐊᒻᒪ ᐅᑎᒧᑦ 

ᖃᐅᔨᒋᐊᕈᓐᓇᕐᒥᔪᒍᑦᑕᐅᖅ ᑭᓱᓂᒃ ᑕᖅᑲᐅᖓ 

ᓴᖅᑭᖅᓯᓚᐅᖅᓯᒪᒻᒪᖔᑦᑕ ᐊᒻᒪ ᒪᓕᒐᓕᐅᖅᑏᓪᓗ 

ᖃᐅᔨᒪᒐᓗᐊᕐᒪᖔᑕ ᑭᓱᓂᒃ ᓴᖅᑭᖅᓯᒪᒻᒪᖔᑦᑕ. 

ᐅᓪᓗᒦᓛᒃ ᐅᕙᓂ ᐅᖃᐅᓯᐅᖃᑦᑕᖅᑐᓂ. ᐅᑎᒧᑦ 

ᖃᐅᔨᒋᐊᕈᓐᓇᕋᑦᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑕᐃᒪᐃᓕᐅᕋᕕᑦ 

ᖁᔭᒋᔭᕋ. ᐅᓪᓗᒥ ᐅᖃᐅᓯᐅᖅᑲᐅᔪᓄᑦ ᖃᕆᓴᐅᔭᐃᑦ 

ᐅᐊᑦᑎᔭᐅᒋᐊᕐᓂᖏᓐᓄᑦ ᐃᓵᖅᑕᐅᑦᑕᐃᓕᒪᑎᑕᐅᓪᓗᑎᒃ 

ᐅᖃᐅᓯᐅᖅᑲᐅᒻᒪᑦ. ᒫᓐᓇᒎᖅ ᐃᓵᖅᑕᐅᒐᓱᓐᓂᕋᐃᒻᒪᑕ 

ᖃᒧᖓᑲᓪᓛᓗᒃ ᖃᐅᔨᒋᐊᖃᑦᑕᕈᓐᓇᐸᒻᒪᑕᒎᖅ 

ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᖏᓐᓄᑦ. ᑭᓱᓂᒃ ᐋᖅᑭᑦᑎᕆᓯᒪᒻᒪᖔᔅᓯ 

ᐊᐱᕆᒍᒪᔪᖓ ᖃᓄᐃᓕᖓᔪᓂᒃ ᐃᓵᖅᓯᔪᖃᕐᓂᕋᐃᒻᒪᑦ 

ᖃᓄᖅ ᖃᐅᔨᓴᖅᑕᐅᕙᑉᐸ ᐃᖅᑲᓇᐃᔭᖅᑎᓯᓐᓄᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᑳᓐᑐᕌᒃᓯᒪᔭᔅᓯᓐᓄᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑕᐃᒪᐃᑦᑐᑦ 

ᖃᐅᔨᓴᕐᓂᐅᔪᑦ ᐊᐅᓚᑕᐅᖃᑦᑕᖅᑐᐃᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑎᓐᓄᑦ ᐊᓪᓚᕕᑦᑕ ᐃᓗᐊᓂ. 

ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᓂᑦᑕᐅᖅ ᐊᑐᕋᔭᕐᒥᔪᒍᑦ 

ᐱᔭᕆᐊᑐᓂᖅᓴᐅᑉᐸᑕ ᑖᓐᓇ ᖃᐅᔨᓴᖅᑕᐅᒋᐊᓕᒃ. 

ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. ᑕᐃᒪ 

ᖃᓄᐃᑦᑑᓕᕋᐃᒻᒪᑕ ᖃᓄᑎᒋ ᐱᒻᒪᕆᐅᓕᕋᐃᒻᒪᑕ 

ᐅᓂᒃᑳᖃᕆᐊᖃᓲᖑᕙ ᑲᙳᓇᖅᑐᖁᑎᒋᔭᐅᔪᓂ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. ᒥᔅᑕ ᓰᓕᖔᖅ, 

ᐊᑏ. 
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Mr. Simailak: Thank you, Mr. Chairman. 

Thank you for the commitment, Mr. Mansell. 

 

To the government, to what extent are 

Government of Nunavut employees who are 

terminated with cause entitled to severance 

payments or other benefits? Thank you, Mr. 

Chairman. 

 

Chairman: Mr. Mansell. Thank you. My 

apologies. Ms. Power. 

 

Ms. Power: Thank you, Mr. Chair. You said 

with cause, when employees are terminated 

with cause? It’s probably dependent on the 

individual. Generally, people come back and do 

try and negotiate with us. Sometimes there’s 

nothing. Sometimes there are settlements, if 

there are mitigating factors. Thank you, Mr. 

Chair. 

 

Chairman: Thank you. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. As a 

follow-up, have there been instances in the last 

two fiscal years where a Government of 

Nunavut employee was terminated without 

cause and has received severance payments or 

other benefits? Thank you, Mr. Chairman. 

 

Chairman: Ms. Power. 

 

Ms. Power: Thank you, Mr. Chair. Yes. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. To 

not delve into any matters for that both for the 

Commissioner, from time to time, departing 

government employees, some of whom have 

been terminated with cause, may receive 

severance payments that may have been 

described in their contracts of employment. 

What is your position concerning the extent to 

which most of these payments and identities of 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. ᑖᓐᓇ 

ᖃᐅᔨᒪᔪᑎᒋᓲᕆᔭᕗᑦ ᐃᓵᖅᑕᐅᔪᖃᕋᓱᓐᓂᕋᐃᒻᒪᑦ 

ᒪᓕᒐᖅᑎᒍᑦ ᓇᓗᓇᐃᖅᓯᒪᑦᑎᐊᕐᖓᑕ 

ᖃᓄᐃᑦᑑᓕᕋᐃᑉᐸᑕ ᑲᒪᒋᒋᐊᖃᕐᒪᖔᑦᑎᒍᑦ. ᐃᓄᓐᓂᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ ᐱᔾᔪᑎᓕᓐᓂᒃ 

ᐊᐅᓚᑕᐅᑦᑎᐊᖅᑐᖃᕐᓂᖏᑉᐸᑦ 

ᐅᓂᒃᑳᕆᔭᐅᑦᑕᐅᑎᒋᔭᕆᐊᓕᒃ 

ᐅᖃᐅᓯᐅᒍᓐᓇᖅᓯᑐᐊᓪᓚᕆᑉᐸᑦ. ᐊᐅᓚᑦᑎᔨᐅᓪᓗᑕ ᑕᐃᒫᒃ 

ᐋᖅᑭᔅᓯᕆᑎᕆᓯᒪᔪᒍᑦ. ᐊᒻᒪᑦᑕᐅᖅ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ 

ᖃᐅᔨᒃᑲᖅᑕᐅᓲᖑᒻᒥᔪᑦ ᐊᒻᒪ ᐱᑦᑎᐊᕆᐊᖃᕐᓂᕐᒧᑦ 

ᑲᒥᓯᓇ.  

 

ᐄ’, ᓯᕗᓕᖅᑎᓂ ᒐᕙᒪᐅᖃᑎᒌᑦᑐᓕᕆᔨᒃᑯᓐᓄᑦ 

ᑭᒡᒐᖅᑐᐃᔨᖓᓄᑦ ᓇᓗᓇᐃᖅᑕᐅᒋᐊᒃᑲᓐᓂᕈᓐᓇᖅᑐᖅ 

ᑖᓐᓇ. ᖁᔭᓐᓇᒦᒃ,  ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ. 

 

ᐅᐃᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑎᓴᒪᓂᒃ ᑕᑯᓐᓈᓲᖑᔪᒍᑦ ᐃᓵᖅᑕᐅᔪᖃᕐᓂᕋᐃᒻᒪᑦ. 

ᖃᓄᑎᒋ  ᑲᙳᓇᖅᑎᒋᒻᒪᖔᑕ ᐃᓄᒻᒥᒃ 

ᐅᖃᐅᓯᖃᖅᓯᒪᔪᐃᑦ ᐊᒻᒪᓗ ᖃᑦᑎᓂᒃ 

ᐊᑦᑐᖅᑕᐅᓯᒪᔪᖃᕐᒪᖔᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ ᐊᒻᒪᓗ 

ᐊᓐᓂᖅᓯᓂᐊᖅᑐᕐᔫᔮᖅᑲᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ. 

ᐅᖃᐅᓯᐅᔪᒥᓪᓘᓐᓃᑦ ᐋᓐᓂᖅᓯᓂᐊᖅᑑᔮᖅᐸᑕ 

ᑲᙳᓇᖅᑐᖁᑎᖏᓐᓄᑦ ᐊᒻᒪ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᑎᒥᖁᑎᒋᔭᐅᔪᒥᙶᕐᒪᖔᑦ.  

 

ᖃᐅᔨᒐᐃᒻᒪᑕ ᐱᓕᕆᕕᕗᑦ ᐃᓵᖅᑕᐅᔪᖃᕐᓂᕋᐃᒻᒪᑦ 

ᖃᕆᓴᐅᔭᖏᓐᓂ ᐊᓪᓚᕕᑦᑎᓐᓂ 

ᐅᖃᐅᔾᔨᑦᑕᐅᑎᒋᔭᕆᐊᓖᑦ. ᐊᒥᓱᓕᐅᕈᒻᒥᓘᓐᓃᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᕿᒥᕐᕈᐊᕆᐊᖃᙱᑕᖏᓐᓂᒃ ᐸᐃᑉᐹᒃᑯᕕᒻᒥ 

ᕿᒥᕐᕈᐊᖅᑐᖃᕐᓂᖅᑲᑦ ᑕᐃᒪ ᑕᑯᔭᐅᓗᓂᓗ. 

ᑕᑯᒋᐊᖃᙱᑕᖏᓐᓂᒃ ᑕᑯᓐᓈᑎᓪᓗᒍ. ᑕᐃᒪᓕ 

ᐅᖄᓚᐅᑎᒃᑯᓪᓘᓐᓃᑦ ᐋᖅᑭᒍᓐᓇᐸᒻᒥᔭᕗᑦ 

ᐅᓂᒃᑳᕆᑐᐃᓐᓇᖅᑐᒍ ᖃᓄᐃᑦᑐᖃᖅᑐᒋᑦᑎᓐᓂᕋᐃᒐᑦᑕ 

ᐊᒻᒪ ᑲᒥᓯᓇ ᐱᖃᑕᐅᑎᑕᐅᒋᐊᖃᕐᒪᖔᑦ.  

 

ᖃᐅᔨᒪᒐᓱᓲᕆᔭᕗᑦ ᐃᓵᕋᓱᓪᓚᕆᑦᑐᐊᓗᐃᑦ ᐊᒻᒪ 

ᐃᓵᕈᓱᒐᓱᑦᑐᐃᑦ, ᐃᓵᒐᓛᒐᓱᑦᑐᑦ 

ᑲᒪᒋᑦᑎᐊᕋᓱᖃᑦᑕᖅᑕᕗᑦ. ᑮᓇᐅᔭᓂᓪᓗ 

ᐱᔾᔪᑎᖃᖅᑲᓘᓐᓃᑦ ᐃᓄᒻᒥᒃ ᐱᔾᔪᑎᖃᖅᑲᓘᓐᓃᑦ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᒧᑦ ᐅᖃᐅᓯᕆᒐᔭᖅᑕᕗᑦ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒥᓯᓇᒧᑦ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 
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the recipients can and should be publicly 

disclosed? Thank you, Mr. Chairman. 

 

Chairman: Thank you. Commissioner Steele. 

 

Mr. Steele: Thank you, Mr. Chairman. 

Generally speaking, the contract itself should 

be disclosable, and therefore if the contract 

contains payments, the contract itself should be 

disclosable. But if there was an actual 

settlement of a disputed claim; see, a lot of 

terms are getting thrown around here, so I’m 

not exactly sure, Member, what you’re looking 

for, because the whole idea of dismissal with 

cause versus dismissal without cause is 

precisely whether any payment is appropriate. 

If somebody has been fired with cause, that 

means that the government is entitled to 

dismiss them without any compensation. If 

somebody is fired or dismissed or let go 

without cause, that means the government has 

an obligation to pay them a severance. It’s a 

legal obligation. 

 

Now, the amount of the obligation, well, there’s 

whole law books written on that topic just how 

much somebody is entitled to receive, so both 

sides would look at it and one side would say, 

well, we think we are entitled to this amount of 

money; the government might say, well, we 

counteroffer with a different amount of money, 

and then they reach an agreement somewhere in 

the middle, typically. But if they can’t reach an 

agreement, they will go to court. But it’s 

actually extremely rare for these cases to go to 

court. They do occasionally, but not very often. 

 

But if we then say, okay, there’s been a 

settlement, should that amount of money be 

public, and that’s when I go back to my 

previous answer before the break, is that has 

never come up to me. I don’t want to pre-judge 

the answer by saying it’s definitely this or it’s 

definitely that. Generally speaking, in the rest 

of Canada when people have gone looking for 

that information, what is the specific settlement 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑭᐅᒐᕕᖓ. ᐃᒫᒃ ᒪᑯᐊᓕᑭᐊᖅ 

ᐃᓵᖅᑐᖃᓪᓚᕆᑦᑐᐊᓘᓐᓂᖅᑲᑦ ᖃᕆᓴᐅᔭᕐᓂ ᐃᓄᓐᓂᒃ 

ᐅᖃᐅᓯᖃᖅᑐᐃᑦ ᑐᑭᓯᒃᑲᓐᓂᕈᑏᑦ ᑎᒍᔭᐅᓗᑎᒃ 

ᐅᕝᕙᓘᓐᓃᑦ ᐊᑭᓕᔅᓴᓂᖃᑦᑕᖅᓯᒪᓂᕆᔭᖏᓐᓂᒃ 

ᑕᑯᔪᖃᕐᓂᖅᑲᑦ. ᑭᒃᑯᑐᐃᓐᓇᕐᓂᒃ ᐱᔾᔪᑎᖃᖅᑐᓂᒃ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᒃ.  

 

ᑭᐊ ᐊᑭᓕᕆᐊᖃᕋᔭᖅᑲᐅᒃ? ᓄᓇᕗᑦ ᒐᔭᒪᖓᑕ 

ᓇᓪᓕᐅᒃᑯᒫᖏᑎᒍᑦ ᐅᕝᕙᓘᓐᓃᑦ ᒐᕙᒪᒃᑯᑦ 

ᑮᓇᐅᔭᖁᑎᑐᐃᓐᓇᖏᓐᓂᙶᕋᔭᖅᑲᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒪᒃᓚᐃᓐ. 

 

ᒪᒃᓚᐃᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᑖᒃᑯᐊᓕᒫᖑᔪᓐᓇᖅᑐᑦ ᐅᖃᐅᓯᕆᕋᑖᖅᑕᑎᑦ. 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑳᓐᑐᕌᖃᖅᑎᑦᑎᓲᖑᔪᒍᑦ 

ᐱᔨᑦᑎᕋᕐᓂᐊᖅᑐᓄᑦ ᑲᒪᑎᓲᕆᔭᑦᑎᓐᓄᑦ ᑲᙳᓇᖅᑐᓂᒃ. 

ᑕᐃᒪᓕ ᓂᐅᕕᕐᕕᒥᓂᖅ ᓵᖓᔭᐅᒋᐊᕈᓐᓇᖅᑐᖅ, 

ᓇᓪᓕᐅᒃᑯᒫᖃᕐᒥᒐᑦᑕᑦᑕᐅᖅ ᓇᒻᒥᓂᖅ ᑲᙳᓇᖅᑐᓂᒃ 

ᐃᓵᖅᑕᐅᔪᖃᕐᓂᕋᐃᑉᐸᑦ ᑖᒃᑯᐊ ᐅᖃᐅᓯᕆᕋᑖᖅᑐᑦ 

ᓇᓕᐊᑐᐃᓐᓇᑦᑎᐊᖑᔪᓐᓇᖅᑐᑦ 

ᐃᓗᐃᓐᓇᕆᔪᓐᓇᖅᑐᒋᓪᓗ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᐄ, ᑕᒪᓐᓇ ᐱᐅᕗᖅ ᖃᐅᔨᒪᒋᐊᖅ. 

ᑖᒃᑯᐊ whats app ᐅᖃᐅᓯᐅᖃᑦᑕᖅᑐᑦ 

ᐅᖄᓚᐅᑎᕋᓛᓄᑦ ᐅᖃᖃᑎᒌᒍᑎᐅᖃᑦᑕᖅᑐᐃᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᖏᑕ ᖃᕆᓴᐅᔭᖁᑎᖏᑕ ᐱᒋᙱᒻᒪᒋᑦ, 

ᐃᓚᒋᑎᒻᒪᒋᑦ. ᐊᑐᖅᑕᐅᕙᑦᑐᑎᓪᓗ ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ. 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ ᐊᑐᐊᒐᖃᖅᑲᑦ ᖃᓄᖅ 

ᐃᓂᖅᑎᖅᑕᐅᒋᐊᕈᓐᓇᕐᒪᖔᑕᓘᓐᓃᑦ ᑕᐃᒪᐃᑦᑐᓂᒃ 

ᐊᑐᖃᑦᑕᖅᐸᑕ? ᐃᖅᑲᓇᐃᔭᖅᑏᓪᓗ 

ᐊᑐᐃᓐᓇᕈᒪᖃᑦᑕᖅᑲᑕ ᑕᐃᒪᐃᑦᑐᓂᒃ ᐅᖃᖃᑎᒌᒍᑎᓂᒃ 

ᐅᖄᓚᐅᑎᕋᓛᒃᑯᑦ? ᑕᖅᑲᒃᑯᓂᖓᓘᓐᓃᑦ ᑭᒃᑯᑐᐃᓐᓇᕐᓂᒃ 

ᐱᔾᔪᑎᖃᖅᑎᓪᓗᒍ ᐃᖅᑲᓇᐃᔮᖓᓂᓪᓘᓐᓃᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᓇᓕᐊᒃ ᑭᐅᓂᐊᖅᑑᔮᕐᒪᖔᑦ 

ᕿᒥᕐᕈᐊᑲᐃᓐᓇᕋᒪ. ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑐᑭᓯᑦᑎᐊᕈᒃᑯ 

ᐊᐱᖅᑯᑎᖓ. ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ ᐊᑐᐊᒐᖃᕐᒪᖔᑕ 

ᐱᔾᔪᑎᖃᖅᑐᓂᒃ ᐊᐅᓚᑦᑎᒍᑕᐅᔪᓂᒃ ᖃᓄᐃᑦᑐᓂᒃ 
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on a specific case, the courts have said, no, 

you’re not entitled to see that under the access 

to information law; however, we don’t have 

any precedent to that effect yet in Nunavut. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. And 

my last question is a follow-up to the 

commissioner. The last question was when 

Government of Nunavut released with cause, 

what’s your position on if they are released 

without cause. Should the payments and 

identities of the recipients be made public, be 

publicly disclosed if they are released without 

cause? Thank you, Mr. Chairman. 

 

Chairman: Commissioner Steele. 

 

Mr. Steele: It’s obviously much, much more 

common for the government, if they want to let 

somebody go, to let them go without cause. The 

thing I should mention about cause is, if the 

government has cause, they have no obligation 

to provide any severance payment, but that is 

usually precisely what the dispute is about. It’s 

really hard to prove cause, to prove that the 

government has a good reason to let somebody 

go, and that’s why the government settles. Even 

if the government believes that they have a 

good reason, they know they’re in for a long, 

expensive fight that might end in court where 

they might lose, and so that’s why they reach 

settlement in almost all cases. It would be a rare 

case where the government says we are so sure 

we’re going to win that we absolutely refuse 

any discussion of any kind of settlement. 

 

But again, Member, if it comes to the point of 

settling with an employee in order to make sure 

that that employee leaves, I wouldn’t want to 

pre-judge whether that is releasable. It would 

depend on the circumstances. But generally 

speaking, I would say in the typical case, the 

answer would be no, the law does not require or 

ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓂᒃ ᐊᑐᕆᐊᖃᖅᑎᑕᐅᒻᒪᖔᑕ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ. ᐱᓕᕆᖃᑕᐅᖃᑦᑕᖅᑐᒍᑦ 

ᐃᖏᕐᕋᔪᓕᕆᔨᒃᑯᑦ ᐱᖁᑎᕐᔪᐊᓕᕆᔨᒃᑯᓪᓗ 

ᖃᕆᓴᐅᔭᓕᕆᔨᒃᑯᖏᓐᓄᑦ ᐱᖃᑕᐅᕕᐅᖃᑦᑕᖅᑐᖅ. 

ᑕᒪᓐᓇ ᓇᓗᓇᐃᖅᑐᖅᑕᐅᖃᑦᑕᖅᑐᖅ ᐊᑐᐊᒐᕐᓂᒃ 

ᒪᕐᕉᓐᓂᒃ ᐊᑐᖅᑐᑕ.  

 

ᐊᖏᖅᑕᐅᒍᓐᓇᖅᑐᐃᑦ ᖃᕆᓴᐅᔭᐃᑦ ᖃᓄᖅ 

ᐊᑐᖅᑕᐅᒍᓐᓇᕐᒪᖔᑕ ᐊᑐᐊᒐᖏᓐᓄᑦ ᐊᒻᒪᓗ 

ᒫᓐᓇᓕᓴᐅᓛᖑᓂᖅᓴᐅᔪᖅ ᓇᓕᖅᑲᖁᑎᖏᓐᓂ 

ᐊᐅᓚᑦᑎᓂᕐᒧᑦ ᐊᑐᐊᒐᖅ. ᑖᒃᑯᓄᖓ ᒪᓕᑦᑕᐅᖃᑦᑕᖅᑐᖅ 

ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᖅ ᐊᐅᓚᑦᑎᒍᑕᐅᓪᓗᓂ.  

 

ᐱᓕᕆᕕᑦᑕ ᐊᑐᐊᒐᖏᑦ ᐊᑐᐊᒐᕆᒻᒪᒋᑦ, 

ᐊᐅᓚᒋᐊᖃᖅᐸᑲᑦᑎᒍᓪᓗ. ᑖᒃᑯᐊᓕ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ ᖃᓂᒋᓪᓗᒋᑦ 

ᐱᓕᕆᖃᑎᒋᒐᓱᐊᖃᑦᑕᑕᕗᑦ. ᐊᑐᐊᒐᕐᒥ 

ᐊᑐᕈᓐᓇᕐᖓᑕᐃᓛᒃ ᐊᑐᐊᒐᕐᓂᒃ ᒪᓕᑦᑎᐊᑐᐊᖅᑲᑕ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ, ᖁᔭᓐᓇᒦᒃ. ᒥᔅ 

ᐳᕉᔅᑐ. 

 

ᐳᕉᔅᑐ (ᑐᓵᔨᑎᒍᑦ): ᑐᑭᓯᑦᑎᐊᙱᓐᓇᒪ ᓱᓕ 

ᐊᓪᓗᕆᐊᕐᓂᖅᑕᖃᓲᖑᒻᒪᖔᑦ, 

ᐊᐅᓚᔾᔭᐃᒋᐊᕐᓂᖅᑕᖃᓲᖑᒻᒪᖔᑦ 

ᐊᑐᖃᑦᑕᕈᓐᓃᖁᔨᑦᑎᐊᒻᒪᕆᓪᓗᑎᒃ 

ᐊᖏᖅᑕᐅᓯᒪᙱᑦᑐᓂᒃ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓂᒃ. 

ᖃᐅᔨᒪᒐᒪ ᐃᓚᖏᑦ ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ 

ᓄᓇᕗᒻᒥ Messenger-ᒥᒃ ᐊᑐᖅᐸᒻᒥᒻᒪᑕ ᐳᓚᐅᑐᕕᒻᒧᑦ 

ᐅᖃᖃᑎᒌᒍᑎᐅᖃᑦᑕᖅᑐᒥ. ᐱᔭᕆᐊᑭᓐᓂᖅᓴᐅᒻᒪᖅᑲᐃ 

ᓇᕿᑦᑕᖃᑦᑕᐅᑎᑐᐃᓐᓇᓂᕐᒥᑦ. ᑲᒥᓯᓇ ᓯᑏᐅᓪ 

ᐅᖃᐅᓯᕆᓯᒪᒻᒥᒻᒪᒍ ᐅᕙᑦᑎᓐᓄᑦ. ᐃᓱᒫᓗᓇᕐᓂᕋᖅᑐᓂᐅᒃ. 

ᑲᙳᓇᖅᑐᓂᒃ ᐃᓵᖅᑕᐅᓚᕿᑎᑦᑎᑐᐃᓐᓇᕆᐊᖃᖅᑐᓂᐅᒃ. 

ᖃᐅᔨᒪᔪᖓᐃᓛᒃ ᒪᓕᒐᓕᐅᖅᑎᐅᖃᑎᒃᑲᓗ ᐅᕙᖓᓗ 

ᐱᒋᐅᕋᑦᑕ ᐅᖄᓚᐅᑎᕋᓛᑦᑎᓐᓂ ᐊᑐᖃᑦᑕᓂᐊᖅᑕᑎᓐᓂᒃ 

ᒪᓕᒐᓕᐅᖅᑎᐅᓪᓗᑕ. ᐋᖅᑭᑦᑎᕆᑎᓪᓗᑕ ᐃᑲᔪᖅᑕᐅᔪᔪᒍᑦ 

ᐅᖄᓚᐅᑎᕋᓛᓂ, ᐃᓚᖏᑦ ᐱᔭᕆᐊᑭᓐᓂᖅᓴᐅᔫᓪᓗᑎᒃ 

ᐊᓯᖏᓐᓂᑦ. ᐃᓚᖏᓪᓗᑦᑕᐅᖅ ᐴᖅᑲᐃᓯᒪᓪᓗᑎᒃ Tik-

Tok-ᒥ ᑕᑯᕋᓐᓈᕈᑎᒥᒃ ᐊᒻᒪ ᐅᖄᓚᐅᑎᑖᕋᑦᑕ 

ᑎᑎᖅᑲᐅᓯᐊᓚᐅᖅᓯᒪᔪᒍᑦ ᐱᓕᕆᔨᐅᖃᑎᑦᑎᓐᓂᑦ Tik-

Tok-ᖃᕈᔅᓯᒎᖅ ᐅᖄᓚᐅᑎᔅᓯᓐᓂ ᐲᔭᖁᔭᐅᓪᓗᑎᒃ.  

 

ᑖᒃᑯᐊ ᐅᖃᐅᔾᔨᒋᐊᕐᓂᑐᐃᓐᓇᐃᑦ ᒪᓕᒐᓕᐅᖅᑎᓂᑦ 

ᐲᖅᓯᖁᔭᐅᓪᓗᑕ ᐅᖄᓚᐅᑎᕋᓛᑦ ᐃᓗᐊᓃᑦᑐᒥ 

ᐅᐊᑦᑎᔭᐅᓂᖓᓂᒃ ᐊᑦᑐᖅᓰᑐᐃᓐᓇᕆᐊᖃᕋᔭᕐᖓᑦ 
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suggest that that individual level of information 

would be something that would be released 

under the access to information law. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you for that. Next name I 

have on my list, Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chair. Good 

morning, everyone. I’d just look to follow up 

on the line of questioning regarding non-

disclosure agreements. Nunavut is quite a small 

territory, and just on our break, we had a 

discussion about how many people, former 

employees that we know, or maybe some 

current, that had settlements and had to sign 

non-disclosure agreements as part of those 

settlements. What we heard today is that the 

Government of Nunavut is not in the practice of 

signing non-disclosure agreements with 

employees about whatever settlement they may 

come to. So my question to the Government of 

Nunavut is when did that practice change. 

Thank you, Mr. Chair. 

 

Chairman: Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. As Mr. 

MacLean stated, there’s aspects of the 

settlement, particularly the amount which is 

non-disclosable. As well, as there’s a difference 

between a settlement and a release. In some 

situations, individuals will receive payment, 

funds, in order to release the government from 

their claim, and those would be subject to non-

disclosure, but those are different than a 

settlement. Thank you, Mr. Chair. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chair. Does the 

Government of Nunavut provide information 

on the number of individuals who are under 

release agreements? Thank you, Mr. Chair. 

 

Chairman: Mr. Mansell. 

ᐃᓵᖅᑕᐅᓚᕿᑎᑦᑎᑐᐃᓐᓇᕆᐊᖃᕐᖓᑕᒎᖅ. ᑕᐃᒃᑯᐊ 

ᐃᓛᒃ ᐲᔭᐃᖁᔭᐅᔪᔪᑦ ᐲᔭᐃᔪᓐᓇᐅᔪᔅᓴᐅᔫᒐᓗᐊᖅᐳᑦ.  

 

ᒪᑯᐊᓕᑭᐊᖅ ᐅᖄᓚᐅᑎᕋᓛᑦ ᐊᑐᖅᑕᐅᓂᖏᑦ 

ᐃᖅᑲᓇᐃᔭᕐᕕᒻᒥ ᓄᓇᕗᑦ ᒐᕙᒪᖓᓂ ᐃᖅᑲᓇᐃᔭᖅᑐᑎᒃ 

ᑕᐃᒫᑦᑕᐅᖅ ᐅᖃᐅᔾᔭᐅᒋᐊᖅᓯᒪᔪᔅᓴᐅᒻᒪᑕ. 

 

ᓇᓗᓇᐃᖅᓯᒍᓐᓇᖅᑭᓯ ᑭᒃᑯᑐᐃᓐᓇᐃᑦ 

ᐊᑐᐃᓐᓇᖃᑦᑕᖅᑲᑕ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑎᓂᑦ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᒪᑦᑎᐊᕈᑎᔅᓴᐅᙱᑦᑐᓂᑦ ᐊᒻᒪ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓂᒃ ᐲᔭᐃᕕᐅᒍᓐᓇᙱᓪᓗᑎᒃ. 

ᑐᔅᓯᕋᕐᕕᐅᓕᖅᑲᑕ ᑕᑯᔪᓐᓇᐅᑎᓂᒃ ᑲᙳᓇᖅᑐᓂᒃ 

ᐱᖁᔭᕐᔪᐊᖓᒍᑦ. ᐊᑐᖅᑕᐅᖏᓐᓇᕐᓗᑎᓪᓗ 

ᓱᒋᐊᕈᓐᓇᕋᔭᖅᑲ ᓄᓇᕗᑦ ᒐᕙᒪᖓ ᐃᓂᖅᑎᕆᒋᐊᕐᓗᑎᒃ 

ᐅᕝᕙᓘᓐᓃᑦ ᓱᐊᒃᓯᒋᐊᕐᓗᑎᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᒥᒃ 

ᒪᓕᒋᐊᓕᖏᓐᓂᒃ ᒪᓕᒍᓐᓃᕋᔭᕐᖓᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓰᓕ. 

 

ᓰᓕ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑖᓐᓇ 

ᐊᒥᓱᐊᓗᓐᓂᒃ ᐃᓗᓕᖃᑲᐃᓐᓇᕐᖓᑦ ᐊᐱᖅᑯᑎᖓ. 

ᒪᕐᕉᓐᓂᒃ ᐃᓗᓕᖏᓐᓂᒃ ᐅᖃᐅᓯᖃᒐᓛᑲᐃᓐᓇᕐᓗᖓ 

ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑏᑦ ᑕᒪᒃᑯᐊ ᒪᓕᒐᓕᐅᖅᑎᐅᑉ 

ᐅᖃᐅᓯᕆᕋᑖᖅᑕᖏᑦ.  

 

ᐃᓚᖏᑦ ᐊᑐᖅᑕᐅᒋᐊᖃᙱᑎᑕᐅᔪᐃᑦ, ᒐᕙᒪᒃᑯᑦ 

ᖃᕆᓴᐅᔭᖏᓐᓄᑦ ᐅᖄᓚᐅᑎᕋᓛᖏᓐᓄᓪᓗ 

ᐅᓗᕆᐊᓇᖅᑐᖃᖅᑎᓪᓗᒍ 

ᐃᓵᖅᑕᐅᓚᕿᔪᖃᑐᐃᓐᓇᕆᐊᖃᕐᖓᑦ. ᑕᒪᐅᓇ 

ᑲᒪᒋᔭᐅᓲᖑᑦᑕᖅᑯᐃᑦ. ᐃᓪᓗᒃᑲᓐᓂᖓᓂᓪᓗᑦᑕᐅᖅ 

ᐊᔾᔨᒌᙱᑦᑐᕈᓘᔮᓘᒻᒪᑕ ᖃᕆᓴᐅᔭᓕᕆᔾᔪᑏᑦ. 

ᐅᖃᐅᓯᖃᖃᑦᑕᖅᓯᒪᒐᑦᑕᓗ ᐊᑐᐊᒐᓗᐅᕆᐊᓵᖅᑐᑕ 

ᑲᒥᓯᓇ ᐅᖃᐅᑎᖅᑲᐅᒐᑦᑎᒍᐃᓛᒃ. ᑕᒪᓐᓇ 

ᐱᓕᕆᐊᕆᒋᐊᕐᓂᖅᓴᕆᒋᐊᖃᕐᓂᐊᖅᑕᕗᑦ. 

 

ᐊᑐᐊᒐᓕᐅᕐᓗᓂᑦᑕᐅ ᒪᓕᒋᐊᖃᖅᐸᒻᒥᒐᑦᑎᒍ 

ᒪᓕᑦᑕᐅᑎᒍᓪᓗ ᐊᑐᐊᒐᓕᐅᕐᓂᕈᑦᑕ ᐊᒥᓱᓂᑦ 

ᖃᕋᓴᐅᔭᓕᕆᔨᔾᔪᑎᓂᑦ ᐊᑐᖁᔨᒍᓐᓃᖅᑐᓂᑦ 

ᓚᐃᓴᖃᓐᖏᒃᑯᑦᑕ. ᑕᐃᒪᓕ ᒪᓕᑦᑕᐅᖁᔨᓐᖏᓪᓗᑕ 

ᒪᓕᒃᑲᓗᐊᕐᒪᖔᑕ ᒪᓕᑦᑕᐅᖁᓐᖏᑕᑦᑎᓐᓂ 

ᒪᓕᑦᑕᐅᖁᓐᖏᓂᑦᑎᓐᓂ ᖃᐅᔨᒪᔾᔪᑎᖃᕆᐊᖃᕐᒥᒐᑦᑕ. 

ᐊᒻᒪ ᓱᒋᐊᖅᑕᐅᒍᓐᓇᕆᐊᖃᕋᔭᖅᑐᑎᑦ ᒪᓕᑦᑎᐊᖏᑦᑐᐃᑦ. 

ᑕᒪᐅᖓ ᑎᑭᑉᐸᓪᓕᐊᒐᓗᐊᖅᑐᒍᑦ ᖃᓄᖅ 

ᐊᖏᖅᑕᐅᒍᓐᓇᕋᔭᕐᒪᖔᑦᑕ ᖃᕋᓴᐅᔭᓕᕆᔨᔾᔪᑏᑦ 

ᒐᕙᒪᒃᑯᑦ ᐱᖁᑎᖏᓐᓂ ᐸᐸᑦᑎᒍᑎᐅᓗᑎᑦ. 

ᐊᓯᖃᕐᒥᒪᑦᑕᐅ ᑕᒪᓐᓇ ᐊᐱᖅᑯᑎᒋᕋᑖᕐᒥᔭᖓᓂᑦᑕᐅᖅ, 
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Mr. Mansell: We have not, Mr. Chair. Thank 

you. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chair. I’d just 

like to go to the commissioner to provide any 

insight that he might have on what we just 

heard. Thank you, Mr. Chair. 

 

Chairman: Commissioner Steele. 

 

Mr. Steele: Thank you, Chair. Yeah, I think 

there’s a risk here that we’re going to get 

confused, and I want to bring us all back to 

what the real issue is with non-disclosure 

agreements. The issue of releases that Mr. 

Mansell has just talked about, that’s not an 

issue. That’s not controversial. All the word 

“release” means is that the Government of 

Nunavut agrees to pay somebody, and in return 

the person being paid agrees never to sue the 

Government of Nunavut, right? That’s normal, 

that’s why you reach a settlement. It’s we pay 

you money, you agree not to sue us. That’s all 

the release is. Every settlement agreement 

would include a release. That’s just part of 

what it is. 

 

I want to bring us back to what the issue is. 

And that is that if, typically this will happen 

when something bad has happened, where 

there’s bad behaviour by somebody inside the 

government that gives somebody a right to sue, 

a right to go to court, and the government keeps 

it all quiet by saying we’ll pay you money, 

sometimes a lot of money, but you have to 

agree never to talk about what you saw, never 

to talk about what happened to you. It’s a way 

of covering things up, right? And it’s those are 

the kind of non-disclosure agreements that we 

should all be focusing on. (interpretation) 

Thank you, Mr. Chair. 

 

Chairman: Ms. Brewster. 

ᖃᓄᖅ ᐊᑦᑐᖅᑕᐅᓲᖑᒻᒪᖔᑕ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐊᑐᖃᑦᑕᖅᑲᑕ ᐊᑐᕆᐊᖃᓐᖏᑕᖏᓐᓂ 

ᖃᕋᓴᐅᔭᓕᕆᔨᔾᔪᑎᓂᑦ. ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᑕᐃᒃᑯᐊ 

ᑲᒪᒋᔭᐅᒋᐊᖃᓕᕋᔭᖅᑐᑦ ᓄᓇᕗᑦ ᒐᕙᒪᖏᑕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᐅᕝᕙᓘᓐᓃᑦ ᑳᓐᑐᓛᑦᑕᐅᓯᒪᔪᑦ 

ᑕᐃᒪᐃᑉᐸᑦ ᑳᓐᑐᓛᖓ ᕿᒥᕐᕈᐊᖅᑕᐅᒋᐊᕈᓐᓇᕋᔭᖅᑐᖅ.  

 

ᐊᖏᖅᑕᐅᓯᒪᔪᓄᑦ ᖃᓄᖅ ᐊᑐᖅᑕᐅᒍᓐᓇᕐᒪᖔᑕ 

ᓇᓗᓇᐃᖅᑐᖅᓯᒪᔪᖅᑕᖃᖅᑐᖅ. ᐃᓗᓕᖅᑐᓂᖅᓴᓂᖅᑕᐅ 

ᐊᑐᐊᒐᓕᐅᕆᐊᔅᓴᖅ ᐃᓱᒪᖅᓱᕋᓗᐊᕐᒥᔪᒍᑦ ᓱᓕ 

ᑕᐃᒪᐃᓘᓚᐅᓐᖏᓇᑦᑕ. 

ᖃᐅᔨᒪᒐᓱᐊᖏᓐᓇᕐᓂᐊᖅᑕᕋᓗᐊᕗᑦ ᐊᒻᒪ 

ᐱᔨᑦᑎᕋᐅᑎᓂᑦ ᐊᑐᐃᓐᓇᖃᕋᓗᐊᕐᒪᖔᑕ ᓚᐃᓴᓕᓐᓂᑦ 

ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᑦᑎᓐᓂ ᖃᓄᓕᒫᖅ 

ᐱᓕᕆᐊᕆᔭᕆᐊᓕᖏᑦᑕ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐱᓕᕆᔾᔪᑎᒋᔪᓐᓇᕐᓂᐊᕐᖓᒋᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᒥᔅᑕ ᓰᓕᐅᑉ 

ᐅᖃᓵᖅᑖᖓᓄᑦ, ᑖᓐᓇ ᐱᓇᓲᑎ ᖃᓄᖅ ᐊᑐᖅᑕᐅᓂᖓᓂ 

ᑖᓐᓇ ᖃᕋᓴᐅᔭᕐᒧᑦ ᐱᓇᓲᑎ. ᓲᕐᓗ ᑭᓇᒧᑦ happy 

birthday−ᒍᓂ ᑕᐃᒪᐃᓐᓇᐃᔭᕈᓘᔭᖅ ᐊᑐᕐᓂᓗᓐᖏᒻᒪᑦ. 

ᑭᓯᐊᓂ ᐊᑐᕐᓂᓗᑦᑕᐅᒍᓐᓇᕐᒪᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᐅᑉ 

ᒥᒃᓵᓄᑦ ᐅᓂᒃᑳᖅᑐᓂᑦ ᐊᑐᖁᔭᐅᓐᖏᒻᒪᑦ ᖃᓄᑐᐃᓐᓇᖅ 

ᐊᑐᐊᒐᐃᑦ ᒪᓕᑦᑐᒋᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓅᓕᖓᔪᑦ 

ᖃᓄᐃᓕᐅᓂᕋᐃᓕᖅᐸᑕ ᐃᒪᐃᒍᑕᐅᒍᓐᓇᖅᑐᖅ 

ᐃᓂᖅᑎᖅᑕᐅᒍᓐᓇᖅᑐᖅ ᓈᒻᒪᖏᓐᓂᖓᓂ 

ᐅᖃᐅᑎᔭᐅᓗᑎᓪᓘᓐᓃᑦ ᑖᓐᓇᓗ ᐱᓕᕆᕝᕕᒋᔭᖓ ᖃᓄᖅ 

ᐃᒪᐃᓕᑦᓯᒋᐊᕈᑎᒋᔪᓐᓇᓕᕐᓗᓂᔾᔪᒃ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ 

ᐊᐃᑉᐹ ᐊᐱᖅᓱᑲᓐᓂᕈᒪᓕᖅᑑᒐᓗᐊᖅ. 

ᑲᔪᓯᑦᓯᐊᓂᖃᑦᓯᐊᕐᓂᐊᕋᑉᑕ ᐃᓱᒪᓕᐅᕐᓂᐊᕋᒪ 

ᐃᒃᓯᕙᐅᑕᐅᓗᖓ ᓄᖅᑲᑲᐃᓐᓇᕐᓂᐊᕋᑦᑕ 

ᐅᓪᓗᕈᕐᒥᑕᕆᐊᖅᑐᕐᓗᑕ. ᐃᓕᑕᕆᓗᑎᒍᓪᓗ 

ᑐᓴᖅᑐᓕᕆᔨᕗᑦ ᑕᕝᕙᓃᑦᑐᖅ ᓇᓪᓕᐅᑎᔪᐊᐱᐅᒻᒪᑦ. 

Happy birthday. ᑕᕝᕗᖓ ᐅᑎᕐᓂᐊᖅᐳᒍᑦ 1-ᒦᓐᖔᖅ. 

ᖁᔭᓐᓇᒦᒃ. 

 

>>ᐸᑦᑕᑐᖅᑐᑦ 

 

ᓄᖅᑲᖓᓚᐅᑲᓐᓂᐊᖅᑐᒍᑦ, ᐅᑎᕐᓗᑕ 1:30-ᒥ. ᖁᔭᓐᓇᒦᒃ.  

 

>>ᓄᖅᑲᑲᐃᓐᓇᖅᑐᑦ 11:39 ᐱᒋᐊᒃᑲᓂᖅᑐᑎᑦ 13:30 
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Ms. Brewster: Thank you, Mr. Chair. I think it 

might be helpful to have some examples about, 

I think, why it would be important to publicly 

disclose information about those sorts of 

situations, and I just really want to be careful 

about how I say this. 

 

If there’s a workplace where there are 

individuals or employees who are perhaps 

sexually harassing other employees, whether 

it’s one other person or a group of people, I 

think it’s really important that in an effort to 

ensure a safe workplace for every employee 

that action be taken. And to my knowledge this 

does happen, and the Government of Nunavut 

and the other corporations do take action in 

order to address an issue like that, and there 

might be an investigation. 

 

And so, I think that it’s important for the public 

to know when this sort of thing does occur that 

providing reports on the actions taken can 

provide a sense of security for all employees to 

be reassured that action is being taken to ensure 

a safe workplace. So in that event, what I’m 

hearing is that if there is an event like that 

example where a person is behaving contrary to 

what should be happening in a workplace, to a 

code of conduct or a code of ethics, and action 

is taken to perhaps fire that person, or to 

support the targets of the abuse by coming to 

some sort of a settlement agreement in concert 

with the action taken on the alleged abuser, I 

think it’s important to provide that knowledge 

to the public so that the public has an idea of 

what – we know that the Deputy Minister of 

Health made a public apology to employees for 

the toxic work environment at the Department 

of Health. That was a very public action taken 

to reassure employees and to reassure the 

public that these issues, we’re aware of them 

and we’re taking action. 

 

So this act of publicly declaring when 

settlements are reached in this area I think are 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐅᓪᓗᒃᑯᑦ 

ᑲᑎᒪᓂᖅᐳᑦ ᐱᒋᐊᒃᑲᓐᓂᕈᓐᓇᓯᒻᒥᑉᐸᑦ. ᒐᕙᒪᒃᑯᑦ 

ᐊᐅᓚᓂᕆᔭᖏᑦ ᑮᓇᐅᔭᖁᑎᖏᓪᓗ, ᑲᓐᖑᓇᖅᑐᓕᕆᓂᖅ 

ᑲᒥᓴᓇᒧᑦ. ᐊᑎᖁᑎᓐᓃᑦᑐᖅ ᐊᐱᖅᓱᑐᑦᓴᓂᑦ, ᒥᔅᑕ 

ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᑕᐃᒪ 

ᐅᖃᐅᓯᕆᒃᑲᓐᓂᕈᒪᓪᓗᒍ ᒪᓕᒐᖅ ᐱᓗᐊᖅᑐᒥ ᑖᓐᓇ 

ᐱᓗᐊᖅᑐᒥᒃ ᑖᓐᓇ ᑲᓚᐅᕋᐅᑉ ᒪᓕᒐᖓ ᑖᒃᑯᐊ 

ᐅᖃᐅᓯᐅᔪᔪᑦ ᐊᕐᕌᓂ ᐊᐱᖅᑯᑎᒋᖅᑳᕐᓗᒍᖅᑲᐃ 

ᒐᕙᒪᒃᑯᓐᓄᑦ.  

 

ᐱᖁᔭᑦᓴᖅ 59 ᐋᖅᑭᒋᐊᕈᑏᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᖅ ᐃᑦᓯᕙᓂᖃᖅᑎᓪᓗᑕ ᐲᖅᑕᐅᔪᒻᒪᑦ. ᒥᓂᔅᑕᐅᔪᖅ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓂ ᐲᖅᓯᔪᔪᖅ ᐱᖁᔭᑦᓴᒥ 

ᐅᖃᔪᒻᒪᑦ ᐃᓱᒪᓕᐅᕈᑕᐅᔪᒻᒪᑦ ᐱᖁᔭᑦᓴᖅ 59 

ᐊᑦᑐᐃᓐᓂᓪᓗᑐᐃᓐᓇᕆᐊᖃᕐᒪᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᑲᒥᓯᓇᐅᑉ ᐅᖃᐅᓯᕆᓯᒪᔭᖏᓐᓄᑦ ᒪᓕᓪᓗᒋᑦ. ᑐᖏᓕᐅᔪᖅ 

ᐅᓂᒃᑳᕈᓐᓇᖅᐸ ᑖᓐᓇ ᐃᓱᒫᓘᑕᐅᓯᒪᔪᖅ 

ᑲᒪᒋᔭᐅᕙᓪᓕᐊᓯᒪᒻᒪᖔᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒪᓐᓴᓪ. 

 

ᒪᓐᓴᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᖅᐸᕋ ᐊᐱᕆᑦᓯᐊᕐᒪᑦ. ᑖᓐᓇ ᐱᖁᔭᑦᓴᖅ 

ᐲᖅᑕᐅᓚᐅᖅᓯᒪᒻᒪᑦ ᐃᑉᐸᑦᓴᖅ ᐅᖃᐅᓯᖃᓚᐅᕋᑦᑕ 

ᒐᕙᒪᒃᑯᑦ ᕿᒥᕐᕈᓪᓚᕆᓕᕐᒪᔾᔪᒃ ᓴᐳᔾᔭᐅᓯᒪᓂᖃᖁᓪᓗᒍ 

ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ 

ᐅᖃᖃᑎᒌᓐᓂᖃᑦᓯᐊᕐᓂᖃᕆᐊᖃᖅᖢᓂ ᑲᒥᓯᓇ 

ᐃᓚᒋᓗᒍ. ᓇᓕᖏᓪᓗ ᐱᖁᔭᑦᓴᒦᑦᑐᖅ 59−ᒦᑦᑐᑦ 

ᓈᒻᒪᓇᔭᕈᑎᒃ ᓯᕗᒧᐊᒋᐊᖃᖅᑐᕆᔭᐅᒍᑎᒃ 

ᐃᓚᓕᐅᑎᔭᐅᓇᔭᖅᖢᑎᒃ ᑭᖑᓪᓕᕐᒥ ᒐᕙᒪᐅᓛᓕᖅᑐᓂ. 

ᑕᐃᒪᓐᓇ ᑲᔪᓯᒋᐊᕈᒪᓇᔭᖅᐸ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᒪᓐᓴᓪ. 

ᐅᑎᕐᕕᒋᑐᐃᓐᓇᕐᒥᓗᒍ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᒥᓂᔅᑕ 

ᓇᕝᕚᕈᓐᓇᕐᓂᖅ ᑐᓴᕋᑦᓴᓂᖅ 

ᓄᑖᙳᕆᐊᖅᑕᐅᒋᐊᖃᖅᓯᒪᓐᓂᕐᒪᑦ. ᑭᓱ 

ᐋᖅᑭᒋᐊᕈᑎᑦᓴᓪᓚᑦᑖᑦ ᐃᓱᒪᑦᓴᖅᓯᐅᕈᑕᐅᓯᒪᕙ 

ᐱᖁᔭᒃᓴᒧᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒪᓐᓴᓪ. 
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really important, and I wonder if I could ask the 

Government of Nunavut why this isn’t 

currently reported on. Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. I’ll speak 

a bit to it, and then Ms. Power might have some 

additional information. 

 

When we’re talking about these situations 

which the government takes very seriously, it’s 

vital to ensure that any witnesses as well as the 

complainant feel that their information is going 

to be confidential. Individuals may be reluctant 

to step forward or reluctant to serve as 

witnesses if their identity might become public 

or the investigation report might become 

public. So that’s a serious concern with this 

kind of information. But through you, Mr. 

Chair, Ms. Power might provide some more 

information. 

 

Chairman: Thank you. Please proceed, Ms. 

Power. 

 

Ms. Power: Thank you, Mr. Chair. And I thank 

the member for the question. It’s certainly an 

area of concern. I think there’s a couple of 

things in your example. So if we do an 

investigation in a workplace, all the individuals 

who are involved, either witnesses, 

complainants, are all advised of the 

investigation. They’re all asked to respect 

confidentiality while we investigate. We can’t 

have people talking about the issue among 

themselves while we investigate. That ensures 

due process for everybody involved. 

 

The other point is that to my knowledge, I’ve 

been involved in the GN for a long time, with 

HR for eight-plus years. I have never known us 

to do a non-disclosure agreement with an 

individual to say if you say you are harassed, 

you cannot speak about that. That’s not the way 

the GN works. The example you gave of sexual 

ᒪᓐᓴᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᓇᐃᓈᕈᑕᐅᓯᒪᔪᑦ ᐅᓂᒃᑳᕆᔭᐅᓂᖏᑦ ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂᐅᑉ 

ᐅᓂᒃᑳᕆᑲᐃᓐᓇᕈᓐᓇᕈᓂᒋᑦ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ. 

 

ᐅᐃᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

ᐊᔾᔨᒌᙱᑦᑐᑦ ᕿᒥᕐᕈᕙᓪᓕᐊᔭᕗᑦ. ᓇᒥ 

ᐃᒪᐃᓕᖓᖁᔨᓇᑕ ᐊᖏᖅᓯᒪᒋᐊᖅᓯᒪᙱᑦᑐᒍᑦ ᓲᕐᓗ 

ᐱᔪᓐᓇᕐᓂᖃᖅᑎᑕᐅᓂᖅ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓄᓪᓗ 

ᐅᓂᒃᑳᓕᐅᖅᐸᒋᐊᖃᕐᓃᑦ ᖃᓄᕐᓗ ᐊᔾᔨᒌᙱᑦᑐᑦ 

ᑲᒪᒋᔭᐅᕙᓐᓂᖏᑦ.  

 

ᑭᓱᓕᒫᒐᓴᐃᑦ ᑕᒪᐃᓐᓄᒐᓚᒃ ᑕᐅᑐᒐᓱᑦᓱᑎᒍᑦ 

ᒪᓕᒐᐅᔪᓂᓗ ᓄᓇᕐᔪᐊᓕᒫᒥ ᒐᕙᒪᖃᕐᕕᐅᔪᓂ ᖃᓄᕐᓕ 

ᐱᐅᓛᒥᒃ ᐱᐅᓯᖃᕋᓱᑦᓯᒪᒻᒪᖔᑕ. 

 

ᐃᒫᒃ ᐲᕋᓱᓪᓗᒋᑦ ᐱᓯᒪᙱᑦᑐᒍᑦ ᑭᓯᐊᓂ ᐱᐅᓛᒥᒃ 

ᑕᐅᑐᒐᓱᑦᓱᑕ ᐊᓯᖏᓐᓂᓪᓗ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᒃ ᑕᐅᑐᒃᖢᑕ 

ᐊᕕᑦᑐᖅᓯᒪᓂᐅᔪᖅ ᑲᓇᑕᒥ ᖃᓄᖅ ᐱᐅᓛᒥᒃ 

ᐊᑑᑎᖃᕈᓐᓇᖅᑐᒥᒃ ᓄᓇᕗᒻᒧᑦ ᑕᐅᑐᒃᖢᑕ 

ᐊᑕᖏᕐᔫᒥᔪᒥᓪᓗ ᐋᖅᑮᔪᒪᓪᓗᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᐄ’, 

ᐃᓱᒪᑦᓴᖅᓯᐅᕈᑕᐅᓂᖓ ᑐᓴᖅᖢᒍ.  

 

ᒥᔅᑕ ᒪᓐᓴᓪ ᐅᖃᖅᑲᐅᒻᒪᑦ ᒫᓐᓇ ᒪᓕᒐᑦᓴᐅᔪᖅ 

ᐅᖃᐅᓯᐅᕙᓪᓕᐊᓂᖓᓂᒃ ᐊᐱᖅᑯᑎᖃᓕᕐᓚᖓ 

ᑐᓴᖅᑐᓕᕆᓂᕐᒧᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐅᖃᖃᑎᒌᓐᓂᖃᖅᐸᓪᓕᐊᑎᓪᓗᓯ ᐃᓚᐅᓯᒪᕙ?  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒪᓐᓴᓪ. 

 

ᒪᓐᓴᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑐᑭᓯᓇᑦᓯᐊᕌᖓᑦ 

ᐅᖃᖃᑎᒌᓐᓂᖃᖅᐸᓪᓕᐊᔪᒫᕐᖓᑦ ᑲᒥᓯᓇ 

ᐃᓚᒋᔭᐅᔪᒫᖅᐳᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᐊᐱᖅᑯᑎᒋᓕᕐᒥᓚᒍ ᑲᒥᓯᓇᒧᑦ ᐅᖃᓚᐅᕋᕕᑦ ᐃᒡᓗᒧᑦ 

ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑎᓂᓪᓗ ᓄᓇᕗᒻᒥ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ 

ᐱᖁᔭᖅ ᐱᑐᖃᐅᒻᒪᑦ ᓄᑖᙳᕆᐊᖅᑎᕆᐊᖃᕐᒪᑦ. 
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harassment by an individual against the people 

in it the office, the individual would be 

terminated. They would be subject to a 

confidentiality clause, maybe a release, but not 

the individuals who made the complaint. That’s 

never something we would do. 

 

Releasing the information, I think we probably 

do release, in our public service annual report, 

there may be some numbers around 

investigations. But we also need to be sure that 

we protect the people. So I wouldn’t say that 

we did an investigation of the Department of 

Health today and this is what happened, just to 

ensure everybody’s protected. Thank you, Mr. 

Chair. I hope that answers your question. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: So I understand that when 

we’re talking about data and maybe a small 

data set, that there’s always the concern that 

people might be able to parse out who the 

individuals are that are being reflected in the 

statistics. 

 

I just want to go back to Mr. Mansell’s 

response. Part of public disclosure about those 

actions is to reassure complainants that action 

will actually be taken on their issues of 

concern, and especially when it comes to, I 

mean, I gave the example of sexual harassment. 

It could be an example of a teacher who has 

vulnerable children that they may have 

targeted. When it comes to bringing to light 

issues of concern like that, complainants want 

to be reassured that there’s evidence of action 

having been taken in the past to reassure people 

that they can come forward and that their 

concerns will be taken seriously and acted 

upon. 

 

I’d just like to go back to Mr. Mansell about 

that response, saying what you said about it’s 

important not to disclose that information. 

Thank you, Mr. Chair. 

ᓇᓕᒧᑦᓯᐊᓕᖁᑉᓗᒍ ᐊᐅᓚᓂᕆᕙᑦᑕᖓᑕ ᒐᕙᒪᒃᑯᑦ. 

ᐅᖃᖅᓯᒪᒐᕕᑦ ᑐᓴᖅᑐᓕᕆᓂᖅ ᐱᕙᓕᐊᓯᒪᓪᓚᕆᒻᒪᑦ 

ᖃᕋᓴᐅᔭᒃᑯᓪᓗ ᐱᓇᓲᑏᑦ ᓲᕐᓗ ᐃᓱᒪᓇᓐᖏᑦᑐᒧᑦ 

ᐱᕙᓕᐊᒻᒪᑕ ᑕᐃᒫᒃ ᐊᔾᔨᐅᕆᕙᓐᓂᒥᓪᓗ 

ᐅᖃᐅᓯᕙᑦᑐᓂᓪᓗ.  

 

ᑭᓱᓪᓚᑦᑖᓂᓪᓕ ᐋᖅᑭᒋᐊᖁᔨᓇᔭᖅᐱᑦ 

ᓄᑖᙳᕆᐊᖅᑕᐅᓐᓇᔭᖅᐸᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓯᑎᐅᓪ. 

 

ᓯᑎᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᒪᓐᓇᓪᓗᐊᖅ ᐃᒪᐃᒋᐊᖃᕋᔭᖅᑐᖅᑲᐃ ᑖᓐᓇ ᐱᖁᔭᒃᓴᖅ 

ᑐᓴᖅᑐᓕᕆᓂᕐᒨᖓᔪᖅ ᑕᑯᑎᑦᓯᔭᕆᐊᖃᖅᑐᖅ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᐊᐅᓚᓂᕆᕙᑦᑕᖓᓐᓂ ᐅᓪᓗᒥ? 

2025−ᖑᓕᖅᑐᒥ ᑲᓇᑕᒥ ᓇᕝᕚᕈᓐᓇᕐᓂᖅ ᑐᓴᕋᒃᓴᓂᑦ 

ᐱᖁᔭᐃᑦ 1980−ᖏᓐᓂ ᐱᒋᐊᓕᓚᐅᖅᓯᒪᔪᑦ. 

ᓯᕗᓪᓕᖅᐹᒥ ᒪᓕᒃᖢᑎᒃ ᑕᐃᑦᓱᒪᓂ ᒪᓕᒐᐅᕙᓚᐅᖅᑐᓂᑦ. 

ᑐᓴᕋᒃᓴᐃᑦ ᒪᑯᐊᓗ ᐱᓇᓲᑏᑦ ᐱᕙᓪᓕᐊᑎᓪᓗᒋᑦ 

ᑕᐃᑦᓱᒪᓂᐊᓘᓕᖅᑐᖅ.  

 

ᓄᓇᕗᒻᒥᓪᓗ ᒪᓕᒐᖅ ᑎᒍᔭᐅᓯᒪᒻᒪᑦ ᓄᓇᑦᓯᐊᒥ, 

ᓄᓇᑦᓯᐊᒥᓪᓗ ᒪᓕᒐᐅᔪᖅ ᒪᓕᒐᓪᓗᐊᑕᕆᔭᐅᔪᖅ 

1994−ᒥ ᐱᓯᒪᒻᒪᑦ. ᑖᒃᑯᓂᖓ ᐃᓐᓇᐅᓂᖅᓴᐅᔪᓯᒍᑦ 

ᐅᑭᐅᑦ 30−ᓗᐊᖅᑐᑦ ᖃᓄᐃᑦᑑᓚᐅᕐᒪᖔᑎᒃ 

ᑐᓴᖅᑎᑦᓯᔾᔪᑏᑦ.  

 

ᐊᔾᔨᒋᙱᑦᑎᐊᖓᓃᓕᕋᑦᑕ ᓄᓇᕐᔪᐊᑎᓐᓂ ᖃᓄᖅ 

ᑐᓴᕋᒃᓴᐅᔪᑦ ᖃᓄᖅ ᓇᓪᓕᐊᓐᓄᕋᖅᑕᐅᕙᓕᖏᓐᓂ 

ᐊᑐᖅᑕᐅᕙᓕᕐᓂᖏᓐᓂ. ᒪᓕᒐᖃᕆᐊᖃᓕᖅᐳᒍᑦ 

ᓄᑖᖑᓕᖅᑐᒥᑦ ᑐᓴᐅᑎᓕᕆᔾᔪᑎᓂᑦ.  

 

ᐊᐃᑉᐹᓗ ᑭᐅᔾᔪᑎᒋᓐᓄ, ᐊᐱᖅᑯᑎᒋᔭᓐᓄᑦ, ᐃᑉᐸᒃᓴᖅ 

ᐅᖃᐅᓯᐅᔪᒧᑦ ᖃᓄᓪᓚᑦᑖᖅ ᑲᙳᓇᖅᑐᓕᕆᓂᖅ 

ᐱᖁᔭᐃᑦ ᐱᓇᔭᕐᓂᖏᓐᓂ ᕿᓄᓇᔭᖅᐳᖓ ᒐᕙᒪᒃᑯᑦ 

ᒪᓕᒐᓕᐅᕐᕕᓪᓗ ᐃᒫᒃ ᓄᑖᒥᑦ ᒪᓕᒐᓕᐅᑐᐃᓐᓇᖏᓪᓗᑎᑦ. 

ᐊᓯᖏᑦ ᒐᕙᒪᖃᕐᕕᐅᔪᑦ ᑐᒡᓕᐊᓂ ᐱᖓᔪᐊᓂ 

ᑎᓴᒫᓂᓪᓘᓐᓃᑦ ᑭᖑᓕᕇᑦᑐᓂᑦ ᒪᓕᒐᖃᕐᓕᕇᕐᒪᑕ 

ᐃᖏᕐᕋᑦᓯᐊᕈᓐᓇᖅᑐᓂᑦ ᖃᐅᔨᒪᔪᑦ 

ᐃᖏᕐᕋᑦᑎᐊᖏᔾᔪᑎᐅᒍᓐᓇᖅᑐᓂᑦ. ᑕᕝᕙ ᒥᑭᔫᓪᓗᓂ 

ᒐᕙᒪᖃᕐᕕᐅᓂᕗᑦ ᓱᒻᒪᓪᓕ ᐊᕕᑦᑐᖅᓯᒪᔪᑦ ᓲᕐᓗ 

ᐋᓐᑎᐅᕆᔪᒥᑦ ᐊᕙᑎᐅᓗᐊᖅᑐᑦ ᐅᑭᐅᑦ ᑐᑭᓯᒐᓱᐊᖅᓱᑎᒃ 

ᒪᓕᒐᐅᔪᒃᓴᐅᒐᔭᙳᐊᖅᑐᓂᑦ 

ᐃᓕᓐᓂᐊᕈᑎᒋᔭᕆᐊᖃᖅᑕᕗᑦ.  

 

ᐃᒫᒃ ᐱᖃᙱᑦᑐᒥᑦ ᐱᓯᒪᔭᐅᙱᑦᑐᒥᑦ 

ᐱᒋᐊᓕᖅᑭᓕᙱᓪᓗᑕ ᐊᕐᕌᒍᒃᑲᓐᓂᖅ ᐊᕙᑎᓄᑦ 
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Chairman: Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. I thank 

the member, and just for some clarification, I 

was focusing on it would be important not to 

disclose the identity of the complainant and the 

witnesses. That was really what I was focusing 

on. I do agree with the member that if someone 

makes a complaint and it’s founded, they 

should know that follow-up and what occurred 

to address that situation. Thank you, Mr. Chair. 

 

Chairman: Thank you. And I do apologize to 

Mr. Steele. He wanted to provide a little bit of 

additional information on Ms. Brewster’s 

previous question. Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chair. I wanted to 

start by saying that we all have to remember 

that the reason this comes up is because public 

money is being spent, and generally speaking, 

when the public’s money is being spent, the 

public deserves to know why it is being spent. 

So the reason that it comes up in the context of 

non-disclosure agreements is because let’s 

remember what these non-disclosure 

agreements say: We will pay you money, and 

in exchange you must keep quiet. You agree by 

contract never to talk about what you’ve seen. 

 

Now, you’re right, Member, it would be sexual 

harassment, it might be a whistleblower who 

has seen financial irregularity, who’s seen a 

toxic workplace, who sees something that 

shouldn’t happen. And the reason why these 

non-disclosure agreements are bad is because 

they protect the powerful at the expense of the 

victim by forcing the victim to stay quiet. 

 

The point I wanted to make, Mr. Chair, is to me 

this whole issue is not really about reports and 

statistics. It’s not really about what should the 

government be reporting or not reporting or 

what statistics are acceptable and what statistics 

are not acceptable. What we should focus on, in 

ᐱᓕᖅᑭᑐᐃᓐᓇᕋᔭᕋᑉᑕ ᑐᑭᓯᒐᓱᓪᓗᑕ. ᐃᓕᓴᐃᓂᖅ 

ᐊᔪᕐᓇᙱᓂᖅᓴᐅᒐᕐᒪᑦ ᑲᔪᓯᑎᒋᐊᖓᓗ ᒪᓕᒐᖅ 

ᐊᔪᕐᓇᙱᓂᖅᓴᐅᒐᔭᕐᒪᑦ. ᑖᒃᑯᓂᖓᔅᓴᐃᓐᓇᖅ 

ᑕᐃᒎᓯᐅᒐᔭᖅᑐᑦ ᐊᑐᕋᑉᑎᒍ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᑦ.  

 

ᐃᒫᒃ ᐊᑐᓕᖁᔨᒐᔭᕈᑉᑕ ᐊᓪᓛᒃ ᑐᓴᖅᑐᓕᕆᔨᐅᔪᓄᑦ 

ᑲᒥᓴᓇᐅᔪᑦ ᑲᓇᑕᒥ. ᒐᕙᒪᖃᕐᕕᐅᔪᓂᑦ ᓇᓕᐊ 

ᐱᐅᓂᖅᐹᒥᑦ ᒪᓕᒐᖃᖅᑐᑦ ᓅᐸᓪᓛᑦ ᓛᐸᑐᐊᖑᒻᒪᑦ. 

ᑕᐃᒪᐃᓗᐊᓚᕿᔪᖅ ᒪᓕᒐᖏᓐᓂ ᑲᒪᓯᒋᐊᕐᓂᑰᒻᒪᑕ, 

ᕿᒥᕐᕈᓂᖃᑦᓯᐊᕆᐊᖃᓲᖑᓪᓗᑎᑦ ᐅᑭᐅᑦ ᑕᓪᓕᒪᑦ 

ᐊᓂᒍᕌᖓᑦ. ᑕᕝᕙ ᓄᑖᕈᖏᐊᑦᓴᐃᓐᓇᕐᒪᓪᓗ ᒪᓕᒐᖓᑦ 

ᐃᖏᕐᕋᑦᓯᐊᖅᑐᓂᓗ. ᐆᑦᑑᑕᐅᔪᓐᓇᕈᑎᒃ ᑖᒃᑯᐊ 

ᐆᑦᑐᑦᓯᐊᕙᐅᓂᖅᐹᖑᖅᑰᖅᐳᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑖᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᑭᐅᔾᔪᑎᓄᑦ ᒥᔅᑕ 

ᓯᑎᐅᓪ. ᓱᓕ ᐃᓚᒋᐊᕈᒪᑐᐃᓐᓇᖅᑕᕋ ᐅᑭᐅᑦ 30 

ᑐᓴᖅᑎᑦᑎᔾᔪᑏᑦ ᓂᓐᑕᓐᑐᒥ ᐱᓐᖑᐊᕈᑎᖃᖅᑎᓪᓗᒍ 

ᐱᕙᓚᐅᖅᓯᒪᒐᒪ.  

 

ᑭᓕᐅᕋᐅᑉ ᒪᓕᒐᖓ ᐊᐱᖅᑯᑎᒋᓂᐊᓕᕋᒃᑯ ᒐᕙᒪᒃᑯᓐᓄᑦ. 

ᒐᕙᒪᒃᑯᑦ ᑭᐅᔾᔪᑎᖓ ᑲᑎᒪᔨᕋᓛᓄᑦ ᐊᕐᕌᓂ 

ᐃᖅᑲᖅᑐᐃᔪᓕᕆᔨᒃᑯᓐᓂᑦ ᐱᕙᓕᐊᑦᓴᐃᓐᓇᕐᒪᑕᒎᖅ 

ᑭᓕᐅᕋᐅᑉ ᒪᓕᒐᖓ ᓴᓇᔭᐅᕙᓪᓕᐊᑦᓴᐃᓐᓇᕐᖓᑦ ᐊᓯᖏᑦ 

ᒐᕙᒪᖃᕐᔪᐅᔪᓂᑦ ᖃᓄᖅ ᐊᑑᑎᖃᕈᓐᓇᕐᒪᖔᖅ ᓄᓇᕗᒻᒧᑦ 

ᖃᓄᐃᓕᖓᓕᖅᐸᓪᓕ ᑕᒪᓐᓇ ᐱᓕᕆᐊᕆᔭᐅᓯᒪᓂᖓ? 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓵᑕᒃ.  

 

ᓵᑕᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᓪᓗ 

ᐊᐱᕆᒻᒪᑦ.  

 

ᑭᓕᐅᔅ ᒪᓕᒐᖓ ᕿᒥᕐᕈᑦᑎᐊᖅᓯᒪᓕᖅᑕᕗᑦ, 

ᒪᓕᒐᕈᓯᐅᔪᓕᒫᓂᒃ ᑕᕝᕙᓂ ᐊᑐᓕᖅᑎᑕᐅᒐᔭᕐᓂᖓᓗ. 

ᒪᕐᕉᖅᑲᐃ ᑐᓴᕈᒥᓇᕋᔭᖅᐳᑦ ᓄᓇᕗᒻᒧᑦ ᕿᒥᕐᕈᓯᒪᔭᓐᓂᒃ. 

ᒫᓂᑑᐸ ᒐᕙᒪᖃᕐᕕᖓᓐᓂ ᖃᓄᖅ ᐱᑎᒋᓂᖓ 

ᑐᔅᓯᕋᕈᑎᐅᓯᒪᓂᖓ ᒪᓕᒃᑐᒍ ᑲᑎᒪᔨᐊᓛᓄᑦ. ᐊᒻᒪᓗ 

ᐊᐃᑉᐸᕇᓂᒃ ᐱᓂᕐᓗᒃᐸᓐᓃᑦ ᕿᑐᕐᖓᕆᔭᐅᔪᓂᓪᓗ 

ᓄᑕᖅᑲᓂᒃ; ᐊᒻᒪᓗ ᓅᐸᓐᓛᓐ ᓛᐸᑐᐊᒥᓗ 

ᒥᑭᓛᖑᖃᑕᐅᒻᒪᑦ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᒃ ᐊᑐᓕᖅᑎᑦᓯᕙᑦᑐᑦ 

ᒪᓕᒐᕐᒥᒃ. ᑖᒃᑯᐊ ᐆᑦᑑᑏᒃ ᒪᕐᕉᒃ ᕿᒥᕐᕈᒐᓱᔅᓯᒪᔭᕗᑦ 

ᐅᖃᖃᑎᒋᓪᓗᑎᒍ ᑭᐅᔭᐅᔅᓰᕙᑦᓱᑕ.  

 

ᓲᕐᓗ ᒫᓂᑑᐸᒥ ᓱᓕ ᐊᑐᓕᙱᑦᑑᒐᓗᐊᖅ ᑭᓯᐊᓂ 

ᐅᖃᐅᓯᖃᖅᐸᓪᓕᐊᓪᓗᑕ ᐃᖏᕐᕋᓂᖓᓂᒃ ᖃᓄᖅ ᑭᓱᑦ 
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my opinion, is that we must never force victims 

to keep quiet. If victims want to stay quiet, 

that’s their right. To Mr. Mansell’s point, you 

can’t, sometimes confidentiality is exactly what 

victims want. 

 

But if something bad has happened, and a 

victim is ready to talk about it to MLAs, to 

journalists, to whomever in public, they should 

be able to talk about it because it’s public 

service and public money. Thank you, Mr. 

Chair. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you for that response, 

Commissioner Steele. I think you bring up a 

very important point, and you did use the term 

“victim” right now just now; however, you 

know, when it does come to whistleblowers, for 

example, that person might be better described 

as a knowledge holder. And so, yeah, that does, 

to me, make sense to be able to ensure that 

somebody who has knowledge of wrongdoings 

or potential wrongdoings to have the ability to 

speak to the issue and bring it to the public’s 

attention. And so I suppose, I see Mr. Steele 

has, maybe has a comment. No. He’s just 

waving his pen. 

 

So I guess to close off the discussion on my 

part, I would like to seek some assurance that 

there is some kind of a disclosure, of course, 

because these are public funds and actually 

sometimes it might not involve an exchange of 

money but, you know, I would like to have 

some reassurance that there is a reporting 

mechanism in place that ensures that at the very 

least that MLAs are aware that certain issues 

take place and decisions are made about these 

sort of issues and that we get the information 

that this has occurred. Thank you, Mr. Chair. 

 

Chairman: Thank you. Mr. Mansell. 

 

ᑐᓴᕋᔅᓴᐃᑦ ᓇᕝᕚᖅᑕᐅᒐᓱᒍᓐᓇᕐᒪᖔᑕ ᓅᐸᓐᓛᓐ 

ᓛᐸᑐᐊᒥᓗ ᐃᒻᒪᖄ ᓄᓇᕗᑦ ᐊᖏᔫᙱᒻᒪᑦᑕᐅᖅ 

ᓄᓇᕗᒻᒥ ᑕᑯᒍᓐᓇᕋᔭᙳᐊᖅᑰᕐᒥᔭᕗᑦ.  

 

ᐋᐳᑕ ᓴᔅᑳᑦᑐᐋᓐ ᑕᐃᒃᑯᐊᓗ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᒃ 

ᐊᑐᓕᖅᑎᑦᑎᓯᒪᔪᓂᒃ ᒪᓕᒐᒥᓂᒃ ᐊᖏᓂᖅᓴᐅᓪᓗᑎᓪᓕ 

ᐃᒻᒥᒃᑯᑦ ᑎᒥᖁᑎᖃᖅᑐᑎᒃ ᑲᑎᒪᔨᓂᒃ ᕿᒥᕐᕈᓲᖑᓪᓗᓂ 

ᑐᒃᓯᕋᖅᑐᓂᒃ ᑐᓴᕋᔅᓴᓂᒃ. ᑭᓇᒥᒃ ᓇᕝᕚᕈᒪᓐᓂᕈᑎᒃ 

ᑐᓴᕋᔅᓴᒥᒃ ᐸᓖᓯᒃᑯᓐᓂᒃ ᕿᒥᕐᕈᒍᓐᓇᕐᓗᑎᔾᔪᒃ.  

 

ᓅᐸᓐᓛᒥᑦᑕᐅᖅ ᑖᒃᑯᐊ ᓛᐸᑐᐊᕐᒥᓗ ᑕᐃᒃᑯᐊ ᐸᓖᓯᒃᑯᑦ 

ᑕᐃᒃᑯᐊ ᐱᓕᕆᖃᑕᐅᒻᒥᔪᑦ ᓅᐸᓐᓛᒥᐅᑦ ᐸᓖᓯᖏᑦ, 

ᑕᐃᑦᑎᐊᕈᓐᓇᙱᓐᓇᒃᑯ. ᖁᔭᓐᓇᒦᒃ. ᑖᒃᑯᐊ ᒪᕐᕉᒃ ᑖᒃᑯᐊ 

ᒐᕙᒪᖃᕕᒃ ᓴᔅᑳᑦᑐᐋᓐᓗ ᑲᑎᒪᔨᕋᓛᖃᖅᑐᑦ ᐃᒻᒥᑰᖅᑐᒥᒃ 

ᐊᓪᓚᕝᕕᓕᕆᔾᔪᑎᓂᒃ ᐸᐃᑉᐹᓕᕆᔾᔪᑎᖃᖅᖢᑎᒃ, 

ᓅᐸᓐᓛᓐᒥ ᓛᐸᑐᐊᒥ ᑖᒃᑯᐊ ᐸᓖᓯᒃᑯᑦ ᑎᒥᖁᑎᒋᔭᖓᑦ 

ᑕᒪᒃᑯᐊ ᕿᒥᕐᕈᓇᖃᑦᑕᖅᑐᑦ ᐊᑦᑕᕐᓇᕐᒪᖔᑕ 

ᕿᒥᕐᕈᓇᒃᑎᐅᖃᑦᑕᖅᑐᖅ ᖃᐅᔨᓴᐃᓪᓗᑎᒃ.  

 

ᐃᓱᒪᓕᐅᕈᑎᓕᐅᓚᐅᙱᑦᑑᒐᓗᐊᖅ ᑭᓯᐊᓂ ᑖᒃᑯᐊ 

ᐱᓕᕆᖃᑎᒋᖃᑦᑕᖅᑕᕗᑦ ᑖᒃᑯᐊ ᐱᓪᓗᒋᑦ. ᐊᒻᒪ 

ᐱᓕᕆᖃᑦᑕᖅᓯᒪᔪᒍᑦ ᑐᔅᓯᕋᕐᒪᑕ ᑐᓴᒐᒃᓴᓂᒃ ᑎᑎᖅᑲᓂᒃ 

ᐱᔪᒪᓪᓗᑎᒃ ᑖᓐᓇ ᐸᓖᓯᒃᑯᓐᓂᒃ ᑎᒍᒥᐊᖅᑕᐅᒃᐸᑦ 

ᑕᐃᓐᓇ ᑎᑎᕋᖅ ᐋᓐᓂᖅᓯᕆᓂᕐᒧᑦ ᐊᖏᕐᕋᕆᔭᐅᔪᓂᒃ 

ᐱᓐᓂᖅᐸᑦ ᐃᖅᑲᖅᑐᖅᑕᐅᓚᐅᕐᓗᓂ ᑎᒍᔭᐅᔪᖃᕐᓂᖅᐸᑦ 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᑮᓇᐅᔭᓕᐊᖏᓪᓗ ᐊᒻᒪ ᐅᓂᒃᑳᓪᓘᓐᓃᑦ 

ᓴᖅᑭᑕᐅᓗᑎᒃ ᐃᓄᒻᒧᑦ ᐊᑕᐅᓯᕐᒧᑦ ᑐᕌᖓᔪᑦ 

ᐊᑐᖅᑕᐅᔪᓐᓇᖅᑐᖅ. ᑲᑎᒪᖃᑎᒋᔭᐅᓗᑎᒃ ᐸᓖᓯᒃᑯᑦ. 

ᐸᓖᓯᒃᑯᑦ ᑖᒃᑯᐊ ᕖ−ᑎᕕᓴᓐ ᐸᓖᓯᒃᑯᖏᑦ ᓄᓇᕗᑦ. 

ᐊᑐᓕᕈᓐᓇᕐᓂᐊᕐᒪᖔᑕ ᐃᓚᖏᓐᓂᒃ ᑕᒪᒃᑯᓂᖓ 

ᐃᓚᖏᓐᓂᒃ ᐱᖁᔭᖏᓐᓂᒃ ᐊᑐᓕᖅᑎᑦᑎᔾᔪᑎᖏᓪᓗ 

ᑭᓕᐅᔅ ᐱᔾᔪᑎᒋᓪᓗᒍ. ᑖᓐᓇ ᐅᖃᐅᓯᕆᔭᐅᓕᖅᑐᖅ 

ᐱᔭᕐᓂᕐᓂᖅᓴᐅᓕᖅᑐᖅ 2021-ᖑᑎᓪᓗᒍ ᒪᓕᒐᕋᓛᑦ 

ᐋᖅᑭᒋᐊᖅᑕᐅᓕᕐᒪᑕ ᒐᕙᒪᑐᖃᒃᑯᑦ ᒪᓕᒐᕋᓛᖓᑦ 

ᐋᖅᑭᒋᐊᖅᑕᐅᓚᐅᖅᑐᑦ. ᑕᐃᒃᑯᐊ ᑭᓕᐅᔅ ᒪᓕᒐᖓ 

ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᑲᓇᑕᓕᒫᒥ.  

 

ᑖᒃᑯᐊ ᐱᓕᕆᖃᑎᒋᔭᕗᑦ ᒐᕙᒪᐅᔪᑦ ᒫᓂᑑᐸᒥ ᑖᒃᑯᐊ 

ᐱᖁᔭᕐᔪᐊᖓ ᐊᓂᒍᖅᑎᑕᐅᓚᐅᖅᑐᖅ 2022-ᒥ. 

ᒪᓕᒐᕋᓛᖏᑦ ᒫᓐᓇ ᓴᓇᔭᐅᕙᓪᓕᐊᓕᖅᑐᑦ ᐅᐊᑦᑎᐊᖅ 

ᑕᖅᑭᕆᔭᑦᑎᓐᓂ ᑕᑯᖅᑲᐅᔪᖓ ᑖᒃᑯᐊ ᐅᑭᐊᒃᓵᖓᓂᒃ 

2025 ᒪᓕᒐᕋᓛᖏᑦ ᐃᖅᑲᓇᐃᖅᑕᐅᔪᒪᓪᓗᑎᒃ. 

ᐊᒻᒪᓗᑦᑕᐅᖅ ᐊᑐᓕᖅᑎᑕᐅᓗᑎᒃ ᑖᒃᑯᐊ ᒪᓕᒐᕋᓛᑦ 

ᓴᓇᔭᐅᔭᕇᖅᐸᑕ ᐱᖁᔭᕐᔪᐊᖅ ᐊᑐᓕᖅᑎᑕᐅᓗᓂ 

ᓯᕗᓪᓕᖅᐹᖑᓗᓂ ᑕᐃᓐᓇ ᒐᕙᒪᖃᕐᕕᐅᔪᖅ ᑖᒃᑯᓂᖓ 

ᑎᒍᓯᓂᕐᒥᑦ ᑎᑎᖅᑲᓂᒃ ᑕᒪᒃᑯᓂᖓ ᐃᓄᓐᓂᒃ 

ᐋᓐᓂᖅᓯᕆᖃᑦᑕᐅᑎᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ ᑐᓴᒐᒃᓴᖓᑦ, 
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Mr. Mansell: Thank you, Mr. Chair. I thank 

the member for the question. With respect to 

whistleblowers, one thing that’s important to 

point out is there’s a lot of protection for 

whistleblowers in the Public Service Act, 

significant protection as well as a prohibition 

on reprisal. 

 

With respect to the bad non-disclosures that the 

commissioner has talked about, I think we 

heard now from Ms. Power and Mr. MacLean 

that those non-disclosures with the specific 

purpose of silencing people is not something 

that we’re aware of going on in the 

Government of Nunavut. 

 

On disclosure and making sure MLAs know 

what we are using public funds for, Ms. Power 

pointed out that there are some basic statistics 

in the public service annual report, but we can 

go back and look at what we’re sharing and 

look at ensuring that we’re sharing so members 

know what is being done, but that we’re 

protecting complainants and witnesses and 

taking into account all the other things we’ve 

discussed today. But we can go back and look 

at that. Thank you, Mr. Chair. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you for that reassurance. 

I appreciate it. I’ll just go back to the discussion 

earlier about cyber security. Mr. Seeley 

mentioned that when there is a breach, there is 

an effort to go and look deeply into a breach to 

see what sort of information may have been 

accessed in a cyber breach. And I’m just 

wondering what are the mechanisms for 

looking into those breaches. Is it done by 

internal staff or is somebody contracted? Thank 

you, Mr. Chair. 

 

Chairman: Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. That type 

of investigation is managed by our staff 

ᐅᕝᕙᓘᓐᓃᑦ ᓱᕈᓯᕐᓄᑦ ᐱᓂᕐᓗᐃᓐᓂᖅᐸᑕ. ᑖᓐᓇ ᑕᕝᕙ 

ᑕᑯᔪᒥᓇᖅ ᐱᕙᓪᓕᐊᓂᕆᔭᖓ.  

 

ᕿᒥᕐᕈᓇᒃᑕᐅᓚᐅᕐᓗᑎᒃ ᑖᒃᑯᐊ ᑐᓴᒐᒃᓴᐃᑦ ᓄᐊᑕᐅᔪᑦ 

ᖃᐅᔨᓴᖅᑕᐅᓚᐅᕐᓗᑎᒃ ᐱᔾᔪᑎᒋᔭᐅᔪᑦ 

ᐅᖃᐅᓯᕆᖅᑲᐅᒐᒃᑯᐃᓛᒃ ᑕᐃᒃᑯᐊ ᓱᕈᓯᕐᓄᑦ 

ᐱᓂᕆᕐᓗᒃᑐᖃᕐᓂᖅᐸᑦ ᑲᙳᓇᖅᑐᓕᕆᔪᕐᓗ ᑕᒪᒃᑯᐊ 

ᑐᕌᖓᔪᑦ ᑲᙳᓇᖅᑑᑏᑦ ᓈᓚᓐᓂᖃᕈᑕᐅᑎᓪᓗᒋᑦ ᐱᔾᔪᑏᑦ 

ᓲᕐᓗ ᐊᒃᑐᐊᓂᖃᖅᑐᑦ ᑭᓱᓂᒃ ᓇᓕᐊᓐᓂᓪᓘᓐᓃᑦ 

ᓴᖅᑭᑦᑎᔭᕆᐊᖃᙱᒻᒪᖔᑕ ᖃᓄᕐᓗ ᑐᓴᒐᒃᓴᖅ 

ᓴᖅᑭᑕᐅᒻᒪᖔᑕ. ᒐᕙᒪᐅᔪᑦ ᐅᓄᕐᓂᖅᓴᐅᔪᑦ ᑕᐅᒃᑯᐊ 

ᓴᐳᒻᒥᐅᓯᖅᓯᔪᒪᒻᒪᑕ ᑕᐃᓐᓇ ᐱᕋᔭᒃᑐᕕᓂᖅ ᐊᒻᒪ 

ᐱᕋᔭᑕᐅᔪᕕᓃᑦ ᑕᐃᒃᑯᐊ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓗᑎᒃ.  

 

ᑕᒪᒃᑯᐊ ᑐᓴᒐᒃᓴᐃᑦ ᑐᓂᔭᐅᔭᕌᖓᑕ ᑐᓴᒐᒃᓴᐃᑦ ᑖᒃᑯᐊ 

ᐊᑎᖏᓐᓂᒃ ᑎᑎᕋᖅᓯᓯᒪᖃᑦᑕᖏᑦᑐᑦ. ᑐᓴᒐᒃᓴᓂᒃ 

ᐱᔪᒪᓕᕌᖓᒥᒃ ᑎᑎᖅᑲᓂᒃ, ᑐᓂᓯᖃᑦᑕᖅᑐᑦ 

ᑎᑎᕋᖅᓯᒪᔪᓂᒃ ᑐᓂᓯᕙᙱᑦᑐᑦ ᐅᖃᐅᓰᓐᓇᒃᑯᑦ 

ᑐᓂᓯᕙᒃᑐᑦ. ᒪᓕᒐᖃᖅᑐᑦ ᖃᓄᖅ ᑖᓐᓇ ᑐᓴᒐᒃᓴᖅ 

ᐊᑐᖅᑕᐅᔪᓐᓇᕐᒪᖔᖅ ᒪᓕᒐᖅᑎᒍᑦ ᓈᓚᓐᓂᖃᖅᑎᓪᓗᒍ 

ᐊᑐᖅᑕᐅᔪᓐᓇᖏᑦᑐᑦ ᑐᓴᐅᒪᑎᑦᑎᔾᔪᑎᑐᐃᓐᓇᐅᓪᓗᓂ 

ᐃᓄᓂᒃ. ᐱᓕᕆᔪᓐᓇᕐᓂᐊᕐᒪᑕ ᐃᒻᒥᓂᒃ ᓴᐳᒻᒥᐅᓯᖁᓪᓗᒍ 

ᑕᕝᕙ ᑖᓐᓇ ᐱᔾᔪᑎᒋᔭᖓ ᐱᖁᔭᐅᑉ.  

 

ᑕᕝᕙ ᒫᓐᓇ ᐋᖅᑭᒃᓱᖅᓯᒪᓂᕆᔭᖓ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑕᖅ. 

ᖁᔭᓐᓇᒦᒃ ᒥᔅᑕ ᓵᑐ. ᑭᒡᒍᓯᑦᑎᐊᕚᓗᒃ ᑖᓐᓇ ᑐᓴᕆᐊᒃᓴᖅ 

ᐊᓕᐊᓇᐃᒍᓱᑦᑐᖓ ᑕᖅᑲᒃᑯᐊ ᖃᐅᔨᒪᓂᐊᕐᒪᑕ Clare’s 

Law ᑕᐃᓐᓇ ᐱᖁᔭᖓ ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓂᒃ 

ᓴᖅᑭᑦᑎᔪᓐᓇᖅᑐᑦ ᐃᓅᑉ ᐊᑐᕐᓂᑯᖏᓐᓂ 

ᐱᓂᐊᕐᓂᕕᓂᖏᓐᓂ ᑭᖑᓂᑦᑎᓐᓂ 

ᐋᓐᓂᖅᓯᕈᔪᕕᓂᐅᑎᓪᓗᒍ ᐊᖏᕐᕋᕆᔭᒥ. ᐊᒻᒪᓗᑦᑕᐅ 

ᑖᒃᑯᐊ, ᑕᖅᑲᒃᑯᐊ ᑐᔅᓯᕋᕈᓐᓇᖅᑐᖅᑕᐅ ᑐᓴᒐᒃᓴᒥᑦ 

ᐱᔪᒪᓗᑎᒃ ᑕᕝᕙᙵᑦ.  

 

ᐊᓕᐊᓇᐃᒍᓱᑦᑎᐊᖅᑐᖓ ᑖᔅᓱᒥᖓ ᑐᓴᕆᐊᒃᓴᖅ. 

ᒪᓕᒐᓕᕆᔨᒃᑯᑦ ᐱᖃᓯᐅᔾᔨᒻᒪᑕ ᑕᒪᒃᑯᓂᖓ 

ᐱᖃᓯᐅᔾᔨᔪᓐᓇᕐᓂᐊᕐᒪᖔᑕ ᑖᒃᑯᓂᖓ ᐱᒻᒪᕆᐅᔪᖅ, 

ᐱᒻᒪᕆᐅᓪᓗᓂᓗ ᑐᓴᕋᒃᑯ ᐊᓕᐊᓇᐃᒍᓱᑦᑐᖓ.  

 

ᑖᒃᑯᐊᓗ ᒪᓕᒐᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕕᖓ ᐱᖁᔭᒃᓴᒥᑦ 

ᑖᒃᓱᒥᖓ ᓯᕗᒧᐊᒃᑎᐊᖅᓯᒪᓕᕐᒪᑕ ᐊᕙᙵᑯᑖᖅ 

ᑲᒪᒋᔭᐅᓯᒪᓪᓗᓂ ᐊᕐᕌᒍᓄᑦ ᑕᓪᓕᒪᓄᑦ 



 
 

 

54 

internally at the department. Contract resources 

would be utilized for more complex cases, 

depending on the nature of the file. Thank you. 

 

Chairman: Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chair. Mr. 

Seeley, what’s the threshold for the duty to 

report a potential breach of personal 

information? Thank you, Mr. Chair. 

 

Chairman: Mr. Mansell. Sorry, Mr. Seeley, go 

ahead, please. 

 

Mr. Seeley: Thank you, Mr. Chair. The 

threshold for identifying a breach is pretty 

clearly laid out within the legislation. So where 

it comes to an employee’s attention, the 

personal information or information under our 

care has not been handled appropriately, we 

have a requirement to report it as soon as 

possible. That’s managed at the departmental 

level and then escalated over for additional 

consultation with EIA, and then the 

commissioner is engaged as required after that. 

 

So the threshold for material breach, if I may, I 

can pass it over to EIA, pardon me, to 

Executive and Intergovernmental Affairs to 

speak in a little more detail to talk about how 

that threshold is established and managed. 

Thank you. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, Mr. 

Chair. There are four factors that go into 

whether or not a breach is material. The first is 

the sensitivity of the personal information at 

play; the second is how many people have been 

affected; the third is an potential harm that 

could befall an employee based on the person 

that the information relates to, based on what 

that information is; and the last one is an 

analysis by the public body as to whether or not 

the breach is systemic. 

ᑲᒪᒋᔭᐅᕙᓪᓕᐊᒻᒪᑦ. ᖃᓄᕐᓕ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑦ 

ᑖᔅᓱᒥᖓ Clare’s Law−ᒥᑦ ᐱᖁᔭᕐᔪᐊᒥᒃ 

ᓂᕆᐅᒍᓐᓇᖅᓯᓂᐊᖅᐱᑕ ᓴᖅᑭᑕᐅᑎᓪᓗᒍ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓵᑕᒃ 

 

ᓵᑕᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᑦᑕᐅᖅ ᐊᐱᕆᒻᒪᑦ. ᖃᖓᒃᑰᓂᐊᕐᒪᖔᑕ ᒫᓐᓇ 

ᐅᖃᕈᓐᓇᖅᑐᖓ ᒫᓐᓇ ᒐᕙᒪᐅᔪᖅ ᓴᖅᑭᔾᔮᖏᑕᕗᑦ 

ᑭᓯᐊᓂᓕ ᒐᕙᒪᐅᓛᖅᑐᓂᑦ ᓂᕈᐊᖅᑕᐅᔪᓂᒃ 

ᓴᖅᑭᓛᖅᑐᒥᑦ ᖃᐅᔨᓴᐃᔾᔪᑎᒋᓯᒪᒐᑦᑎᒍ ᐊᒻᒪ ᐊᓯᖏᑦ 

ᒐᕙᒪᖃᕐᕕᐅᔪᖅ ᖃᐅᔨᒋᐊᖅᑎᓪᓗᒋᑦ.  

 

ᑖᒃᑯᐊ ᐱᓕᕆᖃᑎᒋᔭᕆᐊᖃᕋᔭᖅᑕᕗᑦ ᐃᓗᓕᑯᓘᔭᖏᓐᓂ 

ᓄᓇᕗᒻᒥ ᑐᓴᕆᐊᕈᑎᒋᓗᒋᑦ. ᑕᐃᒃᑯᐊ ᒐᕙᒪᐅᓛᖅᑐᑦ 

ᖃᓄᐃᓕᐅᖁᔨᓂᖏᑦ ᒪᓕᓪᓗᒍ ᖃᓄᖅ ᐊᑯᓂᐅᑎᒋᔪᖅ 

ᐱᓕᕆᔭᐅᓂᐊᕐᒪᖔᖅ ᖃᐅᔨᒪᙱᑦᑐᖓ ᑭᓯᐊᓂ 

ᓯᕗᒧᐊᖅᑎᐊᖅᓯᒪᔪᒍᑦ ᑖᓐᓇ ᐱᓪᓗᒍ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᑦᑕᐅ ᐃᒃᓯᕙᐅᑖᖅ, 

ᖁᔭᓐᓇᒦᑦᑕᐅ ᑭᐅᒐᕕᑦ. ᐊᑐᓕᖁᔨᓕᖅᐳᖓ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᒪᓕᒐᕋᓛᔅᓴᓂᖏᑦ ᑕᐃᒃᑯᐊ 

ᓯᕗᓪᓕᐅᑎᓯᒪᔭᖏᓐᓂ ᐋᖅᑭᒃᓱᖁᓗᒍ Clare’s Law 

ᐱᖁᔭᕐᔪᐊᖅ ᐱᓪᓗᒍ ᑖᒃᑯᐊ ᓴᖅᑭᑕᐅᔪᓐᓇᕐᓂᐊᕐᒪᑕ 

ᐊᒻᒪᓗᑦᑕᐅ ᒫᓐᓇ ᐅᑎᕆᐊᕈᒪᒐᒪ ᐅᖃᐅᓯᕆᖅᑲᐅᔭᓐᓄᑦ 

ᑭᖑᓪᓕᖅᐹᒥ. 

 

ᐊᕐᕌᓂ ᓴᖅᑭᑦᑎᓚᐅᖅᓯᒪᒐᒪ ᐱᖁᔭᕐᔪᐊᖅᑕᖃᕈᓐᓇᕐᒪᖔᑦ 

ᔭᒐᑕᐅᓯᒪᔪᙵᑦ ᐊᓯᐅᖅᑲᔪᒥᑦ ᐃᓄᒻᒥᒃ. ᐱᓪᓗᒍ ᑖᓐᓇ 

ᐱᖁᔭᕐᔪᐊᖅ ᐊᓂᒍᖅᑎᑕᐅᓯᒪᒻᒪᑕ ᐱᙳᖅᑎᑕᐅᓯᒪᓪᓗᑎᑦ 

ᒐᕙᒪᖃᕐᕕᔪᓂᑦ ᐊᓯᖏᓐᓂ ᑲᓇᑕᒥ. ᑖᓐᓇ ᓱᒃᑲᓕᒋᐊᕐᓗᒍ 

ᐱᓕᕆᔭᐅᖁᓪᓗᒍ. ᐊᑐᕈᓐᓇᕐᓗᑎᑦ ᐃᒻᒥᒧᑦ ᑐᕌᖓᔪᑦ 

ᑕᐃᒃᑯᐊ ᐊᓯᐅᔨᔭᐅᓯᒪᔪᑦ ᐊᒻᒪᓗᑦᑕᐅ 

ᐅᖄᓚᐅᑎᕋᓛᖏᑦᑎᒍᑦ.  

 

ᐊᑐᕐᓗᑎᑦ ᒐᕙᒪᒃᑯᑦ ᑭᒡᒍᓯᖏᓐᓂᒃ ᐊᕐᕌᓂ ᐅᓂᒃᑳᖏᓐᓂ 

ᓈᓚᓐᓂᖃᓚᐅᖅᑐᒍᑦ. ᒐᕙᒪᒃᑯᑦ ᐅᖃᓚᐅᖅᓯᒪᒻᒪᑕ 

ᒪᓕᒐᓕᕆᔨᒃᑯᑦ ᓇᐅᑦᓯᖅᓱᒋᐊᖃᕐᒪᑕ ᑖᒃᑯᓂᖓ 

ᐊᓯᐅᖅᑲᔭᐅᔪᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ. ᑭᓯᐊᓂ 

ᐸᕐᓇᒃᓯᒪᙱᑦᑎᐊᖅᑐᑦ ᑕᐃᒪᓐᓇᐃᑦᑐᓂᒃ ᓄᓇᕗᒻᒥ 

ᐱᖁᔭᕐᔪᐊᓂᑦ ᓴᖅᑭᑦᑎᓂᐊᕐᒪᖔᑕ. ᒐᕙᒪᒃᑯᑦ 

ᑐᓴᖅᑎᑦᑎᖁᒃᖤᕋᓗᐊᖅᐸᒃᑲ ᑖᔅᓱᒧ ᐱᖁᔭᕐᔪᐊᒃᓴᖓᓂ 
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When the department becomes aware of an 

instance where a breach has occurred, they 

have an obligation to notify our office for any 

breach. It could be something leaving 

something on a copier, it could be a person gets 

into a folder who is not supposed to be there, an 

intrusion, and they see access to a file they 

shouldn’t. So they would have an obligation to 

notify our office. We would then help them to 

determine whether it’s material, normally 

through a phone conversation, hey, this 

happened, what should we do. And normally 

our first recommendation is you should talk to 

the commissioner. This is material, and we 

should also do up a report. 

 

But we track serious and non-serious breaches 

that come to our attention and make sure 

they’re being handled appropriately, but if it 

hits that material threshold, then it would go to 

the Information and Privacy Commissioner 

who would then be able to provide additional 

recommendations. (interpretation) Thank you, 

Mr. Chair. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: Thank you, Mr. Chair. Thank 

you for that response. When it comes to a major 

breach of a number of people’s information, I 

know at one point credit monitoring through 

Transunion and Equifax were referred to the 

public whose information was breached. I 

wonder where that comes from, who pays for 

that. Is that an insured? Is the Government of 

Nunavut insured for that and that pays for it? 

Or would that come out of a general fund? In 

thank you, Mr. Chair. 

 

Chairman: Mr. MacLean. 

 

Mr. MacLean: Thank you, Mr. Chair. It can be 

all of those things that you just said. We do 

require privacy and data breach insurance 

coverage in our service contracts for vendors 

ᑭᒃᑯᑐᐃᓐᓇᐃᑦ ᔭᒐᑕᐅᓯᒪᔪᑦ ᐊᓯᐅᔨᖅᑲᔭᐅᔪᑦ ᐱᓪᓗᑎᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓵᑕᒃ. 

 

ᓵᑕᒃ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᑦᑕᐅᖅ 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᐊᐱᕆᒐᕕᑦ.  

 

ᑭᒡᒍᓯᖅ ᑖᓐᓇ ᓇᐃᓈᕐᓗᒍ ᑖᒃᑯᐊ ᑕᕝᕙᓂᔅᓴᐃᓐᓈᖅᑐᒍᑦ 

ᓅᓯᒪᙱᑦᑐᓪᓘᓐᓃᑦ, ᐱᖁᔭᕐᔪᐊᖅᓴᖅ ᐱᔾᔪᑎᒋᓪᓗᒍ. 

ᑭᓯᐊᓂᓕ ᓇᐅᑦᓯᖅᑐᐊᕆᔭᕗᑦ ᐱᕙᓪᓕᐊᓂᕆᔭᐅᔪᑦ 

ᑲᓇᑕᒥ. ᐱᓗᐊᙳᐊᖅᑐᒥᑦ ᓄᓇᑦᑎᐊᕐᒥ. ᔫᓂᐅᑎᓪᓗᒍ 

ᐊᕐᕌᓂ ᓴᖅᑭᑦᑎᓚᐅᕐᒪᑕ  

ᐊᓂᒍᖅᑎᑦᑎᓚᐅᕐᒪᑕ ᐱᖁᔭᒃᓴᒥᑦ ᒫᓐᓇ ᒪᓕᒐᕋᓛᖏᓐᓂ 

ᓴᓇᕙᓪᓕᐊᔪᑦ ᓱᖅᑯᐃᖅᓯᓯᒪᔪᖓ ᑖᒃᑯᐊ ᐊᕐᕌᒍᒋᔭᑦᑎᓐᓂ 

ᐃᖅᑲᓇᐃᖅᑕᐅᓂᐊᖅᑐᒡᒎᖅ ᑭᓯᐊᓂᓕ ᑖᒃᑯᐊ 

ᓇᐅᑦᓯᖅᑐᐊᕆᔭᕗᑦ ᑐᓴᕋᓱᐊᕐᕕᒋᖃᑕᒃᖢᑎᒍᓪᓗ 

ᐊᒃᓱᑲᓪᓚᒃ.  

 

ᑕᐃᒪᓐᓇ ᐱᓕᕆᖃᑎᒌᖁᓪᓗᒋᑦ ᓲᖅ ᐊᒻᒪᓗ ᐸᓖᓯᒃᑯᑦ 

ᑖᒃᑯᓂᖓ ᑎᒍᓯᓂᕐᒧᑦ ᐸᓖᓯᒃᑯᓐᓂ ᑎᑎᖅᑲᓂᑦ ᐊᒻᒪ 

ᐊᖏᖅᑕᐅᖃᑦᑕᕈᓐᓇᕐᓗᑎᓪᓗ ᐊᖏᕐᕋᕆᔭᐅᔪᒥᑦ 

ᕿᒥᕈᓐᓇᕐᓂᐊᕐᒪᑕ.  

 

ᑕᕝᕙ ᐃᓚᖏᑦ ᐱᔾᔪᑎᐅᔪᑦ ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒋᔭᕗᑦ 

ᕿᒥᕐᕈᓇᑦᑕᕗᑦ ᑖᓐᓇ ᐊᓯᐊᔨᔭᐅᓯᒪᔪᖅ ᐃᓄᐃᑦ 

ᐱᖁᔭᕐᔪᐊᖅᓴᖓ. ᑕᐃᒃᑯᐊ ᓇᓂᔭᐅᙱᓴᐃᓐᓇᕐᓂᑯᐃᑦ 

ᓄᓇᕗᒻᒥ ᐱᓗᐊᖅᑐᒥ. ᐊᓯᐅᖅᑲᔭᐅᔪᐃᑦ ᐃᓄᐃᑦ 

ᓇᓂᔭᐅᙱᓴᐃᓐᓇᕐᓂᑯᐃᑦ ᑕᒪᒃᑯᐊ ᐊᑦᑐᐊᓂᖃᖅᑐᑦ. 

ᓲᕐᓗ ᐊᐅᓪᓚᕌᖓᒥᑦ ᐊᐅᓪᓛᖅᓯᒪᓪᓗᑎᑦ ᐊᓯᐅᖏᓐᓇᖅᑐᑦ 

ᐅᕝᕙᓘᓐᓃᑦ ᐊᓯᐅᔨᖃᑦᑕᖅᖢᑎᒃ ᓲᕐᓗ ᐸᖅᓴᐃᔨᒃᑯᓐᓄᑦ 

ᕿᓂᖅᑕᐅᖃᑦᑕᕆᖃᓕᓲᖑᒻᒪᑕ. ᐊᓯᖏᓪᓗ 

ᒐᕙᒪᖃᕐᕕᐅᔪᐃᑦ ᑕᐃᒪᓐᓇᐅᙱᑦᑐᑦ 

ᐊᓯᐅᔨᑎᑦᑎᖃᑦᑕᕐᒪᑕ. ᓄᑦᑕᕋᖃᑦᑕᕐᒪᑕ ᖃᓪᓗᓈᑦ 

ᓄᓇᖓᓐᓂ ᐊᖅᑯᑎᖁᑖᖃᒧᑦ.  

 

ᖃᐅᔨᒪᔭᒃᑯᓪᓕ ᐃᓱᒫᓗᓐᓇᖅᑕᖃᙱᒻᒪᑦ ᐸᓖᓯᒃᑯᓐᓂ 

ᑎᒍᓯᒍᓐᓇᖃᑦᑕᕐᒪᑕ ᑐᓴᒐᔅᓴᓂᒃ ᑎᑎᕋᖅᓯᒪᔪᓂᒃ. 

ᓄᖅᑲᖅᑎᑦᑎᓯᒪᙱᑦᑐᓂᑦ ᐃᓛᒃ 

ᓄᖅᑲᖅᑎᑦᑎᓯᒪᔾᔪᑎᐅᔪᓂᑦ ᕿᓂᖅᑕᐅᔪᓂᒃ 

ᓇᓂᔭᐅᙱᓴᐃᓐᓇᖅᑐᓂᒃ ᑖᓇ ᐅᖃᙱᑦᑐᖓ ᑖᒃᑯᐊ 

ᐱᔭᕇᖅᑕᐅᓂᕋᕐᓗᒋᑦ ᑭᓯᐊᓂ ᐱᖁᔭᕐᔪᐊᒃᓴᖅ 

ᕿᓂᕐᕈᓇᑦᑐᑎᒍ ᐱᖁᔭᕐᔪᐊᓂᓛᒃ ᐊᓯᖏᓐᓂ 

ᒐᕙᒪᖃᕐᕕᐅᔪᓂᑦ ᓇᓂᔭᐅᙱᓴᐃᓐᓇᕐᓂᑯᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒋᑦ. ᒪᓕᓪᓗᒋᑦ ᖃᓄᐃᓐᓂᖏᑦ 

ᐊᓯᐅᔨᔭᐅᑎᓪᓗᒋᑦ ᓇᓂᔭᐅᙱᓴᐃᓐᓇᖃᑦᑕᖅᑐᑦ 

ᐊᔾᔨᒌᙱᒻᒪᑕ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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who handle our confidential and personal 

information, so that is a potential avenue to go 

after the vendor and their insurance. We also 

have our own insurance. We also self-insure for 

certain aspects of privacy breach response. So it 

can be any and all of the options that you 

suggested. Thank you, Mr. Chair. 

 

Chairman: Thank you. Ms. Brewster. 

 

Ms. Brewster: That’s great to know. Thank 

you. I’ll just go back to the discussion about 

WhatsApp, the use of WhatsApp and other 

platforms that are not part of the GN cache of 

software, whatever is being used for 

communication. Are there any human resource 

policies related to taking disciplinary action for 

employees who insist on continuing to use a 

platform such as that in order to discuss 

information related to the public or to their 

work? Thank you, Mr. Chair. 

 

Chairman: Sorry, I’m looking across my panel 

of witnesses for somebody to step up. Mr. 

Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. If I 

understood the question, it was if there’s any 

human resource policies related to managing 

what applications are utilized by staff. We do 

have a role in that at the department of 

Transportation and Infrastructure Nunavut via 

the information management technology team, 

and that is detailed through a couple policies. 

There are existing policies that have been in 

place for quite some time, starting with the 

acceptable usage policy for how GN devices 

could be used and what information can be 

transmitted on them. And of course, with the 

advent of our more recently developed records 

and information management policy, we do 

track out how that information is managed on 

those devices. So those are our department’s 

policies, and we are accountable and 

responsible for them. 

 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᓵᑕᒃ, ᖁᔭᓐᓇᒦᒃ 

ᑭᐅᒐᕕᑦ. ᐃᒪᐃᓐᓇᐃᓕᔪᖓ ᓄᓇᕗᒻᒥ ᓲᕐᓗ 

ᐊᓯᐅᔨᔭᐅᖃᑦᑕᖅᑐᑦ ᐊᖑᓇᓱᒃᖢᑎᒃ ᐊᓯᐅᔨᒐᔪᒃᑲᑦᑕᓕ 

ᑕᐃᒪᓐᓇᖔᖅ. ᐊᒻᒪ ᐃᓛᓐᓂᒃᑯᑦ ᐃᓄᐃᑦ ᓄᓇᓕᓐᓂᑦ 

ᐊᓯᐅᔨᖃᑦᑕᕐᒥᒻᒪᑕ ᓇᓂᔭᐅᙱᒃᓴᐃᓐᓇᓕᖅᖢᑎᒃ 

ᐊᓯᐅᔨᔭᐅᓚᐅᖅᑐᑎᑦ ᕿᓂᖅᑕᐅᓲᔭᓕᖃᑦᑕᕐᒪᑕ 

ᐃᓅᔪᓐᓃᕋᓱᒋᔭᐅᓪᓗᑎᓪᓗ ᐃᓱᒪᒋᔭᐅᕙᒃᑲᑦᑕ ᑖᒃᑯᐊ 

ᐱᖁᔭᑦ ᒫᓐᓇ Clare’s Law ᐊᒻᒪ ᐱᖁᔭᕐᔪᐊᖓ ᑕᐃᓐᓇ 

ᐃᓄᐃᑦ ᓇᓂᔭᐅᙱᓴᐃᓐᓇᖃᑦᑕᖅᑐᑦ ᐱᓕᕆᓂᔅᓯᓐᓂ 

ᑖᒃᑯᐊ ᑕᖅᑲᒃᑯᓂᖓ ᐊᑦᑕᓇᕐᔭᐃᖅᓯᓯᒪᓂᖅᓴᐅᔪᓐᓇᕐᒪᑕ 

ᐱᖁᔭᕐᔪᐊᑦ.  

 

ᐊᐱᕆᔪᒪᓪᓗᖓ ᖃᔅᓯᑦ ᐱᖁᔭᒃᓴᐃᑦ ᒪᓕᒐᓕᕆᔨᒃᑯᓐᓄᑦ 

ᒫᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑕᐅᕙᑦ ᑖᒃᑯᐊ ᑭᓱᑯᑦᑎᐊᓃᑉᐸᑦ ᒫᓐᓇ 

ᐱᖁᔭᖅ ᐅᖃᐅᓯᕆᕋᑖᖅᑖᒃᑲ ᒪᕐᕉᒃ ᑭᓱᑯᑦᑎᐊᓃᑉᐸᑦ? 

ᐃᓱᒪᖅᓴᖅᓯᐅᕈᑎᒋᔭᔅᓯᓐᓂᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓵᑕᒃ. 

 

ᓵᑕᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᑦᑕᐅ ᐊᐱᕆᒐᕕᑦ. ᑖᒃᑯᐊ ᑖᓇ ᐃᓗᐊᓃᙱᑦᑐᖅ 

ᑲᒪᒋᙱᑕᕗᑦ ᓱᓕ ᑕᐃᓐᓇ ᓇᓂᔭᐅᙱᓴᐃᓐᓇᖃᑦᑕᖅᑐᑦ 

ᐱᖁᔭᕐᔪᐊᖓ ᐊᒻᒪ Clare’s Law ᑖᔅᓱᒧᖓ ᐱᖁᔭᕐᔪᐊᖓ 

ᐊᓯᖏᑦᑕᐅ ᐱᖁᔭᕐᔪᐊᖅᓴᐃᑦ ᐃᖅᑲᓇᐃᔭᖃᑦᑕᖅᑕᕗᑦ 

ᐃᓚᖏᓪᓗ ᑐᕌᒐᒃᓴᕆᔭᕗᑦ ᐊᓯᖏᑦ. ᒫᓐᓇ ᒐᕙᒪᐅᔪᑦ 

ᓂᕈᐊᖅᑕᐅᓯᒪᓂᖏᑦ ᐃᓱᓕᑉᐸᓪᓕᐊᓕᕐᒪᑦ. 

ᓯᕗᓂᒃᓴᑦᑎᓐᓂ ᒐᕙᒪᐅᓛᖅᑐᓄᑦ ᓯᕗᓪᓕᐅᔾᔭᐅᔪᑦ 

ᐋᖅᑭᓱᒃᑕᐅᔪᒫᖅᐳᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᑭᐅᒐᕕᑦ. ᑐᓴᕈᒪᔭᓐᓂᑦ ᑐᓴᙱᓐᓇᒪ. 

ᓱᖅᑯᐃᖅᓯᒐᓗᐊᖅᑐᖓ ᐃᖅᑲᓇᐃᔮᖅᑕᐅᓯᒪᓕᕇᕐᒪᑦ 

ᐊᔅᓱᑲᓪᓚᕈᓗᒃ ᑕᒪᒃᑯᐊ ᓄᓇᕗᒻᒥ Clare’s 

Law−ᖑᓂᕋᖅᑕᐅᔪᖅ ᑖᒃᑯᐊ ᖃᐅᔨᓴᖅᑕᐅᓯᒪᓪᓗᑎᓪᓗ 

ᖃᔨᒋᐊᕈᑕᐅᓯᒪᓪᓗᑎᓪᓗ ᓇᓂᔭᐅᙱᓴᐃᓐᓇᕐᓂᑯᑦ 

ᐱᖁᔭᕐᔪᐊᖓ. ᒪᓕᒐᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕕᖓ 

ᑭᓱᑯᑦᑎᐊᓃᑉᐸᑦ, ᖃᖓᒃᑯᑦ ᑎᑎᖅᓯᒪᔪᓂᑦ 

ᓯᕗᓪᓕᖅᓯᐅᑎᖏᓐᓂ ᐊᑐᐃᓐᓇᕈᐃᓛᑉᐸᑦ. 

ᐅᑎᕐᔮᕐᔪᓪᓗᖓ, ᐱᖁᔭᒃᓴᓂᑦ ᓴᖅᑭᑦᑎᓯᒪᓕᖅᐹᑦ 

ᑎᑎᕋᖅᐸᓪᓕᐊᓕᖅᐹᑦ? ᑐᓴᕋᓱᐊᕈᒪᓂᖄᖅᐸᓪᓗ? 

ᖃᓄᐃᑦᑐᒥᑦ, ᖃᖓᒃᑯᓪᓗ ᓴᓇᔭᕇᓛᖅᐱᓯ ᑖᒃᑯᓂᖓ? 

ᖁᔭᓐᓈᒥᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 
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The implementation of those policies, of 

course, we do work very closely with the 

Department of Human Resources, the people 

that are using, and I guess subject to the policy, 

along with the Department of Executive and 

Intergovernmental Affairs. Thank you, Mr. 

Chair. 

 

Chairman: Thank you, Mr. Seeley. Ms. 

Brewster. 

 

Ms. Brewster: Thank you. I’m still not clear 

on whether or not there are steps or actions that 

can be taken in order to once and for all 

discontinue the use of using these unapproved 

applications. And Meta, I know that some 

Government of Nunavut employees use 

Messenger in order to discuss issues over, 

throughout the day because sometimes maybe 

it’s easier than texting. But to me the 

Commissioner Steele has brought this to our 

attention as an issue that could cause privacy 

breaches, and so I’d just like some reassurance 

that it’s not just – I know my colleagues and I, 

when we first got our cell phones for use as 

MLAs, they helped us set them up, and for 

some, it was easier than others. Some people 

had downloaded TikTok, for example. And 

months after we got our phones, we got a 

message from our team saying, if you have 

TikTok on your phone, please delete it. 

 

That’s a good faith direction to us as members 

on asking us to get rid of an app that is known 

to be a threat to security, and so I feel reassured 

that everybody who had it did delete it. 

 

I know that when it comes to the use of cell 

phones in the workplace with the Government 

of Nunavut, obviously, they would probably 

have gotten that message as well. 

 

But is there any reassurance that we can have 

that if people continue to use these apps that are 

potentially not good for protection of privacy 

that and that can’t be accessed for information 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᑖᓐᓇ ᐊᐱᖅᑯᑎᑦᑎᐊᕙᐅᒻᒪᑦ. ᑕᒪᒃᑯᐊ 

ᐃᓛᓐᓂ ᐅᖃᐅᓯᕆᓇᓱᒃᖢᒋᑦ ᐱᔭᕆᓂᖃᑦᑕᖏᒻᒪᑕ 

ᓂᕈᐊᕐᓇᖅ ᑕᐃᑲᑦᑎᐊᑯᓘᓕᖅᑎᓪᓗᒍ. ᐱᓗᐊᕐᓗᒍ ᑖᓐᓇ 

ᑭᓕᐅ ᒪᓕᒐᖓ, ᐊᒻᒪᓗ ᐅᓄᖅᑐᑦ ᑕᒪᒃᑯᐊ 

ᐊᔭᐅᖅᑐᕈᑎᒌᓐᓇᕋᕕᒋᑦ ᐊᒻᒪᓗ ᑖᒃᑯᐊ 

ᐊᖑᒻᒪᑏᓐᓇᕋᓱᒃᑐᑦ ᒪᓕᒐᓕᕆᔨᒃᑯᑦ ᐊᒃᑯᓱᕉᑎᒋᓃᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒍ.  

 

ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᑐᖏᓕᕇᒃᑐᑦ ᐊᑐᖃᑦᑕᖅᑕᕗᑦ 

ᐱᔭᕇᖅᐸᓪᓕᐊᓕᖅᑐᑦ ᐊᑐᐃᓐᓇᐅᔾᔮᙱᑦᑐᑦ ᐅᐱᕐᖔᖅ. 

ᑕᐃᒃᑯᐊ ᒐᕙᒪᐅᓂᐊᖅ ᑕᐃᒃᑯᐊ ᐃᖏᓛᖅᑐᑦ ᑕᐃᒃᑯᓄᖓ 

ᑲᒪᒋᔭᐅᖔᓕᕋᔭᖅᑐᖅ. ᐊᒻᒪᓗ ᐊᑐᐊᒐᓕᐅᕆᐊᖃᕆᓪᓗᑕ 

ᑖᓐᓇ ᓯᕗᒧᐊᒃᐸᓪᓕᐊᖁᓪᓗᒍ. ᓯᕗᓂᒃᓴᑦᑎᓐᓂ 

ᒐᕙᒪᐅᓂᐊᖅᑐᑦ ᑖᒃᑯᐊ ᐱᓕᕆᐊᕆᓛᖅᑕᖏᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

ᐃᒃᑯᐊ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᑲᒪᓪᓗᐊᑕᕐᖓᑕ, ᑕᐃᓯᔪᓐᓇᖅᑐᒍᑦ 

ᓱᓕ “ᐅᕙᒍᑦ”. ᐊᒻᒪᓗ ᐅᑯᓇᓂ ᐊᑎᖁᑎᓐᓂ ᒥᔅ 

ᕿᓕᖅᑎ. 

 

ᕿᓕᖅᑎ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐅᓐᓄᓴᒃᑯᑦ. 

ᐊᐱᖅᑯᑕᐅᖃᑦᑕᖅᓯᒪᔫᒐᓗᐊᓂᒃ ᐅᕙᖓᓕᑦᑕᐅᖅ 

ᓇᒻᒥᓂᖅ ᐊᐱᕆᒋᐊᖃᖅᑐᒋᓪᓚᕆᒻᒥᒐᒪ ᑕᕝᕙᓂ 

ᐃᓚᐅᑎᓪᓗᖓ, ᐃᔅᓯᕚᖃᑕᐅᑎᓪᓗᖓ.  

 

ᐅᑎᕐᕕᒋᒃᑲᓐᓂᕈᒪᔭᖃᕆᓪᓗᖓ, ᓯᕗᓪᓕᐅᑎᓗᒍᖃᐃ, ᒥᔅᑕ 

ᒫᓐᓯᐅᓪᒧᑦ ᑲᙳᓇᖅᑐᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᖅ ᐊᑦᑐᐊᔪᖅ 

ᑖᒃᑯᓄᖓ ᒐᕙᒪᒃᑯᓐᓄᑦ ᐱᓕᕆᔨᖁᑎᖓ ᐱᓂᕐᓗᐃᓂᕐᒥᑦ, 

ᑲᙳᓇᖅᑐᒥᒃ ᐊᑐᕐᓂᐅᕙᑦᑐᖅ ᐊᑦᑑᑎᓂᐅᕙᑦᑐᖅ ᑕᒪᓐᓇ. 

ᖃᐅᔨᓴᕐᓂᕐᒥᒃ ᐱᔭᕇᖅᓯᒪᓂᖃᓕᖅᑎᓪᓗᓯ ᖃᐅᔨᓴᕐᓂᕐᒥᒃ, 

ᓲᕐᓗ ᐆᑦᑑᑎᒋᓗᒍ ᒪᓕᒐᓕᐅᖅᑎᐅᖃᑎᒪ ᒥᔅ ᐳᕉᔅᑑᑉ 

ᐅᖃᐅᓯᕆᖃᐅᒻᒥᔭᖓᓄᑦ ᐊᑦᑐᐊᖃᓯᐅᑎᒻᒥᔪᖅ ᑕᒪᒃᑯᐊ 

ᐱᓂᕐᓗᐃᔪᒥᓃᑦ ᐆᑦᑑᑎᒋᓗᒍ ᐃᓕᓐᓂᐊᕕᒻᒥ ᐃᓕᓴᐃᔩᑦ 

ᐊᖑᑎ ᐊᕐᓇᓘᓐᓃᑦ ᓱᕈᓯᕐᒧᑦ ᒪᒃᑯᑦᑐᒧᑦ ᐃᓕᓐᓂᐊᖅᑎᒧᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᖃᑎᖏᓐᓄᓘᓐᓃᑦ. ᑕᐃᒪᐃᓕ ᑕᒪᓐᓇ 

ᖃᐅᔨᓴᖅᑕᐅᓂᖃᓚᐅᖅᑎᓪᓗᒍ ᐃᒻᒪᖃᖃᐃ ᑖᓐᓇ 

ᑐᕌᖓᔪᓐᓇᕐᒥᔪᖅ ᐃᔅᓯᕙᐅᑖᖅ, ᐋᓪᒪ ᐸᐅᕗᒧᑦ, ᒥᓂᔅᑕᐅᑉ 

ᑐᖏᓕᖓᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓄᑦ, ᑕᕝᕗᖓ 

ᐊᑦᑐᐊᒋᓪᓗᓂ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᓂᕐᒧᑯᓐᓅᓕᖓᒻᒪᑦ. 

ᒪᒥᐊᓇᖅ ᐅᖃᐅᓯᕆᑦᑕᐅᑎᒋᓐᓂᖏᓐᓇᒃᑯ.  
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or mined for information when it comes to a 

request under access to information and privacy 

protection if the use continues, what steps will 

the Government of Nunavut take in order to 

potentially discipline an employee for 

continuing to go against, not convention, but 

the rules. Thank you, Mr. Chair. 

 

Chairman: Thank you, Mr. Seeley. 

 

Mr. Seeley: Thank you, Mr. Chair. So there 

was a lot there, and I’d just like to start by 

sorting out a couple of different components to 

the member’s comments. 

 

Software or applications like some of the ones 

the member has described have been prohibited 

from use within our systems when there’s a 

security risk. And I think that the example of 

TikTok, that’s a security risk, and therefore that 

is dealt with through those channels. 

 

I think on the other side of it, there are many 

applications that do come up and we have 

considered and we have debated the idea of 

coming up with a policy. We heard from the 

commissioner earlier that he would like to see a 

firmer hand on this or a more aggressive 

approach, things moving a lot more quickly. 

 

One of the relates of putting a policy in place, 

is that we’re obliged to force it and follow it 

and enforce it, and to put a policy forward that 

is going to preclude any applications besides 

the ones that are within our licensing means 

that we need to be out there enforcing that. It 

means that we need to have that capability to 

do that effectively and successfully. 

 

The next piece to that is with the enforcement 

of the policy, that then requires that there be 

some consequence, and I think that we will get 

there. I think that we do need to get there 

starting with what the acceptable use is, the 

acceptable applications will be on our platform 

ᑭᓯᐊᓂ ᐅᑎᕐᕕᒋᓗᒍ ᐅᓇ ᐃᖅᑲᓇᐃᔭᖅᑎ ᑕᐃᒪᓐᓇ 

ᒪᓕᒐᔅᓯᓐᓂᒃ ᐱᖁᔭᒥᒃ ᓱᕋᐃᓂᖅᑕᖃᖅᑎᓪᓗᒍ 

ᓴᐳᒻᒥᔾᔪᑎᓂᒃ ᐱᓂᕐᓗᐃᔪᖃᖅᑐᒥᓂᐅᑎᓪᓗᒍ 

ᐃᖅᑲᓇᐃᔭᖅᑎ, ᑖᓐᓇ ᐱᖁᔭᖅ ᐊᑐᐊᒐᓕᐊᕆᓯᒪᔪᖅ 

ᒐᕙᒪᒃᑯᓐᓂᒃ ᑖᓇ ᐃᓂᓪᓚᑎᓪᓗᒍ ᐱᔭᕇᖅᑎᓪᓗᒍ 

ᐅᖃᐅᔾᔪᐃᓂᕐᓗ ᐊᖏᖃᑎᒌᓐᓂᕐᓗ ᐅᕝᕙᓗ 

ᐊᑭᓕᖅᑕᐅᓪᓗᓂ ᐅᖃᒃᑲᓂᙱᓪᓗᓂ ᓂᓪᓕᑲᓐᓂᖏᓪᓗᓂ, 

ᐃᒻᒪᓐᓇ ᐊᑭᓕᖅᑕᐅᓗᓂ ᐱᒍᓂ. ᑕᐃᒪᓕ ᑕᒪᓐᓇ ᐊᑑᑎ 

ᒪᓕᒐᔅᓯᓂᒃ ᐊᑐᐊᒐᔅᓯᓐᓂᒃ ᐊᑐᖅᑕᐅᑎᓪᓗᒍ ᒐᕙᒪᐅᓪᓗᓯ 

ᐊᕕᒃᑐᖅᓯᒪᔪᑎᒍᑦ ᑖᔅᓱᒥᖓ ᐊᑑᑎᔪᖃᖅᑎᓪᓗᒍ. ᐃᒫᒃ 

ᐅᖃᕋᓱᑦᑐᖓ ᐊᐱᖅᑯᑎᒋᔪᒪᔭᕋ, ᑖᓐᓇ ᓄᓇᓕᓐᓂ 

ᑕᕝᕙᙵᑦ ᐊᓂᑕᓯ ᐃᖅᑲᓇᐃᔭᕐᕕᖓᓐᓂᒃ ᖃᓄᖅ 

ᐊᑐᐊᒐᖃᖅᐸ ᐃᖅᑲᓇᐃᔭᒃᑲᓐᓂᕈᓐᓇᖅᐹ ᐅᕝᕙᓗ 

ᓂᓪᓕᖏᓪᓗᑎᑦ ᓇᒧᑦ ᓄᓇᓕᐅᑉ ᐊᓯᐊᓄᑦ ᓅᑕᐅᓗᓂ 

ᐃᓄᐃᑦ ᓄᓇᖓᓐᓂ, ᖃᓄᖅ 

ᐃᓂᓪᓚᔅᓯᒪᓂᖅᑕᖃᒃᑲᓐᓂᖃᑦᑕᖅᐸ ᑕᒪᔅᓱᒪ ᒥᔅᓵᓄᑦ 

ᑭᖑᓂᐊᒍᑦ ᑕᒪᔅᓱᒥᖓ ᐱᓕᕆᔪᒥᓂᐅᓚᐅᖅᑎᓪᓗᓯ? 

ᑕᕝᕗᖓᖃᐃ. ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐸᐅᕗ, ᐊᑏ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ 

ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᒐᓐᓂ. ᑕᐃᒪ ᐸᓯᔭᒃᓴᖅᑕᖃᖅᐸᑦ 

ᓯᖁᒥᑦᑎᔪᖅᑕᖃᖅᐸᓪᓗ ᐊᑐᐊᒐᕐᒥᒃ ᒪᓕᒐᒥᒡᓘᓐᓃᑦ ᑖᓐᓇ 

ᖃᐅᔨᓴᓚᐅᕐᓗᑎᒃᑯ ᖃᓄᖅᑑᕈᑎᒋᓕᕋᔭᖅᑕᕗᑦ. ᐃᒻᒪᖄ 

ᑕᒻᒪᖅᓯᒪᓐᓂᖅᐸᑦ, ᓯᖁᒥᑦᑎᓐᓂᖅᐸᑦ ᒥᑭᔫᕙᑦ 

ᐊᖏᔫᕙᓘᓐᓃᑦ ᐊᖏᔫᒃᐸᑦ ᐊᓂᑕᐅᓇᔭᖅᑐᖅ.  

 

ᐊᒻᒪᓘᓐᓃᑦ ᑖᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑎ, ᐃᓛᒃ ᑭᒃᑯᕈᓘᔮᓗᐃᑦ 

ᐅᖃᐅᑎᔾᔮᙱᑕᕗᑦ ᐅᖃᐅᑎᔭᐅᑐᐃᓐᓇᕆᐊᖃᖅᑐᑦ, 

ᑕᕝᕙᓂ ᐃᖅᑲᓇᐃᔭᕈᓐᓃᖅᑑᓚᑐᐃᓐᓇᕋᔭᖅᑕᕗᑦ. 

ᐃᓂᖅᑎᖅᑕᐅᔪᓐᓇᖅᑐᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᖃᓄᐃᓕᔭᐅᔪᓐᓇᖅᑐᑦ. ᐃᓂᖅᑎᕆᓂᐅᙱᑉᐸᑦ 

ᐊᓂᑕᐅᙱᑉᐸᓪᓗ ᐃᖅᑲᓇᐃᔮᒥᓄᑦ ᐅᑎᕋᔭᖅᑐᖅ.  

 

ᐅᓄᖅᑐᕈᓘᔮᓗᖕᓂᒃ ᐱᔾᔪᑎᒃᓴᖅᑕᖃᖅᐸᑦ 

ᐱᔾᔪᑎᒃᓴᖅᑕᖃᓲᖑᖕᒪᑦ ᖃᓄᖅ 

ᐃᖅᑲᓇᐃᔭᖃᑎᒌᒍᓐᓇᐃᓪᓕᓇᔭᕐᒪᑎᒃ ᑕᐃᒃᑯᐊ 

ᐱᑦᑎᐊᖃᑦᑕᓚᐅᙱᑦᑐᓪᓘᓐᓃᑦ ᑕᐃᒪᓐᓇᐅᓲᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᕿᓕᖅᑎ 

ᐅᑎᕐᕕᒋᓚᐅᙱᓐᓂᕐᓂ ᐅᑯᐊ ᐅᕙᓂ ᐃᒃᓯᕚᖅᑐᑦ 

ᑐᙵᓱᖁᕙᒃᑲ, ᒪᓕᒐᓕᐅᕐᕕᖕᒧᑦ ᑐᙵᓱᒋᔅᓯ. ᒥᔅ 

ᕿᓕᖅᑎ. 
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and on our devices for the transmission and 

storage of Government of Nunavut records. 

 

There’s an entire separate piece to this, and the 

member did touch on it towards the end of her 

comment, about the impact on employees or the 

consequence for employees that are using 

applications or systems that they shouldn’t be 

using, and that, of course, quickly becomes an 

employee relations issue for GN employees or 

a contract management issue, if it is contractors 

that are operating outside of the GN. 

 

So we are working on that. There is our 

acceptable usage policy. It is one that is 

reviewed very regularly, given the very quickly 

evolving landscape that we are working in in 

this area. We’re not ruling out the concept of 

having is some more detailed parameters on 

what applications can be used on our systems 

and consequences for it; we’re just not there 

yet, and we will continue to monitor it, and 

importantly, make sure that we do have a suite 

of services available on our approved licensed 

platform that will meet all the functional needs 

of our employees to get the work done that they 

need to do safely and effectively. Thank you, 

Mr. Chair. 

 

Chairman: Thank you. Ms. Power. 

 

Ms. Power: Thank you, Mr. Chair. Just to 

follow up on what Mr. Seeley said, in the 

absence of the ban of an app, it’s not 

necessarily the tool, but how people are using 

the tool. So I can have a WhatsApp group and 

chat with my senior management team and say 

“hey, I’m at Standing Committee today”, or 

“happy birthday to employee B.” That’s not 

inappropriate use of the tool. But the second 

people are using the tool to share employee 

information, do things that are not authorized 

through the acceptable use policy, any policy 

within the GN that an employee breaches is an 

employee relations issue, and can lead to, 

depending on the severity of what they’re 

ᕿᓕᖅᑎ: ᖁᔭᓐᓇᒦᒃ ᐃᔅᓯᕙᐅᑕᖅ. ᖁᔭᓐᓇᒦᓪᓗ ᑖᓐᓇ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᖅᑕᐃᑦ ᑕᒪᓐᓇ ᑭᐅᔾᔪᑎᒋᕋᑖᖅᑕᓐᓄᑦ 

ᑕᐃᓐᓇ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᑕᐃᒃᑯᐊ ᐱᓕᕆᔪᑦ ᑕᒪᔅᓱᒥᖓ 

ᓲᕐᓗ ᖃᐅᔨᓴᖅᑕᐅᓂᖓ ᐊᑦᑎᑦᑐᒥᓂᐅᒐᓗᐊᖅᑎᓪᓗᒍ 

ᑕᐃᒫᖑᙱᑦᑐᒥᓂᐅᑎᓪᓗᒍ ᑭᓯᐊᓂ ᓄᓇᓕᓐᓄᑦ 

ᐅᖃᕋᑖᖅᑕᐃᑦ ᒪᓕᑦᑐᒍ ᓅᑕᐅᑎᓪᓗᒍ ᐊᒻᒪᓗ 

ᐅᖃᕋᑖᕐᒥᔭᐃᑦ ᑭᐅᔾᔪᑎᒋᔭᓐᓂ ᐊᑐᕆᐊᖃᖅᑕᖏᓐᓂᒃ 

ᐃᒪᐃᓕᐅᕆᐊᖃᕐᓂᐊᓕᖅᑐᑎᑦ, 

ᐃᒪᐃᓕᖓᒋᐊᖃᕐᓂᐊᓕᖅᑐᑎᑦ. ᑕᐃᑲᓂ ᐃᓕᔅᓯ 

ᐊᑐᐊᒐᓕᐊᖑᓯᒪᔪᓂ ᑕᑯᔭᐅᓯᒪᒋᕙ, ᐃᓕᔭᐃᓯᒪᒋᕙ 

ᒪᓕᙱᑐᐊᕈᕕᒋᑦ, ᓱᕋᐃᒍᕕᑦ ᑕᐃᒪᐅᔪᑎᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᒧᑦ. 

 

ᑖᓐᓇ (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑖᒃᑯᐊ ᐱᓕᕆᕕᓯ ᐃᒻᒪᖄ 

ᐅᓗᕆᐊᓇᖅᑐᒧᐊᕈᓐᓇᖃᑦᑕᖅᑐᑦ ᑖᓐᓇ 

ᐃᓱᒪᓕᐅᕈᑎᒋᔭᐅᓚᐅᖅᖢᓂ ᓲᕐᓗ ᐃᖅᑲᓇᐃᔭᖅᑎ 

ᐅᕙᙵᑦ ᓄᓇᓕᖕᒥᑦ ᐊᓯᐊᓄᖔᖅ ᐊᐅᓪᓚᖅᑎᑕᐅᓗᓂ 

ᓄᓇᕗᑦ ᐃᓗᐊᓂ. ᐅᓇ ᐊᐱᖅᑯᑎᒋᕙᕋ ᑭᐅᒍᕕᓪᓗ 

ᑕᕝᕗᖓ ᐊᐱᖅᑯᑎᒋᔭᕐᓄᑦ ᐃᓂᖅᑎᖅᑕᐅᓇᔭᖅᐳᖅ 

ᓇᓗᓇᐃᖅᑕᐅᓗᑎᒡᓗ ᑕᒪᒃᑯᐊ ᑎᓕᐅᕈᑏᑦ. ᖃᓄᖅ 

ᑕᐃᒪ? 

 

(ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) ᓱᕋᑦᑕᐅᒍᓂ ᑕᒪᓐᓇ ᑕᐃᔅᓱᒧᖓ 

ᑕᕝᕙᓂ ᓄᓇᓕᓐᓂ ᐱᓂᕐᓗᐃᓂᙱᒃᑲᓗᐊᖅᑎᓪᓗᒍ ᐃᑲᓂ 

ᐊᖏᓂᖅᓴᒥᒃ ᐱᓕᕆᓕᖅᑎᓪᓗᒍ ᑕᐃᓐᓇ 

ᐊᐱᖅᑯᑎᒋᖅᑲᐅᔭᕋ ᐊᑎᖓ ᐲᖅᑕᐅᓗᓂ ᒐᕙᒪᒃᑯᓐᓂ 

ᐃᖅᑲᓇᐃᔭᕈᓐᓃᕐᓂᐊᖅᑐᒥᒃ ᑕᐃᒪᓐᓇ ᐊᑑᑎᓐᓂᕐᒧᑦ 

ᑎᑭᐅᑎᔪᔅᓴᐅᕙᑦᑐᖅ ᖃᓄᐃᓕᖓᕙᑦᑐᑭᐊᖅ. 

ᑖᓐᓇᐅᑦᑕᕐᒪᑦ ᐊᒻᒪᓗ ᐃᖅᑲᓇᐃᔭᖅᑎ ᓲᕐᓗ ᐃᓕᓴᐃᔨ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑎᒍᑦ ᖃᐅᔨᓴᖅᑕᐅᖃᑦᑕᖅᐸ? 

ᐱᓂᕐᓗᐃᓯᒪᓂᖓ ᐅᕝᕙᓗ ᐅᖃᐅᑕᐅᓂᖓ ᒪᓕᑦᑐᒍ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᐊᒻᒪᓗ 

ᖁᔭᓐᓇᒦᒃ ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᒐᖕᓂ. ᓯᖁᒥᑦᑎᔪᖅᑕᖃᖅᐸᑦ 

ᐊᑐᐊᒐᕐᒥᒃ ᒪᓕᒐᒥᒡᓘᓐᓃᑦ ᐊᓂᑕᐅᔪᓐᓇᖅᑐᖅ. 

ᐊᕐᕌᒎᖕᓄᑦ ᒪᕐᕉᖕᓄᑦ ᒐᕙᒪᒃᑯᓐᓂ 

ᐃᖅᑲᓇᐃᔭᕈᓐᓇᐃᓪᓕᓗᓂ. ᒪᓗᖕᓇᖅᐸᑦ ᑕᐃᓐᓇ 

ᓯᖁᒥᑕᖓ ᐱᕋᔭᒃᐸᓪᓗ ᑕᐃᒪᓕ ᑕᒪᓐᓇ 

ᑐᓐᓂᖅᑯᑎᒋᔭᐅᓕᕋᔭᖅᑐᖅ ᐸᓖᓯᒃᑯᓐᓄᑦ 

ᖃᐅᔨᓴᖅᑕᐅᓂᐊᕐᒪᑦ.  

 

ᐃᓕᓴᐃᔩᑦ ᐃᒃᑯᐊ ᐅᓄᒃᑲᓐᓂᖅᑰᖅᑐᓂᒃ ᒪᓕᒐᓂᒃ 

ᒪᓕᒋᐊᓖᑦ ᓱᕈᓰᑦ ᑕᒪᒃᑯᐊ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᖁᓪᓗᒍ. 
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doing, it can be anything from a letter of 

reprimand, an informal discussion to say that’s 

not appropriate, to dismissal. And it would go 

through the department and HR, the 

Department of Human Resources. Thank you, 

Mr. Chair. 

 

Chairman: Thank you. And just before, I 

know Mr. Lightstone is anxious to get into his 

next line of questioning. Just so we have some 

continuity with it, I’m actually going to make a 

chair decision. We’re going to break for lunch 

now. But as we’ve been talking about IT, I 

would like to acknowledge our own manager of 

IT here in the building, whose birthday is 

today. So happy birthday, Brian. 

 

>>Applause 

 

With that, we will break, returning at 1:30. 

Thank you. 

 

>>Committee recessed at 11:39 and resumed 

at 13:30 

 

Chairman: Good afternoon. I’d like to call the 

committee meeting back to order. Before us we 

have the Standing Committee on Oversight of 

Government Operations and Public Accounts 

with the Information and Privacy 

Commissioner. Next name I have on my list, 

Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. I just have 

a few last topics that I’d like to touch upon 

regarding legislation, specifically the ATIPP 

Act, Clare’s law, and the missing persons act, 

all of which we discussed this time last year. 

I’d like to pose my fist question to the 

government. 

 

Bill 59, An Act to Amend the Access to 

Information and Protection of Privacy Act, was 

introduced during the fall sitting and 

subsequently withdrawn days later. The 

Minister of Executive and Intergovernmental 

ᐃᖅᑲᓇᐃᔭᖅᑎᒃᓴᖅᓯᐅᕐᓂᖅ ᐱᕋᔭᒃᓯᒪᙱᒃᑲᓗᐊᕐᒪᖔᑦ 

ᑕᒪᒃᑯᐊᕈᓘᔭᐃᑦ ᐊᖅᑯᓵᖅᑕᐅᔪᐃᓐᓇᐅᖃᑦᑕᕆᐊᓖᑦ.  

 

ᐊᔾᔨᒌᙱᑦᑐᓂᒃ ᑖᓐᓇ ᐱᓕᕆᐊᕆᔭᐅᓇᔭᖅᑐᖅ. ᒥᑭᑦᑑᒃᐸᑦ 

ᒪᓗᖕᓇᖅᐸᓪᓘᓐᓃᑦ ᐊᑯᓐᓂᖏᓐᓂᓗ ᐊᑯᓐᓂᓕᒫᖏᓪᓗ. 

ᑕᒪᒃᑯᐊᓕᒫᑦ ᐊᖅᑯᓵᖅᑕᐅᔭᕆᐊᓖᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ 

ᕿᓕᖅᑎᒧᐊᒃᑲᓐᓂᓚᐅᙱᓐᓂᓐᓂ 

ᓇᓗᓇᐃᖅᓯᕕᐅᔪᒪᔪᒍᖃᐃ ᓲᕐᓗᖃᐃ ᐱᓗᐊᕐᓗᒍ 

ᐃᓕᓴᐃᔩᑦ. ᓯᖁᒻᒥᑦᑎᕐᓂᖅᐸᑦ ᒪᓗᖕᓇᕐᓂᖅᐸᓪᓘᓐᓃᑦ 

ᑖᓐᓇ ᐊᑲᐅᙱᓕᐅᕈᑕᐅᔪᖅ ᐊᓯᐊᓄᖔᖅ ᓄᓇᓕᖕᓄᑦ 

ᑐᓐᓂᖅᑯᑕᐅᑐᐃᓐᓇᔾᔮᙱᒻᒪᑦ ᑕᒪᓐᓇᐅᓇ 

ᑐᑭᓯᓇᓱᖅᑰᖅᑕᕗᑦ. ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐄ’, ᑖᒃᑯᐊ 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖃᑎᒋᖃᑦᑕᖅᑕᕗᑦ. 

ᑕᐃᒪᐃᑦᑐᓂᒃ ᑕᑯᔪᒪᙱᑦᑎᐊᒻᒪᕆᒃᑲᑦᑕ ᐃᓕᓐᓂᐊᕐᕕᐅᑉ 

ᐃᓗᐊᓂ ᓱᕈᓯᕐᓄᓪᓘᓐᓃᑦ. ᑕᒪᓐᓇᓕ 

ᒪᐅᖓᑐᐃᓐᓈᖅᑕᐅᖃᑦᑕᙱᑦᑐᖅ ᐃᓕᓐᓂᐊᕐᓂᓕᕆᓂᐅᑉ 

ᐃᓗᐊᓂ. ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᕿᓕᖅᑎ. 

 

ᕿᓕᖅᑎ: ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ, ᖁᔭᓐᓇᒦᓪᓗ 

ᑭᐅᔭᐅᑦᑎᐊᕋᒪ, ᐃᑲᔪᖅᓯᕆᐊᕋᑖᕋᕕᙵᓗ 

ᑐᑭᓯᓇᖅᓯᑎᒋᐊᖅᑐᒍ.  

 

ᐊᒻᒪ ᑕᐃᒪ ᑕᕝᕙᓂ ᐅᓇᑦᑕᐅᖅ ᓄᓇᓕᓐᓂ ᑕᒪᒃᑯᐊ 

ᒐᕙᒪᕋᓛᖑᔪᐃᑦ ᕼᐋᒪᓚᐃᑦ ᐆᑦᑑᑎᒋᓗᒋᑦ ᐃᓛᒃ, 

ᑐᑦᑕᕐᕕᐅᖃᑦᑕᕐᒪᑕ ᑕᒪᒃᑯᐊ ᓄᓇᓕᓐᓂ ᐊᔾᔨᒌᙱᑦᑐᑦ 

ᐃᓪᓗᓕᕆᔨᒃᑯᑦ, ᐋᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ ᓄᓇᓕᓐᓂ 

ᐱᓕᕆᔨᒻᒪᕆᐅᔪᒥᒃ ᓲᖑᔪᖅᑕᖃᖅᑎᓪᓗᒍ ᓈᒻᒪᙱᑦᑐᒃᑯᑦ. 

ᐆᑦᑑᑎᒋᓪᓗᒍ ᑕᐃᒪ ᐃᓚᖏᑦ 

ᐊᑎᓕᐅᖅᑎᑦᑎᒍᒪᓯᐅᖑᒻᒪᑕ ᐊᓂᑕᐅᖁᔨᓪᓗᑎᒃ. 

ᐊᑎᓕᐅᕐᓂᒃᑯᑦ ᖃᓄᐃᓕᐅᖁᔨᓂᕐᒥᒃ ᐅᖃᐅᓯᖃᖅᑐᖓ. 

ᑕᐃᒪ ᑖᓐᓇ ᐃᓕᔅᓯ ᐊᑐᐊᒐᖓᓐᓂ ᑕᐃᒪᓐᓇ 

ᐊᑑᑎᔪᖃᖅᑐᒥᓂᐅᑎᓪᓗᒍ ᓄᓇᓕᓐᓂ ᐊᓂᑦᑎᑎᓪᓗᒋᑦ 

ᐱᖁᔨᕗᖔᕐᓂᒃᑯᑦ ᒐᕙᒪᕋᓛᖑᔪᐃᑦ ᓄᓇᓕᓐᓂ 

ᐊᑑᑎᔪᒥᓂᐅᑎᓪᓗᒋᑦ.  

 

ᐃᑉᐱᒍᓱᑦᑎᐊᕆᐊᖃᖃᑦᑕᓂᔅᓯᓐᓂᒃ ᑖᔅᓱᒥᖓ 

ᐱᓕᕆᖃᑎᖃᖅᑐᔅᓴᐅᖃᑦᑕᖅᑐᓯ ᕼᐋᒻᒪᓚᐅᔪᓂᒃ 

ᐊᓂᑕᐅᔪᒪᔪᖃᖅᑎᓪᓗᒍ ᓄᓇᓕᓐᓂ ᐊᑦᑕᓇᖅᑐᒥᒃ ᐃᓄᐃᑦ 

ᓄᓇᓕᓐᓂ ᐱᓕᕆᖃᑎᖃᕈᓐᓇᙱᑦᑐᐃᑦ 

ᐃᒪᐃᓕᖓᑐᐃᓐᓇᙱᒻᒥᒻᒪᑦ. 
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Affairs who introduced the motion to withdraw 

the legislation stated, in part, that it has been 

determined that Bill 59 may have unintended 

consequences for the Office of the Information 

and Privacy Commissioner that may impact the 

relationship between the commissioner and the 

Government of Nunavut. I am just wondering if 

the deputy minister may be able to describe 

how the government is working to address that 

specific concern. Thank you, Chair. 

 

Chairman: Thank you. Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. I thank 

the member for the good question. As the 

member stated, the bill was withdrawn. As we 

talked about yesterday, the Government of 

Nunavut is now undertaking a full review of the 

Access to Information and Protection of 

Privacy Act. That review will involve extensive 

consultations with the public, but with the 

commissioner as well, and any parts of Bill 59 

that are determined to be appropriate to move 

forward would be in a more broad piece of 

legislation, if they should choose to introduce 

it. Thank you, Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Mansell. Just 

to follow up on that, the privacy commissioner 

has indicated on a number of occasions how 

desperately our access to information act needs 

to be modernized. Would you be able to 

indicate what specific amendments to the 

legislation are being actively considered. Thank 

you, Chair. 

 

Chairman: Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. Mr. 

Witzaney can give a brief overview of some of 

the modernizations that perhaps we would 

consider. 

 

Chairman: Thank you. Mr. Witzaney. 

ᑕᒪᐅᖓᑦᑕᐅᖅ ᐃᖅᑲᓇᐃᔭᕆᐊᖅᓯᒪᔪᐃᑦ ᐃᓚᖏᑦ 

ᓄᓇᓕᓐᓂ ᐱᓕᕆᖃᑎᖃᖃᕈᓐᓇᖃᑦᑕᖏᒻᒪᑕ. ᑖᓐᓇ 

ᐱᔾᔪᑎᒋᓪᓗᒍ ᐃᓚᖓᓂᒃ ᑐᓴᕐᓇᖃᑦᑕᖅᓯᒪᒻᒪᑦ 

ᐊᑎᓕᐅᕐᓂᒃᑯᑦ ᐃᓂᑦᑎᔪᒪᔪᐃᑦ ᓄᓇᓕᓐᓂ 

ᓴᖅᑮᔪᖃᖅᑎᓪᓗᒍ ᑭᓇᑐᐃᓐᓇᕐᒥᒃ.  

 

ᑕᐃᒪ ᐃᑲᔪᖅᓯᑕᐅᑎᓪᓗᒍ ᕼᐋᒪᓚᐅᔪᓄᑦ ᑕᐃᓐᓇ 

ᐃᑲᔪᖅᓯᖅᑕᐅᔾᔪᑕᐅᔪᖅ ᐃᓕᔅᓯ ᒐᕙᒪᐅᓪᓗᓯ 

ᐃᑉᐱᒋᑦᑎᐊᖅᐸᑉᐱᓯᐅᒃ ᐊᑐᐊᒐᖃᖅᑭᓯ ᑕᒪᔅᓱᒥᖓ 

ᐊᐱᖅᑯᑎᒋᓕᕐᒥᔭᕋ ᑐᑭᓯᓯᒪᑦᑎᐊᒃᑲᓐᓂᕈᒪᓂᐊᕋᒃᑯ 

ᓄᓇᓕᓐᓃᖃᑕᐅᑎᓪᓗᖓ. ᑐᑭᓯᓇᖅᐸᑦ, ᖁᔭᓐᓇᒦ, 

ᐃᔅᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᔅᓯᕙᐅᑕᖅ. ᖁᔭᓐᓇᒦᓪᓗ 

ᐊᐱᕆᒐᕕᑦ ᑕᐃᒫᒃ. ᒪᕐᕉᒃ ᐊᔾᔨᒌᑉᐸᓪᓚᐃᙱᒻᒪᑎᒃ 

ᑕᕝᕙᓂ ᐊᐱᖅᑯᑎᓐᓂ. ᓄᓇᓕᒃ ᐅᕝᕙᓘᓐᓃᑦ 

ᓄᓇᓕᒻᒥᐅᑕᖅ ᓄᓇᕗᑦ ᒐᕙᓚᒃᑯᓐᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓪᓗᓂ ᖃᓄᐃᓕᐅᕐᓂᖓ ᐃᓱᒫᓗᒋᔭᐅᑉᐸᑦ 

ᐃᓕᓴᐅᔨᐅᑉᐸᑦ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ 

ᑲᑎᒪᔨᓅᕈᓐᓇᑕᖅᑯᖅ, ᐋᓐᓂᐊᓯᐅᖅᑎᐅᑉᐸᑦ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᓐᓄᑦ ᓵᑦᑐᖃᕈᓐᓇᑕᖅᑯᖅ.  

 

ᐱᓕᕆᒋᐊᕈᓐᓇᖅᑐᒍᑦ ᐊᑐᓕᖁᔭᓕᐅᖅᑐᖃᖅᑎᓪᓗᒍ 

ᓄᓇᕗᑦ ᒐᕙᒪᖓᑕ ᓯᓚᑖᓂᙶᖅᑐᒥᒃ 

ᐊᑐᓕᖁᔭᓕᐅᖅᑐᖃᖅᑲᑦ ᖃᐅᔨᓴᕆᐊᕆᐊᖃᕋᔭᖅᑐᒍᑦ. 

ᓴᖅᑭᑕᐅᒻᒪᑦ ᖃᐅᔨᓴᕆᐊᕆᐊᖃᕋᔭᓕᖅᑕᕗᑦ. ᓄᓇᓖᓪᓗ 

ᐊᑕᐅᓯᐅᙱᒻᒪᕆᑦᑐᒥᒃ ᐊᖅᑯᑎᖃᕈᓐᓇᖅᑐᐃᑦ 

ᐃᓱᒫᓗᒋᔭᒥᓂᒃ ᐃᓱᒫᓘᑎᒥᓂᒃ ᓴᖅᑭᖅᓯᒍᒪᓗᑎᒃ. 

ᕼᐋᒪᓚᒃᑯᓐᓂᙶᖅᑲᑦ, ᓄᓇᓕᓐᓂ ᐱᔨᑦᑎᕋᖅᑎᒃᑯᓐᓄᑦ. 

ᐊᒻᒪ ᕼᐋᒪᓚᐃᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᑎᒍᑦ. 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᓪᓗ ᒪᓕᒐᖏᑎᒍᑦ 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓪᓗ ᒪᓕᒐᖏᑎᒍᑦ 

ᑲᒪᒋᔭᐅᒋᐊᕈᓐᓇᕐᖓᑦ. ᖃᐅᔨᒋᐊᕋᔭᖅᑕᕗᑦ. ᓄᓇᓕᒻᒥ 

ᐊᑎᓕᐅᕈᔾᔭᐅᓯᒪᑐᐃᓐᓇᑎᓪᓗᒋᑦ ᐊᕕᑦᑎᒍᓐᓇᙱᑦᑐᒍᑦ. 

ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᕿᓕᖅᑎ. 

 

ᕿᓕᖅᑎ: ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᓪᓗ 

ᑭᐅᒋᐊᕈᑎᒋᕋᑖᖅᑕᕐᓄᑦ. ᓴᖑᒋᐊᕈᒪᔪᖓ ᐊᐱᕆᔪᒪᓪᓗᖓ 

ᑐᕌᕐᓂᐊᖅᑐᖅ ᒥᔅᑕ ᒫᓐᓯᐅᓪ ᒐᕙᒪᓕᕆᔨᒃᑯᓐᓂᑦ. ᑕᐃᒪ 

ᐅᖃᐅᓯᕆᖅᑲᐅᔭᖓ ᒥᔅᑕ ᔅᑏᓕᐅᑉ ᑭᐅᔾᔪᑎᒋᖅᑲᐅᔭᖓᓂᒃ 

ᑐᓴᖅᑲᐅᒐᒪ ᐊᐱᖅᑯᑎᔅᓴᑖᕆᔪᒪᓕᖅᑲᐅᒐᒃᑯ.  
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Mr. Witzaney (interpretation): Thank you, Mr. 

Chair. 

(interpretation ends) There are a lot of different 

things we’re looking at. We don’t want to put 

ourselves in any corners by committing to 

anything. There are some big things we are 

specifically looking at, like for example order-

making power, which I know this committee 

has been interested in. We’re looking at annual 

reporting. We’re looking at changes to how we 

do offences and to strengthen that section, but 

kind of anything and everything. 

 

We’re doing a broad approach to this, looking 

at legislation from all over the world to see 

what other jurisdictions have done, what’s best 

practice. So not to say that we’re putting 

anything aside, but we want to make sure that 

we are doing this in the most holistic way 

possible. 

 

We’re not any select company. There are many 

other jurisdictions who are entering a similar 

time for their province or territory, and we’re 

hoping to have the best act that we can for 

Nunavut. So we want to make sure we take a 

very deliberate, very holistic and very 

comprehensive approach. (interpretation) 

Thank you, Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Witzaney. 

I’m glad to hear that order-making powers are 

being considered. 

 

Mr. Mansell had mentioned that the current 

legislation is going through the consultation 

phase, so my next question is: Will be 

Information and Privacy Commissioner be 

included with in the consultations with regards 

to amending the ATIPP Act? Thank you, Chair. 

 

Chairman: Mr. Mansell. 

 

ᐱᓕᕆᓂᕆᒋᐊᖃᖅᑕᕗᑦ ᑕᕝᕙᓂ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ 

ᒪᓕᒐᓕᐅᖅᑎᐅᓪᓗᑕ ᑕᒪᒃᑯᐊ ᒪᓕᒐᔅᓴᐃᑦ ᐊᑐᐊᒐᔅᓴᐃᑦ, 

ᐊᑐᐊᒐᓕᐊᖑᓯᒪᔪᑦ, ᒪᓕᒐᓕᐊᖑᓯᒪᔪᑦ ᐱᖁᔭᕐᔪᐊᑦ, 

ᐱᖁᔭᔅᓴᐃᑦ, ᑕᒪᒃᑯᐊᖑᖃᑦᑕᕐᒪᑕ. ᑭᐅᔾᔪᑎᒋᖅᑲᐅᔭᖓᓂᒃ 

ᐊᐱᖅᓱᖅᑐᖃᖅᑎᓪᓗᒍ ᐅᖃᖅᑲᐅᒻᒪᑦ ᐃᓚᖏᑦ ᑖᕙᓂ 

ᑕᐃᒫᔅᓴᐃᓐᓇᓕᖏᓐᓇᖅᑐᐃᑦ ᑐᑭᓯᑦᑎᐊᕐᓂᕈᒪ 

1980−ᖏᓐᓃᓚᖅᑲᐅᒻᒪᑦ ᐱᖁᔭᐃᑦ ᐊᑐᐊᒐᓕᐊᖑᓯᒪᔪᑦ 

ᒐᕙᒪᐅᑉ ᐃᒻᒪᖄ ᓄᓇᕗᒻᒧᑦ ᐅᕝᕙᓗᑭᐊᖅ ᐊᓯᖏᓐᓄᑦ 

ᒐᕙᒪᓄᑦ ᑐᕌᖓᖅᑲᐅᔪᖅ ᑭᓯᐊᓂ 

ᓇᓗᓇᐃᑦᑎᐊᕐᓂᐊᖅᑐᖅ ᑲᔪᓯᔾᔪᑎᒋᔪᒪᑐᐃᓐᓇᖅᑲᕋ 

ᓂᓪᓕᕈᑎᒋᔪᒪᓪᓗᒍ. 

 

ᐃᓕᔅᓯ ᒐᕙᒪᐅᓪᓗᓯ ᑖᓐᓇ ᖃᓄᖅ ᐋᖅᑭᔅᓯᒪᓂᖓ ᐃᕝᕕᑦ 

ᓇᒻᒥᓂᖅ ᐅᓪᓗᒥᒧᑦ ᐊᐅᓚᓂᕆᔭᖓ ᐊᕕᑦᑐᖅᓯᒪᓗᒋᑦ 

ᑕᑯᓐᓇᙳᐊᕈᓐᓇᕐᓗᒍ ᓯᓚᑐᓃᑦ ᒪᓕᓪᓗᒍ ᑐᑭᓯᓯᒪᓃᓪᓗ 

ᐸᐃᑉᐹᖅᑎᒍᑦ ᓇᓗᓇᐃᕈᓐᓇᖅᐱᐅᒃ ᑐᓴᕈᒪᒐᓗᐊᖅᑐᖓ 

ᖃᑦᑎ ᐳᓴᓐᑎᒥᒃ ᐊᙳᑎᒥᒪᓱᒋᒻᒪᖔᖅᐱᐅᒃ ᑕᒪᒃᑯᐊ 

ᐊᑐᐊᒐᐃᑦ, ᐱᖁᔭᐃᑦ, ᒪᓕᒐᔅᓴᐃᑦ, ᒐᕙᒪᐅᑉ 

ᐊᕕᑦᑐᖅᓯᒪᔭᖏᓐᓂ? ᐋᓐᓂᐊᖅᖃᕐᓇᙱᑦᑐᓕᕆᔨᒃᑯᑎᒍᑦ, 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑎᒍᑦ, ᒐᕙᒪᓕᕆᔨᒃᑯᑎᒍᑦ. 

ᓂᓪᓕᐅᑎᒋᔪᓐᓇᖅᐱᐅᒃ ᑖᓐᓇ ᐊᙳᑎᓯᒪᑦᑎᐊᖅᑲ, ᐃᓛᒃ 

ᐊᙳᑎᓯᒪᓂᕆᔭᕆᐊᖃᖅᑕᖓ ᐃᓕᐅᖅᑲᖅᓯᒪᓂᖏᑦ 

ᐃᕝᕕᑦ ᑕᑯᓐᓇᖅᑕᖓᒍᑦ ᐅᖃᐅᓯᐅᖁᔭᕋᓗᐊᕋ 

ᓱᑯᑦᑎᐊᓃᓪᓚᕆᒻᒪᖔᑦ. ᐱᒋᐊᒃᑲᓐᓂᕆᐊᓕᒃ, ᐄ, 

ᑐᓴᖃᑦᑕᖅᑲᐅᔪᒍᑦ, ᐋᖅᑭᒋᐊᒃᑲᓐᓂᕆᐊᓖᓪᓗ 

ᑕᒪᒃᑯᐊᖑᒐᓗᐊᖅᑎᓪᓗᒋᑦ, ᐃᕝᕕᓪᓕ ᑭᓯᐊᓂ ᑖᓐᓇ 

ᓂᐊᖁᕆᔭᐅᑎᓪᓗᑎᑦ, ᐃᓛᒃ ᑐᖏᓕᐅᓂᕐᒧᓪᓗ ᑕᕝᕗᖓ 

ᐱᓯᒪᑎᓪᓗᑎᑦ ᖃᓄᐃᑉᐸ? ᐊᒻᒪᓗ ᓱᕙ? ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᔅᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᕆᒻᒪᑦ ᑕᐃᒫᒃ. 

ᒪᓕᒐᓕᕆᔨᕗᑦ ᕿᒥᕐᕈᖃᑦᑕᓲᖑᔪᐃᑦ ᒪᓕᒐᖁᑎᑦᑎᓐᓂᒃ, 

ᐱᖁᔭᖁᑎᑦᑎᓐᓂᒃ ᐱᑐᖃᐅᓗᐊᖅᑐᖃᓕᕐᒪᖔᑦ, 

ᓄᑖᕈᕆᐊᖅᑐᖃᕆᐊᖃᕐᒪᖔᑦ. ᒪᓕᒐᖅᑕᖃᖅᑐᖅ 

ᑎᒍᓯᒪᔭᑦᑎᓐᓂᒃ 1999−ᒥ ᐃᓚᖏᑦ 

ᐊᓯᔾᔨᖅᑕᐅᓯᒪᙱᒻᒪᑕ. ᐃᓚᖏᑦᑕᐅᖅ 

ᓄᑖᕈᕆᐊᖅᑕᐅᓗᐊᑲᓪᓚᓯᒪᔪᐊᓘᓪᓗᑎᒃ. ᒐᕙᒪᒃᑯᑦ 

ᐱᓕᕆᕕᕈᓘᔭᖏᑦ ᐱᓕᕆᑦᑎᐊᕋᓱᑉᐸᑦᑑᒐᓗᐊᑦ 

ᑐᑭᒧᐊᑦᑎᑕᐅᓂᕆᕙᑦᑕᖏᑦ ᒪᓕᑦᑐᒋᑦ ᐊᒻᒪ 

ᓯᕗᓪᓕᐅᖁᔭᐅᔪᐃᑦ ᒪᓕᑦᑐᒋᑦ. ᐊᒻᒪ ᐱᓕᕆᐊᔅᓴᐃᑦ 

ᓴᖅᑭᑉᐸᓪᓕᐊᔪᑦ ᒪᓕᑦᑐᒋᑦ  

ᓄᑖᕈᕆᐊᖃᑦᑕᖅᑕᕋᓗᐊᕗᑦ ᒪᓕᒐᖅᐳᑦ.  

 

ᑕᐃᒃᑯᐊᓕ ᑕᑯᔪᓐᓇᐅᑏᑦ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᒃ 

ᑲᙳᓇᖅᑐᓂᓪᓗ ᓴᐳᒻᒥᑦᑎᒍᑏᑦ ᐱᖁᔭᕐᔪᐊᖓᑦ 



 
 

 

63 

Mr. Mansell: Thank you, Mr. Chair. I thank 

the member for the question. Sorry, just to 

clarify, it will go through a consultation phase, 

and that will include the commissioner. Thank 

you, Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. So my next 

question will be for the commissioner. As 

you’ve indicated in the House as well as in 

your annual reports, the Nunavut information 

and privacy law is old, needs to be updated to 

match the way that the Government of Nunavut 

actually works and utilizes ATIPP. As you 

indicated, information technology is advancing 

rapidly, and artificial intelligence has burst on 

to the scene in many ways that seem to be 

science fiction. Again, I love your writing. But 

our information law still talks about 

photocopying. 

 

What specific amendments would you 

recommend be made to update the ATIPP Act? 

Thank you, Chair. 

 

Chairman: Commissioner Steele. 

 

Mr. Steele: Mr. Chair, the main thing that 

needs to happen is that this law, which is about 

information, needs to reflect the way the 

Government of Nunavut operates today in 

2025. Canadian access and privacy laws started 

in the early 1980s, and the first round was 

based on laws from that period. Now, as far as 

information and information technology goes, 

that’s a long time ago. 

 

The Nunavut law was carried over from the 

Northwest Territories, and the Northwest 

Territories law, the base of the law, most of 

what’s in there is from 1994. So for those who 

are old enough, think back 30 years about what 

we were all doing with information technology 

then. That’s when this law was written. 

 

ᓄᑖᕈᕆᐊᖅᑕᐅᒋᐊᖃᕐᖓᑕ, ᕿᒥᕐᕈᔭᐅᓕᖅᑑᒐᓗᐊᑦ. 

2012-ᒥ 2017-ᒦᓗ ᓄᑖᕈᕆᐊᖅᑕᐅᓚᐅᖅᓯᒪᔪᐃᑦ 

ᐊᓯᖏᓐᓂᒃ ᒐᕙᒪᖃᕐᕕᐅᔪᓂᒃ ᐊᓯᔾᔨᖅᓯᔪᓂᒃ 

ᒪᓕᔅᓴᕆᐊᖅᑐᑕ ᑭᓯᐊᓂ ᑕᐃᒫᒃ ᐅᖃᕈᓐᓇᖅᑐᖓ 

ᓄᑖᕈᕆᐊᖅᑕᐅᒋᐊᓖᑦ ᐅᓪᓗᒥᒧᑦ, ᐊᑐᐊᒐᕈᓘᔭᖅᐳᑦ 

ᒪᓕᒐᕈᓘᔭᖅᐳᑦ.  

 

ᒐᕙᒪᐅᓪᓗᑕ ᐱᓕᕆᑦᑎᐊᕋᓱᒃᐸᒃᑲᓗᐊᖅᑐᒍᑦ, ᐱᖁᔭᕐᓂᒃ 

ᓴᖅᑭᕆᐊᖃᖅᑕᑎᓐᓂᒃ ᓴᖅᑭᖅᓯᒐᓱᑉᐸᑦᑐᑕᓗ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑭᖑᓪᓕᖅᑕᐃᒪ ᒥᔅ 

ᓄᑕᕋᖅ. ᐅᐊᑦᑎᐊᕈᐊᐃ, ᐅᑕᖅᑭᑲᐃᓇᕆᔅᓯᐊᐃ. ᒥᔅ 

ᕿᓕᖅᑎ, ᐊᑕᐅᓯᕐᒥᒃ ᐊᐱᖅᑯᑎᔅᓴᖃᒃᑲᓂᖅᑮᑦ? 

  

ᕿᓕᖅᑎ (ᑐᓵᔨᑎᒍᑦ): ᐊᑕᐅᓯᕐᒥᑦ ᓱᓕ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᐊᑏ, 

ᐊᐱᕆᑎᑦᑎᐊᒻᒪᕆᓕᕐᓚᒋᑦ. ᒥᔅ ᕿᓕᖅᑎ, ᑲᔪᓯᒋᐊᕆᑦ. 

 

ᕿᓕᖅᑎ: ᖁᔭᓐᓇᒦᓪᓚᕆᒃ, ᒪᒥᐊᓇᖅ. ᒪᒥᐊᓇᕐᓗ 

ᖁᔭᓐᓇᒦᒃ ᑲᔪᓯᑎᑕᐅᒍᓐᓇᕋᒪ. ᑐᕌᖅᑎᒍᒪᔭᕋ ᒥᔅᑕ 

ᓯᑏᓕᒧᑦ. ᑕᒪᓐᓇ ᐅᕙᒍᑦ ᑲᑎᒪᔨᐅᑎᓪᓗᑕ ᐊᐱᖅᑯᑎᒐ, 

ᖃᓄᖅ ᑕᒪᒃᑯᐊ ᐅᓂᒃᑳᕆᔭᑎᑦ ᓴᖅᑭᓚᐅᖅᑕᑎᑦ ᐃᑉᐸᔅᓴᖅ 

ᐱᓕᕆᐊᕆᓯᒪᔭᒃᑯᑦ ᐅᕙᒎᓪᓗᑕ ᑲᑎᒪᔨᐅᓪᓗᑕ ᖃᓄᖅ 

ᑐᓴᕐᕕᒋᔪᒪᒐᓗᐊᕆᒃᑭᑦ ᐱᕚᓪᓕᑎᑦᑎᔪᔅᓴᐅᔮᕐᐱᑕ ᑕᒪᒃᑯᐊ 

ᐃᖏᕐᕋᕙᓪᓕᐊᒋᐊᖃᖅᑐᑦ ᐃᖏᕐᕋᔪᓪᓗ ᐃᖏᕐᕋᓯᒪᔪᑦ 

ᐊᒻᒪ ᓱᒃᑲᐃᑦᑐᑦ ᓇᐅᒃᑯᑦ ᐅᕙᒎᓪᓗᑕ 

ᐅᖃᐅᓯᔅᓴᖃᕐᕕᒋᒍᑦᑎᒍᑦ ᑐᓴᕈᒪᓪᓚᕆᑦᑐᖓ. 

ᑐᓴᖅᑎᓚᐅᖅᑎᒍᑦ ᖃᓄᐃᓕᒃᑲᓐᓂᕆᐊᖃᕐᒪᖔᑦᑕ 

ᐃᖏᕐᕋᓯᑎᑦᑎᒋᐊᕐᓂᕐᒥᒃ ᐊᓪᓗᕆᐊᕐᓂᕐᒥᒃ 

ᐱᔭᕆᐊᖃᕐᓂᕗᑦ ᐱᔾᔪᑎᒋᓪᓗᒍ ᑕᕝᕙᓂ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ? 

ᖁᔭᓐᓇᒦᒃ, ᐱᕕᖃᖅᑎᑲᓐᓂᕋᑖᕋᕕᙵ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᑏᐅᓪ. 

 

ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᑲᑎᒪᔨ ᐊᐱᕆᒻᒪᑦ. ᐅᓐᓄᓴᓕᒫᖅ 

ᓂᓪᓕᐊᔾᔪᑎᒋᔪᓐᓇᖅᑕᕋ ᑖᓐᓇ ᑭᐅᒐᓱᓪᓗᒍ ᑭᓯᐊᓂ 

ᐱᒻᒪᕆᐅᓂᖅᐹᖅ ᐃᓕᔅᓯᓐᓄᑦ ᒥᓇᕆᔪᓐᓇᓂᐊᖅᑕᓯ 

ᑲᑎᒪᔨᐅᔪᓯ ᐅᓪᓗᒥ. ᐃᒻᒥᒃᑰᖓᓪᓗᖓ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᔪᖓ ᐃᓕᔅᓯᓐᓄᑦ ᐅᓂᒃᑳᖅᑎᐅᔪᖓ 

ᑕᕝᕙᑐᐊᑦᑎᐊᖅ ᑖᓐᓇ ᐱᓕᕆᐊᕆᔭᕋ ᐃᖅᑲᓇᐃᔮᕆᔭᕋ 

ᑕᕝᕙᑐᐊᖅ, ᒐᕙᒪᒃᑯᑦ ᓱᖁᒍᓐᓇᙱᑕᒃᑲ ᐃᓱᒫᓘᑎᖃᕈᒪ 

ᐃᒫᑐᐊᖅ ᐱᒍᓐᓇᖅᑐᖓ ᒪᓕᒐᓕᐅᖅᑎᓄᑦ 

ᐅᖃᕈᓐᓇᖅᑐᖓ ᐃᓱᒫᓗᓐᓂᕋᕐᓗᖓ. ᐅᕝᕙᐅᑯᐊ 

ᐱᔾᔪᑎᒋᓪᓗᒋᓪᓗ ᐃᓱᒫᓗᓕᖅᑐᖓ ᐊᒻᒪ ᑐᓴᓚᐅᕐᓗᓯ 
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We’re in a whole different world. We’re in it a 

whole different universe in terms of the way 

information moves around government, and we 

need a law that reflects the modern reality, 

which is rapidly advancing. 

 

So the second thing that I would say, Member, 

in response to your question is very similar to 

what I said yesterday in regards to the health-

specific privacy legislation, and that is that I 

beg the government and I beg this Assembly 

not to start with a blank page and write a brand 

new law. Other jurisdictions are on their second 

or third or fourth generation of laws. We know 

what works. We know what doesn’t work, 

right? We have to resist the urge in, in this 

really, really small jurisdiction of inventing our 

own wheel. 

 

Why does it matter? Because there are 

provinces like Ontario that have like 20 years 

of experience interpreting the next generation 

of laws, and we need to learn from that rather 

than writing something that nobody else has 

and then it’s going to take us 20, 30, 50 years to 

figure out what it all means. Hiring the right 

people is easier, training is easier, applying the 

law is easier if you just use the same concepts 

that other Canadian jurisdictions are using. 

 

To conclude, Mr. Chair, I will just say that if I 

could make a recommendation, I think it’s 

widely considered even among information and 

privacy commissioners that jurisdiction in 

Canada with the best law currently is 

Newfoundland and Labrador. And one of the 

reasons for that is they have written right into 

their law that there has to be a thorough review 

every five years. So their law is always pretty 

much up to date, and it works pretty well. If 

we’re going to use a model, well, I can’t 

suggest anything better than that. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Mr. Lightstone. 

 

ᐃᓱᒪᑖᕆᐊᖃᖅᑐᓯ ᓱᔪᖃᕆᐊᖃᕐᒪᖔᖅ. ᐃᓚᖏᑦ 

ᑕᒪᒃᑯᐊ ᐱᒻᒪᕆᐅᓂᖏᓪᓗ ᓯᕗᓪᓕᐅᑎᖃᑦᑕᕐᓗᒋᑦ 

ᐊᒥᓱᕈᓘᔮᓗᓐᓂᒃ ᑐᓴᖃᑦᑕᕋᓗᐊᖅᑎᓪᓗᓯ 

ᐱᓕᕆᕙᑦᑎᓪᓗᓯᓗ ᓄᓇᕘᒥ. ᑭᓯᐊᓂᓕ ᓴᙱᓂᖏᑦ 

ᒪᓕᒐᓕᐅᖅᑎᑐᐃᓐᓇᐃᑦ ᐊᒥᓲᓂᖅᓴᐅᒐᔅᓯ ᒥᓂᔅᑕᐃᑦ 

ᑲᑎᒪᔨᖏᓐᓂᒃ. ᑕᐃᒃᑯᐊ ᑕᐃᒪ ᐊᐱᖅᕖᙵᖃᑦᑕᕈᔅᓯᐅᒃ 

ᑭᓱᓂᒃ ᓯᕗᓪᓕᐅᑎᑦᑎᒻᒪᖔᑕ ᑭᓱᓂᓪᓗ 

ᐱᓕᕆᐊᖃᕐᒪᖔᑕ.  

 

ᐃᒪᐃᓕᒍᓐᓇᖅᑐᖓᓕ ᒪᓕᒐᓕᐅᖅᑎᑐᐃᓐᓇᕐᓄᑦ 

ᒪᑉᐱᖅᑐᒐᖅ 17-ᒨᕐᓗᑎ ᐅᕙᖓ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᓐᓂᒃ 

ᑕᐃᑲᓂ ᐅᖃᐅᓯᖃᖅᓯᒪᒐᒪ ᐱᓕᕆᐊᖑᒋᐊᖃᔪᔪᓂᒃ 

ᐱᒋᐊᕋᑖᖅᑎᓪᓗᒍ 2021-ᖑᑎᓪᓗᒍ. ᑕᐃᒃᑯᐊ 

ᐱᔭᕇᖅᓯᒪᙱᑦᑐᒐᓚᐅᒻᒪᑕ ᓱᓕ ᐊᑕᖏᐸᓗᒃᑐᑎᒃ 

ᐃᓚᖏᑦ ᐅᖃᐅᓯᕆᓂᐊᖅᑲᒃᑲ ᐃᓚᖏᑦ 

ᐅᖃᐅᓯᕆᒌᖅᓯᒪᒐᑦᑎᒍ. ᐊᐃᑉᐸᕆᔭᖓ ᑎᑎᕋᖅᓯᒪᔭᓐᓂᒃ 

ᐱᔪᓐᓇᐅᑎᑖᖅᑎᑕᐅᒍᒪᓪᓗᖓ ᓴᖅᑭᖅᓯᖁᔨᒍᓐᓇᓂᕐᒥᒃ 

ᑎᑎᕋᖅᓯᒪᔪᓂᒃ ᑎᓕᓯᒍᓐᓇᖏᓐᓇᒪ 

ᑎᓕᓯᒍᓐᓇᖅᓯᒪᒍᒪᔪᖓ ᓴᖅᑭᖅᓯᖁᔨᒍᓐᓇᕐᓗᖓ 

ᐸᐃᑉᐹᓂᒃ. ᑕᐃᒪᐃᓕᐅᖅ ᑐᔅᓯᕋᔪᒐᓗᐊᖅᑐᖓ 

ᐊᑐᓕᖁᔭᓕᐅᔪᒐᓗᐊᖅᑐᓯᑦᑕᐅᖅ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐃᑲᔪᖅᓯᖅᑕᐅᔪᙱᒻᒪᑦ. ᒪᓕᒐᖅ ᑭᓯᐊᓂ 

ᐊᐅᓚᑦᑎᐊᓕᕋᔭᖅᑐᖅ ᑕᐃᒪᐃᖃᑦᑕᓕᖅᑲᑕ. 

ᑎᓴᒪᐅᓗᐊᖅᑐᓂᒃ ᐊᕐᕌᒍᓂᒃ ᐅᕙᓃᓕᕋᒪ ᑕᒪᓐᓇ 

ᐱᕙᓪᓕᐊᔭᐅᓯᒪᙱᒻᒪᑦ ᐊᑕᐅᓯᑯᓗᖏᓛᒃ ᑖᓐᓇ 

ᐱᕙᓪᓕᐊᔭᐅᓯᒪᙱᒻᒪᑦ.  

 

ᑭᖑᓪᓕᖅ, ᐱᖁᔭᐃᑦ ᕿᒥᕐᕈᔭᐅᒃᑲᓂᕐᓗᑎᒃ. 

ᐱᒋᐊᕋᑖᖅᑎᓪᓗᖓ ᐊᑐᓕᖁᓚᐅᖅᓯᒪᒻᒥᔭᕋ 

ᕿᒥᕐᕈᔭᐅᖁᓪᓗᒋᑦ ᐱᖁᔭᐃᑦ ᐊᒻᒪ ᒥᔅᑕ ᒫᓐᓯᐅᓪ 

ᖁᕕᐊᓇᕋᑖᖅᑐᖅ ᐅᖃᕐᖓᑦ ᐱᕙᓪᓕᐊᔭᐅᓕᕋᓗᐊᕐᖓᒡᒎᖅ 

ᑕᒪᒃᑯᐊ. ᑕᐃᒪᓕ ᓄᓇᕗᑦ ᓱᒃᑲᐃᓐᓂᕆᕙᑦᑕᖓ 

ᑕᑯᓐᓈᖅᑐᒍ ᐱᖓᓱᓂᒃ ᐊᕐᕌᒍᓂᒃ 

ᐱᔭᕇᖅᑕᐅᒐᓱᒃᑲᔭᕐᒥᔪᖅ. ᐱᖓᓱᒃᑲᓂᕐᓂᒃ ᑎᓴᒪᓂᓪᓗ 

ᐊᕐᕌᒍᓂᒃ ᒪᓕᒐᕋᓛᖏᑦ ᐃᓗᓕᖏᑦ 

ᐋᖅᑭᑦᑕᐅᒐᔭᕆᓪᓗᑎᒃ. ᑕᐃᒪᓕ ᑕᓪᓕᒪᓪᓘᓐᓃᑦ 7-ᓘᓐᓃᑦ 

ᐊᕐᕌᒍ ᑭᓯᐊᓂ ᐅᑭᐅᑦ ᐱᔭᕇᖅᑲᑕ 

ᓄᑖᕈᕆᐊᖅᑕᐅᓕᕋᔭᖅᑯᑦ. ᑖᒃᑯᐊ 

ᓱᒃᑲᓕᔮᕆᐊᒃᑲᓐᕈᑎᖃᕆᐊᓕᐅᒐᓗᐊᑦ.  

 

ᐊᒻᒪ ᓄᓇᕘᒥ ᓱᒃᑲᐃᓐᓂᖓ ᑕᑯᓐᓈᖅᑐᒍ ᑕᒪᒃᑯᐊ 

ᐊᖏᖅᑕᐅᑐᐃᓐᓇᖃᑦᑕᕆᐊᖃᙱᑦᑐᐃᑦ 

ᓱᒃᑲᐃᓐᓂᕆᔭᖏᑦ. ᐸᓖᓯᒃᑯᑦ ᐱᖁᔭᕐᔪᐊᔅᓴᖓ, 

ᐆᑦᑑᑎᒋᓗᒍ ᐅᕙᓂ ᐊᐃᕙᔾᔪᑕᐅᖃᑦᑕᕕᐅᑎᔪᔪᖅ 

ᐱᒻᒪᕆᐊᓘᒻᒪᑦ ᑎᓴᒪᓂᒃ ᐊᕐᕌᒍᓂᒃ ᓴᖅᑭᖅᑕᐅᓯᒪᓕᖅᑐᖅ 

ᐊᑐᓕᖅᑎᑕᐅᓯᒪᙱᑦᑐᖅ. ᐊᕐᕌᒍ ᑭᓯᐊᓂ 

ᐊᑐᓕᖅᑎᑕᐅᒐᔭᖅᑐᖅ. ᑕᓪᓕᒪᓂᒃ ᐊᕐᕌᒍᓂᒃ ᐅᕙᓂ 
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Mr. Lightstone: Thank you for that, Mr. 

Steele. I’d just like to add, 30 years ago, the 

extent of my IP didn’t go far beyond Super 

Nintendo. 

 

I’d like to switch topics now and return to 

Clare’s law. My question will be for the 

government. The government’s response to the 

committee last year indicated that the 

Department of Justice continues to make 

progress to review how Clare’s law is designed 

and operates in other jurisdictions and how that 

can be applied here in Nunavut. I’d like to ask, 

as of today, what is the status of this work. 

Thank you, Chair. 

 

Chairman: Thank you. Mr. Shaddock. 

 

Mr. Shaddock (interpretation): Thank you, Mr. 

Chair. Thank you, (interpretation ends) 

Member, for the question. 

 

The status of the Clare’s law review, the 

department has completed a detailed review of 

all Canadian legislation that is in place. Right 

now there are five acts that have been passed, 

three of which are in force. Two of those are of 

particular sort of interest, I guess, to Nunavut 

that we’ve been reviewing as a department. The 

first one is Manitoba, and that relates to the 

scope of the requests, the information that can 

be requested, because it includes, in addition to 

intimate partner violence, potential violence 

against children as this House has talked about; 

and also Newfoundland and Labrador because 

it’s the smallest jurisdiction that currently has 

its Act in force as well right now. And looking 

more at those two models. Those are also the 

jurisdictions we’ve spent some time engaging 

directly with to get some feedback on. 

 

Again, Manitoba is one of the ones that is not 

in force, but talking about some of the process 

and thinking that went into the scope of, I said, 

the information that can be requested. And then 

Newfoundland and Labrador, because of the 

ᐅᖃᐅᓯᐅᖃᑦᑕᓚᐅᕐᓗᓂ ᑭᓯᐊᓂ ᓴᖅᑭᕋᔭᖅᑐᖅ. ᑕᒪᓐᓇ 

ᐊᖏᑐᐃᓐᓇᕋᔅᓴᐅᖏᑦᑐᖅ. 

 

ᐊᓄᓪᓚᔅᓰᕕᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ, ᐃᓱᒪᓕᕆᓂᕐᒧᑦ ᐱᖁᔭᖅ 

ᐅᕘᓈᖃᑦᑕᒥᒻᒪᑕ. ᐊᖏᕋᐃᒐᔅᓯᐅᓪᓕ ᑕᐃᒪ 

ᔭᒐᑐᐃᓐᓇᓲᖑᔪᖅ ᒐᕙᒪᒃᑯᑦ ᐊᓪᓚᕝᕕᖏᓐᓄᑦ ᑕᐃᒫᒃ 

ᐊᖏᑐᐃᓐᓇᖃᑦᑕᕋᔅᓴᐅᖏᑦᑐᖅ 

ᑕᐃᒪᐃᓕᖓᑐᐃᓐᓇᕆᐊᖃᙱᒃᑲᓗᐊᕐᖓᑦ. 

ᐊᖏᑐᐃᓐᓇᖅᑐᖃᖃᑦᑕᕆᐊᖃᙱᑦᑐᖅ ᑎᓴᒪᓂᒃ 6-ᓂᒃ 

ᐊᕐᕌᒍᓂᒃ ᑭᓯᐊᓂ ᐊᓂᒍᖅᑐᖃᖅᑲᑦ ᒪᓕᒐᓕᐅᕈᓐᓇᕐᓗᑎᒃ 

ᓄᑖᒥᒃ.  

 

ᑎᒪᓴᒋᔭᖓᑦ, ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᓂᒃ 

ᑐᑭᓯᒃᑲᓐᓂᕈᑎᔅᓴᓕᕆᔪᓂᒃ ᐱᕙᓪᓕᐊᔭᐅᒐᓗᐊᖅ 

ᐅᑉᐱᕈᓱᑦᑐᖓ ᐱᕙᓪᓕᐊᔭᐅᓂᕋᖅᑕᐅᓚᐅᕐᖓᑦ 

ᖃᐅᔨᒋᐊᖅᐸᑦᑐᑎᓪᓗ ᖃᓄᖅ ᐃᓱᒪᖃᕐᕕᐅᒻᒪᖔᖅ. 

ᑭᓯᐊᓂ ᐅᓇᐅᙱᑦᑐᕐᓕ ᒥᓂᔅᑕᐅᑉ ᑐᖏᓕᖓ 

ᑖᓐᓇᐅᓚᐅᖅᑎᓐᓇᒍ. ᑭᓯᐊᓂ 

ᐋᓐᓂᐊᖅᑕᐃᓕᓕᕆᔨᒃᑯᓐᓄᑦ ᐅᖃᐅᓯᐅᓯᒪᓕᖅᑐᖅ 15-ᓂᒃ 

ᐊᕐᕌᒍᓂᒃ.  

 

ᐅᕙᓐᓂᒃ ᓯᕗᓪᓕᐅᔪᔪᖅ ᑲᒥᓴᓇ ᑎᑎᕋᖅᓯᒪᔭᖏᑦ 

ᑕᑯᓚᐅᕋᒃᑭᑦ 15-ᓂᒃ ᐊᕌᒍᓂᒃ ᑖᓐᓇ 

ᓴᖅᑭᖅᑕᐅᓯᒪᓕᖅᑐᖅ ᐱᔭᕇᖅᑕᐅᓚᐅᖅᓯᒪᓇᓂ ᑕᐃᒪᓕ 

ᐅᖃᐅᓯᖃᓕᕆᓪᓗᑎᒃ ᐱᖁᔭᓕᐅᕈᒪᓪᓗᑎᒃ ᐅᕗᖓ 

ᓴᖅᑭᓛᖅᑕᖏᓐᓂᒃ ᐊᕐᕌᒎᓛᖅᑐᒥ. ᑕᐃᒪᓕ 

ᓴᖅᑭᖅᑕᐅᒐᓗᐊᖅᑲᑦ ᒪᓕᒐᕋᓛᖏᑦ ᐃᓗᓕᔅᓴᖏᑦ 

ᑎᑎᕋᖅᑕᐅᕕᔅᓴᖃᕆᖃᕋᔭᕐᒥᒻᒪᑕ. ᑕᒪᓐᓇ 

ᐊᖏᑐᐃᓐᓇᖃᑦᑕᓂᐊᖅᑭᕗᑦ ᑕᐃᒫᒃ 

ᓱᒃᑲᐃᑦᑐᐊᓘᑎᓪᓗᒋᑦ.  

 

ᑭᐅᒐᓱᓪᓗᒍᓗ ᒪᓕᒐᓕᐅᖅᑎᐅᑉ ᐊᐱᖅᑯᑎᖓ, ᑕᒪᔾᔭ 

ᑕᑯᔪᒪᔭᒃᑲ ᐃᓕᔅᓯᓐᓄᑦ ᒪᓕᒐᓕᐅᖅᑎᓄᑦ 

ᐱᓕᕆᐊᖑᖁᓪᓗᒋᑦ ᒪᓕᒐᓕᐅᕈᓐᓇᖏᓐᓇᔅᓯ, 

ᐃᖅᑲᓇᐃᔮᕆᒐᔅᓯᐅᒃ ᐊᐅᓚᑦᑎᔩᑦ ᑲᑎᒪᔨᕋᓛᖏᑦ 

ᑭᓱᓕᕆᖁᒻᒪᖔᔅᓯᐅᒃ ᐅᖃᐅᔾᔨᖃᑦᑕᖅᑎᐅᒋᐊᖃᕋᔅᓯ, 

ᑕᐃᒫᓪᓗ ᑲᔪᓯᑯᑖᑦᑐᐊᓗᑐᐃᓐᓇᐅᑎᑦᑎᖃᑦᑕᖏᓪᓗᓯ. 

ᐊᑐᓕᖅᑎᑕᐅᓚᐅᙱᓪᓗᑎᒃ, 

ᐊᑐᓕᖅᑎᑕᐅᖃᑦᑕᕆᐊᖃᕐᖓᑕ. (ᑐᓵᔨᑎᒎᕈᓐᓃᖅᑐᖅ) 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒫᓐᓇ ᒥᔅ 

ᓄᑕᕋᕐᒨᑦᑎᐊᓕᑕᐃᓐᓇᖅᑕ.  

 

ᓄᑕᕋᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐊᐱᖅᑯᑎᒃᓴᖃᓗᐊᙱᒃᑐᖓ ᑭᓯᐊᓂ ᐊᐱᖅᑯᑎᒃᓴᖃᕋᒪ. 

ᑖᔅᓱᒪᙵᑦ (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑐᑭᓯᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 
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regime is something that we think might suit a 

smaller jurisdiction like Nunavut as well. 

 

Just a little bit of background. For instance, 

Alberta and Saskatchewan are two of the other 

jurisdictions that have their act in force. 

They’re quite larger. They have a separate 

body, separate entity, a committee of sorts, that 

reviews applications for information that 

individuals wanting to get this disclosure from 

the police to review that. 

 

In Newfoundland and Labrador, where they 

also have the RCMP as well, too, of course, 

they have the Newfoundland Constabulary. I 

never know how to say that properly. Was that 

close? Thank you. The two larger jurisdictions, 

though, Alberta and Saskatchewan, they have a 

committee, and it requires sort of a separate 

administration and so forth, whereas 

Newfoundland and Labrador, their policing 

entities actually take care of the review and risk 

assessment analyses. So, again, no decisions 

have been made, but we’re engaging with these 

jurisdictions specifically on their laws at this 

time. 

 

Also, what we’ve done is because the requests 

for information, it’s to access information held 

by the police, which relates to domestic 

violence incidents, and that can include 

convictions, but also warnings that might be 

issued and reports that might apply to a specific 

individual. We’ve held productive meetings 

with the RCMP here – sorry, the Royal 

Canadian Mounted Police ‘V’ Division on the 

possibility of adopting and some scope as well 

as implementation matters for Clare’s law, and 

those conversations have been made a bit easier 

because as of 2021 the regulations, the federal 

regulations, I should say, were amended so the 

RCMP can participate in Clare’s laws across 

account country. And, again, what we’re doing 

right now is we’re continuing to engage with 

these jurisdictions. 

 

ᑲᒥᓴᓇᐅᑉ ᐊᕐᕌᒍᑕᒫᖅᓯᐅᑏᑦ ᐅᓂᒃᑳᓕᐊᒥᓂᖏᑦ 2023-

2024 ᒪᑉᐱᖅᑐᒐᖓᓂᒃ 13-ᖓᓂᒃ. ᐅᖃᓕᒫᕐᓂᐊᕋᒃᑭᑦ 

ᐅᓂᒃᑳᓕᐊᒥᓂᕐᓂᖓᔪᑦ. 

 

“ᑕᐃᓐᓇ Y-drive ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖓᑦ 

ᑲᒪᒋᔭᐅᒋᐊᓕᓕᒫᓄᑦ ᑲᒪᔾᔪᑎᔅᓴᐅᖃᑦᑕᖏᒻᒪᑦ, 

ᓈᓴᐅᑎᓕᒻᒥᒃ 42-ᒥ ᑕᑯᔪᓐᓇᐅᑎᓂᒃ ᑐᑭᓯᐅᒪᔾᔪᑎᓂᒃ 

ᓴᐳᒻᒥᑦᑎᒍᑎᐅᔪᒥᓪᓗ ᑲᙳᓇᖅᑐᓂᒃ, ᐱᖁᔭᖓᓂᒃ 

ᐊᑐᓕᖁᔭᓕᐅᖃᑦᑕᕐᖓᑕ. ᑲᙳᓇᖅᑐᑦ ᐃᓵᖅᑕᐅᑎᓪᓗᒋᑦ 

Y-drive−ᖓᓂᒃ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎᖓᓂᒃ.  

 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᐱᖅᑯᑎᒐ, ᑕᐃᓐᓇ Y-drive 

ᐊᓯᓂᑦᑕᐅᓂᐅᓴᒻᒪᑦ shared drive-ᖑᓂᕋᖅᑕᐅᔪᒧᑦ. 

ᑕᐃᓐᓇ ᑲᑐᔾᔭᐅᔪᖅ ᖃᕋᓴᐅᔭᓕᕆᔾᔪᑎ ᒪᓕᓐᓂᐊᖅᑳ 

ᓈᓴᐅᑎᓕᒻᒥᒃ 42-ᒥᑦ ᑲᙳᓇᖅᑐᓄᑦ ᓴᐳᒻᒥᑦᑎᒍᑕᐅᔪᒥᑦ 

ᐱᖁᔭᕐᔪᐊᖅ ᐃᓗᐊᓃᑦᑐᒥᒃ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ. 

 

ᐅᐃᑦᓴᐃᓂ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᓈᓴᐅᑎᖓ 42 ᓇᕝᕚᕈᓐᓇᕐᓂᖅ 

ᑐᓴᕋᔅᓴᓂᒃ ᑲᙳᓇᖅᑐᒧᓪᓗ ᐱᖁᔭᖅ ᒐᕙᒪᒃᑯᑦ ᓈᒻᒪᑦᑐᒥᒃ 

ᐅᔾᔨᖅᑐᑦᑎᐊᕆᐊᖃᖅᐳᑦ ᓇᒻᒥᓂᕆᔭᒧᑦ ᑐᓴᕋᔅᓴᐅᔪᒥᒃ. 

ᐊᕙᑎᓕᕆᔨᒃᑯᓐᓂᒃ ᕿᒥᕐᕈᕙᓪᓕᐊᔭᕗᑦ ᖃᕆᑕᐅᔭᕐᒧᑦ 

ᑭᖑᕝᕕᕈᑎᐅᒐᔭᖅᑐᒥᒃ ᐅᔾᔨᖅᑑᑎᑦᑎᐊᕋᓗᐊᖅᑕᕗᑦ ᑭᓱ 

ᓴᐳᓐᓂᐊᕈᑎᐅᒐᓱᔅᓯᒪᒻᒪᖔᑕ. ᖃᓄᕐᓗ 

ᐃᓕᓴᑦᑎᐊᕈᓐᓇᕐᒪᖔᖅᑎᒍᑦ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ 

ᐊᑐᕈᓐᓇᓂᐊᕐᒪᔾᔪᒃ.  

 

ᐊᑐᖅᐸᑦᑐᒋᑦ ᓇᒻᒥᓂᕐᓗ ᐊᑐᖅᐸᑦᑐᒍ 

ᐊᓚᒡᒐᐃᑦᑎᐊᓂᖅᓴᒥᒃ ᑭᒃᑯᑦ ᓇᕝᕚᖃᑦᑕᕐᒪᖔᑕ 

ᐊᓪᓚᔅᓯᒪᔪᓂᒃ ᑖᒃᑯᐊ ᓇᕝᕚᕆᐊᓖᑦ 

ᑖᒃᑯᐊᖑᑦᓯᐊᖁᓪᓗᒋᑦ. ᐊᒻᒪᓗ ᓴᐳᔾᔭᐅᓯᒪᔾᔫᒥᖁᓪᓗᒋᑦ 

ᓇᒻᒥᓂᕆᔭᕐᒧᑦ ᑐᓴᕋᔅᓴᓂᒃ ᒪᓕᒋᐊᖃᕐᓂᖏᑦ 

ᐅᔾᔨᖅᑐᑦᑎᐊᕆᐊᖃᕐᓂᖅ ᓴᐳᔾᔭᐅᓯᒪᑦᑎᐊᖁᓪᓗᒋᑦ 

ᑐᓴᕋᔅᓴᐅᔪᐃᑦ ᖃᓄᕐᓗ ᑖᒃᑯᐊ 

ᓯᐊᒻᒪᖅᑕᐅᒍᓐᓇᔅᓯᐊᕐᓂᖏᓐᓂᒃ.  

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᓄᑕᕋᖅ. 

 

ᓄᑕᕋᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪ ᖁᔭᓐᓇᒦᒃ 

ᑭᐅᔪᓐᓇᕋᕕᑦ. ᐊᒻᒪ ᐊᐱᕆᔪᒪᓪᓗᒍ ᑲᒥᓴᓇ, 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑐᓴᖅᑎᒍᓐᓇᖅᐱᑎᒎᑦ ᐊᕐᕕᓂᓕᓐᓂᒃ 

ᐊᑐᓕᖅᑕᐅᖁᓯᒪᔭᓐᓂᒃ ᑖᒃᑯᐊ ᐊᑐᓕᖅᑕᐅᖁᔭᐅᓯᒪᔪᑦ 

ᐃᓚᓕᐅᑎᔭᐅᓯᒪᓕᕆᐊᖏᓐᓂᒃ. 
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Manitoba, their act passed in 2022. They’re still 

working on their regulations. I saw a notice 

earlier, it was released earlier this month saying 

they’re targeting the fall of 2025 for their 

regulations and then with the plan of coming 

into force after those regulations are made. And 

that would be the first jurisdiction, again, that 

would specifically allow for not just 

information relating to intimate partner 

violence, but also offences against a child, like 

child abuse as well. So we’re very interested to 

see how that progresses as well too. 

 

So based on, again, our review of the 

information that we’ve gathered, assessing the 

issues as I just mentioned about the scope to 

include child abuse, also some of the privacy 

matters, we’re here at a privacy hearing, so 

issues related to the nature of what can and 

can’t be disclosed, but also how that 

information is disclosed. 

 

A lot of jurisdictions, there are restrictions to 

protect the offender but also past victims of an 

offence. So when information about an incident 

has been shared, there’s no names related to 

previous victims that is provided to the 

requester for information. And further, 

information is given verbally, and there’s no 

recording of the information, and there’s 

nothing in writing. 

 

So, again, as well as restrictions on how that 

information can be used. It can’t then be used at 

a legal hearing or some other process. It’s 

really meant to inform the individual so that 

they can take the steps necessary to protect 

themselves, that’s the purpose of that 

legislation. 

 

I think that’s all the steps for now. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you for that information. 

Mr. Lightstone. 

 

ᐱᕚᓪᓕᖅᓯᒪᒻᒪᖔᑕᓘᓐᓃᑦ ᑕᒪᒃᑯᐊ 

ᐃᓂᓪᓚᖓᐅᑎᐅᖁᔭᐅᓯᒪᔪᑦ ᐊᑐᓕᖁᓯᒪᔭᑎᑦ ᒪᓕᓪᓗᒋᑦ. 

(ᑐᓵᔨᑎᒎᕉᓐᓃᖅᑐᖅ) ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᑏᐅᓪ. 

 

ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐱᒋᐊᕈᑎᖃᖅᑳᕐᓗᖓ ᐅᑎᕆᐊᑲᐃᓐᓇᕐᓗᖓ ᑭᓇᑐᐃᓐᓇᖅ 

ᓈᓚᑦᑐᖅ ᑲᑎᒪᓂᑦᑎᓐᓂᒃ ᑐᑭᓯᐅᒪᑦᑎᐊᖏᒃᑯᔅᓯ ᑭᓱᒥᒃ 

ᐅᖃᐅᓯᖃᕐᒪᖔᑦᑕ, ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐸᐸᑦᓯᕙᒻᒪᑕ 

ᑐᓴᕋᔅᓴᓂᒃ ᐊᒥᓱᐊᓗᓐᓂᒃ ᓇᒦᑉᐸᑦ ᑕᒪᒃᑯᐊ ᑐᓴᕋᔅᓴᐃᑦ 

ᐊᔾᔨᒌᙱᑦᑐᓂᒃ ᐸᐸᑕᐅᕙᒻᒪᑕ. ᐃᓚᖓᑦ ᑕᐃᔭᐅᔪᖅ Y-

Drive ᖃᓪᓗᓈᑎᑐᑦ. 

 

ᐅᖃᑦᑎᐊᑐᐃᓐᓇᕐᓗᒍ Y-Drive ᓲᕐᓗ ᐱᒐᓚᒃᑯᕕᐅᔮᖅᑐᖅ 

ᑐᓴᖅᑐᓕᕆᓂᕐᒥᒃ ᐃᖏᕐᕋᔪᓕᕆᓂᕐᒧᑦ ᓄᓇᕗᒻᒥ ᐱᔪᖅ. 

ᑕᕝᕙᓂ ᐱᒐᓚᒃᑯᕕᐅᔮᖅᑐᒥ ᐊᑐᖅᑕᐅᕙᓐᓂᖓᓂᒃ ᐊᑐᓂᒃ 

ᒐᕙᒪᒃᑯᑦ ᑐᑦᑕᕐᕕᖏᑦ ᐅᖃᐅᑎᕙᑦᑕᒃᑲ 

ᐃᓂᖃᖅᑐᐃᓐᓇᐅᒻᒪᑕ ᐊᑐᕈᓐᓇᖅᓱᓂᔾᔪᒃ ᓇᓂ ᑕᐃᒪ 

ᓲᕐᓗ ᐱᒐᓚᒃᑯᕕᐅᔮᕐᒪᑦ. ᐊᓪᓚᔅᓯᒪᔪᓂᒃ ᐃᓗᓕᖃᐅᖅᓱᓂ 

ᑕᐅᑐᙳᐊᕋᔭᕈᑦᓯᐅᒃ. ᐊᓪᓚᔅᓯᒪᐅᖅᑐᑦ ᒐᕙᒪᒃᑯᓪᓗ 

ᐊᕕᒃᑐᖅᓯᒪᓂᖏᑦ ᐱᕕᖃᖅᑐᐃᓐᓇᐅᓪᓗᑎᒃ 

ᐃᓂᖃᖅᑐᐃᓐᓇᐅᓪᓗᑎ. ᑕᐃᒪ ᐅᓂᒃᑳᓐᓂᒃ 

ᐅᓂᒃᑳᕆᓯᒪᔭᕋ ᓴᐳᔾᔭᐅᓯᒪᒋᐊᖃᕐᓂᖓ 

ᓇᖑᓗᒃᓯᒪᓗᐊᓕᕐᒪᑦ ᐅᓄᓗᐊᖅᑐᑦ ᑕᑯᔪᓐᓇᖃᑦᑕᓚᐅᕐᒪᑕ 

ᑐᓴᕋᔅᓴᓂᒃ ᑕᕝᕙᙵᑦ.  

 

ᒐᕙᒪᒃᑯᓐᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᑕᑯᔪᓐᓇᕆᐊᖃᖅᑑᒐᓗᐊᑦ 

ᑭᓯᐊᓂ ᐱᓕᕆᐊᖏᓐᓄᑦ ᑐᕌᖓᔪᓂᒃ ᓇᒻᒥᓂᕆᔭᒥᒃ 

ᑭᓇᒨᓕᖓᔪᑦ ᑐᓴᕋᔅᓴᑦ ᐃᓚᖏᑦ ᐱᑦᑎᐊᖅᐸᓚᐅᖅᑐᑦ 

ᒐᕙᒪᒃᑯᓐᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐱᓕᕆᕕᖏᓐᓂᒃ ᐃᓚᖏᑦ 

ᑕᐃᒪᐃᓗᐊᕋᑎᒃ. ᑖᓐᓇ ᐆᑦᑑᑎᒋᙳᐊᖅᑕᕋ ᐱᒐᓚᒃᑯᕕᒃ. 

ᑖᒃᑯᐊ ᐊᓪᓚᔅᓯᒪᔪᓕᒫᑦ ᒪᑐᐃᖔᓗᐊᓚᐅᕐᒪᑕ 

ᑭᓇᑐᐃᓐᓇᕐᒧᑦ.  

 

ᐃᓚᖏᑦ ᐃᒪᐃᑦᑎᐊᕋᓗᐊᖅᑐᑎᒃ ᐃᓚᖏᑦ 

ᑕᐃᒪᐃᑦᑎᐊᖏᒃᓱᑎᒃ. ᑭᓯᐊᓂ ᐃᓗᓕᖃᐅᓗᐊᓚᐅᕐᒪᑦ 

ᓇᕝᕚᖅᑕᐅᔪᓐᓇᖅᑐᓂᒃ ᑐᓴᕋᔅᓴᓂᒃ ᑭᓇᑐᐃᓐᓇᕐᒧᑦ ᑖᓐᓇ 

ᐊᖏᔪᐊᓘᓚᕿᔪᖅ ᐃᒫᑐᐃᓐᓇᑯᓗᒃ ᐊᓯᐊᓂᒃ 

ᓴᖅᑮᔪᓐᓇᔾᔮᖏᓐᓇᕕᑦ ᑐᑦᑕᕐᕕᐅᔪᓐᓇᖅᑐᒥᒃ. ᑕᕝᕙ 

ᒐᕙᒪᒃᑯᑦ ᑕᕝᕙ ᐃᓕᓴᐃᔭᕆᐊᖃᕐᓂᖅ ᓄᑖᓄᑦ 

ᐱᓇᓱᒃᓯᒪᕗᑦ ᑭᓯᐊᓂ ᐊᑯᓂᐅᓚᙵᒻᒥᒻᒪᑦ. 

ᐱᓇᓱᐊᕈᓯᕆᔭᑦᑎᓐᓂ ᐃᖏᕐᕋᔪᓕᕆᔨᒃᑯᓐᓂᒃ ᑐᖏᓕᖓ 

ᒥᓂᔅᑕᐅᑉ ᑎᑎᕋᓚᐅᕐᒪᑦ ᑖᔅᓱᒪᙵᑦ ᐊᐱᖅᑯᑎᖃᖅᑐᓂ.  

 

ᑕᕝᕙ ᓈᓚᓐᓂᐅᔪᖃᐃ ᐱᓪᓗᒍ ᐱᕙᓪᓕᐊᒍᑕᐅᓚᐅᖅᐳᖅ 

ᑭᓱᒥᒃ ᑲᙳᓇᖅᑐᖃᙱᒃᑲᓗᐊᕐᒪᖔᖅ 
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Mr. Lightstone: Thank you, Mr. Shaddock. 

That was a very, very great response. I’m very 

happy to hear that. Just for the benefit of the 

public, Clare’s law allows government 

officials, namely police, to disclose an 

individual’s personal history with regards to 

domestic violence and historic abuse, it also 

allows individuals from the public to apply to 

receive this information from the police as well. 

 

I’m really glad to hear that the Department of 

Justice is considering including protection of 

children. That is extremely important, and I’m 

very glad to hear that. 

 

It sounds like the Department of Justice has 

come a long way in developing this legislation, 

but I think it has probably been about five years 

since I originally brought this up. It’s been 

about at least five years. How far along is this, 

Nunavut’s specific Clare’s law? And how soon 

could we potentially see it introduced in the 

Legislative Assembly? Thank you, Chair. 

 

Chairman: Mr. Shaddock. 

 

Mr. Shaddock (interpretation): Thank you, Mr. 

Chair. Thank you (interpretation ends) to the 

member for the question. In terms of timeline, I 

mean, what I can certainly say is would not be 

during this government. It would have to be for 

the consideration of a future government. 

 

I would say that we do have a good foundation 

in terms of the research and outreach with some 

of the other jurisdictions. We would, of course, 

have to engage with further detailed 

consultations within Nunavut. So right now, 

again, without the direction of the future 

government, it’s difficult to say exactly how 

long we would be out, but I do feel that we’ve 

made significant progress, for sure. 

(interpretation) Thank you. 

 

Chairman: Thank you. Mr. Lightstone. 

 

ᓯᐊᒻᒪᕆᐊᖃᙱᑦᑐᒥᒃ ᑖᒃᑯᐊ ᐃᓗᓕᖅᑐᓂᖅᓴᐅᓕᓚᐅᕐᒪᑕ 

ᑎᑎᕋᖅᓯᒪᔭᖏᑦ ᑲᒪᒋᔪᓐᓇᖅᑕᒪ ᒫᓐᓇ ᓴᓂᐊᓂ.  

 

ᑭᐅᓪᓚᑦᑖᕐᓗᑎᑦ ᒪᓕᒐᓕᐅᖅᑏ ᐄ’, ᖃᓄᐃᒋᙱᑕᕋᓕ 

ᐃᓕᑕᕆᒻᒪᔾᔪᒃ ᐊᑲᐃᓪᓕᐅᕈᑕᐅᔪᖅ. ᐊᒻᒪᓗ 

ᖃᓄᖅᑑᕋᓱᑉᐸᓪᓕᐊᒻᒪᑕ ᓄᑖᒥᒃ 

ᑐᑦᑕᕐᕕᖃᑦᓯᐊᓂᖅᓴᐅᓕᖁᓪᓗᒍ ᐊᓪᓚᒃᓯᒪᔪᓂᒃ. 

ᐅᓐᓂᕐᓘᑎᖃᕈᒪᓕ ᑕᐃᒪᓐᓇ ᐃᑉᐸᑦᓴᖅ ᑐᓴᓚᐅᕐᒥᒐᑉᓯᐅᒃ, 

ᐄ’, ᖃᓄᐃᙱᑦᑑᒐᓕᐊᖅ ᑭᓯᐊᓂ ᓱᒃᑲᐃᑦᑐᒻᒪᕆᐊᓘᒻᒪᑦ, 

ᓱᒃᑲᓕᓂᖅᓴᐅᔾᔫᒥᓕᕋᔭᖅᑑᒐᓗᐊᖅ.  

 

ᑕᕝᕙ ᐅᓂᒃᑳᖅ ᐅᖃᐅᓯᕆᓵᖅᑕᐃᑦ ᐅᑭᐅᒃ ᒪᕐᕉᓕᖅᑑᒃ 

ᓴᖅᑭᒋᐊᓕᓚᐅᖅᓯᒪᔪᖅ ᓱᓕᒃᑲᓐᓂᖅ ᐱᐊᓂᒃᓯᒪᙱᓚᖅ 

ᒫᓐᓇᓗ ᐃᖢᐊᙱᑦᑐᖅ ᐊᑐᕐᓂᕐᓗᑦᑕᐅᕙᑦᑐᖅ ᑭᓯᐊᓂ 

ᐱᓗᐊᕌᓗᙱᒃᑲᓗᐊᖅᖢᓂ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᓄᑕᕋᖅ. 

 

ᓄᑕᕋᖅ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᓯᐊᓄᐊᕐᓗᖓ 

ᑲᒥᓯᓇ ᐊᐱᕆᔪᒪᔭᕋ. 

 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑕᐃᒪ ᓴᖅᑭᓚᐅᖅᑎᓪᓗᑎᑦ 

ᑲᑎᒪᔨᕋᓛᓄᑦ ᓯᑎᐱᕆ 2022 ᐊᒻᒪ ᐊᐃᐱᕆ 2024−ᒥ 

ᑲᑎᒪᔨᕋᓛᑦ ᐊᑐᓕᖁᔨᓚᐅᖅᓯᒪᒻᒪᑕ ᐊᓪᓚᕝᕖᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᑦ ᐃᓚᒋᓗᒋᑦ ᐊᒻᒪᓗ ᓄᓇᕗᒻᒥ ᕼᐋᒪᓚᒃᑯᑦ 

ᑲᑐᔾᔨᖃᑎᒌᖏᑦ ᓄᓇᓕᓐᓄᑦ ᐳᓚᕋᕋᔭᕐᓗᑎᒃ ᐃᖃᓗᐃᑦ 

ᓯᓚᑖᓄᑦ ᑭᐅᔾᔪᑎᒋᓚᐅᖅᓯᒪᔭᐃᑦ ᐊᑐᓕᖁᔭᒧᑦ 

ᐅᖃᖅᖢᑎᑦ ᐱᕕᖃᕋᓱᐃᓐᓇᕐᓂᐊᖅᐳᒍᑦ ᒪᕐᕉᓐᓂᒃ 

ᓄᓇᓕᓐᓂᒃ ᐃᖃᓗᐃᑦ ᓯᓚᖄᓂᑦ, ᒪᓕᒋᐊᖃᕐᓂᕋ 

ᒪᓕᒡᓗᒍ ᐱᖁᔭᑎᒍᑦ.  

 

ᑕᐃᒪᓕ ᖃᓄᖅ ᐱᓯᒪᕕᑦ ᑕᒪᑐᒪ ᒥᑦᓵᓄᑦ? ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅᑕ ᔅᑏᓪ. 

 

ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᑦᓯᕙᐅᑖᖅ. ᑭᐅᔾᔪᑎᒐ 

ᐊᐱᖅᑯᒻᒧᑦ ᑕᐃᒪᓐᓇᑦᓴᐃᓐᓇᖅ. ᑕᐃᒪᓐᓇᑦᓴᐃᓐᓇᖅ 

ᑭᐅᕙᒃᑲᒪ. ᐅᓇᐅᒻᒪᑦ. ᑎᒃᑯᐊᖅᑕᐅᓯᒪᒐᒪ ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ 

ᓇᐅᑦᓯᖅᑐᖅᑎᐅᖁᔭᐅᓪᓗᖓ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓂᒃ. 

ᓄᓇᓖᑦ ᕼᐋᒪᓚᐅᔪᑦ ᓄᓇᕗᒻᒥ ᒫᓐᓇ ᒪᓕᒐᐅᑉ 

ᐊᑖᓃᙱᒻᒪᑕ. ᑐᑭᓯᔪᓐᓇᖅᐸᙱᓐᓇᒪ ᓱᒻᒪᑦ 

ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᖅᑯᑎᖃᖅᐸᒻᒪᖔᑕ ᓄᓇᓕᓐᓄᑦ 

ᐳᓚᕋᖃᑦᑕᖁᔨᓪᓗᑎᒃ ᐱᔪᓐᓇᐅᑎᒋᖃᕐᕕᒋᙱᑕᑦᑎᓐᓂᒃ. 

ᓄᓇᓕᓐᓄᑦ ᕼᐋᒪᓚᒃᑯᓐᓅᕈᓐᓇᖅᑐᖓ ᐅᕙᓐᓂᒃ 

ᑕᑯᓐᓇᑐᐃᓐᓇᕋᔭᕐᒪᑕ ᓱᒻᒪᑦ ᐅᕙᓃᑉᐹᓛᑐᐃᓐᓇᕐᓗᑎᒃ 
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Mr. Lightstone: Thank you, Chair. Thank you 

again for that response, and I do highly 

recommend that the Government of Nunavut 

prioritize the regulations associated with 

Nunavut’s Clare’s law so that act can be 

brought into force in a timely manner. 

 

Now I’d like to return to my last topic. Last 

year I brought up the potential of a missing 

person act in Nunavut, and this is an important 

piece of legislation that has been passed in a 

number of jurisdictions, which, again, allows 

the police to expedite the process of utilizing an 

individual’s information in the cases where 

they go missing, accessing cell phones and 

other relevant information. 

 

In the government’s response to our report 

from last year’s televised hearing, the 

government indicated that the Department of 

Justice has been monitoring developments on 

missing persons laws in other jurisdictions but 

does not have immediate plans to propose 

similar legislation for Nunavut. 

 

I’d like to ask if the government would be able 

to provide an update on the subject of a missing 

person act. Thank you, Chair. 

 

Chairman: Mr. Shaddock. 

 

Mr. Shaddock (interpretation): Thank you, Mr. 

Chair. Thank you, (interpretation ends) 

Member, for the question. 

 

The short answer is we’re essentially in the 

same place in terms of not being further along 

with specific legislation per se, but we’re 

continuing to monitor developments across the 

country, more specifically the fact that 

Northwest Territories in June of last year 

introduced, or passed, I should say, a bill. They 

are working on their regulations. My 

understanding is that they’re expecting to have 

them this year as well, so that is something 

we’re closely monitoring. And they did quite 

ᐱᔪᓐᓇᕐᓂᖃᔾᔭᙱᓐᓇᒥᓪᓕᓛᖅᑕᐅᑐᐃᓐᓇᕋᔭᕋᒪ. 

ᓱᓕᕗᑎᑦ, ᓱᒻᒪᒃᑭᐊᑦᑕᐅᖅ ᐅᕙᓃᑉᐳᖔᓛᑐᐃᓐᓇᕋᔭᕐᒥᒐᒪ.  

 

ᑕᕝᕙ ᐅᓇ ᓵᑦᓯᓐᓃᑉᐳᖅ ᒪᓕᒐᓕᐅᖅᑏᑦ. ᐃᓱᒪᒋᒍᑉᓯᐅᒃ 

ᓄᓇᓖᑦ ᓲᕐᓗ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᓗ ᑲᑎᒪᔨᖏᑦ 

ᐊᑖᓃᑦᓴᕆᐊᖃᕐᒪᖔᑕ ᒪᓕᒐᐅᑉ. ᒐᕙᒃᑯᑦ 

ᐊᔭᐅᖅᑐᙱᒻᒥᒐᑉᓯᐅᒃ ᑕᐃᒪᐃᖁᑉᓗᒋᑦ. 

ᑕᐃᒪᐃᓯᒪᙱᒻᒪᑕ ᓱᓕ. ᑕᐃᒪᐃᒐᔭᓕᕈᔅᓯ ᓄᓇᓖᑦ 

ᐅᐸᖃᑦᑕᕋᔭᓕᖅᑕᒃᑲ.  

 

ᑕᕝᕙ ᐱᔪᓐᓇᕐᓂᖄᕐᔪᓕᑐᐊᕈᒪ ᒪᓕᒐᑎᒍᑦ ᐊᑐᕈᓐᓇᓕᕈᒃᑯ 

ᓄᓇᓕᓕᒫᑦᓯᐊᑦ ᐅᕐᓂᕈᑎᒐᔭᖅᑕᒃᑲ. ᑭᓯᐊᓂ 

ᒪᓕᒐᓕᐅᖅᑏᑦ ᑲᒪᒋᒋᐊᖃᖅᑳᕋᑉᓯᐅᒃ 

ᓄᓇᓕᓐᓅᖁᔨᓚᐅᙱᓂᓐᓂ. ᐊᑖᓃᓚᐅᙱᓐᓂᖓᓂᒃ 

ᒪᓕᒐᐅᑉ ᐃᓕᑦᓯ ᒐᕙᒪᒃᑯᓐᓂ ᑲᔪᓯᒃᑲᐃᒋᐊᖃᖅᑐᓯ 

ᒪᓕᒐᕐᒧᑦ ᑕᒪᑐᒧᖔᓚᖓᔪᒥᒃ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑭᖑᓪᓕᖅᐹᖅ 

ᐊᑎᖁᑎᓐᓂ. ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᒪᕐᕈᑐᐊᑯᓗᓐᓂᒃ ᑭᖑᓪᓕᖅᐹᖅᓯᐅᑎᖃᖅᑐᖓ 

ᒐᕙᒪᒃᑯᓐᓄᑦ ᐊᐱᖅᑯᑎᓂᒃ. ᑐᑭᓯᓯᒪᔭᓐᓂᒃ ᒐᕙᒪᒃᑯᑦ 

ᓱᒃᑲᐃᒻᒪᑕᐃᓛᒃ ᑕᐃᒫᒃ ᑕᐅᑐᒃᑕᐅᒐᔪᒻᒪᑕ. ᑲᒥᓯᓇ 

ᐅᖃᑦᑎᐊᖅᑲᐅᒻᒪᑦ ᐃᒫᒃ ᐱᐅᓯᐅᓕᕐᓗᓃᒋᐊᖃᙱᒻᒪᑦ 

ᖃᓄᑎᒌᖅᐸᓐᓂᖓᑦ ᐱᓗᐊᖅᑐᒥᒃ ᒪᓕᒐᐅᔪᓂᒃ. ᐅᑭᐅᑦ 

ᑕᓪᓕᒪᑦ 15−ᓘᓐᓃᑦ ᐅᑭᐅᑦ ᑭᓱᓪᓚᑦᑖᓄᑦ 

ᑲᙳᓇᖅᑐᒨᓚᖓᔪᓄᑦ ᐱᖁᔭᕐᓂᒃ, ᐅᑭᐅᑦ 

ᑕᓪᓕᒪᒃᑲᓐᓃᓪᓗ ᒪᓕᒐᕈᓯᖏᑦ ᓴᖅᑭᑕᐃᓐᓇᓕᕐᓗᑎᒃ 

ᒪᓕᒐᖅ ᑲᔪᓯᓂᐊᕐᒪᑦ. ᑕᕝᕙ ᒥᔅᑕ ᔅᑏᓪ ᐅᖃᐅᓯᕆᓯᒪᔭᖏᑦ 

ᓇᓕᐊᒃᑭᐊᖅ ᑭᐅᑦᓯᐊᕈᓐᓇᖅᐸ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᓪᓗ ᐊᐱᕆᑦᓯᐊᕐᒪᑦ. ᒪᓕᒐᕈᓰᑦ ᐃᑉᐸᑦᓴᖅ 

ᐅᖃᐅᓯᐅᓚᐅᕐᒥᒻᒪᑦ. ᐋᖅᑭᒋᐊᖃᓕᕋᑦᑕ ᐊᑕᐅᑦᓯᒃᑰᕐᓗᒍ 

ᒪᓕᒐᐅᑉ ᓴᓂᐊᓂ ᑕᒪᒃᑯᓇᙵᑦ ᒪᓕᒐᕈᓯᕐᓂᒃ. 

 

ᐅᖃᐅᓯᖄᕐᔪᒍᒪᑐᐃᓐᓇᖅᐳᖓᓕ ᓱᒻᒪᑦ ᓄᓇᕗᒻᒥ 

ᑕᐃᒪᐃᑉᐸᙱᓐᓂᑦᑎᓐᓂᒃ. ᐊᕕᑦᑐᖅᓯᒪᓂᐅᔪᓂ ᑲᓇᑕᒥ 

ᐊᑭᕋᕇᙳᐊᑦ ᐱᓲᖑᒻᒪᑕ ᐅᓄᕐᓂᖅᓴᐃᑦ ᓵᓚᖃᕋᒥᒃ 

ᒪᓕᒐᐅᖁᔭᒥᓂᒃ ᓴᖅᑮᓲᖑᒻᒪᑕ. ᒐᕙᒪᐅᔪᑎᒍᓪᓕ 

ᐊᖏᖃᑎᒌᓐᓂᖃᓲᖑᒻᒪᑕ ᐊᒻᒪ ᓯᕗᓕᖅᑏᑦ 

ᐊᒥᓲᓛᖑᕙᙱᖦᖢᑎᒃ ᒪᓕᒐᓕᐅᖅᑎᓂᒃ. 

ᐱᐅᓯᐅᖏᓐᓇᖅᖢᓂ ᒐᕙᒪᒃᑯᑦ ᐊᐅᓚᑦᓯᔨᓪᓚᕆᐅᒻᒪᑕ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒥ ᑕᐃᒪᐃᒻᒪᑦ ᒪᓕᒐᕈᓯᓐᓂᒃ 
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consultations as well too, which could help the 

scope of our own engagement as well going 

forward. 

You did a very good job summarizing, I think, 

the nature of the tool in terms of it allowing for 

police to on an expedited basis access 

information, but it also can give authorization 

to search premises as well, too, because that’s 

another key component of it. 

 

One of the issues that we are considering when 

we’re looking at missing persons legislation is 

the nature of missing person cases within the 

jurisdictions. Specifically in Nunavut, a lot of 

the missing cases are missing persons 

situations, rather, kind of relate more to when 

somebody goes out on the land and, you know, 

is either in distress or goes missing. So it’s 

more of a search and rescue situation rather 

than other jurisdictions where somebody is able 

to move from community to community 

because of road access and so forth. 

 

So as far as I’m aware, there hasn’t been any 

issues with a lack of police access to a location 

or police access to information that is impeding 

the ability to find missing persons within the 

territory, anyway. So, again, not to say that this 

is conclusive or anything, but it’s just as we are 

looking at missing persons legislation in other 

jurisdictions, we’re sort of appreciating or 

ensuring that we factor in the nature of the 

cases as they can be different among the 

jurisdictions. Thank you. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, again, Mr. 

Shaddock, for that response. You’re right that 

most instances of Nunavummiut going missing 

is related to hunting and being out on the land, 

but there are also instances where individuals 

go missing in community and end up with, I 

guess, a fatal conclusion. So both of these 

pieces of legislation, Clare’s law and a missing 

persons act, I believe, fall under the 

ᐋᖅᑭᑦᓱᐃᖏᓐᓈᓗᑉᐸᙱᑦᑐᒍᑦ ᓴᖅᑭᑕᐅᓯᒪᙱᑦᑐᓂᒃ 

ᒪᓕᒐᓕᐅᕐᕕᒻᒧᑦ ᐱᖁᔭᑦᓴᖅ ᑲᔪᓯᑕᐅᒐᔭᕈᓂ ᐱᒐᔭᕐᒪᑦ. 

 

ᓯᕗᓪᓕᐅᔾᔭᐅᓪᓗ ᐱᑦᓴᐃᓐᓇᖅᐸᒻᒪᑦ ᓇᓗᓇᕋᔭᖅᐳᖅ 

ᑎᒃᑯᐊᖅᓯᒋᐊᒥᒃ ᐱᕕᖃᕋᓱᓪᓗᑕ ᒪᓕᒐᕈᓯᓕᒫᓂᒃ 

ᖃᓄᐃᓕᖓᓂᐊᕐᒪᖔᑦ ᐱᖁᔭᑦᓴᐅᑉ ᑭᖑᓪᓕᖅᐹᖏᓐᓂᒃ 

ᓇᓗᓪᓗᒍ.  

 

ᐊᑐᐊᒐᓕᕆᓃᑦ ᒪᓕᒐᕈᓯᓐᓄᑦ ᐱᔪᓄᑦ 

ᐋᓐᓂᐊᖅᑐᓕᕆᓂᕐᒥᒃ ᐱᒐᓗᐊᖅᓱᓂ ᑭᓯᐊᓂ 

ᐋᖅᑭᑦᓱᙱᓐᓇᑦᑎᒍᑦ ᒪᓕᒐᕈᓰᑦ ᐅᖃᐅᓯᕆᓵᖅᑕᖓᓄᑦ 

ᒥᔅᑕ ᔅᑏᓪ ᑕᐃᒫᒃ ᓯᕗᒧᒐᓱᓐᓂᐊᕐᓗᓂ ᖃᓄᑎᒌᑉᐸᓐᓂᖓ 

ᐅᖃᖅᑲᐅᒐᒪ ᐅᐊᑦᓯᐊᖅ.  

 

ᓯᕗᓪᓕᐅᔾᔭᐅᔪᑦ ᒐᕙᒪᒃᑯᓐᓂ ᑭᓱᑦ ᓴᖅᑭᖅᑐᑦ. 

ᐅᖃᕈᓐᓇᖅᐳᖓ ᐃᒫᒃ ᓇᓕᑦᑎᓐᓂᒃ ᒐᕙᒪᒃᑯᑦ 

ᐊᕕᑦᑐᖅᓯᒪᔪᖁᑎᖏᓐᓂᒃ 

ᑲᔪᓯᒃᑲᐃᒐᓱᑐᐃᓐᓇᕐᓗᑖᖅᐸᙱᓐᓇᑦᑕ 

ᓴᓂᒧᑐᐃᓐᓇᓕᕐᓗᒎᙱᓐᓇᑦᑕ. ᐱᓕᕆᑦᓴᐃᓐᓇᖃᑦᑕᖅᐳᒍᑦ 

ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᕝᕕᖓᓂᒃ ᓇᓕᐊᓐᓂᒃ ᐱᔪᓐᓇᕐᓂᑦᑎᒍᑦ 

ᓯᕗᒧᐊᕈᓐᓇᑦᓯᐊᖁᑉᓗᒋᑦ ᒪᓕᒋᐊᓖᑦ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ 

ᐱᖁᔭᑦᓴᖃᕌᖓᑦ ᓯᕗᒧᑦᓯᐊᕈᓐᓇᖁᑉᓗᒋᑦ.  

 

ᓱᒃᑲᓕᖁᒥᓇᖅᑑᒐᓗᐊᖅ, ᐱᔪᓐᓇᕐᓂᕗᑦ ᒪᓕᑦᑐᒋᑦ 

ᓯᕗᒧᒐᓱᑉᐸᑉᐳᒍᑦ. ᑲᑎᒪᔩᑦ ᑲᑎᒪᔨᕋᓛᓪᓗ 

ᑐᓴᖅᑎᑦᓴᐃᓐᓇᕆᐊᖃᖅᐸᑦᑐᑎᒍᑦ 

ᑐᓴᐅᒪᑦᓴᐃᓐᓇᖃᑦᑕᖁᑉᓗᒋᑦ ᒪᓕᒐᓕᐅᖅᑏᑦ 

ᐱᕙᓪᓕᐊᓂᑦᑎᓐᓂᒃ ᐱᓇᓱᑦᓴᐃᓐᓇᖃᑦᑕᖅᐳᒍᑦ 

ᑐᕌᒐᕆᔭᑦᑎᓐᓂᒃ ᑕᒪᒃᑯᐊ ᒪᓕᒐᒨᓕᖓᔪᑦ 

ᐊᑐᓕᖅᑎᑕᐅᕙᓪᓕᐊᓕᓪᓚᕆᖁᓪᓗᒋᑦ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐃᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ ᑭᐅᖕᒪᑦ. 

ᑐᑭᓯᓪᓗᒍ ᒐᕙᒪᒃᑯᑦ ᐱᒍᓐᓇᖅᑕᒥᓂᒃ ᐱᓇᓱᑉᐸᒻᒪᑕ 

ᑭᓯᐊᓂ ᐃᓇᒃᑲᓐᓂᖅᐸᒃᑲ ᒐᕙᒪᒃᑯᑦ 

ᐃᑲᔪᕈᑎᑦᓴᐅᔪᓐᓇᖅᑐᓂᒃ ᐱᕚᓪᓕᑎᑦᓯᒃᑲᓐᓂᖁᑉᓗᒋᑦ 

ᒪᓕᒐᑦᓴᓂᓪᓗ ᑎᑎᕋᖅᐸᑦᑐᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑖᒃᑲᓐᓂᕐᔫᒥᖃᑦᑕᖁᓪᓗᒋᑦ 

ᒪᓕᒐᕐᓂᐊᖅᑎᓂᒃ, ᓇᒻᒥᓂᖁᑎᖃᖅᑐᓂᓪᓘᓐᓃᑦ 

ᓱᒃᑲᓕᕚᓪᓕᑎᑦᓯᒍᓐᓇᖅᑐᒥᒃ ᐱᕙᓪᓕᐊᔭᕆᐊᓕᓐᓂᒃ.  

 

ᑭᖑᓪᓕᖅᐹᒨᕈᒪᓪᓗᖓ ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓄᑦ. 

ᔪᓚᐃ ᐊᕐᕌᓂ ᐃᑭᐊᖅᑭᕕᒻᒥ ᑎᑎᖅᑲᐅᓯᐊᔪᒻᒪᑕ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᑮᓇᐅᔾᔭᔅᓵᑦ ᑭᒡᓕᖏᓐᓂᒃ 

ᑐᑦᓯᕋᕈᑎᐅᓯᒪᓂᖓᓗ ᒪᓕᑦᑐᒍ ᐱᕙᓪᓕᐊᔪᓕᕆᔨᓄᑦ. 
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responsibility of the Department of Justice and 

will inevitably enhance public safety. 

 

I’d like to ask how many other pieces of 

legislation is the Department of Justice 

currently working on, and where exactly do 

these two pieces of legislation fit in the 

prioritization. Thank you, Chair. 

 

Chairman: Mr. Shaddock. 

 

Mr. Shaddock (interpretation): Thank you, Mr. 

Chair. Thank you, (interpretation ends) 

Member, for the question. Well, specifically, 

missing persons legislation is not really on the 

agenda for this government; neither was Clare’s 

law, and there are sort of other pieces of 

legislation that we have been working on, some 

of which will be targeting to try to target this 

time, but others, we appreciate we are getting 

near the end of this government, so those will 

have to wait for a future government for 

consideration and prioritization at that point. 

(interpretation) Thank you. 

 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Well, thank you for the 

response. Not exactly what was really hoping to 

hear. I understand that quite a bit of work has 

already been done towards the Nunavut Clare’s 

law, and it sounds like a significant amount of 

research has been done into the missing persons 

act. When will the Department of Justice be in 

a position to have a drafted piece of legislation 

ready, or sorry, I guess, backing up, has a 

legislative proposal been drafted? When could 

we potentially see consultations occurring? 

And what type of timeframe could the draft 

legislation be completed? Thank you, Chair. 

 

Chairman: Mr. Mansell. 

 

Mr. Mansell (interpretation): Thank you, Mr. 

Chair. (interpretation ends) I thank the member 

for the good question. I think it is getting a little 

ᐃᑭᐊᖅᑭᕕᓐᓂᓪᓗ ᑎᑎᕋᖅᓯᒪᔪᒻᒥᒻᒪᑦ ᑕᒪᒃᑯᐊ 

ᑐᑦᓯᕋᕈᑎᐅᓯᒪᔪᑦ ᐱᓪᓗᒋ ᒐᕙᒪᒃᑯᑦ ᐃᓱᒪᔅᓴᖅᓯᐅᖅᐳᑦ 

ᑕᒪᒃᑯᐊ ᓯᐊᒻᒪᒋᐊᖃᕐᒪᖔᑕ ᑐᓴᕋᒃᓴᐅᔪᓐᓇᖅᑐᐃᑦ 

ᑕᒪᒃᑯᐊ ᐃᒻᒪᖄ ᓴᖅᑭᑕᐅᒐᔭᖅᑐᐃᑦ ᓯᕗᓂᑦᓴᑎᓐᓂ. 

ᑕᒪᓐᓇ ᖃᓄᐃᓕᖓᓕᕐᒪᖔᑦ ᑐᓴᖅᑎᑕᐅᔪᒪᓪᓗᖓ 

ᒫᓐᓇᐅᔪᖅ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᐃᖅᑲᓇᐃᔮᕆᕙᓪᓕᐊᔭᕗᑦ ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐃᓚᒋᓪᓗᒋᑦ. 

ᒪᓕᒐᕈᓯᐅᒍᓐᓇᖅᑐᓂᒃ ᐃᓱᒪᓕᐅᖅᓯᒪᓪᓚᕆᙱᑦᑐᒍᑦ. 

ᑭᒡᓕᒋᓂᐊᖅᑕᑎᓐᓂᒃ ᖃᓄᖅ ᓴᖅᑭᒋᐊᖃᖅᐸ, ᖃᓄᖅ 

ᓴᖅᑭᑕᐅᕙᓐᓂᐊᖅᐸᑦ ᐃᓗᓕᒃᓴᖏᓐᓂᒃ ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ 

ᑭᐅᒍᓐᓇᓂᐊᖅᑐᑦᓴᐅᔫᒐᓗᐊᖅ ᐱᔭᕆᑐᓯᒪᒻᒪᑦ.  

 

ᐃᓱᒫᓘᑎᓂᒃ ᓴᖅᑭᑦᓯᖃᑦᑕᖅᓯᒪᒻᒪᑦ ᓄᓇᓕᓐᓂ 

ᒐᕙᒪᒃᑯᓐᓃᑦᑐᓂᒃ ᐃᖃᓗᓐᓂᓗᐊᑑᙱᑦᑐᖅ, ᓄᓇᓕᓐᓂ 

ᐱᓗᐊᖅᑐᖅ.  

ᐅᓗᕆᐊᓇᖅᑐᒦᒍᑕᐅᒍᓐᓇᕐᓂᖓ ᓴᖅᑭᑕᐅᒍᑎᒃ 

ᑐᓴᕋᒃᓴᐅᔪᑦ ᑭᓱᓪᓗ ᑮᓇᐅᔾᔭᔅᓵᓪᓗᐊᑕᐅᒋᐊᖃᖅᐸ 

ᐃᖅᑲᓇᐃᔭᕐᓇᐅᑉ ᖄᒃᑲᓐᓂᐊᒍᑦ 

ᐃᖅᑲᓇᐃᔭᕈᑎᒋᔪᓐᓇᖅᑕᖏᓪᓗ ᑭᓱᓪᓗ 

ᐃᑲᔫᑎᐅᕙᓐᓂᖏᑦ. ᑕᕝᕙ ᑐᑭᓕᐅᕆᓂᖅ ᖃᓄᐃᑦᑑᒻᒪᖔᑦ 

ᑮᓇᐅᔾᔭᔅᓵᕆᔭᐅᒍᓐᓇᖅᑐᖅ. ᐃᒃᓯᕙᐅᑖᖅ, ᐊᖅᑯᑎᒋᓗᑎᑦ 

ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ ᐅᖃᕆᐊᒃᑲᓐᓂᖁᓪᓗᒍ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ, ᑲᔪᓯᒋᐊᕆᑦ. 

 

ᐅᐃᑦᓴᐃᓂ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᒥᔅ 

ᐸᐅᕗ ᐅᖃᓵᕐᒪᑦ ᐊᔾᔨᒌᙱᑦᑐᓂᒃ 

ᑕᐅᑐᑉᐸᓪᓕᐊᓯᒪᔭᑦᑎᓐᓂᒃ ᐊᕐᕌᓂᓂᑦ 

ᒪᑐᐃᒋᐊᓪᓚᕆᔪᒐᑦᑎᒍᑦ ᖃᓄᖅ 

ᑕᐅᑐᑉᐸᓪᓕᐊᓂᐊᕐᒪᖔᑦᑎᒍᑦ ᖃᓄᕐᓗ 

ᓯᕗᒧᓐᓂᐊᕐᒪᖔᑦᑕ, ᐊᔾᔨᒌᔾᔫᒥᔪᒥᒃ ᐊᑐᖃᑦᑕᖁᓪᓗᑕ 

ᒐᕙᒪᖃᕐᕕᐅᔪᓕᒫᑦ ᐊᔾᔨᒌᙱᑦᑐᒥᒃ ᐱᐅᓯᖃᖅᐸᒻᒪᑕ, 

ᐃᓚᖏᑦ ᑮᓇᐅᔾᔭᔅᓴᓪᓛᑐᐊᑕᓐᓂᒃ ᒪᓕᑦᑐᑎᒃ ᐃᓚᖏᑦ 

ᐃᖅᑲᓇᐃᔭᕐᓇᐅᑉ ᖄᒃᑲᓐᓂᐊᒍᑦ ᐃᖅᑲᓇᐃᔭᕐᓂᖏᓐᓂᒃ 

ᐅᕝᕙᓘᓐᓃᑦ ᑖᒃᓰᔭᕈᑎᐅᙱᑦᑐᓂᓪᓘᓐᓃᑦ ᖃᓄᖅ. 

ᐊᔾᔨᒌᙱᑦᑑᓪᓗᑎᓪᓗ ᓇᓖᕌᕈᑎᑦᓴᐃᑦ ᐃᓱᒪᒋᖃᓯᐅᑦᓱᒋᑦ 

ᐊᔾᔨᒌᙱᑦᑐᑦ ᓴᖅᑭᑕᐅᕙᓐᓂᖏᑦ ᑮᓇᐅᔾᔭᔅᓵᓄᑦ ᐊᒻᒪ 

ᐊᑐᐊᒐᖅ ᑐᑭᒧᐊᕈᑎᒋᑦᓯᐊᕐᓗᒍ.  

 

ᑲᙳᓇᖅᑐᒨᓕᖓᔪᖅ ᐊᑦᑐᖅᑕᐅᓂᖃᙱᓪᓗᑎᒃ 

ᑕᕝᕙᑦᓴᐃᓐᓇᖅ. ᑭᖑᓪᓕᕐᒥ ᐅᖃᐅᓯᖃᖅᐸᓪᓕᐊᑎᓪᓗᑕ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ ᑲᑐᔾᔨᖃᑎᒌᖏᓐᓂᒃ ᑕᒫᓂ 

2019−ᒥᓂᐅᖅᑰᖅᑐᖅ ᐊᑯᓂᑲᓪᓚᒃ 
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tricky to talk about some of this stuff, given 

how close we are to an election. As Mr. 

Shaddock has outlined, particularly as it comes 

to Clare’s law, a significant amount of policy 

work has been done, a lot of it due to the good 

advocacy by yourself, and keeping the 

Department of Justice – I almost said us, but 

it’s not us anymore – keeping the Department 

of Justice on that topic. 

 

I would say that the policy work necessary to 

get into those legislative steps you’ve talked 

about is near completion. As we’re certain we 

won’t have it ready for the spring, it really is up 

to the next government to decide when and 

what the department is going to work on, but I 

can say that the department internally has done 

the policy work necessary to really drive that 

forward, based on priorities set by the future 

government. Thank you, Mr. Chair. 

 

Chairman: Thank you, Mr. Mansell. I think as 

EIA, Executive and Intergovernmental Affairs 

is a central agency, I think you can still use 

“us”. The next name I have on my list is Ms. 

Killiktee. 

 

Ms. Killiktee (interpretation): Thank you, Mr. 

Chairman, and good afternoon. This has been 

brought up repeatedly in the past, but I feel like 

I have to bring it up again while I’m sitting here 

with this government. 

 

I would like to go back, maybe first of all, I 

would like to direct my questions to Mr. 

Mansell in regards to confidentiality and also 

harassment, and what is brought forward to the 

public and what isn’t. After the investigation, 

for example, my colleague Ms. Brewster 

brought it up earlier, and it’s part and parcel of 

that. For example, if a teacher, a man or 

woman, harasses a young person or a child or 

another staff, and after the investigation of that, 

those incidents, Mr. Chairman, Alma Power, 

and it also touches up on the Human Resources 

ᑲᒪᒋᖃᑦᑕᖅᓯᒪᓪᓗᑎᒍᑦ ᑲᑎᒪᔨᐅᕙᓚᐅᖅᑐᓪᓗ 

ᑕᐃᑲᓃᒍᓐᓃᖅᓱᑎᒃ ᐊᒻᒪᓗ ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐃᓕᓴᐃᔨᑦ 

ᑲᑐᔾᔨᖃᑎᒌᖏᓪᓗ ᐱᓇᓱᖃᑎᒋᓪᓗᑎᒍᑦ.  

 

ᕿᒥᕐᕈᒐᓱᓪᓚᕆᒃᓯᒪᔭᕗᑦ ᐊᑐᐊᒐᕈᓯᓂᓪᓗ 

ᐱᓇᓱᒃᓯᒪᕙᓪᓕᐊᓪᓗᑕ ᑭᖑᓪᓕᕐᒧᑦ ᐱᕙᓪᓕᐊᕈᑎᑦᓴᓄᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓚᐃᑦᓯᑑᓐ. 

 

ᓚᐅᑦᓯᑑᓐ (ᑐᓵᔨᑎᒍᑦ): ᐊᐱᖅᑯᑎᒐ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᓐᓄᑦ. ᑭᖑᓪᓕᖅᐹᒥ ᑖᓐᓇ ATIPP 

ᐱᖁᔭᕐᔪᐊᖓ 2017−ᒥ ᐋᖅᑭᒃᑕᐅᓚᐅᖅᓯᒪᖕᒪᑦ 

ᐱᖁᓯᐅᔾᔨᓯᒪᓂᐊᕐᒪᑦ ᑕᒪᒃᑯᓂᖓ ᓴᖅᑭᑦᑎᖃᑦᑕᕐᓂᖏᓐᓂ 

ᒐᕙᒪᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑕ ᑮᓇᐅᔾᔭᒃᓵᖏᓐᓂᒃ. 

ᑕᐃᒪᙵᑦ ᐅᒃᐱᕈᓱᒃᑐᖓ ᑐᖏᓕᖓ ᒥᓂᔅᑕᐅᑉ ᑖᒃᑯᐊ 

ᑳᓐᑐᕌᒃᖓ ᑖᓐᓇ ᐋᖅᑭᒋᐊᖅᑕᐅᓚᐅᕐᒪᑦ 

ᐱᖃᓯᐅᔾᔨᓯᒪᔪᓐᓇᕐᓂᐊᕐᒪᑕ ᐅᖃᖅᓯᒪᔪᓂᒃ 

ᑮᓇᐅᔾᔭᒃᓵᕆᔭᖏᑦ ᑕᒪᒃᑯᐊ ᑕᖅᑲᒃᑯᓄᖓ 

ᓴᖅᑭᑕᐅᔪᓐᓇᕐᓂᕋᖅᖢᓂᒋᑦ.  

 

ᑕᐃᒪᓕ ᑕᖅᑲᒃᑯᖓᓄᖔᖅ ᓴᖅᑭᑦᑎᒃᐸᑕ ᑐᓴᒐᒃᓴᓂᒃ 

ᖃᔅᓯᑖᓚᓕᐅᖃᑦᑕᕐᒪᖔᑕ ᑐᖏᓕᖓᑦ ᒥᓂᔅᑕᐅᑉ ᓲᕐᓗ 

ᐊᖓᔪᖅᑲᐅᑏᑦ ᑕᒪᒃᑯᐊ ᒐᕙᒪᒃᑯᓐᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᔪᓪᓗ ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᑦ ᐱᖃᓯᐅᔾᔨᓯᒪᕙᑦ 

ᑕᐃᒃᑯᓂᖓ ᓴᖅᑭᑕᐅᔭᕆᐊᖃᖅᑐᓂᒃ 

ᑮᓇᐅᔾᔭᒃᓵᕆᔭᐅᔪᓂᒃ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅ ᐸᐅᕗ. 

 

ᐸᐅᕗ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᑦᑕᐅᖅ. ᐋᒃᑲ, ᐱᖃᓯᐅᔾᔨᓯᒪᙱᑦᑐᖅ. 

ᑐᖏᓖᓐᓇᖏᓐᓄᑦ ᒥᓂᔅᑕᐃᑦ ᑳᓐᑐᕌᒃᑕᐅᓯᒪᔪᑦ, ᑖᓐᓇ 

ᑕᕝᕙ ᐱᔾᔪᑎᒋᓪᓗᒍ ᓴᖅᑭᑕᐅᓚᐅᙱᑦᑐᑦ ᑖᒃᑯᐊ. 

ᑐᓴᒐᒃᓴᓂᒃ ᓴᖅᑭᑕᐅᔪᓐᓇᖅᑐᑦ ᒐᕙᒪᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ. ᖁᔭᓐᓇᒦᒃ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᐃᓕᓯᒃᑲᓐᓂᕋᑖᕋᒪ, 

ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ ᐃᒃᓯᕙᐅᑕᖅ. 

ᐅᕙᖓᐅᒃᑲᓐᓂᕋᒪ ᑖᔅᓱᒧᖓ ᑲᒥᓯᓇᒧᑦ 

ᐊᐱᕆᒃᑲᓐᓂᕐᓗᖓ ᑖᒃᑯᓄᖓ ᒥᑦᑎᒪᑕᓕᖕᒥᐅᑕᖅ 

ᒪᓕᒐᓕᐅᖅᑎ ᐊᐱᖅᑯᑎᒋᖅᑲᐅᔭᖓ ᐱᔾᔪᑎᒋᓪᓗᒍ. 

ᑎᓕᐅᕆᓪᓗᑎᒃ ᑲᑎᒪᔨᕋᓛᓂᒃ ᑎᓕᐅᕋᐃᖅᑲᐅᒐᕕᑦ 

ᑲᒥᓯᓇ ᐳᓚᕋᖁᓪᓗᒋᑦ ᓄᓇᓕᖕᓂ.  
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deputy minister, and I do apologize that I didn’t 

bring it up earlier. 

 

If an employee breaches a law or a policy, and 

once the investigation is completed, there’s 

either payment to an individual who was 

harassed or some other action is taken place, 

and following the policies of the government. 

What I’m trying to say and what my question 

is: What kind of policy do you have on 

disclosure? Can they go back to their regular 

job, or are they moved to another community? 

What happens after an investigation has been 

completed, or what happens to that individual 

who breached a policy or a law? I’ll leave it at 

that, Mr. Chairman. Thank you. 

 

Chairman: Ms. Power, please. 

 

Ms. Power: Thank you, Mr. Chair, and thank 

you for the question. If there’s an allegation 

that an employee has breached a policy or a 

law, we would do an investigation. Depending 

on the outcome of the investigation, then we 

would make a decision. It could be anything 

from, if it was founded that they did do 

something wrong, it could be something minor; 

could be something major. Something minor, it 

could be discipline. If it’s major, it could be 

termination. 

 

If we were to terminate a employee, we still 

have a duty of confidentiality, so we would not 

tell everybody involved that the employee was 

terminated; we would advise them the issue had 

been addressed and they’re no longer there. If it 

was something more minor, it could be 

discipline. It would depend on the outcome of 

the investigation, severity of the outcome. If 

nothing happened or it was deemed that it was 

not disciplinary or terminatable, then they 

would return to their position. 

 

So there’s many things. Sometimes, even 

though nothing happened, the relationship in an 

employment setting, could be such that they 

ᐱᔾᔪᑎᖓ, ᑖᓐᓇ ᓴᖅᑮᓐᓇᖃᑦᑕᕋᑦᑎᒍᑦ ᐱᔾᔪᑎᒋᓪᓗᒍ 

ᐃᒃᐱᒍᓱᒃᑲᑦᑕ ᐱᒻᒪᕆᐅᓇᓱᒋᓪᓗᒍ ᑭᒡᒐᖅᑐᖅᑕᐅᖁᓪᓗᒍ. 

ᑎᑭᖃᑦᑕᖅᑐᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᐃᑲᔪᖃᑦᑕᖁᓪᓗᑎᒃ 

ᓇᓗᓇᐃᖅᓯᓪᓗᑎᒡᓗ ᑕᐃᒃᑯᐊ ᐃᖅᑲᓇᐃᔮᒃᓴᐃᑦ 

ᐱᔾᔪᑎᒋᓪᓗᒍ ᐃᖅᑲᓇᐃᔮᑦ. ᕼᐋᒪᓚᒃᑯᓐᓂᒃ 

ᐳᓚᕋᖃᑦᑕᕐᓗᑎᐅᙱᑦᑐᖅ, ᐆᒃᑑᑎᒋᓪᓗᒍ ᓲᕐᓗ 

ᕼᐋᒪᓚᒃᑯᓐᓂ ᖃᒪᓂᑦᑐᐊᑉ ᒐᕙᒪᖏᓐᓂ ᓄᓇᓖᑦ 

ᒐᕙᒪᖏᓐᓂᒃ ᐳᓚᕋᙱᓪᓗᑎᒃ, ᒪᕐᕉᒃ ᐃᓕᓐᓂᐊᕐᕖᒃ, 

ᐃᓕᓐᓂᐊᕐᕕᐊᓗᒡᓗ ᐃᓕᓐᓂᐊᕐᕕᒡᓗ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᑦᑕ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᑕᒪᒃᑯᐊ ᖁᓪᓕᒃᑯᓪᓗ, 

ᐊᖓᔪᖅᑳᖃᕐᕕᖓ ᖃᒪᓂᑦᑐᐊᕐᒥ, ᓯᓚᑦᑐᖅᓴᕐᕕᒡᓗ 

ᑕᐃᒃᑯᐊ ᖃᒪᓂᑦᑐᐊᕐᒦᒻᒥᖕᒪᑦ. ᑖᒃᑯᐊ ᐊᖓᔪᖅᑳᖃᕐᕕᒃ 

ᖃᒪᓂᑦᑐᐊᕐᒦᒃᑭᓪᓗᓂ. ᐋᓐᓂᐊᕕᒡᓗ ᑕᐃᑲᓃᖦᖢᓂ, 

ᐃᓄᓕᕆᔨᒃᑯᓪᓗ ᑕᐃᑲᓃᖦᖢᑎᒃ, ᐃᓱᒪᓕᕆᔨᒃᑯᓪᓗ, 

ᐊᖏᕐᕋᕐᓄᑦ ᐳᓚᕋᖅᑏᑦ. ᐅᓄᖅᑐᐊᓗᐃᑦ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᐃᖅᑲᓇᐃᔭᖅᑐᑦ ᑕᐃᑲᓂ ᐅᓄᖅᑑᖕᒪᑕ 

ᓄᓇᓕᖕᓂ. ᐃᓚᖏᑦ ᓱᖅᑯᐃᖅᓯᓯᒪᙱᒻᒪᑕ ᖃᓄᖅ ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓪᓗᑎᒃ ᐃᓕᖕᓄᑦ ᖃᓄᖅ 

ᐃᑲᔪᕈᓐᓇᕐᒪᖔᑕ ᓲᕐᓗ ᑎᑎᕋᖅᓯᒪᔪᓂᒃ ᑎᒍᓯᔪᒪᓐᓂᕈᑎᒃ 

ᐅᕝᕙᓘᓐᓃᑦ ᓴᐳᒻᒥᐅᓯᖅᓯᒪᓂᕐᒧᑦ ᑲᙳᓇᖅᑐᓂᒃ. 

ᓴᖅᑭᑕᐅᔭᕆᐊᖃᙱᑦᑐᓂᒡᓕ ᑕᕝᕙ ᑕᐃᒪᐃᑦᑐᓂᒃ 

ᑕᑯᔪᒪᒐᓗᐊᖅᐳᒍᑦ.  

 

ᑖᓐᓇ ᓇᓗᓇᐃᖅᓯᐊᕐᔪᒍᒪᕋᑖᕋᒪ ᖃᓄᐃᒻᒪᑦ 

ᑎᓕᐅᖅᓯᖃᑦᑕᕐᒪᖔᑦᑕ ᐃᓕᖕᓂᒃ ᐳᓛᕆᐊᖁᓪᓗᒋ 

ᑕᒪᒃᑯᐊ ᓄᓇᓕᖕᓄᑦ ᐳᓛᕆᐊᖁᓪᓗᒋᑦ 

ᓇᓗᓇᐃᖅᓯᖁᓪᓗᒋᑦ. 

 

ᐄ’, ᐃᓱᒪᒋᖕᒪᖔᖅᐱᐅᒃ ᖃᓄᖅ ᑖᓐᓇ ᐃᓱᒪᒋᔭᐃᑦ ᑖᓐᓇ 

ᓇᓗᓇᐃᒃᑲᓐᓂᐊᕐᔪᕋᑖᕋᒃᑯ 

ᕼᐋᒪᓚᒃᑯᓐᓄᑐᐃᓐᓇᐅᙱᑦᑐᖅ ᐃᓛᒃ ᑕᐃᒃᑯᓄᖓᑐᐊᖅ 

ᐳᓛᕋᔭᙱᓐᓇᕕᑦ. ᑲᒥᓯᓇᐅᓂᕐᓄᑦ 

ᐳᓛᕆᐊᕈᓐᓇᕐᒪᖔᖅᐱᑦ ᐅᕝᕙᓘᓐᓃᑦ 

ᑭᖑᕝᕕᖅᑎᒋᓂᐊᖅᑕᐃᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ, ᖁᔭᓐᓇᒦᒃ. 

ᒥᔅᑕ ᔅᑏᓪ. 

 

ᑲᒥᓯᓇ ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᖅᐸᕋᓗ ᑲᑎᒪᔨ. ᓇᓗᓇᐃᖅᓯᒃᑲᓐᓂᑦᑎᐊᕐᒪᑦ. 

ᑐᑭᓯᓂᕐᓗᒃᑕᐅᔪᒪᙱᑦᑎᐊᖅᑐᖓ ᑖᒃᑯᐊ 

ᑎᑎᕋᖅᓯᒪᔪᖁᑎᒃᑲ ᑖᒃᑯᐊ ᓄᓇᓕᖕᓄᑦ ᐳᓚᕆᖕᒪᑕ. 

ᐳᓚᕋᖁᔭᐅᓐᓂᕋᒪ, ᐄ, ᖃᖓᑕᓲᒃᑯᑦ 

ᐅᐸᓯᑲᐅᑎᒋᒐᔭᖅᑐᖓ ᖃᐅᒃᐸᑦ ᓲᕐᓗ ᐊᐅᓪᓚᕐᓗᖓ. 

ᑲᑎᒪᔨ ᓴᖅᑭᑦᑎᖕᒪᑦ ᐊᓯᐊᓂᒃ ᐊᐱᖅᑯᒻᒥᒃ ᑖᓐᓇ ᐊᕐᕌᓂ 

ᐊᐱᖅᑯᑎᓚᐅᕐᒥᔭᕋ ᓴᖅᑭᑐᐃᓐᓇᒃᑲᓐᓂᓕᕆᕙᕋ. 
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can’t work together anymore. So it doesn’t 

mean that anyone did anything bad, it he means 

move somebody in that instance. Thank you, 

Mr. Chair. 

Chairman: Thank you. And just before I go to 

Ms. Killiktee, I always like to see guests in the 

gallery when we are going through proceedings 

here. I notice we have a couple guests in the 

gallery. I’d like to welcome you to the Nunavut 

Legislature. Ms. Killiktee. 

 

>>Applause 

 

Ms. Killiktee (interpretation): Thank you, Mr. 

Chair, and thank you for that explanation. 

Going back to your response, the employees 

who are dealing with the situation, for example, 

whether the breach was either small or large, 

but they had breached a policy or law, and in 

your response there are steps taken to deal with 

that situation and in the policy, for example, if 

they breached a policy, this is what happens. 

 

(interpretation ends) I see that your department 

maybe sometimes take the risk for making that 

decision to allocate the employee to another 

community, close by or in the same territory. 

So my point asking that question is, like, as you 

are responding to my question, the disciplinary 

action, when it has to be given in outline – 

outlining of, I guess, I assume orders, so what 

happens, then, after that, if it is broken? 

 

(interpretation) If there’s a breach and even 

though they breach a policy, they might be 

relocated to another community, or would it be 

that they wouldn’t be able to work with the 

government anymore? I’m not sure what 

happens. And then the employee, for them, I’ll 

use the teacher as an example, if there’s an 

investigation by the human resources about 

what type of action will be taken on an 

individual who breaches a law or policy. Thank 

you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Power. 

ᑭᓱᓕᕆᔨᐅᓂᐊᕋᒪ ᑖᒃᑯᓄᖓ ᑕᖅᑲᒃᑯᓄᖓ 

ᐃᓕᓐᓂᐊᖅᑎᑦᑎᓗᖓ ᑭᒃᑯᑐᐃᓐᓇᕐᓂᒃ.  

 

ᐃᓱᒪᒋᔭᕋᓕ ᐅᓇ. ᑲᒪᒋᔭᐅᓂᖏᑦ ᑎᑎᕋᖅᓯᒪᔪᓂᒃ 

ᑎᒍᓯᓂᕐᒥᒃ ᑲᙳᓇᖅᑐᓂᒃ ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᓂᖏᓐᓄᒃ 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᓐᓄᑦ ᑐᕌᖓᖕᒪᑦ. ᐃᓕᓐᓂᐊᕐᕖᑦ 

ᐆᒃᑑᑎᓗᒋᑦ ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕝᕕᖓ 

ᐃᓱᒪᒋᔭᒃᑯᑦ ᑲᒪᒋᔭᕆᐊᖃᕋᓗᐊᕐᒪᑕ ᐃᓘᓐᓇᖏᑦ ᑕᐃᒃᑯᐊ 

ᐃᓕᓐᓂᐊᕐᕕᖕᒦᑦᑐᓕᒫᑦᑎᐊᑦ 

ᖃᐅᔨᒪᑎᑦᑕᕆᐊᖃᕋᓗᐊᕐᒪᒋᑦ ᐱᓕᕆᕕᖏᑦᑕ 

ᐃᓕᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᑦ. ᐃᓕᓴᐃᔨᒃᑰᓪᓗ ᑐᓴᒐᒃᓴᑦ, 

ᐅᕙᖓᓕ ᑕᒪᓐᓇ ᐃᖅᑲᓇᐃᔭᕐᓗᖓ ᑕᒪᑐᒪ ᐃᓄᑑᒐᒪ 

ᐊᑕᐅᓯᑐᐊᑯᓘᒐᒪ ᐃᖅᑲᓇᖅᑎ. ᑕᐃᒃᑯᐊ 

ᐊᑦᑕᕐᓇᔾᔭᐃᖅᓯᓯᒪᔭᕆᐊᓖᑦ ᑲᒪᔭᕆᐊᓖᑦ ᐊᑐᓂ 

ᐱᓕᕆᕕᐅᔪᓄᑦ ᑲᒪᒋᔭᐅᔪᑦ.  

 

ᐅᑎᒃᑲᓐᓂᕈᒪ ᑕᐃᓐᓇ ᐆᒃᑑᑎᒋᖃᑦᑕᖅᑲᐅᔭᕋ 

ᐊᑐᒃᑲᓐᓂᕈᒪᓪᓗᒍ ᐃᒃᓯᕙᐅᑕᖅ, ᓲᕐᓗ 

ᓇᐅᑦᑎᖅᓱᖅᑎᐅᒐᒪ ᕼᐋᑭᖅᑐᓂᒃ ᓲᕐᓗ ᐅᐊᑦᓯᔨᐅᓪᓗᖓ. 

ᓲᕐᓗ ᐃᖅᑲᖅᑐᐃᓪᓗᖓ ᓲᕐᓗ ᑐᓴᒐᒃᓴᓂᒃ 

ᖃᐃᑦᑎᔭᐅᓚᐅᖅᖢᖓ ᐃᓱᒪᓕᐅᕈᑎᒋᓪᓗᒋᑦ ᕼᐋᑭᒥᒃ 

ᑲᔪᖏᖅᓴᐃᑎᓪᓗᖓ ᐊᐅᓪᓚᖅᑎᑦᑎᖃᑦᑕᙱᓐᓇᑦᑕ 

ᓇᐅᑦᑎᖅᓱᖅᑎᓂᒃ ᕼᐋᑭᖅᑐᖃᖅᑎᓪᓗᒍ ᓄᓇᓕᖕᓂ, 

ᐱᓕᕆᐊᒃᓴᕆᙱᒻᒪᒍ. ᐃᖅᑲᓇᐃᔮᕆᓇᓂᐅᒡᓗ 

ᐃᖅᑲᖅᑎᐅᔪᓪᓗ ᓄᓇᓕᖕᓄᑦ 

ᐊᐅᓪᓚᖅᑎᖃᑦᑕᙱᓐᓇᑦᑎᒍᑦ ᑕᐃᒃᑯᐊ 

ᑐᓴᕋᓱᐊᕆᐊᖃᕐᕕᒋᓂᐊᖅᑕᖏᓐᓄᑦ ᓄᓇᓕᖕᓄᑦ. 

ᐃᖅᑲᖅᑐᐃᔩᑦ ᐊᐅᓪᓚᖅᑎᑉᐸᙱᓐᓇᑦᑎᒍᑦ 

ᐃᓚᐅᓂᐊᖅᑐᓂᒃ ᑲᔪᖏᖅᓴᐃᔾᔪᑎᖃᖁᓪᓗᒋᑦ. 

ᑎᓕᐅᖃᑦᑕᙱᓐᓇᑦᑕ. ᑖᓐᓇ ᑐᑭᓯᙱᓐᓇᒪ ᑖᓐᓇ 

ᐃᖅᑲᖅᑐᐃᔩᑦ ᑕᐃᒪᓐᓇᐃᑦᑑᒋᐊᑐᙱᒻᒪᑕ 

ᐃᓱᒪᓕᐅᕆᐊᖃᕐᒪᑕ ᐃᒃᓯᕚᕐᓗᑎᒃ.  

 

ᑖᓐᓇ ᐅᕙᓐᓂᒡᓕ ᑕᑯᔪᓐᓇᖃᑦᑕᙱᓐᓇᒪ 

ᑲᔪᖏᖅᓴᐃᔨᐅᓂᐊᕐᒪᖔᕐᒪᑕ ᑕᒪᒃᑯᓂᖓ. 

ᖃᒪᓂᑦᑐᐊᕐᒨᕐᓂᕈᒪ ᐆᒃᑑᑎᒋᓗᒍ ᓄᓇᓕᖕᓃᓪᓗᓂ 

ᐊᓯᖏᓐᓄᑦ ᑐᓴᒐᒃᓴᓂᒃ ᐊᐱᖅᑯᑎᒋᔭᐅᓗᖓ ᑎᑎᕋᖅᓯᒪᔪᑦ 

ᐅᕝᕙ ᑖᒃᑯᐊ ᑐᓴᒐᒃᓴᓂᒃ ᐱᔪᓐᓇᖅᑐᑎᑦ. 

ᓈᒻᒪᒋᙱᒃᑯᕕᐅᒃ ᐅᑎᕈᓐᓇᖅᑐᓂᒃ ᐅᕙᓐᓄᑦ. 

ᑎᓕᐅᕆᓗᑕ ᐊᐅᓚᑦᑎᔾᔪᑎᖏᑦ ᒐᕙᒪᒃᑯᓐᓄᑦ 

ᐊᐅᓚᓂᖃᑦᑎᐊᙱᑦᑐᑦ. ᐃᓚᖏᓐᓂᒃ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᒐᓗᐊᖅᓗᖓ ᑕᖅᑲᒃᑯᓄᖓ ᑭᓯᐊᓂ 

ᐊᐅᓚᑦᑎᑦᑎᐊᕐᓂᙱᑉᐸᑦ ᓇᓛᒎᙱᑦᑐᒃᑯᑦ 

ᐊᑐᖅᑐᖃᕐᓂᖅᐸᑦ ᐊᑐᖁᔨᓚᐅᕋᕕᑦ. ᑕᐃᒪᓐᓇ ᑕᕝᕙ 

ᑕᐃᒪᓐᓇ ᑐᑭᓯᓇᓗᐊᙱᒻᒪᑦ, ᑐᑭᖃᓗᐊᙱᒻᒪᑦ 

ᑕᖅᑲᒃᑯᓄᖓ ᐃᓕᓴᐃᓂᖅ ᐃᖅᑲᓇᐃᔮᕆᖅᑰᙱᓐᓇᒃᑯ. 

ᐃᓕᓐᓂᐊᖅᑎᑦᑎᓗᖓ ᑭᓯᐊᓂ ᐱᓕᕆᐊᕆᕙᒃᑕᓐᓂᒃ. 
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Ms. Power: Thank you, Mr. Chair, and I thank 

the member for the question. So if it’s deemed 

that someone has breached a policy or a law, 

they could be terminated. Then they would not 

be allowed to work for the government for two 

years. If the breach was serious enough or was 

criminal in nature, it would be referred to the 

police to investigate as well. 

 

When we’re talking about teachers, I think 

there’s a higher duty on us as an employer to 

ensure we protect children. They’re more 

vulnerable. There’s a lot more scrutiny in hiring 

for these positions. You need a vulnerable 

sector check to ensure there’s no issues around 

you working with youth. 

 

So it’s hard to be really specific when it could 

be any, a wide range of actions by the 

individual or actions on us as an employer, 

from minor to serious and everything in 

between. I hope that answers your question. 

Thank you, Mr. Chair. 

 

Chairman: Thank you. Is just before I go to 

Ms. Killiktee, I think what we’re looking for is 

some assurance that if somebody, especially a 

teacher or somebody that’s in charge of 

vulnerable people, that if some type of violation 

of a fairly serious nature that may not even be 

criminal, that those people are not, the problem 

is not just transferred away to another 

community or another school or another 

workplace. So I hope that clarifies, Ms. Power. 

 

Ms. Power: Thank you, Chair. I can assure you 

we work very closely with the Department of 

Education, and we take these instances very 

seriously. There’s very low tolerance for a 

behaviour in a school setting or with children 

that’s not acceptable. So it happens fairly 

frequently that people are terminated for 

behaviour in the education system. Thank you. 

 

Chairman: Thank you. Ms. Killiktee. 

ᓲᕐᓗ ᐅᐊᑦᓯᔨᐅᓪᓗᖓ ᕼᐋᑭᖅᑐᓂᒃ ᓲᕐᓗ 

ᓇᐅᑦᑎᖅᓱᖅᑎᐅᓪᓗᖓ ᐱᕋᔭᒃᑐᖃᓕᙱᒃᑲᓗᐊᕐᒪᖔᑦ.  

 

ᐅᕙᖓ ᑕᕝᕗᖓ ᐃᓱᓕᓐᓂᐊᖅᐸᕋ. 

ᓂᕈᐊᖅᑕᐅᓯᒪᓚᐅᖅᓯᒪᖕᒥᒐᒪ ᑐᑭᓯᑦᑎᐊᖅᑐᖓ 

ᐅᖃᖅᑕᕐᓂᒃ. ᐊᖓᔪᖅᑳᖃᕐᕕᖕᒥ ᐊᓂᓪᓗᑎᒃ ᓲᕐᓗ 

ᓄᓇᖅᐸᐅᔭᓂᒃ ᐊᓯᖏᓐᓄᑦ ᓄᓇᓕᖕᓄᑦ ᐳᓚᕋᕆᐊᕐᓗᑎᒃ 

ᐃᓅᓯᕆᔭᐅᔪᓂᒃ ᑕᑯᔭᖅᑐᕐᓂᐊᕋᕕᑦ. ᑖᓐᓇ 

ᓱᖅᑯᐃᖅᓯᑦᑎᐊᖅᑐᖓ ᑕᒪᑐᒥᖓ 

ᓂᕈᐊᖅᑕᐅᓯᒪᓚᐅᖅᓯᒪᖕᒥᒐᒪ. ᑕᐃᒪᓐᓇ 

ᓄᓇᓕᖕᓄᐊᖁᔨᓐᓂᓯ ᐱᔾᔪᑎᒋᓪᓗᒍ ᐱᖁᔭᕐᔪᐊᖅ 

ᐊᓯᔾᔨᖅᐸᑕ ᖃᐅᒃᐸᑦ ᓲᕐᓗ ᑕᐃᑯᖓ 

ᓂᐅᕐᕈᔪᓐᓇᑲᐅᑎᒋᔪᖓ. ᑖᓐᓇ 

ᐊᖏᖃᑎᒌᒍᑎᓕᐅᕆᐊᖃᖃᑦᑕᖃᐃ ᑭᓱᓕᕆᔨᐅᖕᒪᖔᕐᒪ 

ᑲᔪᖏᖅᓴᐃᔨᐅᖕᒪᖔᑕ ᑕᖅᑲᒃᑯᓂᖓᓗ 

ᐃᓕᓐᓂᐊᖅᑎᑦᑎᔨᐅᖕᒪᖔᕐᒪ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃᑕᐅᖅ ᑲᒥᓯᓇ ᑭᐅᒐᕕᑦ. ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᖏᓐᓂᒃ ᐊᐱᕆᓚᖓ. ᑲᒥᓴᓇ ᐅᖃᕋᑖᕐᒪᑦ 

ᒐᕙᒪᒃᑯᒡᒎᖅ ᐱᓕᕆᐊᒃᓴᕆᒻᒪᒍ ᑕᖅᑲᒃᑯᓂᖓ 

ᐃᓕᓴᐃᖃᑦᑕᕐᓗᑎᒃ ᐃᖅᑲᓇᐃᔭᖅᑐᓂᒃ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᖁᓪᓗᒋᓪᓗ ᑐᓴᒐᒃᓴᐃᑦ ᑕᒪᒃᑯᐊ ᐊᑐᓂᒃ 

ᐱᓕᕆᕕᓐᓄᑦ. ᕿᒥᕐᕈᓇᓕᕌᖓᑦᑎᒍ ᑕᐃᒃᑯᐊ ᐃᓘᓐᓇᖏᑦ 

ᐱᓕᕆᕕᓕᒫᑦᑎᐊᑦ ᐃᓘᓐᓇᖏᑦ ᐃᓘᓐᓇᑲᓴᖏᓪᓗ ᑖᒃᑯᐊ 

ᓲᕐᓗ ᐃᖅᑲᓇᐃᔭᓚᐅᐱᓪᓚᑦᑐᒥᒃ ᑕᖅᑮᓐᓄᑦ ᒪᕐᕉᓐᓄᑦ 

ᐱᖓᓱᓄᓪᓘᓐᓃᑦ. ᐃᖅᑲᓇᐃᔭᓚᐅᐱᓪᓚᑎᑦᑎᖃᑦᑕᕐᒪᑕ 

ᑕᐃᒃᑯᐊ ᐃᓕᓴᖅᑎᑕᐅᖃᑦᑕᕆᕚᑦ? ᐅᕝᕙ ᐱᓕᕆᔨᐅᔪᑎᑦ 

ᑖᒃᑯᐊ ᑐᓴᒐᒃᓴᓂᒃ ᓴᖅᑭᑦᑎᑳᓪᓚᔾᔮᙱᓐᓇᕕᑦ ᒐᕙᒪᒃᑯᑦ 

ᐱᓯᒪᔭᖏᓐᓄᑦ ᑕᐃᒪᙵᑦ 

ᐃᖅᑲᓇᐃᔭᓚᐅᐱᓪᓚᑦᑐᓕᒫᑦᑎᐊᓂᒃ ᐃᓘᓐᓇᖏᓐᓄᑦ 

ᑕᐃᒪᓐᓇ ᐃᓕᓴᐃᕙᒃᐱᓯ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐅᐃᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖅᑑᒐᓗᐊᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ 

ᑖᒃᑯᐊ ᑐᓴᒐᒃᓴᓂᒃ ᖃᓄᖅ ᑲᒪᔭᕆᐊᖃᕐᒪᖔᑕ ᑎᑎᖅᑲᓂᒃ 

ᐊᒻᒪ ᐃᖅᑲᓇᐃᔭᓕᓵᖅᑐᑦ ᑕᒪᒃᑯᐊ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᕐᒥᔪᑦ ᓱᖏᐅᓴᔭᐅᓪᓗᑎᒃ. ᑕᒪᑐᒧᖓ 

ᑖᓐᓇ ᑲᑎᒪᔨᓄᑦ ᓇᓗᓇᐃᖅᓯᓯᒪᒻᒪᑦ 

ᐱᓕᕆᒃᑲᓐᓂᕈᓐᓇᖅᑐᒍᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ 

ᐃᓕᓴᐃᒃᑲᓐᓂᖁᓪᓗᑕ.  

 

ᑖᒃᑯᐊ Fusion Cloud ᐊᑐᖅᑕᐅᖃᑦᑕᕐᒥᒻᒪᑦ ᑕᐃᓐᓇ 

ᖃᕋᓴᐅᔭᐅᑉ ᐊᐅᓚᔾᔪᑎᖓ ᐊᑐᖅᑕᐅᓪᓗᓂ 

ᐃᓕᓴᐃᔾᔪᑎᓕᐅᖃᑦᑕᕐᒪᑦ ᐃᓗᐊᓂ ᑕᐃᓐᓇ 
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Ms. Killiktee (interpretation): Thank you, Mr. 

Chairman, and thank you for your response. 

And thank you for clarifying my question, 

Mr. Chairman. 

 

Then, again, in a community, there’s the local 

governments, like the hamlet, which is the 

central administrator of the community, and 

then there’s the health centres and local 

housing associations. For example, if 

somebody is harassing, or some people who 

start petitions to terminate a person from a job, 

in your policies and if there was such an 

incident in a community, do the local 

governments have the power to terminate or to 

take action on an individual? 

 

I’m sure you work with the hamlet councils 

when there’s such an incident, or if there’s a 

petition to remove an individual from a job. Do 

you not work with the local governments? 

Because there’s some individuals that are not 

able to work closely with a community, and 

usually if the community wants to terminate an 

individual, they’ll start a petition to take some 

kind of action. 

 

As a government, do you listen, or do you have 

a policy on termination after you have received 

a petition? I would like to know what happens, 

if I’m clear. Thank you, Mr. Chairman. 

 

Chairman: Thank you. Ms. Power. 

 

Ms. Power: Thank you, Mr. Chair. Thank you 

for the question. I think there are a couple of 

different things in there. If a community or 

someone in the community has an issue with a 

GN employee in how they are behaving in their 

role, if it’s a teacher, they could go to the DEA. 

If it’s the health centre, they have options to go 

to the Department of Health. 

 

We can’t act on a recommendation from 

outside the GN, we would have to do our own 

ᐊᑐᖅᑕᐅᑎᓪᓗᒍ ᐃᓕᓴᐃᔾᔪᑎ. ᑕᐃᒪᓐᓇ 

ᐃᓕᓐᓂᐊᒐᓛᖃᑦᑕᕈᓐᓇᖅᑐᑦ ᑕᐃᒃᑯᓂᖓ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᐱᓕᕆᒃᑲᓐᓂᓚᐅᙱᓐᓂᖏᓐᓂ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖅᑐᑦ ᑖᒃᑯᐊ ᑕᐃᒃᑯᑎᒎᓇ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖅᑐᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ 

ᐱᒋᐊᓕᓵᖅᑎᓪᓗᒋᓪᓕ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᓪᓗᑎᒃ. 

ᐱᖃᓯᐅᔾᔭᐅᔪᓐᓇᕐᒪᖔᖅ ᑕᐃᒃᑯᐊ Fusion Cloud 

ᖃᕋᓴᐅᔭᐅᑉ ᐊᐅᓚᔾᔪᑎᐊᓄᑦ ᑖᒃᑯᐊᓗ ᖃᓄᖅ 

ᐊᑯᓂᐅᑎᒋᔪᖅ ᐃᖅᑲᓇᐃᔭᕐᒪᖔᑕ ᓱᖁᑕᐅᙱᒃᖢᓂ 

ᐊᑯᓂᐅᓂᕆᔭᖓ ᑭᓯᐊᓂ 

ᐃᓕᓐᓂᐊᖅᑕᐅᖅᑳᖏᓐᓇᕆᐊᓕᒃ ᑕᐃᓐᓇ. ᖁᔭᓐᓇᒦᒃ, 

ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᒃ ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ. ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ 

ᐅᖃᖅᑲᐅᒻᒪᑦ ᑖᒃᑯᐊ Fusion Cloud-ᒎᖅ ᐊᑐᖅᑕᐅᑉᐸᑦ 

ᒫᓐᓇ ᐊᑐᖅᑕᐅᓕᖅᐹ? ᒫᓐᓇ ᐃᓕᓴᐃᖃᑦᑕᖅᐹᑦ? 

ᐃᖅᑲᓇᐃᔭᖅᑎᐅᓚᐅᐱᓪᓚᓐᓂᐊᖅᑐᒥᒃ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖃᓕᕈᔅᓯ ᓲᕐᓗ ᖃᐅᑉᐸᑦ 

ᐃᖅᑲᓇᐃᔭᕆᐊᖅᐸᑦ ᓇᒡᒐᔾᔭᐅᒥᓘᓐᓃᑦ 

ᐃᓕᓐᓂᐊᖅᑎᑕᐅᓕᕋᔭᖅᐹ ᓇᒡᒐᔾᔭᐅᒥ ᐅᓪᓛᒃᑯᑦ? 

ᐅᕝᕙᓘᓐᓃᑦ ᑕᐃᒪᓐᓇᐃᖏᑦᑐᓂ, ᖃᖓᓗ 

ᐱᒋᐊᖅᑕᐅᓂᐊᖅᐸ? ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ.  

 

ᐅᐃᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.   

 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᒫᓐᓇ ᑕᐃᒪᐃᓕᖓᙱᑦᑐᖅ, ᑭᓯᐊᓂ 

ᒫᓐᓇᒫᖅ ᐱᒋᐊᖅᑎᒍᒪᔭᕗᑦ. Fusion Cloud ᑕᐃᓐᓇ 

ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᖅ ᑮᓇᐅᔭᓕᕆᔾᔪᑕᐅᓪᓗᓂ 

ᓯᕗᓪᓕᐅᔾᔭᐅᖃᑦᑕᖅᑐᓪᓗ ᐋᖅᑭᒃᓱᖅᑕᐅᓪᓗᑎᒃ ᑕᐃᑰᓇ. 

 

ᐃᓕᓐᓂᐊᖅᑎᑦᑎᖃᑦᑕᖅᑐᒍᑦ ᓄᑖᓂᒃ ᐃᖅᑲᓇᐃᔭᖅᑐᓂᒃ 

ᑕᐃᒃᑯᐊ ᐃᓕᓴᐃᔾᔪᑎᖏᑦ ᓱᖏᐅᓴᐅᑎᖓᑦ 

ᐊᑐᖅᑕᐅᓪᓗᑎᒃ ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᑕᐃᒪᓐᓇ ᐊᕐᕌᒍᑕᒫᑦ 

ᐃᓕᓐᓂᐊᖅᑎᑦᑏᓐᓇᐅᔭᖃᑦᑕᖅᑐᑦ 

ᐱᓇᓱᐊᕈᓯᕆᓂᐊᖅᑕᑦᑎᓐᓂ ᐃᓕᓴᐃᓂᐊᕐᒥᔪᑦ.  

 

ᑕᐃᒃᑯᐊ ᐊᐅᔭᒃᑯ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᖅᑐᑦ 

ᐃᓕᓐᓂᐊᖅᑐᑦ ᐃᖅᑲᓇᐃᔭᓚᐅᐱᓪᓚᖃᑦᑕᖅᑐᑦ ᑕᐃᒃᑯᐊ 

ᑕᐃᑰᓇ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᕐᒥᔪᑦ. ᑎᑎᕋᖅᓯᒪᔪᓂᒃ 

ᑕᐃᒪᓐᓇ ᐊᐅᓚᒃᑎᓪᓗᑎᒃ. ᑕᐃᒪᓗ 

ᑐᖅᑯᐃᕕᒻᒧᐊᖃᖅᑕᐅᓪᓗᑎᒃ, ᐅᓄᖅᑐᐃᑦ ᑕᐃᒪᓐᓇ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᐱᖃᑦᑕᖅᑐᑦ.  
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investigation. We would have to look into 

concerns that have been raised, but we would 

certainly look into them if they were brought 

forward. There are many avenues for a 

community to bring their concerns forward 

through, there’s always connections from the 

hamlet into community services now, through 

NAM, through Health, patient relations, 

through the district education authority. So we 

would certainly look into the matter, but we 

could not terminate an employee based on a 

petition from a community, no. Thank you. 

 

Chairman: Ms. Killiktee. 

 

Ms. Killiktee (interpretation): Thank you, Mr. 

Chairman, and thank you for your response. I’d 

like to move on to a different theme, and this 

will be directed to Mr. Mansell and the 

Department of Executive and 

Intergovernmental Affairs. Now, what Mr. 

Steele said earlier in the response I heard, and I 

had a question pop up when I heard the 

response. 

 

The responsibilities that we have here in the 

Legislative Assembly as MLAs, we review 

bills and policies, and we deal with all sorts of 

things like that. And one of the responses to a 

question was that since the 1980s the policies 

that had been put down by the government for 

Nunavut or for other jurisdictions, and I just 

want to ask questions about it. 

 

Now, you as the government, the way it is set 

up and the way it runs today, and try and see 

the situation with the information that you 

have, can you explain what percentage in your 

opinion, are all the policies and legislation up 

to date enough so that the different 

departments, like Education, are all the policies 

up to date to acceptable times from your own 

opinion? Like, where are we at? Do we need 

more work on the policies and different things? 

What is your opinion as the deputy minister in 

 

ᐊᒻᒪ ᓄᓇᕗᒻᒥ ᑕᐃᒃᑯᐊ ᑎᑎᖅᑲᓂᒃ ᑎᒍᓯᓂᕐᒥᒃ ᑕᐃᒃᑯᐊ 

ᑎᒍᓯᔪᒪᔪᖃᖅᑎᓪᓗᒍ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᖃᑦᑕᕐᒥᔪᑦ 

ᖃᓄᐃᓕᐅᕆᐊᖃᕐᒪᖔᑕ. ᐃᓕᓐᓂᐊᖅᑎᑦᑎᖃᑦᑕᖅᓯᒪᔪᒍᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓕᕆᔨᒃᑯᑦ 2023-2024-ᒥ 

ᐃᓕᓐᓂᐊᖅᑎᓚᐅᖅᑐᑦ ᐊᒻᒪ ᐃᓕᓐᓂᐊᖅᑎᑕᐅᓚᐅᕐᒥᔪᑦ 

ᐃᓄᓕᕆᔨᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ 2024-2025-ᒥ. 

2019-ᒥ, ᐊᐅᓚᑦᑎᔨᐅᑎᓪᓗᖓ ᑐᓴᒐᒃᓴᑦ 

ᑲᒪᒋᔭᐅᔾᔪᑎᖏᓐᓂᒃ 100-ᖏᓐᓃᑦᑐᓂᒃ 

ᐋᓐᓂᐊᖃᕐᓇᙱᑦᑐᓕᕆᔨᒃᑯᑦ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓐᓄᑦ, 

ransomware ᐃᓵᖅᑎᓪᓗᒋᑦ ᑕᐃᔅᓱᒪᓂ. ᑕᐃᑲ 

ᐃᓕᓴᕈᓐᓇᖅᑕᕗᑦ ᐅᓄᕐᓂᖅᐹᖑᔪᓐᓇᖅᑐᑦ ᑕᐃᒫᒃ 

ᐃᓕᓴᖅᑎᓐᓇᓱᒃᐸᒃᑕᕗᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ: ᒪ’ᓇ, ᐃᒃᓯᕙᐅᑖᖅ. ᐋᓐᓂᐊᖅᑐᓕᕆᔨᒃᑯᓐᓄᑦ 

ᐊᐱᖅᓱᐊᓪᓚᒍᒪᕗᖓ. ᖃᑯᑎᒃᑯᑦ ᐃᓛᓐᓂᒃᑯᑦ 

ᖃᒪᓂ’ᑐᐊᕐᒥ, ᐃᓱᐊᖅᓴᐃᔨ ᓘᑦᑖᖅ 

ᖃᒪᓂ’ᑐᐊᕐᒦᖏᒃᑳᖓᑦ ᑲᑎᒪᖃᑎᖃᖁᕐᒪᑕ 

ᐅᐊᓂᐸᐃᒡᒦᑦᑐᒥᒃ ᑕᕐᕆᔭᐅᑎᒃᑯᑦ. ᖃᓪᓗᓈᑐᑦ 

telehealth-ᓛᒐᐅᓱᖅᑐᖅ. ᒫᓐᓇ ᐅᑉᓗᒥᐅᓕᖅᑐᖅ 

ᐃᓚᖏᑦ ᖃᕆᑕᐅᔭᓕᕆᓂᕐᒥᒃ ᓇᓗᙱᒃᓯᐊᒥᐊᕐᒪᑕ 

ᑕᕆᒃᓱᖅᖢᑎᒃ ᑐᓵᔫᓪᓗᐊᕐᒪᑕ ᐅᕝᕙᓘᓐᓃᑦ ᑕᕐᕆᔭᐅᓗᑎᒃ 

ᖃᐅᔨᓇᙱᓪᓗᑎᒃ. ᖃᐅᔨᓇᙱᓪᓗᑎᒃ, ᐱᓕᕆᔨᐅᙱᑦᑐᖅ 

ᐃᓄᒥᐊᑦᓈᖅ ᓇᓃᑦᑐᖅ ᓇᓂᑭᐊᖅ. ᖃᓄᖓᓴᖅᑎ. ᑖᓐᓇ 

ᑕᕐᕆᔭᐅᑦ telehealth ᐋᖅᑭᒃᓱᒐᐅᑦᓯᐊᖅᓯᒪᕙ ᑭᑐᒥᐊᑦ 

ᑐᓵᒋᐊᖃᙱᑦᑐᒥᒃ ᑐᓵᖃᑕᐅᓚᙱᒻᒪᑦ, 

ᐋᖅᑭᒃᓱᒐᐅᑦᑎᐊᖅᓯᒪᕙ? ᒪ’ᓇ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᒥᔅ ᕼᐊᓐᑦ. 

 

ᕼᐊᓐᑦ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ, 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᐊᐱᕆᒻᒪᑦ ᑖᓐᓇ ᑲᑎᒪᔨᐅᖃᑕᐅᔪᖅ. 

ᐃᓘᓐᓇᖏᑦ ᖃᕋᓴᐅᔭᒃᑯᑦ ᐃᓅᓕᓴᐃᔾᔪᑏᑦ ᑕᐃᒃᑯᐊ 

ᒐᕙᒪᒃᑯᑦ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᖏᑕ ᖃᕋᓴᐅᔭᖏᑎᒍᑦ 

ᐊᑦᑕᓇᖅᔭᐃᖅᓯᒪᑦᑎᐊᖅᑐᑦ ᐃᓵᖅᑕᐅᔾᔭᐃᖅᓯᒪᔪᑦ 

ᐃᓗᐊᓃᑦᑐᓪᓗ ᑕᐃᒪᓐᓇ ᐋᖅᑭᒃᓱᖅᑕᐅᓯᒪᔪᐃᓐᓇᐅᓪᓗᑎᒃ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

 

ᓯᒪᐃᓚᒃ: ᒪ’ᓇ, ᐃᒃᓯᕙᐅᑖᖅ. ᒪ’ᓇᓗ ᑭᐅᑦᓯᐊᕋᕕᑦ 

ᖁᕕᐊᓇᖅᑐᖅ. ᒥᐊᓂᕆᑦᓯᐊᕋᑉᑎ ᓄᓇᕗᒻᒥᐅᑕᓂᒃ. ᑖᓐᓇ 

ᑭᐅᔾᔪᑎᒋᐊᓪᓚᓂᐊᕈᐊᖅᐸᕋ ᐃᓚᖏᑦ ᑲᙳᓇᖅᑐᓂᒃ 

ᐱᓕᕆᐊᖃᖁᕐᒪᑕ. ᐅᐱᒋᕙᑉᓯ, ᒪ’ᓈᕐᒫᖅᐸᑉᓯᓗ. ᒪ’ᓇ, 

ᐃᒃᓯᕙᐅᑖᖅ. 
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the department? How is it? Like, how is it 

today and what does it do? Thank you. 

 

Chairman: Thank you. Mr. Mansell. 

 

Mr. Mansell (interpretation): Thank you, Mr. 

Chair. (interpretation ends) I thank the member 

for the question. Our legislation division does 

often undertake reviews of our legislation to 

determine sort of what’s outdated, what needs 

pressing updates. We do have legislation that 

we inherited in 1999 that some of it hasn’t been 

touched, some of it has been subject to 

significant overhaul and update, and the various 

departments in the government do the best they 

can based on the direction we get and the 

priorities of the day and the sort of pressing 

issues that come up to work on modernizing 

and updating the legislation that we have. 

 

With respect to the Access to Information and 

Protection of Privacy Act, as the commissioner 

has noted, there are some updates needed, and 

we’re undertaking that review now. There were 

updates in 2012 and 2017 to reflect some of the 

changes that have been made in other 

jurisdictions, but we recognize that that bill 

does need a good look and an update, along 

with a number of other bills. 

 

But as a government, we do the best we can to 

continue to bring legislation forward and work 

to update what we have. Thank you, Mr. Chair. 

 

Chairman: Thank you. Next on my list is Ms. 

Nutarak. Sorry, just one moment. Ms. Killiktee, 

do you just have one more question, or do you 

have more? 

 

Ms. Killiktee: I have one more. 

 

Chairman: I’ll allow it, Ms. Killiktee. Please 

proceed. 

 

Ms. Killiktee (interpretation): Thank you very 

much, and my apologies, but thank you for 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᒪᐃᓚᒃ. 

ᒪᑐᒋᐊᕈᑎᓅᓚᐅᙱᓐᓂᖏᓐᓂ ᑖᒃᑯᓄᖓ ᒪᕐᕉᓐᓄᑦ 

ᐅᖃᐅᓯᖄᕐᔪᒍᒪᒐᒪ, ᑐᓴᒐᒃᓵᓐᓄᑦ ᒪᕐᕉᓐᓂᒃ 

ᐱᒋᐊᕈᑎᒋᓂᐊᖅᑕᕋ, ᐅᐊᑦᑎᐊᕈᐊᐃ ᑲᒥᓴᓇᒧᑦ.  

 

ᐃᓱᓕᒃᑎᕙᓪᓕᐊᓕᖅᑎᓪᓗᑕ ᐃᓕᓐᓂᐊᓂᓕᕆᓂᐅᑉ 

ᒥᒃᓵᓅᖓᔪᓂᒃ, ᐅᖃᐅᓯᖃᖅᑲᐅᒐᑦᑕ ᐊᒻᒪᓗ ᓄᓇᕗᑦ 

ᒐᕙᒪᒃᑯᓐᓄᒃ ᐃᖅᑲᓇᐃᔭᖅᑎᓂᒃ, 

ᓄᓇᓕᓐᓄᐊᖅᑕᖃᑦᑕᕐᓂᕐᓗ ᒥᑭᓐᓂᖅᓴᐅᔪᓂᒃ. ᑕᒪᓐᓇ 

ᐃᑲᔫᑎᖃᓪᓚᕆᓐᓂᐊᖅᑐᖅ ᖃᐅᔨᓴᐃᖃᑦᑕᕐᓂᖅ 

ᐱᔾᔪᑎᒋᓪᓗᒍ. ᐊᒻᒪᓗ ᑕᖅᑲᒃᑯᓄᖓ ᑕᑯᓐᓇᖅᑕᐅᓂᖏᑦ 

ᖃᓄᕐᓗ ᑲᙳᓇᖅᑑᑎᑕᐅᔭᕆᐊᓖᑦ ᐊᑐᖅᑕᐅᖃᑦᑕᕐᒪᖔᑦ. 

ᐃᖃᓗᐃᑦ ᓯᓚᑖᓄᐊᖃᑦᑕᖅᖢᓂ 

ᐃᑲᔪᕐᓂᖃᓪᓚᕆᖃᑦᑕᖅᑐᖅ ᐃᓛᓐᓂᒃᑯᑦ 

ᐱᔭᕐᓂᖏᑦᑐᕈᓘᖃᑦᑕᕐᒪᑦ ᑕᑯᓯᒪᙱᒃᖢᓂ ᐃᖃᓗᐃᑦ 

ᓯᓚᑖᓂ ᖃᓄᐃᓕᖓᖃᑦᑕᕐᒪᖔᑦ ᑕᐃᔅᓱᒧᖓᖃᐃ 

ᐃᓕᓛᖅᑐᒧᑦ ᐃᑲᔫᑕᐅᒃᑲᓐᓂᕐᓂᐊᖅᑐᑦ.  

 

ᐋᓐᓂᐊᖃᕐᓇᙱᑦᑐᓕᕆᔨᒃᑯᓐᓄᑦ ᓂᓪᓕᐅᑎᒋᒃᑲᓐᓂᖅᖢᒋᑦ 

ᑭᓱᓂᒃ ᑐᓴᖅᑎᑕᐅᓚᐅᖅᐱᓯ ᐱᖁᔭᔅᓴᕐᒥᒃ 

ᐋᖅᑭᔅᓱᐃᔪᒪᕙᓪᓕᐊᑎᓪᓗᓯ ᐊᒻᒪᓗ ᐃᒻᒥᒨᖓᔪᐃᑦ 

ᑕᒪᒃᑯᐊ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᖃᓄᕐᓕ ᑕᖅᑲᒃᑯᓄᖓ 

ᐃᓱᒪᒋᔭᐅᕙᑦ? ᒥᔅ ᕼᐊᓐᑦ. 

 

ᕼᐊᓐᑦ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᖁᔭᓐᓇᒦᒃ, 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᑖᓐᓇ ᐊᐱᖅᑯᑎᒋᒐᓐᓂ. 

ᐊᑕᐅᓯᐅᙱᑦᑐᒥᒃ ᑐᓴᖅᑎᑕᐅᓚᐅᖅᑐᒍᑦ 

ᓄᓇᓕᓐᓄᐊᖅᑕᖅᑎᓪᓗᑕ ᐊᒻᒪᓗ ᖃᕆᓴᐅᔭᒃᑯᑦ ᐱᔭᕗᑦ 

ᑕᖅᑲᒃᑯᓇᙶᖅᑐᑦ ᒐᕙᒪᐃᑦ ᐃᓗᐊᓂ ᐊᒻᒪᓗ ᓯᓚᑖᓂ. 

ᐊᒻᒪᓗ ᓄᓇᓕᓐᓂ ᑲᑎᒪᑎᑦᑎᖃᑦᑕᕐᓂᕆᓚᐅᖅᑕᕗᑦ 

ᓵᑕᒃᓴᐅᓂᖅ ᓯᖁᒥᑦᑎᓂᕐᓗ ᑕᒪᒃᑯᓂᖓ ᒪᓕᒐᓂᒃ 

ᑕᒪᒃᑯᐊᓕᒫᖅ. ᐊᒻᒪᓗ ᖃᓄᐃᓕᐅᖅᐸᓪᓕᐊᓃᑦ 

ᐊᑐᖅᑕᐅᖃᑦᑕᖅᑐᑦ ᐃᓄᓐᓄᑦ.  

 

ᒪᑯᓂᖓ ᐊᑎᓕᐅᕆᖃᑦᑕᕐᓂᖅ ᖃᓄᕐᓗ 

ᖃᓄᐃᓕᐅᕈᑎᒋᔭᐅᔪᓐᓇᖅᐸᑦ ᑭᓱᒥᒡᓗ ᑐᑭᖃᕐᒪᖔᖏᑦ 

ᐃᓱᒪᓕᕆᓂᕐᒧᑦ ᑐᕌᖓᔪᑦ ᑕᒪᓐᓇ ᑲᙳᒋᔭᐅᓂᖓ 

ᐅᖃᐅᓯᕆᔭᐅᓚᐅᕐᒥᔪᖅ. ᐊᒻᒪ ᑕᐃᒃᑯᐊ ᑎᑎᖅᑲᖁᑏᑦ 

ᐊᑐᐃᓐᓇᕈᖅᑎᑕᐅᖃᑦᑕᕐᓂᖏᑦ ᐃᑭᐊᖅᑭᕕᒃᑯᑦ. 

ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅ ᕼᐊᓐᑦ. 

ᐋᓐᓂᐊᖃᕐᓇᙱᑦᑐᓕᕆᓂᖅ ᑕᐃᒃᑯᐊᓕ ᖃᕋᓴᐅᔭᒃᑰᖅᑐᑦ 

ᐊᑐᖅᐸᑦ ᐊᒻᒪᓗ ᐋᓐᓂᐊᖃᕐᓇᙱᑦᑐᓕᕆᓂᕐᒧᑐᐊᑦᑎᐊᖅ 

ᑐᕌᖓᔪᓂᒃ ᐊᑐᖃᑦᑕᖅᐱᓯ ᐃᑭᐊᖅᑭᕕᒃᑯᑦ? ᒥᓂᔅᑕᐅᑉ 

ᑐᖏᓕᐊ ᕼᐊᓐᑦ. 
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allowing me. I’d like to direct this question to 

Mr. Steele. Now, us as members of the 

committee here, in the report that you 

mentioned here yesterday that you brought 

here, us in the committee, I’d like to hear from 

the commissioner all the things that need to 

continue and the things that have started and 

some things are going slow. I’d like to hear 

more about what else the committee can do, 

what else the MLAs can do to make sure that 

we do the next important steps at the 

Legislative Assembly. And thank you for the 

opportunity to ask another question. Thank you. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chair, and I thank 

the member for the question. Really, I could 

talk for the rest of the afternoon in answer to 

that question. The most important idea, though, 

for you all to take away, you the members who 

are here today, is that I am an independent 

officer of the Legislative Assembly. I report to 

you. At the end of the day, that’s all I can do. I 

do not have the authority to order the 

government to do anything. If I’m concerned, 

all I can do is say to you, the members, I am 

concerned; here is why I am concerned, and 

then it is up to you about what happens next. 

You have to decide how important these issues 

are that I’m raising compared to all the other 

things that are going on. I know there’s many, 

many other things going on across the territory 

that you are also concerned about. But then the 

power of the regular members is, because you 

outnumber the cabinet, is that you can press 

them about what it is that they are working on, 

about what priorities they set. 

 

In my particular area, Member, the best thing I 

can do is just refer you to page 17 of my report 

where I talk about the things that I thought 

needed to be done when I arrived here in 2021. 

Most of those things are not done yet. I’ll just 

go over them again. Some of them we’ve talked 

about already. The second one on the list is to 

 

ᕼᐊᓐᑦ: ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. (ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᐋᒃᑲ 

ᒫᓐᓇ. ᖁᔭᓐᓇᒦᒃ.  

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ. ᑭᖑᓪᓕᖅᐹᖑᓗᒍ, 

ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂᒧᖅᑲᐃ. ᑖᒃᑯᐊ ᐱᖁᔭᕐᔪᐊᖅ 

ᓴᐳᒻᒥᐅᓯᖅᑕᐅᓯᒪᔾᔪᑎᒋᔭᐅᖃᑦᑕᕐᒪᑦ ᒥᓂᔅᑕᐃᑦ 

ᑲᑎᒪᔨᖏᓐᓄᑦ. 15-ᓄᑦ ᐊᕐᕌᒍᓄᑦ ᐊᒻᒪᓗ 26 ᐊᕐᕌᒍᓄᑦ 

ᐊᑐᖅᑕᐅᓕᖅᖢᓂ. ᑕᐃᒃᑯᐊᓕ ᓄᑕᐅᙱᑦᑐᑦ 

ᖃᓄᐃᓕᖓᕙᑦ? ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ.  

 

ᐅᐃᑦᓴᐃᓂ: ᓇᑯᕐᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ.  

 

(ᑐᓵᔨᑎᒎᓕᖅᑐᖅ) ᐄ’, ᑕᑯᓯᒪᙱᑦᑐᒍᑦ ᓱᓕ, ᑕᐃᒃᑯᐊ 

ᖃᓄᐃᓕᖓᖃᑦᑕᓚᐅᖅᓯᒪᒻᒪᖔᑦ ᒥᓂᔅᑕᐃᑦ ᑲᑎᒪᔨᖏᑦ, 

ᑕᖅᑲᒃᑯᓄᖓ ᑐᓴᖅᑎᑕᐅᓯᒪᙱᑦᑐᒍᑦ ᑭᓯᐊᓂ 

ᐊᑯᓂᐅᓕᖅᑐᖅ ᐊᑐᖅᑕᐅᓯᒪᓕᖅᑐᑦ ᒥᓂᔅᑕᐃᑦ 

ᑲᑎᒪᔨᖏᓐᓄᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᐅᐃᑦᓴᐃᓂ.  

 

ᑖᓐᓇᐅᒻᒥᑎᓪᓗᒍ ᒐᕙᒪᒃᑯᑦ ᓯᕗᓪᓕᖅᐹᖑᓗᑎᒃ, ᖃᓄᖅ 

ᐃᓛᒃ ᒪᑐᔾᔪᑎᓂᒃ ᐅᖃᐅᓯᖃᖁᓪᓗᒋᑦ. ᒥᔅᑕ ᒫᓐᓯᐅᓪ. 

 

ᒫᓐᓯᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

ᖁᔭᓐᓇᒦᕈᒻᒪᓗᒋᑦ ᑖᒃᑯᐊ ᒪᓕᒐᓕᐅᖅᑏᑦ 

ᐊᐱᖅᓱᑦᑎᐊᖃᑦᑕᖅᑲᐅᒻᒪᑕ ᐊᒻᒪᓗ 

ᑐᑭᒧᐊᒃᑎᑦᑎᐊᖅᑲᐅᑎᓪᓗᒍ ᐃᒃᓯᕙᐅᑕᕆᔭᐅᔪᖅ, 

ᖁᔭᓐᓇᒦᖅᖢᒍᓗ ᑐᒋᓪᓗ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ. ᐊᒻᒪ 

ᖁᔭᓐᓇᒦᑦᑎᐊᖅᖢᒍ ᑖᓐᓇ ᑲᒥᓴᓇᕆᔭᐅᔪᖅ 

ᑭᖑᓪᓕᖅᐹᖑᓪᓗᒍ ᓵᔅᓯᓐᓃᒻᒪᑦ.  

 

ᐊᒻᒪᓗ ᒐᕙᒪᒃᑯᓐᓃᙶᖅᖢᖓ ᑖᓐᓇ 

ᐃᖅᑲᓇᐃᔭᖅᑎᑦᑎᐊᕙᐅᔪᖅ ᐊᒻᒪᓗ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ 

ᑕᒪᒃᑯᓂᖓ ᐃᒻᒥᒨᖓᔪᓂᒃ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᑦ 

ᑐᕌᖓᔪᓂᒃ ᐋᖅᑭᑦᓯᒪᑦᑎᐊᖃᑦᑕᕐᒪᑕ ᐊᒻᒪᓗ ᑕᒪᑐᒪᓂ 

ᐊᑐᓕᖁᔭᐃᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᒫᓐᓯᐅᓪ 

ᐊᒻᒪᓗ ᑖᒃᑯᐊ ᑕᕝᕙᓃᖃᑎᒋᔭᓯ ᐃᒃᓯᕚᖃᑕᐅᔪᑦ.  

 

ᑲᒥᓯᓇ ᓯᑏᐅᓪ, ᒪᑐᓯᔾᔪᑎᑎᑦ. ᖁᔭᓐᓇᒦᒃ.  

 

ᓯᑏᐅᓪ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. ᐊᒻᒪᓗ 

ᒪᓕᒐᓕᐅᖅᑏᑦ. ᐄ’, ᐅᖃᒃᑲᓐᓂᕈᒪᔪᖓ ᐃᓕᔅᓯᓐᓄᑦ 

ᐅᓂᒃᑳᖅᑕᖅᑎᒋᔭᐅᖃᑦᑕᕋᒪ ᓯᕗᓕᖅᑎᐅᖏᑦᑐᓄᑦ, 

ᒥᓂᔅᑕᐃᑦ ᑲᑎᒪᔨᖏᓐᓄᑦ ᑕᕝᕙᓂ ᒪᓕᒐᓕᐅᕐᕕᒻᒥ 
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give me the power to order the disclosure of 

documents. I think that’s a weakness in the 

Nunavut system. It hasn’t happened. This 

committee supported that recommendation last 

time I was here, but the government does not 

support that recommendation. That’s something 

that I think, the law won’t really work the way 

it’s supposed to until that happens. I’m 

disappointed that I’ve been here for over four 

years now, and there’s been no movement on 

that one simple, little thing. 

 

Next is just to review the law. Again, when I 

arrived here, I recommended that because the 

law was old, and I’m happy to hear from Mr. 

Mansell that they’re working on it, but it’s at 

the very early stages. And if things go the way 

they normally go in Nunavut, they’ll have a 

piece of legislation three or four years from 

now; then they’ll take another two or three 

years to write the regulations. And we might 

have a law, might, in five or six or seven years. 

Like that’s really slow. If this is something that 

the government needs to do, it’s really time too 

speed it up. 

 

One thing I want to say to you, Members, is the 

time that it takes to get stuff done in Nunavut. 

None of you should be accepting this as 

normal. This is not normal. You take the Police 

Act, for example. It was debated in this house, a 

really important issue. It was debated in this 

house four years ago. It is still not in force. 

Probably won’t be in force until next year. 

That’s five years after this House debated it. 

And, you know what? That’s not normal. 

 

You could say the same about the Corrections 

Act and the Mental Health Act and other pieces 

of legislation that go through this house. But 

once you’ve approved it, it just goes away and 

disappears into the bureaucracy, and it’s not 

normal. And nobody should accept that it will 

take four or five or six years to revise the 

access to information law. 

 

ᒪᓕᒐᓕᐅᖅᑏᑦ ᑕᕝᕙᑐᐊᖅ ᐅᖃᖃᑎᒋᖃᑦᑕᖅᑕᒃᑲ. 

ᓈᓚᓐᓂᖅ ᑕᒪᓐᓇ ᐊᒃᓱᐊᓗᒃ ᐱᕐᔪᐊᖑᔪᖅ ᐊᒻᒪᓗ 

ᑕᑯᔭᓐᓂᒃ ᐃᓕᔅᓯᓐᓄᑦ ᐅᖃᐅᓯᖃᖃᑦᑕᖅᑐᖓ, ᐃᕝᕕᓪᓕ 

ᐃᓕᔅᓯᓕ ᑕᐃᒪ ᑭᖑᓂᐊᒍᑦ ᐃᓱᒪᖅᓲᑎᒋᕙᔅᓯᐅᒃ. ᐊᒻᒪᓗ 

ᑭᓱᑦ ᑲᔪᓯᑎᑕᐅᙱᒻᒪᖔᑦ ᑕᐃᒪ ᐊᒃᓱᕉᑎᒌᓐᓇᕈᔅᓯᐅᒃ 

ᐊᐱᖅᑯᑎᒌᓐᓇᖃᑦᑕᕈᒃᓯᐅᓪᓗ ᒥᓂᔅᑕᐃᑦ ᑲᑎᒪᔨᖏᓐᓄᑦ 

ᐋᖅᑭᒃᓯᔨᐅᕗᓯ ᒐᕙᒪᒃᑯᑦ ᖃᓄᐃᓕᖓᓂᐊᕐᒪᖔᑦ. 

 

ᐊᒻᒪᓗ ᐃᒻᒥᒃᑯᑦ ᑲᒪᔨᐅᒐᑦᑕ ᐅᖃᐅᓯᓕᕆᓂᕐᒧᑦ ᓱᕈᓯᕐᓄᑦ 

ᒪᒃᑯᒃᑐᓄᑦ ᑭᒡᒐᖅᑐᐃᔨ ᓱᓕᑦᑎᐊᓂᕐᒧᑦ ᑲᒥᓴᓇ ᐊᒻᒪᓗ 

ᑕᒻᒪᖅᓯᒪᔪᖅᓯᐅᖅᑎ ᐊᒻᒪᓗ ᐅᕙᖓ.  

 

ᐅᓪᓗᒥ ᐱᓇᓱᐊᕈᓯᐅᓂᐊᖅᑐᒥ ᑕᐃᒃᑯᐊ 

ᓵᔅᓯᓐᓃᓐᓂᐊᕐᒥᒻᒪᑕ ᐊᒻᒪᓗ ᐊᒃᓱᕉᑎᒋᔭᐅᖃᑦᑕᖅᑐᐃᑦ 

ᐊᐱᖅᑯᑎᒋᔭᐅᖃᑦᑕᖅᑐᓪᓗ ᑕᒪᒃᑯᐊ ᐊᑑᑎᖃᓪᓚᕆᒻᒪᑕ 

ᐱᕙᓪᓕᐊᖁᓪᓗᒋᑦ ᑕᒪᒃᑯᐊ ᐱᓕᕆᐊᖑᔭᕆᐊᓖᑦ.  

 

ᑕᐃᒃᑯᐊ ᓂᕈᐊᖅᑕᐅᓇᓱᒃᑲᓂᕐᓂᐊᖅᑐᑦ ᐊᑏᑐᖅ 

ᑲᔪᓯᑦᑎᐊᕆᔅᓯ. ᐃᒻᒪᖄᓗ ᑕᒪᒃᑯᐊ 

ᐱᓕᕆᐊᕆᒃᑲᓐᓂᓛᖅᑕᓯ. ᖁᔭᓐᓇᒦᕐᔪᐊᕌᓗᒃ ᒐᕙᒪᒃᑯᓐᓂᒃ 

ᐱᓕᕆᑦᑎᐊᕋᔅᓯ.  

 

ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑭᒡᒐᖅᑐᐃᔨᖏᑦ ᑕᕝᕙᓃᑦᑐᑦ 

ᖁᔭᓐᓇᒦᕈᒪᒻᒥᕙᒃᑲ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᑕᒪᒃᑯᓂᖓ 

ᐃᒻᒥᒨᖓᔪᓂᒃ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᒧᓪᓗ ᐱᖁᔭᕐᔪᐊᓂᒃ 

ᑲᒪᒋᔭᖃᑦᑎᐊᕐᒪᑕ. ᐅᓪᓗᒥ ᐊᖏᔪᖅᑲᐅᑏᓂᒃᑯᐊ 

ᑕᕝᕙᓃᒻᒪᑕ ᓄᓇᕗᑦ ᒐᕙᒪᒃᑯᑦ ᐱᓕᕆᔨᖏᓐᓃᙶᖅᑐᑦ. 

ᐊᒻᒪᓗ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᑕᒪᒃᑯᓂᖓ 

ᐅᓂᒃᑲᐅᓯᖃᑦᑎᐊᖅᓯᒪᒻᒪᑕ.  

 

ᐊᒻᒪᓗ ᐱᕕᖃᕐᓂᓐᓂ ᖁᔭᓐᓇᒦᕈᒪᒻᒥᔭᒃᑲ ᑕᐃᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑏᑦ ᑕᒪᒃᑯᓂᖓ ᖃᐅᑕᒫᖅᓯᐅᑎᓂᒃ 

ᐃᖅᑲᓇᐃᔮᖃᖃᑦᑕᕐᒪᑕ ᐃᒻᒥᒨᖓᔪᑦ 

ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᓄᑦ ᐱᔾᔪᑎᒋᓪᓗᒍ, ᐊᒻᒪ 

ᓯᖁᒥᑦᑎᔪᖃᕌᖓᑦ ᑕᐃᒪ ᐱᓕᕆᐊᖑᔭᕆᐊᓖᑦ 

ᑕᐃᑲᐅᓕᕋᔭᖅᐳᑦ. ᑕᐃᒪ ᐅᕙᓐᓂᒃ ᑐᓴᕌᖓᒥᒃ 

ᓇᐅᑦᑎᖅᓱᖅᑎᒋᔭᐅᒐᒪ ᓇᐅᑦᑎᖅᓱᖅᑕᒃᑲ ᑭᓱᑦ 

ᐱᓕᕆᐊᕆᔭᐅᕙᓪᓕᐊᒻᒪᖔᑦ ᖃᓄᖅ ᓇᐅᒃᑯᓪᓗ 

ᐱᐅᓯᒃᑲᓐᓂᕈᓐᓇᕐᒪᖔᑦ ᖃᓄᖅᑑᕈᑎᔅᓴᖃᒃᑲᓐᓂᖏᒃᖢᖓ 

ᖁᔭᓐᓇᒦᖅᐸᔅᓯ ᐃᓘᓐᓇᓯ, ᐃᒻᒥᒨᖓᔪᑦ ᑕᒪᒃᑯᐊ 

ᑲᒪᒋᔭᐅᑦᑎᐊᕐᒪᑕ.  

 

ᓇᐃᓪᓕᑎᕐᓗᒋᑦ ᑐᓴᖅᑎᑕᐅᖁᔭᕋ ᐃᓕᔅᓯᓐᓄᑦ ᐊᒻᒪ 

ᑭᖑᓪᓕᖅᐹᖑᓂᐊᓕᕐᒪᑦ ᑖᓐᓇ ᓵᔅᓯᓐᓃᓐᓂᕋ, ᑕᐃᒪᙵᓂᑦ 

ᑕᒪᐅᙵᓚᐅᖅᓯᒪᒐᒪ ᓄᓇᕗᒻᒧᑦ ᐃᖅᑲᓇᐃᔭᕆᐊᖅᖢᖓ 

ᑖᒃᑯᐊ ᐊᑐᐊᒐᑦ ᐃᓛᒃ ᐱᓕᕆᕖᑦ ᐃᓛᒃ ᑕᒪᒃᑯᓄᖓ 

ᐱᓕᕆᑦᑎᐊᓚᐅᖅᓯᒪᙱᑦᑐᑦ ᒫᓐᓇ ᑖᒃᑯᐊ 
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And then there is the fourth one on the list 

there, is enact health-specific information 

legislation. Again, I’m really happy to hear it’s 

moving. I believe it is moving. The 

consultations have been held. 

 

But, again, they’ve been talking about it. Not 

this deputy minister; this deputy minister has 

only been here for three years, two years, 

anyway, not very long, but the department as a 

whole has been talking about it 15 years. 

 

I have looked at my predecessor’s files. She 

had files on this topic from 15 years ago, and 

it’s still not done. And now they’re talking 

about maybe having legislation to present to 

this House next year, and then they need time 

to write the regulations. It’s like, come on. It’s 

like, are we all going to say this is normal, this 

is the way things work? 

 

So when I look at that list, Member, to answer 

your question, those are the things I’d like to 

see you the members focus on. Now, you can’t 

write legislation or introduce this kind of 

legislation, but your job is to decide what you 

want the cabinet to be focusing on and then 

keep pressuring them until they do, is and not 

let things go on and on and on. Even if they 

express the best of intentions, it’s got to get 

done. (interpretation) Thank you, Mr. Chair. 

 

Chairman: Thank you. Now I’ll go to Ms. 

Nutarak. 

 

Ms. Nutarak (interpretation): Thank you, Mr. 

Chairman. I don’t have many questions; 

however, I do have some questions to the 

Information and Privacy Commissioner of 

Nunavut’s annual report from 2023-2024. I’ll 

read it in English. 

 

(interpretation ends) Information and Privacy 

Commissioner of Nunavut annual report, 2023-

2024, report on page 13. I’m going to read from 

the report. 

ᑐᑭᓯᐅᒪᑦᑎᐊᕐᓂᖅᓴᐅᓕᖅᑐᑦ. ᐃᒪᐃᓕᔪᓐᓇᖅᖢᖓ 

ᐱᐅᓯᒃᑲᓐᓂᖅᑐᑦ ᓲᕐᓗ ᐋᓐᓂᐊᖃᕐᓇᙱᑦᑐᓕᕆᔨᒃᑯᑦ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ ᐱᔾᔪᑎᒋᓪᓗᒋᑦ ᑕᒪᒃᑯᐊ 

ᐃᖏᕐᕋᑦᑎᐊᓕᖅᑐᑦ ᐊᒻᒪᓗ ᐱᓕᕆᕖᑦ 

ᐃᓕᓴᕆᔭᐅᔭᕆᐊᓖᑦ ᐋᖅᑭᒃᓯᓯᒪᑦᑎᐊᕐᒪᑕ ᐃᒪᐃᑦᑐᒥᒃ 

ᑕᑯᔪᒪᔫᖅᓯᒪᓪᓗᑎᓪᓗ ᑎᑭᐅᔾᔭᐅᓇᓱᒃᖢᓂᓗ 

ᐃᖅᑲᓇᐃᔭᖅᑎᓄᑦ.  

 

ᐊᒻᒪᓗ ᐊᓯᔾᔨᕐᓂᖅᐸᑦ ᓴᖅᑭᑦᑎᓯᒪᓕᕐᒪᑕ ᑎᑎᕋᕐᕕᒻᒥᒃ 

ᑐᑦᑕᕐᕕᒋᔭᐅᔪᓂᒃ. ᒥᔅᑕ ᐅᐃᑦᔭᐃᓂᒧᑦ ᐊᐅᓚᑕᐅᓪᓗᓂ 

ᐃᖅᑲᓇᐃᔭᖅᑎᖏᓪᓗ. ᐊᔪᙱᑦᑎᐊᖅᑐᓂᒃ 

ᑕᐃᑲᓃᑦᑐᖅᑕᓕᒃ. ᓱᕐᕋᓐᓂᖓ ᑕᑯᓯᒪᓕᖅᑕᕋ ᑕᐃᒃᑯᐊᓗ 

ᐸᐃᑉᐹᓕᒫᑦ ᒫᓐᓇ ᐊᑕᐅᓯᕐᒦᓕᖅᑐᑦ 

ᐃᑲᔪᖅᓲᑎᒋᔭᐅᓂᐊᖅᑐᑦ ᐃᖏᕐᕋᑦᑎᐊᖅ ᒪᑯᐊᓗ 

ᐱᓕᕆᐊᖑᔭᕆᐊᓖᑦ ᐱᓕᕆᐊᖑᓗᑎᒃ. ᑕᑯᓕᕇᖅᑕᒃᑲᓕ 

ᑕᒪᒃᑯᐊ ᐱᕚᓪᓕᐅᑎᒃᓴᖏᑦ. ᖁᔭᓐᓇᒦᖅᖢᒍ ᒥᔅᑕ 

ᐅᐃᑦᔭᐃᓂ ᐊᒻᒪᓗ ᐃᖅᑲᓇᐃᔭᖅᑎᖏᑦ. ᐊᒻᒪᓗ 

ᒐᕙᒪᓕᕆᔨᒃᑯᑦ ᐱᓕᕆᕕᐊ. ᐋᖅᑭᒃᓯᔪᓐᓇᖅᓯᓚᐅᕐᒪᑕ 

ᑕᐃᔅᓱᒥᖓ ᑎᑎᕋᕐᕕᒻᒥᒃ ᐱᙳᕐᒪᑦ.  

 

ᐃᒃᓯᕙᐅᑖᖅ, ᑕᐃᒪᙵᓕᒫᖅ ᐱᓕᕆᒃᑲᓐᓂᕈᓐᓇᖅᑐᒍᑦ 

ᓱᓕ ᑕᒪᔾᔭᐅᕗᑦ ᐃᒻᒥᒨᖓᔪᑦ ᑐᓴᐅᒪᔾᔪᑎᓕᕆᓂᕐᓗ 

ᐱᔾᔪᑎᒋᓪᓗᒍ.  

ᑕᒪᒃᑯᐊ ᑐᓴᐅᒪᔾᔪᑏᑦ ᐊᑐᐃᓐᓇᐅᑎᑕᐅᖃᑦᑕᕐᓂᖏᑦ 

ᖃᐅᔨᒪᓂᐊᕋᑦᑕ ᒐᕙᒪᒃᑯᑦ ᖃᓄᐃᓕᐅᖅᐸᓪᓕᐊᓂᖏᑦ. 

ᑖᓐᓇ ᑐᙵᕕᒋᔭᐅᓪᓚᕆᒻᒪᑦ ᐃᓅᑉ ᒪᑭᒪᑦᑎᐊᕐᓂᖓᓂᒃ, 

ᐱᔭᔅᓴᖃᑦᑐᐃᓐᓇᕗᒍᑦ ᑕᐃᒪᐃᖏᓐᓇᖁᓪᓗᒍ 

ᐊᑐᐃᓐᓇᖃᖁᓪᓗᒋᑦ ᑐᓴᐅᒪᔾᔪᑏᑦ ᐊᒻᒪᓗ 

ᑲᙳᓇᖅᑑᑎᒋᔭᐅᔪᑦ. ᖁᔭᓐᓇᒦᒃ, ᐃᒃᓯᕙᐅᑖᖅ. 

 

ᐃᒃᓯᕙᐅᑕᖅ (ᑐᓵᔨᑎᒍᑦ): ᖁᔭᓐᓇᒦᒃ, ᒥᔅᑕ ᓯᑏᐅᓪ. ᐄ’, 

ᖁᔭᓐᓇᒦᓪᓗ ᐱᔨᑦᑎᑦᑎᐊᕋᕕᑦ ᑕᖅᑲᒃᑯᓄᖓ. ᐊᒻᒪᓗ 

ᐱᔭᔅᓴᖃᐅᕐᓂᖅ ᖃᐅᔨᒪᓪᓗᒍ, 

ᑕᕝᕙᐅᕗᑏᔾᔮᙱᑲᐃᓐᓇᖅᑐᖓ ᒫᓐᓇ 

ᐃᖏᕐᕋᑦᑎᐊᖁᓇᖅᐳᑎᑦ ᓯᕗᓂᔅᓴᑦᑎᓐᓂ.  

 

ᑖᓐᓇᐅᑎᓪᓗᒍ ᑲᑎᒪᓂᖅ ᒪᑐᕙᓪᓕᐊᓕᖅᑕᕗᑦ. ᑐᓵᔩᑦ 

ᖁᔭᓐᓇᒦᖅᖢᒋᓪᓗ ᑖᒃᑯᐊ 

ᐃᖅᑲᓇᐃᔭᖅᑐᓪᓚᕆᐅᖃᑦᑕᕐᒪᑕ ᑕᒪᒃᑯᓂᖓ. ᖁᔭᓐᓇᒦᒃ, 

ᑲᑎᒪᓂᖅ ᓄᖅᑲᖅᐳᖅ. ᖁᔭᓐᓇᒦᒃ.  

 

>>ᑲᑎᒪᓂᖅ ᓄᖅᑲᖅᑐᖅ 16:51 
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“The Commissioner finds the Y-drive does not 

meet the ‘reasonable security arrangements’ 

standard in section 42 of the Access to 

Information and Protection of Privacy Act, and 

makes certain recommendations to reduce the 

risk of privacy breaches on the Y-drive.” 

 

The question is for the government. I believe 

the Y-drive is being replaced by the shared 

drive. Will the shared drive meet section 42 of 

the Access to Information and Protection of 

Privacy Act? (interpretation) Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, Mr. 

Chairman. 

 

(interpretation ends) Section 42 of the Access to 

Information and Protection of Privacy Act 

requires the government to take reasonable 

security precautions with the personal 

information of Nunavummiut. I can say that the 

Teams environment and the SharePoint 

environment that we’re looking at as a 

successor to the Y-drive, we’re looking very 

closely as we move more wholesale to that 

information about what the security precautions 

are in place, how to strengthen those, and how 

to properly educate staff on how to use them. 

 

It seems from using it myself that it does have 

more transparency about who has access to 

which files. It seems easier to make sure the 

right people have access. And we’re wanting to 

make a step that is more privacy protective. So 

I think that’s in line with that section 42 

requirement. We’re taking reasonable security 

precautions to protect the information in our 

custody, and we’re making sure that Teams is 

the right place or SharePoint is the right place 

for that. 

 

Chairman: Ms. Nutarak. 
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Ms. Nutarak (interpretation): Thank you, Mr. 

Chairman, and thank you for your response. I’d 

like to ask the commissioner also. 

 

(interpretation ends) Can you update us with 

the six recommendations on the you made on 

the Y-drive, if the government has adopted to 

the six required, if they had improved the Y-

drive within the six recommendations you 

made. (interpretation) Thank you, Mr. Chair. 

 

Chairman: Mr. Steele. 

 

Mr. Steele: Mr. Chair, I’m going to start by 

taking a step back for anyone in the room or 

listening to the broadcast who is not quite sure 

what it is we’re talking about. The Government 

of Nunavut holds an enormous amount of 

information, and the issue here is where is that 

information. And they hold it in different 

places. One of them is called the Y-drive. So 

that’s the English letter “Y” and the word 

“drive”. 

 

To put it simply, Mr. Chair, the Y-drive is like 

a giant warehouse, and our friends from 

information technology at Transportation and 

Infrastructure Nunavut, they set up the 

warehouse for everybody to use. And they say 

to each department, each one of you has a room 

inside this warehouse. But what happens inside 

the room is up to each individual department. 

So it’s like a giant warehouse full of filing 

cabinets, right, just picture full of filing 

cabinets. Picture that in your mind: A huge 

warehouse full of filing cabinets, and every 

department has their own room. 

 

The problem that I identified in my report was 

that the security in that warehouse was a mess. 

There were far too many people who could see 

information that they had no business seeing. 

Government employees should be able to see 

only the information that they need to do their 

jobs. They shouldn’t be able to see anybody 
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else’s personal information unless they need it 

to do their jobs. 

 

Some departments were very good. Some were 

terrible, and again using the warehouse 

analogy, people could wander into one of those 

rooms and all of the filing cabinets were wide 

open, and they could look at whatever they 

wanted. Or some were locked and others 

weren’t. The privacy problem was that there 

was far too much information that far too many 

people could see. 

 

Now, this is a big issue, because you can’t just 

snap your fingers and overnight build a 

different warehouse. So what the Government 

of Nunavut did was they committed to 

transitioning to a new warehouse, but that’s 

taking time. 

 

Earlier this week, the Deputy Minister of 

Transportation and Infrastructure Nunavut sent 

me a detailed letter on exactly this question. I 

think the fact that this hearing was coming up 

kind of focused his mind, and so he wrote me a 

very detailed letter. I’ll have to check with him, 

Mr. Chair, to see if there was anything in it 

confidential, but what I would like to do to 

answer the member’s question is table that 

letter, because it’s much more detailed and 

much more precise than I can be with you now. 

 

To answer your question directly, Member, I 

like the fact that they acknowledge the 

problem. I like the fact that they are taking 

steps to build a new and better warehouse, and I 

believe that they’re going there. If I have a 

complaint, it’s the same one that you’ve heard 

from me yesterday and today. That’s all great, 

but it’s moving pretty slowly. In an ideal world, 

it would be moving faster than it’s actually 

moving. 

 

So this report you referred to, Member, I 

issued, I think, just almost exactly two years 

ago, and we’re quite some ways away from 
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having that new warehouse built. Meantime, 

I’m afraid to say bad things are still happening 

on the Y-drive. It’s just not as bad as it used to 

be. Thank you, Mr. Chair. 

 

Chairman: Ms. Nutarak. 

 

Ms. Nutarak (interpretation): Thank you, Mr. 

Chair, and again to the Commissioner. 

 

(interpretation ends) Following your 

appearance before the Standing Committee in 

September of 2022 in April of 2024, the 

Standing Committee recommended that your 

office in cooperation with the Government of 

Nunavut and the Nunavut Association of 

Municipalities undertake at least one visit to a 

smaller Nunavut community outside of Iqaluit. 

Your most recent response to this 

recommendation indicated that you “will 

continue to look for opportunities to visit 

communities outside Iqaluit circumstances that 

are within my statutory mandate.” 

 

As of today, what progress have you made in 

this area? (interpretation) Thank you, Mr. 

Chair. 

 

Chairman: Thank you. Mr. Steele. 

 

Mr. Steele: Thank you, Mr. Chair. My answer 

to the question is the same as it has always 

been, and, look, here’s the thing, is I’m 

appointed by this Legislative Assembly to be 

the watchdog over the Government of Nunavut. 

Municipalities, the hamlets in Nunavut, are not 

currently covered by the law. I’ve always had 

trouble understanding why the members are 

asking me to visit communities over whom I 

have no authority. I can walk into a municipal 

office and they’ll look at me, and I’ll look at 

them, and they’ll say, “What are you doing 

here? Because you have no authority over us. 

We don’t come under your law.” And I’ll look 

back at them and say, “Yeah, you’re right; I’m 

not sure why I’m here, either.” 
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So here’s my challenge to you, the members, 

and that is, if you think municipalities and 

district education authorities should be covered 

by the law, well, then press the government to 

do that. They haven’t do it yet. As soon as you 

do that, I will go and visit the communities. 

That’s my promise to you. As soon as I have 

some authority over them, as soon as they come 

within my legislation, I will visit every single 

one of them. 

 

But you have work to do, members, first, 

before you ask me to visit those communities, 

and that is if you think they should be covered, 

then you – you, members – you get the 

government to pass that regulation to cover 

them. Thank you, Mr. Chair. 

 

Chairman: Thank you. Last name I have on 

my list, Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Chair. I promise I 

just have two final questions for the 

government. Everybody understands that 

governments are slow; it is a common 

perception. But the commissioner made a very 

strong statement that we should not normalize 

how long it takes, especially for legislation 

taking five years to draft or 15 years, for the 

health-specific privacy legislation, and then 

another five years to draft the regulations to 

bring the act into force. I was just wondering if 

the government would be able to respond to 

Mr. Steele’s statement. Thank you, Chair. 

 

Chairman: Waiting for Mr. Mansell. Go 

ahead. 

 

Mr. Mansell: Thank you, Mr. Chair. I thank 

the member for the good question. With respect 

to regulations, it was brought up yesterday and 

just kind of left hanging that we should be 

drafting regulations at the same time as 

legislation, in order to cut down on timeframe. 
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I just wanted to talk a little bit about why in 

Nunavut the convention is that we don’t do 

that. In provinces where there’s a party system, 

you can have a majority government who can 

set an agenda and push that through. We have a 

consensus government, as you know, and the 

cabinet does not ever make up the majority of 

the government. So the convention in Nunavut 

has always been that the government does not 

presuppose the will of the house, And I think 

the reason why we don’t spend a lot of time 

drafting regulations for legislation that hadn’t 

been introduced is that would be presupposing 

that the House is going to pass the bill. 

 

As well, we are drafters; have a lot of different 

priorities, and it would be tricky for us to assign 

them to use their time to draft a lot of 

regulations when we’re not sure what the final 

bill is going to look like. 

 

Now, for instance, the Department of Health 

has done policy work related to regulations for 

health-specific privacy legislation, but we’re 

not drafting those regulations, and that’s for the 

reasons I just talked about. 

 

With respect to sort of just timing and we need 

to move things forward, I talked a little bit 

earlier about priorities of the government, 

things that arise, and I can assure you that there 

is no intention on the part of any of our 

departments to pass a bill and then have it go 

down a rabbit hole and just disappear. We are 

working at the department level as hard as we 

can to bring this stuff forward to you and to 

ensure that the will of the house when 

legislation is passed is carried out. 

 

I can understand everyone would like this stuff 

to go faster, but I can assure you that we’re 

doing the best we can and everything we can to 

keep moving these initiatives forward, and 

hearings like this and Committee of the Whole 

and Standing Committee are good times to 

provide you updates and to ensure that the 
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members are kept informed on our progress, 

and we continue to work towards the many 

goals that we are given and continue to work 

towards bringing these legislative items into 

force and before you. Thank you, Mr. Chair. 

Chairman: Mr. Lightstone. 

 

Mr. Lightstone: Thank you, Mr. Mansell, for 

that response, and I understand the government 

is always trying its best. But I just want to 

encourage the government to enhance the 

resources for legislative drafters and hire more 

lawyers to draft the regulations or hire 

contractors to really speed up the process. 

 

I’ll move on to my last topic. This next 

question’s for the Department of Human 

Resources. In July of last year, there was an 

email sent out to all GN employees regarding 

disclosure of salary range as a result of an 

ATIPP request submitted by the media. And in 

the email, it also states that although this is as a 

result of an ATIPP request, the GN, 

Government of Nunavut, is considering options 

for annual disclosure of this information and 

that this information may be disclosed to the 

public in the near future. I was wondering if we 

can get an update on that. Thank you, Chair. 

 

Chairman: Thank you. Ms. Power. 

 

Ms. Power: Thank you, Mr. Chair. I was 

wondering why nobody asked that question. 

We are working on it. We are working with our 

colleagues at Executive to develop regulations. 

What we haven’t quite decided on is the 

parameters around what we release, how we 

release, and I may turn this over to Mark, Mr. 

Witzaney to provide some detail. But it’s 

complicated. 

 

We’ve had a lot of concerns raised within the 

public service at the community level, not so 

much in Iqaluit, about becoming targets within 

the community because of a salary disclosure. 

That is one thing we do have to take into 
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consideration, and the other thing is what we 

release. Is it base salary? Northern allowance? 

Overtime? All the allowances that some 

positions come with? So it is defining what 

salary is, is one of the big items as well. 

 

But through you, Chair, I would ask if Mr. 

Witzaney could provide some additional detail. 

 

Chairman: Thank you. Please proceed, Mr. 

Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, Mr. 

Chair. 

 

(interpretation ends) Ms. Power spoke on a lot 

of the different things that we were looking at. 

Following this hearing last year, we did reopen 

how we were looking at it to see if we could 

move forward on a consistent approach and 

found out that every jurisdiction kind of does it 

differently. You have some that release base 

salary, some that include overtime, some that 

include non-tax benefits, some that include 

noncash benefits. And so it’s really building out 

a series of options for decision makers that 

we’ve been focused on, making sure we take 

into account all these different aspects of 

proactive salary disclosure in a way that meets 

our policy objective in doing so and that 

doesn’t impact the privacy of Nunavummiut. 

 

We also realized that we need to consult with a 

number of people. Our last consultations on this 

with the public service was through Tuttarviit. 

And this was back in, I think, 2019. And so it 

has been a significant amount of time. The 

same members that on that committee aren’t on 

that committee anymore. And we want to make 

sure we also consult with the union and the 

Nunavut Teachers’ Association so that we’re 

not putting ourselves offside of those 

organizations. 

 

So I guess that’s a longwinded way of saying 

we are actively looking into this. We have 
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prepared policy material, and we’re moving 

into the next phase. (interpretation) thank you, 

Mr. Chair. 

 

Chairman: Mr. Lightstone. 

Mr. Lightstone: Thank you, Chair. Just a 

follow-up question, again to Human Resources. 

Last time the ATIPP Act was amended back in 

2017, one of the amendments was to include 

the disclosure of public sector salaries, 

Government of Nunavut salaries. Since then, I 

believe that the deputy minister employment 

contract template was amended to include a 

clause or section that states that their salaries 

can be publicly disclosed. 

 

Does that public disclosure of salary section of 

the employment contract go beyond deputy 

ministers? For example, are senior managers’ 

employment contract templates, does that also 

include a similar section regarding public 

disclosure of salary? Thank you, Chair. 

 

Chairman: Ms. Power. 

 

Ms. Power: Thank you, Mr. Chair, and thank 

you for the question. No, it does not. It’s only 

the deputy contracts, which is the reason why 

when we’re releasing the ATIPP, we felt it 

necessary to provide this information to the 

public servants so that they’re aware it may be 

released. Thank you, Mr. Chair. 

 

Chairman: Thank you. And I just had another 

name added to the list. Mr. Simailak, go ahead. 

 

Mr. Simailak: Thank you, Mr. Chairman, for 

recognizing me again. To the commissioner, 

I’ve just got a follow-up question to my 

colleague from Maligaliuqti, a question about 

the idea or the encouragement from the 

committee for the commissioner to visit smaller 

communities outside of Nunavut. 

 

The reason why we keep bringing this up is we 

feel it’s important for representation, people to 
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come up, show up, and help explain positions 

like your role, for an example. It’s not mainly 

to visit the hamlet. I’ll use Baker Lake as an 

example. It’s not mainly to visit the hamlet of 

Baker Lake, the municipality. In Baker Lake, 

I’ve got two schools, the elementary school and 

a high school, filled with Government of 

Nunavut employees. Qulliq Energy 

Corporation head office is in Baker Lake. The 

Arctic College community learning centre, 

there’s one in Baker Lake. Nunavut Library 

headquarters is in Baker Lake. The health 

centre is there, Family Services, mental health, 

home care workers. There’s tonnes and tonnes 

of Government of Nunavut employees in all of 

these communities, and some may not 

understand how a person in your position could 

help them if they want access to information, or 

give suggestions for protection of privacy. 

That’s the kind of thing that we’re hopeful to 

see. 

 

So I just want to explain why we’ve been trying 

to encourage for other people in positions like 

yours to visit our communities. 

 

And I was wondering what, I know you’re not 

going up for a reappointment, but I’m 

wondering what your opinion or position is on 

this idea now, after I’ve explained it a bit more. 

Perhaps it’s something that we could work on 

before your term is done or for your successor. 

Thank you, Mr. Chairman. 

 

Chairman: Thank you, Mr. Simailak. 

Commissioner Steele. 

 

Mr. Steele: Thank you, Mr. Chair, and I thank 

the member for his further explanation. And I 

hope nobody misunderstands me. If I had any 

of my files where it would advance the file to 

visit the communities, I would not hesitate. I 

would be on the plane tomorrow. But the 

member raises another question, which I did 

address last year, but it’s useful to bring it up 
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again, and that is: What is my role with regard 

to public education? 

 

Now, my view is that the responsibility for 

access to information and protection of privacy 

rests primarily with the Government of 

Nunavut. So, for example, just to take the 

schools, for example, the Department of 

Education, in my view, is responsible for 

making sure that every single person in that 

school is aware of their responsibilities to 

protect student information, teacher 

information, and so on. That’s not something 

that I, in my position, could possibly. I’m one 

person. I have a one-person office, okay, 

whereas the responsibility to safeguard 

personal information rests with each individual 

department. 

 

If I could go back to the analogy that I’ve used 

a number of times, Mr. Chair, and that is that 

I’m more like, my role is like the referee in a 

hockey game, or I’m a little bit like a judge, 

where I sit back, receive information, and then I 

make a decision. Now, when we’re promoting 

hockey, we don’t send referees out to 

communities to promote the hockey game, 

right? It’s just that’s not their role. It’s not what 

they do. And it’s the same with judges. We 

send judges out to communities because they 

have cases that require them to go to the 

communities, but we don’t send our judges out 

to promote participation in the legal system. 

We don’t send them out to encourage people to 

sue each other, right? That doesn’t make any 

sense. That’s not what judges do. It’s not what 

they’re for. They’re there to sit back and make 

decisions. 

 

So I have never really seen myself as the 

person responsible for promoting the system, 

because for example, Member, if I went out to 

Baker Lake, for example, or any other 

community and said, we have this system, this 

access to information system, here’s what you 

can do with it, here’s the kind of information 
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you can get from it, and if you’re not happy, 

you can come to me, well, what I’m really 

doing is encouraging people to use the system. 

But I don’t run the system. And honestly, 

there’s parts of the system that don’t work very 

well. 

So if I go out and I do the public education part, 

and somebody has a really negative experience 

with the system, they can come to me and say, 

but you told us to use the system. And I’d say, 

well, yeah, I know, but, like, I don’t actually 

run the system. You see what I mean? It 

doesn’t quite make sense to me that that public 

education role is one that my office would 

have, other than an educational role about what 

specifically I do, which is to be the referee in 

the hockey game. 

 

Perhaps I’ll leave it there. Look, I think you all 

know that I used to be a politician. I know very 

well what you’re saying about the necessity for 

people to get the heck out of the capital city and 

get into the communities and see what people’s 

lives are like in the communities. I totally 

understand that, which is why I say I would not 

hesitate if any of my files required me to go to 

the communities, I’d be there tomorrow. It’s 

just I think there is room here for a little bit of 

perhaps disagreement about what exactly my 

role is in terms of promoting the system and 

that public education element. (interpretation) 

Thank you, Mr. Chair. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman, and 

thank you, Commissioner, for the response. To 

the Government of Nunavut, the commissioner 

mentioned it’s the government’s role to educate 

the staff on their role to protect information, 

each department. And when we look at how, 

I’m pretty sure every single department or 

almost every department will take on a casual 

employee for two or three months. Do those 

casuals go through an education program to 

say, here’s what you have to do to make sure 
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you don’t accidently leak information, sensitive 

material? Is that done with every single casual 

in every department? Thank you, Mr. 

Chairman. 

 

Chairman: Thank you. Mr. Witzaney. 

Mr. Witzaney (interpretation): Thank you, Mr. 

Chair. 

 

(interpretation ends) We feature heavily in a 

couple of regular trainings that are given in the 

Government of Nunavut. One of them is a 

records information management training, and 

the other is the new employee orientation 

program training. So we do a presentation at 

both of those trainings. I think the member has 

correctly identified that we could be doing 

more to catch more employees. 

 

One of the things that we’ve been working with 

our Fusion Cloud folks to do is to actually look 

at the training module that that program has, 

and it would allow us to actually require people 

to go through some basic training before they 

were able to do more stuff on their computer or 

before they were able to start their role. So 

we’ve engaged with the lead on that file, have 

provided them our introductory training, and 

are going to be working with them to see if we 

can incorporate that into the Fusion Cloud 

program so that every new employee, 

regardless of how long they’re on the job, first 

has to take that before they’re able to start. 

(interpretation) Thank you, Mr. Chair. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak: Thank you, Mr. Chairman. 

Thank you, Mr. Witzaney. Mr. Witzaney 

mentioned the Fusion Cloud. Is that active 

now? Is that training happening now? Again, if 

there’s an employee casual that’s going to 

begin on-boarding tomorrow, or well, Monday, 

will they go through the training Monday 

morning first, or is that not going to happen for 
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another while yet? When would it start? Thank 

you, Mr. Chairman. 

 

Chairman: Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, Mr. 

Chair. 

(interpretation ends) Not currently. We’re 

hoping soon. The Fusion Cloud team has been 

very busy with the go-live of the financial 

portal and are prioritizing that function. 

 

The training that we do with new employees 

through the new employee orientation program 

and the records information management 

program is regular training we do every year. 

And we have one coming up, I believe, not next 

week but the week after. 

 

Often, when people are either hiring summer 

students or casuals, they actually go to that 

records information management training, 

because one of the responsibilities that’s often 

assigned to them is managing records and 

sending archives, sorry, sending records to the 

archive. So we do end up capturing a lot of 

employees that way. 

 

We’re also available at the territorial access to 

information office to do one-off training, to be 

invited in. I’m sure you saw in our most recent 

annual report we did training for 46 

Department of HR employees in 2023-2024. 

I’ve done training with Family Services 

employees in 2024-2025. In 2019, when was 

the manager of access to information, I trained 

over a hundred health staff over the 

ransomware period by phone and by Teams to 

get as many people as we could. So we do look 

for opportunities for training. (interpretation) 

Thank you, Mr. Chair. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak (interpretation): Thank you, Mr. 

Chairman. I would like to ask a question to the 
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Department of Health. Sometimes in Baker 

Lake, when the doctor or the nurse is not in the 

community, they usually meet with the 

Winnipeg medical officers through telehealth. 

Nowadays, some people are very good at 

computer operation and they could use 

interpreters, and they can watch the telehealth 

program confidentially, and they don’t know 

who the individual is no matter where they are. 

Is there a security safeguard for the telehealth 

so that no scammers can intrude into that? Is 

there a system, is there a security protection 

system in the telehealth program? Thank you, 

Mr. Chairman. 

 

Chairman: Thank you. Ms. Hunt. 

 

Ms. Hunt: Thank you, Mr. Chair. Thank you to 

the member for the question. All of our virtual 

care is run off of the Government of Nunavut 

network, so it is safeguarded, like all of the 

other components that are on the network. 

(interpretation) Thank you. 

 

Chairman: Mr. Simailak. 

 

Mr. Simailak (interpretation): Thank you, Mr. 

Chairperson. Thank you for your good 

response. I appreciate the fact that you’re 

protecting the telehealth system, because they 

work with very confidential matters. I’m very 

proud of you, and I’m very appreciative of that. 

Thank you. 

 

Chairman: Thank you, Mr. Simailak. Just 

before I go to closing comments, I just want to 

close off a couple of topics, just with some 

follow-up information. I’ll just start off with a 

brief comment to the commissioner. 

 

I realize it’s late in the game, but I do see a 

value and we were talking about an education 

component for GN staff, but I think there’s an 

education component for the commissioner 

themselves, of travelling outside of Iqaluit and 

going to smaller communities and seeing the 
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different lifestyle. I think it would help in some 

of your investigations from a mindset or from 

the public perception of privacy. I think there is 

some value to go out to different communities 

to see how life is lived outside of Iqaluit, to put 

some perspective into some of the investigative 

challenges that you may come across. So it’s 

just probably more food for thought for the next 

commissioner, but if an opportunity arises, like 

the commissioner said, I’m sure you’d 

welcome it. 

 

I’d like to go to the Department of Health. 

When it was talked about the consultations for 

the health-specific privacy legislation, what 

was some of the general feedback? That’s one 

thing we didn’t kind of get into, of how the 

public perceives health-specific privacy 

legislation. Ms. Hunt. 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chair. 

 

(interpretation ends) Thank you for the 

question. So there were a few themes that came 

out of the public consultations, as well as the 

electronic surveys that were received. Those 

themes from the public, from internal and 

external stakeholders and community sessions 

that were held, were around accountability and 

breaches, so wanting to understand what are the 

accountabilities, how are people held 

accountable, and what happens. There were 

themes around written consent. You know, 

even as far as the definition of written consent, 

how is that given, the methods that can be 

done, and what does that mean and what are 

you consenting to. 

 

Mental health stigma was an area that was 

discussed, as well as support for online record 

access, so the portal that we heard discussed 

yesterday. Thank you. 

 

Chairman: Thank you for that, Ms. Hunt. Just 

staying with Health, it was also described of 
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artificial intelligence, a number of different 

aspects it can be used in, and one of those is 

diagnostic situations. Does the Department of 

Health currently use any health-specific 

artificial intelligence at the moment? Deputy 

Minister Hunt. 

 

Ms. Hunt (interpretation): Thank you, Mr. 

Chairman. (interpretation ends) Currently no. 

(interpretation) Thank you. 

 

Chairman: Thank you. And just a final 

question I guess to Mr. Witzaney. Curious 

George kind of component kicked in. I realize 

that legislation protects cabinet records from 

disclosure for 15 years. The Government of 

Nunavut has been in existence now for almost, 

well, 26 years. Is the government receiving any 

requests for cabinet records from the early 

days? Mr. Witzaney. 

 

Mr. Witzaney (interpretation): Thank you, 

Mr. Chair. 

 

(interpretation ends) As a risk of jinxing myself 

and then having a bunch of requests, we have 

not seen that yet. I myself am interested in what 

happened during those early cabinet days, but 

to date – and I’m knocking on wood – we 

haven’t had any interest from the public on 

that. But there certainly are many years of 

Government of Nunavut operations and cabinet 

operations that are now presumably able to be 

requested. (interpretation) Thank you, 

Mr. Chair. 

 

Chairman: Thank you for that, Mr. Witzaney. 

I might have just knocked the tree down. 

 

With that, I’m going to ask is the government 

first to provide closing comments, and then I’ll 

go to Commissioner Steele. Mr. Mansell. 

 

Mr. Mansell: Thank you, Mr. Chair. Just a few 

thank-yous. Thank you to the members for the 

excellent questions and to the chair for keeping 
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us going and on track the last two days. Thank 

you to the GN team for supporting me. And 

also a big thank-you to the commissioner. As 

we mentioned, this is his last appearance, and I 

just wanted to point out how much personally 

and on behalf of the government he’s been a 

great person to work with and a real asset to the 

territory. 

 

I assure the committee members that the 

Government of Nunavut takes our access to 

information and protection of privacy 

responsibilities very seriously. We look 

forward to receiving your recommendations 

from this hearing, and look forward to 

responding accordingly. Thank you, Mr. Chair. 

 

Chairman: Thank you, Mr. Mansell, and the 

rest of your team as well. We got to utilize 

everyone at the table. I think that’s quite an 

accomplishment itself. 

 

Commissioner Steele, please provide your 

closing comments. Thank you. 

 

Mr. Steele: Thank you, Mr. Chair. To the 

members, I will repeat that I report to you; I do 

not report to the premier. I do not report to the 

cabinet. I report to you, the Members of this 

Legislative Assembly, which is why to me 

these hearings are so fundamentally important. 

You are, in a sense, my bosses; I report to you 

what I see, and what happens to it after that is 

up to you. If you don’t carry these things any 

further, that’s fine. That’s your judgment about 

priorities, then probably nothing will happen. 

But if you continue to push and press and ask 

questions of the cabinet about this, you can 

make a difference in terms of setting the 

government’s agenda and what it does. 

 

There are six of us who are independent 

officers of the Legislative Assembly: The 

Languages Commissioner, the Representative 

for Children and Youth, the Integrity 
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Commissioner, the Chief Electoral Officer, the 

Auditor General, and me. 

 

So you’ve heard from me yesterday and today. 

You’re hearing from two other of those officers 

next week on equally or more important topics. 

I’m sure that all of us, all the independent 

officers, greatly value the work you put into 

this, the questions you ask, and the relationship 

that we need to develop with you in order to get 

things done. 

 

So for those of you who are running in the 

election, I wish you well, and perhaps you will 

be back here picking up these issues again. For 

those of you not running in the upcoming 

election, thank you very much for your public 

service. 

 

I want to thank the Government of Nunavut 

representatives that are here today. I agree with 

Mr. Mansell that the Government of Nunavut 

takes the Access to Information and Protection 

of Privacy Act very seriously, and you see can 

see it. Today you have very senior 

representation from five different government 

departments, and I thank them all for their 

thoughtful and detailed well-considered 

answers. 

 

I also particularly want to take a moment to 

thank their staff, who do the on-the-ground 

daily work. When an access-to-information 

request comes in, there’s work that needs to be 

done. When a privacy breach occurs, there’s 

work that needs to be done, and there are 

people inside every department who are doing 

that work. I don’t think they always love to see 

me coming. You know, they don’t always love 

to hear from me because often it means more 

work for them because I’m the watchdog. I’m 

the one watching how they do what they do and 

making suggestions about how to do it better 

sometimes or to say, that’s great; you’ve done 

great work on this; I have no further 

suggestions. But I want to thank each and every 
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one of them, because they are the daily heroes 

of access and privacy work. 

 

If I could summarize the message that I wanted 

to convey to you, especially since I expect this 

will be my last appearance before you, it is that 

since I arrived in Nunavut to do this job four 

years ago, the poor performers, the departments 

that were not doing well at all, have been doing 

better. So I would say to you that there’s no 

longer any department in the GN that’s not 

meeting the minimum standard. So that’s good. 

So the poor performers have gotten better, even 

I would say much better. 

 

The high performers, like the Department of 

Health, continue to be high performers, and 

again, that’s because they’ve got the right 

people in the right positions with leadership 

from the top. And they’re not the only 

department like that, but they are the top 

performer, and they need to be, I think, 

recognized as such because, frankly, they set 

the standard for everybody else that we want 

everybody else to be able to reach. 

 

Then the biggest single change in the time that 

I’ve been here is the establishment of the 

central office. It’s a new thing that Mr. 

Witzaney is running and doing a very good job. 

I had a chance to meet his staff. He’s really 

hired great people, I have to say, really capable, 

dedicated people. I can already see the 

difference that it’s making. It’s not that they’re 

now responsible for processing the files, but all 

of those public bodies now have an umbrella 

organization that is there to support them, give 

them advice, make sure the right thing gets 

done at the right time. And even though it’s a 

new office, I can already see the difference. 

 

So my congratulations to Mr. Witzaney and his 

team, and also the Department of Executive and 

Intergovernmental Affairs which had the 

foresight to establish this expanded office and 

has made it a reality. 
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So in sum, Mr. Chair, although there is always 

more work that we can do in this area, things 

are better in access and privacy than when I 

arrived. 

 

Access to information, citizens knowing what 

their government is doing is fundamental to 

democracy, and the protection of people’s 

private information is fundamental to human 

dignity, so we all have a obligation; we all have 

a role to play in making sure that things 

continue to get better for Nunavummiut in 

access and privacy. (interpretation) Thank you, 

Mr. Chair. 

 

Chairman: Thank you, Mr. Steele. And like 

you’d mentioned to us earlier, we appreciate 

your service to the public as well, too, over the 

last four-plus years. I know you’re not out the 

door yet, and I know you have a lot of work to 

do, so I’m not going to say goodbye or 

anything like that, but I do wish you all the best 

to you and your wife both in all your future 

endeavours. 

 

With that, I will close the meeting. Thank you 

to the interpreters, and as Mr. Steele mentioned, 

all the staff behind the scenes. I know how 

much work goes in behind preparing the 

officials being here today, and there’s a very 

deep bench behind them. So I thank you and 

them. And with that, I will close and adjourn 

the meeting. Thank you. 

 

>>Committee adjourned at 16:51 

 


